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METOA MOAENIOBAHHSA risPUAHONO BrNJaBY HA OEPXABHI CEPBICU
3 BUKOPUCTAHHAM ArEHTHO-OPIEHTOBAHOIO NigxonQy

BcTyn. Y koHmekcmi 2i6pudHoi giliHu 3pocmae posnb iHghopMayiliHo20 ennuey Ha Kpumu4Hy iHghpacmpykmypy Oepkasu.
@elikoei MoeiOOMIIEHHST MOXYmb CIPUYUHSIMU Xxeusli rnoeediHkoeoi akmueHocmi kopucmyeadie, wo imimye DDoS-amaku i
npuzeodums G0 nepesaHMaxkeHHs1 OepxxasHUX Uyughposux cepsicie Hasimb 6e3 mexHiYHO20 empyyaHHsi. BuHukae nompe6a y
MoQderTr08aHHIi makux cyeHapiie 3 ypaxyeaHHsIM MeXHIYHUX i coyianibHO-M08ediHKO8UX YUHHUKIE.

M e ToAawu. 3anpornoHoeaHo aceHMHo-opieHMoesaHy Mooesib 2i6pudHO20 enusy, W0 8KIt0Yae Kopucmyeadyie, 6omie, dxepena
¢pelikie i 3axucHi mexaHiamu. Modenb peanizoeaHo y eu2nsidi Mamemamu4HUX Criee8iOHOWEHb i cueHapHO20 MOOesIto8aHHs,
eK/royaroyu 6asoeull cuyeHapili, cyeHapili i3 3ampumaHorO peakyicto, cuyeHapilli i3 MexHiYHUM empyyYaHHsIM i cuyeHapil 3
iHghopmayiliHum crnpocmyeaHHsIM. AHani3 30ilicHeHO 3 ypaxyeaHHsIM Mnapamempie HasaHMa)ieHHsi, noeediHKkosoi akmueauil ma
peakuii 3axucHoi cucmemu.

PesynbTatu. BcmaHosneHo, wo noeediHKkOBa aKmMueHiCMb Kopucmyeadie MOXe Ccmeopumu HasaHMa)KeHHsl,
ekeiganenmHe DDoS-amaui. HaliegpekmueHiwum eusieuecsi kom6iHoeaHuli cyeHapil, uwjo rMoedHye mexHidHe O6JI0Ky8aHHs1 U
iHghopmayiliHe cripocmyeaHHs1, sikuli 00380/1U8 3HU3UMU HagaHMa)KeHHs1 00 cmabinbHo20 pieHs. BusHayeHo, wjo Kracu4Hi modesti
Kibep3axucmy He epaxosyromb 8i0kiadeHy peakuyito Kopucmyeadie abo xeunbog8y OuHamiKy, uwjo o6mMexye ixHIo eghekmueHicmb y
2i6pudHomy cepedosuuyi.

B u cHoBKkKWU. 3anponoHosaHa Modesib 00380J1UMb He Jluuie 3Modesiroeamu 2i6pudHul ennus, ane U oyiHUmMu eghpekKmugHicme
makmuk pea2yeaHHs1 Ha yel ennue. BoHa moxe 6ymu eukopucmaHa e CERT-nnamgopmax, cumynsiyisax Red Team / Blue Team, a
makox y cucmemax paHHb020 rnorepedxeHHs1. lodanbwi docnidkeHHs MOXymb 30cepedumuch Ha adanmauyii modesti 0o peasibHO20
cepedosuwja Ui asmomamu30e8aHoOMy pea2yeaHHi Ha iHghopmauiliHi 3a2po3u.

KnwuyoBi cnoBa: 2i6pudHa eiliHa, aceHmHe ModestoeaHHs, ¢helikoei nosidomneHHs1, yugpoea besrneka, noeediHkoge
HagaHMa)KeHHsl.

BeTyn

Y cyydacHMx ymoBax 3pocTayoi LdpoBisaLlii AepKaBHi He nue ANs TEXHIYHOro, a i Ansa couianbHOro KOHTPOIO
iHdbopmaLiiHi pecypcy fefani yacTiwe cTaTb 06'ekTamm 3a iHdopmauinHmmn notokamu (David et al., 2018).
cknagHux 6aratoBekTopHux atak. OgHMM i3 NPOSABIB TaKUX B Takmx ymoBax BuHukae notpeba y MoOAentoBaHHi
3arpo3 € ribpuagHui BNnuB, L0 NOEAHYE TEXHIYHI 3acobu riopyaHoOro BMNUBY 3 ypaxyBaHHAM poONen  OKpemumx
(3okpema, DDoS-ataku — Distributed Denial of Service) 3 areHTIiB: KOpUCTyBauiB, mxepen gerikiB, 60TiB i 3axXMCHUX
iHbopMaLinHUMKM  KamnaHiaMu,  CAPSIMOBaHUMM  Ha cuctem. AreHTHO-opieHTOBaHe MogentoBaHHs (ABM —
opmMyBaHHS MEBHOI NOBEAIHKOBOI peakLii KopucTyBauiB. Agent-Based Modeling) gae 3mory peanidyBaT Taky
BHacnigok nowwuvpeHHs denkoBux nosigomneHs abo baratowapoBy cuctemy. Llen nigxin ~ possonsie
BVKPVBIEHOI iHOpMaLLii KOpUCTyBadi MacoBO 3[INCHIOTb BPaxoByBaTU iHAMBIQyanbHY peakuitlo areHTiB, 4acoBy
3anuTy OO CEPBICIB, WO NPU3BOANTL 0 NepeBaHTaXEHHS 3aTPUMKY B aKTMBHOCTI, €DeKT Bif, CNPOCTyBaHHSA (DEVIKIB i
HaBiTb 3a BIOCYTHOCTI CyTO TexHiYHOi artaku. Cxoxuin MO>XITMBICTb KOMBIHOBAHOIO HaBaHTaXEHHS.
edekT onncaHo gk “iHdoaemito” y poboti Matteo et al. Memoro uiei poboTn € po3pobrieHHa 1 anpobauis
(2020), pe nigkpecrneHo, WO couianbHi nnatgopmu areHTHO-OpiEHTOBaHOI MOAeri BUSIBNEHHS i CTPUMYBaHHS
MOXYTb CTaTM TPUrepoM MIiKOBOrO HaBaHTaXEHHS riGpyaHoro BNMBY, 30KpeMa 1 NOBEAIHKOBOT aKTUBHOCTI
BUKITIOYHO Yepe3 NOBeAiHKOBY peakuito ayanTopii. KOpUCTyBa4iB, BUKIMKaHOI iHOPMALiNHUMKN aTakamu.

TpaguuinHi nigxoam Ao BusiBRNeHHs i npotuaii DDoS- 3anponoHoBaHa MoAernb MOEAHYE KNacu4Hi KOMMOHEHTU
atakam nepenbavaloTe pearyBaHHs Ha Tpadik, SKuN aHanizy HaBaHTaXeHHA 3 peakuielo Ha iHdopMaLinHi
reHepyeTtbcsi 60Tamy abo aBTOMaTM30BaHMMU CUCTEMAaMMU. CTUMYIu Ta [03BONsE opmyBaTh CLeHapil, B SKMX HaBiTb
OpHak y ribpugHoMy cepefoBUMLLI 3Ha4YHa YacTuHa HeBemnuKa KinbKiCTb  (DEerKoBMX MOBIAOMIIEHb  MOXe
HaBaHTaXXEHHS1 CTBOPHOETLCS NEMTUMHUMU KOPUCTyBavamu, npu3BeCTU A0 cucTeMHoro 36ot0. Lle cTBoptoe ymoBu, 3a
AKi pearyloTb Ha [AesiHpopmauilo, nowuvpeHy 4epes AKMX 6€3 TEXHIYHOTo BTPYYaHHS LIMPPOBi CUCTEMU MOXKYTh
MeceHaKepu, couianbHi Mepexi 4YM aHOHIMHI KaHanwu. 3a3HaBaTtu CYTTEBOrO HaBaHTaXeHHS BHacnigok
Lle cTBOplOoE CEPNO3HI BUKNUKM AN CUCTEM 3aXUCTY, HEKOHTPOMbOBaHO| aKTUBHOCTI KOPUCTYBaYiB.
OCKiflbK/ MOBEAIHKOBA aKTMBHICTb HE € 3M04MHHOK 3a Oa2n50 nimepamypu. OOHUM i3 KpUTUYHUX hakTopiB
CyTTIO, ane MOXe MaTu PpYWHIBHI Hacnigku ang Yy KOHTEKCTi ribpuaHoro BMMAMBY € [OMHAMika Ta Tum
CcTabinNbHOCTI iHpaCTpyKTypWU. peakuii KopucTyBadiB Ha iHopmauiiHi NOBIAOMIIEHHS.

AKTyanbHICTb AOCNILKEHHSI MOCUITIOETLCS 3 OrNsAay Ha Y pocnigpkeHHi Glenski, Weninger, & Volkova (2018)
peanbHi iHUMAEHTW, SAKi BigOyBanucsa nig 4Yac akTUBHUX 3anpornoHOBaHO HEWPOHHY MoAesb, LWo Kriacudikye
¢a3 ribpuaHoi BiMHM B YKpaiHi. Hanpuknag, denkosi peakuii KopMCcTyBayiB Ha HOBMHWU B COLianbHUX Mepexax
NoBIZOMINEHHS NPOo “3nam” gepXaBHUX LMGPOBUX CEPBICIB 3a [fgeB'daTbMa TUNamu, 30KpeMa TakKMMW: 3anuTaHHs,
2022 p. npu3BOAUNM A0 XBWbOBUX HaBaHTaXeHb Ha YTOUYHEHHS, BASAYHICTb, €MOLiHa OLjiHKa, 3anepeyeHHs
iHPPaACTPYKTYpy,  CNPUYMHEHUX  MaCOBMM  BXOAOM, abo rymop. Taka [JeTanisauis [ossonuna aeTopam
3MiHaMu naponiB abo HagcuMnaHHSaM 3anuTiB NigTPUMKN. BUSIBUTM  BIOMIHHOCTI Yy CNPUWHATTI  OOCTOBIPHUX i
Lle cBigunTb npo HeoOXigHICTb MOAEmntoBaHHSA TaKMX JesiHopMaUinHNX  [Kepen, WO TakoX BNMvMBae Ha
npoLueciB He nuLe Ha PiBHI MepexHoro Tpadika, a i 3 LIBWAKICTb Ta IHTEHCUBHICTb peakLiii.
ypaxyBaHHAM MOBeAdiHKM KopucTyBadiB. LUBuakicts i AHanis noHag 10 mnH TBITIB i 6 MrH KOMeHTapiB Reddit
mMacwTab nowmpeHHst elikoBoi iHdopmMaLii € BUKITMKOM nokasaBs, WO peakuii Ha HeOOCTOBIPHI HOBMHM 4YacTo
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MalTb HWY MpUMpoAy — Hanpuknag, Yy BiAnoBidb Ha
PenkoBi HOBMHM KOPUCTYBaui 4acTiwe [OEMOHCTPYHTb
BOSAYHICTb ab0 3a4at0Tb YTOUHIOBATbHI 3aNUTaHHS, TOA| SK
OOCTOBIpHI  [Xepena BUKNUKaOTb MUOLWi  aHaniTU4Hi
BiAMNOBIAI Y/ eMOLiiHE CXBaneHHs.

3asHaveHe [JocnigKeHHs NiOTBEpPOXye, WO Moae-
TIOBaHHSI MOBEAIHKN KOPUCTYBAYiB Y KOHTEKCTI FibpuaHux
3arpo3 He MOBUHHO 3BoAMTUCA [0 OGiHapHOi Mogeni
“aKTMBOBaHO / He akTMBOBaHO”. HaTOMICTb, AOLNbHUM €
BUKOPUCTAHHS (PYHKLIOHaNbHUX IMOBIPHICHUX MoAernen,
SKi Bpax0BYIOTb Pi3HOMaHITHICTb peakLini — came e i 6yno
peani3oBaHO Yy 3anponOHOBaHIi areHTHO-OPIEHTOBAHIN
mogeni. Shu et al. (2019) nigkpecnioloTb, WO edeKTUBHE
BUSBMEHHA  enkoBoi  iHdopmauii Ha  couianbHuX
nnatgopmax HemoxnvMBe 06e3 ypaxyBaHHs  TpPbOX
B3aEMOMOB'A3aHNX aCneKTIiB: 3MICTy, peakuil KOpucTy-
BauyiB i XapakTepUCTUK xKepen.

Y pocnigxenHi Dhiman Shah, Thirunarayan (2024)
3anponoHoBaHo ribpuaHy mogens GBERT (GPT-BERT),
ska noegHye apxitektypu BERT (Bidirectional Encoder
Representations from Transformers) i GPT (Generative
Pre-trained Transformer) gna nigBuLEHHsT TOYHOCTI
BUSIBNEHHS PenkoBMX HOBUH. Mopenb noegHye ABi
HarcyyacHiwi TexHonorii: BERT Bignosigae 3a rnmbokuit
KOHTEKCTyanbHWUI aHania Tekcty, a GPT — 3a BUSABNEHHSA
[OBrOCTPOKOBMX  CEMAHTUYHMX  3B'A3KIB i JOrivyHOT
y3romxeHocTi  noeigomrneHb. OTpuMaHe noegHaHHSA
NpOTECTOBaHO Ha [ABOX pearnbHuWX Habopax paHux i3
Twitter i Reddit, ge npogemoHcTpyBano nigBuLLEHy
TOYHICTb Knacudikauii hekoBux NOBiAOMIEHb NOPIBHAHO
3 TpaguuinHUMmn  apxiTekTypamu. Takun nigxin,
niaTBEPAXYE JOUiNbHICTb noeaHaHHSA KOHTEHT-
OpIEHTOBAHOrO aHarnidy 3 MOBHMMMW MoAensMu y pasi
BUSIBNEHHS AdesiHdopmadii — came ue narfno B OCHOBY
CTPYKTYPU NOBEIHKOBOT OLLIHKM B HALUii MOAENi.

Ak nokasyloTb pesynbTatu gocnigxkeHHs Tafur, &

NOBIJOMINEHHST UM Mxepeno nybnikauii, a N curHanu, sKi
HaOXoOATb Bid aBTOMAaTU30BaHUX cucTeM Bepudikauii. Y
npoBefeHOMYy ekcrepuMeHTi i3 40 yyacHMKaMun BUSBNEHO,
O HaBiTb 3a HasBHOCTI MOMUIIOK i3 OOKy cuctemm
Knacudikauii herkoBUX HOBWH, KOPUCTyBaudi NpPOOOBXY-
Banu noknagaTtuncsa Ha ii BUCHOBKM y MoHaa 57 % Bunaakis.
Taka nosefiHka CBIgYUTL NPO BMCOKU piBEHb LOBIpU A0
anropuTMiB i JEMOHCTPYE BaXIMBY pPOrib CoLianbHOro
KOHTEKCTY, KOTHITUBHUX yNepeaXeHb i HaCTaHOB y MpoLeci
NPUAHATTS pileHb. Lli BUCHOBKM BaxknuBi ans nobyanoswu
areHTHO-OpIEHTOBaHMX  MOAenen, y SKUX peakuis
KOpUCTyBada MOAENETbCS He nuwe SK BignoBidb Ha
KOHTEHT, a i 9K pesynbTaT B3aemofil 3i CknagHow
iHbopMaLiiHO EeKOCUCTEMOIO.

AreHTHO-OpIEHTOBaHI MoAeni BUSBUIUCA edeKTUB-
HAMU [ANS MOAENOBaHHA CKMagHWX 3arpo3 y kibep-
npoctopi. ¥ poboTti Kotenko Stepashkin, & Doynikova
(2008) 3anpornoHOBaHO apXiTeKTypy CUMYNSALINHOrO
cepefoBva AnNs aHanidy arak OOTHETIB i MexaHi3miB
IXHBOrO CTPUMYyBaHHA. ABTOPU NPEACTaBUNN OUHAMIYHY
B3a€EMOJil0 MiXX areHTamu-atakamu (6oTamu) Ta areHTamm-
3aXMCHUKaMK, WO MOAENoBany KOOpPAMHALI Yy Mexax
OaratopiBHeBUX komaHg. Y OKyCi [OCNigKEHHS
npoTtucTosiHHa DDoS-aTakam i3 BUKOpUCTaHHSAM cLeHapiiB
caMoHaB4aHHs, inbTpaLii Ta 06MiHy curHatypamu Mix
areHTamu. Takui nigxig 6nusbkuii 0o peanisoBaHoi B
HalWin mMoaeni Nnoriku: noeagHaHHs NoBediHKOBUX areHTiB,
cuctemMyn OnOKyBaHHA Ta pearyBaHHs Yy CKragHOMy
iHbopmauiiHomy cepegosuLi. Lle ceigunTb npo cranictb
nigxogy A0 BWKOPWUCTAHHA  areHTHUX CTPYKTYp Y
MOZJENOBaHHI Kibep3arpos, 3okpema i B pasi BpaxyBaHHS
noBeiHk1 60TMepex Ta afanTUBHUX 3aXUCHUX CTpaTerii.

MeToau

Y mogeni po3rnsgalTb CYKYMHICTb areHTiB, KOXeH 3
SIKMX Bifirpae okpemMy porb y cLeHapii ribpugHoro Bnnvey.
KoxxeH areHT mae Habip noBefiHKOBMX NpaBuI i 3gaTHUN

Sarkar (2023), Ha hopMyBaHHs1 AYMKIU KOPUCTYBauiB LLoa0 3MiHOBaTM cTaH cuctemn. OCHOBHI TUMM  areHTiB
[OCTOBIpHOCTI iHOpMaLii BNNMBaKTb He nuwe 3MicT HaBegeHo B Tabn. 1.
Ta6bnuuys 1
OCHOBHI TUNK areHTiB y Mmoaeni
AreHT Mo3HayeHHs MoBeaiHka

KopucTtyBay Ac Pearye Ha delkoBy iHdOpMmaLito, reHepye 3anuTin Ao cepB.icy

Telegram-kaHan At Mowwmpioe enkoBi NOBIAOMIEHHS

Bot/DDoS-areHt Ab IMiTye MacoBi 3anuTn Ha NepeBaHTaXeHHS

[epxaBHuin cepsic As O6pobnsie 3anuTn, Mae obMexxeHy NPonyckHy 34aTHICTb

3axucHa cuctema Az Pearye Ha HaBaHTaxeHHs, 6rokye mxepena Tpadika

IMOBIpHICTb akTMBaLii kKOpUCTyBava po3paxoBytoTb AK
P.=a-D,+B-V,,

Ae P, — iMOBIpHICTb TOrO, IO KOpUCTYyBay 3AiMCHNTb Ajto
(nepexig, 3anuT), D, — cTyniHb OOBipM OO Axepena,
V (t) — iIHTEHCMBHICTb NOLIMPEHHS MOBIAOMITEHHS.

PosrnsHemo copmyny

a,BeE0;1], a+p=1

Lis dopmyna pfossonse 3mofentoBaTv MMOBIPHICTb
TOro, WO KOpUCTYyBaY NoBipuUTb Y heinkoBy iHdopMaLito Ta
30INCHUTL aKkTMBHY Ao (Hanp., nepexig Ha ceps.ic).
Mapametpun D, Ta V, BignosigatoTe 3a piBeHb AOBIpK A0
DoKepena noBigOMIIEHHS Ta MOro BUAUMICTb Y couiaribHOMY
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cepefoBuLLi BiAMOBIAHO. 3HayeHHs o Ta [3 3ajatoTb
Bary KOXXHOMO YMHHMKA. Take npeacTaBrieHHs O03BONSE
MOZENOBATU MOBEAIHKOBY 3aneXHiCTb KOpUCTyBaya B
ymoBax iHOpMaLiNHOro TUCKY.

3aranbHe HaBaHTaXXeHHS Ha CepBiC BU3Ha4YaloTh 5K

L(t) =Ny -p(t) -1, + Ny -1,

de N, — xinbkicTb kopucTyBadiB, Nj — kinbkicTb 60TiB,
p(t) — iIMOBIpHICTb aKTMBaLii KOPUCTyBa4yiB y MOMEHT
vacy (t), 7y, 7, — IHTEHCMBHICTb 3anuTIB Bif KOpUCTyBaya
Ta 60Ta BignosigHo.

KpuTnyHe HaBaHTaXeHHs, 3a SKOro CepBic BiAMOBISE:

L(t) > Lypyr = cepsicy CTaHi BiagmMOBM.
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Lle piBHSIHHA Mopentoe 3arafnibHe HaBaHTaXeHHA Ha
OepXXaBHUIA CepBIiC Yy KOHKPETHU MOMEHT 4vacy. BoHo
BpaxoBye SK 3anuTu Bi4 3BUMYANHUX KOPWUCTYBadiB
(napametpu N, 1, , p(t) ), TaKiBig GOTIB, SIKi BUKOHYIOTb
DDoS-ataku ( N, , 13,). i 4ac nepeBuLLEHHS KPUTUHHOTO
nopory HasaHTaxeHHsi L., cuctema moxe nepentu B

HecTabinbHWI cTaH abo NPUNMHUTM 0B6POONEHHS 3anuTiB.
Takui nigxig [o3BONA€ BUSBNATM MOPOroBi yMOBW BiAMOBU
B MeXax 3MOAeNbOBaHOro CLeHapito.

Mogenb gae 3mory BiATBOPUTM cueHapii, 3a SKux
BHacCniJoK akTMBHOCTI KOPUCTyBadiB BiAOyBaeTbCA piske
3pOCTaHHA 3anuTiB OO cepgicy. Y Tabn. 2 npeacTaBneHo
OAVH i3 Takux cueHapiiB: y noyaTkoBin dasi (0-19 xB)
cucTema (pyHKUioHye cTabinbHO, ogHaK nicnsa akTueisauii
deriky (20-30 xB) HaBaHTaXXEHHSA 3poCTae, IO CBIAYNTb
npo pU3nK NepeBaHTaXEHHSA HaBiTb 6€3 TeXHIYHOI aTaku
3 boky 6orTiB.

Ta6bnuys 2
CueHapi 3aMiHM HaBaHTaXXeHHs
Yac, AKTMBOBaHi 3anuTtun 3anuTtun 3aranbHe .
A . . - . CraH cepBicy
XBUSIUHU kopucTtyBaui, % BiA KopucTyBayiB Big 6oTiB HaBaHTa)XXeHHSA

0-19 12 1200 2000 3200 CrabinbHa poboTa

20+ 25 2500 2000 4500 Nipavwere
HaBaHTaXKeHHS

30+ 30 3000 2000 5000 Niasuuiere
HaBaHTaXXeHHA

HactynHui cueHapii mogentoe cutyadito, y Skin nicns
no4yaTKOBOrO HaBaHTaXEHHs Ha cepB.ic BigbyBaeTbecs
aKTVBaLis 3aXUCHOT cucTeMun. AreHT Az BUSIBMSIE 3pOCTaHHS
Tpadika Ta NounmHae OGMOKyBaHHA YacTUHW [Kepen, Lo
nigo3prooTbCs Y reHepauii erkoBux 3anuTiB. Y Mogeni

BPaxOBYETLCA SK BNAMB 60Ta, TaK i peakLis KOpUCTyBadiB Ha
derikoBe nosigomneHHsa. Tabnvua 3 imcTpye,  §K
3MIHIOETECS PiBEHb 3arafnibHOr0 HaBaHTaXeHHs Ta CTaH
cepBicy Micns BTPYYaHHA CUCTEMM 3aXUCTY.

Ta6nuuys 3
CueHapii i3 peakujiero 3aXMCHOI cucteMu
Yac, AKTMBOBaHi 3anutu Big 3anuTtun 3abnokoBaHi 3aranbHe .
A . . . CraH cepBicy
XBUIUHU kopucTtyBadi, % | KopucTyBayiB Big 6oTiB oxepena HaBaHTaXeHHS

0-19 12 1200 2000 0 3200 CrabinbHa poboTa

20+ 25 2500 2000 500 4000 Nipavwere
HaBaHTaXKEeHHs!

30+ 30 3000 2000 1000 4000 Ninsuuiere
HaBaHTaXKeHHs!

Y 6a3oBin MoAeni KOpUCTyBadi pearytloTb Ha herkoBy
iHbopMmaLito MuTTEBO nicna ii oTpumaHHA. [poTe Ha
NpaKTULi peakuis 4acTo € BigknageHo: Aesiki KopucTyBadi
crepLuy CnocTepiratoTb, OYiKyHOTb MATBEPMKEHHS 3 iHLLNX
okepen abo akTMBI3yOTbCS Nue Micrs MOBTOPHOro
KOHTakTy 3 cpeiikom. 3 ornsiay Ha uen edekT, y Moaernb
[04aHO CLeHapil i3 YacoBOK 3aTPUMKOK akTUBaLii.

IMOBIpHICTb Mepexody KopucTyBaya A0 akTUBHWUX Ain
OMNUCYETLCS NOFICTUYHOK (PYHKLIED

p(t) =T a0

ne t — vac 3atpumku, a k— KoediuieHT LWBMAOKOCTI
pearyBaHHs.

Y cueHapii npuknagy akTMBHICTb KOPUCTYBaYiB NOCTy-
NnoBO 3pocTae BNpoAoBX nepLumnx 24 xs: Big 10 % 0o 25 %.
Lle ctBopioe ymoOBM [Af1si MOCTYNOBOTO HaKOMWYEHHSI
HaBaHTaXeHHS, sike JocsArae KpUTUYHOTO PiBHSA He Biapasy,
a nuwe B KiHUi iHTepBany. Takui cueHapii O03BONse
MoAentoBaTn ePeKT YNOBINbHEHOTO MiKy HABAHTaXXEHHS Ta
HeobXiaHICTb Binbll paHHLOI peakuii cuctemu. [eTtanbHy
AVHaMIiKy HaBaHTaXXeHHS B LibOMY CLieHapii npeAcTaBrneHo
y Tabn. 4.

Ta6nuus 4
CueHapii 3aTpumaHoi akTuBauii
Yac, AKTUBOBaHi 3anuTtun 3anuTtun 3aranbHe .
A . . - . CTaH cepBicy
XBUINUHU kopucTtyBaui, % Big KopucTyBayiB Big 6oTiB HaBaHTaXXeHHSA
0-9 10 1000 2000 3000 CrtabinbHa poboTta
10-14 15 1500 2000 3500 CrabinbHa poboTta
15-19 20 2000 2000 4000 Nipavwere
HaBaHTaXKeHHS
20-24 25 2500 2000 4500 Ninsuuiere
HaBaHTaXeHHS
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LLle ogHum cueHapiem, peanisoBaHuM Yy MoOZeni, €
iHcbopmaLiiHe BTpy4YaHHs 3 OOKY Aep>kaBu Micrst BUSIBIIEHHS
NiKOBOro HaBaHTaXeHHsi. OdiuiiHe CnpOCTyBaHHA MOXe
Oyt peani3oBaHe 4epe3 MOBIAOMIMEHHA Ha AepXaBHOMY
nopTtarni, odiLinHi CTOPIHKM Y couianbHMX mepexax abo push-
CroBiLLleHHs y MobinbHOMY aoaatky. Llev cueHapi BpaxoBye
3MiHy dOYHKLT akT1BaUii kopucTyBadiB y Yaci. [1o 20-i XBunmHm
nmoBipHicTb p(t) 36epiraetecst Ha piBHi 0.3, micns Yoro
3HMWKyeTbca o 0.1 'y pesynbrtati BTpydaHHs. Lle
MOZENMETLCS AK KyckoBa qoyHKLIS:

p(t) = 0.3, axkmo t < 20,
0.1, axmo t = 20.

Y Mogeni TakoX BpaxoBaHO Ao areHTa Az, sKui
peanisye TexHiyHe 6rnoKyBaHHSA NiJo3pinux xepen nicns

MOMEHTY BTpy4YaHHs. Tabnumusa 5 inocTpye, K 3MiHETbCSA
HaBaHTaXEHHSA:  Creplly BOHO  JocArae  nopora
nepeBaHTaXeHHs, ane 3rogoM cTabinisyeTbca 3aBasiku
O[HOYACHOMY  3HWXEHHIO  MOBEAIHKOBOI  aKTUBHOCTI
KOpUCTYBaYiB i TEXHIYHOMY BOKYBaHHIO Jxepern.

3asHaveHu niaxig A03BONSE BpaxoByBaTW He nule
TEXHIYHi  MexaHiamMu  3axucty, ane W  BMMuB
iHpopmauiiHoro cepeposuula. 3a aaHumn ENISA (2023),
onepaTtmBHe iHPOPMYBaHHS rPOMajsH i KOHTpHapaTUBK 3
OOKy OWILiNHNX OXKepen MOXYTb CyTTEBO 3HU3UTU
NoBeLiHKOBY peakLito Ha LLKiAnMBI iIHpOpMaUinHi kKaMnaHii.
BignosigHo, iHTerpauis nogiGHoT Noriku y TexHiYHi Mogeni
€ O0OrpyHTOBaHMM KpOKOM [Ansl CLieHapHOro axanisy
ribpuaHux 3arpoas.

Ta6nuuys 5
3MiHa aKTMBHOCTI KOPUCTYBaYiB Nicns CNPOCTyBaHHA
Yac, AKTUBOBaHi 3anutu Big 3anuTtn 3abnokoBaHi 3aranbHe .
o X - . CraH cepBicy
XBUNUHU KopucTtyBadi, % | KopucTyBayiB Big 6oTiB Axepena HaBaHTaXeHHA
0-9 30 3000 2000 0 5000 CrabinbHa poboTta
10-14 30 3000 2000 0 5000 Minsuwiene
HaBaHTa)KeHHs
15-19 30 3000 2000 0 5000 Ninsmuiere
HaBaHTaXXEeHHA
20-24 10 1000 2000 500 2500 Crabinisauis
PesynbTtaTtn fo 20-i xBunMHKM, ofHak nojanblie nybniyHe

CueHapHe MoaentoBaHHSA A03BOMUIO OLIHUTK, SIK Pi3Hi
BapiaHTW pearyBaHHS KOPWUCTYBadiB i CUCTEMWU 3aXUCTYy
BM/MBalOTb HA HAaBAHTAXEHHS [epXXaBHOro iHdopma-
LjHOro cepsicy. 3aranom 3mMoAenboBaHO HYOTUPK CLEeHapii:
6a3oBui 6e3 BTpy4aHHs, 6a30Buii i3 BTpy4aHHAM 3axXUCHOT
CUCTEMMU, CLIeHapii i3 3aTPUMaHOI0 peaKLiero KOpUCTyBaYiB i
cueHapi 3 iHpopMaLiiHUM CNpPOCTYBaHHAM.

Y 6asoBomy cueHapii (Tabn. 2) kopucTyBayi MUTTEBO
pearytoTb Ha peikoBe NOBIAOMIIEHHS, LLIO NPU3BOAUTL 0
NMOCTYMOBOrO 3POCTaHHS HaBaHTaXeHHs. HaBiTb SAKWwo
DDoS-tpacik 3anuwaerbca He3MiHHMM (2000 3anuTiB),
36inMbLUEHHS YacTKM aKTMBOBaHMX kopucTyBadiB o 30 %
CTBOpPIOE JoaaTkoBe HaBaHTaxeHHs y 3000 3anuTis, WO B
CyKynHOCTi cTaHoBuUTb 5000 — KpUTWYHWIA nopir Ansg
cepeicy. Le cBiguntb mpo Te, Wwo HaBiTb 6e3 TexHiYHOT
artaku cuctemMa MoXe 3as3HaTuM  BiAMOBM BHACMiOOK
NoBeAiHKOBOT aKTMBHOCTI NETiTMMHUX KOPUCTYBaYiB.

Y cueHapii 3 aKkTUBHOK 3aXMCHOK cucTeMoto (Tabn. 3),
nicnsi BUSIBNEHHS MNEPEBULLEHHS HaBaHTaXEHHS areHT
Az ©Onokye uvactuHy [xepen 3anuTiB. BrnokyBaHHs
1000 oauHuub Tpadiika [O03BONSE 3HU3UTU 3ararnbHe
HaBaHTaxeHHs1 0o 4000, wo cTabinizye poboTy cepsicy. Lle
nigTBEPAXKYE, WO HaBiTb OOMEXeHe TEXHIYHe pearyBaHHs
3gaTtHe cTabinisyBatnm cucteMy, OCODNMBO SIKWO BOHO
3IACHIOETLCA [0 AOCSATHEHHSI KPUTUYHOTO PiBHS.

Y cueHapii i3 3aTpumaHow peakuiero (Tabn. 4)
aKTMBaLlis KopucTyBadyiB BiAOyBaeTbCA He MWUTTEBO, a
noctynoso — Big 10 go 30 % ynpogosx 30 xB. Lle Bege oo
BiJKNaQEHOro HAKOMWYEHHSI HaBaHTAXEHHS: MO4YaTKOBI
¢asn € BigHOCHO 6GesneyHnmu, ane y diHanbHin dasi
CYKyrHa KinbKiCTb 3anuTiB JOCHArae TOro CamMoro piBHS
5000, wo n y 6asoBomy cueHapii. BogHo4ac nosinbHe
3POCTaHHSA HAaBaHTaXXEHHS YCKITALHIOE BUSBITEHHST 3arpo3u
Ons cuctem, ski opieHToBaHi Ha mutTeBi DDoS-cnnecku.
Taka noBediHka BMMarae TrHYYKILIOro pearyBaHHs
3aXUCHUX CUCTEM Ha MOBEAIHKOBY AMHAMIKY.

Y cueHapii 3 iHhopMaUiiHUM BTpyYaHHaM (Tabn. 5)
peakLis KOpMCTyBayiB TakoX AocsArae MikoBUX 3HaYeHb
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cnpoctyBaHHst 3Hmkye p(t) go 0.1. OpgHoyacHo i3 uum
areHT Az B611oKye YacTuHy JXepern, WO CNpUYMHSAE LWBUAKE
3MeHLUEeHHs HaBaHTaxeHHs1 — 3 5000 go 3000 3anuTiB. Y
pesynbTaTi cuctema cTabinidyetbcs HaBiTb 6€3 NoTpedu B
rMMOOKOMY TEXHIY4HOMY BTpyYaHHi. Takui cueHapin
NigTBEPAXYE  MPaKTUYHY  edEeKTUBHICTb  KOMOGiHauil
iHbopMaLinHOi NpoTuaii Ta TOYKOBOro OrOKyBaHHSA Anis
3axuCTy Bif ribpuaHnx aTak.

MopiBHANBHMI  aHami3 yCiX YOTUPLOX CLeHapiiB
O03BONSIE 3pOOUTM BMCHOBOK, WO HaledeKTUBHILWMM i3
nornsgy CTPUMYBaHHS HaBaHTaXEHHS € KOMOIHOBaHMi
nigxin, — TexHiyHe OnokyBaHHA [xepen pasom 3
iHpopmauiinum BTpydaHHam (Tabn. 5). Came B LbOMy
BUMAAKy BAANOCS 3HM3NUTU KinbkicTb 3anuTiB o 3000, Toai
AK y 6a30BOMY cLieHapil Liell NOKa3HUK CAraB KPUTUYHOTO
pisHa 5000. HaBnaku, cueHapiii i3 3aTpymaHo peakuieto
(tTabn. 4) npogeMoHCTpyBaB, WO HaBiTb 6e3 GoTaTaku,
MoCTynoBe 3pocTaHHs p(t) Moxe NpU3BECTM 40 NoAIGHOMo
HaBaHTaxeHH4. Lle 4oBOAMTb, L0 He NuLle TeXHIYHa, ane
N MnoBefdiHKOBa AMHaMika Mae KM4oBe 3HaYeHHs AN
ctabinbHocTi cepsicy. BogHovac cueHapil i3 YacTKOBUM
BTpyYaHHaAM (Tabn. 3) 3abe3nedye nuwe 4vacTkoBe
3HMXeHHs — o 4000 3anuTis, WO € MexoBuM. BignosigHo,
came  MyJIbTUKOMIMOHEHTHI  cueHapii  JeMOHCTPYTb
HaliKpalli pe3ynbTati 3 nornagy niagTpumaHHs ctabinbHol
poboTu cepsicy.

Omxe, pesynbTatu [AEMOHCTPYHOTb, LWO areHTHo-
opieHTOBaHa MoOAenb [JO03BOMAE He nuvwe imiTyBatu
NMOBEAiHKOBI 1 TEexHiYHi 3arpo3n, a W npoTecTyBaTu
e(EeKTUBHICTb PI3HUX TakTUK pearyBaHHs. YcCi cueHapii
NiATBEPAXYIOTb, LLO LWBUAKICTL | hopma BigNoBiAi cuctemu
3aXMCTy MatTb KPUTUYHE 3HAYeHHs Ansa 3anobiraHHs
BiZAMOBI cepBicy.

0O62080peHHs1. OTpuMaHi pesynbTaTy CBig4YaTb Npo
KPUTUYHUIA BMMVB NOBEAIHKOBOI aKTUBHOCTI KOPUCTYBaYiB
Ha HaBaHTaXXEHHS LMpoBMX cepBiciB NyOniyHOro cekTopy.
Y BCix cueHapisix (Tabn. 2-5) niaTBepmpkeHo, Wo HaBiTb 6e3
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3MiH y DDoS-komnoHeHTi Mogeni (kinbkicTb 60TiB nuwanacs
CTaro), peakujis KOpUcTyBa4iB Ha peikoBi NOBIAOMIIEHHS
30aTHa BMBECTU cuCTeMy 3a Mexi i npauesgatHocTi. Lle
OEMOHCTPYE  HeOOXiOHICTb  ypaxyBaHHS  MOBELiHKOBUX
MeXaHi3MiB B OL|iHIOBaHHi kibep3arpos.

3okpema, cueHapii i3 3aTpumaHoto peakuieto (Tabn. 4)
N iHopMaLUinHUM BTpyYaHHsaM (Tabn. 5) AeMOHCTpyoTh
CKragHilly AnHaMiKy HaBaHTaXKeHHS. Y nepLuomy BUNagky
— cuctema nepebyBae B 30HI pU3MKy Yepes KyMynsaTuBHe
3pOCTaHHA 3anuTiB, Y Apyromy — ctabinisauii gocsaraioTb
nuue 3a yMOBM OAHOYAcHOro BRAMBY iHOpMaLinHOro
cnpocTyBaHHA Ta 6nokyBaHHa mkepen. Ll cueHapil
NiATBEPAXYIOTb, WO KnacuyHi DDoS-3axuctu, opieHToBaHi
Ha MUTTEBI CMNMEcKn, MOXyTb OyTV He edeKTUBHUMMK Yy
BUNagKax noBediHKOBMX XBUMb abo KOMOIHOBaHMX aTak.

AreHTHO-OpiEHTOBaHWA Nigxia [O3BOMMB  iMITyBaTU
B32EMOZI0 PiI3HNX eNEeMEHTIB — KOPUCTYBaYiB, aTaKyruux,
KaHarniB MOLUMPEeHHs Ta CUCTEeM 3axXMCTY — Y €ANHIN Mogeni.
3aBasikM UbOMY 3MOZENbOBaHO HE NWLIEe TEeXHiYHi, a i
iH(bopMaLinHO-NOBEeAIHKOBI BMAMBK. Take MOEAHAHHS €
0CcOo6NMBO akTyanbHUM Yy KOHTEKCTi ribpuaHoi BiHW, Oe
aTaka moxe BigbyBaTuca 6e3 KOOHOro KoAy 4u Bipycy —
nvwe Yyepes MaHinynsauito CIpUAHATTSM.

PeanictnyHicTb 3MoaenboBaHMX CUeHapiiB MigTBepoXy-
eTbcqd  Ha npaktuui. Y 2022 p. B yKpaiHCbKOMY
iHdbopMmaLiiHoMy npocTopi nowmpuBecs ek Npo HibKUTo
3nam gopatky “[ia” Ta BUTikaHHS AaHuX. 3aKnyKu HeramHo
nepeBipuTN 0OMIKOBI 3anNUCU CMPUYUHUAM Pi3KMIA CNeck

aKTMBHOCTI, SIKMA He OyB MOB'A3aHMIA i3 pearnbHUM
TEXHIYHMM  OHOBMEHHsIM. Jluwe nicng  ny6niyHoro
CMpPOCTYyBaHHA 3  OOKy [JOepXaBW  HaBaHTAXKEHHSsI

HopMmanisyBarocs. Llein kelc AeMOHCTpyeE, Lo HaBiTb 6e3
aTtak OoTiB cuctema Moxe 3as3HaTu DDoS-nopibHoro
HaBaHTa)XEHHS1 BUKIMOYHO Yepes NoBefiHKy KopUcTyBauiB.

Ha BigmiHy Big knacuyHux mogenen DDoS-aHaniay,
WO (OKYCYIOTbCA BUKIIOYHO Ha TEXHIYHUX MeTpukax
(Hanp., KinbkicTb 3anuTiB, obcar Tpadika abo LWBMAKICTb
reHepauii HaBaHTaXeHHs!), 3anpornoHoBaHa MoAenb
BPaxoOBYE AVHaMIKy NOBELiHKA KOPUCTYBaYiB K OKpeMUi
YnHHUK BnnuBy. Lle posBonge BuaABUTM cueHapii, Sk
€ MaronoMiTHMMM B KITACWYHIN aHanitTuui, ane MoxyTb
CTaHOBMTU He MeHWy 3arpody pAns crabinbHOCTI
cuctemun. 3okpema, cLeHapii i3 3aTpumaHo peakuieto
OEeMOHCTPYeE, Lo HaBiTb 3a BiACYTHOCTI TEXHIYHOT aTaku,
NOCTYNOBE HAKOMWYEHHS1 aKTUBHOCTI MOXe MNpU3BECTU
[0 NepeBaHTaXEHHS.

Y npakTU4YHOMY KOHTEKCTi Lie O3Ha4yae, WO CUCTeEMMU
MOHITOPUHIY, OPIEHTOBAHI NLLE Ha MiKOBi HABAHTaXXEHHS,
MOXYTb BUSIBUTUCA HeedEKTUBHUMMU 33 HasBHOCTI
NOBEAIHKOBUX XBUIb. AreHTHO-OpiEHTOBaHa MoAenb,
HaBnaku, AOO3BONSE ajanTyBaTu cTpaTerii 3axucTy .o
pi3HUx popm gectabinizadii — Big MUTTEBMX hbanbCTapTiB
[0 JOBroTpmBanmx iHopmauiiHUX KamnaHin.

MogibHui migxin peanisoBaHo B ribpuaHin mogeni CSI
(Ruchansky, Seo, & Liu, 2017), sika iHTerpye KOHTEHT
NOBIJOMIEHHS, peakuii KOpUCTyBadiB i XapakTepucTuKu
oxkepen. Lle nigtBepmxye edekTuBHiCTb — Oarato-
(haKkTOpHOro MOAEMBaHHA ANS BUSABMEHHA (ENKOoBOT
aKTMBHOCTI 6e3 HeobXxigHOCTI rpadhoBoOro aHaniay.

Kpim gocnigHuubKoro noteHuiany, Mogens Moxe 6yTu
iHTerpoBaHa B nMpuKNagHi IHCTPYMEHTU OLIHIOBaHHS
pU3MKIB i HaBaHTaXeHHs. 3o0kpema, BOHa MOXe
BMKOPMCTOBYBaTUCb B aHamniTUMHUX MOAYNSX nnatdopm
Tuny CERT-UA ons cumynsuii noBediHKOBOI akTUBHOCTI
KOpuCTyBa4iB  nig 4ac enkoBmx iHdOpMaLINHMUX
KamMnaHiv. [HWKYM MOXNNBMM HaNpPsiIMOM € BUKOPUCTaHHSA
MoZeni K  KOMMOHEHTa B CUCTEMax pPaHHbOro
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nonepemkeHHs1 Npo aHOMarnbHe HaBaHTaXEHHs — 3
ypaxyBaHHSAM He nulle TeXHIYHUX MOKa3HuKiB, a =
iHbopmauinHoro KoHTekcTy. Kpim Toro, mMopenb Moxe
cTaTu OcHOBOW AN cueHapiiB Red Team / Blue Team
HaBYaHb Yy cdoepi kibepbesnekn, [e  BaxIMBO
NPOTECTyBaTU i TEXHIYHY CTIMKICTb CUCTEM, | KOMYHIKaLiNHY
peakLito Ha 3arpoay.

Monpn nepeBarn areHTHO-OpPiEHTOBAHOro mMigxoay,
3anporoHoBaHa MoAeNb Mae NeBHi 0OMEXeHHS, Lo BapTo
BpaxoByBaTu npu ii iHTeprpeTauii Ta noganswomMy
3acTtocyBaHHi. [Mo-neplle, y MoaentoBaHHI BUKOPUCTaHO
ysaranoHeHi  napametpu  p(t), ki HaGMWKeHo
BifoOpaxalTb MNOBeAdiHKy  KOpuUCTyBadiB, ane He
BPaxoBYOTb MiXiHAMBIQYanbHi BiAMIHHOCTI, Hanpuknag,
BMAVB AeMOrpadivyHNX Y1 NCUXOMOriYHUX XapakTepUCTUK.
Mo-gpyre, mopenb nepepbayae ikcoBaHy KinbkiCTb
OoTareHTiB i He BpaxoBYe MOXNMBICTb  IXHbLOrO
caMopo3LUMpeHHst abo aganTauii, Wo BMacTMBO Cy4acHUM
6otHeTaMm. Kpim Toro, iHdopmauiiHe cepegoBuLLe
3MOoJenboBaHO K YMOBHO ofHOpiaHe, 6e3 audepeHuiauii
3a Tunamu kKaHaniB abo pieHem pfosipu. [loganblui
OOCMIOXEHHS MOXYyTb 30CEPefAMTUCb Ha PO3LUMPEHHI
MoZerni 3a paxyHoK (akTopiB COLianbHOro BMIUBY,
OaraTokaHanbHOro MOLIMPEHHs Ta peanisauii areHTiB 3
aJanTUBHOLO FIOMKOK MOBE/IHKN.

OpHuMm i3 chakTopiB, KM NOTEHUINHO NiACWUIOE BNNNB
erikoBoi iHopMaLlii, € couianbHU pe3oHaHC — edekT,
KOMM KOPUCTYBAY He pearye Ha NMoBiAOMIEHHS Yy NepLIOMY
KOHTaKTi, ane akTuBI3yETbCA MIiCNS TOro, SIK aHanorivyHy
iHbopmalLito nobaunTb y Kinbkox mkepenax. Llen edekt
Ba)XXKO MOJENoBaTh y KAACUYHUX TEXHIYHUX cucTemax,
ane Woro MOXHa BiATBOPUTM 4epe3 OGaraTodasHy
noBeAdiHKy areHTiB. [MOBTOpHE 3iTKHEHHS 3 MOBiAOM-
TNIEHHAM, MNocuneHe  aBTopuTeTOM  JKepena  abo
coujanbHUM TUCKOM, MOXE iCTOTHO 3MIHWUTW TPAaEKTOPItO
noeefiHkn. Y poboti Starbird, Arif,  Wilson (2019)
nigKpecneHo, Wo AesiHdopMaLis NOWNPIETLCA He nuLle
AK TEXHIYHMA BMMB, a | K KONMEKTUBHA [isiNbHICTb
ayauTopil, ika HeyCBiAOMMNEHO MIATPUMYE XUTTEBUN LINKI
LUKIANIMBOrO KOHTEHTY.

Y KOHTeKCTi mopgeni, Wo po3pobneHa y UbOMY
OocCnifxeHHi, nogibHa norika Moxe OyTu peanisoBaHa
3aBAsKM PO3LUMPEHHIO DYHKLT akTUBaLii p (t) 3anexHo Big
KinbKocTi noBTOpiB abo "BianyHHA" NOBIJOMMNEHHS. Takui
nigxig 0o3BONsie HaAbNM3UTM CUMYMALK [0 pearnbHOro
iHbopmaUiiHOro cepenoBULLa, e HE NMULLE KOHTEHT, ane i
YacToTa KOHTaKTy 3 HUM BM3Ha4yae MMOBIPHICTb Aii. Lie €
NOTEHUIMHUM HanpsMOM NoAanbLUIOro po3BUTKY Moaeni —
3 ypaxyBaHHSM LMKMiB MOBTOPEHHS Ta MiKareHTHOro
NoLUMpEHHst iHdbopmallii.

KpiMm cumynauinHoro aHanisy, 3anpornoHoBaHy MOAenb
MOXHa afanTyBaTM [ BUKOPUCTAHHA Yy cuUcTeMax
MOHITOPUHIY B pexumi peanbHoro d4acy. OguH i3
NEepPCrneKTUBHUX HampsaMiB — aganTauis NOrikv areHTHol
Moerni Ang CUCTEM MOonepepKeHHs iHopMaLinHUX
aHomanin. Lle ocobnvBo akTyanbHO y Bunmagkax, Komu
nowmnpeHHs  AesiHdopmadii  He  CynpoBOOXKYETbCSH
KNacu4YHUMU TEXHIYHUMU iHOMKaTopamu (Hanp., DDoS abo
MEPEXHUMU CKaHyBaHHSIMW), ane CTBOPKE BUCOKUN
piBEHb HaBaHTaXXeHHS Yepes peakLito ayanTopii.

AHanis guHamikv noBediHKM KOpUCTyBaYiB, 30Kpema i
piskux 3miH y p(t), AO3BOMsiE po3ni3HaBaTU XBUMbOBI
aHomanii, fAki  MOXyTb  yKadyBaTW Ha  3anyck
CKOOpPAMHOBaHOT (PerKkoBOi KamnaHii. Y Takux Bunagkax
cucteMa MoXe iHiuitoBaTy aBTOMaTU30BaHE CrpOCTy-
BaHHs1 abo OMoKyBaHHA NOLUMPIOBAYiB — HaBiTb O TOTO, 5K
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3'9BNATbCA TexHiYHi Hacnigkn. OTKe, Moaenb Moxe
(OYHKLIOHYBaTW HE n1LLE SK iHCTPYMEHT 4118 NNaHyBaHHS i
HaBYaHHA, ane i AK MPakTUYHUI KOMMOHEHT y cucTemax
KibepsaxucTy, Oe LWBMAOKICTb peakuii Mae BupillansHe
3HaveHHs. [MoganbLui AoCNiAXEHHS MOXYTb By T cnpsiMoBaHi
Ha BW3HAYEHHSI OMTUManbHUX MOPOroBUX 3HayeHb p(t)
ONS  3anycky Takux MeXaHisMiB 3anexHo Big Tuny
iHdpopmaUiHOT NnaTopMmn Ta XapakTepmucTuk ayauTopii.

Kpim Toro, mopenb moxe OyTv BuKOpUCTaHa Ans
BUSBMEHHA  MOTEHLUIMHO  BpasnuBux  iHpopmaLiiHnx
CEermMeHTIB Hanpuknaz, rpyn KopUcTyBadis i3 Bucokum p(t),

SKi - HariMOBIipHiWe niggagyTbCa  BRAMBY  DENKOBMX
nosigomneHs.  Lle  BigkpvBae  MOXNUMBOCTI  And
NPEBEHTMBHOIO  iHpOPMYyBaHHSA,  CNPSIMOBAHOrO  Ha

NOCUMEHHS KiBepCTIKOCTI LiNbOBUX ayanTOpIN.

3anponoHoBaHa Mofenb [03BOMSE He nulle BiATBO-
puTK 3arposy, ane wn nepesipuTM edEKTUBHICTb Pi3HUX
TaKTUK pearyBaHHs. Lle pobuts ii kopucHO He nue Ans
HayKOBOro aHaniady, a ¥ Ans NpuKnagHoro BUKOPUCTaHHSA —
Hanpuknag, y mexax Red Team / Blue Team HaB4aHb, Ans
oujiHoBaHHA pusukiB y CERT-nnatcdopmax abo nigrotosku
0O iHdopmauinHMX KamnaHin. Mogenb TakoX Moxe
OyTn poswmpeHa: 3 ypaxyBaHHAM edeKkTy MacoBoro
MOBTOPEHHS, 3aTPUMOK Y MOLLMPEHHI ab0 BNAUBY KIMHOHOBMX
nigepis Aymok. Taki moaumdikauii CTBOpATb OCHOBY AONs
afanTvBHUX CUCTEM MPOrHO3yBaHHS MOBEAIHKM KOPUCTY-
BayiB nig 4ac Kpus.

Ounckycis i BUCHOBKMN

3anponoHoBaHa areHTHO-oOpieHTOBaHa mogenb
BUSIBMEHHSA Ta CTPUMYBaHHS riGpMAHOro BNAVBY A03BONAE
KOMMMEKCHO MOAenioBatn B3AEMOLI0  KOPUCTYBauiB,
6oTareHTiB, JKepen AesiHdopMauii Ta 3aXNCHUX CUCTEM.
Ha sBigmiHy Big knacuyHnx DDoS-mopenert, BoHa
BpPaxoBY€ MOBEAIHKOBY AMHAMIKy 1 iH(DOpMaLiviHi edbekTn,

30KpeMa W  3aTpPUMKYy peakuii KopucTyBadiB i BMnvBe
OQiLiNHOro CNPOCTYBaHHS.

CueHapHe MofenoBaHHA Mokasano, Lo HaBiTb
neriTMMHa  MoOBefjiHKa KOpUCTyBadiB, CMPOBOKOBaHa

enkoM, 3gaTHa CTBOPUTU KPUTUYHE HaBaHTaXEHHs Ha
AepxaBHu cepeic. BogHovac cBoevacHe iHhopmaLiiiHe
BTpy4aHHs1 abo ToukoBe OrOKYBaHHS J)Kepen [03BONATb
crabinisyBatu cutyauito 6e3 maclTabHOro TexHiYHOro
pearyBaHHs. Lle nigkpecnioe BaxnuBicTb ribpuaHoro
nigxogy Ao Kibep3axucty — MOegHAHHS TEeXHIYHUX i
KOMYHiKaLiiHUX 3aco6iB pearyBaHHsi.

Mopenb y3rogoXyeTbecs i3 cydacHUMy nigxogamu Ao
BUSIBNEHHS DEeNkoBOi aKTUBHOCTI: KoHuenuii 6Garato-
cakTopHOro aHanisy, peanisoBaHi B CSIl, noBepiHkoBe
posranyxeHHsi peakuin kopuctyBadiB (Glenski et al.).
3asBneHe Bulle, a TakoX BMAMB  OOBipM 00
Bepu@iKaUiiHUX cucTemM MiATBEpAXYOTb  AOUINBbHICTb
iHTErpOBaHOro MOAENIOBAHHS MOBEAiHKM, KOHTEHTY Ta
TEXHIYHOI AMHAMIKN.

[MpakTnyHa UiHHICTb MoAeni nonsarae B MOXMBOCTI 1T
BUKOPUCTAHHA ANsl aHamnidy HaBaHTaXEHHsA B cucTemax
CERT, cumynsauin Red Team / Blue Team, a Takox B
OLiHIOBaHHI pu3uKiB Nig Yac gesiHopmauiiHuX KaMnaHin.
Ii moxHa apanTysaTu [0 pisHUX KOHdirypauin: sk ans
OKpemMux cepBiciB (Hanp., eneKTPOHHUX PEeecTpiB), TakK i
ONs MaclTabHILWMX LMdPOoBUX NnaTtdopM.

Y nepcnektuBi Mogenb Moxe OyTu [OOnoBHeHa
MoOynsiMu  [OBipW, CcoUianbHOro MOLUPEHHS, BMMBY
niAepiB AyMOK Ta anroputMamu NporHo3yBaHHA peakuin y
yaci. Ue poswmputb Ti yHKUiOHaNbHICTL i 4O3BONUTb
BMKOPUCTOBYBATU SIK KOMMOHEHT B aAanTUBHUX CUCTEMax
iHbopMmaLinHOro 3axucTy.
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OTmxe, KYOBMM €MeMEHTOM Yy hOpMyBaHHI pU3NKy
nepeBaHTaXEeHHS BUSABISIETbLCSH HEe caM (hakT aTaku, a
dopMa CNpuURHATTS Ta peakuis ayguTopii. HasiTb
MiHiManbHa TeXHiYHa aKTUBHICTb, MOEAHAHa 3 naHikot abo
Oe3iHPOopMYyBaHHAM, MOXE MaTW HacCigKW, eKkBiBaneHTHI
NoBHOMAaCLUTaOHIN DDoS-aTtadi. Lle nigkpecnioe
HeOoOXigHICTb ypaxyBaHHSA MOBEAiHKOBMX YMHHUKIB [0
MogAenen pusnky B iHpopmauiviHin 6esneti.

[xepena ciHaHcyBaHHA. Lle gocnigXeHHs He oTpumano
XKOAHOrO rpaHTy Big (OiHAHCOBOI YCTAHOBW B AEpXaBHOMY,
KoMepLiiHOMy abo HeKOMepLiNHOMY CeKTopax.
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A METHOD FOR MODELING HYBRID INFLUENCE
ON GOVERNMENT SERVICES USING AN AGENT-BASED APPROACH

Background. In the context of hybrid warfare, the role of information influence on critical infrastructure is growing. Fake news can
trigger waves of user behavioral activity that mimic DDoS attacks, overloading government digital services even without direct technical
interference. This creates the need to model such scenarios considering both technical and socio-behavioral factors.

Methods. Anagent-based model of hybrid influence is proposed, including users, bots, fake news sources, and protective mechanisms.
The model is implemented using mathematical expressions and scenario simulation, including a baseline scenario, delayed response scenario,
technical intervention scenario, and official rebuttal scenario. The analysis considers system load parameters, behavioral activation probability,
and the system's response.

Results. It was found that user behavior alone can generate critical system load equivalent to a DDoS attack. The most effective scenario
combined technical blocking and information rebuttal, reducing load to a stable level. Classic cybersecurity models often fail to account for
delayed reactions or wave-like behavioral patterns, limiting their effectiveness in hybrid environments.

Conclusions. The proposed model enables not only simulation of hybrid influence but also evaluation of response tactics. It can be
applied in CERT platforms, Red Team / Blue Team exercises, and early-warning systems. Further research may focus on adapting the model to
real-world environments and developing automated response mechanisms to information threats.

Keywords: hybrid warfare, agent-based modeling, fake news, digital security, behavioral load.
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