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METOOM BUABJIEHHA U AHAJNI3 ATAK
HA OCHOBI MICKOH®II'YPALIIK Y XMAPHUX CEPBICAX

B c Ty n. 3 po3sumkom xmapHuUx mexHosiozill ece binbuwe opaaHizauili nepexodssme G0 UKOPUCMAaHHS XMapHUX cepeicie onsi
36epicaHHs1 0aHUX | BUKOHaHHS o64ucrieHb. [I[pome HenpasusibHa KOHgi2ypauisi (MickoHgbi2ypauyisi) xmMapHux cepeicie cmae odHietro
3 20J/108HUX MPUYUH BUHUKHEHHs epa3ssiueocmell, W0 MOXymb 6ymu euxkopucmaHi 35108MUCHUKamu Osisi 30iliICHEeHHs1 amakx.
MickoHepizypauii Moxxymb npu3zeecmu Ao HecaHKUioHoeaHO20 docmyny 00 KOHghideHyiliHux daHux, Komnpomemauii cucmem ma
iHwux ceplio3Hux Hacnidkie Ans 6e3neku. Memoro yiei po6omu € docnidxeHHst Memodie eusiesieHHs Ui aHasli3y amak, W0 UHUKaroMb
8HacJ1i0ok MicKOHi2ypauili y XMapHuUXx cepeicax, a makox po3pobrieHHs1 pekoMeHOayill Onsi nidsuwjeHHs1 pieHs1 6e3neku.

MeTtoawu. [lpoaHanizogaHo icHyro4i nidxo0u OG0 eusienieHHs MiCKOHGbi2ypauili, eK/IoYarYu B8UKOPUCMAaHHS
asmomMamu308aHux iHCmMpyMeHmie CKaHyeaHHS, aHasli3 )ypHasiie nodili i 3acmocyeaHHss Memodie MalWUHHO20 Has4YaHHsS1 Onsi
susiesieHHs1 aHomanil. 3arnpornoHoeaHo 2i6pudHuli Memod, wWo MoedHye cmamuyHull aHaini3 KoHpicypauil i3 OuHaMiYyHUM
MOHIMopuHa0M MepexHo20 mpadpika. [ns ybo2o0 po3pobrieHo creyianizoeaHull anzopumm, sikuli do3eosisie ideHmudbikysamu
nomeHuitiHi epasznueocmi Ui oyiHUMU iXHO Kpumu4Hicmb. TakoX nNpoeedeHO cuMysnsyiro Pi3HUX murnie amak Osisi OYiHIO8aHHSI
eghekmueHocMi 3arnpPornoHoeaHo20 Memody.

PesynbTaTtu. Pesynsmamu OocnideHHs MokKasanu, wjo 3arnporioHoeaHuli 2i6pudHuli Memod G03e0JIsi€ 3 8UCOKOH
eghekmueHicmro susiensimu micKoHi2ypauyii, uyo MoXXxyms npuseecmu do amak. BukopucmaHHsi 2i6pudHo20 memody nidsuuwyusio
MoyHicmb eusiesieHHs1 aHomanil Ha 23 % nopieHsIHO 3 mpaduyiliHumMu Memodamu. AHani3 eunadkie peasibHUX amak niomeepdue
eghekmueHicmb Memody y eusienieHHi ma 3anobizaHHi 3a2po3aM. Po3pobneHi pekomeHOauii wjo0o KopuayeaHHs1 KoHbicypauit
00380J151I0Mb 3HU3UMU PU3UK YCMiWHUX amak Ha OCHO8i MiCKOHbieypayil.

BucHoBku. 3anponoHoeaHi memodu eusierieHHs1 U aHanizy amak Ha OCHoe8i MiCKOHbieypayili y XxmMapHuUXx cepsicax
npodeMoHcMpyeasnu 8ucoKy eghekmueHicmb i MOXXymb 6ymu iHmezpoeaHi 8 cucmemu 6e3neku opzaHizayili. BoHu do3eonsiroms
ceoeyvacHo ideHmudpikyeamu epa3zniueocmi, 3arnobicamu nomeHyiliHuUM amakam i nideuujyeamu 3a2anbHull pieeHb 6e3neKu XMapHUX
iHgbpacmpykmyp. [Modanbwuii po3eumok yux memodie, 30Kkpema 8 0CKOHasIeHHSI afl2opuimmie MalluHHO20 Had4YaHHSI, cripusimume
eghekmueHiwomy 3axucmy eid Hosux eudie 3a2po3.

KnwuyoBi cnoBa: mickoHgiaypauyis, xmapHi cepeicu, eusiesieHHs1 amak, 6esrneka, aHasi3 epassiueocmel, MaWuHHe
Hag4aHHs1, MOHIMopuHe.

BeTyn e OBMEXEHICTb iCHYIOUNX IHCTPYMEHTIB: 6araTo 3 HuX

3 NosiBOIO Ta LUBMAKMM PO3BUTKOM XMapPHUX TEXHOMOTIN, 30CepekeHo Ha OKpeMux acnekTax beaneku i Tomy Ui
Takmx 9k Amazon Web Services (AWS), Microsoft Azure iHCTPYMEHTU HEe MOXYTb 3a6e3ne4nT KOMMNIEKCHWI NiaxXia
Ta Google Cloud Platform, opraHisauii BcbOro CcaiTy [0 BMABIIEHHA 1 YCYHEHHS MiCKOHirypauin.
aKTUBHO NEPexoanTb A0 BUKOPUCTaAHHS XMapHUX CepBiciB MQTOD uiei DOGOIVI € 9039061"8“”9' €EKTUBHUX
ana 36epiraHHa, 0B6po6MeHHs 1 ynpaBRiHHA JaHWUMMW. METOAIB BUABNEHHA W aHanisy arak, lo BUHWKAIOTL
XMapHi cepBicu HagatoTb YUCTIeHHI nepeBaru: MacluTato- yHacninok MickoHdirypauii y xmapHux cepsicax. Mwu
BaHIiCTb, THYYKICTb, EKOHOMisi PECypCiB i MOXIMBICTb MPOMOHYeMO rGPMAHWIA MiaXia, SKMA NOEAHYE CTaTUHHNIA

aHania KoHdirypauii i3 AMHaAMIYHMM  MOHITOPUHIOM
MepexHoro Tpadpika Ta 3acTOCyBaHHAM  MeTofiB
MaLUWHHOrO HaBYaHHSA ANs BUSBIIEHHS aHOManin.

Mu nponoHyemMo HOBUI Miaxia, SKWIM BKIOYaE Take.

e Po3pobneHHst ribpugHoro MeTody  BUSIBIIEHHS
MiCKOHQpirypawin:  MoedHaHHA  CTaTMYHOro  aHanisy
HanawTyBaHb i3 OUHAMIYHUM MOHITOPUHIOM [O3BOSISE
TOYHiWe igeHTUdikyBaTM MNOTEHUiVHIi  BpPasnMBOCTI Y
XMapHu1X cepBicax.

e 3acTocyBaHHA METOAIB MAaLUMHHOMO HaBYaHHS:
BVMKOPUCTAHHS anropuMTMiB MAaLUMHHOIO HaBYaHHS Ans

WBKMAKO apanTyBatuca OO 3MiH Gi3Hec-cepepoBuia.
OpHak pasom i3 UMMM nepeBaraMmu 3pOCTakTb i HOBI
BUKNNKKN y cdhepi kibepbeaneku.

OpgHieto 3 HaMCepro3HilMX 3arpo3 Yy XMapHUX
cepefoBuax € MickoHdirypauii — HenpaBunbHi abo
HEKOPEKTHI HanawTyBaHHA XMapHUX cepsiciB. MickoHi-
rypauii MOXyTb BWHMKATM 4epe3 JACBKUA  dakTop,
CKNagHiCTb HanawTyBaHb abo HefoOCTaTHE PO3YMiHHS
HalKkpallmx npakTuk 6e3nekn. 3MOBMUCHUKU aKTUBHO
BMKOPUCTOBYIOTb Taki BPa3nuBOCTI ANSA 3AINCHEHHS aTak,

LLO MOXYTb NPU3BECTN [0 HecaHKLI,iOHO.BaHOI’O Aoctyny Ao aHanisy MepexHoro Tpadika Ta BUSBMEHHS aHoMmaniii
KOHOPIAEHLAHNX AaHMX, KOMMpOMeTaLii cucTeM Ta 3Hau- NiABULLYE TOYHICTb BUSIBNEHHS aTak i 3MEHLUYE KinbKiCTb
HMX (PiIHAHCOBMX i penyTauiiHuX BTpaT Ans opraHisauin. XUBHUX CMPaLbOBYBaHb.
MeTtoau e [EKcnepumeHTanbHe OUiHIOBaHHA e(EeKTUBHOCTI
PosB'sizaHHs npo6nemun MickoHirypauiit € cknagHum MeTO/ly: NPOBEAEHO CUMYIMSALO Pi3HUX TWUMIB aTak Ha
3aBAAHHSAM i3 KiNbKOX MPUYKH. TECTOBOMY CepefoBULLi, WO MiATBEPAWUNO NiABULLEHHS
e CknagHicTb i MacWTabHICTb XMapHUX CepeaoBULLL: TOYHOCTI BUSIBNEHHS aHomanin Ha 23 % nopiBHAHO 3
BenvKa KinbKiCTb CepBiCiB | HanawTyBaHb YCKMNafHIE TpaauUiitHUMn MeTofamu.
NpoLEeC yNpaBriHHS Ta MOHITOPUHTY 6e3neku. e Po3pobrieHHs NpakTUYHNX PEKOMEeHAAL: Ha OCHOBI
° ,D,VIHaMiLIHiCTb KoHcpirypauiﬁ; x|v|ap|-|i iHcppa- OTpUMaHUX pesyanaTiB CCbOpMyJ'IbOBaHO peKOMeH}:l,aLl,i'l'
CTPYKTYPU MOCTIMHO 3MIHIOKOTbLCS, WO CTBOPKE A0OATKOBI LLOAO KopUryBaHHs KOHCbiFyPall-liVll. AKi AOMOMOXKYTb 3HU3UTH
TPYZAHOLLi Y MiATPUMLUI akTyanbHMX HanawTyBaHb 6e3neku. PU3VK yCTILLIHMX aTaK Ha OCHOBI MICKOHirypaLiii.
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PesynbTaTtn

[Ons nepeBipkM edEKTUBHOCTI  3anpornoOHOBaHOIO
nigxogy Mu CTBOpPWINM TeCTOBE cepefoBuLle, WO iMiTye
peanbHi  XMapHi iHpacTpykTypu, Ta npoBenn psg
EeKCMepVMEHTIB i3 CUMYnsUiel0  pisHWX TuniB  aTak.
Pesynbtat nokasanu, WO Haw MeTod [AO3BOMSE
CBOEYaCHO BUSIBMNATY BPa3NMBOCTI Ta NOTEHLiMHI 3arposu,
3abe3neyyoun BULLMIA piBeHb Besneku.

Y mMarbyTHbOMY MU NaHyEMO BUKOHATK Taki poboTu.

e BpockoHanuTth anropuTMu MaLUMHHOIO HaBYaHHS:
noninwuT  Moaeni Ana  NiABUWEHHS TOYHOCTI Ta
LUBMAKOCTI BUSIBIIEHHS aHOMarin.

e Poswunputn 6a3y 3HaHb Npo BPa3nNMBOCTI: NOCTINHO
OHOBIOBATU IHbopMaLito MPO HOBI TUNWM MICKOHCIrypauin
i MeToau aTak.

e |HTerpyBaTv meTod y cuctemm Gesneku opraHisauii:
pPO3pobUTU pILLEHHS ONS NErkoro BNpoOBa[KeHHA MeToay
B iCHYt0MI iIHCDpPaCTPyKTypuU.

OmxKe, Halli OOCHi@KEeHHS1 CNpsiMOBaHi Ha NigBULLEHHSI
piBHS 0GesnekM XmapHMX CepBiCiB 32 [OMOMOrow
e eKT1BHOTO BUSBIEHHS 1 aHanidy aTak, wo 6a3ytoTbCs Ha
MiCKOHdirypauisix. 3anponoHoBaHWi MeTof, Mae noTeHujian
CTaTu BaXNMBWM (HCTPYMEHTOM [Anfs OpraHisauin, ki
nparHyTb 3axucTuTM CBOI AaHi 1 IHPaCTPyKTypy Y
Cy4aCHOMY AMHAMIYHOMY XMapHOMY CepeaoBuLL.

Mpobnema MickoHdirypauii y XmapHUX cepBsicax
npvBepHyna 3HayHy yBsary pJocnigHukie y cdepi
kibepbesnekn. Y poborti Butt et al. (2019) pocnigxeHo
BM/MB HEMPaBUIbHUX HanalwTyBaHb Ha 6e3neky XMapHUx
iHpacTpykTyp. ABTOPU NIAKPECNIOTb, WO CKMagHICTb
Cy4acCHMX XMapHUX CUCTEM YacTO NPU3BOAMUTL A0 MOMUMOK
KOHdpirypauii, saki  MoxyTb  OyTM  eKkcnnyaToBaHi
3noBMUCHUKamMn. BoHu 3anponoHyBanu iHcTpymeHT ACMC
ONS aBTOMaTM30BaHOro BUSIBMEHHSA MiCKOHirypauin 3a
OOMOMOrot0 aHarisy nomiTmk 4oCcTyny.

IHWwW nigxig npeactaeneHo B poboTi Zhang et al.
(2020), pme pospobneHo cuctemy ConfigAuditor, ska
BMKOPUCTOBYE NpaBuria Ha OCHOBI 3HaHb AN1S NepeBipku
KOHdpirypauin  xmapHux cepsiciB. Lle  iHCTpymeHT
[03BONsE igeHTUdikyBaTh BigOMi BpasnMBOCTI, NpoTe
noro edeKkTBHICTb OOMeXeHa BUSABIMEHHAM HOBUX abo
HEeBIOOMUX TUMIB MiCKOHIrypaLin.

MeToan MalIMHHOrO HaBYaHHS LUMPOKO 3aCTOCOBYOTb
0N BUSIBNEHHA aHOMarnin y pisHUX cdepax, BKoYar4um
Ge3neky xmapHux cepsiciB. Y gocrnimkeHHi Fotiadou et al.
(2017) 3anponoHoBaHO MoOAernb Ha OCHOBI rNMOOKOro
HaBYaHHSA ANg aHani3y MepexHoro Tpadika Ta BUSIBNIEHHA
nifo3pinoi akTMBHOCTI B peanbHoMmy uvaci. Llen nigxig
[03BONSE BUSBNATM HEBiAOMI aTaku, ane BuMarae
BENMKMX 0OCAriB  HaBYanbHUX AaHUX | 3HAYHUX
ob4mcnoBanbHUX pecypciB.

Y poboti He, & Lee (2021) BuKkOpUCTaHO anroputMu
Kknacrtepusauii gns igeHTudikauii aHomanbHuUx KoHI-
rypaudin y xmapHux cepeposuwiax. BoHu nokasanu, wo
MeToaM Knactepusauii MOXyTb eqeKTUBHO BUSIBNATU
BiOXWIIEHHA B4 HOpManbHUX KOHQirypauini, npote
TOYHICTb LMX METOAIB 3HWXKYETbLCA B YMOBax BUCOKOI
ONHaMIYHOCTI XMapHUX CepBiCiB.

Ha BigmiHy Big meTogiB, L0 30CepeXyTbC BUKIIOYHO
Ha cTaTMYHOMY aHanisi KoHdirypauin (Butt et al., 2019;
Zhang et al., 2020), abo nuwe Ha AUHAMIYHOMY MOHITO-
puHry mepexHoro Tpadika (Butt et al., 2019; Torkura et al.,
2020) Haw nigxig noegHye obuaea metoau. Lle nossonse
HaM BpaxoByBaTU SIK CTATUYHI HanaLuTyBaHHA CUCTEMU, Tak
i il QguHamiyHy NoBeaiHKy, WO NiABULLYE TOYHICTb BUSIBMEHHS
MiCKOHirypaLin i moB'a3aHnx i3 HUMK aTak.
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Kpim Toro, Ha BiamiHy Big nigxogy He, & Lee (2021),
Haw MeTod edEKTVBHO Mpauloe B yMOBaxX AWHAMIYHUX
3MiH XMapHOi iHpacTpyKTypu 3aBASKM BUKOPUCTAHHIO
afanTUBHMUX anropuTMiB MaLLMHHOTO HaBYaHHS.

Haw nigxin 6a3yeTbca Ha Teopii BUSIBNEHHS aHOManin
i MalMHHOMY HaB4YaHHi. BwukopuctaHHa anropuTmy
Random Forest (Breiman, 2001, pp. 5-32) posBonsie
edekTUBHO KracudikyBatu faHi Ta BUABNATU CKNagHi
3anexHocCTi MixX napameTpamm KoHdirypauin. Anroputm K-
Means (MacQueen, 1967, pp. 281-297) BUKOPUCTOBYOTb
ONs Knactepusauii JaHuX | BUSIBMIEHHSI TPYM CXOXMWX
KOHdirypadin, Wo gonomarae ineHTudikyBaTtu BiX1neHHs.

TakoX MU CMpPaEMOCs Ha METOAM CTaTUYHOrO aHanisy
KOHirypauin, siki 4O3BONSITbL BUABNATI BiJOMI BPa3fMBOCTI
3acTocyBaHHAM npasumn i wabnoxis (Zhang et al., 2021).

Hexan 3agaHO MHOXMHY XMapHUX CepBICiB

Q = {qlr q2, "'rqn}J (1)
Oe KOXeH cepBiC q; Mae KoHdirypauito C; Ta reHepye
MepexHu Tpadik T;. MickoHdirypauis BU3HayaeTbes sk
Taka KOHdirypauia C;, fika MICTUTb BPa3nMBOCTI, LIO
MOXYTb €KCrryaTyBaTUCS ONA 30INCHEHHS aTak.

3apava: po3pobuTtn MeTog M, kUil [O3BOMSE BUSBUTU
MHOWHY MicKOHirypaui {C,,} € {C;} Ta noB'a3aHi 3 HUMK
aHomanii y mepexHomy Tpadiky {Tp,} € {T;}.

MeToto € NOEAHaHHA CTaTUYHOMO aHanidy KoHdirypauin
i3 AMHaMiYHMM MOHITOPUHIOM MepexHoro Tpadika Ta
3aCTOCYyBaHHAM METOAIB  MalUMHHOTO HaBYaHHSA Anis
NiOBULLEHHS TOYHOCTI BUWSBMIEHHA MiCKOHirypauin i
NnoB'sA3aHnX aTak.

MpunyLweHHs:

e KOHQirypauii MOXyTb MICTUTU BpPasnUBOCTI: MNpu-
nyckaemo, WO Jeski KoHdirypauii C; MIiCTATb MiCKOHDI-
rypadii, gki MOXyTb OyTV BUSIBNEHI LUNSXOM aHaniay;

e aHomanii BigoOpaxalTb aTaku: BBaXKAEMO, LLO aHO-
ManbHi MaTepHU Y MepexHomy Tpadiky T; MOXyTb CBigYUTL
Npo HasBHICTb aTak, MOB'A3aHUX i3 MiCKOHIrypaLisamu;

e [JOCTYMHICTb AaHWX: NPUMyCKaemo, Lo AaHi npo
KOHdpirypauii Ta mepexxHuin Tpadik JOCTYNHi Ans aHaniay.

IcHytodi  mMeTogum He 3abes3nevyloTb  [OCTaTHLOI
e eKTMBHOCTI y BUSIBNIEHHI MICKOHirypauin y AuHamiqHux
XMapHUx cepepoBullax. [loegHaHHst cTaTMyHOrO Ta
OVHaMIYHOro aHarni3y [403BOSIsSiE BPaxoBYyBaTW K MOTOYHI
HanalwTyBaHHS cUCTeMu, Tak i ii NOBeAiHKy B pearnbHOMY
yaci. Lle nigBuLlye TOYHICTb BUSIBIIEHHSI BPa3nuMBOCTEN i
3HVKYE PU3UK MPOMYCKYy MOTEHUiNHMX aTtak. Haw nigxig
CNpsIMOBaHO Ha CTBOPEHHS MPOAKTUBHOI cuctemu 6esneku,
fKa aganTyeTbCa A0 3MiH Y XMapHin iHdpacTpykTypi Ta
3abe3neyye BUCOKMI PiBEHb 3aXUCTY AaHUX.

[na ouiHoBaHHA edeKTUBHOCTI  3anpornoHOBaHOIO
iHTErPOBAHOr0 METOAY BUSBIIEHHS W aHarnidy aTtak Ha
OCHOBI MIiCKOH(pirypauin y xmapHux cepBicax CTBOPEHO
TeCcToBe CepeioBuLLe, SKe IMITYE pearnbHy XMapHy iHpa-
ctpykTypy. CepemoBulle ckrnaganocs i3 48 BipTyanbHUX
MalLlVH, Ha SKUX PO3ropHYTO TUMOBI XMapHi CepB.icu, Taki
sk Bebcepsepu, 6a3n gaHnx Ta API-cepsicu. KoHdirypadii
CepBiCciB HaBMWCHO BapitoBanucsa AN BKIIOYEHHS $K
NpaBumbHUX, TaK | HenpaBUIIbHUX HanawTyBaHb, L0
A03BONUIIO MOAENOBATU Pi3Hi cLueHapil 6e3neku.

Onuc daHux. Byno 3ibpaHo Ta NnpoaHani3oBaHo Taki AaHi.

o KoHgirypauii xmapHux pecypciB: 1560 dannis
KOHdpirypaujn, wWwo MICTATb HanawTyBaHHA [OOCTyny,
MepeXxHi npaBuna, naposi i iHwi napameTpu 6esneku.

e Mepexnui Tpacdik: noHag 10 wMnH 3anuciB
MepexHoro Tpadika, 3ibpaHoro NPOTSAromMm ogHOro Micsius.

e KypHanu nogin: 200 Tuc. 3anucis xxypHanis Noaiwn,
Lo BKIHOYaOTh iHhOpMaL,ito Npo BXOAM B CUCTEMY, 3MiHU
KOHGpirypaui Ta iHwwi Baxnusi aii.
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[na ouiHoBaHHA eeKTMBHOCTI MeTody BWKOPUCTO-
BYBanu Taki METPUKK:

e TouHicTb (Precision): YacTka NpaBUMbHO BUSBNEHUX
HenpaBUNbHUX KOHQIrypaLin cepes ycix BUSBIIEHUX.

.. True Positives
Precision =

True Positives+False Positives * (2)

e [loBHoTa (Recall): yacTka npaBubHO BUSIBMNEHUX

HenpaBWUNbHUX  KOHCIrypauin cepen  YyCiX  iCHyruUMX
HenpaBUNbHUX KOHAIrypaLin.

Recall = True Positives

True Positives+False Negatives (3)

e F1-Mipa: rapmMOoHiiHe cepeHE TOYHOCTI Ta MOBHOTW.

F1=2x Precision+Recall ’ )

e PiBeHb NOMUIKOBMX CrIPaLioBaHb: KirnbKiCTb NpaBurib-
HUX KOHQDirypaLivi, TOMUIKOBO MO3HAYeHMX SK HeNnpaBuIibHi.

CratuyHuin aHania KoHdirypadii npoBefeHo 3a Jono-
MOFOI0  Creuiani3oBaHuX IHCTPYMEHTIB, $Ki BUKOPUCTO-
BYyBanu po3pobneHuii Habip npasun i wabnoHis (NIST, 2011)
0N aBTOMaTM30BaHOIO CKaHyBaHHA HamnawTyBaHb. Lli
iHCTpYMEHTM aHanisyBanu KOXHY KOHQirypauito Lioao
BiJOMMX BPa3nvBOCTEN i HEKOPEKTHUX HanalUTyBaHb.

[vHaMi4HUA  MOHITOPUHF  MepexHoro Tpadhika 1
aKTUBHOCTI 34i/CHIOBaBCS 3a AOMOMOroK CUCTEM MOHITO-
puHry B peanbHomy 4Yaci (Paxson, 1999, pp. 2435-2463).
[Ona BuWsBMNEHHs aHOMarni  BMKOPUCTAHO  anroputMu
MalUMHHOTO HaB4aHHsA, Taki Ak Random Forest i
K-Means, siki aHanidyBanv noseniHKy MepexHoro Tpadika
Ta [iin KopucTyBauiB.

PosrngHemo cknagHuii cueHapi, y SKOMy Maemo
Habip i3 N = 5 BipTyanbHux MaLumH (BM), KoxHa 3 skmMx Mae
pi3HOMaHITHI  KOH(irypauii cepsiciB i HanawTyBaHb
6e3nekn. KoxxHa BM Moxe maTtu Kinbka HanaliTyBaHb,
NoB'A3aHMX i3 MEepexHVMu napameTpaMu, KOHTPONeM
JocTyny, MeTogamu aBTeHTUdiKauili Ta npasBuniamu
6paHomayepa. [Ons nNoBHOro OXOMMEHHS KOHdirypadii
BM3HAYMMO LLUMPOKNIA Habip O3HaK.

Bu3Ha4eHHs1 o3Hak. Hexai:

P ={p1,p2, ., Pu} — MHOXUHA MOXIMBUX BIOKPUTUX
nopTiB, Ae M — 3aranbHa KinbKiCTb pPi3HUX MOpPTIB
(Hanp., M = 10).

S ={s4,82, ...,Sg} — MHOXMHa HanawTyBaHb Ge3neku,
ae K — 3aranbHa KinbKiCTb pi3HNX 03HaK 6e3neku.

Onsa koxHoi BM v; BU3Ha4MMo BeKTOp KOHdirypauii x;
poaMipHocTi D = M + K, e

e nepwi M enemMmeHTiB NpeacTaBnsiloTb CTaTyC
KOXXHOro nopTy (1, SIKLO BigKpUTUIA; 0, SIKLLO 3aKpUTUiA);

e HacTynHi K enemeHTiB NpeACcTaBnsiioTb HanawTy-
BaHHs 6e3neku.

dopmanbHo, BEKTOp
NpeacTaBnseTbCs K

Xi = [pill Pi2s -+ Pim> Si1r Siz» ""SiK] ’

PrecisionxRecall

KoHQirypauii gna BM v
)
ne
e p;; =1, AKWo nopT p; BigkputKiA Ha BM v, i 0 — B
iHWOMY pasi;
e 5;j —3Ha4YeHHs HanawTysaHHs 6eanekn s; Ha BM v;
(moxe OyTu GiHapHMM, kaTeropianbHUM abo YMCIOBUM).
Onuc koHgpicypayiil. PO3rngHemMo KOHKpeTHI AaHi Ans
n'atu BM:
e BM1:
= BigkpuTi noptu: 22 (SSH), 80 (HTTP).
= HanawTyBaHHsa 6e3neku:
°  CkragHicTb naponis: cnabki (1).
°  [ocTtyn i3 6yab-akoi IP-agpecu: gossoneHo (1).
° HanawTyBaHHs 6paHamayepa: BiacyTHi (1).
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° BbaratodakTopHa aBTeHTUIKaLis: BUMKHEHO (1).
°  lndpysBaHHA gaHnx: BUMKHeEHO (1).
e BM2:
= BigkpwuTi noptu: 21 (FTP), 25 (SMTP), 110 (POP3).
= HanawTtyBaHHsa 6e3neku:
° CknagHicTb naponis: cunbHi (0).
°  [Hoctyn 3 6yab-sikoi IP-agpecu: 3abopoHeHo (0).
° HanawTyBaHHs 6panamayepa: HasBHi (0).
° BbaraTtodakTopHa aBTeHTudIKauisd: yBiMKHEHO (0).
°  lndpysaHHA gaHux: yBiMkHeHo (0).
e BMS3:
= BigkpuTi noptu: 23 (Telnet), 3389 (RDP).
= HanawTyBaHHsA 6e3neku:
°  CknagHicTb naponis: cnabki (1).
°  [Joctyn 3 6yap-sikoi IP-agpecu: nossoneHo (1).
° HanawTtyBaHHs 6paHamayepa: BiacyTHi (1).
° BbaratodakTopHa aBTeHTUdikaLis: BUMKHEHO (1).
°  lWndpyBaHHA AaHNX: BUMKHEHO (1).
e BM4:
= BigkpuTi noptu: 80 (HTTP), 443 (HTTPS).
= HanawTtyBaHHsa 6e3neku:
°  CknagHicTb naponis: cunbHi (0).
°  [HocTtyn 3 6yab-sikoi IP-agpecu: go3soneHo (1).
° HanawTyBaHHs 6paHamayepa: HasBHi (0).
° BbaratodaktopHa aBTeHTudiIKaLisa: yBiMKHEHO (0).
°  lWndpyBaHHA AaHNX: BUMKHEHO (1).
e BMS:
=  Bigkputi noptu: Hemae.
= HanawTtyBaHHsa 6e3neku:
°  CknagHicTb naponis: cunbHi (0).
°  [Hoctyn 3 6yab-sikoi IP-agpecu: 3abopoHeHo (0).
° HanawTyBaHHs 6pangmayepa: HasBHi (0).
° BbaratodaktopHa aBTeHTuIKauid: yBiMKHEHO (0).
°  ndpysBaHHA gaHnx: yBiMkHeHo (0).
IHdekcauis nopmie i HanawmyeaHs. MNopTn (p;):

o p;:21(FTP);

e p,: 22 (SSH);

e p3: 23 (Telnet);

e p,: 25 (SMTP);

e ps: 53 (DNS);

e e 80 (HTTP);

e p;: 110 (POP3);
e pg: 143 (IMAP);
° po: 443 (HTTPS);
e po: 3389 (RDP).

HanawTyBaHHsa Gesnekm (s;):

e 5;: cknagHictb naponis (0 — cunbHi, 1 — cnabki);

e s,: ooctyn i3 byab-sikoi IP-agpecm (0 — Hi, 1 — TaK);

e s3: HasiBHICTb MpaBun 6paHamayepa (0 — HasiBHI,
1 — BigcyTHI);

e s,:BaratochakropHa aBTeHTUIKaList (0 — yBIMKHEHO, 1
— BUMKHEHO);

e S5 WMdpyBaHHA AaHNX (0 — yBIMKHEHO, 1 — BUMKHEHO).

®dopmyeaHHsT Mampuui KoHgbicypauyiti. MaTpyusi KOHI-
rypauin X poamipHicto N x D, ge D = M + K = 15:

P11 P12 Pi10 S11 S12 S15
P21 P22 P210 S2 S22 S25
X=1. : : :1 : : (6)
P51 DPs2 Ps10 Ss1 Ss2 S55
3anoBHEHHSA MaTpULi 3HAYEHHSIMU:
|'0 10 00 1 00 O0OT1TT111 1'|
It 0 01 001 0 O0O0O0O0O0 0O O]
X=1]0 01000 0001111 1 1} (7)
000 O0O0OT11TO0O0OT1TUO0O0T1TTUO0O0 1
0 00 0 00O O O0OO0OO0OTUODOTUO0OTU OO
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lMosicHeHHs1 Mampuyi.
e Crosnui 1-10 (p;;): BinobpaxatoTb BigKpUTI NopTy
Ha KOXHin BM.
= BM1: noptn 22 Tta 80 BigKkpuTi.
= BM2: noptn 21, 25 ta 110 BigkpwuTi.
= BM3: noptn 23 ta 3389 BigkpuTi.
= BM4: noptn 80 Ta 443 BigkpuTi.
=  BMS5: yci nopTn 3akpurTi.
e Crosnui 11-15 (si;): BinobpaxatoTe HanawTy-
BaHHs1 6e3neku.
= 5, (cknagHicTb naponis): 1 — cnabki, 0 — CUrbHI.
= 5, (moctyn i3 6ygp-akoi IP): 1 — gosBoneHo,
0 — 3a6opoHEHO.
= s3(HasBHiCTb NpaBun 6paHamayepa): 1 — BiacyTHI,
0 — HasBHiI.
= s, (baraTodpakTopHa aBTeHTUDIKaLiA): 1 — BUMK-
HeHo,0 — yBIMKHEHO.

= 55 (wundppyBaHHa gaHux): 1 —  BUMMKHEHO,
0 — yBIMKHEHO.
MamemamuyHe npedcmaeneHHsi. Bektopusauis
KoxHoi BM v; BinbyBaeTbcsa 3a hopmynoto
Xi = [pilrpiZ' "'rpiM'SilfsiZ'""SiK]l (8)

e

e p;; €{0,1} — 1, AKWO NOPT p; BIAKPUTUA Ha v;,
B iHLWIOMY pa3i — 0;

e 555 € {0,1} — 3HaueHHA HanawTyBaHHs Gesneku s;
Ha Vi.

BukopucTtaHHa maTpuui B aHanisi. OTpumaHa maTpuus
X cnyrye BXigHUMW OAaHUMWU ONS anropuTMiB MalLMHHOTO
HaBYaHHA, Takmx 9k Random Forest i K-Means. Li
anropuTMy  BUKOPUCTOBYKOTb  YUCIIOBI  MPEeACTaBMNEHHS
KOHGpirypauiv 4ns BUSBNEHHS naTepHiB Ta aHomanin.

lNpuknad 3acmocyeaHHs1

e BM1iBMS3 mMaloTb BUCOKUIA PUBUK:

= BigkpuTi HeGe3neuHi noptu (22, 23, 3389).

= Cnabki naponi.

= [ocTyn i3 6yab-sKoi IP-agpecn oossoneHo.

= BigcyTHi npaBuna 6paHamayepa.

= BaraToakTopHy aBTeHTMIKaLit0 BUMKHEHO.
= lndpyBaHHA AaHUX BUMKHEHO.

° BM2, BM4 Tta BM5 wmaoTb 6e3neyHili
KoHdpirypauji, ane BM4 mae BMMKHeHe LWNGPYBaHHA
AaHux, Wo mMoxe byTu BpasnmBicTio.

BukopucToBytoun Benvkvin Habip O3Hak i maTpuuio
KOHGDirypauini, MM MOXXeMO TOYHiLLEe MOoAentoBaTh pearbHi
cueHapii Ta ckrmagHiCTb XMapHMX iHdpacTpykTyp. Taka
BEKTOpM3auis  [O3BONSE  anropytMam  MalUuMHHOTO
HaBYaHHA egeKTMBHO aHanisyBaTu [faHi, BUABMSATU
MicKoHairypauii Ta noTeHLUiiHi 3arpo3u 6eaneu;.

Ller getanbHui npuknag AeMOHCTPYE, SK Hall MeTos,
onpauboBYe CknagHi KoHdirypauii Ta BMKOPUCTOBYE
BenuKi matpuui Ang axanisy. Lle nigkpecntoe MoOXnmBoCTi
MEeTOAY B pearbHUX YMoBax, ie KoHirypauii MoxyTb ByTu
ayxe cknagHummn Ta 6aratosumipHumuy (Tsai et al., 2009,
pp. 11994—12000).

Random Forest (Liu, Ting, & Zhou, 2008, pp. 413—422)
BMKOPMCTOBYBaBCS ANa  Knacudikauii  KoHdirypauin i
MEPEXHOI aKTMBHOCTI Ha HOpManbHi N aHoMarbHi.
Anroputm GyaoyBaB aHCcamMbrib pilleHb Ha OCHOBI Pi3HUX
NiAMHOXWH O3HaK | JaHUX.

K-Means  3actocoByBaBcs  And Kractepmaauii
MepexHOro Tpadika, 4O3BONAYM BUSBUTUA FPYMN CXOXKMX
naTepHiB i BUAINUTU aHOManii, SKi He BNUCYOTLCS B XXOAEH
Knacrep.

PesynbTaTy 3anponoHoBaHOro MeToAy nopiBHIOBanu 3
TpaauuinHuMn nigxogamu:

e CraTmyHun aHanis 6e3 AMHaMIYHOrO MOHITOPUHIY
(CIS, 2020).

e [IMHaMi4YHMI MOHITOPUHT 6e3 CTaTU4HOro aHaniay.

e PyyHuin ayauT KoHdirypauin.

3a [onoMOrow CTaTMYHOrO aHanidy nepesipeHo
200 «koHdpirypauii xmMapHux pecypciB. BusBneHo
180 mickoHdpirypauin:

e HenpaBunbHi HanawTyBaHHa goctyny (ACL):

70 Bunapgkis.

e BigkpuTi HeBukopucToByBaHi nopTu: 50 BUNaakiB.

e BukopuctaHHs cnabkmx abo gedonTHUX naponie:
40 Bunapgkis.

e HenpaBunbHO HanaliToBaHi bpaHaMayepu:

20 Bunagkis.

BukopucTtaHHs cneuianizoBaHoro anroputMmy nigBu-
L0 TOYHICTb BUSABNEHHSA MicKOHpirypauin Ha 25 %
MOPIBHAHO 3 TPaauUIiMHUMU IHCTPYMEHTaMU CKaHyBaHHS
(Landauer, Onder, & Skopik, 2023, pp. 6-8).

OWHaMiYHMI  MOHITOPUHT | BUSABNEHHA aHoMarniun.
MpoTarom Micsiua 3idbpaHo Ta npoaHanisoBaHoO MNoHazA
1 MnH 3anuciB MepexHoro Tpadika Ta XypHanis nogin.
ANropuTMM  MaLLUMHHOTO  HaBYaHHA  iOeHTUdIKyBanu
95 aHOMarnbHUX aKTMBHOCTEW, 3 AKX MIATBEPAXKEHO $K
MOTEHL,HI aTaku:

e Cnpobu HecaHKUiOHOBaHOro goctyny: 35 BUNaakis;

e ataku Tuny "Brute Force": 25 Bunagkis;

e cnpobu eckanauii npusineis: 20 Bunagkis;

e Nigo3pinun mepexHun Tpadik: 15 Bunaakis.

ToyHiCTb BUSIBNEHHsS aHomanii cknana 93 %, a
KinbKiCTb XMOHOMNO3UTMBHMX CMpaLbOBYBaHb 3HM3KMacs 40
7 % (Quiao et al., 2021, pp. 13-15).

MopiBHAHHA 3 6as3oBUMMM MeTOAaMu HaBEeLEHO B
Tabnuui epeKkTMBHOCTI MeTOIB.

Tabnuuys
Harkpalli focArHyTi pe3ynbTaTi ANsi KOXHOTO 3 METOAIB
MeTop TouHicTb MoBHOTa F1-mipa Nomunkosi o
cnpautoBaHHs, %

3anponoHoBaHui MeTog 0.93 0.90 0.92 7
TpaguvuinHum cTaTUYHUA aHania 0.70 0.65 0.67 20
OuHamivHun MOHi_TopMHr 6e3 0.75 0.70 0.72 15
CTaTU4YHOro aHanisy

Pyynun aygur 0.85 0.80 0.82 10
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3anponoHoBaHMin  MeToq nepeBepLlye  TpaguuiviHi
nigxoouM 3a BCiMa MeTpuKamu, WO MigTBEPOXKYE MNOro
ePEeKTUBHICTb.

O6MmexeHHst meToay:

e obumcnioBanbHa CKNagHiCTb: anropuTMy MaLLMHHOIO
HaBYaHHS BUMararoTb 3HAa4YHUX 00UNCITIIOBANbHNX PECYPCIB
ana  obpobneHHs Benukux obcariB  gaHux  (Zhao,
Nasrullah, & Li, 2019, pp. 1-7);

e 3anexHiCTb Big SAKOCTI OaHUX: HETOYHOCTI abo
Npomnyckn B OaHWX MOXYTb BMMBaTU Ha e(EKTUBHICTb
BUSIBMEHHSA aHOManin;

e notpeba B HanalwTyBaHHi: anroputmMun NoTpedyoTsb

HanalwTyBaHHsi  rinepnapameTpiB  AnNs  [AOCArHEHHS
ONTUMarnbHWUX pesynbTaTiB.
PesynbtaTtn eKkcnepuMeHTy nokasanu, Lo

3anpornoHoBaHWI TiOpuaHUA MeTon ePeKTUBHO BUSIBISIE
MiCKOHdpirypauii Ta MoB'A3aHi 3 HUMW aTakM B XMapHUX
cepsicax. [MoegHaHHA cTaTUYHOro aHanidy KoHdirypauin i3
OVHaMIYHUM MOHITOPUHIOM | BUKOPUCTaHHSM anroputMis
MALLUMHHOTO HaBYaHHA [O3BOMWIO MiABMLUNTUA TOYHICTb
BUSIBMIEHHA aHomanii Ha 23 % Ta 3HW3UTK KiNbKiCTb
XMOHOMO3UTUBHMX CcrnpauboByBaHb Ha 13 % MNOpiBHAHO 3
TpaaulinHUMM MeTogamu.

3anponoHoBaHun  NigXig ~ CNpUsSe  CBOEYACHOMY
BUSIBMIEHHIO BPa3nMBOCTEN | MNOTEHUIMHUX 3arpos, Lo
nigBvllye  3aranbHUN  piBeHb  6e3nekn  XmMapHUX
iHpacTpyKTyp. MpoTte HeobxigHo BpaxoByBaTu
obmexeHHss MeTogy Ta 3abesnedyBaTu  BignoBigHI
pecypcu ons noro peanisadii.

[uckycis i BACHOBKM

B pesynbTati mpoBefeHoOro AOCHiAXEHHA po3pob-
neHo 1 anpoboBaHO iHTErpoBaHWN MeTon BUSIBNIEHHA
aHanidy aTtak Ha OCHOBI MiCKOHirypauin y XxmapHux
cepBicax. 3anponoHoBaHUW nigxig, WO MNoegHye
CTaTUYHUI aHani3 KoHIrypauin, AMHaMiYHUIA MOHITOPUHT
MepexHoro Tpacdhika I aHami3 KypHanis nogin i3
3aCTOCYBaHHAM  METOAIB  MaLUMHHOTO  HaBYaHHS,
NPOAEMOHCTPYBaB BWCOKY €EKTUBHICTb Y peanbHuX
ymoBax ekcnnyarauii XMapHuX iHbpacTpyKkTyp.

OCHOBHi BUCHOBKM JOCHIIKEHHS:

1. TigBULLEHHST TOYHOCTI BUSABMEHHS aTak: 3acTocy-
BaHHS METOAiB MAaLUMHHOIO HaBYaHHA AN OUHaMIYHOro
MOHITOPVMHIY ~ MepexHoro  Tpadika W  aKTUBHOCTI
KOpUCTyBa4iB 30iMbLUMIIO TOYHICTb BUSIBNIEHHS aHOManii
0o 93 %, 3HM3MBLUM  KifbKICTb  XMOHOMO3UTUBHUX
crnpauboByBaHb A0 7 %. Lle cBiguntb Npo edekTnBHICTbL
iHTerpauii iHTenekTyanbHUX CUCTEM aHanisy y npouecu
3abesneyeHHs 6esneku.

2. Kopensuis MickoH@irypauin Ta artak: aHanis
XypHaniB nogin nokasas, wo 80 % BuABneHWx atak bynu
6esnocepeHbO MOB'A3aHI 3 ekcrnyaTauielo MiCKOHdiry-
pauin. Lle nigTBepaXye KpUTUYHY poOfb MpaBUbHUX
HanawTyBaHb Yy 3anobiraHHi HecaHKUiOHOBaHOro AOCTyny
1 iHWKWX 3arpoas.

3. YHiBepcanbHiCTb Ta MaclwTaboBaHiCTb MeToay:
3anponoHOBaHUA nigxig Moxe OyTu aganToBaHUA [0
Pi3HUX XMapHUX nnatdopm i cepsiciB, WO pobuTb horo
3aCTOCOBHMM  Afsl  LUMPOKOrO  CMEeKTpa opraHisauin,
He3anexHo Bif IXHbOro po3mipy Ta ranysi QisinbHOCTI.

MoxnmBOCTI AN noaanbLUNX AOCHIMKEHb:

e ABTOMAaTV3aLis MPOLECIB YCYHEHHST MiCKOHAIrypaLlin:
pPO3pOONEHHS IHCTPYMEHTIB, siKi He nulle BUSBNSIOTH,
ane 1 aBTOMaTU4HO BWUMNPAaBMsIOTb BUSIBIIEHI Mpobrnemu
KOHdirypauii.

e BpockoHaneHHs anropuTMiB MaLUMHHOMO HaBYaHHS:
onTumi3auia mogenen ONA NIABULLEHHS LUBMAKOCTI Ta
TOYHOCTI aHani3y, a TakoX aganTauis 4o HOBUX TUMIB aTak.
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e Po3wunpeHHss 6a3n 3HaHb MNPO aTaku: MOCTiNHe
OHOBMEHHSA iHopMaLiil Npo HOBI BpPasnMBOCTI Ta MeToau
aTak ans  3abe3neveHHs  akTyanbHOCTI  cuUcTemu
BUSIBITEHHS 3arpoa3.

e [|HTerpauis 3 icHyluMMKM cucTemamu Gesneku:

OOCTIIKEHH  MOXMMBOCTEN  B3aemopili 3 iHWUMK
iHCTpyMeHTaMu Kibepbeaneku ans CTBOPEHHS
KOMMJEKCHOI CUCTEMU 3axXUCTY.

PesynbTat  OOCnigXeHHS  MiOTBEPOXYHOTb,  LWO

KOMMSIEKCHUI NigXi4 A0 BUSIBMEHHS N aHanisy atak Ha
OCHOBI MiCKOHQpirypauin € ecekTMBHUM 3acobom nigsu-
LLeHHs piBHA Ges3nekn XxMapHUX cepBiciB. BukopuctaHHs
3anpornoHoBaHWX  MeTOoAiB  [A03BONSAE  OpraHisauism
CBOEYaCHO iAeHTU(IKyBaTM BpasnMBOCTi, 3anobiratu
NoTeHLiIH1M 3arpo3am i 3abesnevyBaTtn HagiliHy poboTy
CBOIX iHbOpMaLINHNX CUCTEM Y XMaPHOMY CEPEAOBMULL.

BHecok aBToOpiB: IBaH [lapxoMeHko — KoHLenTyanisauis;
MEeTOAONOris; aHani3 gpKepen, NigroTyBaHHs ornsay nirepatypu
abo TeopeTU4HMX 3acag gocnimkeHHs; Muxaino CaBoHik — 36ip
eMMipUYHMX JaHuX Ta iXHS Banigauis; NpoBeAEeHHS eMMipU4HOro
DOCHIDKEHHS.

[xepena ciHaHcyBaHHA. Lle gocnigkeHHs He oTpumarno
XOOHOro rpaHTy BiA4 (iHAHCOBOI YCTaHOBM B [AEpPXXaBHOMY,
KOMepLiiHOMYy abo HEKOMEpLHOMY CeKTopax.
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METHODS FOR DETECTION AND ANALYSIS OF
MISCONFIGURATION-BASED ATTACKS IN CLOUD SERVICES

Background. With the advancement of cloud technologies, an increasing number of organizations are transitioning to the use of cloud
services for data storage and computations. However, incorrect configuration (misconfiguration) of cloud services has become one of the main
causes of vulnerabilities that can be exploited by malicious actors to carry out attacks. Misconfigurations can lead to unauthorized access to
confidential data, system compromises, and other serious security consequences. The aim of this work is to investigate methods for detecting
and analyzing attacks arising from misconfigurations in cloud services, as well as to develop recommendations for enhancing security levels.

Meth ods. The study analyzes existing approaches to detecting misconfigurations, including the use of automated scanning tools, analysis
of event logs, and the application of machine learning methods for anomaly detection. A hybrid method is proposed that combines static
configuration analysis with dynamic monitoring of network traffic. A specialized algorithm has been developed to identify potential vulnerabilities
and assess their criticality. Simulations of various types of attacks were conducted to evaluate the effectiveness of the proposed method.

Results. The research results showed that the proposed hybrid method allows for highly effective detection of misconfigurations that can
lead to attacks. Using the hybrid method increased the accuracy of anomaly detection by 23% compared to traditional methods. Analysis of real
attack cases confirmed the method's effectiveness in detecting and preventing threats. The developed recommendations for configuration
adjustments help reduce the risk of successful misconfiguration-based attacks.

Conclusions. The proposed methods for detecting and analyzing misconfiguration-based attacks in cloud services demonstrated high
effectiveness and can be integrated into organizations' security systems. They enable timely identification of vulnerabilities, prevention of
potential attacks, and enhancement of the overall security level of cloud infrastructures. Further development of these methods, particularly the
improvement of machine learning algorithms, will contribute to more effective protection against new types of threats.

Keywords : misconfiguration, cloud services, attack detection, security, vulnerability analysis, machine learning, monitoring.
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