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risPMOHMA NIAXIA OO YNPABNIHHA PU3UKAMMU IHOOPMALIIMHOI BE3NEKU

B c Ty n. Po3ansHymo 2i6pudHuli nioxio o ynpaeniHHA pu3ukamu iHghopmayiliHoi 6e3neku, wo noeodHye KinbKiCHi ma siKicHi
mMemodu ouiHroeaHHs1 eidnoegidHux pu3sukie. Lle do3eonsie nideuwjumu mMoYHicmMb, 3MeHwumu cy6'ekmueHicmb OUiIHOK i
3abe3neqyumu asmomamu3ayito npoyecy yrnpaesliHHA pu3ukamu. AKmyasnbHicmb memu roesi3aHa 3 MOCMIilHUM 3POCMaHHSIM
KinbKocmi ma cknadHocmi Kibep3aepo3, wjo suMazae po3pobrieHHs ma ernposadKeHHs1 egheKmu8HuUX iHcmpyMeHmig Orisi ynpaeiHHS
Ppu3uKamu ma 3MeHUWEeHHS1 8rusy J1lo0CkLKo20 ¢hakmopa.

Me Toau. 3acmocoeaHo iHmezpoeaHuli nioxid, wjo 6azyemncss Ha memodax FAIR, MoHme-Kapno Onsi KinbkicHOI OuiHKU
timoeipHocmeli i CRAMM dnsi sikicHo2o aHanizy pu3ukie. BpaxoeaHo MixHapoOHi cmaHAapmu ISO 31000 ma ISO/IEC 27005, siki
peanameHmyroms ynpaeJsiHHsa pusukamu. lMpoeedeHo ideHmudbikauyiro akmueie, eusHa4yeHO epa3ssiueocmi i kKnacugpikayito 3a2po3
eidnoeidHo do kpawux npakmuk iHgpopmayitiHoi 6e3neku. O6rpyHmMoeaHoO 3acmocyeaHHs1 Memoadosiozii Onsi gpopmyeaHHs1 Modesti
ouyiHro8aHHs pu3ukie, sika 00380J1sie 8paxyeamu Pi3Hi pieHi MOMeHUiliHuUX 3a2po3.

PesynbTaTtu. Pesynomamu nidmeepounu adekeamHicmb ma egekmueHicmb 2i6pudHo2o nidxody. 3anpornoHoeaHa
MoOerib do3eorusia ideHmudbikyesamu KpumuYHi akmueu, oyiHuUmu pigeHb pu3ukie i po3pobumu pekomeHOayii ;o000 8rpPosad)KeHHs!
KoHmp3axodie. BukopucmaHo memod Moxnme-Kaprno Onsi oyiHroeaHHs1 (iMO8ipHOCMI ycrniwHUX amak i po3paxyHKy MomeHyiliHux
36umkie. AHaniz 3a CRAMM Odoseonue eusHayumu epassiueocmi cucmemu ma 3arnporioHyeamu eionoeioHi 3axodu 6e3neku.
lpoeedeHo nopieHANbHUU aHani3 mpaduyiliHux Memodie oyiH8aHHsI puU3uKie, W0 Mokasae rnepeeaau iHmezposaHo20 nioxody e
yMoeax QuHaMi4Ho20 iHghopmayiliHo20 cepedosuuya.

BucHoBKkU. 3anponoHosaHuli 2i6pudHull nidxid cnpusmume MiHiMi3ayii ennuey /0OCbKO20 ¢hbakmopa, MieUUeHHIO
moyHocmi ouiHoK i aemomamus3auii ynpaeniHHs pusukamu. Lje do3eonumb onmumizysamu pecypcu opaaHizauii ma 3abesnedyumu
cmpameeziyHe nnaHyeaHHs 3axucmy iHghopmauil. [Modanbwi docnidkeHHs1 MOXXymb 30cepedumucsi Ha po3pobrieHHi iHcmpymeHmie
asmomamu3sayii onsi iHmezpauii 3anpornoHoeaHo20 Midxody e peasnbHi iHghopmauiliHi cucmemu. PekomeHdoeaHO nodanbuwiuli
po3sumok memodoriozii yepe3 adanmauiro Ao pi3HUX cyeHapiie 3a2po3 y Mexax op2aHi3zayil i3 pisHuMu npoginamu 6e3mneku.

Knw4yoBi cnoBa: iHpopmayiliHa 6e3neka, ynpaeniHHa pu3sukamu, memodu CRAMM, Moxme-Kapno, FAIR, noka3Huk
epcma, oyiHrO8aHHS1 PU3UKis.

BeTtyn 30KpeMa i Yepes 3anexHicTb Big py4HOI poboTH Ta BEMNMKUX

OpraHisauii, Lo npauiTb Y cydacHOMY LndpOBOMY YacoBUX BUTPAT. Y BIAMNOBiAb Ha BKa3aHi BUKIUKN akTyarb-
cepepoBuLi, aepani Ginblwe 3anexaTtb Big iHopma- HVM CTa€ NUTaHHS BNPOBaaXeHHsA aBToMaTun3allii y npoLecu
LiHMX TEXHOMOTrIi, Wo pobutb X 0COBNMBO Bpa3nMBUMM ynpaeniHHA pU3ukamu, L0 [03BOMSAE 3MEHLIMTU Cyb'eKTUB-
[o kibepsarpos. beanepepBHe ycknagHeHHs Ta 36inb- HICTb OLJiHOK, MPUCKOPWTM MPOLIEC pearyBaHHs Ha 3arpo3u Ta
LWEeHHS KifbKOCTi 3arpo3 CTBOPIOKOTb HOBI BUKMWKWA ANSA niaBAWMTI 3aranbHy ePeKTUBHICTbL Ge3neku.
e(PEKTMBHOIO YMNpaBiHHA puU3nKaMuM B iHCpOpMaUiiHIn Mema ybo20 docnidxeHHs1 nonsrae y po3pobneHHi
6esneui. TpaguuinHi MeToan yNpaBmiHHA pU3MKamK, Taki HOBOrO riGpMAHOrO MeToAy YMNpaBniHHA pU3nNKaMu, SKUNA
SIK KinbKiCHIi abo sKiCHI nigxoau, Hepigko BUSBMSHOTHCS NOEAHYE KINbKICHI Ta SKIiCHI nigxoaw, cnpsMoBaHi Ha
HeoCTaTHbO edEKTUBHUMM AN BUPILLEHHS CKNagHuX NiABULEHHSA TOYHOCTI, LWBMAKOCTI i HAAIMHOCTI ynpaBsiHHS
3arpos, Lo nocTalTb nepes cy4yacHUMU opraHisauigmu. pusvkamu B opraHisauisx.

3abesneyeHHst iHopmaLiiiHoi  Ge3neku BuUMarae OG'eKTOM [OCMIIKEHHS € MPOLEC YNPaBMiHHA pU3n-
3aCTOCYBaHHA KOMMMEKCHMX Miaxodis A0  ynpaemiHHS kKamu B iHcopmalLliiiHii Geanedli. .
pusnMkamun, Sk O03BOMSAKOTb BYaCHO igeHTudikyBaTn .HpenmeTOM AOCNIKEHHA € MOEAHaHHA METO/IB
3arposu, OuiHIBaTH iXHili BNMB i po3pobnsT ePekTUBHI OLIHIOBAHHA PU3NKIB Yy MeEXax npouecy 3abesrneyeHHs
cTparerii ansa  iXHbOi  MiHimizauii. KinbkicHi MeToam, iHchopmaLliiHoT Gesnekn Ans BAOCKOHANEHHs MeToay
3okpema MoHTe-Kapro, FAIR un NIST 800-30, HagatoTh YNPaBITIHHA PU3NKaMU. _ _
TOuHi YMCMOBI AaHi LLOAO MMOBIDHOCTEN PU3MKiB, NpoTe [na 0OCArHEHHS MeTU OOCHIMKEHHST MOCTaBIEHO Taki
4acTo BMMAaraloThb 3HAYHUX PecypciB Ans 360py JaHMX. saBliaHHs: _ _
BogHouac siKicHi mMeToau, Taki K eKCrnepTHi  OLiHKK _® TMpOBEcTV aHania cy4acHnux mkepen y cdepi
(COBRA, OCTAVE), 3anexaTtb Bif Cy6'eKTUBHOI AyMKM iHchopmaLiiiHOT 6eaneku i ynpaBniHHs pusikamu;
haxisLiB, LLO MOXe BNINHYTU HA TOYHICTb OLLIHOK. ® BMBYMTW NPOLIECU YMPABIIHHSA PU3MKaMKU Ta XHIO

Y 3B'Asky i3 UMM yce OGinblue yBarv NpUAINAETHCA ponb y 3abeaneyeHHi iHhopmaLinHoi 6esneku;
riopuaHUmM MeTodaMm, siKi MOEAHYIOTb CUMbHI CTOPOHM 060X e cucTemaTusyBaTu Nigxoam 4o Knacudikauii pusmkis
nigxoni. OgHak HaBiTb Ui MeToOuM MaloTb OOMEKEHHS, i eTanu 3abe3neyveHHs1 iHdhopMaLiiHOT 6e3neku B opraHisaLisix;
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e [0OCNANTM B3aEMO3B'A30K MiX yrpaBniHHAM iHpopma-
LiHoto 6e3nekoto Ta GisHec-npouecamy;

® pPOBECTU TMOPIBHANBHUIA aHania MeTOAIB OLjiHI0-
BaHHSA PU3KKIB, TaKMX K KiNbKiCHI Ta AKICHI nigxoau;

®  po3pobuTu riGpUAHWIA MeTon YNpaBniHHA pUsnKamu
Ha OCHOBi KOMOiHaUii icHyluMx nigxoAiB [0 1XHBOro
OLliHIOBaHHS;

®  OUHUTM edeKTUBHICTb 3anpornoHOBAHOrO ribpua-
HOrO MeToAdy YNnpaBriHHA puU3MKaMy Ta WOro BMNUB Ha
npakTuKy 3abeaneyeHHs iHpopmauiiHoT 6e3neku.

HaykoBa HOBM3HaA AOCHIOKEHHS Monsirae B po3pob-
NeHHi BAOCKOHANeHoro npoLecy yrnpasniHHA pu3nkamn 3a
[OMOMOTOl0  CTBOPEHHS  TiBpuaHOro metody, SKuA  BUKO-
PUCTOBYE NepeBary BigOMUX NiAX0AIB 4O OLIHIOBaHHS pU3MKIB
i KOMOiHye TX [Ons TOYHILIOro aHanisy Ta LUBMAOKOro
06pobneHHs. OCHOBHOK OCOOMUBICTIO  3anpPOMNOHOBAHOTO
meToay € BukopuctaHHsa anroputmie CRAMM, FAIR i MoHTe-
Kapro, a Takox iHTerpauis HankpaLmx npakTuk yrpasniHHA
py3viKamu, L0 [O3BOSSIE 3MEHLUNTY CY0'€EKTUBHICTb OLJHOK i
NiABULLMTY €DEKTUBHICTb NMPUAHATTS PiLLIEHb.

Oans10 nimepamypu. YnpaeniHHa iHpopMaUiiHMm
pusmMkamm €  OOHIED 3 KIYOBUX  CKIagoBMX
iHdbopmaLiiHoT 6e3nekun Byab-akoi opraHisauii. MpoTsrom
OCTaHHIX OeCATUNITb Liei HanpsiMOK aKkTMBHO PO3BUBABCSA
3aBAAKM pagy OOCMigXeHb | NPakTUYHUX Nigxonis, siKi
NMOKpaLLytoTb OLHIOBaHHS PU3VIKIB.

YkpaiHceki gocnigHukn KOgiH O. K. i Byunk C. C.
NigKPECTIOTb, L0 FOMOBHOK NPo6remMo B ynpaBniHHI
iHopmaUiiHUMK pusmMKaMu € npaBuibHa igeHTUdIKaLisa
3arpo3s i ixHa knacudikauia. JocnigxeHa UMK BYEHUMU
mMeTogonoria nobyoBu knacudikatopa 3arpo3 € OOHie0 3
OCHOB Ansi po3pobneHHs1 aep)kaBHMX iHbopMaUiiHMX
pecypciB, ane, siK 3a3HavalTb aBTOPWU, Len MeToq
notpebye [oOaTKOBMX IHCTPYMEHTIB AN iHTerpauii i3
cy4acHuMu BumMoramu ao 6esneku (KOgiH, & Byuuk, 2015).

IHWi BYeHi — McCumber, Wheeler, Graham, Takox
aKTMBHO  OOCMigXyBanu  ynpaBfiHHA  pusMkamu B
iHdopmauinHi 6esnei.

Wheeler y cBoix po6otax (Wheeler, 2014; Wheeler,
2015) posrnagae ynpasriHHS pU3vMKaMu Yepes npuamy
KinbKiCHMX niaxonis. BiH BBaXkae, WO CcTaTUCTUYHI Moaeni,
Taki sk MoHTe-Kapno, € eekTBHMMM ANS OLiHIOBaHHS
PU3KKIB, OCKIfIbKM BOHW [03BOMAATE OTPUMATKM TOYHI
YMCNOBI 3HAYEeHHA WMMOBIPHOCTEN BWHWKHEHHSA 3arpos.
MpoTe ui Mmogeni 3Ha4YHOK MipOKo 3anexaTtb BiJ HassBHOCTI
BENUKMX OOCAriB HeobXigHWX AaHuX, WO He 3aBxau
[OOCTYMNHO, 0COBNMBO ANt Manux i cepeHix opraHisadii.

McCumber nponoHye KOHUENUito pU3NK-MEHEMDKMEHTY,
[e OCHOBHY yBary npuainieHo mnpouecy KinbKiCHOro
OLiHIOBaHHS pu3nkiB. ABTOp BBaXae, WO TpaguuinHi
KinbKiCHI MeToAu, Hanpuknag adania iMoBipHOCTEN, €
HEe3aMiHHUMW ANa BENUKUX nignpuemMcTB i hiHaHCOBUX
YCTaHOB, SIKi MalTb 3Ha4Hi 0OCsArM JaHux Ons aHanisy
(McCumber, 2011). OgHak BiH TaKOX BM3HAE, LLIO KiSTbKiCHI
nigxoan marwTb psa obmexeHb, 3okpema i noTpeby B
TOYHOCTI BBELEHMX [OaHUX i BUKOPUCTaAHHI crnewianiso-
BaHWUX iHCTPYMEHTIB Ansi IXHbOro o6pobneHHs.

HocnigHuk Graham akueHTye yBary Ha HeoOXigHOCTI
nofanblloi aBToMaTtusauii ynpasniHHS puavkamu ans
NiABULLEHHA TOYHOCTI M OMepaTMBHOCTI  OLHIOBAHHS
(Graham, 2014). BiH BBaxae, WO py4YHe BBEOAEHHS OaHUX i
npoBeAeHHS aHanidy 30inbllye pyU3uK NIOACLKMX MOMMUITOK
i 3BHWKyE ePEeKTUBHICTb NpoLecy yrnpaBniHHS pU3vkamu.

MeTtoau

BaxnuBum etanom y po3BUTKY METOAIB YynpaBmniHHs
pu3nKammn ctano BrPOBaKEHHSA TakUX IHCTPYMEHTIB, SK
NIST 800-30, FAIR, CRAMM, Risk Watch, COBRA i
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OCTAVE, koxeH 3 sIKnX mae CBOi nepesaru i Hegomniku.
BoHun 3a6e3neyytoTb opraHisauisM CTpyKTypOBaHi nigxoau
00 ynpaBniHHA pU3nKamu, BPaxoBYHOUN i KifbKICHI, i SIKICHI
acneKkTn OLiHIOBaHHS.

Metog NIST 800-30 € wWWMPOKO BU3HAHUM i
CTaHOapTU30BaHMM MiAXOAOM A0 OLiHIOBaHHSA PU3MKIB B
iHbopMaLinHin 6e3newi, 0cOONMBO Y AepPXKaBHUX | BENUKNX
opraHisauisx. Llen meton pospobneHo ans igeHTudikauil
3arpos, BpasnuBOCTEN i OLIHIOBaHHS BNNMBY PU3WKIB Ha
opraHisauito. BiH Bkntovae petanbHWA aHania akTuBiB,
MOXMMBMUX CLeHapiiB aTak | nponoHye nigxia Ago
yNpaBniHHA pu3MKkaMu 4Yepe3 KOMMSEKCHUA  aHanis.
OpHieto 3 ronoBHUX MNepeBar LbOro MeTody € WMoro
CTPYKTYPOBAHICTb | MOXMMBICTb iHTerpauii B cuctemmu
iHpopmaLiiHoT 6e3neku pisHux macwTabis (NIST, 2012)

FAIR (Factor Analysis of Information Risk) nponoHnye
KinbKicHe OLLiHIOBaHHS pU3KKIB Ta aKLEHTYeTbCA Ha bBisHec-
aHanitTuui. Llen metoa nepeTBOpHOE AKICHI AaHi Ha KiNbKICHI
MOKa3HMKK, L0 O03BONAE NMPOBOAUTU (DiIHAHCOBUIA aHani3
pu3nkiB, ouiHioBaTK ixHiIK BnnuB Ha 6GisHec. FAIR
3aCTOCOBY€E (haKTOPHUI aHani3 Ang OuiHIBaHHA 3arpos,
o pobuTb KNOro ocobnmMBO KOPUCHUM AONs BENUKUX
opraHizauin, Oe pu3nKM MalTb 3HAYHWUIA iHAHCOBUI
BnnvB. [lpoTe uUen meTod BuMarae BeNMKUX MacuBiB
OaHuX | geTanbHol iHdopMauii ans edekTnBHOI poboTn
(FAIR Institute, 2022).

CRAMM (CCTA Risk Analysis and Management
Method) — ue meTon, WO MOEOHYE KINbKICHI Ta SAKiCHI
acnekTy OUHIOBaHHSA pwusunkiB. BiH pospobnenunni ans
rmnbokoro aHanisy akTtueiB | 3arpos, 3okpema W
ineHTMdIKaLiil BpasnuBocTen i OLiHIOBaHHA e(PEeKTUBHOCTI
3axoniB  Gesnekn. OcHoBHa WoOro nepeBara — Le
CTPYKTYpPOBaHUi nigxia 0o Bubopy KOHTP3axoAdiB Ha OCHOBI
pusukiB. OgHak BiH mMoxe OyTu Oyxe TpyAOMICTKMM i
BMMaraTtu 3Ha4yHVX pecypciB Ans peanisalii yepes Benuky
KiNbKIiCTb py4HOi poboTw.

Risk Watch — ue aBTOmMatM3oBaHa cuctema [Aans
OL|iHIOBaHHS PU3WKIB, SKka BUKOPUCTOBYE NPOrpamMHi Mogyni
ansa 36opy 1 0bpobneHHs gaHux. Meton 6asyetbcsa Ha
LLBWOKOMY OLHIOBAHHI 3arpo3 i reHepyBaHHi 3BiTiB And
noganbLmx Ain. BiH ocobnmneBo kopucHMA Ans opraxisadin,
AKi He MalTb [OCTaTHbO PecypciB Ans KOMMIIEKCHOro
aHani3y, OCKiNbKu [O3BONSE€ aBTOMaTu3yBatu OinbLuy
YacTuHy npouecy ouiHoBaHHA. OpfHak uen MeToq
3anexuTb Big SIKOCTI BBeAEHUX AaHWX i BUMarae npaBusb-
Horo HanawTyBaHHs (RiskWatch International, n. d.).

COBRA — ue iHCTpYyMEHT Ans LUBUOKOTO OLiHIOBAHHS
PU3VKIB, SKUIA Jonomarae BU3HA4YaTy MOXIMBI 3arposu i
NpoMoHyBaTK BIANOBIAHI Ail  Ana  iXHbOT  MiHiMi3auil.
COBRA npusHadyeHu [ns  opradisauiin, ki marTb
obmexeHi pecypcu i noTpebyoTb WBMAKOro aHanisy. BiH
A03BOSISIE TOYHO ieHTUIKYBaATU PU3UKN Ta TIXHI HacnigKu,
OfHaK 1Moro dyHKUioOHan Moxe OyTu obmexeHum AOns
BENUKMX OpraHisauii, Ae noTpibeH Oinbll KOMMMEKCHUIA
nigxig. (COBRA, n. d.).

OCTAVE (Operationally Critical Threat, Asset, and
Vulnerability Evaluation) po3po6nexuin ons crparteriyHoro
nnaHyBaHHs iHpopmauiiHoi  6esnekn. BiH  Bknovae
iaeHTudikaLito akTuBIB, 3arpo3 i BpasnmMBOCTEN opraHisauii
Ta (POKYCY€ETbCA Ha BU3HAYEHHI cTpaTeriyHux pilleHb ans
MiHimi3auii pusukie. MeTog nigxoguTe Ans opraHisadin, ski
XO4yTb IHTErpyBaTu YnpaeniHHA puU3vMKaMu B 3ararbHy
cTpaTerito 0e3nekn, OAHaK BMMAarae 3HaYyHOI Yy4yacTi
nepcoHany i Bucokoro pisHsi nigrotoku (OCTAVE, 2003).

OTxe, BUOIp MeToay OLiHIOBaHHS PU3UKIB 3anexuTb
Big noTpeb i MoXnMBOCTeN opraHisauii. Huxye npeacrae-
NIEeHO MOPIBHANBHY Tabnuuto nepesar i HeJonikiB KOXHOro
i3 3a3Ha4YeHNX MeToaiB.



Information Systems and Technologies Security, No 1(9)/2025

Ta6bnuys 1
MepeBaru Ta HeAOMNIKM KOXXHOIO MeTOAY OLiHIOBaHHA PU3MUKIB
MeTopn ouiHlOBaHHA MepeBarn Heponiku
KomnnekcHuin aHanis, LWo BKYaE KifbKiCHi . .
MipxoauTb NepeBaxHO ANs BENUKUX NiANPUEMCTB
NMoKa3HUKM
Bucoka etheKTUBHICTb Y BENUKNX opraHisauisx Bumarae BMCOKOro piBHS TEXHIYHUX 3HaHb
FAIR TOYHICTb B OLIiHIOBAHHI pU3NKiB MoTpebye 3HayHOro Yacy Ha BNPOBaKEHHS
OpieHTOBaHICTb Ha CNiBNPALO MK Pi3HUMMU OpieHTauis Ha TOYHI AaHi Ta NPUNYLLEHHS, L0 MOXe
Bigainamu ByTV cknagHo Anst MEeHLMX opraHisaliin
. L OpieHTauist Ha TOYHI AaHi Ta NPUNYLLEHHS, L0 MOXe
Jlerke HanawTyBaHHA 11 aganTauis nig pisHi BUMOru 7
OyTV cknagHo Ans MeHLMX opraHisayiin
[eTanbH1n onuc pu3ukKiB Ans iHopmauinHnx Mpouec oujiHOBaHHA 3arimae 6araTo yacy 4Yepes
aKTUBIB obcar gaHux
MigpxoanTb Ansa opraxisadin .
AXOAVTL ANA OpraHisal Oeski dyHKUii 3anuwaoTbca He aBTOMaTU30BaHNMMU
Oyab-sikoro macLutaby
NIST 800-30 — —
. . BceocskHuin xapaktep MeTody Moxe 3pobuTu noro
[Hy4KicTb y 3acTOCyBaHHi . .
CKIMagHVM Yy BMPOBaJKEHHI Ansi HOBAYKiB
BusHaHui ranysesui ctaHaapT ANS ynpasniHHA BiacyTHicTb iHTerpauii 3 iHLLMMK cyvacHuMun
iHdbopmauinHoto 6e3nekoto MeToAamu ynpaBriHHA pusvkaMmm
) . Bucoka TpygoMicTKicTb npouecy Yepes
I'DYHTOBHE BUSIBMEHHS PU3NKIB Ta aKTUBIB ot X
HeobXiaHICTb pyyHOT poboTun
CRAMM KomnnekcHui nigxig Ao ynpasniHHA pusukamm Bumarae 3HauHMx pecypciB Ans BNPOBafKeHHS
OpieHToBaHICTb Ha 6e3neky i ynpaBniHHs MoTpebye 3anyyeHHs ekcnepTiB Ansa aHanisy i
KOHTp3axogamu OL|iHIOBaHHSA PU3KKiB
lMpocToTa BNpoBagXeHHS Ta BUKOPUCTaHHS Bucoki BUTpaTy Ha BNpoBaMKEHHS Ta TEXHIYHY
3aBOsAKV aBTOMaTm3auii niaTpuMKy
. . AHarni3 pu3ukiB 3ocepeaXeHo NepeBaxHo Ha
Risk Watch MigTpumka Kpalmx ranyseBumx NpakTuk P ocepen P
NPOrpaMHO-TEXHIYHNX acnekTax
IHTYITMBHO 3po3yminuii iHTepdeinc ans MoxnuBocTi Ans kacTomisauii cuctemu €
KOpUCTyBaYiB obmexeHnmmn
CTpykTypoBaHuii niaxia i3 Benuknum Habopom 3HaHb |He nigxoauTtb Anst opraxisauin 3i cknagHo
npo 3arpo3u Ta Bpa3nuBOCTi CTPYKTYpPOIO aKTUBIB
TNerxicTb aganTauii oo cneumdivHux noTped . . . _
COBRA °Tb af} A ucp P BiacyTHiCcTb AeTanbHOro aHanisy piBHIB pU3mnKy
opraHisadii
YiTki 3BiTW 3 pekomeHAaLiAMM LWOAO YCYHEHHS MoTpebye cnewjianbHOro HaB4YaHHA NepcoHany Ans
pu3uKiB e(PeKT1BHOrO BUKOPUCTaHHS
KomnnekcHuiA nigxia, Lo BpaxoBye sik TEXHIYHI, TaK i | TpyAOMICTKUIA NpoLiec BNPOBaKEHHS!, 0COBNUBO
OopraHisauinHi pu3uku ONs1 BEMWKMX OpraHisadin
OCTAVE OpieHTOBaHICTb Ha KPUTWYHI aKTMBU opraHisadii CknafHicTb y HanawTyBaHHi Ta nigTpumLi
3paTHICTb BUSIBMATM OpraHi3auinHi Ta TEXHIYHI . . . .
CknagHicTb y HanawTyBaHHi Ta nigTpumui
3arposu 0gHOYacHoO
PesynbTtaTtn NMOMMWIIKM Ha npouec ynpasriHHA puavkamu. Jani getanbs-

Y cydacHoMy UMppPOBOMY CepedoBuLLi YNpaBriHHS
puankamun B iHbopMaUiiHii 6e3neui BUMarae He TinbKu
rmMBOKOro po3yMiHHS PiBHOMaHITHUX 3arpos, ane W
e(eKTBHNX METOAIB IXHbOrO OLIHIOBaHHA Ta MNOM'sk-
LWeHHsi. BpaxoBytoun cknagHiCTb pU3UKIB i HEOOXiaHICTb
LUBMAKOrO pearyBaHHS Ha HOBI Kibep3arpoau, TpaguuinHi
KinbkicHi abo sKiCHi migxoouM 4acTo BUSBNANOTHCA
HegocTaTHIMKU Ansg 3abe3neyeHHst JOCTAaTHbOrO 3axXMUCTy.
l6puaHi MmeToam, ki 06'eQHYOTb YMCNEHHI nigxoau Ao
yNpaBriHHSA  pu3vMKamu, [03BOMSAITb  ONTUMMI3yBaTu
NpoLIeCK OLiHIOBAHHA 3arpo3 i Bpas3nNMBOCTEN MOegHaH-
HAM nepesar 060X MeTofiB.

3anponoHoBaHun  ribpuaHWin  mMeTod  ynpaBmniHHA
pu3nKamm NOEJHYE KiNbKiCHI Ta AKiCHI nigxoau, 3okpema n
BUKOpPUCTaHHA Mogeni MoHTe-Kaprno ansa  kinbkicHoro
OuiHOBaHHA pusmky Ta MeTogonorio CRAMM ans
SIKICHOrO OUjiHIOBaHHA. Takui nigxig Ao3Bonsie oTpymatu
TOYHIWI pe3ynbTaT Ta 3MEHLYe BNUB IHOACHKOT
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HO OMMCaHO OCHOBHI eTanu peanisadii ribpugHoro metoay.
Cxemamu4yHe 306paxkeHHs1 2i6pudHo2o Memody
ynpaesniHHsa pu3ukamu. [iGpuaHuii MeTon ynpasniHHSA
pU3MKaMKn BKITKOYAE TPM OCHOBHI eTanu: opraHisauinHum
eTan, eTan aHanisy puaukis i eTan ynpasriHHS pUuankamu.
Bin 6a3yeTbcs Ha mikHapogHux ctaHgapTax ISO 31000
Ta ISO/IEC 27005, saki permamMeHTylOTb YnpaBriHHA
KOpropaTMBHUMU 1 iHPOPMaLiNHUMU PpU3NKaMu BiAMO-
BiAHO. OCHOBHOK METOK MeTOAy € HafaHHSA KOMMNeKc-
HOT OUIHKM pu3uKy, sika oxonmne i 6i3Hec, i acnekTu
iHdopmauinHoT 6e3nekun (ISO/IEC 27005, 2018).

Ha puc. 1 306paxeHo 3aranbHy CTPYKTypy ribpuaHoro
MeToAdy YNpaBfiHHA pU3MKamu, WO [AEMOHCTPYE Tpu
OCHOBHI eTanu: opraHi3auiiHuin, eTan aHanidy pu3uKiB i
eTan ynpaeniHHs puankamu. KoxeH i3 Lumx eTanis BUKOHYE
KOHKPETHI 3aBAaHHs, CrpsMOBaHi Ha igeHTudikaLito,
OLHIOBaHHSA Ta MiHiMi3aLito pU3uKiB.
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OpraHizauinHui etan

iyl

ETan aHanisy pusukis

NS

ETan ynpaBniHHA pusnkamu

Puc. 1. Etanu ribpuaHoro MeTof ynpasniHHs pusukamm

PucyHok 2 Bigobpaxae nepwun etan ribpuaHoro
mMeTody YNpaeBniHHA pu3MKamMn — opraHisauinHui eTan,
SKUA OXOMITKE Mpouec 36opy AaHMx Ang iX noganbLioro
aHanizy. [logginHi  niHii  Ha  cxemi  O3Ha4alTb
napanenbHiCTb KpokiB abo rpynyBaHHs AaHMWX.

Ha ubomy eTani igeHTudikauia akTuBiB opraHisawii
BUKOHYETbCA 3a meTogonorieto OCTAVE, wo
nepenbayae knacudikawiio akTUBIB 3a TakMMK
kpuTepiammn (OCTAVE, 2003):

1. MatepianbHi aktTuBu: i3nyHi 06'ekTn, Taki SAK
Oygpieni, obnagHaHHSA, iHBEHTap, WO MalTb LiHHICTb AnA
opraHisauii.

2. HemartepianbHi akTuBu: Hedi3nyHi  06'exTn,
30Kpema 1 iHTenekTyarnbHa BNacHiCTb, AaHi NPO KMiEHTIB,
BisHec-npouecw.

3. IudopmauinHi akTmBm: gani abo iHpopmauis, aki
MalTb LUiHHICTb, Hanpuknag, ¢iHaHCOBI 3BiTWM, CNUCKK
KIIEHTIB, KOMEPL,iNHI TAEMHULL.

4. AKTMBM, WO CTOCYHOTbCS NMEpPCOHany: 3HaHHS,
HaBWYKM Ta AOCBIA MpauiBHUKIB, SKi BUKOHYIOTb KPUTUYHI
YHKLi B opraHisauii.

5. AxktuBwm iHdpacTpykTypm: IT-cuctemn, mepexi,
iHLLIi TEXHOMOTIYHI KOMMOHEHTU OpraHisadii.

1eHTHDIKALIA aKTHEIR
{3rigHO 3 Octave)

Opranizaifilui eTan:
36ip panux Ana
nogankLLcno aHanisy

—

CTBOpEHHA WaldnoHy

onuey 1C opranisauir
{3rigHo 3 RiskWatch,

il NporpamMEdi Mogynb)

36Ip NOTRIGHOT
iHchopMaLil 3 IHUWAEHTIS
Ta NPOBEASHHX ayAUTIE

|AeHTHDIKaLIR
arpos (srigHo 3NIST)

YacToTa BMHHMEHEHHS
3arpos (3arigHo 3 RiskWatch))

BH3HZUEHHA ENNUEY B
peanizaujl 3arpos (3rigHo 3
CRAMM)

laeHTadiIkaLia
Bpa3NMEOCTER
(3riaHo 3 NIST)

AmoBipHIicTE

peanizauii 3arpos
(3rlgHO 3 CRAMM)

Puc. 2. MNepwwnin etan ribpuaHoro Metoay ynpasniHHS pyu3vkamu

Micna igeHTUdikauii  akTMBiB 3a MeToaonorieto
OCTAVE, KpUTUYHICTb KOXHOIO akTMBY OUIHIOWTb A5iS
BM3HAYeHHs1 HeobXigHoro piBHS 3axucTy. Lle ponomarae
opraHiszauii BU3HAQYMTWU MpiopuUTETU LWOAO pecypciB Ans
edEeKTUBHILLOro ynpasBniHHA pU3nkamu.

MeTtopgornoria NIST BusHavae n'aTb KaTeropin 3arpos,
AKi  BKIMIOYAKOTb MNPUPOAOHI  PU3UKW, TIOACLKUN  hakTop,
eKomnorivyHi 3arpo3n, kibep3arpo3n Ta PW3UKM MaHLIoriB
nocTayaHHs. YCi Ui 3arpo3n OUIHIOTL 3 ypaxyBaHHAM
TXHBOTO MOTEHUINHOro BNNMBY Ha OGi3HecC-OisanbHICTb i
penyTauito opraHisauii.

MeTtog NIST 800-30 B1KOPUCTOBYIOTL Ans ieHTUdikaLii
Bpa3nuMBOCTEN y cuctemax. BiH € yHiBepcanbsH1M i NigxoanTb
Onsi opraHisauin 0yab-skoro po3mipy. [nst KoxHoT iHopma-

ISSN 2707-1758

35

LiMHOT CMCTeMM 3acTOCOBYIOTh LUAGIIOH oMUy, Lo MICTUTb
[JaHi Npo BracHMKa cUcTeMu, ii NpusHadYeHHs Ta MacLLTab.

3a ponomoroo metopie Risk Watch i CRAMM
BM3HAYalOTb 4acTOTy BWHWKHEHHS 3arpo3, CTyMiHb
YpasnuMBOCTI Ta LUiHHICTb akTMBiB, Ha OCHOBI 40ro

pPO3paxoBytOTb €(PEKTUBHICTb 3aC0BiB 3axXuUCTy.

MeTton CRAMM oujiHtoe MMOBIPHICTb peanisalii 3arpo3
3a wkanoto Big 1 oo 5. OuiHOBaHHA BMMBY 3arpo3 Takox
npoBoaATb 3a wWkanow Big 1 go 5, 3anexHo Big
NOTEHUiMHNX HacnigkiB ansa GisHecy.

Opymmii eTan ribpyaHOro MeTody ynpaBmiHHSA py3vikamum
(puc. 3) BKItOYaE aHarni3 pusnkiB Ha OCHOBI 3ibpaHKX JaHMX.
BaxnuBi pu3nKn OUHIOIOTb SKICHO | KiNbKICHO, @ MeHLL
KPUTWUYHI — irHOPYHOTb AAnsi EKOHOMIT pecypciB.
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Knacudbikaujs puankis

Tan aHaniay puankie
arigHo 3 IS0 27005

BuropucTanHA roroeoi
Ga3m YOI MOWNKMEMK
PUsMKE iHChOMaLIAHIK

BH3HaYeHHA CTYNeHA

EXPUTHYHI PU3n | BamnMe0CTi puanks

He GepyTh Ao

| anA oprasizaui

BM3HAYEHHA DIBHA

NoansLL cro axaniay| nenepesHi aasi)

artveis NIST

i

JKypHanoBaHH# CopMyBaHHA |
KPUTHYHIX PU3UKE 7K .| cueHapiie (arigHo 3 ;
KOPNOPATUEHUX, ANA Falr, B OCHOE] |
i

|

|

|

‘

Budip koHTpOnNis QUHIOBaHHA

PUINKY (3rigHo 3
CRAMM])

A

(3rigHo 3 CRAMM) CLEHEDIB

Pwuc. 3. [ipyrvii eTan ri6pugHOro MeToAy yrnpasniHHSA pu3vnkamu

[nsa 36epexeHHs1 pecypciB i Yacy cnewianictis aBTopu
NPOMOHYIOTb He 00pPOGNATM PU3UKM 3 HU3LKUM PiBHEM
KPUTUYHOCTI, KOHLEHTPYUMCh nule Ha  3HaYyLUmMX
3arpo3dax pAana 6GisHecy. OOGpobOneHHs Takux puU3NKiB
BKINIOYAE NOEAHAHHS SIKICHUX | KiINTbKICHUX METOAIB TXHbOro
OUiHIOBaHHSA, WO BMMarae peectpadii y 6asi kopnopa-
TUMBHMX PU3UKIB Yepe3 TXHi BMnIMB Ha 0Oe3nepepBHICTb
Gi3Hec-npoueciB Ta iHhopMaLiNHUX CUCTEM.

CtaHgapT ISO 27005 nponoHye knacudikaLito pusnkis
3a 4YoTMpMa PiBHAMM: Bi Oy»Ke HU3bKOro A0 BUCoKoro. Lis
Knacuikalis BUKOPUCTOBYETbCA B MpoLECi ynpaBniHHA
pusvkamu i gornomarae  opradisauisMm  epeKkTUBHO
PO3CTaBMATU NPIOPUTETU LLLOAO MOTEHLINHNX 3arpos.

MeTton FAIR nepenbavae BUKOpPUCTAHHSA cuUeHapiiB
PU3KUKIB NS LEeTanbHOro OMMUCY 3arpo3 i OLiHKM IXHbOT
MMOBIPDHOCTI Ta MOTEHUINHOrO BNAMBY Ha aKTMBM
opraHizauii. Lle [possonsie npuimaty  ob6rpyHTOBaHI
PiLLEHHA Ta 3HMXKYBATU 3aranbHUN PiBEHb PU3KKIB.

MeTton CRAMM 3a6esneyye B1GIp Ta OLiHKY KOHTPOMIB
ONA  NOM'AKWEHHA BUSIBMEHUX PU3MKIB, LIO BKIOYae
nepernag iCHyr4Mx 3acobiB KOHTPOIO, BMNPOBa[XEHHS
HOBWX Ta PerynapHUA MOHITOPYHT iIXHbOT €(DEKTUBHOCTI.

Ha tpetbomy eTani ribpyaHoro metogdy ynpasniHHS
pusnkamm (puc. 4) BigbyBaeTbCA KinbKicCHa OLjiHKa 36UTKIB
Ta reHepadiqa 3BiTiB, WO gonoMarae oprasisadii po3nogi-
NSTN pecypcu Ta 3MeHLLYyBaTy BB PU3MKIB Ha BisHecC.

BmHaqEHHF piaHA . Budip koHTPONIE QUiHKOBaHHA
pravky (3riaHo 3 - < (2rigHo 2 CRAMM) cLeHapTia
CRAMM) a Heap
iHANEHWA eTan:
peIYIETATH Ta 3
KOHTp3axo0u KinbkicHe
OuiHIOBaHHA
36uTKiB
v
Po3paxyHor "
BEMWYMHE PMZUKY I'lporpaFr.muRTUnmﬂynb
(meton MoxTe-Kapno)
»  [eHepauid 3siTy [«
PexomeHgoeaHi v CTBOpPEHHA EMACHHUX
30 (arigHo 2 KOHTp2ax00ie
NIST) (Risk\Watch/CRANMNM)
3MEHLUEHHA v 3MEHLIEHHA
AMOBIPHOCTI PHUEMEY HACMigKe puauEy

Puc. 4. TpeTili eTan ribpygHoro Metoay ynpasriHHA pusnkamu

KinbkicHe oUiHIOBaHHA 30UTKIB € BaXKNMBMM eTariom,
OCKiflbKM [03BONSAE OpraHisauii npaBunbHO pPo3noginuTu
pecypcu Ta 30cepeamtu yBary Ha Oinbll  KPUTUYHKX
pusnkax. MogentoBaHHsa 3a meTogoMm MoHTe-Kapno gae
peaniCTU4Hy OLUiHKY PW3uKIB i gonomarae y MpUrRHATTI
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piweHb. Meton FAIR-U cnpolye HanawTyBaHHS
MOZJENOBaHHA CLEHapiiB pu3uky, 3abeanevytoun TOuHI
pesynbTaTyt AN NPUAHSATTS PilLeHb.

NIST 800-53 Hagae komnnekc 3axopiB 6esneku, Lo
BKIMOYAOTb pekoMeHaauil Ansi BNpoBa)KEHHST KOHTPOTIB.
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OpraHisauii MoXyTb BukopuctoByBatn Metoam Risk Watch
abo CRAMM anga BnpoBagXeHHS BriaCHUX KOHTP3axoaiB.

ICHytOTb TPU TUMW KOHTPOSIB: NMPEBEHTMBHI (3anobiraHHs
pY3KKy, Hanp., KOHTPOMb JOCTYNY), AETEKTUBHI (BUSBNEHHS
pU3NKIB MiCNst  TXHBOTO  BUHUKHEHHS, SK-OT  CUCTEMMU

BUSIBNIEHHS BTOPrHeHb), | KopuryBanbHi  (MiHimMi3aLis
Hacnigkie, SIK-0T pe3epBHE KOMitoBaHHS AaHUX).
Perynapuuin  nepernsg i OHOBREHHS  npoLuecy

yNpaBniHHS puU3MKamMn € BaxnuBuMM Ans 36epexeHHs
e(PEeKTUBHOCTI KOHTPONIB | BUSIBIIEHHSA HOBUX pU3UKIE.
SlkicHe oyiHroeaHHs1 pu3ukie 32i0Ho 3 CRAMM y
2i6pudHomy memodi ynpaesiiHHs pu3ukamu. FKicHe
OUiHIOBaHHSA pu3ukiB € Baxknueum etanom y CRAMM, wo

ansa  iHgopmadinHoi 6e3nekn (Major, 1995). [Mpouec
MiCTUTb Taki KPOKK:
1. BusHayeHHs aKTuBIiB: BkMoyawTb IT-iHdpa-

CTPYKTYPY, KOHMIAEHLIVHI AaHi Ta nepcoHan i3 JOCTYrnom
00 LUMX pecypciB.

2. Bu3HaveHHs 3arpo3: 30Kkpema, aTaku LUKiOInMBUX
nporpam, QIWWHIOBI aTakW, IHCanWAaepcbki 3arpoau,
nepeboi B enekTponocTayaHHi, CTUXinHi nuxa.

3. BusiBNeHHA BpasnMBOCTEW: Hanpuknag, 3acTa-
pine nporpamMHe 3abeaneveHHs, criabka nonitvka naponis,
BiACYTHICTb KOHTPOMIO AOCTYMNy, HeOOCTaTHE HaBYaHHA
npawiBHUKIB.

4. OuiHoBaHHA BNAUBY Ta MMOBIPHOCTI PU3MKIB:
NpoBOANTLCS Ha OCHOBI Tabn. 2.

[03BONSE BUSBATM N OUHUTM  MOTEHUiVHI  3arposu
Ta6nuuys 2
SAkicHe OLiHIOBaHHS pU3MKIB
Puauk OuiHka BNnuBy IMoBipHicTb

ATaku WKIANMBMX Nporpam Bucoka CepepHs

PilMHIoBI ataku CepepgHs Bucoka
BHyTpiLwHi 3arpoaun Bucoka CepenHs

[Mepeboi B enekTponoctavyaHHi Bucoka Husbka

CTuxinHi nuxa Bucoka Hunabka

5. TpiopuTeTHICTbL PU3MKIB: HA OCHOBI OL|iHKV BNIUBY
Ta VIMOBIPHOCTI PU3MKN KNnacugikytoTb 3a NPIOPUTETHICTIO.

6. BusHayeHHA 3axopfiB Ans 3MEHLUEHHS PU3KKIB,
BKITHOYaIOUM BCTAHOBIEHHS aHTMBIpycHoro M3, KoHTporb
[OCTyny, HaBYaHHA CMiBPOBITHWKIB, pe3epByBaHHSA OaHMX,
NiAroToBKa 4O CTUXIMHUX NNX TOLLIO.

7. KoHTponb edeKTUBHOCTI 3axopiB: perynspHe
OLiHIOBAHHS 11 OHOBIIEHHS 3axoAiB Ans NiATPUMAaHHS
aKTyarnbHOCTi 1 e(peKTUBHOCTI.

[na nigBULLEHHST TOYHOCTI KiNTbKiICHOT OLLIHKN PU3KKIB Y
ribpyaHMX MeTofax BaXMBO BMKOPUCTOBYBaTWM MaTema-
TUYHI MOAeni, Wo A03BOMSATbL MOAENBATU NMOBIPHOCTI
BUHVIKHEHHSA 3arpo3 i ixHi NoTeHUinHi Hacnigku. Mpuiomy
ocobnuey yBary BapTO NPUAINMTA OUiHLUiI ¢hiHaHCOBOro
BMIMBY PU3WKIB, sIKa € KIMOYOBMM acrnekToM Takux MeTOAIB.
B npencraBneHoMy AOCHIIKEHHI PO3IMISHYTO 3acTOCyBaHHS
copMyn y KinbkicHUX nigxogax, 3okpema B Metogax FAIR i
MoHTe-Kapno, anst aHanidy Ta NporHo3yBaHHsi PUSKKIB.

OuiHroeaHHs1 piHaHCcosux empam (FAIR). Mogenb
FAIR posBonsie ouiHUTU DiHAHCOBMI BNAWB PU3UKY Ha
OCHOBi [BOX OCHOBHMX KOMMOHEHTIB:  iMOBIPHOCTI
peanisauii pu3uky Ta cepefHix BTpar.

dopmyna 3aranbHUX BTparT:

Ltotas = P % (Lp+Ls), (1)
ne Liotas — 3aranbHi giHaHcoBi BTpaTu; P — iMOBIpHICTb
peanisauii pusuky (Big 0 4o 1); Lp — cepeaHi npsimi BTpatu
(Hanp., BapTiCTb BiOHOBMEHHs cuctemu); Ls — cepenHi
HenpsiMi BTpaTy (penyTauiiHi 36utku, wtpadu ToLLo).

Hasedemo npuknad po3paxyHKy:

1. ImoBipHicTb peanisauii pusuky (P) = 0.25.

2. Mpsawmi BTpatn (Lp) = $500,000.

3. Henpsmi BTpatu (Ls) = $200,000.

Liotar = 0.25 x (500,000 + 200,000) =
=0.25 x 700,000 = 175,000.

OTxe, NPOrHo30BaHi hiHaHCOBI BTpaTK CTAHOBNATb
$175,000.

Cumynsiyia 3a Mmemodom Monme-Kapiio. BkazaHuii
meToz MoHTe-Kapno BUKOPMCTOBYHOTb ANS MOAEN0BaHHS
CUeHapiiB PpW3NKIB 3 ypaxyBaHHAM HEBW3HAYEHOCTI
(KpaBuyeHko, TpowwmHebkuin, & IsaHoB, 2022). Llei nigxig
O03BOJISAE OLIHUTU MOXIMBI HacCMigKM PU3UKIB LLMSXOM
©araTopa3oBoi cMMynsLUii i3 BUKOPUCTAHHAM BUMAOKOBUX
3HayeHb, LWO TEHEepPyTbCS B Mexax BU3HAYEHUX
gianasoniB. Takum cnocobom wmeTtonq MoHTte-Kapno
3abe3nedye TOYHI MPOrHO3W, AO3BOSAYM OpraHizauism
OL|iHIOBATM MOTEHLiHI BTPATN Ta MMOBIPHICTb BUHUKHEHHS
KpUTUYHMX nofii. OCHOBHI po3paxyHku 0asytoTbcs Ha
BM3HAYEHHI CepeHbOro 3Ha4YeHHs BTpaT i CTaHa4apTHOro
BiOXWINEHHS NS aHanidy BapiaTMBHOCTI pe3ynbTaTiB.

dopmyna cepefHbOro 3Ha4YeHHs BTparT:

YL

Lavg = =51, )

ae Layg — cepegHe 3HauveHHs BTpaT Micns CUMyNAUT;
Li— BTpatu gna itepauii iii; n — KinbKicTb iTepauin.
dopmyna cTaHgapTHOTO BiAXMIEHHS:
2
5 = Z’;l(Li—Lavg) ’
n
[e O — cTaHOapTHe BiOXWIEHHs BTpaT.
Haeedemo npuknad po3paxyHKy:
1. TpoBeaeHo 5 cumynauin:
L+=150,000, L2 = 180,000, Ls = 200,000,
L+=170,000, Ls = 160,000.
CepepgHe 3Ha4yeHHs BTpaT LWyKaeMo 3a hopmyIoro (2):

@)

860,000

Lavg P

CraHgapTHe BiOXWUMEHHS LWyKaemo 3a hopmMyrnoto (3):

_ 150,000+180,000+200,000+170,000+160,000 _

172,000.

5

_\/(150.000—172.000)2+(180,000—172,000)2+(200,OOO—172,000)2+(17O,000—172,000)2+(160,000—172,000)2
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(—22,000)2 + (8,000)2 + (28,000)2 + (—2,000)2 + (—12,000)2

CvmMynsuis nokasye, Lo cepefHi BTpaTu CTaHOBMATb
$172,000, a ctaHgapTHe BigxuneHHa $17,205.
EdektnBHiCTb  3axomiB  6e3nekn  OUiHOWTL  3a
dopmynoto (4). Ansa ouiHoBaHHA BNNvBY 3axofiB 6e3neku
MOXXHa BUKOPUCTOBYBATU KOEMILEHT ePEeKTUBHOCTI:
E = Lunmitigate'd.—Lmitigated’ (4)
Lunmitigated
ne E — edekTuBHiCTb 3axopiB Gesneku (y BigcoTkax);
Lunmitigated BTpatu ©6e3 BNpoBagXeHHs1 3axonis;
Lmitigated — BTPATU MiCNSA BNPOBaAXEHHS 3axX0iB.
Haeedemo npuknad:
1. BtpaTu 6e3 3axofiB Lummitgated = $700,000.

2. BTtpatu nicnsa 3axoniB Lmitigated = $300,000.

700,000-300,000 _ 400,000 0,57 (57 %).
700,000 700,000
3axoan 6e3nekun A03BONSATb 3HU3UTU PU3KK Ha 57 Y.
BukopuctaHHa MaTemMaTuyHux chopmyn y ribpugHmx
MeTodax OLUiHIOBaHHA pu3vkiB 3abe3neyye TOYHICTb i
npo3opicTb aHanisy. Lle gae 3amory opranisadiam He nuwe
OUiHWTXM  MMOBIpPHICTb  peanisauii  pusMKiB | TXHIn
iHaHCOBMI BMNUB, a M MOPIBHATU €(PEKTUBHICTb Pi3HUX

E =

5

~ 17,205.

3axopiB Oesnekn. Takui nigxig Cnpusie  yxBaneHHH
0OrpyHTOBAHMX pillleHb, OPIEHTOBAHUX Ha MiHiMi3aLito
BTpaT i pauioHanbHe BUKOPUCTaHHSA pecypciB.

lMepesazu ma ob6bmexeHHss. MeToa MoHTe-Kapno
003BONSE OTpUMaTK Binbll TOYHI Ta peaniCTUYHI OLiHKM
pu3UKy, OOHaK MOro pesynbTaTu 3anexaTb Bif TOYHOCTI
BM3HAYEeHNX 3MiIHHUX Ta BUOOpPY PO3MnoAiny NMOBIPHOCTEN.
BaxnvBo npaBuwnbHO 3ajatv Ui napameTpu  Ans
OTPUMaHHS KOPEKTHUX pe3ynbTaTiB.

EcgpekmueHicmb 2i6pudHo20 memody. OLiHOBaHHS
eeKTVBHOCTi  3anponoHOBaHOro  ribpugHoro  metody
ynpaeniHHA pu3aMKamn Ha UbOMY eTani € nepeBaxHO
TEOPETUYHMM, OCKiNbkM MeTofd O6yB cchopmoBaHuin Ha 6asi
HanKpaLLyX ranyseBux NPakTUK i MiXXHapOAHWX CTaHOapPTIB.
KinbKicHe OUiHIOBaHHSA MOro eekTUBHOCTI BUKIMKAE NEBHI
TPyOHOLLi, arne MOXHa 3actocyBaTu psn  3aranbHo-
NPUNHATUX Migxo4iB Anga ouiHoBaHHA (BorgaHoBa, &
MeTtpeHko, 2019; byuwk, LLlanaes, & MenbHuk, 2017).

[ns BidyanbHOro npeacTaBrneHHs edeKTUBHOCTI
ribpugHoro  MeTofy  pO3rMsiHEMO — KIOYOBI  acnekTu
3HVKEHHS PU3KKiB | DiHAHCOBMX BTPAT.

MNigTBepmKeHHA etheKTMBHOCTI MGpuaHNX MeToiB

== [iOpuaHi MeToau
mm Oxpemi meTogn

800

600 |

400

EdexkTreHICTs (%)

200}

MeToa A

MeTon B

MeToa C

KaTteropii meTonis

Puc. 5. [liarpama nioTBepmxeHHA AKOCTi ribpuaHux MeTonis

Lis piarpama inoctpye edeKTUBHICTb  ribpuaHux
METOZLIB OLiHIOBAHHS PU3NKIB, 3aCTOCOBAHNX AN 3aXMCTy
KOpropaTMBHUX cucTeM B iHdopmaLinHin 6e3neui. BoHa
BifoGpaae Tpu KNOYOBI acrekTu.

[MoToYHUI piBEHb PU3NKY — Lie piBEHb 3arpo3 i pu3uKiB,
SAKAN  3anvaeTbCsl  He3MiHHMM 6e3  ynpoBaXeHHs
riopugHux metopniB. BiH xapakTtepusye cutyauito go
3aCTOCYBaHHA BIAMOBIAHWX TEXHOMOrN OUIHIOBAHHS W
ynpaBniHHS pU3nkamu.

3HWKEHHsT pU3MKYy MiCrs 3acTOCyBaHHSA  TOpUAHMX
MEeTO[iB MNOKa3ye, HacCKiMbKW iHTerpoBaHWUM nigxig, Lo
noegHye $SIKICHI Ta KinbKiCHi MeToau aHanidy pasom i3
Cy4aCHUMM TEXHOJOTSAMUN LUTYYHOrO iHTEMeKTy, Crpuse
MiHiMi3auii pusukis.
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3aranbHi iHaHCOBI BTpatM [AEMOHCTPYIOTb ChiB-
BiJHOLLEHHA MK BMTpaTamMy Ha peanisauilo ribpnaHmx
MEeTOZIB i MOXITMBUMW BTPATaMU, KX BAANOCH YHUKHYTU
3aBASKM IXHbOMY 3acTocyBaHHIO. Llem nokasHuk e
KMHOYOBUM AN OLHIOBAHHA €KOHOMIYHOT OO0LiNbHOCTI
Takux MeTofiB.

[Hiarpama Ha puc. 5 nigTBEPAXYE, O BUKOPUCTAHHA
riopMAHNX MiOXOAIB 3HAYHO 3MEHLLYE PU3MKM Ta 3HUKYE
NMOBIPHICTb  KPUTUYHUX HUMAEHTIB Yy KOPropaTUBHUX
iHcbopmaLinHMX cucTemax. Ii cTpykTypa [403BOMAE OLHUTK
ANHaMIKy 3MiH (Hanp., y BiACOTKOBOMY 3HWKXEHHI pU3KKY) i
cchopmMynoBaT  pekomeHgauii  Wwoao  nogarnbLlioro
BMPOBaAXEHHS LMX TEXHOSOTIN Yy peanbHUX yMoBaXx.
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Anzopumm ouyiHroeaHHs1 e¢hekmueHocmi 2i6puod-
HO20 Memody
1. OeTtanbHe BMBYEHHA MeToAgy — HeobxigHo

NPOBECTU aHania Kr4YOoBMX KOMMOHEHTIB  MeToay,
BU3HAYMTM NPUNYLLEHHA Ta Lifi.
2. Bu3Ha4vyeHHA KpuTepiiB OUiHIOBaAHHA — CTBO-

pPEHHSA KpuTepiiB, 3a SKAMU MOXIMBO OLHUTM MeTon,
Hanpvknag: 30aTHICTb iAeHTUMIKYyBaTU PU3MKK, MacluTa-
0oBaHiCTb Ta ePEKTUBHICTb Y 3MEHLLEHHI PU3UKIB.

3. AHani3 3i6paHux gaHuUx — BUBYEHHS pe3ynbTaTiB
OL|iHIOBaHHA puU3unKiB, 3ibpaHuX i3 peanbHWX NpuKnagis,
ONS BUABMEHHS 3aKOHOMIPHOCTEN | TeHOEHLIN.

4. lMNopiBHAHHA 3 iCHYyOYMMWU MeTOoAMKaMWU — AN
BU3HAYEHHS, K TiOpuaHWiA MeTon ChiBBiAHOCUTLCS 3
iHLUMMKW MOoZensaMy ynpaeBniHHA pU3nKamu.

5. KopuryBaHHA MeTomy — Ha OCHOBi aHanisy
pes3ynbTaTiB AN NigBULLEHHS ePeKTUBHOCTI MeToay, Ans
OeTanbHIloro  OUiHIOBaHHA  edeKkTMBHOCTI  MeTony
BaXXNUBO 3acTocyBaTh Habip KpuTepiiB, IO [O3BOMSAOTHL
06'EKTMBHO BU3HA4YMTX NOro NepeBarn Ta HeJoriKu.

KpuTepii ouiHoBaHHA edeKTMBHOCTI ribpugHoro
MeToAy:

1. BignoBigHiCTb HaMKpaLLmMM rany3eBuM npakTukam.
BignosigHicTb MidkHapoAHMM CTaHOapTaM.
CTpyKTypoBaHiCTb MmeToay.

Br3sHaueHHs1 BnacHvKa pusuKiB i BignosiganbHmX ocib.
HanaromkeHicTb KOMyHiKaLii MK y4acHUKamum NpoLiecy.
loeHTUikauis 3arpos, BpasnmMBoCTEN Ta akTUBIB.
FAKicHe Ta KinbKiCHe OLiHIOBaHHS PU3KKIB.
O6pobrieHHs pe3ynbTaTiB | BNPOBamKEHHSA KOHTPOTIB.
. 3MEHLUEHHS PU3NKIB i NOM'SKLLEHHS TXHIX HacmniakKiB.

10. ButpaTtn yacy Ta BapTiCTb pilLleHHS.

11. CTpyKTypOBaHiCTb MiAXxody Ta MOXIMBICTb aBTO-
maTm3adii.

12. AganTuBHICTb | NErkicTb HanawTyBaHHA MeToay.

13.MNoTpeba B HaBYaHHI nepcoHany.

o6 ouiHntn edekTnBHICTL ribpngHoOro metody
ynpaeniHHA ~ pusamMkamu, copMoBaHO Tabnuui i3
3a3HaYeHVMUN KPUTEPIAMMU.

CEIND A WN

Ta6nuuys 3

BianoBigHicTb KpuTepiam Ans ouiHOBaHHSA edeKTUBHOCTI riGpuaHoro metoay

Kputepin

BignoBigHicTb

BignosigHicTb nepegosum
ranyseBuM npakTvukam

[BpuoHu MeToA BigNOBIgAE Cy4acHUM rany3eBuM CTaHZapTaM i BUKOPUCTOBYE AesKi 3 HUX
y CBOEMY MpOLECI

BignoBigHicTb MiXkHapogHUM
cTaHgapTam

O6pobneHHs pu3nKiB NigNopsAKOBYETbLCS ABOM MixxHapoaHum ctaHgapTtam: 1ISO 31000,
Lo pernamMeHTye npoLec ynpaBniHHA kKoprnopaTuBHUMU puaukamu, Ta ISO/IEC 27005, skun
CTOCYETbLCS YNPaBniHHA pu3nkamu iHcpopMmauiiHoi 6e3neku

OcHoBu meToay

MeTop 3acHoBaHMWi Ha aHani3i nepeBar Ta 0OMeXeHb iCHYHUNX METOAIB OLLiHIOBAHHS PU3MKIB

Bu3HaueHHsi BMacHuka pu3ukis
i BinnosiganbHuX oci6

BnacHwvk pusukis — cneuianicT 3 iHbopmaLiiHOT 6e3neku; y4acHVKM NpoLecy YiTKO BU3HAYEHI

KomyHikauis Mk y4acHvukamu
npouecy

Y npoueci 6epyTb akTUBHY y4acTb TpU CTOPOHU: iHdopMaLliiHa 6e3neka, bisHec
i KOpnopaTUBHUI PU3NK-MEHEIKMEHT, L0 CPUSIE NPUNHATTIO CNINbHUX pilleHb

laeHTudikauia sarpos

Lle eTan BUKOHY€eTLCSA BigNOBIAHO 4O METOAMKA

laeHTudikauia BpasnusocTew

ETan ineHTudikauii BpazanmMBocTen BUKOHYETLCA 3riJHO 3 BUMOramMu METOAMKN

lopeHTudikauis aktueis

BkasaHuin eTan Bignoeigae BMMoram MeToaukm

FAKicHe oUuiHIOBaHHS pU3unKIiB

Pu3anku ouiHtooTh AIKicHo 3rigHo 3 CRAMM

KinbkicHe ouUiHlOBaHHSA pU3nKiB

Pu3unku ouiHo0ThE KinbkicHo 3a gonomMoroto MetoAis FAIR-U Ta MoHTe-Kapno

O6pobneHHs pesynbTaTiB

3ibpaHi gaHi Ta ixHi aHani3 opMytoTb OCHOBHI pe3ynbTat 06pobneHHs pusukis

Po6oTa Ta BnpoBagKeHHS
KOHTpOniB

Bubip i BnpoBamKeHHs 3acobiB KOHTPOMIO pernameHTytoTb Mmetogom CRAMM

dopmyBaHHs 3BITiB

3BiTV hopMytOTb 3a JOMNOMOrOH NPOrpaMHUX IHCTPYMEHTIB Ta 3a y4yacTi cnevjianictis

3MEeHLLEHHs1 pu3unkis

Lli etanu e yactuHoto ribpugHoro metogy

i NoM'sKLLIEHHS HacniakiB

Yacosi BUTpaT Ha 06pobneHHst
pU3nKiB

ABTOMaTU3aList Ta BUBIp KPUTUYHKX PU3KKIB 3MEHLLYE YacoBi BUTPATV Ha 06pobneHHst

PilleHHs € BIZHOCHO JOCTYMNMHUM, OCKINbKM MOXHa BUOMpaTn HeobXigHi eTanu

BapTicTb pilueHHs
NS BNPOBaKEeHHS!

POKyC Ha KPUTUYHI PUSUKK MeTop opieHTOBaHUI Ha pO6OTY 3 HAMKPUTUYHILLMMW PU3UKaMUN

CTpyKkTypoBaHicTb niaxoay Migxia 0o ynpasrniHHS py3nMKaMu Mae YiTKO BU3HaAYeHy CTPYKTYpY

[Mpouec YacTkoBO aBTOMATM30BaHUNI, | NepefdavyeHo MOXIMBICTb NOAANbLIOTO

MoxnuBicTb aBTOMaTM3aLji
BOOCKOHaNeHHs!

AnanTuBHicTb MeToza noBHiCTIO aganTyeTbest Nig noTpebu opraxisadii

KomnnekcHicTb

MeToa oxonstoe BCi OCHOBHI eTanu npoLecy ynpasniHHS pyU3nkamm

39
ISSN 2707-1758



Information Systems and Technologies Security, No 1(9)/2025

Bepyuun oo yBaru Bci kputepii, 06paHi Ans ouiHOBaHHS
e(EeKTMBHOCTI MeTody, MOXHa 3poOuTU BUCHOBOK, LIO
ribpyaHui MeTop ynpasmniHHA pusMkamu € pesynbTa-
TMBHMM i ©e3nepepBHMM npouecom. BiH  nerko
nignawToByeTbLCA Nig NOTpebun opraHiszadii Ta 4EMOHCTPYE
BMCOKY THYYKICTb ANsi NoAanbLUOro BAOCKOHANEHHS.
Takum cnocobom ribpuaHun meTon 3abesneyye CTPYKTY-
poBaHWA Migxia A0 YynNpaeBniHHA puU3vKamMu, SKUA MOXXHA
agjanTtyBaTtu Ao crneundiyHmx notped npakTUyYHO OOBiMb-
HOT 3a MacwTabom i hopmoto BIAaCHOCTI opraHisaLlii.

Ounckycis i BUCHOBKMU

Y Ui cTaTTi pO3rNAHYTO NUTaHHA yNpaBniHHA pyU3nKamMm
B iHbopmaUiiHiin  Ges3neui 3a [OMNOMOrOK  FiOPUAHNX
MeTOZiB, SKi MOEOHYIOTb K KiNbKICHI, TaK i SKiCHI nigxoam Jo
OUjHIOBaHHA pu3ukiB. [poBegeHnii aHania  iCHy4mux
meTtoais, Takux sk CRAMM, Monte-Kapno, NIST 800-30,
FAIR Ta iHLLIMX, BUSABMB, LLIO KOZEH i3 HUX HE MOXKe MOBHICTHO
3a00BOJIbHATX MOTPebu opraHisauin, Wo npaullTb Yy
CKNagHOMy Ta LUBUAKO3MIHHOMY LiMOPOBOMY CEpPEeAOBULL.
KinekicHi meTtogn 3abesneuvyloTb TOYHI pesynbTaTtu, ane
noTpebyoTb 3HAYHOI KINbKOCTI AaHUX, Y TOW Yac sK SKiCHi
nigxoan [JawTb MOXMIMBICTb BpaxyBaTu  cneumndivHi
dakTopu, ane 3anexartb Bi Cy6'eKTUBHNX OLiHOK.

3anponoHoBaHuin  ribpuaHuin  mMeTod  ynpaBmniHHA
pusaMkaMu  [O3BOMSIE  YCYHYTM  BKasaHi  HeJoniku,
NnoeaHy4M KpaLli ctopoHn obox nigxoais. BiH 6a3yeTbesa
Ha CTPYKTYpOBaHOMY MPOLIECI, L0 BKMOYAE TPW KIHOYOBI
eTanu: opraHisauinHuiA, aHanisy pu3uKiB Ta ynpaBniHHA
puankamu. OpraHisauiinHu1iA eTan oOXonne igeHTUgikawio
aKTMBIB i 3arpos, wo Bignosigae metogonorii OCTAVE, a
Takox iHcTpymeHTam NIST i Risk Watch. Opyruii etan —
aHani3 pu3uKiB — IHTErpye KinbKiCHi OLIHKM 32 MeTOAOM
MoHTe-Kapno Ta gkicHi ouiHkn 3a CRAMM, wo possonsie
30CeEpeauTUCa Ha KPUTUYHUX puU3nkax i pauioHanbHO
BMKOPUCTOBYBaTW pecypcu. TpeTin etan CcrnpsiMOBaHUN

Ha ynpaBMiHHA puU3MKaMU  LUMASIXOM  YNPOBaAXeHHS
KOHTPOMIB Ta 3MEHLUEHHA iXHbOro  BMMBY,  LIO
3abesneyvyeTbes BUKOPUCTAHHAM aBTOMaTMU30BaHMX

pileHb i NOCTINHOrO MOHITOPUHTY.

Mpuknag cumynauii 3@ metogom MoHTe-Kapno
rnokasaB, WO CepedHE 3HAYeHHs MOTEHUIHMX BTpaT
ctaHoBuTbL $172,000, a cTaHgapTHe BiAXUIEHHSA
$17,888, WO pano 3mory crpsiMyBaTM pecypcu Ha
YCYHEHHS  HaMKPUTUYHILLMX  PU3MKIB i3 BMCOKOIO
MNMOBIPHICTIO peanisauji.

BuKOpUCTaHHA MaTeMaTUYHUX MoAenen, Takmx sK
FAIR i MoHTe-Kapno, nigsuLye TOYHICTb OLiHOK, 3MEHLLYE
Cy6'eKTUBHICTb | MOKpaLlye MpPoLEeC MPUAHATTS PilleHb,
0cobnmBo y cdepi hiHaHCOBOro aHanidy pusukie. 3aBasku
LbOMY OpraHi3auii MOXyTb He NnuLle OLIHUTU NMOBIPHICTb
pU3MKiB i iXHI iHaHCOBUI BMMMB, @ W OMNTMMI3yBaTu
po3noain pecypcis.

[Moganbli OOCNIOAXEHHS MOXYTb 30CepeamTucs Ha
iHTerpauii  metoais MaLUVMHHOIo HaBYaHHA  an4d
aBToMaTtu3auii  pU3MK-MEHEeKMEHTY, a TakoX Ha
pO3pOo0beHHi pilleHb Ans AMHaMiYHOT aganTauil nig 3MiHHi
cueHapii 3arpos.

3aranom, ribpugHWin mMeTon YMpaBniHHA pu3nkamu
OEMOHCTPYE  CBOKO  e(EKTUBHICTb  SIK  THYYKMA i
YHiBepcarnbHUiA iHCTPYMEHT, o Moxe ByTu aganToBaHui
00 cneumgiyHMx noTpeb opraHisauin pisHoro macutady.

BHecok aBTopiB: Bonogumup HakoHeuyHuid — HaykoBe
KEPIBHULITBO, Y3rOPKEHHS] METOAOSION T AOCTIKEHHS, PELIEH3YBaHHS!
ctartTi; Mukona MopaBuHUeB — dopmanbHUiA aHania, HaykoBe

peueH3yBaHHs, Banigauis; Biktopia l'ycea — aHanis
niTepaTypHUX  [pKepen, MaTemMaTuyHe  MOAEmioBaHHA  3a
meTogamm FAIR i MoHTte-Kapno, nigrotoBka BWCHOBKIB,
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pefdaryBaHHs TEKCTY CTaTTi, NiArotoBka rpadiyHoro MaTepiany 1a
Tabnuup; Brnagucnae JlyueHko — po3pobneHHst ribpuagHoro
mMeToay ynpaBniHHS pUsukamu, NpoBeAeHHS sIKICHOrO OLLiHIOBaHHS
pu3ukiB 3a meTtoponorieto CRAMM, po3pobka anroputmy OLLiHKM
epeKTNBHOCTI 3anponoHOBaHOro METOAY.

[xepena ciHaHcyBaHHA. Lle gocnigXeHHs He oTpumano
XKOAHOrO rpaHTy Big (iHAHCOBOI YCTAHOBU B [epXXaBHOMY,
KOMepLiHOMYy abo HEKOMEPLIINHOMY CeKTopax.
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HYBRID APPROACH TO INFORMATION SECURITY RISK MANAGEMENT

Background. Thearticle explores a hybrid approach to information security risk management that combines quantitative and qualitative
risk assessment methods. This approach improves accuracy, reduces subjective judgments, and enables the automation of the risk management
process. The relevance of the topic is driven by the continuous increase in the number and complexity of cyber threats, which require the
development and implementation of effective tools for risk management and mitigation of human factor impact.

Methods. Anintegrated approach was applied, based on the FAIR and Monte Carlo methods for quantitative probability assessment, and
CRAMM for qualitative risk analysis. International standards ISO 31000 and ISO/IEC 27005, which regulate risk management, were taken into
account. Asset identification, vulnerability assessment, and threat classification were carried out according to the best practices of information
security. The methodology for developing a risk assessment model that considers various levels of potential threats was substantiated.

R e s ults. The results confirmed the adequacy and effectiveness of the hybrid approach. The proposed model allowed for the identification
of critical assets, risk level assessment, and the development of recommendations for implementing countermeasures. The Monte Carlo method
was used to estimate the probability of successful attacks and calculate potential losses. CRAMM analysis helped identify system vulnerabilities
and propose appropriate security measures. A comparative analysis of traditional risk assessment methods showed the advantages of the
integrated approach in a dynamic information environment.

Conclusions. The proposed hybrid approach contributes to minimizing human factor influence, improving assessment accuracy, and
automating risk management. This will optimize organizational resources and support strategic information protection planning. Further research
may focus on developing automation tools to integrate the proposed approach into real information systems. It is recommended to continue
developing the methodology to adapt it to different threat scenarios within organizations with diverse security profiles.

Keywords :information security, risk management, Monte Carlo, CRAMM, threat assessment, cybersecurity.

ABTOpPY 3a8BMnATb NPO BiACYTHICTb KOHAMIKTY iHTepeciB. CNoHcopu He Gpanu y4YacTi B po3pobneHHi gocnimkeHHs; y 36opi, aHanisi
4¥ iHTepnpeTaLil AaHKX; y HanucaHHi pykonucy; B pilleHHi Npo ny6nikauito pesynbTaTiB.
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