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PEKOMEHAUII LLOAO BUBOPY CMNOCOBY
BE3NEYHOIO 3bEPITAHHSA NAPOJIIB

Bukopucmanna naponie sanuwaemsca Haunowupeniwuum cnocoboom agmenmuixayii kopucmyeauie 01 pizHo20
pooy iHgopmayiinux cucmem. YV 36'a3Ky i3 yum euHukae 3adaua 3abesneyenHs Oesnexku 30epicanns iHgopmayii, wo
cmocyemvcs Oanux asmeHmugbikayii Kopucmysauie, ma ii 3axucmy 6i0 HecaHKyioHosanoeo docmyny. Ha npaxmuyi
HAOYIU WUPOKO20 PO3NOBCIOONCEHH PISHOMAHIMHI aneopummu Oesneynozo 36epieanna naponis. Bzaemocynepeuni
BUMO2U 00 MAKUX AIOPUMMIE De3neuno2o 30epicans napoie, siki 3 00H020 6OKY Maoms 6ymu 00CMamHb0 CKIAOHU-
MU 051 nPOMUOIT PISHOMAHIMHUM AMAKAM, A 3 [HUL020 — NPOCMUMU O/l 3abe3neyeHHs WEUOKOOIl inghopmayiinol cuc-
memu — nepebopy, 0cooIUBO 8PAXOBYIOUU Me, WO OOUUCTIOBATLHA NOMYHCHICTNG YEHMPATbHUX | epadiunux npoyecopie
nocmiiino 3pocmac. Tomy eunuxkae nompeda Mamu MONCIUSICMb 3MIHIOBAMU CKIAOHICTNL 0OYUCTEHHS Xeul-KOOY, d
omoice Ul 00csie 0buuUCHenb | Hac mak, wobd 3HAYHO YCKAAOHUMU 30ilICHEHH AMAKU, aie He CNPUYUHAMU OUCKOMpopmy
KIHYeBOMy KOpUCMY8auy uepe3 3ampumKy nepesipku oocmosiprocmi napoiasn. Ceped gidomux cnocobig bezneunoco
30epieants naponie po3enaHymo WuQpyeanHs napoiie, BUKOPUCMAHHS Xeul-QYHKYIL Y KIACUYHOMY 8apiaHmi, a makodic
i3 000asauHAM COI MA 3ACMOCYBAHHAM imepayitl 0 004UCTeHHs Xeul-Ko0y. Y pobomi npogedeHo NopiGHANbHUL AHA-
JIi3 HaABeOeHUx cnocobis, YCMaHo8IeHo iXHI nepesacu U HEOONIKU, OKPECIeHO OOYINbHI 2ay3i 3ACMOCYBAHHA KONCHO2O
cnocoby, po3pobieHo 8iONosioHi pekomenoayii. [ns npogedeHHs 00UUCTIOBATILHO20 eKCHEPUMEHNY BUKOPUCIOBYEATU-
¢ 3acobu naamepopmu Microsoft .NET Core 3.1, wo 0ano 3m02y 6cmaHosumu 4acogi NOKA3HUKU pooomu aieopummy
OMPUMAHHS Xew-KOOY 3aNeJUCHO GI0 YCMAHOGIEHUX napamempie aneopummy. Ompumani 3a pezyiomamamu excnepu-
MeHmy 0aui MOdACYMb OYMU GUKOPUCMAHNT 01 8UOOPY CROCOOY be3neuno2o 36epicanuts napois.

Kniouosi cnosa: 3axucm ingopmayii; asmenmughixayis Kopucmyeaua, wu@pysanus, aiopummu 0OUUCIeHHs Xeul-
KOOy, 0O0UUCTIO8ATbHULL eKCEPUMEHTN.

1. BCTYII a caMme JOCIiKEHHIO Croco0iB Oe3rmeyHoro 30epi-
TaHHS TAapoJiB, NMPHCBAYECHA L CTAaTTA. MeTor
CTarTi € OOIPYHTYBaHHS pEKOMEHAALiH 111010 BUOO-
py croco0y 0e3rneuHoro 30epiraHHs mapoJiis.

BukopucTanHs maposiB 3aNuIIaeTbcd HANUMOMIN-
peHimnM crocoOoM aBTeHTU(IKALl KOPUCTYBaYiB.
s 3abe3nedenHs Oe3neku 30epiranus iHgopmarii
Ta i 3aXHCTY BiJi HECAHKIIOHOBAHOTO IOCTYNY Ha- 5 ~11OCOBM 3EEPITAHHS MAPO.IIB
OyJI NIMUPOKOTO PO3MOBCIOKEHHS aJrOPUTMHU Oe3- )
nevHoro 30epiranas naponis [1-3]. BogHowac s Sk 3a3Ha4YEHO paHillle, BaXIMBUM aCMEKTOM 3a-
YHHUKHEHHS MOXJIMBOCTI KOMIpoMeTalii iHdopma- CTOCYBaHHs [apoibHOI aBTeHTHOIKALID € OesneyHe
HlﬁHOl CUCTEMU Hi[[ BIUIMBOM 30BHINIHIX 3arpos, 36epiFaHH$[ HapOHiB. 21.]151 3a0€e3IeYeHHs 3a3HAYEHOT
HEOOXiIHO MiJBMIIYBATH CKJIaJAHICTh 3a3HadeHoro QyHKUI iHpoOpMaNiiHOi cHMCTEMH BUKOPUCTOBYIOTH
anroputMmy. 3 iHIIOro GOKY, HAJAMIpHE YCKJIAJAHEHHST  CIIOCOOH, IO OyXyTh PO3IJIAHYTI Jai.

nporenypu aBTeHTH(]iKamii NPU3BOJUTH JIO 3HU- 21 LIM®OPYBAHHS IMAPOJIIB
JKEHHS IIBUAKOCTI poOOTH CHUCTeMHU. Y CYKYITHOCTI o
HaBeJIeH] B3a€MOCYIIEPEYHi BHMOTH JI0 aIrOPUTMIB [Indpysanus € 3BudHMM 3ac000M 3abesme-

Oe3neyHoro 30epiraHHs MapoJiiB CKIANAIOTh akTya- — 1CHHA KoHQiAeHIIHOCTI iHpopMaii. e mpo-
JEHY HAyKOBY MpOOJIeMy, OTHOMY 3 €JIEMEHTIB sikoi, LCC nepeibayae 3acTOCYBaHHs JBOX IIPOLECIB:
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3amu@poOBYBaHHS Ta pO3MU(POBYBaHHS AaHUX i3
BUKOPUCTaHHAM cekpeTHoro kitova. ludpysan-
HS MOXe OyTH 3aCTOCOBaHE /i 30epiraHHs mapo-
JiB, ane NpH IIbOMY MOXYTh BHHUKHYTH MEBHI
TPYAHOIII ¥ 3a/1a4i:

opraHi3allisi KepyBaHHS KIIOUaMH;
3a0e3nevYeHHs] HaaiiHOro 30epiraHds ceKper-
HOTO KJII0Ya;

BH3HAYEHHS OOMEXEHHSI JOCTYITy KIIIEHTChH-
KOTO JIONATKy O CEKPEeTHOro Kirouda Ais mudpy-
BaHHS IapoJIsl IIepest Horo BiAPaBKOIO Ha CepBep;
opranizaiist 6e3neyHoi nepegadi KIoyiB.

Taonuysa 1
Xem-¢pynkuii, roctynui B .NET Core
Po3mip xemy
AJiroputm (6aiir) Onuc
He pexomeHnyeThes
MD5 JUTS HOBHX TIPOEKTIB,
(Message Digest 16 OCKIJIbKH HECTIAKUI
Algorithm) JI0 KOJI3iH, aje
MIBUAKHH Y poOOTI
SHA1 Buxopucranss
(Secure Hashing 20 pﬁ;g;ii‘;?:;;
Algorithm) 32011 p.
SHA256 AnropuT™H 13 ciM'T
SHA384 32 "be3neunwuii anro-
SHAG12 48 PUTM XEIIyBaHHI
(Secure Hashing 64 JIPYTOTO TIOKOIHHA
Algorithm) i3 pi3HEMU po3Mipa-
MU XelI-3HauYeHb

BincyTHicTs HEOOXiTHOCTI BUKOPUCTOBYBATH BiJI-
KPUTHI TApOJIb Ta CKIAHICTD YIPABITiHHS KIFOYaMU
mudpyBaHHS CTaBUTH IIiJ] CYMHIiB ONTHMAJIBHICTb
3aCTOCYBaHHS MHU(PYBaHHS JJIsl OpraHizallii oesme-
YHOTO 30epiraHHs MapoJiB Ta MOXE MOPOJUTH 3a-
rpo3u iHpopmauiiiiii Oe3neni. Y BUMagKy KOMIIPO-
MeTallii CeKpPeTHOro Kioya Ta TaOnuili mapodis,
3J0BMHCHHK MOJKE OTPHMAaTH MOBHHU JOCTYI IO
Bcie€l iHpopmarrii.

2.2. XELITYBAHHSI ITAPOJIIB

Kpunrorpadiuna xem-pynkuis H € onHoGiuHUM
MEPETBOPEHHAM OiTOBOrO psika M moBiNbHOI J0B-
XKHUHU Ha OITOBUH psAAOK (OJ0K) iKCOBAHOI TOBKH-
uu h [1]. Bona mae taki BractuBocri [2]:

1) Xem-Ko/| MOBUHEH JIETKO OOYMCITIOBATUCS IS
JIOBUILHOT'O BXIIHOTO ITOBITOMJICHHSI;

2) pe3ysbTatr poOOTH Xenl-(pyHKIIIi Ma€e 3aexaTH
BiJl yCiX JIBIMKOBUX CHMBOJIB BHXIJHOI'O IOBIJIOM-
JICHHS, @ TaKOX BiJ IXHBOTO B3a€EMHOTO PO3TAIIy-
BaHHs (He3HAaYHA 3MiHa BXIJHOTO MOBIIOMJICHHS Ma€e
MPU3BOAUTH A0 TOTAIBHOI 3MIiHM 3HAYEHHS Xell-
GyHKINT — Tak 3BaHMi "MaBUHHMK edekT"). 3HaYeH-
HS XeI-KOJy He TIOBUHHO JaBaTd BUTOKY iH(opma-
1Iii HaBIThH PO OKpeMi OiTH apTyMEHTY;
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3) xenr-GyHKIlisT Mae OyTH CTIHKOIO O BiJHOB-
JIeHHS TIpoo0Opa3y (0OIHOCTOPOHHICT) — BiJICYTHICTb
MPaKTUYHOI MOYIIMBOCTI 3a NMPUUHATHUHA 4Yac Bil-
TBOPUTH TOBioMJIeHHs M 3a ioro xem-komom h
tak, mo6 H(M) = h;

4) xem-(hyHKIlisT Mae OyTH CTIHKOIO O BHUHHUK-
HEHHS KOJII31H:
cmitkicms 00 KO3l nepuio2o pody: Nis 3a-
JaHOTO MOBigOoMiIeHHS M Mae OyTH HEMOXXJIHMBO 3a
JIOTIOMOT'OK0 OOYMCIICHb 3a MPUHHATHUN Yac Timi-
Opatm iHme moBigomieHHs N, mIa  sgxoro
H(N) = H(M);
cmitikicms 00 Koai3iti Opy2oeo pody: Mae OyTH
HEMOXKIIUBO 3a JIOIMIOMOIOI0 OOYHCIEeHb MiaiOpaTH
napy nosigomiens (M, N) i M # N takux, mo MaroTh
omuaxosuii xem H(M) = H(N).

Ha mnardopmi Microsoft .NET Core € mocryrm-
HUMU JJIs BUKOpUCTaHHs [3] peamizamii JEKiTbKOX
anroputMiB xemryBanHs (Tabia. 1). O6upatoun anro-
PUTM XellyBaHHS, OTPIOHO BpaXxOBYBaTH JBa BaXK-
JTUBHUX (QaKTOPH:

1) cTifiKicTh 10 KOJIi3iii;

2) CTIi#iKiCTh 10 3HAXO/HKEHHS IIPO0Opasy.

BuxopucrtanHsa xem-(QyHKIH € TOMUPEHAM IS
MIATPUMKH IUTICHOCT] JJaHWX, MPOTE IXHE 3aCTOCY-
BaHHA AJIs1 30epiraHHs NapojiB MOXE MOPOKYBaTH
NeBHi 3arpo3u iHdopmariiHiil Oe3mnerri.

Ockinbku xenr-QOyHKINS IS OJTHAKOBUX BXI1THHUX
JaHMUX MOBEPTAE IAEHTHYHUNA XeII-KOJ, TO 3JI0BMHC-
HUK MOXX€ BUKOPHCTAaTH CJIOBHUK HaHOIbII Y)KHBa-
HIIIUX MMapOJIiB JUIsi aTaku ab0 IreHepyBaTH iX Mpo-
rpamuo. Ilpu oMy I KOXKHOTO HMOBIpHOTO Ia-
POJIS TIOCTIIOBHO OOYMCITIOETHCS XEII-KOJ[ 1 TOpiB-
HIOETHCS 3 aTAKOBAHUM X€ILI-KOJIOM.

Takuil miaxing BUMAarae 3HAYHUX OOYHCIIOBAJIb-
HUX pecypciB, TOMY iHIIMA TUI aTakyd mependavae
BUKOPHUCTaHHsI BEJTMUYE3HNX MACUBIB Harepe] 00uu-
CIICHUX XeII-KOMIB (TaK 3BaHUX PAUOYINCHUX MAD-
Juys) Ul pI3HOMaHITHUX TapodiB. [lomryk apryme-
HTY JUIsl Xem-(QyHKIlii B IIbOMY BHITQJIKy MOXeE Bij-
OyBaTuCs HaJ[3BUYAHO MIBHIKO [4].

2.3. JTOJABAHHS "COJII"

ATaky Ha Xelll MOXKJIMBI JIMIIE TOMY, 1[0 00YHC-
JICHHS XeUI-KOJiB 3[iHCHIOETbCA KOXKHOTO pasy ine-
HTUYHUM CIOCOOOM. SIKINO /ISl KOXHOTO IapoJis
crnoci® oOuYHUCIeHHsT Xely MOJU(IKyBaTH BUIIAKO-
BAM YHHOM, TO MOXXHa YHUKHYTH BpPa3IHBOCTI JIO
aTaK i3 BHUKOPUCTAHHSIM palIyXHHUX TaOmuupb. Y
LIBOMY BHIIQJKY AOLIIBHO AOAABATH 10 MApoJis AO-
JaTKOBY €HTPOIII0 Y BUIJISIII KpUITOrpadidHo CTid-
KOi ITOCJIIZIOBHOCT] BHITaIKOBUX 3HAUYCHb, SIKYy Ha3H-
BaroTh ciito [5].

Cinp momaeThesl 0 TApoOJIs Tepen OOYHCIICHHIM
xemr-koxy. ToMy HaBiTh SIKIIO JBOE Pi3HUX KOPHUCTY-
BauiB BUKOPHCTAIOTh OJHAKOBHUH MapoOJib, XEHI-KOAU Y
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HUX OyAyTh Pi3Hi. Y BUNAAKY, KOJNHU Cilb JJIs1 KOYKHOTO
MIapoJIsl TEHEPYETHCS OKPEMO 1 HIKOJIM HE BUKOPUCTO-
BYETBCSI TIOBTOPHO, 3JIOBMHCHHK HE 3MOXE Hamepern
OOYHCTIUTH paiiTy>XHi TAOJHIIl Ta CKOPUCTATHCS HIMHU
11t atakd. OCKUTBKH CLTb TOTPIOHO BUKOPHCTOBYBATH
NpU OOYKCIICHH] XEelly JUIsl BBEAECHOTO Maposisi KOpHc-
TyBaua, TO ii 30epiraioTh, K MpaBWiIo, Y 0a3i JaHUX
HOPSIT 3 XEII-KOJIOM, a00 SIK YaCTHHY XEII-KOY.

2.4. CTAHIAPT PBKDF2

BukopucTanHsi coni mpu OOYUCICHHI XEUI-KOAY
HapoJIs T03BOJISE€ YHUKHYTH BPa3IHBOCTI 3 BUKOPH-
CTaHHAM PalIyKHUX TaONwIb. Alle 3arpo3a mpsMo-
ro mepedopy 3aIHIIAEThCS, 0OCOOIUBO BPaXOBYIOUU
Te, M0 OOYMCITIOBAIbHA MOTYKHICTh LIEHTPAIBHUX 1
rpadiyHUX TPOIECOPIB MOCTIMHO 3pocTae. Tomy
BUHHMKAE MOTpeda MaTH MOXKIHUBICTh 3MIHIOBATH
CKJIQJIHICTh OOYHCIICHHS XeII-KOIy, a OTXKe ¥ obcsr
Oo04YHCIIEHb Ta Yac Tak, W00 3HAYHO YCKIJIAJHUTH
3MIACHEHHS aTaKu, ajie He CIPUYUHATH JUcKoMbop-
Ty KiHIEBOMY KOpPHCTyBauy 4depe3 3aTpUMKy Iepe-
BIPKH JIOCTOBIPHOCTI MapoJIsl.

Take yckiaagHeHHS OOYUCICHB IOCATAETHCS BHU-
KOPHCTaHHSM CIICHiaTbHAX TOBUTHPHUX alTOPUTMIB
oOumcneHHs xemr-koxy, Hampukian, PBKDF2
(Password-Based Key Derivation Function) [6].
PBKDF2 renepye moxigHui Kirod, 0a3yrouuch Ha
OCHOBHOMY KIJIIOYi Ta JIOJATKOBUX Tapamerpax. Y
pOJTi TOJIOBHOTO KJIIOYa BHUCTYIIAE MApPOJIb, a J0JAT-
KOBHMH TapaMeTpaMH € CiJib Ta KiJIbKICTh iTeparii
O0YHCIIEHHS XeIl-Koay (YHKIIE, IO JIEKUTh B
OCHOBI AITOPHUTMY:

DK = PBKDF2 (P, S, c, dkLen),
ne P — mapoisb, S — "cinp", C — KUIBKICTH iTepalliii,
dkLen — gosxuna noxigHoro kimoua, DK — moxin-
HUU KITIOY.

Jis mocmipkeHHs 3aeKHOCTI Yacy, HeoOXiqHO-
'O ISl OOYMCIICHHST XEUI-KOIy MapoJisi, BiJl KITBKOCTI
iTepalliifi POBEJCHO Cepil0 OOYMCIIOBATBHUX EKC-
MEPUMEHTIB.

Jns 1poro CTBOPEHO KOHCOJBHUM JONATOK Ha
wiatdopmi Microsoft .NET Core 3.1, y sikomy ams
KOJKHOTO 0230BOTO allTOPUTMY XCIITyBaHHS Ta KOXHOT
KUIBKOCTI iTepariii mpoBofuiaocss 10 MOCHIiZOBHUX
O0YHCTICHD 31 3HAXOIDKEHHS Xell-Koxy mapois. [Ipu
poMy (piKCyBaBCs yac y MiTiCEKyHIax, HEOOXiTHHUN
JUIs BUKOHAHHS oOumcneHb. g ¢ikcyBaHHS dYacy
00YHCIIeHh BUKOpHCTOBYBanmcs QyHkuii  Start(),
Stop() i mmacruBicte ElapsedMilliseconds «macy
Stopwatch i3 poctopy imen System.Diagnostics. STk
pe3ylbTaT o0Hpai cepeqHe apuMEeTHIHE OTpHUMA-
HHUX 3HaueHb 3aTpavyeHoro dacy. ExcnepumMeHTH mo-
BTOPIOBAJIM Uil KinbkocTi itepariii Big 10000 mo
1280000, ne xo)KHe HACTYIHE 3HAYCHHS 0OMpanocs
BIIBiYi OLJIBIIIE 32 TIOTICPETHE.
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Hns reHepamii comi BHUKOPHCTOBYBAaBCSI KJjlac
RNGCryptoServiceProvider i3 mpocropy imeH
System.Security.Cryptography. losxuna com cra-
HOBWIIA 32 OalTH.

O6uncnenHs xem-koay 3a anropurMoM PBKDF2
BUKOHYBasiocs 3a jpomomororo ¢yukimii GetBytes()

kaacy  Rfc2898DeriveBytes  mpocrtopy — iMeH
System.Security.Cryptography.
Hns  6azoBux amroputMmiB  SHA1, SHA256,

SHA384 ta SHAS12 Gymu obpani eeKTHBHI TOBXKH-
HU 3reHepoBaHoro xem-komy 20, 32, 48 ta 64 Gaiitu
BiMOBiAHO (TabMI. 2).

Taonuysn 2
Pe3yabTaTi 004HCII0BAJILHUX €KCIIEPUMEHTIB
ba3oBa JoB:xuna s Cepenue
. KinbkicTs 3HAYEHHSA
dbynkuia | xem-koay | . .
. iTepaniii | BUTpadeHoro
XellyBaHHS (0aiiT)
yacy (Mc)
1,00E+04 (22,20
2,00E+04 (25,40
4,00E+04 |38,40
SHA1 20 8,00E+04 77,50
1,60E+05 (132,00
3,20E+05 |244,70
6,40E+05 (473,40
1,28E+06 (793,80
1,00E+04 (27,10
2,00E+04 |27,80
4,00E+04 160,40
8,00E+04 (144,50
SHA256 32 1,60E+05 |246,10
3,20E+05 (504,90
6,40E+05 (854,30
1,28E+06 (1262,80
1,00E+04 |35,50
2,00E+04 (42,00
4,00E+04 (76,90
8,00E+04 [155,20
SHA384 48
1,60E+05 |276,60
3,20E+05 [544,10
6,40E+05 (933,50
1,28E+06 (1497,30
1,00E+04 |28,70
2,00E+04 (29,90
4,00E+04 180,90
8,00E+04 [157,70
SHA512 64
1,60E+05 |289,70
3,20E+05 [556,50
6,40E+05 (887,70
1,28E+06 (1480,70
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JI1st KOYKHOTO 13 3a3HAYCHUX aJTOPHUTMIB 3a JI0-
TIOMOT'OI0 KOMITIOTEPHOTO MOJICITIOBAHHS BH3HAUYCHO
YHCJIOBI XapaKTEPUCTHKH 4acy poOOTH alropuTMy,
3aJIe)KHO BiJl YCTaHOBJIEHO! KITBKOCTI iTepariii 00-
YHUCJICHHS XCII-KOY.

OOwuparoun KUIBKICTh iTeparfiii Iy OO0YHMCICHHS
xemr-koxy mapoirs 3a anroputvom PBKDF2, notpi6-
HO BPaxoBYBaTH, IIO MpHU aBTEHTUiKalii KOPHUCTY-
BaviB Oyzie 3pOCTaTH 4ac BIATYKY cepBepa, IO MOXe
CIPUYMHUTH HETaTHBHE BPAXCHHS Ha KOPHCTyBaua.
Chpasni, Uil KOKHOTO BUTAAKY aBTeHTH(iKamii mo-
TpiOHO Oyae OOYMCITIOBATH XeII-KOZ JJIsi BBEACHOTO
napoJisl i MOPIBHIOBATH HOTO 3 XEII-KOJOM, 10 30epi-
raetbess y 0a3i ganmx. Tomy mns iHpopMamidHIX
CHCTEM 13 BEIMKOI0 IHTEHCHUBHICTIO B3aEMOMIN 13
KOpHUCTYBauaMH MOTPIOHO AOTpUMYBaTHCS OanaHcy
MIX HaJIAHICTIO 30epiraHHs MapoiB i MPOIYKTHUBHI-
CTIO BCI€T CUCTeMU (PUCYHOK).

3aJieskHiCTh Yacy 004McIeHHS Xell-Koay
B/l KisIbKOCTI iTepanii
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KinbKicTb iTepauii

——SHA1 —— SHA256 SHA384 —<—SHA512

PucyHok. Mpadik 3anexHocTi yacy, HeobxiaHoro
ONs 3HaXOMKeHHs xel-kogy 3a anroputmom PBKDF2,
Bif, KiNbKOCTI iTepauin

3. PEKOMEHJIALIT 111010 BUBOPY
CIMIOCORBIB 3EEPITAHHSI TAPO.TIB

Ha ocHOBi HaBejeHHX y MoONepegHHOMY PO3Iiii
CTaTTi pe3yNbTaTiB, MOXKIHMBO 3alpPOINOHYBaTH TaKi
peKoMeHaIii om0 BUOOPY crocoly Oe3rnmeyHoro
30epiraHHs MapoiiB:

1. lIudpyBaHHs napoiB CiJ BAKOPHCTOBYBATH
nuie B iHpopMaifHUX cucTeMax, AJsl SIKUX KPUTHU-
YHO BAXXJIMBUM € 3a0e3I1eYeHHs] MOKIIMBOCTI BiJHO-
BJICHHSI OPHUTIHAJIBHOTO MapOJIs.

2. BukopucranHs “KiIacMyHOi” Xem-(QyHKOii €
JOIUTPHAM B YCIIQJAKOBAaHUX iH(OpMAIiHHUX cHcTe-
Max Juisd 3a0€e3MeUeHHs] CyMiCHOCTI, abo y cucTemax,
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e KPUTUYHOIO € MIBUAKICTH oOumcieHs. [Ipuaomy
PEKOMEHAYEThCA 3acTocoByBaTH anroputmMu SHA256,
SHA384, SHA512.

3. Po3mip comi ans XxemryBaHHsS Mae OyTH He
MeHIe e()EeKTUBHOI JOBKMHM 3I€HEPOBAHOIO Xell-
KOAY, AJIsl KOOKHOTO BUMAJKy BOHA Ma€ TeHepyBaTH-
Csl OKpEMO y BHIJISII KpUNTorpadivHo CTIHKOI moc-
JIIOBHOCT] BHITAJKOBUX 3HAYEHB, OJHA i Ta X CLIb
HIKOJIN HE TIOBUHHA BUKOPHCTOBYBATHCS IIOBTOPHO.

4. Jlnst HaWOIBII KPUTHYHUX IO CTIMKOCTI Bif
30BHINIHIX aTaK AOMATKIB MOIIBHO OOWMpaTH ajro-
putm PBKDF2 xemryBaHHs maponiB, SIK JOCUTH THY-
YKWH y HaJaTyBaHHSAX 1 TOPIBHSHO CTIAKAW 10
pi3HOTO pony aTak Ha XeI-KoJ, y LOMY pasi Killb-
KIiCTPh iTepamiii Mae 3a0e3rmedyBaTi TOCTATHIO 00YH-
CIIIOBaJIbHY CKJIQJHICTh AJIsl YHUKHEHHS aTakd Ipsi-
MHM TIepeOdopoM, ajie pa3oM i3 TUM He TepeBaHTa-
’)KyBaTH BJIIACHUH CEpBEp.

4. BUCHOBKUA

TakuMm 9HHOM y pe3yNbTaTi JOCTIHKEHHS TIPOBe-
JICHO TIOPIBHSUIBHUI aHaji3 BiJIOMHX CIOCOOIB 0e3-
[EYHOTO 30epiraHHs IMapojiB, YCTaHOBICHO IXHIi
MepeBaru i HelIOJiKY, eKCIIEPUMEHTANBHO BU3HAYE-
HO YacoBi IOKAa3HUKH 3aCTOCYBaHHS alTOPUTMY
cragnapry PBKDF2, okpecneno nmomineHi ramysi
3aCTOCYBaHHS KOXHOTO CIOCO0Y.

Ile mamo 3Mory 3ampornoHyBaTH PEKOMEHAALI,
SIKI MOKJIMBO BUKOPUCTOBYBATH JJisi BHOOPY CIIOCO-
Oy 30epiraHHs MapoiiB, 3aJEXKHO Bix TUMY iH(DOpP-
MAIiiHOI CHUCTEMH Ta BAXXJIMBOCTI JaHMX, [0 B Hii
30epiraroThes.

OtpumaHi 3a pe3ylbTaraMl OOYMCIIIOBATBHOTO
EKCIIEPUMEHTY JaHi MOXYTh OyTH BUKOPHCTaHI JJIs
BUOOPY crioco0y Oe3meyHoro 30epiranHs mapotiB.

[Momanburi moCHmipKeHHST TOUITBHO TMPOBOIUTH Y
HaTpsSIMKY CTBOPEHHsI MOJIEJIEH OLliHIOBaHHS e(ek-
THUBHOCTI CITOCOOIB 30epiraHHs mapoiiB B iHpOpMa-
IAHUX CUCTEMAX.
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Recommendations for choosing a method
of safe storage of passwords

Using passwords remains the most common way to authenticate users for various types of information systems. This
poses the challenge of securing the storage of user authentication information and protecting it from unauthorized
access. In practice, various algorithms for secure password storage have become widespread. Mutually contradictory
requirements for such algorithms for secure password storage, which on the one hand must be complex enough to coun-
ter various attacks, and on the other — simple to ensure the speed of the information system — determine the relevance of
the study. There is a significant threat of direct search, especially given the fact that the computing power of CPUs and
GPUs is constantly growing. Therefore, there is a need to be able to change the complexity of the hash code calcula-
tion, and therefore the amount of computation and time so as to significantly complicate the attack, but not cause dis-
comfort to the end user due to the delay in password verification. Among the known methods of secure password stor-
age are password encryption, the use of the hash function in the classical version, as well as the addition of salt and the
use of iterations to calculate the hash code. The comparative analysis of the given methods is carried out in the work,
their advantages and disadvantages are established, expedient areas of application of each method are outlined, the
corresponding recommendations are developed. For the computational experiment, the tools of the Microsoft .NET
Core 3.1 platform were used, which made it possible to set the time indicators of the hash code generation algorithm
depending on the set parameters of the algorithm. The data obtained from the experiment can be used to select a
method of securely storing passwords.

Keywords: information protection; user authentication; encryption; hash code calculation algorithms; computational
experiment.
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