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BUKOPUCTAHHA CUMETPUYHUX
AJITOPUTMIB LULNOPYBAHHSA ANA NEPEAAMI
CUIrHANIB Y NMPUCTPOSAX BE3APOTOBOIO
BBEAEHHA AAHUX

Huni icnye 6e3niu 06uucnioganvHux cucmem, AKi npusHaueHi ONid NOKPAWjeHHs, NOJeulenHs Ma 800CKOHANEHHS
orcummst oounu. OCKinbKu 3 '6151€mvcsi 6ce Oibule 00CHIOHUKIS, SKI 3ayiKaesienHi y cepi obpobaenns ingopmayii,
PO36UMOK 0OYUCTIOBATLHUX CUCTEM WOPOKY HAbUpac 06epmis. 3 po36umkom iHhopMayiinux cucmem, He MeHuL WeuUo-
KUMU MEMNAMU PO3BUSAIOMbCSL I MOJNCIUBL 3A2PO3U, MAKI K NOPYUWEHHS KOHQPIOeHYIlIHOCMI, YiliCHOCMI ma 00CMYNHO-
cmi ingopmayii, wo 0bpobsemscs. 3 Memoio 3anobicanHs MONCIUGUM 6MPAMAM HOGIMHI CUCMEMU 3aXucmy iHpop-
Mayii nocmiino oHogniomy i 800ckonantoioms. OCKIIbKU HEMONCIUBO CMEOPUMU ADCONIOMHO 3AXUUWIEHY CUCTEMY,
3a624c0U € IMOGIPHICMb GUKPAOEHHS OAHUX, MOMY NpOoOIeMAa 3aXucmy iHGOPpMAYIIHUX | MeNeKOMYHIKAYIUHUX cucmem
Habupae ece OinbwOL akmyanvHocmi. Bpaxosyouu me, wjo JcoOHUL 3aXUCM He Modice OYMU OOCKOHAMUM, PO3pPOOIeHO
CnociO 3HAYHO20 3MEHUEeHHs NOPYUeHH s KOH@IOenyiunocmi oanux. Ha cbo2o00Hi kpunmocucmemu natibinvue suKopu-
CMoBYIOmMbCs 01 3AXUCMY THPOPMAYIUHO-MELEKOMYHIKAYIUHUX CUCeM MA THWUX MeXHOA02IU, 30Kpema i OJisd 3aXucmy
Haosadcueol ingpopmayii deporcasu, nionpueMcmed, ocoou abo HWUX KPUMUYHO 8AJCIUGUX OAHUX, 30KpeMd KOpno-
PAMUBHUX MAEMHUYD, PO3GI0YEATILHUX OAHUX YU KOMEPYIUHUX MAEMHUYD.

Ilpezenmosano cnocobu 8UKOPUCMAHHA CUMEMPUYHUX ANCOPUMMIE Ol NepedasanHs CUSHANIB Y NPUCMPOSX Ouc-
manyitinozo esedennsi danux. Ilodano ingopmayito npo icuyroui areopummu wWu@pysants Ui GUKOPUCTIAHHS Xeul-
@yuryiu. I[Iposedeno pomexcysants Misc 0OHOKIIOUOBUM I OBOKIIOUOBUM Memooamu wudpysanns ingopmayii. /e-
manvho pozensanymo aneopumm AES tioeo ¢ynxyii, poboma paynois, cxemu wugpysanns oanux. Onuc KoNCHo20 anzo-
PUMMY CYRPOBOONCYEMBCA NPUKIAOOM, 8 AKOMY HOACHIOIOMbCA 0cobaugocmi 1020 euxopucmauua. Ilpedcmasneno
MAMeMamuyry mMooeib i NPukiad pobomu OI0HHO20 ancopummy wiugpysanis. Bucsimieno npunyunu pobomu 6es-
opomosux npucmpois. Pozenanymo epaziueocmi, nos sa3awni 3 6€30pomosumu npuiIadamu ma 3anponoHO8aAHO PillieHHs
000 IXHLO20 3aXUCMY.

Knrouosi cnosa: kpunmoepadghis, wiugpysanns, cumempuine wu@pyeanus, 610Koee wugpysanus, wuppysanus cu-
2Halie, npucmpoi 6e30pomo6oco 86e0eH s OAHUX.

1. BCTYII

Huni icaye 6e3miy 00UHCIIOBaIBHAX CUCTEM, SIKi
MPU3HAYEH] JIJISl TIOKPAIIeHHS, MOJIETIIIEHHS Ta BJIO-
CKOHAJICHHS KUTTA JTIOAuHU. OCKUIBKU 3’ SIBIISETHCS
Bce OlIbllle JOCIIAHUKIB, SIKi 3amikaBieHHI y cdepi
00poOJieHHs1 iHGOpMaIlil, PO3BUTOK OOYHCITIOBAIb-
HUX CHCTEM IIOPOKY HaOupae o0epTiB. 3 PO3BUTKOM
iHpOpMAaIIHHUX CUCTEM, HE MEHII IIBUJIKHMH TEM-
TIaMH PO3BHBAIOTHCS 1 MOXKIIMBI 3arpo3W, Taki SK
MopyIIeHHs] KOH(MIOEHUIHHOCTI, LiNICHOCTI Ta J0C-
TymHOCTI iHpOpMaIii, mo o0poOIIEThCI. 3 METOIO

3aro0iraHHsl MOXKJIMBHM BTpaTaM HOBITHI CHUCTEMH
3axucTy iHpopMalii HOCTIHHO OHOBIIOIOTH 1 BIOC-
KOHAJTOI0Th. OCKUIBKA HEMOKIJIMBO CTBOPHUTH a0CO-
JIOTHO 3aXHIICHY CHCTEMY, 3aBXIH € IMOBIPHICTb
BHUKpAJICHHS aHUX, TOMY IpobiieMa 3axucty iH¢o-
pMaIiiHUX 1 TEJIEKOMYHIKAIiHHUX CUCTEM Habupae
Bce Oinpmoi akTyasbHOCTi. BpaxoByrounm Tte, 1m1o
XKOJHMU 3aXUCT HE MOXKE OYTH JOCKOHAINM, PO3pO-
0JICHO cmoci0 3HAYHOTO 3MEHIICHHS IOPYIICHHS
KOH(]1ICHITIIHOCTI JaHUX.
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MoxmBIME crioco0amMu 3axXUCTy iH(opmarii €
creranorpadis ta xpunrorpadis. OcHOBHa IIiUTH
creranorpadii — NnpuxoByBaHHs (aKTy eperaBaHHs
4yn 30epiranss iHpopmanii, a kpunrorpadii — npu-
XOBYBaHHS BMICTY mnepenaHoi indopmarii. Bukopu-
CTOBYIOUHM Cy4acHi KpunrTorpadideHi anropuTMu
umdpyBanas iHdopMaiii, MOXIMBO 30epertH ii
KOH(DIICHITIIHICTh HaBITh 32 YMOBH HECAHKIIIOHO-
BaHOTO JOCTYILY 1O Hel.

Ha croromni kpunrocucteMy HaitOiIbIIe BUKOPHC-
TOBYIOTb Ul 3aXUCTy iH(OpPMAIIHHO-TEIEKOMY-
HIKAI[IfHAX CHCTEM Ta 1HIIMX TEXHOJOTIH, 30KpeMa i
JUTSL 3aXUCTy HaJBXKIIMBOI iH(OpMAIi AepXKaBH, Mif-
MPUEMCTBA, 0COOM a00 THINMX KPUTUYHO BaXKIMBHX
JIaHHUX, 30KpeMa KOPIOPATHBHHUX Ta€MHHIIb, PO3Bily-
BJIbHHX JTAHUX YM KOMEPLIHHIX TAEMHUIIB.

2. IOCTAHOBKA INPOBJEMUA

Sx BiIOMO HaMIHHICTH KPUIITOCHCTEM 3aJIS)KHUTh
BiJ BUKOHAHHS TAKUX BHMOT: 30epiraHHs KJIIOYiB Yy
Ta€MHMWII, TeHepallii TCeBIOBUIMAAKOBUX YHCEI,
aJITOPUTM MPOBeaeHHS mmppyBanHs Toio [1-5].

VY posButok kpunrorpadii 3HaYHUI BHECOK 3pO-
Ownn B cBOIX mpansix Taki aBropu: Kysueros O. O.,
T'opbenxo 1. J1., KaBansuyk JI. B., Dan Boneh, Victor
Shoup, Mohamed Barakat, Christian Eder, Timo
Hanke, Steven D Galbraith, William Stallings [1-4].
AKTHBHO OITUCYBaJM CHMETPUYHE INU(PPYBaHHSI Y
cBoix HaykoBux mpausx Joseph Sterling Grah, Nigel
Smart, Christof Paar, Jan Pelzl [7, 9, 11].

IMutanHs 3acTocyBaHHS Ta (QYHKIIOHYBaHHS
mmdpy AES cBoro vacy posrisganud B CBOiX pobo-
tax Joan Daemen, Vincent Rijmen [12, 13]. Pe3yinsb-
TaTH JOCITIKeHb OJOYHUX alrOpUTMIB HIH(pyBaH-
Hi BuUKIageHo y mpansgx A. B. Slkosniesa,
A. A. Be3borosa, B.B. Pogina, B.H. IllamkiHa,
Roberto Avanzi, Bruce Schneier, Lars R, Knudsen
Matthew, J.B. Robshaw [16, 18, 19, 20].

OcranHi mofii y CBiTi MATBEPAMIA OCOOIHMBY Ba-
XKITUBICTh TIPOTH/IIT TIOPYITHAKAM 1 cripo0aM BeJeHHS
iHpopMaiiHOT 60pOTHOM 3 METOI0 HAHECEHHSI BTPAT.
JlocTaTHRO JEeTAIFHUN aHaNi3 TAKOX MiJTBEPIHB, IO
Mopsijl 3 IHIIUMKM METOJaMH 1 MEXaHi3MaMH 3aXUCTY
iHQopMarlii BOKIMBIMU € Taki, MO 0a3yloThcs Ha
KpurnTorpadidyHux nepeTBopeHHsx iHgopmanii. ii-
CHO, TIpU MpPaBHWIHLHOMY BHOOpI Ta 3acTOCYBaHHI,
BIJIMIOBIZIHO 10 BHUMOI' KpUOTOIpadiuHUX IEePETBO-
PEHB, IOCATAETHCS BUCOKUI piBeHb OE3MEeKH, a TAKOXK
KOH(IISHIIIHICTh, MUTiCHICTB, 3axucT Big HCJI, moc-
TYITHICTh, HECIIPOCTOBHICTH TOIIIO.

VY Bunanky kpunrorpadiqyHOro 3axucty iHdop-
Malii BUCYBAlOThCS Ta IOBHHHI OyTH 3a0e3meueHi
KpunrorpadidHa CTiHKICTh, LITICHICTb, MIBUAKOMISA
KpunTorpadiyHUX MEPEeTBOPSHb 1 BUMOTH, IO BH-
CYBAIOThCS JOAATKAMU.
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3po3ymino, mo Kpunrorpadidaa cTilKicTh € 0e3-
YMOBHOIO BUMOTOI0, aJie TIOPS/I 13 HE MIBUIKOIS
BXE € TaKkoX Oe3yMOBHOIO BHUMOIOI0 — IOTPiOHO
3aXMIATH KaHAJIX 31 MIBUIKICTIO BiJl COTEHb METadIT
JI0 AECATKIB TiradiT 3a CeKyHAy, BUKOHYIOUH OIepa-
mii B peanbHOMY Yaci. YKa3aHa BUMOTa MOXKe OyTH
BUKOHAaHA Yy pa3i 3acTOCYBaHHS KpHUNTOTpadidHUX
MIEPETBOPEHD TUITY OJIOKOBHIA CUMETPUYHUN I DP.

Tomy mpobnema 3axucTy iHpopMarii mix gac me-
penaBaHHS CHTHAIIB y MPHCTPOSIX OE3APOTOBOTO
BBeaeHHs nanux (IIBB/I) € mag3zBuuaiiHo akTyalb-
Horo. Came BHCBITIICHHIO Ta BHPIMICHHIO IHOTO IH-
TaHHS ¥ MPHUCBSYEHA s poOoTa.

3. BUKJVIAJLl OCHOBHOI'O MATEPIAJTY

Kpunrorpadis — Hayka, 1o po3po0sise MeTonu
BUKOPUCTaHHs CKJIAJHUX MaTeMaTHYHHX II€PETBO-
peHb U IpUBEACHHS iHpOpMAaIIii, SKa IMepelacThCs
Yyepe3 KaHaIW IMOMIUPEHHs, Y Takiii popmi, B sKii 1i
HE 3MOKE OTPHMATH HIiXTO KpiM aBTOPU30BAHUX 1
JI03BOJIEHUX OCi0.

[udpyBaHHsS — KIFOYOBUI 00’ €KT JOCITIHKEHHS
kpunTorpadis, 1€ MpoIiec, Mg 9ac SKOTo 3MIHIOETh-
cs (opma iHpopMmallii, IO MepeaaeTbest Yepes Bif-
KpHTi KaHau nepenadi [1, 2].

AnroputMm mmdpyBaHHS — 1€ HaOip 3BOPOTHHX
MaTeMaTHYHUX IE€PETBOPEHb, L0 HAJAIOTh TEKCTY
mmdpoBanoro BUrISLy [1].

IcHyroTh TpU 6a30Bi BuaM mudpyBanHs qaHux [1]:

* muQpyBaHHs 3 BUKOPUCTAHHIM JBOX KIIIOYiB;

*  mmppyBaHHS 3 BAKOPUCTAHHSIM OJJHOTO KITFOYa;
0e3KIII0Y0Be MUPPYBAHHS TAHUX.

[TpuHIMTIOBa Pi3HUI MiXK OE3KIFOYOBHMU, OJTHO-
KJIIOYOBUMHM Ta JBOKJIIOYOBHMH aJrOPUTMAaMH IOJIS-
rae y npotieci mmgppyBaHHs BXiHOT iHpopMalii.

Be3kio4oBi cucteMu He BAKOPUCTOBYIOTH KITFOUI
y TIpoLeCi KPUMTOrpadiqHOro MmepeTBOpeHHs iHGo-
pmanii. Jlo 6€3KII0Y0BUX KPUITOCHCTEM HalEKaTh
xem-(QyHKIii Ta TeHepaTopH IMCEeBIOBHUIAIKOBUX
gucen [5].

Xem-hyHKIIS — e QyHKIIS Mo 3AiHCHIOE IepeT-
BOPEHHS BXiJHOIO MacCHBY JaHUX JOBLIBHOI BEIUYH-
HU B OITOBHH psoK (iKCOBAHOI JOBXKWHH, T BHUKO-
HYETHCS 3a JIONIOMOTOI0 TICBHOTO JITOPUTMY [6, 7].

Sk npaBuio xem-(pyHKIii BUKOPUCTOBYIOTH [6, 7]:

* Ui TOOYZI0BY YHIKAJILHUX 1IeHTH(IKATOPIB,

® IS OOYKCIICHHS! KOHTPOJILHUX CYM BiJ] JAHUX
JUIsl TIOANbUIOrO BUSIBICHHS B HUX IHOMHJIOK, IIO
BUHUKAIOTH NIPU 30epiraHHi abo nepegaBaHHi 1aHUX;

" IS ONIYKY AyOINiKaTiB B cepisix HAOOPIB JaHUX;

= 1715 TOOYJIOBH acOIiaTUBHUX MAaCHBIB;

= 1 30epeXeHHS NapoyiB y CHCTEMax 3aXHUCTY
y BUTJIANI XeNI-KOXy. BiTHOBIEHHS TaKOro MapoJs
notpedye (yHKIIIO, siKa Oyae 3BOPOTHOIO 10 TO,
10 OyJia BUKOPUCTAHA JJIsT XCITYBAaHHS MapoJIiB.



Information Systems and Technologies Security, No 1/2 (3/4), 2020

OmHOKITIOYOBI CUCTEMH Yy TIporeci Kpunrorpadi-
YHOTO MEPEeTBOPEHHs iH(popMaIlii BUKOPUCTOBYIOTh
KkpunTorpadiyHUA KIF0Y IS mUdpyBaHHS Ta PO3-
mudpyBanHs ganux. Kirod mudpyBaHHS MOXeE
CKJIAJaTHCh 13 YUcell, cJIiB a00 cuMBOIIB. OCKUIBKH
KOXCH, XTO Ma€ JOCTYI J0 KIto4ya, MOXe po3mmd-
pyBaTH iHPOpMALiI0, TO TAKUH KIIIOY Ma€ 3aJIMIIa-
THCS B TAEMHUIII, OYTH BiIOMUM JIHIIIE AJIS BiIITPaB-
HUKa W OTpuMyBada, 100 3a0e3MeyuTH CTIHKICTH
mudpyBaHas [S].

CxeMy BUKOPUCTaHHS OJHOKIIOYOBOI CHCTEMHU
MoKa3aHo Ha puc. 1.

i

u<er1

ecrypted Text

decrypted Text
ser2

Input Text ecrypted Text Key

public channel

secret channel

Puc. 1. OgHokntovoBe LwmndpyBaHHs iHopmaLii

JBokmrouoBe mudpysanus iHdopmarii — crocio
UQppPyBaHHS TaHUX, TPU TKOMY BUKOPUCTOBYIOTHCS
JiBa KIIO4i MA(QPyBaHHS: MyOJTIYHUM 1 PUBATHUH.
l'oj10BHE JOCATHEHHS aCUMETPUYHOTO IU(PYBaHHS
MoJIsATaE y TOMY, IO HEOOXIiTHICTh IepenaBaHHS
KIIOYa dYepe3 CreliaibHUN 3aCeKpEeYCHUH KaHal
Bimmamae [5].

CxeMy BHUKOPHCTaHHsS aCUMETPHUYHOI CHUCTEMHU
MOKa3aHo Ha puc. 2.

i

U:eﬂ

Public
Key

Encryption

\nbut Text

Private

ecrypted Text

Decryption
decrypted Text

ser2

Public ecrypted Text

Key

4

Public
Key

}

public channel

public channel

Puc. 2. AcumeTpuyHe WwWndpyBaHHS iHdopmauii

3arajioM CyThb aCHMETPHUYHHMX AITOPUTMIB MOJIS-
ra€e B TakOoMy [5]: oTpuMyBau reHepye ABa Kol —
nyOmiyauid 1 nmpusatHuid. [licna uporo orpumysau
nepeaae myONiYHUN KIIOY TOMY, XTO HAQJCWIIAE TO-
BiJJOMJICHHSI, @ MPUBAaTHUN 3anumae cobi. Orpuma-
BIIM MYOJTIYHUIA KIIOY, MEPIINA KOPUCTYBad 3alllu-
(dpoBye iHpOpMaIi0, BAKOPUCTABIIHN I€H K04, Ta
HaJICUIIa€ 3alu(ppOBaHHIA TEKCT.

Posmm¢pyBaru 1ie moBiIOMIICHHS 3MOXKE JIHIIE
TOH, XTO Ma€ MPUBATHUH KITFOY. 32 JIOTIOMOTOI0 ITy0-
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JYHOTO KJIf0Ya po3mmu(pyBaTy aHe MOBIIOMICHHS
— HeMOXJuBo. Came ToMy HE TOTPiOHO BUKOPHCTO-
BYBaTH 3aceKpedeHi KaHaJ W 3B 3Ky [UIs Tepena-
BaHHSI KITIOYa.

Sk 3a3Havanocs BUIIE, aJTOPUTMU CUMETPUYHO-
ro mu@pyBaHHs BUKOPUCTOBYIOTH JIAIIE OJUH MpPU-
BaTHUW KIIOY JUIsI WHMQPYBaHHS BXiJHUX JaHHX.
Sxmo anropuT™M mHUQpPyBaHHS IOCTATHHO KPHIITO-
CTIMKWH, TO €NWHUIN CTIOCIO 3ITOBMUCHHUKY PO3MIHN(-
pyBatu iH(hOpPMAIIII0 — OTPUMATH CEKPETHUHN KITFOU.

Kpunrocrifikicts anroput™my mudpyBaHHs BH-
3HAYA€TbCA CKIAAHICTIO PO3MHU(PYBaHHA TEKCTY
METOAOM Tpy0oi cuiu, TOOTO HepeOupaHH;IM YCiX
MOXKJIUBUX KOMOIHAINM KJIIOUiB. AJITOPUTM BBaXka-
€THCSI HECTIHKUM, SIKIIO BAAJOCS TMepedpaTd MoJo-
BHHY YyCiX MOXJHMBHX KoMmOiHamiii wmroua. Kiou
TOBXHUHOIO 128 OiT, Cy4acHI KOMIT IOTEPH 3MOXKYTh
371aMaTH JIMIIE Yepe3 MUTBSIPAH POKiB, Y CBOIO YepTry
KJIFOUl JOBXHHOK 256 OIT BBAXKAIOTHCA OE3IIEYHU-
MU, TEOPETHYHO CIPOMOKHI BCTOSITH MPOTH Tpy0Ooi
aTaku KBaHTOBHMX KoMl 'toTepiB [8—11].

Sk mpaBuIo, IS CUCTEM KpurTorpadigHoro 3a-
XUCTy iHQOpMAIlii, IO MPaKTHIHO BHUKOPHCTOBY-
IOThCS, AOBXKHMHA IOBIJOMIICHHS, IO 3aXHIIA€THCS
3a JIONOMOTOI0 CHMETPHUYHOTO OJIOKOBOTO MHU(pY,
3HAYHO TIEPEBEPIIYE TOBKUHY KIFOUa IH(pyBaHHS.
VY 1upoMy BHIIQJIKYy HE BUKOHYETBHCSI KpUTepii Oe3y-
MOBHOT CTIHKOCTI mu}py, 0 BUKOPHUCTOBYETHCS, 1
B TaKMX YMOBaX JOIiJbHE BBEIEHHS IOJIHOMialb-
HOTO KpUTEPil0, 10 TPHUITYCKAE HASBHICTH OOMe-
KEHb JJIs1 OOYUCIIOBAIBHUX PECYPCiB 3JI0BMUCHHKA
Ta 4yacy, MPOTITrOM SKOTO MH(p 3aUINAETHCS CTil-
kuM. [lonmiHOMiaNbHUI KpHUTEpii TPUBOIAWUTH JI0
MPAKTUYHOTO KPUTEPIIO CTIMKOCTI — HEMOXKIUBOCTI
peamizarii aTaku Ha WUQPpP B yMOBax Cy4dacHOi 00-
YHUCIIOBAJILHOI 0231 MPOTATOM TPUBAJIOTO CTPOKY.

JonatkoBo, 3 Orisiy Ha MOXKIIMBICTH YIOCKOHA-
JIIOBAaHHA KPUNTOAHAJTITHYHUX METOJIB, BBOAUTHCS
KpUTepiii "3amacy CTIMKOCT" 10 aHATITHYHUX aTaK —
CKJIaJIHICTh aTaK¥ Ha BeCh ajTOPUTM Mae OyTH 3Ha-
YHO BHIIOIO CKJIAJHOCTI CHJIOBUX aTaK.

3a3Buyaii el KpUTEpil PO3rIsaae BEPCito cume-
TPUIHOTO OJIOKOBOTO aNTrOpUTMy IMH(PpPYyBaHHSA 3i
3MEHIIECHOI0 KUIBKICTIO LHMKIIB, IO € Ypa3JIMBOIO
npoTH KpurnrorpadivHoro anamizy. Pi3HUIS B Killb-
KOCTI IIMKJIiB BH3HAYa€ 3amac CTIHKOCTI alrOpUTMY
JI0 KOHKPETHOT KPUIITOAHATITHYHOT aTaKu.

st ouiHioBaHHS KpunTorpadiuHoi criiikocTi 3a-
rajbHOT KOHCTPYKUIT MHU(pPY JOIUIFHO BBECTH e
OJIUH KPUTEPI, 10 PO3TIIAIAE MOKIUBICTh BUKIIFO-
YCHHsI SIKUX-HEOyb oreparii abo 3aMiHU X MEHII
CKIaJHUMH ONepaulisMu (HampUKIaA, Ha JIeSKUX
Ha0opax BXiTHUX JaHWX ONepallis JOJaBaHHA 3a
MOZyJIEM 232 Grmu3pka ab0 EeKBiBAJICHTHA omepartii
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JIOIaBaHHS 3a MOAyJeM 2). Y IIbOMY BUIAJIKY IOB-
HOLIMKJIOBUII BapiaHT CIIPOIIEHOTr0 MU(pPy MOBUHEH
3aJIMIIATUCS CTIHKUM JI0 aHATITUYHUX aTaK.

HeoOximHO TakoX BpaxoBYBaTH, IIO OLIBIIICTH
Cy4YacHHUX aHAIITHYHHUX aTaK, HacamIlepe., TAKUX SK
nudepeHLiaIbHUM 1 MTiHIMHUE KpuIIToaHawi3, € cTa-
TACTUYHUMHU. Y TIPOIEC KPHUITOAHATIZY JUIA OJlep-
JKaHHS KITF0Ya BUKOHYETHCS BEJNHMKA KUTBbKICTh TIH]-
pyBaHb 1 Ha TiAcTaBi MHUMPOTEKCTIB (POPMYIOTHCS
BapianTh migkiaodiB. [lix yac oOpoOICHHS TOCHTH
BEJIMKOT BUOIPKH IIUPPOTEKCTIB, chOPMOBaHUX Ha
OZHOMY KIIOYi, TPAaBWIIbHE 3HAYEHHS KIIOYOBHX
0iTiB 3yCTpiYa€eThCS YaCTillle 1HITNX BapiaHTiB.

OdeBuIHO, IO WMOBIPHICTh 3HAXO/KEHHS TIpa-
BWIBHOI mapu (10 TPOIOHYE KOPEKTHE 3HAYCHHS
KITI04a) 3aJeKHUTh BiJl CTATHCTUYHHUX BIACTHBOCTEH
mudpy, i U1t 301TBIIEHAS CKIIQTHOCTI KPUTITOAHAI-
3y BJIACTHBOCTI KPHUIITOTPAMHU ITOBUHHI OyTH ONH3BKI
710 BIIACTHBOCTEH BUITAKOBOI ITOCIHIJOBHOCTI. Tomy
HEOOXiZHOIO (ae He JTOCTAaTHHOK) YMOBOIO CTIMKO-
CTI MHU(PY OO0 aHATITUYHUX aTaK € 3a0e3MeueHHS
TapHUX CTATHCTHYHUX BJIIACTUBOCTEH BHXIIHOI ITOC-
TiAOBHOCTI ((pOTEKCTIB).

Jua 3axucty mmdpy Bix anrebpaidHAX aTtak He-
00XigHO, MO0 He icHyBaso crnoco0y NpaKTHYHOI
MoOyJI0BU CHCTEMH PiBHSIHB, IO 3BSI3YIOTh BiAKpH-
THH TEKCT, KPUIITOTpaMy Ta KiIto4 M pyBaHHs, abo
HE iCHyBaJO Croco0y pO3B'3aHHS TAaKUX CUCTEM Y
MOJIIHOMialTbHUH Yac.

VY nobynoBi 3aco6iB KpUNTOrpadivHOTO 3aXUCTY
HEOOXIIHO BpPaxOBYBaTH MOXKJIUBICTh OpraHizarii
aTaK Ha pealizamilo (3MiHa TeMIIEpaTypHOTO PEXHU-
My EJIEKTPOHHOTO TIPHCTPOIO, BXIiTHOI HAIpPYTH,
MosiBa 10HI3YIOYOTO BUITPOMIHIOBAHHS, BUMIPIOBaH-
HSl CTPYMIB, IO crioxuBaroThes, [IEMIH, yac Buko-
HaHHS TOIIIO).

Taxi araku MOXKYTh OyTH e(EeKTHBHI MPOTH BCiX
KpunTorpadiyHuX alropUTMIB, 1 3aXUCT BiJ TaKHX
aTak BHMAara€ iH)KEHEpHHMX pillleHb YyXe Ha eTari
MPOEKTYBAHHS 3aCO0IB KPHUIITOrpapiqHOTO 3aXHCTY
iHpOpMaIii.

4. PE3YJIBTATHU

Humi € nBa Bunn cumerpuuadoro mmgpysansst [11]:
=  OJOYHMIA;
[IOTOYHUH.

CBoi Ha3BH, Ii BUIU JIICTAJIK Bijl CIIOCOOy 00po-
OJIEHHS BXiJTHOT'O TEKCTY.

bnouni anropurmMu muQpyoOTh TEKCT OJIOKaMHU
no 128 6it, HUIIXOM 3aCTOCYBaHHS aJrOPUTMIB IIU-
(dpyBaHHs, 10 SKHX Y CBOIO Yepry JOJa€ThCs KIHOY
TOBXHUHOIO 128, 192 abo 256 6ir.

Cxemy OsouHOTO mMUQpPy MOKa3aHO HA pHC. 3.
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8-bit plain text
Lifofolfof1]o]1]

| f—r

k. 4
Lof+[+]ofofs]o]o]
8-bit encrypted text

A 4

8-bit cipher key
oftfofefofa]1[1]

-t Block cipher
encryption

Puc. 3. Cxema 6no4Horo wugpy

[orouni mmdpu, y cBol Yepry, MpamwTh i3
KOXXHHUM OiTOM BXIJJHOTO TEKCTY Ta BUIAIOTh IO OITY
BHXITHOTO, MU(POBAHOTO TEKCTY.

Cxemy notouHoro mudpy mokasano Ha puc. 4.

Plain text stream

[1[ofot o 1 o1}

I\,

-

Cipher key stream

[o[1To] o 1 x]r]

)

# W Stream cipher -
encryption

Stream of the encrypted text

Puc. 4. Cxema noToyHoro wudpy

Cxema pobotu AES mokazana Ha puc. 5.

128 bit of the plain text 122 bit of the dencrypted text

w40 - wa3

= Round 10

Round 3

w8 - wil,

‘ Round keys Round 3 J

Round 10 w40 - w43

128 bit of the encrypted text 128 bit of the encrypted text

Puc. 5. Cxema wudpyBaHHs anroputmy AES

BinmoBimHO 10 cXeMH Ha pHUC. 5 mMHU(PPYBaHHS
Ta aemudpyBaHHS TEKCTY BiOYBA€THCS MPOTATOM
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JECATH PayH/IiB, HA KOXKHOMY 3 PayH/IB JOIA€THCS
KITIOY payHIy.

Hexait maemo 128 6iT BXimHOoro Tekcry A Ta
128 6it paynaoBoro kiroua K, mepen mepmmm pay-
HJIOM, CIIOYaTKy BUKOHYETBCSI oreparis
AddRoundKey, e omepariiss XOR BXigHOTO TEKCTY
3 KJIFOYEM, TOOTO:

B =AXORK,

ne B 128  6it
AddRoundKey [12].

Koxnwii payna mmdpyBaHas Ta gemuppyBaHHI
AES cknanaetscst 3 4OTUPHOX MEPETBOPEHb BXiAHOT
Matpuii [12]:

1. Ins payaay mudpyBaHHS BHUKOHYIOTH TaKi
MIePETBOPEHHS:

1) SubBytes — mob6aiiroBa mifcranoBka B S-BOX,
3 (piKCOBaHOIO TAOJHUIICIO 3aMiH.

2) ShiftRows — mo6aiiToBe 3pyIeHHs PSIIKIB Ma-
Tpui State.

3) MixColomns — nepemirryBanHs OalTiB y KO-
JIOHKaX.

4) AddRoundKey — nomaBaHHs KiTfo4a payHIy.

2. Jlns payHny aemudpyBaHHS BUKOHYIOTBCS Ta-
Ki IepeTBOPEHHS:

1) InvShiftRows
ShiftRows.

2) Inv SubBytes — 3BopoTHa omepaiis 10
SubBytes.

3) AddRoundKey — noiaBaHHs KiTfoua payHiy.

4) InvMixColomns — 3BopoTHa ormepariist J0
MixColomns.

OcraHHii payHa mUGpyBaHHS BiPi3HAETHCS BiJl
IHIIMX THM, [OI0 HE aKTHBI3yE MEPETBOPEHHS
MixColomns [13].

Ha puc. 6 mpencraBneHo cxeMy HepeTBOpEHb Y
KOXKHOMY payH/i npyBaHHs Ta Aemu(pyBaHHS.

Bigmosigao mo npuaiuny Kepkroddca, orminto-
BaTH KpunTorpadivyHy CTIHKICTh allTOPATMY TIOTPi0-
HO 3 ypaxyBaHHSM TOTro, IO 3JOBMHCHHUK 3HA€ BCi
MpOIEelypH TEPETBOPEHHSI BXIJHOTO TEKCTY, SKi
BUKOHYIOTBCS JJaHUM JIrOpUTMOM. ToOTO B cekperTi
3aJIMINAETHCS JIMIIE TAKUH MapaMeTp — KIrod -
pyBanns [14, 15].

31 CTOpOHHM 3IOBMHCHHUKA, JOBXHHA KIIOYa BH-
3Ha4a€ NOLIIbHICT, BUKOHAHHS MOBHOTO Iepedopy
BCIX MOYJIMBHX HOro KOMOiHaIiH, OCKUIbKH 1H(OP-
Marliro, 1o 3amudpoBaHa JOBIIMM KJroueM, Haba-
raTo CKJaJIHille 31aMaTy aTakoro rpy0oi cuiu.

Juig mpukiany Bi3bMEMO KU JOBXHHOIO 4 0i-
TH, BUKOPUCTOBYIOUM OCHOBHI 3aKOHM KOMOIHATO-
PUKH, MOXIIUBO OOYMCIIUTH BCi MOXIIMBI BapiaHTH
nepebopy: S =2 * 2 * 2 * 2 = 16. Takum 4yuHOM,
KUTBKICTh MOXXJIMBHX BapiaHTiB mepebopy CTaHo-
BHUTH S = 16.

TEKCTy Ticis  omepamii

— 3BOpPOTHa oOlepamis [0
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128 bit of the text

128 bit of the input text after 1 dencryption round

128 bit of the text
after 1 encryption round

ShitRows

Encryption round
punos uopdAlouag

AddRoundKey
=

128 bit of the text
after 1 encryption round

Puc. 6. Cxema payHgis anroputmy AES

Hexait maemo 10 000 MammwH, K0)KHa TepeBipse
1 000 000 xomOiHamiii KIfoYa mUGpPyBaHHS 3a Ce-
KyHIy, QITOPUTM BBA)XKA€THCA 3JIaMaHUM, SIKIIO BJA-
JI0Ch TIepedpaTy OJIOBHUHY BapiaHTIB, Ha Ii OCHOBI
BHUKOHaHO Tab. 1.

Tabnuya 1
Tadauus nepedopis KJI0OYIB

Key size (bit) Combinations al-[ign?;t?ilﬁglei\g:s
1 2 27 10M-10) zec
2 4 4*10M-10) zec
4 16 1.6 10%-9) sec
8 256 2.56 % 10M-8) zec
16 65 536 6.5536 * 10%(-6) sec
32 4294 957 206 0.4294967296 sec
56 (DES) | 7.20575940 * 10M16 £3.3999930995 days
B4 1.84467441 * 10419 58 4942417355 years
128 (AES) | 3.40282387 * 10438 [ 1.07902831 * 10%21 years
192 (AES) | 627710174 * 10457 | 1.99045590 * 10440 years
256 (AES) | 1.15792089 * 1077 | 3.67174306 * 1059 years

OuiHuBIIM pe3ynbTaTH oO4HMCIeHb 3 Taom. 1,
MOJKHa 3pOOUTH BHCHOBOK, IO KJIIOY JOBKHHOIO
128 6it maniiino mudpye iHpopmariro. Kirou nos-
JKUHO 256 OIT — TEOPETHYHO CTIMKHM 10 JI000BOI
aTaK{ KBaHTOBUX KOMII IOTEPiB.

brnounuM Tunom mmdpyBaHHA € cucrema K-
pYBaHHS, SIKa 3aJIEXKHO BiJ aJITOPUTMY, OOpaHOTO 1I1e
Ha TOYaTKy CBO€i poOOTH, BHKOPHUCTOBYE HOro y
KO)XKHOMY TaKTi CBOET pOOOTH.

Bimomo, mo OnodHuil anroput™M mUQpyBaHHS,
mo cyrti € muppoM 3aMiHU, MPOTE OCHOBHA HOTO
0cOOJIMBICTh TOJSITaE B TOMY, IO Iied mudp mae
BennyesHuid andarit. Koxuuil andaBiTHHl 3HaK
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MpeacTaBisie COOOK0 TMEBHY MOCTINIOBHICTH ABIMKO-
Bux umcel 01 1, ToOTO ABIMKOBUX JAaHHX, BU3HAUE-
HOro po3Mmipy [16-21].

[[{o6 xpame ysBUTH, K MPAIIOE 151 CHCTEMA, Bi-
3pMeMO 0ok posmipy N (mocmigoBHicte 0 i 1):
p = (Po, P1, P2, ..., pn-1) € Zon, A€ P B Zon — 1€ BEK-
TOp, TpeACTaBlIeHUN y BUMIIAAI (iKCOBaHOI JOBKH-
Hu 0 1 1. Tomi ABifikOBe MOZaHHS YHCIIa MH OTPHMa-
€MO, TI1ICTAaBUBIIH JaHi y GopMyIy

N-1

oIl = ) 2%,

i=0

1)

Toni oueBHIHMM CTa€e Te, MO CTIHKICTh MHUQPY
HampsMy 3aJIe)KUTh BiJ pO3MIpiB TaOIWIb 3aMiHH,
SKI HEMOXKJIMBO ()i3WYHO TPEACTABUTH Yepe3 Bell-
4YHHY X 00CsTiB.

CrBopuMo Taky Tabmuio. s mpuKIagy Bi3b-
MeMo 3HadueHHd N = 5, tomi Tabi. 1 BUIIIsIAaTHME
TaKUM YHHOM:

Taonuys 2
Tadauusa 3amiHu

(0,0,0,0,0>0 |(0,0,0,0,1)>1 {(0,0,0,1,0>2 |(0,0,0,1,1)->3

(0,0,1,0,0>4 |(0,0,1,0,1)->5 (0,0,1,1,01>6 |(0,0,1,1,1)>7

(0,1,0,0,0>8 |(0,1,0,0,1)>9 [(0,1,0,1,0>10 |(0,1,0,1,1)>11
(0,1,1,0,0>12 |(0,1,1,0,1)>13 |(0,1,1,1,00>14 |(0,1,1,1,1)>15
(1,0,0,0,0>16 |(1,0,0,0,1)>17 |(1,0,0,1,00>18 |(1,0,0,1,1)>19
(1,0,1,0,0>20 |(1,0,1,0,1)>21 |(1,0,1,1,00>22 |(1,0,1,1,1)>23
(1,1,0,0,0>24 |(1,1,0,0,1)>25 |(1,1,0,1,00>26 |(1,1,0,1,1)>27
(1,1,1,0,0>28 |(1,1,1,0,1)>29 |(1,1,1,1,00>30 |(1,1,1,1,1)>31

[lo3znaunmo, 1o OIOKOBHMI MUGP BHUIISIAE Ta-
KHAM YUHOM:

n€ESYM(Zon); m:p —q=n(p),

ne p = (po, P1, P2, ..., pn-1), 4 = (Go, 1, G2, -, Gn-1)-

Ak yxke 3a3Havanocs, OJOKOBUH mUdp € OKpe-
MUM BHITIQIKOM TIJICTAHOBKH, TUIbKW BiH Ma€ BeEIU-
Kkuii angagit, mpoTe 1eil BUJ MUPPiB pO3TIIIAE€THCS
OKpEeMO, aJpKe 3apa3 BOHU LIMPOKO BHKOPHCTOBY-
10ThCS 1 1X HabaraTo Jieruie i 3pyd4Hille ONMHCaTH 3a
JIOTIOMOT'OI0 aJITOPUTMIB.

VYci KpUnTocuCTeMH peati3oBaHi 3a JOIMOMOTrO0
0noKkoBUX MHUQPIB, aJKe METOAMKA iXHBOTO BUKO-
PHUCTaHHSI MOJISITAE B TOMY, 1110 CTBOPIOETHCS JIAHITFOT
3 yxe 3amu@pPOBaHUX JaHUM aJIFOPUTMOM OaMTiB.
e nosmomsie mmdpyBatu iHpOpMaLiO, MaKETHUH
00’eM sKOi € HeoOMexeHuM [16].

Buxigauii TEKCT HIM(PPYETbCS 3a JTOIMOMOTOIO
MiCTaHOBKYU T, IKY OOMPAIOTh 13 MOBHOI CUMETPHY-
HOI TpyIIH.
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Tomi 3MTOBMHCHHK, SKHM 3aliMa€ThCs IPOBEICH-
HSM aTak 1 pOOWUTH CIPOOH TS 3HAXOKCHHS Bia-
MOBIAHOCTI MIXK 3aIIM(PPOBAHUM i BUXIHUM TEKCTOM
pi <> qi, 0 <1< m, He MOXXe, HaBiTh MalOYH 11i BiO-
MOCTI Tpo ImH(]p, BU3HAYUTH TOYATKOBUU TEKCT,
SIKU# Mae Taky BinnosindicTs: q € { g } [20].

VY 1poMy BHIIAKY MPaBUIBHO Oylle CTBEPAXKYBa-
TH, 10 OMoYHUK MHUGpP € OKPEMHUM BUTMAJIKOM MOHO-
andaBiTHOI TiICTAaHOBKH, MPHYOMY HOTO aindasiT
MO>KHA 3aITUCATH TaK:

ZZN: ZzyN. (2)

II[K] — 111 miaMHOXHWHA € TiAMHOKUHOIO CHMET-
puaHOi Tpymu SYM(ZoN) 1 KIFOYOBOIO CHCTEMOIO
6mounux mmdpis. [i imgexcanis BinOyBaeThes 3a
nomnomororo napamertpa k € K, ne k e xirouem, a K —
MIPOCTIp KITIOYiB.

Maremarnuanm 3amcom [1[K] € Bupas

T[K] = {n{k}: k € K}. 3)

BukopucTOBYIOUM NPHHIUI MOOYJOBU TaOJIWII
mpu N = 5, po3rnsHeMmo iHImMN BuUmaaok. Hexai
N = 64 i B Takomy pasi koxkeH eaeMeHT SYM(Z2n)
MOTCHILIHHO MOXE PO3MNISJATHCS SK ITiJICTAHOBKA,
Tak, H106 K= SYM(ZZ,N).

TaxkuM 4MHOM 3BiJICH BUIUIUBAE, IO

— 25 kinpKicTh ONOKIB, pO3pAHICTh AKHMX — 64,
[POTE ATAKYKUUH HE MA€ JKOIHOT MOMKJIMBOCTI JJIs
MiATPUMAaHHS KaTaJloTy, PO3Mip SIKOTO CTaHOBHUTb
2%~ 1,8 - 10% pajxis;

— cnpoba OTpUMATH KU 33 KUTBKOCTI KITIOUiB
pisHiit (2%4)! HemoxnMBa.

HenopineHicTh cuctem mmdpyBanHs 3 OJI04YHU-
MU U PaMH MOSICHIOETHCS THUM, 10 B HUX HasBHUH
andasit 764, pocCTip KITFO4iB
K = SYM (Z264) 1 HaiirosioBHiiie Te, 110 pO3MIp
Karajory 4acToT TIOSIBM CHMBOJIB s 64-
po3psaaHUX OJOKIB 32 YMOBH TOTO, IIO KUIBKICTBH
KiouiB gopiBaioe 2% a60 xk crpoba OTpUMATH KITHOY
3JI0BMHUCHHKOM, BUXOJIUTh 32 MEXI1 HOro MOXITUBOC-
Te. Y Uel caMuil yac aTakylOYUH CTUKAETbCA 3
po0JIEMOI0 HEJIOCTATHROI KIIBKOCTI pecypciB, a 1ie
oOMexye HOro MOXIWBOCTI, THM caMUM 3a0e3sme-
YyIO4H TPaBWIBHY po0oTy cuctemu. L cutyaris
Iy’Ke CX0Ka Ha Ty, KOJIM 3JIOBMHUCHUK HaMaraeThbCs
3pOOHUTH KPUIITOAHAIII3 TEKCTOBHUX JaHMX.

[pukpo ycBimomitoBaTH TOH (QaKT, IO i MOPYII-
HUK 1 po3poOHUK MarOTh OJHAKOBY mpobiemy. [pu-
YMHU 1i€i Tpo0ieMHu MOSCHIOITh TAKUMHU (paKTopa-
MH iIXHBOTO CIpUYMHEHHS [16]:

e caM pO3pOOHUK HE M€ MOXKIIMBOCTI CTBOPUTH
cucTeMy, Jie BiH Mir 6u peanizysatu 28! mincramo-
BOK SYM (22,64);

® aTaKkylouuil y CBOI uepry TaKoX HE MOXe
repedpaTy BCi KITIOI 13 i€l TpyIIy.
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@opmyrroBaHHS BHUMOT 10 OjouyHOro mmdpy
MOXHa 3aIrcaT Tak [16]:

= N — mae MiHIMaNBHO JOpiBHIOBaTH 64, a 1IIe
Kkparmie OyTu Oinbire 3a 64. Lle poOuThes s yckia-
JTHEHHS CTBOPEHHS KaTaJory;

" POCTip KIIOYIB MOBHHEH OyTH sSKOMOTa Oifb-
MM, 100 BUKJIFOYUTH MOIIMBICTE HOTO MiAOOPY;

» n{k p}:p—y=n{k, p} — cniBBiaHOLmICHHS
BHUXITHOTO 1 MH(POBAHOTO TEKCTY MAarOTh OyTH
CKJIaJJHUMH, 1100 HEe MOXKHa OyJI0 3aCTOCYBaTH CTa-
TUCTHYHI 200 aHATITUYHI METOJH aHaJli3y, Ha OCHOBI
BIJIMTOBITHOCTI BUX1THOTO TEKCTY a00 KITFOYa.

Otxe, 6aunMoO, 0 BUKOPUCTOBYBAHHH KPUITO-
aNTOPUTM, 32 JOIIOMOTOIO SIKOTO MH(PYIOTHCS NaHi,
MOBHHEH OYTH 1€aIbHO CTIMKHM, a IIe¢ MOXKHa pea-
JI3yBaTH TUIbKH, SKIIO YMTAHHS BUXIJIHUX JIaHUX
MOJXKJIIMBE 32 YMOBH Iepebopy BCiX BapiaHTIB KITIO-
YiB, a IOTH MOBIJIOMJICHHS He OyJe TaKuM, SIKE MO-
’KHA TIPOYUTATH.

Sxmmo 3BepHYTHCS 0 Teopii IMOBIPHOCTI, TOII
HIyKaHWH KITt0Y, OyJe 3HaiaeHuit 3 iMoBipHicTio 0.5
MmicHs TOTo, K OyAe 3MiMCHeHO mepedip MOJIOBUHU
BCIX KIIOWiB. Y [bOMY BHIAAKYy Ha 3JlaM TakKoro
KPHUITOANTOPUTMY, JOBXKMHA KJFoua SKoro N, moT-
pi6Ho Oyzne B cepemnbomy 2N mepepipok. I3 mporo
BUILIMBAE, IO CTiHKiCTh OnouyHOro mmdpy 3aie-
’KHTb BHKJIFOYHO BiJl JOBXKMHHU KJII04Ya, 1 L€ Ja€ MO-
KIIUBICTh EKCIIOHEHIIIHHOTO 3pOCTaHHS CTIHKOCTI
mudpy OHOYACHO 31 3POCTAHHAM JIOBKWUHH KITIOUA.
I HaBiTh, KO0 MOXKHA OyII0 O MPUITYCTUTH, IO TIe-
pebip KIoYiB OyJe 3iHCHIOBATHCS Ha CIICIiabHIN
OaraTorpolecopHiii cucTtemMi, TO Ha 3/1aM KIrO4a
JIOBKHHOI 128 0iT, 3HAaIOOMTHCA 3aHAaATO Oarato
qacy. I3 poro (akTy BUILTHBaAE, MO PO3MIHQpPyBaH-
HSl METOJIOM JIOOOBOT aTaky CTa€ HE paliOHAIBHHM.

3BICHO, yC€ 1€ CTOCYETHCSI BUKIIIOYHO 11eaIbHUX
3a CTIMKICTIO MHDPIB, SAKi HEMOXKIUBO peani3yBaTh
4yepe3 pi3HOMaHITHI ¢i3nyHi yuHHUKY [18].

Buxopucrannss mudpyBaHHS CHUTHAJTIB JJId
NpUCTPOiB BBeleHHHA MaHuX. Huni icHye Oe3miu
MPUCTPOIB JAMCTAHI[IHHOTO BBEeACHHS nmaHux. [linx
MPUIAJIOM JUCTAHIIIHHOTO BBEJICHHS JAHUX Ma€ThCsI
Ha yBa3i — mpHcTpiid 0e3apoTOBOI mepenadi BBexe-
Hux panux (IIBIIBl) mo oGunciaroBanbHOT MalIMHU.
[Ipuknamgom Takux mpuiIagiB €: 0e3ApPOTOBI KiaBia-
TypH, abo MuIi, 0e3IpoToBa TapHITypa, MPHCTPOI
CEHCOPHOTO BBEJICHHS JJAHUX TOIIO.

[Ipuctpoi IIBIIB/] nepenatots indopmarmiro 3a
JIOTIOMOIOI0 PaIioXBUIIb 4acToToro Biax 27 MHz a0
2.4 GHz. IIBIIB]] BuKOHYIOTH CBOIO (pyHKIiIO 32
JIOTIOMOT'OI0 JIBOX TPWIIAAIB: IepegaBaya Ta MpUid-
maua [22, 23].

OCHOBHOIO MPOOJIEMOI0 TPUCTPOIB, SIKi mepena-
10Th iHpOopMario Ha gacTtoTi 2.4 GHz € Te, mo He-
Ma€ €IUHOI0 CTaHAAPTy IIOJ0 3aXUCTy iH(OpMalii,
SKa MepeaacThCs.
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VY pa3i mgkIroYeHHS TaKuX IMPHUCTPOIB SK Oe3-
JpOTOBa KOMIT IOTEpHA MUIA, aBTCHTU(IKAIiS Tpu-
CTPOIO HE BHKOPHUCTOBYETHCS, L0 MOXKE MPU3BECTH
70 TIEPEXOIUICHHS YIPABIIiHHS KypCOPOM.

VY Bumaaxky Oe3ApoTOBOI KiIaBiaTypu y HESKHX
MOJIETISIX BUKOPUCTOBY€EThCS MN(PyBaHHS CUTHATIB.
Opnak y OLTBIIOCTI BUNAJAKIB 3aXUCTy CHUTHAJIB
0e3IpOTOBMX MPUCTPOIB HE HAJAETHCS 3HAYHOI yBa-
ru. Bigrak, Hampuknaa, mUQpyBaHHS CUTHANTIB
KOMIT FOTepHOI MUIII, 3a3BHYail HE BUKOPUCTOBYETh-
cs, muU(pyBaHHSI CHUTHAJIB KJIaBlaTyph TaKOX HE
MPOBOJUTHCA. 3aBASKH YOMY 3JIOBMHUCHHUKH MAalOTh
3MOTY TEPEXONUTH CUTHAIM, IO MOXKE HaJaTH iM
Taky iHhopMaIlito: 0COOUCTI JlaHi; JaHi 0AaHKIBCHKHUX
KapT; JOTIHH Ta Tapoiii OOJIKOBUX 3alHCiB;, 3MICT
JIUCTIB OCOOMCTOTO XapakTepy; JaHi Mpo CTaH 3710-
poB’st (g 4yac OHJIAHH KOHCYNbTalid Jikapis, abo
BEJICHHS MEJUYHHUX KapTOK OHJIAWH); AaHi mpo ¢i-
HAHCOBMI CTaH; JIaHi MPO TMOJITHYHI BIIOJOOAHHS;
JaHl PO KOPOTKOCTPOKOBI Ta JOBTOCTPOKOBI ITja-
HU; iHGOpMAITiI0 TIPO HAYKOBI pO3POOKH.

Hagitb y pa3i mmdpyBaHHS CUTHANiB KiaBiaTy-
pH, OTpUMaHHs JaHHUX yce IIe MOXIUBO. [Ipukia-
JIOM MeToy oTpuManHs Janux € MouselJack. [lepen
LI€I0 aTaKol0 HE 3MOXYTh BCTOSTA TOBapy HaBiTh
Takux Kopropanid-riraatiB gk Dell, Logitech,
Microsoft, HP, Amazon, Gigabyte Ta Lenovo [24].
L ataka Moyke 3ikicHIOBaTHCS Ha BifcTaHsax 10 100 M,
a Bce, M0 MOTPIOHO MaTH 37MOBMHUCHHKY, e USB-
dongle [24-27].

CyTb wi€f ataku Taka: i 6e31poToBa Kiasiatypa, i
0e3IpoToBa MHIIa BUKOPUCTOBYIOTH JIBa NPUIAIH
JUIsl TIepe/IaBaHHs CUTHAIIB (TIpUiiMaY Ta rmepeiaBaq)
y poai npuiimaua Buctynae USB-dongle. [lesiki mo-
JIem  KiaBiatyp — MHUQPYOTh  CHTHAIW, — aie
KOMIT FOTepHI MUIII HaifyacTile 1boro He poOIATh.

VY Bumajky 3 KiaBiaTypaMmu Iie MPaIfoe TaKUM YH-
HoM [24]: oy mudpysanus mae mume USB-dongle,
TOOTO TUIBKA BIH Ma€ MOXJIMBICTH pO3IIU(pyBaTH
CHTHaJI, 10 Hece B co0i iH(opMaliio mpo BBeAEHI
KJIaBiIlli, 3T0BMUCHHK, HaBiTh SKIIO MEPEXOMHUTh IeH
CHTHAJI, TO pO3MIH(PyBATH HOTO HE 3MOXKE.

Ha puc. 7 nokazaHo cxemy pobdotu 1-3 ¢a3 yka-
3aHOI aTakKH.

Phase 1

Phase 2 Phase 3

\Z

hacker uzes dongle
to get unencrypted packets

mouse movement

4

fransmission of
unencrypted mouse signals

Puc. 7. Ataka MouseJack (1-3 dpasu)
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VY xoni mepmux TpboxX ¢a3 BiAOYBAETHCS TaKe:
KOpHCTYyBau 3aga€ 3MiHy (X, y) KOOpAMHAT MOJIO-
’KCHHSI MHIII, y CBOIO 4Yepry IepenaBad, IO Mic-
TUTHCS B MHUIII, mepemae curaan go USB-dongle,
He mudpyrodn HOoro, 3a JOTIOMOTOI0 pPajioCHUTHA-
7iB. 3JIOBMHCHHK, BUKOPHCTOBYIOUH BIIACHHH, Ha-
namroBaanii USB-dongle, mepexoruoe Hesammd-
pOBaHi CUTHAIIH.

Ha puc. 8 300paskeno 4—6 ¢a3u araku MouseJack
[24].

Phase 4

e

hacker generates force
pairing request sequence

Phase § Phase &

|
[has

user's dongle receives
pairing requests

4

-

transmission of the
pairing request

Puc. 8. Ataka MouseJack (4-6 dpasmn).

Buxonyroun 46 ¢a3u, 370BMHUCHUK HAJCHIIAE
MOCIIOBHICTh 3alHTIB Ha MigKiIrodeHHs 1m0 USB-
dongle kopucryBaua, y cBorwo uepry USB-dongle
KOPHUCTYyBa4a OTPUMYE MOCIIOBHICTh IMX 3aIMTIB 1
i’ €THYETHCS 10 MPUCTPOIO KOpHCTyBaua [24].

Ha puc. 9 306paxeno 7-9 dazu araku MouseJack.

Phase 7

Phase 8 Phase 9

unencrypted keysiroke
sequence generation

user's dongle receives
and types those sequences

transmission

Puc. 9. Ataka MouseJack (7-9 ca3sn)

[ling vac BukoHaHHsA 7-9 (ha3u 3IIOBMUCHHK HaJ-
CWJIa€ TIOCTIIOBHICTh CHMBOJIIB Ha KOMIT IOTEP KO-
puctyBaua. [licns BUKOHaHHS BCiX 3a3Ha4yeHUX ¢a3
3JI0BMHUCHHK Ma€ 3HAa4YHI MOJIMBOCTI MAaHIITyJIIO-
BaHHSI HaJT KOMIT FOTEPOM KOpHCTyBada [24].

BukopucranHs 1i€i Bpa3iMBOCTI MOXJIMBE Ha
BCIX OIEpaIiifHUX CHCTEMaX, OCKUIBKH IS Bpa3iu-
BICTh HE BiIHOCHUTHCS [0 BPa3IMBOCTEH NpHiiMaya.

3acTOCOBYIOUH JIaHYy BpPAa3JIMBICTh, 3TI0BMHUCHHK
Ma€ 3MOTYy BCTaHOBHUTH 3JIOBMHCHE IPOTpaMHeE 3a-
Oe3revyeHHs, OTpPUMATH  JIOCTYIl  JI0  JaHuX
KOMIT'I0Tepa, BUAAISITH JIaHi, TIOPYIIYBaTH iXHIO
LLTICHICT 00 JTOCTYIHICTb.

Otxe crocoboM 3axucTy BiJl 1Ii€i Bpa3IMBOCTI €
umppysanns curnanis I1BIIB/l, BukopucTtoBytoun
HaJiiHI anropuTMH WHQPyBaHHA, Taki SK PO3IIs-
Hytuit Bume anroput™m AES. Cnig ycranoButu on-
HO3HAYHY 1JeHTU(IKAIII MPUCTPOIB, MO0 HaMara-
T0ThCH BimnpasisaTy maketu 1o USB-dongle.
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Henonikom BukopuctanHs mudpyBaHHS IJS CH-
rHaniB I[IBIIB/] € 30imbIneHHs yacy BiATYKY, TOOTO
Yyacy MK yBEJCHHSM JaHUX KOPHUCTYBaueM Ta IXHIM
BiOOpakeHHSIM, a TAKOXK 3pOCTaHHsI LiHYU MPHJIaIiB.

5. BUCHOBKH

3axHCT JaHWX — MEpIIOYeproBa crpasa JJsl Ipo-
(hecionaniB y cdepi iHpopmariiitHoi Ta kibepbesme-
ku. Cepel pi3HOMAaHITTS aTak i copo0 BUIIYYUTH
KoH(}ineHiHHYy iHpopMalito, (axiBUsIM yce Baxkue
nocsiraTd €()eKTHBHOTO 3aXHCTy KPUTHYHO BaXKIIH-
Boi iHdopmanii. He monermytoTs cuTyaliro i HOBI
TEXHOJIOTi, SIKi CTBOpPEHI 3 OAHOrO OOKYy JyIs TIO-
KpamieHHs (YHKIIIH 3aXUCTy, a 3 1HIIOTO — HEI TaK
CaMoO KOPHUCTYIOThCS 1 MOPYIIHHKH, HaMararoyuch
3a3IXHYTH Ha KOH(IIEHIINHICTh, ITICHICTD 1 JIOC-
TYIHICTD JaHUX Y CHCTEMI.

g cTarTs HanMcaHa U1l O3HAHOMIIEHHS 3 METO-
JaMH TIEPEeXOIUICHHS Ta paH)XyBaHHAM iH(opmarrii
i 9ac BBEACHHS ii 3 MpUCTPOiB 0€3pOTOBOTrO BBE-
JICHHS TaHUX.

Y poOoTi maHO 3arallbHy XapakTepUCTHKY alro-
putMy mmdpyBaHHS, SIK 3ac00y 3axXHUCTy iH(pOpMa-
mii. [Ipomucano HaHOLIBII PO3MOBCIOJKCHI BUIU
mmdpyBaHb i BigoMocTi npo HUX. HaBeneno npuk-
JIAJW 3aCTOCYBAaHHS TaKMX METOJIB ITiJl 9ac 3aXHCTy
JaHUX.

s poboTa omucye cUMETPUYHI aNTOPUTMU U~
¢pyBanns, a came anroput™m AES, sk HaiOinbIm
IIMPOKO 3aCTOCOBAHOTO AJITOPUTMY Ha TEHEpimIHii
yac. [IponucaHno ioro nepesaru, HeJIOJIIKU Ta chepy
3aCTOCYBaHHSI.

JInst TOPIBHSIHHS PO3IIISIHYTO OJIOYHUIT ajIropuT™M
mmpyBaHHS Ta TOOYJOBAaHO WHOrO MaTeMaTHYHY
MOJIeb. Y 11iil 4acTUHI POOOTH AJITOPUTM PO3rJIsiia-
€TbCSl K TAaKWid, IO Mae€ TMEBHI IMepeBaru, a came
HafiiHicTe. llpoTe BiH HE3HAYHO TMOCTYHAETHCS
IIBUIKOCTI peaisaiii MOpiBHSHO 3 METOJOM IOTOY-
HoOTro MM(PYBaHHS JaHUX.

Bucsitinenns mpoOiaeMaTHKA HAyKOBOI POOOTH
YiTKO PO3KPHBA€E CYTh HEOOXiJHOCTI 3aCTOCYBaHHS
mudpyBaHHS i Yac BHKOPHUCTaHHS MPUCTPOIB
JMICTAHIIIHOTO BBE/ICHHS JIAHUX.
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Use of symmetric encryption algorithms
for signal transmission in wireless data input devices

Today, there are many computer systems that are designed to improve, facilitate and improve human life. As more and
more researchers become interested in information processing, the development of computer systems is gaining momentum
every year. With the development of information systems, possible threats, such as breaches of confidentiality, integrity and
availability of processed information, are developing at an equally rapid pace. In order to prevent possible losses, the latest
information security systems are constantly updated and improved. Since it is impossible to create a completely secure system,
there is always the possibility of data theft, so the problem of protection of information and telecommunications systems is
becoming increasingly important. Given that no protection can be perfect, a way has been developed to significantly reduce
data breaches. Today, cryptosystems are mostly used to protect information and telecommunications systems and other
technologies, including the protection of critical information of the state, enterprise, person or other critical data, including
corporate secrets, intelligence or trade secrets.This article presents ways to use symmetric algorithms for signal transmission
in remote data input devices. Information on existing algorithms of encryption and use of hash functions is given. A distinction
is made between single-key and two-key methods of information encryption. The AES algorithm of its function, work of
rounds, schemes of data encryption are considered in detail. The description of each algorithm is accompanied by an example
which explains the features of their use. A mathematical model and an example of a block encryption algorithm are presented.
The principles of operation of wireless devices are highlighted. Vulnerabilities related to wireless devices are considered and
solutions for their protection are proposed.

Keywords: cryptography, encryption, symmetric encryption, block encryption, signal encryption, wireless data entry devices.
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