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3ABE3MNEYEHHA KIBEPBE3NEKU ACY TN
LWJTIAXOM 3ACTOCYBAHHSA NNIC-TEXHOJIOINII

Y cyuacnux ymosax numanns xibepbesnexu nepexooams i3 pieHs 3axucmy iHgpopmayii Ha okpemomy o6 ekmi 06uu-
CI0BANILHOI MeXHIKU HA piBeHb CMBOPeHHs €OUHOI cucmemu Kibepbesneku oepacasu, K CKIA0080i YaCMUHU cCucmemu
iHGhopmayitinoi ma HayioHanbHoi Oe3nexu, wo 8i0N0BI0AE 3a 3aXUCm He MINbKU IHPopmayii, y 8y3bKOMY CEHCI Yb02o
cnosa, a il ycvozo Kibepnpocmopy. Y npoyeci ¢popmyeanns enobanibno2o Kibepnpocmopy 8i0bysacmucsa KOHeepeeHyis
BILICbKOBUX | YUBLILHUX KOMN TOMEPHUX MeXHOL02il, pO3p0OIaombCs HOBL 3aco0u i Memoou 8naugy Ha iHopmayiiny
IH(bpacmpykmypy nomeHyiiiH020 NPOMUSHUKA, CMEOPIOIOMbCS CREYIANI308aHl KIOEpHeMUYHI YeHmpu, K peanizyioms-
€A Ha 8UCOKomexHoao2iuHux niam@popmax. Huni npoyedypa xibepzaxucmy ne 6 nognomy obcasi 6idoopasxcac numanns,
noe’sizani 3 Kibepbe3nekoio asmoMamu3068aHux cucmem yYnpaeninus mexnonoeiynum npoyecom (ACY TII). ILle
nos’szano 3 mum, wo ACY TII cnowamxy po3pobrsnacs 3 ypaxy8anusam i0eonozii izuunoi i3onayii 6i0 3068HIWHIX Me-
pedic i cyBopo2o po3mMedNCy8ants OCMYNny 00Cay208y104020 NEPCOHANY, Y YbOMY NPOYeci 3aCmoCco8yEMbCs cneyugiyte
npozpamue 3abe3neuenus, oOMiH iHopmayielo 30IUCHIOEMbCA 34 NPOMUCTOSUMU KOMYHIKAYIUHUMU NPOTNOKOAAMU
Modbus, Profibus mowo, saxi wacmo npayrorome nosepx TCP/IP npomoxkony. Bionosiono ¢ ACY TII eunuxae 6e3niu
8pasiusocmell, IMOGIPHICMb BUKOPUCMAHHS AKUX Y pA3i PI3HUX KIOepiHYuOeHmie npsamo NPONnOpYiuHa 6aAMNCIUGOCHI |
s3Hauumocmi 06 ’ekma. 3 oenndy na mou gpaxm, wo ACY TII cmanu Hegio €MHOIO YaACMUHOK HAUWLO20 ICHYBAHHS, GIONO-
8I0HO npobiema Kibepbesneku cucmem, AKi po3enA0AOMbCsl, HUHI € AKMYATIbHUM [ CBOEYACHUM 3A80aHHAM. Y cmammi
PO32nAHYmo nioxio do 3abesneuenns kivepoesneku ACY TII winaxom cmeopenms inmeneKmyaibHux cucmem Kibepoes-
nexu (ICK6). Ilepedbaueno, wo 6 ocHogy nobyoosu 3anpoOnOHOBAHUX CUCHEM NOBUHHO OYMU NOKIAOEHO NOHAMMSL
“egontoyia (po3sumox)", mobmo 30amuicmv adanmayii cucmemu uepes 3MIHy napamempié nio 6NIUBOM 308HIUHIX |
6HYmpiwnix Kibepsacpos (Kibepamak), Wisnxom 3acmoco8y8aHHs MeXHON02i i3 npomudii Kibepamaxam npomseom
yevozo ocummesozo yukny. Texuiuno peanizyeamu ICK6 3anpononoeano 3a paxyHoK 3acmocy8aHHs eKCnepmHuoi cuc-
memu i kamacmpogocmiukux ingpopmayiinux cucmem (KAIC) xapaxmepnoio ocobaugicmio sikux, Ha iOMiHy 8i0 6I0-
MOBOCIIKUX cucmeM, € NPOOOBICEHHSL POOOMU 8 YMOBAX MACOBUX 1, MOJICIUBO, NOCAIOO0BHUX GIOMO8 cucmemu abo it
niocucmem y pe3ynomami npogedens kivepamax. Taxumu enacmusocmamu (Kamacmpo@pocmiukumu 61acmueocmamiL)
60100ir0mb npozpamosani noziuni inmezpanvii cxemu (ILIIC) — knac mMikponpoyecopHux cucmem, XapaKmepHo ocoo-
JIUBICIIO SAKUX € MOJICAUBICIY peanizayii bacamonpoyecoproi cmpykmypu, 30amHoi npomuoisimu 3068HIWHIM 6NIUGAM
(kibepamaxam). Cnio 3aznavumu, wo cyuacti IJIIC npedcmasnsiroms coborw iHmespanrbHy cxemy, HYMpIiuiHio KoHQi-
2ypayiio AKoI 3a0aH0 WIAXOM NPOSPAMYBAHHS 30 PAXYHOK 3ACMOCYBAHHI CREYiaIbHUX MO8 ONUCY anapamypu.

Knrwouogi cnoea: xibepbesnexa; agmomamu3o8ana cucmema YnpasiinHa, Kamacmpogocmilika cucmema; npoepa-
MOBAHA NO2TUHA THMESPANbHA CXeMd,; eKChepMHA cucmemd.

1. BCTYII

Hogi nmgposi TexHoorii i rmobansHi iHPopMa-
LiliHI Mepexi, SIKi BYMHWIN CHPABKHIO PEBOJIOLIIO
y cdepi HakonuyeHHs, 00MiHy 1 0OpoOsieHHs iH)oO-
pMariii, TocTaBWIM Hac mepea (GakToM KOPIHHOI
3MiHU 3aCTapUTUX NPUHIIMIIB 11 3aXUCTY B KOHTEKCTI
kibepOesneku [1].

VY cydacHuX ymoBax NMUTaHHS KibepOe3meku Ie-
PEXOAATH 3 PiBHSA 3aXUCTy iH(GOpPMAIIT HA OKPEMOMY

00’€KTi OOYHCITIOBATIbHOT TEXHIKM HAa PiBEHb CTBO-
PEHHSI €TMHOT CHCTeMHU KibepOesrneKku JiepKaBH, sIK
CKJIaJIOBOT YAaCTHMHM CHUCTeMH iH(opMaliiHoi Ta
HalllOHAJILHOI O€3MeKH, 1110 BIAIOBIAAE 3a 3aXUCT HE
TiNBbKH iHGOpMaLii, Y By3bKOMY CEHCi IIbOTO CJIOBa,
a ¥ ycboro kibeprpocropy.

Kibepmpoctip — cepenopuiiie (BipTyanbHUil mpo-
CTip), SIKE HaIa€ MOXKJIUBOCTI IS 3MIHCHEHHS KO-
MyHIKalliii Ta/abo peainizauii cycmiJbHUX BiIHOCHH,
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yTBOpEHE B pe3yNbTaTi (yHKLUIOHYBaHHS CYMiCHHX
(3’emHaHNX) KOMYHIKamiMHUX cucTeM, 1 3abesme-
YeHHSI eNIEKTPOHHUX KOMYHIKaIiii i3 BUKOPHUCTaH-
HSM iHTepHETy Ta/abo IHIWX TI0O0ATBFHUX MEpex
nepenadi 1aHux [2].

Crnin 3a3HaymTH, WO y Tnpoueci (opMyBaHHS
rII00aIBHOTO KiOepIpoCcTOpy BilOYBa€eThCS KOHBEP-
TCHINSI BIMCHKOBUX 1 IMBUILHUX KOMII FOTCPHHUX
TEXHOJIOT1H, PO3POOIIIIOTHCS HOBI 3aCO0M 1 METOIH
BIUTMBY Ha iH(opMamiiiHy iHPpacTpyKTypy MOTEH-
LiAHOTO MPOTHBHHKA, CTBOPIOIOThCA CIIELiaNi3oBaHi
kibepuetnuni mertpu (SOC — Security Operations
Center, CSOC — Cyber Security Operations Center),
SKi peanizyroThest Ha tuiardpopmax SIEM (Securitu
Information and Event Management — cucremu ym-
paBiiHHS iH(pOpMaIi€0 Tpo Oe3MeKy Ta MOMiISIMU
indopmaniitnoi 6e3meku), IRP (Incident Response
Platform — mnardopmu pearyBaHHsS Ha IHIUICHTH
inpopmartiiinoi  6esmexu),  SOAR  (Security
Orchestration, Automation and Response — cucremu
yTpaBIliHHs, aBTOMATHU3allil Ta pearyBaHHs Ha 1HIHU-
nentn), SGRC (Security Governance, Risk-
management and Compliance — cuctemu ynpasiiH-
Hs iHpOpMaLiiiHOIO Oe3MeKor0, pU3NKaMH 1 Bimo-
BiJTHICTIO 3aKOHOJABCTBY) (puc. 1).

KpiM 1poro, mBUIAKMMH TEMIIaMH IO BCHOMY
CBITY CTBOPIOIOTHCS MIPO3MINHN YIPaBIiHHA i Kibe-
promanayBanns (US Cybercom — CILA, NCSC —
BenukoOpurawnis, Cybercom — ®paniisi, KoMaHy-
BaHHs BIMCHK 3B’s3Ky Ta KiOepOesneku — Ykpaina),
a TaKOXX KiOepBilicbka, OCHOBHMM 3aBIaHHSIM SKHUX €
3aXUCT NWBUTPHUX 1 BIHCHKOBUX KPUTHYHO BaXKIIH-
Bux 00’ektiB iH(MpacTtpykTypu (KBOI), sxumu €
aBTOMATHU30BaHi CHUCTEMH YIIPABIiHHA TEXHOJOTiY-
HuM mnporiecoM (ACY TII), a Takox mMmigroToBka i
MPOBEICHHsI aKTHBHUX JIECTPYKTUBHHX il B iH)O-
pMalifHUX CHCTEMAaX CyNPOTHBHUKA.

BusiBjiennsi,
peecTpanis, 001Kk
iHI[MIEHTIB,
NiArOTOBKA 3BiTY

Minimizanist
HACJIIKIB, YCYHEHHS
NPUYHH
BHHHKHEHHSI

CnTyauiifmuifl
LEeHTP

TIpoBenennst
eKCIepTu3m,
po3ciiayBaHHs
Ki0epinuuaenTin

Kopekuist 3axucHuX
3aX0/iB, MATOTOBKA
KpHTepiiB,
aHATITHYHA Po6oTa

Aﬂa.ninmﬂe
ynpaBJIiHHS

Puc. 1. OcHoBHi cpyHkuii SOC

Ha nymky ¢axiBuiB i3 xibepOe3neku, y TexHiu-
HOMY IIIaHI TIOBHHM aIeKBaTHUM KiOep3aXxwcCT Iie-
pendayae moOynoBy Ta BAKOPHCTAaHHS TAKUX OCHOB-
HuX migcucrem [3]:
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« migcucrema 3axucty (Protection Capabilities)
3a0e3Meyuye CKpUTHICTh BHITPOMIHIOBAaHb pajioeeK-
TPOHHUX 3aco0iB, cucTeM 1 3aco0iB 3B’s3KY,
KOMIT'I0TepHy Oe3meky (computer security) Ta iH-
dbopmariiiny 6e3mneky (Infosec);

migcucrema Busienenns (Detection Capabilities)
3a0e3redye pO3Mi3HABAHHSI aHOMAN y Mepexi 3a
PaxyHOK 3aCTOCYBaHHS CUCTEM IXHBOT'O BUSIBJICHHSI;
mificucTeMa pearyBaHHs Ha 3MiHH TEXHIYHHX
mapamerpiB i obcranoBku (Reaction Capabilities)
3a0e3meuye BiTHOBJICHHS (peKoH}irypariro) i BUKO-
HaHHS IHIIUX TIPOIECiB iHQOpPMAIITHIX OnepaIii.

OpHak po3risHyTa Mpoleaypa Kidep3axucTy He
B MOBHOMY 00Cs131 BiioOpakae MUTaHHS, OB’ sI3aHi 3
kibepOesnekoto ACY TII. lle BUKIMKAaHO THM, IO
ACY IIT cmowatky po3poOisiiacs 3 ypaxyBaHHSIM
ineonorii Gpi3uYHOI 130JIsIMii Bl 30BHINIHIX MEpex 1
CYBOPOTO PO3MEXYBaHHS JIOCTYITy 00CIYTOBYHOUYOrO
MEPCOHAIY, TIPH IbOMY 3aCTOCOBY€EThCS crieludiuHe
mporpaMHe 3a0e3nedeHHs, OOMiH iH(opmarieo
3IHCHIOETHCS 32 MPOMHUCIOBUMH KOMYHIKAIlITHUMU
nporokosamu Modbus, Profibus Tomro, siki gacto
mpartiofoTh moBepx TCP/IP mporokony.

Bimnosinno B ACY TII BuHmkae Oe3niu Bpazmu-
BOCTEH, IMOBIPHICTh BHKOPUCTaHHS SIKMX Y PI3HHX
KiOepiHIMIeHTaX TPSMO TPOIIOPIIIfHA BaXKIIMBOCTI 1
3HauUMoOcTi 00’ekTa. [Ipo Hachigku Takux KiOepiH-
LUICHTIB BaXKKO CYJIUTH, OCKIUIBKU TyXe Oararto 3a-
JISKUTH BiJl KOHKPETHUX IIUJICH 3JIOBMUCHUKA, a BOHH
BapifOIOThCSA B KPaliKKK KOH]imeHMiiHOi iH(Op-
Marlii 10 MOPYIICHHS TEXHOJOTTYHMX MPOIECIB, IO
MOY€ MPUBECTH JIO IMUPOKOTO CIEKTPa HEOOOPOTHHX
HACJTIIKIB, IOYMHAKOYY 3 HETaTUBHUX SIBUIIl B EKOHO-
MIYHOMY CEKTOpi Ta 3aKiHYyFOUd BUHHKHEHHSM 3a-
IPO3M JKUTTIO 1 3I0POB’I0 TPOMaJIsH. 3 OTJISILy Ha Te,
mo ACY TII cranu HeBiA €MHOIO YaCTHUHOKO HAIIOIO
iCHyBaHHsI, BiJIIIOBITHO Mpo0iiemMa KibepOe3neku cuc-
TeM, SIKi PO3TIIANAIOTHCS, € HAa CHOTOJHINIHIN JEeHb
AKTyaJIbHAM 1 CBOEYACHHUM 3aBJIAHHSIM.

2. AHAJII3 OCTAHHIX JOCJII)KEHD
I MYBJIKAIA

Huni icHye 0arato HayKOBUX pOOIT, TpUCBsYe-
Hux aBroMaTtusauii ynpasminas ACY TII Ta ii Ges-
neni. 3okpema, y poborax [4] iHTenekTyami3amito
PO3MIISJIAIOTE SIK TOJIOBHUH HANPSIMOK PO3BHUTKY
aBTOMAaTH3allil yNpaBliHHs, IO MOIJIMBO peaizy-
BaTH MOOYIOBOKO HEUITKUX JIHIBICTHYHUX 0a3 ja-
HUX, MIJICUCTEM HeYiTKoro BuBeAeHHs. llomanbimii
pozsutok ACY TII — 1e iHTerparmist iHTENEKTyab-
HUX CHCTEM MiITPUMKH NPUHHSTTS pilieHb i3 Kia-
cuuanmu  SCADA-cuctemMaMu, 3 BUKOPUCTAaHHSIM
CEHCOPHHUX MEPEXK, IHTENEKTYaIbHIX CEPEIOBHUIII.

OnarM 13 TEPCIEKTUBHUX HAIPSIMKIB PO3BHUTKY
ACY TII B po6ori [5] BBakaroTh po3poOJICHHS €KC-
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neptHux cucteM (EC), ToOTO BUKOPUCTAHHS MOKIIHU-
BOCTEH IITYYHOTO IHTENEeKTY [T TiABHIICHHS e]eK-
TUBHOCTI aBTOMATH3aIlii TEXHOJIOTIYHHX MTPOIIECIB.

VY poborti [6] MPOMOHYIOTH 3aCTOCOBYBATH CHC-
TEMy KOHTPOIIIO BPa3IHBOCTEH — OJWH 3 ¢(eKTHB-
HUX METOZIB MPOTHUIi MPOMHCIOBUM Kibep3arpo-
3aM, IO MPEACTaBIAIOTH COO0I0 BY3bKONPO(iIBHI
IporpamMu, po3po0ICHI CIEMiabHO IS TIPOMHCIIO-
BUX CHUCTEM aBTOMaru3allii. BoHH NO3BOMNSIOTH BU-
3HAYUTH MUIICHICTh BHYTPIIIHBOTO CEPEIOBUINA
npucTpoiB, 3adikcyBaTd BCi cripoOM 3MIHUTH TpH-
KJIQJHY TIpOorpaMy KOHTpoJepa, 3MiHU B KOH}Irypa-
i MEepeXKHUX TMPHUCTPOIB 3aXWCTy 1 YIpaBIiHHS B
eHeproMepexax.

3. META CTATTI

MeTo10 CTaTTi € CTBOPEHHS IHTEIEKTYaILHOI CHC-
TeMH KibepOesmeku, sfka CHpOMOXKHa 3a0e3rmednTH
3axuct ACY IIT Bin kibeparak, y I[bOMY HPOIIECi SIK
TEXHIYHY peallizalilo IpOMOHY€EThCS 3aCTOCOBYBATH
eKCIIePTHI CHCTEMH Ta MPOrpaMoOBaHi JIOTiYHI 1HTET-
paNbHI CXeMH, sIKi HaJIe)XKaTh JI0 KJIacy KaracTpodo-
CTIMKHX ()KMBYYMX) CHUCTEM 1 3/1aTHI MPOTHIISATH
KiOepBIUIHBaM, KibepaTakaM TOIO.

4. BUKJIAJEHHSA OCHOBHOI'O
MATEPIAJY

Cyuacni ACY TII npezncraBisatoTe co00I0 KOM-
TUIEKC anapaTHO-TIPOrPaMHHX 3ac00iB, a TAaKOX Tep-
COHaIly, TpPU3HAYECHUH JUIs YNPaBIiHHA PI3HUMH
mporecaMi B MEXaxX TEXHOJOTIYHOTO MpPOoIecy, Oc-
HOBHHMM 3aBJIaHHSIM SIKMX € MiJBUIICHHS e()eKTHB-
HOCTi YIPaBIiHHS IIUMH IPOIIECAMH, NUIIXOM MiHi-
Mi3allii JIT0ACHKOTO BTPYYaHHsI B yKa3aHi MPOIeCH.

SAxmo posrmsinaty cydacai ACY TII, 3 Touku 30py
CTPYKTYPHOI i€papXii, TO OYEBUIHUM CTAa€ MHUTAHHS
kibepOe3nekn nux cuctem. Lle moB’s3aH0 3 THM, MO
BOHH € TUTIOBHMH, 0AraTopiBHEBUMH, PO3TaITyKEHUMH
JFOJIMHO-MAIIMHHAMY  CUCTEMaMH  YTIPABIIHHA, SIKi
NPEZCTABICHO Ha TPHOX PiBHSX Ha puc. 2 [7]:

BEpXHili piBEHb peanizyeThCsl IIUISIXOM 3aCTOCY-
BaHHS CUCTEMH JHCIETYEPCHKOrO YIPaBIiHHS Ta 300-
py nanux y pexumi peansHoro yacy (SCADA-cucrema
— Supervisory Control And Data Acquisition);
Cepe/Hii piBeHb peali3y€eThCs 3aCTOCYBAHHIM
MporpaMoBaHuX JoriyHux KoHrtponepie (PLC —
programmable logic controller);

HWKHIA piBEHb NPEACTaBIEHO KOHTPOJBHO-
BUMIPIOBAJIbHUMU TIPWIaJIaMH, TIPUIIaJiaMyd aBTOMa-
THKH, BHKOHABUYUMH MPUCTPOSIMU  YIPABIiHHS,
MyJIbTaMH CUTHAMI3aLii.

Ha crorognimHiii JeHb NUTAHHS, OB’ A3aHl 3 Ki-
oepoesnekor0 ACY TII, € KOMIIJICKCHHUM 3aBIaH-
HaM. Moro posB's3aHHS 3aNeKHTh Bill BUKOHAHHS
MPaBUII Ha BCIiX PiBHAIX:
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o anMiHiCTpaTHBHHUNA — (OPMYBaHHS KEpiBHHUII-
TBOM IPOTpaMu PooiT i3 kibepoOe3neky;
MPOIEIyPHUI — BHU3HAYEHHS HOPM 1 MpaBHII
JUTSL TIEPCOHAITY, SIKHI 00CITyTOBY€E CHCTEMY;
MIPOTPaMHO-TEXHIYHUA — YTPaBIIHHS AOCTY-
moM; 3a0e3nedYeHHs ILTICHOCTI; 3a0e3meucHus 0e3-
mevyHoi MIDKMEpPEXKHOI B3aeMOJii; aHTHBIPYCHHMA
3aXHCT; aHaJIi3 3aXUIICHOCTI; BUSBJICHHS BTOPTHCHD;
Oe3nepepBHUI MOHITOPUHT CTaHy, BUSBICHHS 1HIIN-
JICHTIB, pearyBaHHI.

KepiBHuk

Omnepatop

JlokaibHa Mepeka

T

Internet

SCADA-
cepBep

I
[}

| | Mepeska kourpoJiepis: Modbus+, Ethernet Touo
[ | |

;?fz Eﬁi’ni‘;ﬂ

T IeperBoproBaui lKoHTponepu I

RS-485

OB’EKT YIIPABJIIHHSA

Puc. 2. Crpyktypa ACY T

IMpoBenenuii  anamiz  kommaniero  Positive
Technologies B o6nacti kibepbesnexku ACY TII
npomuciaoBux 00’ekTiB 3a 2018 pik mokasas, 10
3arajibHe YHCJIO BUSBJICHHX KiOCPIHIUIEHTIB MPO-
JEMOHCTPYBAJIO TEHJISHITIIO 0 301IbIIEHHS 1 CKJIAaI0
257, mo nHa 25 % OinbIne KiTBKOCTI, 3adikcoBaHOI
B IOMEpeTHhOMY 3BiTHOMY mepiozi. Haituacrtime
2018 poky KiOep3NMOYHHII HAITIOBAIKCS HA 00Mal-
HauHs Schneider Electric Ta Siemens — 69 i 66
kibepatak BiAMOBiqHO, 23 % BWIIAIKIB BUSIBICHHS
Bpa3IMBOCTEH OYyJIM IMOB’s3aHi 3 MPOMUCIOBUM Me-
PEXKHUM O0OJaJHAHHSAM, a TaKOX i3 MPOTPaMHUM
naketoM SCADA Ta moauHO-MallMHHEUM iHTEpdei-
coM. Kpim mworo, 21 % BpasnuBocTeil BUSBICHO Y
MPOTPaMOBAHMX JIOTTYHUX KOHTposepax. ¥ 18 % i
4 % BumagKax ypasiIMBOCTI 3HAMIEHO y Hporpam-
nomy 3abesneuenni ACY TII i ugucinosomy mpo-
rpamHomy ynpasiiadi. e 11 % wnineil Bkazano y
3Biti Positive Technologies sik "inmi" [8].

Win32/Stuxnet (mepexxuuii ueps’sk — network
WOrms) — 1e Hepiuid BiJIOMUI KOMIT FOTEpHHI Bi-
pYyc, SIKU# 3Mir nepexonuTy 1 MoaudikyBatu iH(Op-
MAaIifHUH MOTIK MiX NPOrpaMOBaHMMH JIOTIYHUMHU
KOHTposiepamu 1 pobouumu craniismu SCADA-
CHCTEMH 1paHCBbKOI aTOMHOI enekTpocTaHuii B by-
miepi. YHIKaJdbHICTh WIKIAJMBOI IPOTpaMH mosisiraia
B TOMY, III0 BIIEpIIE B iCTOPii Kibeparak Bipyc (izu-
YHO 3pyHHYBaB iH(PACTPYKTypy, HUIIXOM IOLIH-
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PEHHS 110 MEpeXi 1 CTBOPEHHS CBOIX KOITii, BUKOPH-
CTOBYIOYH MEPEKHI MPOTOKONX 1 epudepiiHi npu-
crpoi. Ha nymky excneptis [9], came mporpamoBasi
JIOT14HI KOHTPOJIEPHU CTaIH THM "BY3bKHM MicueM'' y
CHUCTEMi aBTOMAaTH30BAaHOTO YIPAaBIiHHS, SKi CHpHU-
SUTH 3MiHI CAMOTO TEXHOJIOTIYHOTO MPOIIECy.

AHai3 iICHyIOYMX MiJXOJIB II0A0 KiOep3axucTy
CY4aCHUX TEXHOJIOTIYHUX CHCTEM MOKa3ye, IO Of-
HAM 13 TIEPCIICKTUBHUX HANPSIMKIB 3a0e3MeUcHHS
oesneku ACY IIT € cTBOpEeHHS iHTENEKTyalbHUX
cucteM kidepOesneku. [Ipuuomy B 0CHOBY o0y 10-
BU 3aIPONOHOBAaHMX CHUCTEM Mae€ OyTH MOKIaIEeHO
MTOHATTS ''eBoJtOMis (PO3BUTOK)", TOOTO 3MATHICTH
ajanTaiii CUCTEMH uepe3 3MiHy MapaMeTpiB TMix
BIUTMBOM 30BHIIIHIX 1 BHYTpIMIHIX Kibep3arpo3 (Ki-
OepaTak), NUISIXOM 3aCTOCOBYBaHHX TEXHOJOTIH
010 TMPOTHIIT KibepaTakaMm MPOTITOM BChOTO KHT-
TeBoro 1ukiy [10].

3anpornoHoBaHa IHTEJICKTyalbHa CHUCTEMa KiOep-
Oesneku ACY TII noBuHHa 3a0€3MEUUTH HE TUIBKH
BUSIBIICHHST HOBHX 1 HeBimoMux Kibep3arpos (kiOe-
parak) y Xoli MOHITOpUHTY (po3Bigku) KibepmpocTo-
Py, aJie TIPOBECTH aHajli3 BHUSBICHUX Kibep3arpos (Ki-
Oepatak) i aBTOMaTHYHWI BUOIp TTapaMeTpiB QyHKIIIO-
nyBaHHsi ACY TII B yMOBaxX HeCTpYKTHBHUIX BIUIHBIB
0e3 moripiieHHs ii OCHOBHHUX XapaKTEePUCTHK.

Kpim mporo, y cucremi kibepoesmexun ACY TII, Ta-
KOJXK MalOTh OYTH peai3oBaHi 10JJaTKOBI MOXKJIMBOCTI:
ABTOMAaTUYHOI 3MIHM BJIACTHBOCTEW 1 mapa-
METpiB cHcTeM 1 3aco0iB 3abe3meyeHHs KibepoOes-
MeKH, 3alleXHO BiJl 3MiHM CTaHy Kibeprpocropy
(BUSBNIEHHS! aKTUBHOCTI MOTEHIIIHHUX KEpen Ki-
Oep3arpo3, BUSIBICHHS KiOepaTrak) i pe3ylbTaTiB
MPOBEJICHHUX KibepaTak;

ABTOMAaTUYHOTO OIIIHIOBaHHS 3MiHH PIBHA 3a-
xumenocti ACY Bix xibep3arpos y xozi 3MiHH YMOB
(GYHKIIIOHYBaHHS;

ABTOMATHU30BaHOI MIATPUMKH TPUHHATTS pi-
IIeHb 1010 MPOTHIi KibepaTakaM i aBTOMaTHYHOTO
BIUIMBY Ha JiKepena KibepaTaxk;

ABTOMATHU30BaHOT MIITPUMKH TPUHHATTS pi-
IICHHS [TPO IEPEPO3IO/LI PECYPCiB CUCTEM 1 3ac00iB
KibepOe3nekn B pasi IXHBOrO (DYHKIIOHAJIHHOTO
ypakKeHHs B pe3ynbTaTi KidepaTak;

00JTiKy y mporieci 3abe3nedeHHs kibepoesire-
KU BCIX B3a€MOIIOB’SI3aHUX, B3a€MOJIIOUNX 1 3MIHIO-
BaHUX y Yaci YMHHHKIB, 10 BIUIMBAIOTh HA PiBEHb
kibepoOesneku ACY;

3HM)KEHHSl HEIIbOBOTO HAaBAHTAXKEHHS Ha
KOMIUIEKC 3ac00iB aBTOMaTu3allii cucTeMu Kibep-
oe3nexu ACY;

MPOTHO3YBaHHS, HA OCHOBI 3aKJiaJieHUX 1 Ha-
KOIMMYEHUX y TIpolleci eKcIuTyaramii 3HaHb, (haKTo-
piB, IO BIUIMBAaIOTh Ha piBeHb 3axuiieHocTi ACY
BiJ] yCiX BHIIB Kibep3arpos.
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Buznagaroun 3aBmaHHsS OOpOTHOHM 13 3arpo3aMu
KiOepOe3mmekn, He MOYKHA BIIKUAATH PO3POOICHHS 1
peaizailifo akTUBHUX CHOCOOIB i MeTONiB 3a0e3re-
4yeHHs KibepOesneku. ToMmy B cuctemi kibepOesmnekn
ACY mnoBuHHI OyTH nependadeHi MOXKIHBOCTI Tpo-
BE/ICHHS IIOTEpPE/DKYBATBHUX —alapaTHO-POrpam-
HUX BIUIMBIB (TIPEBEHTHBHUX YAApiB) 1 aKTHUBHUX
aTak Ha JpKepena Kibepartak, siki BUsIBIEHI, iH(Op-
MaIliifHi CHCTEMH 1 pecypcH HpOTHOOPUOi CTOPOHH,
a TakoX 3JAaTHICTh A0 Ae3iHdopmarii mpoTndopyoi
CTOPOHH TIPO CIPaBXHi BIACTHUBOCTI 1 MapamMeTpu
ACY Taii cucremn KibepOe3meKu.

OpHi€ro 3 yMOB CTBOPEHHSI IHTETIEKTyaIbHOI CHC-
TemMu 3a0e3nedeHHs KibepOesneku ACY TII e 3a-
CTOCYBaHHSI amapaTrHoi i mporpamuoi miuardopm 3i
CKJI/Ty TOBIPEHOTO MPOTPaMHO-aNapaTHOTO Cepeio-
Buma. Ilig moBipeHicTIO OymeMo pO3yMiTH CyBODY,
rapaHTOBaHY BiJIOBIIHICTh HEOOXIIHUM BHUMOTaM Y
yacTuHI iH(oOpMaliiHOl Oe3MeKku, HAMIMHOCTI Ta
(byHKIIIOHATBHOI CTIKOCTI B yMOBax CY4acHOTO
indopMariitHoro TpoTHOOpCTBA 3a JOTPUMAaHHS
MEBHUX YMOB TEXHOJOTIYHOT HE3aIeKHOCTI.

[lepenbadeHo, mo iHTeNEKTyallbHA CHCTEMa Ki-
OepOesnekn Oyae (QYHKIIOHYBaTH Ha BEPXHHOMY
piBHI iepapxii moOymoBu ACY TII, msxom iHTeT-
pauii B SCADA-cucremy. Sk iHTEeNeKTyalbHy CHC-
TEMY TPOIOHYETHCS BUKOpucToByBaTH EC — nroau-
HO-MAaIllMHHY CHCTEMY, SIKa 3aCTOCOBYE EKCIEpTHI
3HaHHS s 3a0e3MEeUeHHsT BHCOKOS(EKTHBHOTO
po3B's3aHHsA He(dOpMaTi30BaHUX 3a7a4 Yy BY3bKii
MpeIMeTHii 06acTi.

ExcriepTHi cucTeMu J03BOJISIOTH, BUKOPHCTOBY-
10uYM 3HaHHS (axiBIiB MPO JAESKY KOHKPETHY TMpe/-
METHY BY3bKOCIEIiani3oBaHy 00NacTh i B Mexax
i€l o0nacTi, mpuiAMaTH PIlIeHHS Ha PiBHI eKcIepTa-
npodecionana. HaitOinpiry yBary ChOTOAHI MPHUi-
nsitoTh EC, 31aTHUM TpuiiMaTH pilieHHs B MaciTaoi
yacy, OJNM3BKOMY JI0 pPEajJbHOTO (JMHAMIYHOTO).
JluHaMidHI eKCIIepTHI CHUCTEMH, IIOPIBHSHO 31 CTa-
TUCTUYHUMH, MICTATH JOAATKOBO TaKi KOMIIOHEHTH:
MiZICUCTEMY MOJICITIOBAHHSl 30BHILTHBOTO CBITY 1
MIJCUCTEMY B3a€MOJii i3 30BHILIHIM CBITOM, IO
JIO3BOJISIE YOPABIATH CKJIAAHUMH TEXHOJIOTIYHUMH
mporecaMy B peXHMi MOHITOpPHUHTY (KiOeppo3Bi-
ku). lle BKirouae BHSBICHHS BiIMOB (HACHIJIKiB
KiOepaTaky, NMPUAHATTS PilIEeHHS 3a pe3yJbTaTaMH
MOKa3aHb MHOXKUHH NepudepiiiHux mpucTpoiB, OIl-
THUMI3alLlil0 1 MJIaHyBaHHS MPOLECY, YIPaBIiHHSA Be-
JIUKAMU Mepeskamu, posnojiienumu CYBJI, 3nat-
HICTh MiJKa3zyBaTu omeparopy (KibepcreuiamicTy),
SK JISITH Y CKJIAJIHUX YMOBaX, a B KPUTHYHHUX CUTY-
arisix — OpaTu ynpaBIiHHS Ha ce0e.

Huni minepom y cdepi CTBOpeHHS TUHAMITHUX
EKCHEPTHUX CHUCTEM PEaNbHOro 4acy € mponaykt G2
(Gensym, CIIA), sxuii mOpeACTaBIsiE COOOO
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00’€KTHO-OpPIEHTOBAaHE IHTErpoBaHE CepelIOBHIIEC
IUIsL pO3pOOJICHHS 1 CynpoOBOLY NOAATKIB PEabHOTO
Yacy, 110 BHKOPHUCTOBYIOTH 0a3u 3HaHb. [IpoIyKT
G2 po3podicHMiA K BiAKpUTa CHCTEMa, 3B 30K 13
30BHIIIHIMH JKepesiaMi JaHUX OyIyeThCs Ha OCHO-
Bi 0iOJIOTEKM CTaHAAPTHHUX IHTEPQEHCiB 1 cepBepa
GSI (G2 Standart Interface) (puc. 3) [11].

Monyas Gibriorexkn GST

Turepdeiic i3 npuKIaTHOIO <::> Mpuxaagna
nicucremn nigcucrema
Monyas Gibaiorekn GST 3 C
Tntepdeiic i3 CYB]I CYBZL
& /
B Moy bibaiorexn GST
] <:> InTepdeiic i3 cucremoro <*:‘/'\ Ynpasasiioua
MalHH{ ynpaainns cHcrema
= \
Mogyab bibaiorexn GST Tporpamosani
Lutepeiic i3 KOHTpOJIepH
konTposepamu (PLC) (PLC)
Moy Giduriorexu GST
InTepdeiic i3 Moemio0u0I0 <:> Moaenan

cHeTeMH

Puc. 3. IHTepdeiic ekcnepTHoi cuctemm G2

[Mincucrema GSI mparroe mapanensHO 3 MPHUKIIA-
JTHOIO CHCTEMOIO SIK He3aJeXHHH 0OpOOHMK MOJiH i
3a0e3redye 1 JBOCTOPOHHIO B3AEMOJIIIO 13 IUPOKAM
CHEKTPOM IMPOTPaMOBAHHUX KOHTpOJIEPiB (Mikpo-
CXeM), CUCTeM 300Dy JaHUX, KOHIIEHTPATOPIB JaHUX
i po3Buaenux CYB/I.

[Mponykr G2 yHiKaqbHIM YHMHOM TOEAHYE B COO1
TEXHOJIOTI] MipKyBaHHS, BKJIIOYAIOUW MIPaBUIIa, MPO-
Leypy, MOJIEIIOBaHHs 00’ €KTIB 1 mporieciB, iMiTa-
HiliHe MOJIENIOBaHHA Ta TpadiyHe MpeCTaBICHHS B
€IVHOMY CEpEeIOBUIIl PO3pPOOJICHHS 1 BIPOBAKEH-
Hsl, IHTErpye B COO1 MHOKUHY B32€MO/IOTIOBHIOIOUHX
METOJIB IITYYHOTO 1HTEIEKTY, IO CIPOIIYE 1 TpH-
CKOPIOE TIpoIieC PO3pOOIICHHS JOAATKIB 1 JTO3BOJISE
poOuTH iX yHiBepcalbHUMH. J{ykKe BaKIHBOIO 0CO0-
nuBicTio G2 € MOXIIMBICTD pelaryBaHHS JIOJIATKIB y
PEeXUMIi peabHOro yacy.

OCHOBOIO CEpeAHbOro i HWXKHBOTO PIBHIB i€pap-
Xii MOOYZOBU IHTENEKTYaIbHOI cHCTeMHU KibepOes-
nexku ACY TII noBuHHI cTaty anapaTHO-POrpaMHi
3aco0wu, ski Hanexats 10 KAIC. [Ipuyomy HeoOXxin-
HO YiTKO PO3YMITH PIi3HUIFO MiXK MOHSATTAM ''BiJIMO-
BocTilikicTh" 1 "KaracTpodocTiiikicTs". Y MOHATTI
"BIIMOBOCTIHKICTh" aKLEHT POOHUTHCA Ha BiAHOB-
JICHHSI TpaIie3/IaTHOCTI MICIs OJMHUYHUX, BHIIAIKO-
BHX, HE IIOB’SI3aHUX MIK COOOIO BiMOB KOMITOHEH-
TiB. TexHOMOrIs BiNMpaIOBaHHS TaKUX BiJMOB IIe-
pendauae, SIK IpaBUIIO, IO B pOOOTY BBOJATH pe3ep-
BHI KOMIIOHEHTH KOXHOI MiJICUCTEMU 200 KOMIIOHE-
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HTH, SIKl 3aJUIIWINCA TIPH 0araropa3oBoMy dyOITo-
BaHHi, IEPEPO3NOAUIIIOTh M’k cO00I0 POOOTY He3a-
JIS)KHO BiJl TOTO, IO BiOYBa€ThCS B IIeW 4yac B iH-
mMx mgcucremax [12].

Y monaTTi "kKaracTpodOCTIHKICTL" TOJIOBHE —
30epekeHHs JaHuX 1 TMPOJOBXKEHHS POOOTH B YMO-
Bax MacOBHX 1, MOKJIMBO, ITOCJIITOBHUX BIJIMOB CHC-
TeM (kibepaTak) i MOB’sI3aHUX MiX cOOOIO mMifcHC-
TeM. Sk OCHOBHMU MOKa3HHK Yy LBbOMY BHIAIKY
BUKOPUCTOBYEThCA MOKa3sHUK npoctymHocTi KAIC,
SIKMH XapaKTepU3ye CTYMiHb MOXJIMBOCTI OTpHUMaH-
HS HEOOXIOHMX HAaHMX 1 3AIMCHEHHS B3aeMomil 13
3aJaHUMU NOJATKaMH y MPUHHATHI TEPMiHHM 1 3 He-
OOXiTHHM piBHEM MNPOIYKTUBHOCTI. Y IBOMY KOH-
TEKCTI CKJIaJIOBUMU TIoKa3HuKa jgocTynHocTi KAIC €
MMOKA3HUKH HaJIIHHOCTI armapaTHO-IPOrpaMHUX 3aCO-
6iB KAIC, a Takox MOKa3HUK MPOTYKTHBHOCTI BKa-
3aHOI CUCTEMH, IO MPEJICTAaBISIE COO0I0 BiIHOIICH-
HS Yacy BiATYKy iH(opMamiifHoi cuctemu 10 ii mpo-
mycKHoi 31atHocTi [13].

Crig migkpecnuty, mo ctBopeHHs KAIC BeneTs-
csl 3 MPUMYIICHHS, MO KaracTpoda, Ha BiAMIHY Bif
BiZIMOBH (TIOJTii MOJKJIMBOI, MPOTHO30BAaHOI, IMOBIp-
HOT) — IIe TOJis MOXKIIMBA, alleé MaJoWMOBipHa, abo
WMOBIPHICTP SIKOi Masia i He MoXe OyTH OOTpyHTO-
BaHO OIlIHEHA Y TIPOIECi MPOEKTYBaHHA. B iHIOMY
BHIIAJKy HIutocs 0 He mpo karacTpody (kibepara-
KY), a Ipo YMOBH (DyHKITIOHYBaHHS.

Takum 4YMHOM, MOXXKHA 3pOOWTH BHCHOBOK, IO
st mobynoBu KAIC moTpiOHI BiAmoBimHI iHCTPY-
MEHTaJIbHI 3aCO0M — OmepalliiiHi CUCTeMH, IO Mij-
TPUMYIOTh  0araTtomnporecopHy (pasmnapajeieHy)
poOOTYy 1 MOBH TIpOrpaMyBaHHsI, 31aTHI KOHCTPYIO-
BaTH BIPTyaJlbHI OOYHCIIIOBAIbHI CTPYKTYPH CIIellia-
JBHOTO BHJY H ONHCYBaTH BHKOHAHHS MacoBO-
napajieibHUX, JOKAIbHUX alTOPUTMIB PO3B’S3aHHS
TPYIOMICTKUX 3aBJIaHb.

Huni mepeBaxxHuM croco0oM pasnapaieintoBaH-
HSl 3aBJIaHb € BEJIMKOOJIOYHE pa3napaieiroBaHHs,
KOJIM 3aJjaua PO30MBAEThCS HAa BEIHKI Mig3agadui i
KOXKEH TIpoLlecop y CKJali CyHNepKOMII IoTepa
poO3B’si3ye BuAineHy Homy uactuHy. OnHak mozio-
HUHW maxin mae psia HemodikiB. Ilo-mepre, mporre-
COpPH 3arajbHOr0 NPHU3HAYCHHS MEHII e()EeKTHBHI,
HDK creniamizoBani mnpuctpoi. Ilo-mpyre, s
PO3B’s13aHHs MEBHOI 3aJadi BEJIMKA YacTHHA MpolLie-
COpHOI1 JIOTiKH € HaaMmipHOwo. CTBOpeHHS cremiai-
30BaHOT0 KOMIT I0Tepa, SIKU po3B’A3yBaB OH KOHK-
peTHE 3aBIaHHS, BUMAara€ BEJIIMKUX (DiIHAHCOBHX 1
yacoBux BuTpart [14].

[HIMHA 1UISIX — BUKOPHCTaHHS peKOH(IrypoBa-
HUX JIOTIYHHUX MPHUCTPOIB, SKi peaizyloTh TEXHOJO-
Tito apiOHO3EpHUCTOT, JIOKATBLHO-TTAPAICIBHOI apXi-
TEKTYpH, JAIOYH MOKJIMBICTH 3MIHIOBATH ''BHYTpIIII-
HIO JIOTiKy" TIpOIlecOpiB, OMHHAIOYH IepepaxoBaHi
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Buie mpooiiemu. [lix moOHATTSIM apiOHO3EpHUCTHI
napanenizm 0yJeMo PO3yMITH MOXKIUBICTh pO30OHUTH
3a71a4y Ha MHOXKUHY HEBEJIMKUX OJHOTHITHHX ITi3a-
nad, siki OyIyTh BUKOHYBATHCS IMapajielbHO Ha OK-
PEMUX MPOCTHX MPOIECOpax, y bOMY IMPOIIECi JaHi
MaKCUMAaJIbHO PO3MOMIJICHI IO CHCTEeMi, a KOXEH
MPOIIECOpP BHUKOPHCTOBYE MIiHIMAIBHO MOXIIUBHAN
Habip manux [15].

TakuM yuHOM, NPiOHO3EPHUCTICTH, a00 MacoBe
pasnapalentoBaHHs, O3Ha4Yae, M0 B KO)KHOMY 004H-
CIFOBAILHOMY TIPOIIECi B KOXKEH MOMEHT Yacy Mic-
TUTbCA MiHIMaJbHA KiIBbKICTH KOMaHJ (TiJI0 BHYTpi-
ITHHOTO LUKIY) 1 JaHWX (elIeMEeHTH MacHBiB, HEOO-
XiHI 111 00YHCIIEHHS OHOTO BUTKA IIHUKITY).

Ha crorogHimHii AeHb JIOTIYHUMH TPUCTPOSMH,
SIKi 3/1aTHI peasizyBaTH TEXHOJIOTII0 JpiOHO3EpHUC-
TOI, JIOKAJIbHO-TIAPAJICNIbHOI, 0araTomnponecopHoi
apxitektypu e ILJIIC (PLD — Programmable Logic
Device) — eneKTpOHHI KOMITOHEHTH (iHTerpajibHi
CXeMH), SIKI BHUKOPHUCTOBYIOTHCSI IJIsi CTBOPEHHS
KoH(IrypoBaHUX MU(POBUX EIEKTPOHHUX cxeM. Ha
BIIMIHY Bij 3BHUaHUX HU(POBUX MIKPOCXEM, JIOTi-
ka pobotu IIJIIC He BU3HAYAETHCA IMiJT YaC BUTOTOB-
JICHHS, a 33/Ia€THCS 3a JOMOMOTOI0 IPOTrpaMyBaHHS
(mpoexTyBaHHs), MpH LBOMY BHUKOPHCTOBYETHCS
IporpamMaTop i CepeloBHIIE Ui HaJAIITyBaHHS
(IDE — Integrated Development Environment), sixi
J03BOJISIIOTH 3a/1aTH OakaHy CTPYKTYpy L(poBOro
NPUCTPOIO Y BHIJISI TNPUHIMUIIOBOI €JIEKTPUYHOT
cxeMu a00 MpOrpaMu Ha CIeliaJbHUX MOBaX OIMKCY
ammapatypu: AHDL, VHDL, Verilog Tta ixmi, npuyo-
My TEOPETUYHOI 0a3010 IMPOEKTYBaHHsS € OyJieBa
anreOpa, nBilikoBa apudMeTrKa i Teopis KiHIIEBUX
aBTOMaris [16].

CyuacHi [UIIC npencraisitoTh COO0K0 MaTPHIIIO
MporpaMoBaHuX JIOTiyHUX eneMeHTiB i3 CPLD
(Complex Programmable Logic Device), FPGA
(Field-Programmable Gate Array), FLEX (Flexible
Logic Element Matrix) ctpykrypamu, Ha 6a3i SKuX
CTBOPIOETHCSI a0COIOTHO HOBUH HAINpPsIMOK PO3BUT-
Ky MIKPOEJIEKTPOHIKH — YHiBepcallbHI Mikpompole-
copHi cuctemu Ha kpuctaii (System-on-Chip — SoC,
SoPC — System-on-a-Programmable-Chip, MPSoC —
Multiprocessor System-on-Chip). Taxi ckmaaHi iH-
¢dopmMariiiini cucremu kimacy SOC CKiIamarOThCs 3
TPbOX OCHOBHUX LU(PPOBUX CHUCTEMHHX OJIOKIB:
po1ecop, nam’ ATk 1 jJorika (puc. 4).

[potiecopHe si1po peaiizye MOTIK YIPaBIiHHS, KO-
T KO)KHA TpOrpama BCTAHOBIIOE TIOCIIJOBHICTb BH-
KOHaHHs orepallii 0OpoOJIeHHsI TaHuX, JO03BOJISE 3a-
JlaBaTH OJWH 13 MOXKJIMBUX QJITOPUTMIB POOOTH BCi€l
iH(popmaiitnoi cuctemu. [lam’sITh BUKOPUCTOBYETHCS
3a ii mpsMIM TIpU3HAYCHHSIM — 30epiraHHs Koy Tpo-
rpaMu MPOLIECOPHOTO sAfpa i AaHuX. | HaperTi, Jorika
BHKOPHCTOBYETBCS JUIA peaji3amii CIieriaiizoBaHux
amapaTHUX TPHUCTPOIB OOpPOOJCHHS 1 MPOXOMKECHHS
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JaHUX, CKJIAJ 1 MPU3HAYEHHS SIKUX BU3HAYAIOTHCS
KiHIICBUM JIOJIATKOM — IIOTOKOM JIAHHX.

B ocHoBi mertonmomnorii npoektyBanHs SOC e-
XKUTh MPHHIUI TTOBTOPHOTO BHUKOPUCTAaHHS OJIOKiB
(reuse-6mok, IP-610k (Intellectual Property), cxia-
THUHM GyHKIioHANBHUN 050k — C®D-0110K), 10 po3-
POOJISIOTECSI B MEKaX OJHOTO MPOEKTY, MTOTIM BHKO-
PHUCTOBYIOTHCSI B 1HIIIUX MPOEKTAX.

L | JTAG ARM Voltage
Scan Processor Regulator
[ System Contmller |
Advanced It Ctrl fealas = -—
ol =
PLL =T, =]
l [ =]
Peripheral B
Bridge E
= Flash
Frop It Timer | | -
Watchdog Timer
Fieal Time Timer a5
e | o SR
FID Ctrl =7 .
L o if
T PP pec - =
-t Ethermet MAC -+ L > CAN .
- USARTO-1 USE Device -

SP1 PWM Cird

1

Two Wire Interface Synchro Serial Crrl —

$

ADCD-7

Timer'Counter 0-2

Puc. 4. CtpykTypa TMNoBOi cuctemMu Ha KpucTani, nobyaoBaHoi
Ha ocHoBi ARM-mikponpoLiecopa

®dakTHYHO Bech mporec po3pobieHHs SOC mic-
TUTh YOTHUPH €TaIH: PO3poOIIeHHs apXiTekTypu SOC
Ha cHcTeMHOMY piBHi; BuOip IP-0mokiB i3 6a3u na-
HUX; TIPOEKTYBaHHS OJIOKIB, SIKi 3QJIAIIFIINCS; 1HTET-
partist BCix OJIOKiB HA KPHUCTATI.

Inma npuHnunosa ocodnauBicth SOC — 11e HasB-
HICTh MPOrpaMOBaHUX OJIOKIB — MPOIIECOPIB, 3 ypa-
XyBaHHSM 1IbOTO SOC € He MPOCTO iHTerpalibHa CXe-
Ma, a KOMIUIEKC, 10 CKJIaay SIKOTO BXOJSTh SIK arla-
paTHa YacTMHA — dYill, TaK 1 MpOrpamMHa YacTHHA —
BOyZoBaHe mporpamHe 3abesmeuenHs  (Linux,
Windows toro) [17-18].

Huni npoexryBanHs SOC € pO3BUTKOM TEXHOJIO-
riif 1 3aco0iB po3poOiIeHHs Ccreuiani30BaHUX iHTer-
panbaux Mikpocxem (ASIC — Application-Specific
Integrated Circuit) i TIJIIC. VY3araabHeHy cxemy
TPaIUIiHHOTO MapUIpyTy TOKa3aHO Ha pucC. 5.

[Ipouec mpoexryBanass SOC € mOCHiOBHHUM, i3
BHU/IIJICHHSIM TEXHOJIOTIYHUX €TamiB — PIBHIB, Ta
ITepaTHBHUM, TOOTO Ha KOXKHOMY €Talli MOXHa 3p0-
OuTh BigKaT Hazaj AN KOPUTYBAHHS MPOEKTY.
[IpoexTyBaHHsS NPOrpaMHOTO 3a0€3MEUEHHSI BHKO-
HYEThCS BIJIOKPEMIICHO BiJl PO3pOOIICHHS anapaTHUX
3aco0iB, IICIIA OTPUMAaHHS BIpTyallbHUX a00 (i3my-
HUX MPOTOTHUIMIB amaparypu. Ha BciX piBHSX BHKO-
PUCTOBYIOTH KOMIIOHCHTHHH Miaxia. KommonenTn —
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(hyHKITIOHAIBHI, TOTIOJIOTIYHI 1 MporpaMHi OJOKH —
OPraHi3OBYIOThCS B Oi0JIIOTEKH, AJIS MOBTOPHOTO
Bukopuctanus [19, 20].

@aKTUYHO ONMUCAHUN MaplIPyT NPOEKTYBAHHS HE
Ma€ JKOIHUX MPUHIUIOBUX BiIMIHHOCTEH TMOpPiBHS-
HO 3 TPAJUIIAHOK TEXHOJIOTIE CTBOPEHHS MIKpO-
MIPOIIECOPHUX CHUCTEM. 3 OCOOIMBOCTEH CIiJ BHII-
JUTH Te, IO [EeHTPaJIbHY MO3UIIII0 3aifHsIIa Iporpa-
MoBaHa amaparypa — [IJIIC, 3’ sBunucs 3acodu cTpy-
KTypHOI KOH(irypamii mpouecopuux sigep, CAIIP
[UIIC, mpuuoMy makeTH po3poOIeHHS MPOrpaMHO-
ro 3a0e3neyeHHs: 00’ €AHYIOTbCS B MOTYXKHI 1HCTpPY-
MEHTaJIbHI KOMILIEKCH.
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Puc. 5. Y3aranbHeHa cxema TpaguuUiiHoOro MapLupyTy

[pukmnagom Takoro komiuiekcy moxxke Oyt CAIIP
¢bipmu Altera s mpoextyBanss SOPC wa 6a3i TTJIIC
1 mporecopuoro simpa NIOS 1, sixuit BKiIrOUae 6a3oBi
naketn Quartus Il (ITIC), SoPC Builder (xoudiry-
pyetnest poriecopHe spo), NIOS 11 IDE (nporpamue
3a0e3rneueHns) i Oarato iHmmx posmmpeHs (DSP
Builder, C-to-Hardware Compiler Torro).

5. BUCHOBKH

TakuM YUHOM, JOXOJAMMO BHCHOBKY, IO BHKO-
PHUCTOBYIOUM pEKOH(DIrYpOBaHi JIOTi4HI NPHCTPOI
(IUIIC) mnst cTBOpeHHs OaratomporiecopHUX (po3-
napaieieHux) "KuBydux' CTPYKTYp y Iporieci mo-
OyZlOBH IHTENEKTYalbHOI CHCTEMH KibepOes3meku
ACY TII, Mu oTpuMyeMo TiepeBaru: BUCOKa KaTacT-

52

podocrTiiikicTs (KiOepcTiHKICTh), a TaKOX MPOIYK-
TUBHICTh CHCTEMHU TIpU pO3B’SI3aHHI 3aBJaHb,
OB’ sI3aHKX 13 3a0€3MeUCHHM 11 KibepOe3neKy.

3azHaunmo, mio 3ampomoHoBaHi KAIC maroTs
BEJIMUE3HUH pecypc pe3epByBaHHS 1 TUCTaHLIHHO-
ro MepenporpaMyBaHHs, MOJATbIIe BUKOPUCTAHHS
SIKAX TIOB’SI3aHO 3 OCHAIIEHHAM X HEOOXiTHUMHU
CEHCOpaMU/aTYNKaMHU B CYIIPOBO/II IIPOTpaM Iiep-
BUHHOTO 0OpOOJICHHSI OTPUMAHUX JTaHUX 1 mepeaadi
OMX JAaHUX Ha HACTYMNHI iepapxiyHi piBHI 00p00-
JIEHHS, 3 METOI0 30epiranHsg i BUPOOJEHHS ympaB-
JIHCHKUX PillIEHb.

6. IEPCIIEKTUBH
HOJAJIbIINX JOCJIIKEHD

[Momanpimmii pPO3BUTOK TEXHOJOTIT System-on-
Chip (SoC) mamacts MOXIIHMBICTh pealizyBaTH TEX-
Hojoriro "Mepeska Ha kpuctami’ Network-on-Chip
(NoC) — mepexHa cucTeMa 3 KOMYTAIIEIO MAaKETiB
Ha OCHOBI MapuipyTu3atopa Mix Mmomymsmu SOC.
[Ipomonyerbes Ha 6a3i TexHomorii NOC y monmans-
IOMY CTBOPEHHS IIaTGOpMH — PO3MOAITICHOI iH-
(dhpacTpykrypu MTOMMITKOBUX TiJIe, DDP
(Distributed Deception Platform), sxa mo3Bosse
PO3TOPHYTH MEpeXy MiAPOOJICHUX TPUCTPOIB-
npumanok (honeypot — "ropumk meny"), siki mpak-
TUYHO HE BIiJIPI3HSAIOTHCS BiJ pealbHUX 1 MOXYTh
CIy’)KUTH 00’ €KTaMH 30HIyBaHHS, aTaK i 3JI0MiB.
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Ensuring cyber security
of ACS TP by using FPGA technology

In modern conditions, cybersecurity issues are moving from the level of information protection at a separate object of
computer technology to the level of creating a single cybersecurity system of the state, as part of the information and na-
tional security system responsible for protecting not only information in the narrow sense, but also all cyberspace. In the
process of forming global cyberspace, military and civilian computer technologies are converging, new means and
methods of influencing the information infrastructure of a potential adversary are being developed, and specialized cyber
centers are being created and implemented on high-tech platforms. At present, the cybersecurity procedure does not fully
reflect the issues related to the cybersecurity of the ACS TP. This is due to the fact that the ACS PA was originally
developed based on the ideology of physical isolation from external networks and strict delimitation of access by service
personnel, using specific software, information exchange via industrial communication protocols Modbus, Profibus, etc.,
which often work on top of the TCP / IP protocol. Accordingly, there are many vulnerabilities in the ACS TP, the
probability of which in various cyber incidents is directly proportional to the importance and significance of the object.
Given the fact that the ACS TP have become an integral part of our existence, respectively, the problem of cybersecurity of
the systems under consideration is today an urgent and timely task. The article discusses an approach to ensuring the
cybersecurity of automated process control systems (APCS) by creating intelligent cybersecurity systems (ISCs). It is
assumed that the construction of the proposed systems should be based on the concept of "evolution (development)”, that
is, the ability of the system to adapt through changes in parameters under the influence of external and internal cyber
threats (cyber attacks), through the applied technologies, to counter cyber attacks throughout the entire life cycle.
Technically, it is proposed to implement the ISCs by means of using an expert system and disaster-tolerant information
systems (DIS), a characteristic feature of which, in contrast to fault-tolerant systems, is the continuation of work in
conditions of massive and, possibly, consecutive failures of the system or its subsystems as a result of cyberattacks. These
properties (catastrophic properties — system survivability) are possessed by programmed logic integrated circuits (FPGA)
— a class of microprocessor systems, a characteristic feature of which is the ability to implement a multiprocessor
(parallelized) structure that can withstand external influences (cyber attacks). By themselves, FPGA are an integrated
circuit, the internal configuration of which is set by programming using special languages for describing hardware.

Keywords: cybersecurity; automated control system; catastrophic system; programmable logic integrated circuit;
expert system.
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