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CTETAHOTPA®IYHA CUICTEMA
MPNXOBYBAHHS TEKCTOBOI IH®OOPMALITE
B AYAIO®AWIIAX

Cmezanozcpaghiio aydioghatinie MOICHA BUKOPUCIOBYSAMU SIK eqheKmMUHULL | Ol€8UII MEemMOO NPUXOBYEAHHSL NOBIOOMACHD.
Y yiti cmammi npedcmasneno 0ockonanenui nioxio 0o NPUXo8YEaHHs CeKpemuoi mekcmogoi inghopmayii nogioomuenHs 6
ayoiogatinax, wo noconye memoou cmezanozpagii ma kpunmozpagii. fx areopumm cmezanozpaghiunoco nepemseopenis
BUKOPUCMAHO MemoO HatMmeHu 3Hauywux oimie (LSB), 00un i3 Haunowupeniuux ma 0CHOGHUX Memooie cme2anozpapii.
Onucana cymov yb020 Memoody NoaA2ae 8 3aMIHI HAUMOL0OWUX OIMi8 36YK08020 KOHmMeliHepa Oimamu nogiooMIeHHs, U0
Micmamy 0yoce MAao KOPUCHoi ingopmayii, momy ixne 3anosHenHs 000amKos60io iHopmMayieio npaKxmuyHo He 6NIUBAE HA
sakicme  cnpuunamms. Taxkuil 6azomuil HeOONIK, AK HU3bKUL pPI6eHb HAOIUHOCMI, NOKPAUYEMBCSA BNPOBAOINCEHHAM
KpUnmozgpagiunozo wiapy, 0oyilbHicms 4020 0bipyumosaro y cmammi. Kpunmoepagiunuii 3axucm 0ooano y euensioi
O00HO20 13 CYYACHUX CUMEMPUYHUX aneopummis wugpysanus — aneopummy AES 6 pescumi CBC. [{na cmeopenHs cmiiikozo
KpUNMOKIIOYA 6UKOPUCHAHO NCE6006UNAOKOGI YUCIA. ANeopumm 3acmoco6aH0 01 3axXuUcmy HOGIOOMIEHHA, WO Nic/a
KpUnmozgpagiuHo2o nepemeopertss Npuxosyemvcs 6 ayliohaill 3a 0onomo2orn cmezanoepagiunoeo memody LSB.
Ilpoananizoeano ocHosHi xapaxmepucmuku cmezocucmemu. Y yitl pobomi npukiadHa cucmema Cme2aHopapiunHo2o
saxucmy iHpopmayii 6 ayoiogaunax i3 6UKOPUCHAHHAM KPURMOSPAPDIYHO2O AN20pUmMMy peanizo8aHa 3a OONOMOZOH
suxopucmanns cepedosuwa Microsoft Visual Studio 2019 ma xpunmoepaghiunux 6ibniomex, M060I0 NpPOSPAMYEAHHS
obparo C++. YV poni yughposoco konmetinepa suxopucmaro ayoiogaiin popmamy WAV. NIST-mecmu 3acmocosaro ons
OYINIOBAHHA CIMILIKOCMI 00 CMe20ananizy, wo 3a pe3yromamami € Kpawjoio 3 GUKOPUCIAHHAM YOOCKOHANEHO20 Memooy
nopisHaHo 3 KnacuyHum nioxooom LSB. Kpim moeo, cmeeanocpadiunuil aneopumm OYIHIOEMbCA BI3VATbHO WLISAXOM
NOPIGHANHA NOYAMKOB020 aydiodaiiny ma cme2o@aiiiy 3 npuxo8anum nosioomienuam. Pesyremamu ananisy exazyioms Ha
siocymuicms cnioie cmeeanoepagii. Ha ocrHogi ompumanux pesynomamie MOJXCHA CMEEPOACY8aAmu npo HAOJIHICMb ma
epekmusHicmb  BUKOPUCTIANHSL 3aNPONOHOBAH020 NiOX00y, momy euxopucmanis LSB-AES mexuixu mooice Oymu
3anponoHO8aHo O 3a0e3neueHHs Oe3neuHol nepedaui OaHuUXx.

Knwwuosi cnosa: cmezanoepagis, wugpysanns, Least Significant Bit; areopumm AES-CBC; NIST-mecmu.

1. BCTYI a IUIIXOM TOro, 100 BOHHM 3ajHIIaINUCSI HEINO-
mivenumu [2]. 3aramom, creranorpadis Moxe
BUKOPHCTOBYBATH Yy BUTJISAAI KOHTEHHEPIB OyIb-1110
Bil Takux IUQPPOBUX HOCIIB iHpopMaIlii, sK
300paXkeHHs, ay/li0 Ta BiJIc0, 1O MEPEKHUX MPOTO-

Just 3a0e3nedeHHs KOHQIASHIIIHHOCTI 3aCTOCO-
BYIOTh HE JIUIIIE METOJIU KpunTorpadii, a it MeToan
creranorpadii. Xouya KoxHa i3 [IMX HAayK Ma€ CBOI
cdepu 3acTOCyBaHHS, BOHH MOXYTh ITOEHYBATUCS : / :
JUTS i ABUIIEHHS €(EKTUBHOCTI 3axuCTy indopmarii ~ KOIB CTATOHHOT MOZCI QSI. .

(Hampuknan, ans  mepefadi  KpuITorpaivHmx VY npomy ZIOCTTIJDKERH yBara MPHUIAETHCS JHILe
KiouiB) abo K s (OPMYBaHHS  HAmiHHOI CTeFaHOFpa(b%l B ayJliocepeoBHIL. 3aC:[00yBaHHSI
6esneunoi cuctemu 383Ky [1]. creraorpadii B ayziio € CKIaJHUM, OCKIJIBKH CIy-

Creranorpadis — Hayka NPUXOByBaHHs IoOBigoM- XOBda CHCTEMa JIFOMHHA (HAS) qunHBjma 1o
JICHB, aJie He IIISIXOM iXHBOT'O NIepeTBOPEHH Ha mocy ~ HEBEIMKMX  3MIH Yy ayllONaHMX, HLK Bl3yalbHa
Hepo3Ili3HaBaHe, SIK 1€ BiAOyBaeThes y KpunTorpagii, CHCTEMa JIHOIUHH (HVS) [3].

© Byuuk C., Xomenko O., Cepnincbkunii 10., 2023
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2. AHAJII3 OCTAHHIX JOCJIIKEHb
I IYBJIKAIIN

Jeski 3 mocmipkeHb, OMyOJiKOBaHMX B 00JIACTi
aymiocteranorpadii, po3risiaroTh Habip TAKKX 3arajib-
HuX miaxomiB, sk Least Significant Bit (LSB), Echo
Hiding, Spread Spectrum (SS), Phase Coding,
pO3TISHYTUX Y [4].

CxeMa MpUXOBYBaHHs JaHHUX Yy BiJleo- Ta aymio-
(hatinax, 3amporoHoBana B [5], BukopuctoBye 4LSB
Ta anropuT™ (a30BOr0 KOAYBAaHHS IS 30eperKeHHs
AKOCTI Bigeodaiiny HaBiTh micias BOYAOBYBaHHS
CeKPEeTHHX JaHUX. 3aCTOCYBaHHS ayAiOCTEraHo-
rpadii 3 TekcToM mHUQPYyBaHHS MOTOKOBOTO MUBPY
RC4 po3pobireno B [6]. 3anpornoHoBanuit miaxin [7]
o aynaiocreranorpadii BHKOPHCTOBYBaB KOMOiHa-
ito oouncienns koedinieara DCT i cxemu mmdpy-
BaHHA AES s mokpameHHs Oe3nexkn Momyns. Y
[15] 3ampormoHOBaHO METOJ| 3a0KPYTJICHHS 3HAYECHb
€IIEMEHTIB 300pakeHHs ia Moau(ikamii HaliMeH-
moro OiTa y 3afadax creraHorpag)ivHOro 3aXucTy.

Po3pobneni creranorpadidai METOOM MOXKHA
3aCTOCOBYBATH fAK IJIsi TPUXOBAaHOTO 30epiraHHs
iHpOopMalii, Tak i A 3aXKCTy aBTOPCHKUX MpaB Ha
pi3HOMaHITHI O0'€KTH IHTENEKTyaJbHOI BIIACHOCTI
HUISIXOM  YKJIaJeHHS NU(QPOBUX iIeHTU(IKAITHNX
MITOK 1 "BOISHHUX 3HAKIB".

BinbricTs mporpamMHUX pillieHs, i B poJli KOHTeH-
Hepa BUKOPHCTOBYETHCS 3BYKOBHUI CHTHAJI, TIPOTIOHYE
nuist BOynoByBaHHs iHpopManii Tineku metox LSB,
10 MOXKHa CIIpoOYyBaTH MOSICHUTH CKJIAJHICTIO pea-
Ji3anii aTbTepHATUBHUX METO/IiB. 3apONOHOBAHUH Y
il CTAaTTI MiAXix pealizoBaHO KOMOIHAIIEIO JBOX —
cteranorpadiuHoi Ta KpunTorpadigHOi — TEXHIK.

3. META POBOTH

Mertoto 11i€1 po60TH € okparieHHs anroputmy LSB
JUTsl TIPUXOBYBAHHSI TEKCTOBOI iHQOpMAIlii y 3ByKOBHX
(aiinax IUITXOM J0JJATKOBOTO BUKOPHUCTAHHS KPHUIITO-
rpadiyHOro0 METOAY Ta IICEeBIOBHIAAKOBUX YHUCEN JUIS
CTBOPEHHS CTIMKOIO KPHIITOKIIOYA, a TAKOX OI[HIO-
BaHHS, SIK YIOCKOHAJICHHS I JIXO/Ty BIUTMBAE HA OCHOBHI
KpuTepii cTeraHorpadivHoi CHCTEMH.

4. BUKJIAJI OCHOBHOI'O MATEPIAJTY

VY po3pobreHiii nporpamHiii pearizamii BIOCKO-
HaJIEHO OJMH i3 0a30BuUX MeToniB creraHorpadii —
texHiky Least Significant Bits. Kinacuuna inrtep-
IpeTalisi MeToly 3aMiHM HaliMEHIN 3Hauynioro Oita
MOJKJIMBA NUISXOM 3aMiHM OCTAaHHIX 3HAYYIIUX OITiB
y KOHTeWHepi Ha OiTH MpPUXOBYBAHOTO TOBIJIOM-
nenHs. Hwxde HaBeneHO 3aralibHi OCHOBHI KPOKH
texuiku LSB [8]: Oaiitu aymiodaitny mnepersBo-
PIOIOTBCS Ha OITOBY IOCHIJIOBHICTB, YCI CHMBOJIU
TTOBITOMJICHHSI TIEPETBOPIOIOTHCS HAa CKBIBAICHTHY
IBIMKOBY CHCTEMY; HaMEHII 3HAYyImIUi OIT aymio
3aMIHIOIOThCS Ha OIT ITOB1IOMJICHHS.
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Jns BOockoHaJeHHS cTeraHorpadiqyHol TeXHIKH
BIIPOBAHKCHO TOTATKOBHH KpUTITOTpadhiIHII 3aXUCT
y Burisiai anroputmy AES-CBC, 3a skumM cexpetHe
MOBiTOMJICHHS Tiepe/1 yOyIyBaHHIM IUPPY€ETHCS Ha
OCHOBI1 KPHUNTOKITIOYA-TIapOJIs.

AnroputMm AES peanizoBaHo B pexxumi poOotu
CBC (Cipher Block Chaining), mo mo3BoJsi€
mudpyBaTH TOBIAOMIIEHHS OIJBIIOI JTOBXUHU
LOUIIXOM CeTMEHTyBaHHsA iH(popMamii Orokamu
(hikcoBaHOI TOBXWHM 1 3aCTOCYBAHHSM [0 TTEPIIOTO
cermenTy oneparlii XOR i3 BUaAKOBUM 3HAYCHHSIM
BEeKTOpa iHimiamizamii. Yka3aHuii BEKTOp iHilia-
nizarii Moxe OyTH PiIBHUM HYIIO, IO HE € HEPEKO-
MEHJOBaHUM 3 MOTJISIAY alrOpUTMy. Pe3ynprat miei
omepartii 3amudppoBaHuil 3a JOMOMOTOI0 KIIOYa, i,
TaKUM YMHOM, MaeMO HOBHI 3ammdpoBanuii OJI0K.
Hani no HacTynmHOro OJOKY TOBiJOMJICHHS 3aCTO-
coByeTbca XOR pazoMm 3 oTpuMaHuM Ha momnepen-
HBOMY KpOIli 3alIM(POBAHUM TEKCTOM, IO TAKOX
UG PYETHCS IS HACTYITHUX OJIOKIB.

Sk BapiaHT, 3HAYCHHS BEKTOPA 1HIIiai3aIlii MOX-
Ha 0yJ10 3poOUTH TporpamMHO (iKCOBaHHM, MPOTE B
bOMY TIPOTPAaMHOMY DillleHHI HOTO 3HAYEHHS TeHe-
PYETBbCS TiJl Yac KOXHOI CHpOOM Ta BHUKOPHUCTO-
BYETHCSl [UI1 OTPUMAaHHA IPUXOBAHOTO MOBIJOM-
JIeHHS 3 ayAiodaiiny B OJabIIOMY.

TakuM YUHOM, BIAMOBIAHO MO puc. 1, HA BXif
MpOrpaMu TOAAEThCS ayaioaii-KoHTeHep, TMOBi-
JOMJICHHS Ta KPUNTOKIIOY. Bximuuii aymiodaiin Ta
3amu@poBaHe  KpuUNTOrpadiyHUM  AITOPUTMOM
MOBIIOMJICHHSI POTPaMHO  KOHBEPTYIOTHCS 10
OinapHoro mpejcraeieHHs. [loTiM 3a creraHorpa-
(bivHMM anropuTMOM OITH TTOBIIOMIICHHS 3aMiHIO-
I0Th BHM3HAueHI OITH BXIAHOTO aymiodaiiny, o
(hopMyFrOTh BUXITHHIA ayioQaiin 3 yOy IyBaHHSM.

BpaxoByroun, 1110 KOKEH CEMILT ayiodaiiiry Mic-
TATH 1 OIT IOBIMOMJIEHHS, ITOCIIOBHICTE ITICIS
BKJIQJIEHHs] He OyJe BIPI3HATHUCS BiJ BUXiIHOI 3a
YMOBHU, III0 HAWMEHII 3HAYYIIUH OIT BHXIAHOI
[TOCJIIZIOBHOCTI 301ra€ThCs 3 BKJIAJICHUM OITOM 1H(OP-
Manii. Inakmre, 3HaueHHs ocTaHHBOro Oita Oyxe 3
iMoBipHicTIO 50 % 301/IbIIICHO, 200 3MEHIIICHO, Ha 1.

[Ipouec 3HaXOMKEHHS MPHUXOBAHOTO MOBIIOM-
JICHHS, 10 CXEMAaTUYHO 300pa)keHO Ha pHUC. 2, €
3BopoTHUM. KopucTtyBauy moTpiOHO 3HATH MapoJb,
BekTop iHimiamizamii (IV). 3 BUKOpHUCTaHHSIM mpa-
BHJILHOTO Mapojisi Ta 3HaueHHs [V OiTu noimoMm-
JIeHHsT OyJie BiJTHOBIIGHO, PO3MIM(pPOBAaHO i Tepe-
TBOPEHO Ha TEKCTOBY (popMmy.

lomo maposiss, TO BiH QOpPMYyeThCsl HA BHOIp:
3aJa€ThCSl KOPUCTYBaueM abo, 3a OakaHHSM, I'eHe-
DPYETBbCS, 3 BHKOPHUCTAHHSM TIICEBJOBHUIIAIKOBHX
yucen. Jns oTpuMaHHSA ICEBIOBMIAIKOBOIO 4HCIa
MOEAHAHO JBa TeHEPATOPH:

* mersenne twister — "Buxps Mepcenna", a TouHire
mt19937, 3acHoBaHMi1 Ha BIACTUBOCTI IIPOCTHX YUCEIT;
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» std::random_device — piBHOMIpHO PO3IOIiIEHEI
TeHepaTop BUIAAKOBUX YHWCE, IS TeHeparlii iCTHHHO
BHIIAIKOBUX YHCEN, 0 BHPOOIISIE HEACTEpMIHOBaHE
BUIIJIKOBE YHCIIO.

3BMYAMHE NOBIAOM/EHHA

[

)

MAPOJIb

AES nepetsopeHHs

AYAIODAN

J

CTEFO®AWN

3ALUMGPOBAHE NOBIAOMIEHHS
l LSB s6yaysaHHA I

Puc. 1. Cxema npouecy NIpuxoByBaHHS MOBiTOMJIeHHS
3a anroputmom LSB-AES

)

NAPO/b

3BUYAMHE NOBIAOM/IEHHA

[

AES nepetBopeHHs

AVOIOPAIAN

J

CTEFO®ANN

3ALIMGPOBAHE NOBIAOMIEHHA

| ]
L

J | |

Puc. 2. Cxema npouecy BUTATYBaHHS NOBiIOMJICHHS
3a aaroputmom LSB-AES

VY nporpami Juis GpopMyBaHHS NCEBIOBUITAIKOBUX
nociinoBHocterd onue [TIBY iHiriamizyerscst pe3yiib-
tarom aii iamoro I'BY (puc. 3), motim 3reHepoBaHe
YHCII0 BUKOPUCTOBYETHCS IS TeHEPaLlil HapoJis.

3reHepoBaHe 4HCIO Oe3MOocCepeiHbO 3aCTOCOBY-
€TbCS 7Sl TeHepauii maposs y pasi Bubopy i3 6 ma-
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CUBIB 1U(p, aHTTIHCBKUAX JITEp BEPXHBOTO Ta
HIDKHBOTO PETICTPiB, AESKAX 3HAKIB MyHKTyaIil 91
CITCIATbHUX CHMBOJTIB 13 IOBTOPEHHSM OIIepaliii 10
JNOCATHEHHs 00paHoi JOBXHUHHU TapoJIsl.

std: :random_device rd{};

std: :mt19937 mersenne(rd());

Puc. 3. Ininianizanis reneparopis

3aranpHuii iHTEepdelc mporpamu, sika Oyia
npeacrasicHa B [14], 306paxeno Ha puc. 4, 5.

5. OHIHIOBAHHS E®EKTUBHOCTI

VY mporeci 3actocyBaHHsI cTeraHorpadii BaxJIIu-
BUMHU € Taki XapakTepuCTHKH [9]: mporyckHa 31at-
HICTP (capacity) — xapakTepu3ye 00'€M CEKpETHHX
MAHUX BITHOCHO poO3Mipy aifny, B SKHHA MOXHa
BOyIyBaTH KOHTEHHEp 3a JOMOMOIOK BHU3HAYEHOI'O
METOAdy; CTiHKicTh (robustness) — CBITYHATH TIPO
CTIHKICTB cTero(aiiiliB 0 HABMUCHHUX 1 HEHABMHUCHHX
arak; HeBUIUMICTH (invisibility) — omucye cxoxicTb
3allOBHEHOTO KOHTEWHepa Ta IyCTOro, SIBISIE COOOIO
piBeHb Jerpajariii KOHTEWHEPIB MicCis MPUXOBYBaHHSI
CeKpeTHOro ToBimomieHHs. JloTpuMaHHs OaraHCy
BCIX XapaKTEpUCTHK € BAKIMBUM Ta JIEIIO CKIAIHUM
it peamizamii. 3aranom LSB € myxe mpoctum
METOJIOM 1 Ma€ MepeBary y KpuTepii HeBUANMOCTI, alie
Lel MeToJ| CTae ciabKuM 1 mependavdyBaHUM, SIKIIO
BUKOHYBATH HOTO TPaIUIIIAHO.

[IponyckHy CHpPOMOXHICTh CTETOKaHAIY MOXKHA
3HANTH, BAKOPUCTABIIN (POPMYITY

. F
size=——-132, (1)
BPS
ne F — posmip daiiny-konreiinepa, BPS — kinbkictb
OaiiT Ha ceMmrut (1151 Tporpama po3paxoBaHa Ha BPS,
sIKe JOpiBHIOE 16 OaiT).

OCKITBKM BiJIOYBa€ThCS MPOCTO 3aMiHA MOJIOJI-
Ioro 0ita, JIOTIYHUM € TBEPIKCHHS, 110 J10JaBaAHHS
KpunTorpaiyHoi CKIagoBOi 10 METOAYy HifK He
BIUIMBA€ HA TMPOMYCKHY 3JaTHICTh CTBOPIOBAHOT'O
CHCTEMOIO 3aXHUIIEHOTO KaHaly 3BI3KY, sIKa MOXKe
OyTu 30UIBIIIEHA JIMIIE Yy BUMAJIKaX IIiJBHUICHHS
CTYIICHsI 3aTIOBHEHHSI KOHTEHHepa.

Po3pobnennit  creranorpadiyHuii  IHCTPYMEHT
moOyJ0BaHO TaKUM 4YHHOM, IO BIH HE 3MIiHIOE
BJIACTHBOCTI ayaiodaiiniB 3amisi BOyayBaHHS OiTiB
MOBIIOMJICHHS, HE 3ajMINa€ >XOAHUX MiZ03PLINX
miamucis. Tomy y pasi aHamizy crerodaiiily Takum
CIocoOOM HE MOJKHA BUSIBUTH HAsIBHICTD TIPUXOBAHUX
MOBIAOMJICHb, 1 THM Oinble, ineHTH(]IKYBaTH
BHKOPHUCTAHHS caMe ITi€] YTHITITH, IO 1 € TIepeBaroro.
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Edit Tools Info Exit

Hiding

Audio’s format:

Encryption:

wav E

Extracting

Enter text or select data from file to embed:
secret text to test the program

Clean Import text |

Select an input audio file:

AudioFile Location:
| C:\Users\kseny\Music\'krasive_mod.\ |

— Option:

Enter passwordkey to protect your text:

[¥l with encryption |

CH

Init Vector(HEX): |ZEDDOIDF—?TABB24?05CC66F882E482E4

| Hide

Puc. 4. 3aranshuii inTepdeiic npukiaagHoi nporpamu. Moay,ib NPUXOBYBaHHS
3 IPUKJIA/I0M 3aMI0BHEHHS TaHUX

AudioFile Location:
CAUsers\ isempAMusicV! Haway |

Expected length of
the secret message:

File Edit Tools Info  Exit Audio’s format: wav E Encryption:
Hiding Extracting
Select encrypted audio file: Hidden data from audio:

secret text to test the program

— Option

‘ Clean all ‘ ‘ Export Secret Text
[l i know password: Init Vector(HEX):

Extract

Puc. 5. 3aranbHuii inTepdeiic npukiaaHoi nporpamu. Moaynb BUTATHEHHS
3 IPHKJIA/I0M 3alI0BHEHHS JaHUX

SIK BiTOMO, MOJIOJIIII PO3PSIIU MICTSITh JyKe Majio
KOpHCHOT iH(opMartii. IXHe 3arTOBHEHHS J10/JaTKOBOIO
iHpOpMalli€l0 MPaKTUYHO HE BIUIMBAE Ha SIKICTbH
cnpuitHATTA. ToMy 3arasioM pi3HHUIS MiX MOPOKHIM
1 3aIOBHEHHMM KOHTEHHEpaMH IOBHHHA OyTH HE
BiJTUyTHA JUISL OPTaHIB CIIPUUHSATTS JIIOJUHH. SIKICTh
CUTHAITY 301JIBIITY€ThCSI 31 301IBIICHHSM PO3MIpy CHT-
HaJTy, OCKUTLKH TIPOMOPILis BiTHOIICHHS OiTiB CHT'HA-
JIy 70 KiJBKOCTI OiTiB MOBITOMJICHHS 301TBIITYETHCS,
TAaKUM YUHOM, CHIOTBOPCHHS 3MEHITYETHCSI.
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CrHoTBOpeHHs, M0 BHOCATHCS METOJIOM 3aMiHH
HalMEeHI 3HaYymioro OiTa B pealbHOMY 3BYKOBOMY
CUTHAJTi, MOXKHA Bi3yaJIbHO BHSIBUTH IIIISIXOM aHAITi3y
crekTpa curHaiy. IlepeBipka 4yTHOCTI CHOTBOpPEHb
(IHIIMMH  CJIOBAaMH, MOYJIMBOCTI BHUSBJICHHS BKJIa-
JICHB) TIPOBOJIMTHCS Bi3yalIbHO 32 JIOTIOMOT'OK0 3BYKO-
Boro penaktopa Audacity 1.3 (puc. 6). Ha ocHoBi
TIOPIBHSHHS OCIIMJIOTPaM MOYKHAa CTBEPUKYBATH TIPO
BiZICYTHICTb IPUXOBAHUX MOBIIOMIICHb.
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Puc. 6. Ocumiorpama "'mycroro'’ ayaiogaiiay (3Bepxy)
3 NIPUXOBAHUM NOBIIOMJIEHHSIM (3HU3Y)

OcHOBHa ifiest — BUKOPUCTAHHS METOAY 3 KPHUIITO-
rpadiero 3aMicTh 3BHYAHOTO B TOKpAIEHHI CTa-
TACTUYHUX BIACTHBOCTEW 00'€KTa, TAaKUM YHHOM,
1Iel METO1 BKJIAJICHHSI CTa€ CTIHKILIUM, 30KpeMa i J10
CTAaTUCTUYHMX METOMIB crteroananizy. llle Oumbroi
CTIHKOCTI Ha/Jae BHUKOPUCTAHHS CaMe€ aITOPUTMY
AES, mo Ttakox mnepenbavyae BEKTOp iHimiamizaiii,
SIKUl BHKOPUCTOBYETHCS 13 CEKPETHHUM KITFOUYEM
abu YHHKHYTH TOBTOpIB y Tpoleci mmpyBaHHS
JIaHUX, 110 POOUTH HEMOMJIMBUM IS XaKepiB, IO
BUKOPHCTOBYIOTh aTaKy 3a CIOBHUKOM, po3mudpy-
BaTH 3a-IM(POBAHE IMOBIJOMIICHHS MUISIXOM BHSB-
JIeHHS mabIoHa.

Bingomo, 110 icHYIOTb pi3Hi CTEroaHaliTHYHI METO-
I, y TOMY YKCIIi TaKi, 1110 3aCHOBaHI Ha JOCIIKEHHI
CTAaTUCTUYHHUX BIIACTMBOCTEH BUIOOYTHUX IIOBIIOM-
nenb [10, 11]. Tomy asst OIiHFOBaHHS CTIMKOCTI J0C-
JDKYBaHOTO METOAYy BOY/OBYBaHE TIIOBIIOMIICHHS
MiJJIAETHCS TECTYBAaHHIO Ha IICEBIOBHITAIKOBICTh 3a
noriomororo Tak 3BaHux NIST-tecriB [12], Ha ocHOBI
SKMX po3po0sieHe rotoBe pimieHHs [13] Bukopuc-
TOBYeThCs B poOoTi. Lli TecTH 30cepemxero Ha pi3HUX
THUITaX HEBUIAAKOBOCTI, IKi MOXYTb 1CHYBaTH B ITOCIi-
JIOBHOCTI 1 TXHBOIO LIJUIIO € BU3HAYCHHS MIPH BHIIA]I-
KOBOCTI OTPUMAaHHUX JBIMKOBUX MOCITiIOBHOCTEH.

Byno mpoBenieHO TecTyBaHHS Ha IICEBJOBUIIA-
KOBICTh KpHIITOTpadiuHO TEPETBOPEHOIO MOBIIOM-
neHHs (puc. 7) Ta 3BUYaitHOTO (pHUC. §) 3aBIOBXKKH
40 k0. Ha ocHOBiI OTpMMaHUX pe3yJIbTaTiB MOXHa
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CTBEP/DKYBATH MPO BIICYTHICTH cTeraHorpadiqHmx
BKJIQJICHb y BOYIyBaHHI 3alI(pOBaHOTO TOBIIOM-
JIEHHS, OCKIJBKH KUIBKICTh YCIIIIHO NPOHASHHUX
TECTIB CTAHOBUTH OIIBIIICTE, a TouHiIe — 86,67 %,
YOro HE MOYKHA CKa3aTH MPO pe3yJbTaT TeCTYBaHHS
JUI 3BUYAHHOTO IOBIZOMIICHHS, Ji€¢ Ll MOKa3HUK
cTaHoBuTh Juie 20 %.

6. PE3YJIBTATH

Bapro po3ymiTh, 110 BUKOPHCTaHHS MOMIMPEHUX
creraHorpaiyHuX METOJiB 3HIKYE EHTPOIii0 OiTiB
aymiogaiury, mo Moxxe OyTH NMPUYMHOIO TBEPKEHb
LI0/I0 MPUCYTHOCTI CEKpeTHUX yOymyBaHb. YOymy-
BaHHSI CEKPETHOTO TIOBiIOMJICHHS, 3aIlU(QpPOBAHOTO
AES-CBC y aynmiocurHami 3a JOTIOMOTOI0 METOIY
LSB no3Bonsic ycyHyTH OyIb-SKi IIaOJIOHH, IO
MOXYTb OyTH CTBOpPEHI Y IMpOLECi 3aCTOCYyBaHHS
creraHaimiTnuHux MetoAis. [lonepente mmdpyBaHHs
MPUXOBAHOTO TOBIJIOMIJICHHS POOWUTH BHSBJICHHS
CKJIJIHIIINM, OCKiUJIbKH 3amm(poBaHi JaHi 3a3BUYaid
MalOTh OUIBIINHI CTYIIIHb BUIAIKOBOCTI. BinHOBICHHS
MIPUXOBAHOTO TOBIIOMJIEHHS JI0Ja€ 1€ OJUH PiBEHb
CKJIQJIHOCTI TOPIBHSHO 31 3BUYAWHUM BHSABJICHHIM
HasIBHOCTI MPUXOBAHOTO MTOBIJOMIICHHSI.

Pesynbratn mpoxomxenuss NIST-tectiB mokasy-
I0Th TIepeBary 3aCTOCYBaHHS IMPEACTABICHOTO MiIXO0-
ny. IlopiBHIOIOUM oOcCHMIOTpamMH, MOXKHA TIOMITHTH
Bi3yaJbHY BiZICyTHICTH BIIMIHHOCTEH MIX TiCTOrpa-
MaMH{ BHX1THOTO Ta CTErOCUTHAIY.
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~-Randomness Testing

| Test Type ‘ ‘ P-Value H Result | | Test Type | | P-value || Result
v 01. Frequency Test (Monobit) |0.26123083216249643 Random ¥ 02. Frequency Test within a Blc|0.6022392858772276 Random
¥ 03. Run Test 0.9961891634737907 Random ¥ 04. Longest Run of Ones in a B|0.1551458932399833 Random
¥ 05. Binary Matrix Rank Test |0.08662070692055049 Random v 06. Discrete Fourier Transform [0.7658801390803585 Random
v 07. Non-Overlapping Template |0.01566407463530722 Random ¥ 08. Overlapping Template Matc0.3301059921687223 Random
¥ 09. Maurer's Universal Statistic-1.0 Non-Random ¥ 10. Linear Complexity Test 0.43111289066737035 Random
¥ 11. Serial test 2.6691086131299115e-31 Non-Random 1.4753513212414665e-17 MNon-Random
v 12. Approximate Entropy Test |0.04438481973695488 Random
v 13. Cummulative Sums (Forwar|0.421636680894095 Random ¥ 14. Cummulative Sums (Revers0.49803203734093676 |Random
¥ 15. Random Excursions Test
| state || CHI-SQUARED I P-Value || conclusion |
+1 - | |12.5 0.028543123326167485 Random Update

Puc. 7. Pe3yabTaTH TecTyBaHHA 3al1H(POBAHOT0 MOBiAOMIEHHS
(86,67 % mpoiigeHo ycnimHo)

Randomness Testing

Test Type P-Value Result
v 01. Frequency Test (Monobit) 0.0 Non-Random
¥ 03. Run Test 0.0 [Non-Random
v 05. Binary Matrix Rank Test  5.6962227638039004e-63 'Non-Random
¥ 07. Non-Overlapping Template 5.0047776811615379e-74 Non-Random
¥ 09. Maurer's Universal Statistic-1.0 INon-Random
v 11. Serial test 0.0 Non-Random
¥ 12. Approximate Entropy Test 0.0 Non-Random
v 13. Cummulative Sums (Forwar 0.0 Non-Random

v 15. Random Excursions Test
State CHI-SQUARED

+1 — | (1.0

0.9625657732472964

Test Type P-vValue Result

v 02. Frequency Test within a Blc 0.0 MNon-Randem
v 04, Longest Run of Ones in a B|0.0 Men-Randem
v 06. Discrete Fourier Transform [4.331000241155759 170 Non-Random
v 08. Overlapping Template Matc 2.4637256500233976e-94 Non-Random
¥ 10. Linear Complexity Test 0.09273881693697152 Random

[o.0 Non-Random
v 14. cummulative Sums (Rever<0.0 Non-Random

P-Value Conclusion
Random Update

Puc. 8. Pe3yabTaT TecTyBaHHS 3BHYA{HOT0 MOBiAOMJ/ICHHS
(1umre 20 % npoiiieHo ycninHo)

7. BUCHOBKH

VY cuny cBO€i MPOCTOTH 1 MPO30pOCTi pearizamii
MetoJ1 LSB mupoko 3acToCcoByIOTh y cTeraHorpadii.
[IpoTe romoBHUM HETONIKOM € Ha/IIHHICTh, SIKa MOXe
OyTH TOKpalieHa 3 BHUKOPHCTAHHSIM HaJiiHOTO
kpunrorpagiunoro amroputmy AES nmis 3axucry
noBiJloMJIeHHs. Ha OCHOBI MOKpaImeHoOro CTeraHo-
rpagiqHOrO aNrOpUTMY HUISXOM JIOJJATKOBOTO BHKO-
pHUCTaHHS KpUIITOrpadiuHOro METOAY PO3pO0IEHO Ta
peaiizoBaHo creraHorpadiqHy yTHIITY JJIsI TIPUXO-
BYBaHHS TEKCTOBOI iHpopMalii y 3ByKoBUX (paiinax.
30KkpeMa, BHKOPHCTAaHHSI €JIeMEHTIB KpunTorpadii
MOKpAIIly€ CTaTUCTUYHI BJIACTHBOCTI, TAKUM YHUHOM,
el MeTo/1 BKJIaICHHS CTa€ CTIMKIILNM 10 CTATHCTHY-
HUX METOJIIB CTEroaHallizy, SK MOKa3yloTh Pe3ylib-
tati NIST-tectiB. Pe3ynpraTu BizyaqbHOTO aHalizy
BKa3yIOTh Ha BIJICYTHICTB CHiNiB creraHorpadii.
Tomy 3anporioHOBaHa BAOCKOHAJIEHA TEXHIKa MPUXO0-
BYBaHHS 3aIlIU(POBAHHUX JaHUX Yy ayJiOCHUTHANAX
XapaKTEePU3YEThCS KPAIIOK HaIIHHICTIO, 110 YMOX-
JIUBITIOE 11 BUKOPHUCTaHHS AJ1s1 3a0e3neueHHs Oe3mned-
HOI Tepenavi JaHuX MDK BiATIPaBHHUKOM Ta OJICPKY-
BavyeM y HE3aXHUILEHUX MepexkKax.
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Steganographic system
for hiding text information in audio files

Audio file steganography can be used as an effective and efficient method to hide messages, but it is a complex process
because the human auditory system is sensitive to small changes in audio data. In this article an improved approach for hiding
secret text message in audio is presented, combining steganography and cryptography. The Least Significant Bits (LSB)
technique, one of the most common and basic methods of steganography, is used as an algorithm for steganographic
transformation. The described point of this method is to replace the least significant bits of the audio container with message
bits that contain not very useful information, so filling them with additional information has little effect on the quality of
perception. Such a significant disadvantage as the low level of reliability is improved by the introduction of a cryptographic
layer, the feasibility of which is justified in the article. Cryptographic protection has been added in the form of one of the
modern symmetric encryption algorithms — the AES algorithm in the CBC mode. Pseudo-random numbers are used to create
a stable cryptokey. The cryptoalgorithm is used to protect the message, which after cryptographic conversion is hidden in the
audio file using the steganographic LSB method. The main characteristics of the stegosystem are analyzed. In this paper, the
application system of steganographic protection of information in audio files using a cryptographic algorithm is implemented
using the environment of Microsoft Visual Studio 2019 and cryptographic libraries, the programming language is
C ++. AWAV audio file was used as the digital container. NIST tests were used to assess resistance to stegoanalysis, which
according to the results is better using an improved method compared to the classical LSB approach. In addition, the
steganographic algorithm is evaluated by visual analysis by comparing the original audio file and the stegofile with the hidden
message. The results of the analysis indicate the absence of traces of steganography. Based on the obtained results, it can be
argued about the reliability and efficiency of the proposed approach, so the use of LSB-AES technique can be proposed to
ensure secure data transmission.

Keywords: cteganography; encryption; Least Significant Bit; AES-CBC algorithm; NIST tests.
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