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NOPIBHAHHA MOAENEN 3PINOCTI NPOLIECIB
IHOOPMALIMHOI BE3MNEKU OPFAHI3ALLIT (KOMMAHII)

BeTryn. 3pocmanna snoemucHoi akmuenocmi 6 inghopmayitinomy ma KibepHemuyHOMY NpOCmopax Cmasumy
nepeo kepisnuxamu nionpuemcms (opeanizayiil) i AACHUKAMU KOMNAHIL 000AMKOSL 3a60AHHA MA BUMO2U U000 3AXUCTILY
c680iXx akmugie. Bmpama axmusig, Hanpuxiao, PiHAHco8020 aDO MEXHOAOLIUHO20, MOCE NPUZBECTU 00 HEMOICIUBOCE
BUKOHAHHS KOMNAHIEIO CBOEL 6a30801 YyHKYII — npuHOCUMU NPUOGYMOK.

MeToan. Buxopucmano memoou ananizy pusuxie ingpopmayitinoi besnexu.

Pe3yasTartu. Opeanizayii gumpauaroms 3uauni iHAHCOBI pecypcu Ha NPUOOAKHSL 1l eKCIIYamayiio mexHoi02it
3axucmy, CmeopwMy GiON0GIOHI CMPYKMYPHI NIOpO30inu, 3aA60AHHAMU AKUX € OYIHIO8AHHA mda 3a0e3neyeHHs
8I0N06I0H020 pisHs IHopMmayilinoi Gesneku nionpuemcmea (Komnanii). BoOnouac icHye pusux HaCManHs cumyayii, Koau,
BUKOPUCIMOBYIOUYU CYHACHTWT TWeXHONO02TT, 3N06MUCHUKY 3MOICYMb NOOOIAMU CUCIEMY 3aXUCMY KOMNAHIT ma 3a60amu
HenogopOMHUX 6Mmpam sK (QiHaHCOBUX, MAK | penymayiuHux.

BucHoBku. O0Hum i3 Hanpamie po36'a3auHa yiei npobiemu € CMEOPEeHHA CUCeMU YNPABIIHHA IHPOPMAYIUHOW
besnexoro (CVIP), sxa € cknadosow 3az2anvHoi cucmemu Ynpasninus opeawizayii (komnawii) i IpyHmyemocsi Ha
OYIHIOBAHHI OI3HEC-pU3UKI8, KA CMBOPIOE, Deanizye, eKCNIyamye, 30iCHIOE MOHIMOPUHe, nepeaisio, CYynpogio i
s0ockonarennss ingopmayitinoi besnexu opeanizayii (nionpuemcmea). CYIE micmumo opeanizayitiy cmpykmypy
opeanizayii (komnanii), it ROAIMUKYU, NUMAHHS NIAHYBAHHS, KOHMPOIb 3a OOMPUMAHHIM GUMO2 NOCAO0BUX 0008'A3KI8,
BNPOBAONCEHHS CYHUACHUX NPAKMUK, KOHMPOTb Ma CYNPo8ooddcenHs npoyecie pecypcis. Kpawi ceimosi npakmuxu, ona
OYIHIOBAHHSA Di6HA THOpMayitiHoi be3neKu opeanizayii, peKomeHOYIomsb GUKOPUCIMOBY8AmY NioXio, wjo 6a3yemvcsa Ha
Modcnusocmax mooenelil spinocmi npoyecie. Ompumani pe3yaomamu MOXCHA BUKOPUCTHOBYS8AMU 0151 BOOCKOHANEHHS A00
onmumizayii cmeopenoi cucmemu ingpopmayitinoi besnexu opeanizayii (komnanii). Humi ons opeanizayii (komnanii)
docmynuuil enuKull Habip mooeneli oyineans spinocmi ingopmayitinoi 6eznexu, N0OYO0BAHUX HA CXONCUX NPUHYUNAX.
Ipuuomy peanvhe ukopucmanus maxux mooenei 0ocums obmedicene, 6 nepuLy yepzy uepes ciabke npus'a3yeanHs 0o
ocobnusocmeti KOHKPEMHUX Op2aHiz3ayiil.

B pobomi poszensinymo modeni 3pinocmi npoyecis, ixHio CMpyKmypy ma MOICIUBOCHI BUKOPUCNAHHA Y Npoyeci
OYIHIOBAHHS Di6HA IHOpMayiliHoi De3neKu.

Kaw4doBi cuaoBa: uodenn, oyiniosanus spinocmi, 3azposa, inghopmayitina be3nexa.

BUKOHAaHHS KOMIIaHi€l0 CBO€l 0a3oBoi (QyHKmii —
MPUHOCUTH NPUOYTOK.

Beryn
3pocTaHHsl 3JIOBMHCHOI aKTUBHOCTI B iHGoOp-

MaIiifHOMY Ta KiOEpHETUIHOMY IPOCTOpPax CTaBUTH
nepes KepiBHHUKaMHU TianpueMcTB (opraHizaiii) i
BJIACHMKAMH KOMIIAHIM [OJATKOBI 3aBOaHHA Ta
BUMOTH, MIOJI0 3axHCTy CBOiX akTHBiB. BTpara
aKTHUBIB, HaIpPHUKIaJ], (IHAHCOBOTO abO TEXHOJO-
riYHOTO, MOXKE TPH3BECTH 10 HEMOXKIMBOCTI

JInst  TOCSATHEHHS 3a3HAY€HOI METH JOIIBHO
BIIPOB/DKYBAaTH ¥  aKTHMBHO BHUKOPHCTOBYBATH
cydacHi iHpOpMaLiiiHi TexHoJyorii Ta pilieHHA 3
iHopmartifinoi Ta kibepHeTnuHOi Oe3meku. Came
TakKuil MiIXiI CTBOPIOE OCHOBY JUIS SIKICHOTO
3a0e3reveHHs 0e3MeKr OCHOBHHX MTPOIECiB KOMMaHi1
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(opramizarii). KepiBHukM KOMIaHii 3allikaBicHi,
mo0 peamizoBaHi Oi3HEC-pOLIECH  BiAMOBigaIN
KOHIICTIIi 3aXUCTy CBOiX aKTHBIB, IO TOJATAE Y
3MEHIICHHI WMOBIPHOCTI KIUJTBKOCTI IOMHJIOK a0o
3JIOBMHACHHX i 13 OOKy MpaImiBHUKIB KOMIIaHii Ta
0i3Hec-mapTHEPIB.

Henananns Hane)xHOi yBaru OLIHIOBAHHIO PiBHS
iHpopmariitHoi Oe3mekn Ta 3axucTy iH(opmamii B
KOMIIaHi1 MOKe MPHU3BECTH JI0 PEIyTAifHUX PU3HKIB
1 baHKpyTCcTBa. BiAMOBINHO HisSUTHHICTE, Opi€HTOBaHA
Ha aHaji3 3arpo3 1 pPH3WKIB, € BHU3HAYAIBHOIO Y
moOynoBi edekTuBHOI cuctemu iH(opmarniiiHoi Ta
KiOepHEeTHIHOT Oe31ekn. BimoBiIHO 10 CTATHCTHKH,
ButikanHst 20% indopmarmii 3 oOME)EHUM
JOCTYIIOM, IO HaJIeKUTh KoMITaHii, B 60 Bumaakax 3i
100 nmpm3BomuTh 1O OAHKPYTCTBA IIiAMPUEMCTBA
(T'pebennikos, & Ille6manin, 2018).

[IpufiHATTSA pilIeHAS IOI0 PO3POOJICHHS Ta
BIIPOBA/DKCHHS CHUCTEMH YINpaBIiHHA 1H(OpMa-
LiHHOIO OE3MeKo B Opradizallii Mae BiANOBiZaTH
PiBHIO  OpraHi3allilHOTO Ta  TEXHOJIOTIYHOTO
PO3BUTKY KOMIIaHii, a came ii poreciB 3a0e3meYeHHs
iH(popMmariitHoi 6e3neku. Bumoru 10 BIpoBaKeHHS
pimeHs 3 iHpopMaLiiHOT Ta KibepHeTHUHOI Oe3MeKH
MalOTh BpPaxOBYBaTH PiBHI 3piIOCTI MpOLECiB Y
KOHKpPETHIi opraHnizaiii (kommaHir).

Huni rocTpo mocrae nuTaHHs MigBUILEHHS PiBHS
iHpopMaLiiiHoi Oe3neku MiANPUEMCTBA, SKa Harmpsi-
My BIUIMBa€ Ha 3aJydeHHs IiHBECTHLIH i BIpOBa-
JDKEHHSI CyYacHUX TEXHOJIOTIH.

Buxopucranns "mozeneil 3pimocti” m03BOJISIE
BU3HAYUTH pPiBEHb TEXHOJOTIYHOTO ¥ opraniza-
IHHOTO PO3BUTKY KOMMAaHIi Ta, BiAMOBimHO, Ti
0i3HeC-TIpOIIeCiB, PO3BUTOK iHPOPMAIIHHUX TEXHO-
noriii (IT) xommanii 3HAYHO BIUIMBAE HAa KOHKY-
PEHTOCTIPOMOXKHICTh, a 3abe3medeHHs ii 0a30BHX
MMOKa3HUKIB iH(opMariifinoi Oe3rmekn — Ha HeIe-
pepBHY IisITbHICTD.

Mema cmammi TIOPIBHATH  MOIKJIHBOCTI
BUKOpPUCTaHHs Mojeneh 3pimocti IT-mpomeciB i
yac OIHIOBaHHS pIBHIB iHQoOpMamiifHOT Oe3rnexn
opranizaiii (koMmnaHii).

Metoan

B po6oTi BUKOPUCTaHO METOAM aHAIi3y PHU3HKIB
iHdopmartifinoi Oe3mexu.

PesyabTatn

OIiHIOBaTH Ta BIOCKOHAIIOBATH CBOI pO3pOOKH 3
MATaHb 1HGOPMAIIHHOT Ta KiOEpHETHYHOI Oe3MeKn
KOMIIaHisIM MOKe CyTTEBO JOMOMOTTH BUKOPHUCTAHHS
MoJeIIel 3pLIOCTi MpoTIeciB iHGOPMAIIfHOT OE3IEeKH.

[HCTpyMEHTOM BUMIpIOBaHHS CTaHy IMPOLECy Ha
OCHOBiI Ha0Opy METPHK, SKi SABJISIOTH COOOI0 TEBHI
XapaKTEepPUCTUKH, € MOJIENb 3piocTi. Bukopucranus
METpPUK, 3aIPONOHOBAHUX Yy MOJECIX, Ja€ 3MOTY
OLIIHUTH CTaH mporieciB iHpopmarilinoi 6e3nexu (IB),
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II0 Yy CBOI YEPry € XapaKTCPUCTUKOI PIBHS
3pinocTi. Ilicns 3aBepuieHHS OIIHIOBaHHS 3PLIOCTI
MIPOIIECIB, KEPIBHHUIITBO YXBAIIOE BIAIMOBIAHI pillre-
HHS IOJI0 BIIPOBADKEHHS 3aXOMIB i3 ITiJBUIICHHS
piBHS 3pimocTi mporieciB iHpopmaniiHOI Oe3neKu
opranizariii (kommaHtii).

VY mpakTaii 3apyOiKHUX KpaiH IIMPOKO PO3BHU-
HEHEe 3aCTOCYBaHHS MOJeNel 3piIocTi, fKi € SK
IHCTPYMEHTOM YIIPaBIiHHS, TaK 1 IHCTPYMEHTOM
OLIIHIOBAHHS PiBHA 1H(OPMAIIiHOT Oe3MeKn KOMITaHii.

HanionanbHi koMnaHii 3pijika BHKOPUCTOBYIOTh
MiIX1J OIHIOBaHHSA Ta 3abe3medeHHs iH(opma-
iifHOT Oe3TeKHn, OCHOBAHWUW Ha MOJEIAX 3piJocCTi,
X04a B IbOMY € HeoOXigHicTs. Hampukman,
craggapt JICTY ISO/IEC 27001 Bumarae
HasSBHOCTI B OpTaHi3aii mpoueaypH aHajizy pu3HKiB.
ToMy BHMHHUKAa€e akTyajbHE MUTAHHS, SKUM YHHOM
3a0e3MeYNTH BUKOHAHHS BUMOI CTaHIApTy, 3
ypaxyBaHHsIM 00csAry poOiT, piBHA neTanmizamii Ta
MmaciitabiB oprasizamii (kommanii). B Oinbirocti

BUNaAKiB (axiBui 3 iHpopmMmaliitHOi Oe3neku
OpIEHTYIOTHCS Ha MacmTad opraHizaliii i Iyxe piako
aHAN3YIOTh  piBeHb 11  OpraHizamiiHOTO  Ta

TEXHOJIOTIYHOTO po3BHUTKYy. Came BiIIOBIOL HA II€
NUTaHHS JONOMOXE HaJaTH MOZENb 3piIocTi, sKa
BpaxoBY€ piBeHb 3piIOCTi mporeciB iHpopMamiifHoT
Oesneku opranizarii (koMmaHiT).

3aneXHo BiJ TOTO, AKHH piBEHBb 3pLIOCTI MalOTh
nporecu iHpopMaliitHoi Oe3reku opraHisailii, € CeHC
BIIPOBAKYBATH Ty YH 1HIIY TiSUTbHICTh, HAPUKIAL,
SKIIO PiBeHb HU3BKWH, TO peamizallis Mpoleaypu
OIIIHIOBAHHSI PU3HKIB 13 3AIyICHHIM 3HAYHUX pPeCyp-
CiB € HEJIOLJILHOIO 1 MOKE TOJISTATH Y €KCIIEPTHOMY
OIIIHIOBaHHI PHU3MKIB Ta BU3HAYEHHI HAMNpPiOpUTET-
HIIIX HamnpsMKiB Oe3meku. SIKmio piBeHb 3piloCTi
nporeciB iHdopMmariitHoi Oe3nekn B oprasizaimii Ha
BHCOKOMY piBHI, TOHIi Mae OyTH peasizoBaHa
MpoIleTypa OIIHIOBAHHS PH3HUKIB 3 YypaxyBaHHIM
CIIeiali30BaHUX METO/IB, KA TOLIO.

Jlist omiHroBaHHS piBHA iH(OpMaIlifiHoi Oe3nexn
Bigomo Oinbmie 10 Moxerei, siki MarOTh CBOI mepe-
Baru W HEHOJIKH, B MeEXKaxX CTaTTi PO3TITHEMO
HaNBIIOMIIII 3 HUX:

Business Process Management Maturity Model
(BPMM) — po3pobiiena komnanieto Gartner Group;

» Open Information Security Management
Maturity Model (O-ISM3) —  pospobiena
He3aleKHUM KoHcopiiymom The Open Group;

= NISTIR-7358 wMmetomomoriza PRISMA —

pospobmena National Institute of Standards and
Technology;

Community Cyber Security Maturity Model
(CCSMM) — pozpobaena The Center for Infrastructure
Assurance and Security The University of Texas,
Cybersecurity Capability Maturity Model
(C2M2) — pospobiena MiHiCTEPCTBOM €HEPTETHKH
(DOE) CHIA (Department of Energy..., 2014).
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Mogear Business Process Management
Maturity Modd (BPMMM) — me wMozmens,
po3pobieHa GaxiBIIMH aHATITAIHOI KOMIaHIii

Gartner Group, ska BHUIINSE YOTHPH PiBHI — 3
HYJIOBOTO JI0 TPETHOTO.

HynpoBuii piBeHb — HEOOXiTHICTH 3a0€3MCUCHHS
iHpopMaIiiiHoT Oe3MeKH OpraHi3alielo HaJeKHUM
YUHOM HE yCBioMJIeHa i (OpMaILHO Take 3aBIaHHS
He ctaBuThesa. CiyxbOa Ib He cTBOpeHa. Iligposmin
iH(hOpMAIITHUX TEXHOJOTiH BUKOPUCTOBYE Tpaju-
HiHI MeXaHi3MH ¥ 3aco0m 3axucty iHdopmarii B
JIOKQJIbHIA OOYHUCIIOBANIbHIN MeEpexi Ta cepricax
IHTEpHETY, a TaKOX OIEPaIiifHOTO CepeOBHUIIA Ta
noxatkiB (omepartiiini cuctemu, CVYBJI, cucremu
MiATPUMKHU Ta TIPUAHSTTS PillIeHb TOMIO).

Ilepmmit piBerr — mpoOnemy 3abe3nedeHHs b
KEepIBHHLTBO OpraHizalii posrasiae Jume Yy
texHiyHid mnommHi. CnyxOy 1B He cTBOpeHoO.
Opranizaniiiai 3axoau miaTpuMku Ib He BXUBa-
10Tbcsl. (DiHaHCYBaHHS 3HIHCHIOETBCS B MeXKax
enurOTO Or0KeTy Ha IT. [Timpo3min IT nomaTtkoBo mo
3aco0iB piBast O Moke 3aiydaTd 3aco0u BiIMoO-
BOCTIMKOCTI, pe3epBHOrO KOIIilOBaHHS iH(opMaIlii,
JoKepena 0e3nepebiifHOro JKUBIICHHS, MIKMEpEXKHI
eKpaHH, BipTyalJibHI MPUBATHI MEpeXi, aHTUBIPYCHI
3aco0u, 3acodu mudpyBaHHS TOIIO.

Hpyruii piBeHb — BaxxIHBICTH 3abe3medeHHs 1b
KEepIBHUIITBOM  Oprasizamii  yCBiJOMJIEHO  Ta
PO3MIIANAETECS  SIK  B3a€MOIIOB'SI3aHUN  KOMILIIEKC
OpraHizaiiifHuX 1 TEXHIYHUX 3axoiiB. B opranizarii
BIIPOBAPKCHO METOIUKH aHami3ly pusukiB Ib, ski
BI/IMOBI/Ial0Th MIiHIMAJIHHOMY PIBHIO 3aXHIIEHOCTI
inpopMmarniiiHoi cucremu. BusHadeHo ckmax i
CTpykTypy mTaTHOi cmyx6u Ib. Po3pobneno
noNiTHKy Oe3meku opranizamii. PiHaHcyBaHHS,
CTBOpEHHS Ta MiATPUMKY cHCTeMH 3a0e3nedeHHs 1b
BeIyTh 3 okpemoro O0romkety. Ciryx0a Ib nomaTkoBo
1o 3aco0iB piBHiB 0 Ta 1 yripoBapkye 3aco0u 3aXUCTy
Bil ' HECaHKIIOHOBAaHOTO  JIOCTYINly,  CHCTEMH
BUSIBJICHHS BTOPTHEHb, 3acobum mmdpyBaHHs, a
TaKOXX OpTaHi3alliiHi 3axomd, SKi BiJAIOBITAIOTH
OpUitHATIH ~ momithii  Oe3neku  (30BHImIHIA — Ta
BHyTpimmHiiH aymur 1b, mmamm 3axucry Ta
Oe3mepepBHOCTI Oi3HeCy, IIaH i y MO3amTaTHUX
CHTYAIIiSIX TOIO).

Tperiti piBeHb — mnpobiemy 3abesnedenHs 1b
OpraHi3ami€l0 yCBiIOMIIEHO MOBHOIO Mipoto. [lopsn
i3 Oi3HEC-KyJIbTYpOI ICHY€ MOHATTA KynbTypH Ib.
AKTHBHO 3aCTOCOBYIOTHCSI METOJMKH ITOBHOTO
KUIbKiCHOTO aHamizy pusukie |b Ta BimnmosigHi
IHCTpYMeHTaNbHi 3acobu. BBeneno mratHy mocamy —
kepiBuuka cinyx6u Ib (CISO). Buznaueno ckman i
CTPYKTYpy Tpynu BHyTpimHboro ayauty Ib (CISA),
TPyNH TOMEPE/HKEHHS Ta PO3CHiTyBaHHA KOMIT FO-
TEpPHUX 3JI0YHMHIB, TPyNH EKOHOMI4HOi Oe3MeKH.
KepiBHUIITBOM OpraHi3aiii 3aTBEpIKEHO KOHIICIIIII0
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Ta noniTuky Ib, mnan 3axucTy # iHIII HOPMAaTHBHO-
METOJIMYHI MaTepiaqd Ta TO0CaZ0Bi IHCTPYKII.
dinaHCcyBaHHS BUIUIAIOTh BUKIIIOYHO Y MEXKaX OKpe-
Moro Oromkery. Ciyx6a Ib momatkoBo 10 3aco6iB
piBHiB 0—2 3BepraeThcs 10 3aco0iB ILEHTpami3o0-
BaHOro ympaBmiaHsd Ib 1 3aco0iB iHTerparii 3
wiaTpopMaMu YIpaBIiHHI MEPEKHUMH PECYPCaMH.

Otrxe, moaens BPMMM e OGaratoumipHa W
JIO3BOJISIE  aHANI3YBATH TPOIIECH OpraHizamii 3a
TaKUMH KPHUTEPISMHU. KEPIBHUIITBO, IEPCOHA,
crpareris, Mmetonukd, [T Tomro.

Mogear  Open Information Security
Management Maturity Model pospobiena
He3aJexHUM KoHcopuiymom The Open Group i
BpaxoBye sumoru | SO/IEC 27000.

Mopnens OIIHIOE pPiBeHB 3pIIOCTi (YHKITIOHYBaA-
HHsI TIPOLIECIB CHCTEMH yNpaBIiHHs 1HQOpMaLiiHHOO
Oesmekoro opranizaiii (kommaHii) Ta Opi€HTOBaHa
JoromaraTé (axiBisgMm 3 iHQOpMamiiHOI Oe3neKn
OLIIHIOBATH BJacHy poOouy iH}pacTpykTypy Ta
IUIAaHYBAaTH TIPOIECH YIPABIIHHA i1HGOPMAIIHHOO
oesnekoro kommanii (The Open Group Releases
Maturity Model for Information Security Management).

l'onoBuoro Bumoroio O-ISM3 e 3amokymenro-
BaHICTh, BUMIPIOBaHICTh 1 KE€POBAHICTh MpoOIlecaMu
yOpaBmiHHS iH(OpMAIifHOIO Oe3MeKo, TaKoX
MarTh OyTH 3adikcoBaHi Oi3HecC-IIl KOMMIaHii, Ha
OCHOBI SIKWX BH3HAYalOTh METy W OCHOBHI 3aBJaHHS
ynpasiiHHS iHpoOpMariiiHO0 Oe3nekoro. Mozensb
O-ISM3 Bigpi3HA€ThCS BiJ IHIIMX THM, IO BOHA
mepenbadyae OIIHIOBAHHS 3pPUTOCTI BCIX TMPOIIECiB
(3axomiB Ge3neku), sIKi BUKOPUCTOBYIOTh y CHCTEMI
yopaBiiHHS  iHpopMariiHO  Oe3nekor. Tomy
KepyBaTH KOHTpoJeM (3TiIHO 3  MPOIECHUM
HiIX0I0OM) MOXJIMBO 3a JOTOMOTO OIIHIOBaHHS
PIBHSI HOTO 3pIJIOCTI.

B mopmeni O-ISM3 3acTocoBaHO 4YOTHpPH piBHI
yopaBIiHHs iHpOpMaIliiiHOO Oe3IeKoro, caMe BOHHU
JIO3BOJIAIOTE OIiHWTH 3pidicte mpouecie 1B (The
Open Group Releases Maturity Model for
Information Security Management):

= (0a30BUH, AKMI HAJIESKHUTh IO 3araJbHOrO
YIpaBIiHHS Ta BKJIOYAE TPH BUIAH KOHTPOIIIO;

" crparerignnii (KepiBHHUITBO 1 3a0e3MeUeHHs)
piBeHb, JI¢ BCTAHOBIIOIOTH  CTpaTeriuHi  IIifi,
3MIACHIOIOTh KOOpAWHANINWHI Jii Ta po3po0NsroTh
MeXaHi3M 3a0e3Ne4YeHHs] pecypcamMu, SIKHi MiCTHTb
YOTHPH BHM KOHTPOJIIO;

" TaKTHYHUM (BIOPOBAKEHHS ¥ ONTHMI3allis)
piBeHb, Ha SKOMY pO3pOOJSIOTH 1 BIPOBAIKYIOThH
CUCTEMY YyTpaBIiHHS iH(OpMaIliifHOIO Oe3reKor 3a
JTOTIOMOTOI0 BCTaHOBJICHHS CITEITUGIYHUX IIiJIeH Ta
VIIPaBIIiHHS pecypcaM, BKIoYae 12 BUJIIB KOHTPOJIIO;

» onepaiiiiHuii (BUKOHAHHS i 3BITHICTB) PiBEHb,
IJICH SKOTO JOCATAIOTh TEXHIYHUMH TPOIIECaMU Ta
nependadaroTh 26 BUIIB KOHTPOITIO.



be3neka indopmanirtamx cvcreM i TexHosorivi, Ne 1(7)/2024

[Ipouecu ympapninas 3a wmogemwmo  O-ISM3
KJ1acu(iKOBAHO Ha IT'SITh PiBHIB 3p1JIOCTI:

1-i1 piBens 3pinocTi — Initial (mouaTkoBwii);

2-i1 piBens 3pinocti — Managed (kepoBaHwii);

3-i1 piBens 3pinocti — Defined (opienToBanwmit);

4-ii piBens 3pinocti — Controlled (koHTposboBaHMiA);

5-i1 piBens 3pinocti — Optimized (onrrumizoBammi).

MeTpuKHd MOJEN pO3MIJIEHO Ha Taki THIIH:
IisUTBHICTB, MacmTad, BiACYTHICTh, Ppe3yJbTaTHUB-
HICTh, HABAaHTAXKEHHS, fAKICTh, ©()EKTUBHICTH
(Activity, Scope, Unavailability, Effectiveness, Load,
Quality, Efficiency) # ommcyrooTs pecypcoBHTpaT-
HiCTb oOpaHoro Metoay ynpasmiHHS. [loTouHmid
piBEHb TMpOIECy, B3aJEKHUTh BiJl HAABHOI JOKY-
MEHTaIlli Ta METPUK, SKi BHKOPHUCTOBYIOTH IS
YIPaBIIiHHS HUAM.

Otxe, moaens O-ISM3 po3pobnena anst pizHUX
TUIIIB oprafizamiii (KkoMmaHiii), KOMepIiitHux GipMm,
HEYypAZO0BUX OpraHizariil Ta

= MOXe OyTHM BHKOpHCTaHA B Opraizaiii (Kom-
MaHii) He3aJeXHO BiA pPO3MIPYy, KOHTEKCTY Ta il
pecypcis,;

= BHUMarae BHCOKOi podeciiiHoil miaroToBku ¢a-
XiBIIiB 3 iH(opMariiHOi Oe3neKH Ta MoTpedy€e BUCOKOT
JeTarizaitii mporiecis iHpopmaniiHoi Oe3mneKy;

= 03BOJISIE OpraHizamisM (KOMIAaHisM) BH3HA-
YaTh TPIOPUTETHICTh 1HBECTHLINH y Oe3meky Ta
OINITUMI3YBaTH iX 3a OTpeOH;

= 103BOJIsiE OE3MEPEPBHO MOKPAIYBATH CHCTEMY
yIIpaBITiHHS iHOPMAIIiITHOO OE3MEKOr0 Ha OCHOBI BUKO-
pucranns metpuk (Poii, PsOuyH, & €pmornn, 2020).

Mopueunb 3pisocti NISTIR 7358 — meromosnoris
PRISMA, sky pospobneno National Institute of
Standards and Technology, 3acuosano ma Capability
Maturity Model (CMM) Software Engineering
Institute (SEI).

Merogonoriss  PRISMA  (I'pebennikoB, &
[le6manin, 2018) cTBOpeHa 3 METOIO BHABIECHHS i
OLIIHIOBaHHA Ca0KHUX MiclLlb Y polecax yrnpaBJiHHS
iHdopmarrifinoro Oe3mekoro, 3a0e3leueHHsT peHTa-
OenpHOCTi  BhpoBajpkeHHs CVYIB, oniHioBaHHS
KOMEpIIIHHAX TIPOIO3UIlid Yy BKaszaHiid cdepi Ta
BCTaHOBJICHHSI MOJIUBOCTI iXHBOTO 3aCTOCYBaHHS B
nepxaBHux [T-cucremax CIIA.

3anpornoHoBaHa MOJIEIb MPEACTaBIsE COOOO ITijI-
X171, OCHOBaHHH Ha TpOIlecax OIiHIOBAHHS PU3UKIB Ta
OLIHIOBaHHA e()eKTUBHOCTI ynpaBiinag 1b.

Oco6muBictio Mozeni PRISMA e Tte, mo
NOKyMeHTH 3 1B OLiHIOI0Th 32 TaKUMH OCHOBHUMH
manpsimamu 1B (Computer security resource center):

* ympaBiiHHA iH(OpMaIliifHOIO 0Oe3meko Ta
KYJIBTYpa,;

= iHdopmMarliiiHe MmaHyBaHHs O€3IeKy;

" pO3yMiHHS TIpOIeCiB O€3MeKH, HaBUaHHS U
OCBITH,
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" pecypcu Ta OHJDKET;

" yOpaBMiHHS O KATTEBUM IHKIOM CHCTEMH
Oe3IIeKH;
» ceprudikamis Ta  aKpeguTalis ~ CHCTEMHU

iH(opMartifinoi Oe3mnexwy;

"  3aXHCT KPUTHYHOI iHPPaCTPyKTypH;
IHIMAEHTHU Ta pearyBaHHs Ha HUX;

® 3acobu Oe3neKu Ta KOHTPOITIO.

B pesynbrari BHkopuctaHHs mozgeni PRISMA
KOpPHCTyBad OTpPHUMYE TaONMIO, sKa BimoOpaxkae
omiHky 3pinocti nporecie 1b. B momemi PRISMA
3aCTOCOBAHO IT'SATH PiBHIB, a caMe:

1-ii piBens 3pinocti — Policies (momituku);

2-1 pisens 3pinocti — Procedures (mpoueaypn);

3-i1 piBenb 3pinocti — Implementation (Bnposa-
JKCHHS);

4-ii piBens 3pinocti — Test (TectyBaHus);

5-i1 piBeHb 3pinocti — Integration (inTerparis).

Bumoro pisas 3pinocrti Ib gocsararoTs iuire Tomi,
KOJIM TIOTIEPETHBOTO PIiBHS 3PIJIOCTI BXKE AOCATHYTO.
[T'sTuit piBeHb 3pinocTi sABiIsSE COOOW HAWUBUIINN
piBeHb 3a6e3neueHHs iHpopManiiHoi Ge3MmeKy.

Jlnst ouinroBanHs 3piocti Ib opranizaumii (komna-
Hii), TPOBOJATH PO3IIIAL Ta aHalli3 JoKyMeHTarii 3 1B,
OepyTb iHTEpB'I0 y MpaliBHUKIB opraHizamii Ta
OIHIOIOTH PO301KHOCTI KOXKHOTO 3 HanpsmiB Ib.

Junsa oninioBanHs HampsmiB Ib BBogsaTs KpuTepii,
AKi MarTh OyTH JOKyMeHTainbHO 3adikcoBani. Lli
KpUTepil SBJISIOTH COOOI0 METPHKH MOJCHI |
3aCTOCOBYIOTHCSI HA KOKHOMY 3 PiBHIB 3piJIOCTI.

Ominka BWKOHAaHHS OpTraHi3ali€l0 KpHUTEPIro,

TOOTO OIIHKAa METPHUKH, MOXE MaTH TaKy
knacudikarito: "Bignosigaunii”, "YacTKOBO
BignoBigauii”, "HeBigmosiguuii”.

Ouinka 3pinocti Ib nounHaeThCS 3 MEPLIOTO PiBHSA
(Policies (momiTvkm)), SKIIO I BCIX PO3TISHYTHX
JOKYMEHTIB KpuTepito ouinka "HesiamoBignuii", To
BECh pPiBEHb OTPUMYE Ty CaMy OIIHKY 3a BKa3aHUM
kputepieM. OnHak, SKOO0 y KpHUTEpil AN AEIKHX
JIOKYMEHTIB € olinka "Biamoigawii", anme oriHka
omHOTO abo OiNbIIOl  KUTBKOCTI  JOKYMEHTIB
"YactkoBo Bignosiguui" / "Hesignosimuwmii", Tomi
3arajgbHa OIlIHKA KPHUTEpilo M piBHA  Oyzae
"YacTKOBO BIAITOBIIHUH".

Omxe, metoponorito PRISMA, sk BapianT, MOXHa
3aCTOCOBYBATH B omiHIOBaHHI mporeciB CYIb:

" HE3BAXKAKYM HAa  MacmTabu  oprasizamii
(xommanii) Ta ii pecypcu;

"  KOJIM OCHOBOIO JJIsl OLIHIOBAHHS PiBHS 3pilIOCTi
CVYIb xommaHnii € JOKyMEHTH, B SKHX OIHUCAHO Ta
3aTBEP/KEHO BiTOBIIHI Oi3HEC-TIPOIICCH;

" KONMM piBEHb OIIHIOBaHHS TIPOLIECIB Mae
3Ha4deHHs "UacTKOBO BiNMOBIAHUN" 1 BU3HAYAETHCS Y
BiJICOTKAaX BUKOHAHOI pearizaiii.
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Mopesn oniHIOBaHHS 3pijocTi mpoueciB 3a0e3-
nevyennsi ingopmaniiinoi 6esmekn (Community
Cyber Security Maturity Model). 3ycumns ypsimo-
BUX opraHizamiii i mpuBaTHux Kommanii y CIIA
Oynu 30cepekeHi Ha po3po0IieHH] porpamu Oesrre-
KH, sIKa Hajana O iM IHCTPYMEHT CIJIBHOTO TMPOTHO-
3yBaHHS KiOeparak, iX BHSIBICHHS, pearyBaHHsS Ha
HHX 1 BiIHOBJIEHHS IIPOIIECiB oprauizamiii (KoMiaHiif).

3aBaaHHs MOJIATANO HE JIUIIE B TOMY, 00 MaTH
iHpopMarrito, ¢ BOHA B JaHUH dac mepeOyBaroTh y
IUIaHI IXHBO1 MIATOTOBKH A0 BiIOWTTA KibepaTakw,
aje i Jie BOHH MaroTh nepeOyBaTH, 00 TOKPAIUTH
CBii TOTOYHMH cTaH. {79 pO3B'A3aHHSA MOCTaB-
JICHOTO 3aBJaHHs OyJia CTBOpPEHa CyCIiJIbHAa MOJENb
3pijgocTi  KiGepOe3mexn Community Cyber
Security Maturity Model .

Mogenb po3poOnsian 3 ypaxyBaHHSM [OCBiIy
BUKOPHUCTAHHS MOJENeH 3pUIOCTI MPOTpaMHOTO
3a0e3ncuenns Capability Maturity Model (CMM
a6o SW-CMM) rta imkeHepHHX CHCTEM O€3MEKH
Systems Security Engineering Capability Maturity
Model (SSE-CMM), mo mo3BOJISIO pO3pOoOHUTH
BapiaHTH B3a€MO/II1 pi3HUX opraHizaiiit (kommaHiii)
MiX c00010, CIIPSAMOBaHI Ha MiJBUIICHHS €(PEKTHB-
HocTi mpotunii kKibepsnounnuocti (The Systems
Security Engineering Capability Maturity Model).
Taka Mojenbp BpaxOBY€ HE JIMIlE METPUKH, a U
TEXHOJIOTi{, BiJIOMi Bpa3JIMBOCTI Ta METOIHU
TECTYBaHHS, CMiJIbHE BUKOPUCTAHHS SKHX JI03BO-
JUTH OLIHUTH NOTOYHHUM CTaH piBHSA iHpOpMaLiifHO1
6e3mnexu opranizaiii (kommanii).

B po3pobneniii Momesni BHAUIEHO PiBHI 3pIIOCTI,
SKi BpaxoOBYIOTb THIIM 3arpo3 1 JiSUIBHICTH 13
pisuis (The Systems Security Engineering Capability
Maturity Model):

1-it piBens 3pimocti — Security Aware (mpo 6e3-
MKy BiJIOMO);

2-ii piBeHb 3pinocti — Process Development (pos-
BHTOK IIPOIIECIB);

3-it piBenp 3pinocti — Information Enabled
(BcTaHoBIIEHO iHGOPMYBaHHS);

4-it piBenp 3pinocti — Tactics Development
(pO3BHTOK TAKTHKH);

5-# pisens 3pimocrti — Full Security Operational
Capability (moBma Ge3rmeka €KCIUTyaTOBAHHUX MOXK-
JIHBOCTEIA).

g oriHrOBaHHS PiBHA 3pIJIOCTI MpPOIECiB opra-
Hizanii (kommaHii) B Mojeni 3amporOHOBAHO TakKi
KpHUTepii:

= [eperniKk 3arpos, SAKi CIif| po3rNisgaTh Ta sKi
MOXxyTh Oyt ycyHeni (The Threat Addressed);

" METPHUKH: TPOMAJISIHU, KEPIBHUIITBO, BHPOO-
uuirso (Citizens, Government, Industry);

* indopmariiiauit oomin (Information Sharing);
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= rtexnonorii 6e3meku (Technology);
nasuauns (Traning);

» recryBanus (Test).

Cybersecurity Capability Maturity Model
(C2M2) — mopenb 3pioCTi MOXKIHMBOCTEH Kibep-
Oe3nexkn € I1HCTpYMEHTOM JUIsl OLIHIOBaHHS U
TTOKpaIIeHHs PiBHSA KibepOesmeku. byma po3pobieHa
2012 p. eHepreTHUHHM CEKTOpOM MiHicTepcTBa
enepreruku CILIA.

Bukopucranus C2M2 no3Boisie opraHizamisM
yCiX CeKTOpiB, THUMIB 1 pO3MipiB OIIHUTH Ta
BJIOCKOHAJINTH CBOi Tporpamu KibepOesmekm Ta
MiJBUIUTH TXHIO oOmepailiiHy criikicte. C2M2
30Cepe/PKeH0 Ha BIPOBAKEHHI W  yHpaBiiHHI
MeTojamMu KiOepOe3neku, MOoB'sI3aHUMH 3 aKTHBaMU
IT Ta onepariiiaux Texuonorii (OT), a Takox i3
CepeOBHINAMH, B IKHX BOHH MPAIIOIOTh.

Mogenp  3pimocti  MoxiauBoctein  ES-C2M2
BUKOPUCTOBYE YOTHPUPIBHEBY CTPYKTYpYy IS
OIIHIOBaHHs cTaHy Oe3neku KoxHOi oOnacti. Lli
piBHI MOXyTh OyTH TpeICTaBIeHI y BHIISAII
TPBOXETANHOTO Mportiecy. [lepmiuii eTar siBIsie co00t0
BIPaBHy TOYKYy 3 BIJCYTHIMH TIpoOIlecaMu
MEHE/DKMEHTY iH(popMaliiHOi Oe3nekn i HeBU3Ha-
YeHUMH ToJiTHKaMu Oesmeku. Ha apyromy erami
akKIEeHT pOOJIATh Ha BIPOBA/DKEHHS CTaHIAPTIB
Oesreku 1 (popmarizoBaHUX IPOIECIB YIIPaBIiHHA.
OcranHili eram mependadae MPAKTUIHO TTOBHICTIO
aBTOMATH30BaHE YNPABIIHHA OE3MEKOI0 MiATpHEM-
ctBa. Ha mpomy erami JocsraloTh MakCHMAbHO
MOJKJIMBOTO PiBHS 3aXHCTY BiJ Kibep3arpos, a cama
Oprasizariist OTpUMYye€ CTIHKICTh 10 KibepaTakw.

B a6 HaBeneHO MOPIBHAIBHUN aHAJ3 PO3TIIS-
HYTHX MOJeNeil 3piocTi 32 TaKUMHU KpPUTEPIIMH SIK:
TUII MOJIEINI, KUIBKICTh PIBHIB 3pLIOCTi, Macmrad Mo-
Jierti Ta piBeHb IpodeciiHOl MiATOTOBKY MTPAIliBHUKIB.

PosrisgayTi MOmem 3piIocTi CTBOPEHO 3 METOIO
pO3B's3aHHSA KOHKPETHUX 3ajad 1 3aBlaaHb. BoHu
BUKOPHUCTOBYIOTh MPOLECHUN X1 IS
BU3HAUEHHSI PIiBHS 3pUIOCTi, NPUYOMY BiICYTHE
€IMHE TPaKTyBaHHS MMOHITTS 3pLIOCTi, B CHIIy TOTO,
o KOXHa MOJCIb OpIEHTOBaHA HA PO3B'I3aHHSI
KOHKPETHOTO 3aB/IaHHS.

Jns Bu3HaueHHA piBHS iH(OpMaIiifHOi O6e3neKu
HEOoOXiIHO BpaxOBYBaTH KOHKPETHHH HA0ip METPHK,
SK1 JO3BOJISAIOTH PO3KPUTH PIBEHB 3PLIOCTI MPOLIECIB
iHpopmartiiinoi Oe3mekn. KoxkHa MOIeTs MPOTIOHYE
BHKOPHUCTOBYBaTH  CBiif  Ha0ip METpPHK I
OITIHIOBAHHSI 3PUTOCTI TMpPOIECiB, 30ITiB cepen SIKuX
MPaKTUYHO HEMAE.
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Tabnuys
IopiBHsinHsA MopeJeii 3pinocTi oninoBanus piBug Ib
KpuTepii ouinioBanns
PHTEPI O BPMMM O-ISM3 | NISTIR7358 | CCSMM C2M2
Mojesei
Tun moxeni OmncoBa Ommcosa OmncoBa Ommcosa OmncoBa
KinbkicTs piBHIB 3pinocTi 4 5 5 4 4
Ve .
. CVIb JoxymenTanis IIpouecu Ib IT-akTuBH
Macmrab mopeni CTPYKTypa N . N .
Lo oprasizanii Ib opranizamii oprasizanii HiATIPUEMCTBA
oprasizarii

PiBenp npodeciiinoi . N .y . iy

. pod . . Cepenniit Bucoxwuii Cepenniit Huzpkuit Cepenniit
MiATOTOBKH IPaIiBHUKIB

Jlo HenoikiB MOYKHA BiTHECTH TaKUW: PO3TIISTHYTI
MOJCNIi HE BPaxXOBYIOTh pPIBEHb 3a0€3MEUEeHOCTI
pecypcamu mpoueciB  iHdopMarniiiHOi  Oe3neku
opraHizamii. BoamHowac  Taki  KkpuTepii, K
PO3BHHEHICTh 1 CTabiIbHICTH MPOLECIB YIpaBIiHHS
VKpaTHCHKHX 1 3apyOiKHUX KOMIaHI MaroTh 3HAYHI
BIIMIHHOCTI, IO BHMAara€ IPOBEICHHS ajanTailii
MoJeneit 3pinocTi A IXHbOro BUKOPHUCTAHHS.

Juckycist i BHCHOBKH

PosrnsnyTi Mozei 3pinocTi MPOIECiB
PEKOMEHIYIOTBCS 10 BUKOPHCTAaHHA  KpaIlUMH
CBITOBUMH MpakTUKamMu y cdepi iHpopmauiiHOi
Oe3mekn. BoHN H0O3BONIAIOTH KEPIBHUKAM KOMITaHIH
KOHTPOJIOBaTH CTaH iHpoOpMaliiiHOi  Oe3mekH,
CBOEYACHO pearyBaTH Ha IHIUICHTH iHpOpMaIiifHOT
6e3nexu i po3polisaTH HanpsMu MojepHizamii Ib Ta
CVIB opranizanii (kommanii).

Pe3ynmpraTy oninroBanHs 3pinocti nporecis CYIb
BIJIIIOBIIAIOTH HA TaKl BaXKJIUBI [IUTAHH.

* piBeHb JOKYMEHTYBaHHsS Oi3HEC-TIPOIECiB i
mporrecis Ib;

" JKUM CIIOCOOOM 1 3 BHUKOPHCTaHHSM SIKHX
PeCypCiB 3a0€3MeTyI0THCSI BAMOTH IO T ATPAUMKH TOTO
YH HIIOTO MpOLIECy Ha 3aJaHOMY PiBH;

" Yy JOTPUMYETHCS oOpradizamis (KOMIIaHis)
PEKOMEHAAIIM Kpalmux TMPakTUK 31 CTBOPEHHS Ta
migrpuMkn ¢yHknionyBanas CYIb Tomo.

IIpoBeneni mOCHiPKEHHS IMOKA3alld, IO JUIS
OLIIHIOBAaHHA MOXKJIMBOCTI BIPOBAIKEHHS PO3IJIS-
HYTHX MOJIEJeH 3piTOCTi Ha TpaKTHI € ToTpeda
rTUOOKOro po3yMiHHsA 0a30BOi Mozeni oprasizamii
(Tro6TO Tpeba 3HATH, IS SIKOTO IEPENiKy 3aBIaHb
BOHA pO3pOOJIsIach), HE MOJMIUBO BIICBHEHO
CTBEp[UKYBAaTH, 4YM MOXHa II 3aCTOCOBYBAaTH MJIA
PO3B'sI3aHHS HAIINX 3aBIAaHb.

Hocnimxeni B poOOTi MoJeni 3piliocTi mpouecis
JOLIBHO  BHUKOPDHUCTOBYBATU K  €TANOH  JUIA
pO3poOIJIEHHST MOJeNi 3pijocTi, 6epydn 3a OCHOBY
BiIacHy 0a30By MOJENb 3 ypaxyBaHHSM METPHK,
BIIACTHBHX KOHKPETHOMY 00'ekTy. OnTuManbHUM
PIIIEHHSIM HUHI BHUIJIAJAE BIIPOBAHKCHHS OYAb-IKOi
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3 ICHYIOUMX MOJIEJICH OIiHIOBAHHS 3 TOANBIIOI0 il
aJlanTAaIliero 1 pO3MUPEHHM TIif] BIIACHI TOTPEOH.
[Nonmanpuri JOCHIIHKEHHS JOIIBHO IMPOBOAMTH,
CTBOPIOIOYH MOJIeITh OIIIHIOBaHHS, SKa
BpaxOBYBaTUME HalliOHAJIbHY HOPMAaTHBHO-IIPABOBY
0a3y, piBeHb MiJTOTOBKH (axiBIiB opranizamii
(xommanii) Ta 06car ¢inancysanus nporecis Ib.

Buecok aBTopiB: Onekcannp TopoiaHko — KOH-
LENTyali3allis; METOMIOJIOTIs; aHali3 JpKepel, MiAroTy-
BaHHS OIJISITY JIiTepaTypu a00 TEOPETUYHUX 3acaj JIOCHi-
Jokensst; IOpii lle6nanin — 30ip eMIIpUYHUX JaHUX Ta
ixas Bamiganis, Oner KypueHko — emMItipuaHe TOCITiHKEHHS.
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COMPARISON OF ORGANIZATION (COMPANY)
INFORMATION SECURITY PROCESS MATURITY MODELS

Background. Theincrease in malicious activity in the information and cyberspace poses a challenge to the leaders of
enterprises (organizations) and the leaders of companies with additional tasks and benefits to protect their assets. The loss of assets,
for example, financial or technological, can make it impossible for the company to achieve its basic function - to generate profits.

M et hods. Thework used the information security risk analysis method.

Results. Creationand promotion of current information security systems. Organizations spend significant financial resources
on the development and operation of technology protection, create various structural subdivisions, such as the assessment and
provision of a similar level and information security of the enterprise (company). At the same time, there isa real risk of the current
situation if malicious and more current technologies are able to rig the system to protect the company and cause irrevocable costs,
both financial and reputational.

Conclusions. One of the main directions of this problem is the creation of an information security management system
(19M9), which is a warehouse management system for an organization (company) and is assessed without bears the risks of creating,
implementing, operating, operational monitoring, review, support and thorough information security organizations (enterprises). The
| SMSincludes the organizational structure of the organization (company), its policies, nutritional planning, monitoring of labor costs,
promotion of daily practices, control and support of resource processes. As a best practice, to assess the level of information security
of an organization, it is recommended to use a different approach that is based on the capabilities of process maturity models. The
extracted results can be used to thoroughly and optimize the created information security system of the organization (company). There
are currently a wide range of information security maturity assessment models available to organizations based on similar principles.
In this case, it isrealistic to select such models to be limited, first and foremost through a weak connection to the characteristics of
specific organizations.

The work examines models of the maturity of processes, their structure and the ability to evolve in the course of assessing the level
of information security.

Keywor ds: model, maturity assessment, threat, information security.

ABTOpH 3asBIISIIOTE PO BiACYTHICTH KOHQIIIKTY iHTepeciB. CrioHcOpu He Opanu ydacTi B po3poOJICHHI IOCHimKeHHS,; y 300pi,
aHai3i Y iHTepIpeTawii JaHuX; y HalUCaHHI PyKONKCY; B PillIeHHI PO IyOJIiKalilo pe3yJibTaTiB.
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