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METOANKM EKCTPATYBAHHSA OB'EKTIB KIBEPBE3MNEKUA
3 ENEKTPOHHUX OXKEPEN 13 3ACTOCYBAHHAM WTYYHOrO IHTENEKTY

BcrTtyn. Cmpimkuli po3eumok iHghopmayiliHux mexHosnogzili npu3eie 0o 8UHUKHEHHs1 HOBUX 3a2pPO03 i sUKIUKie y cghepi
Ki6epbe3neku. KibepeiliHa cmana peanbHicmio ma cnpaexHboOr Mpobsiemoro Onisi Oep)kae, ope2aHi3ayili ma OKpemux
Kopucmyead4ie kKi6epnpocmopy. B YkpaiHi exuearomb 3axodu 3 po3pobneHHsi cucmemu Ki6epdili y ki6epnpocmopi, siKi
@KJIFOYarOmb CYyKyrnHicmb e3aemMornoe'si3aHux nidcucmem kKibeppo3eidku, kibep3axucmy ma kibepennuey. OdHiero 3 ¢hopm
Kibeppo3eidku € po3eidka 3 eidkpumux Oxepesn — Komm'tomepHa po3gioka (OSINT), sika 30ilicHroembcsi Onst Mowyky U
dobyeaHHs1 po3eidysanbHoi iHghopMauii, 30kpema i Ons eusiesieHHs U aHanizy o6'ekmie kibep6e3sneku w000 NPo2HO3y8aHHs
MOXusux nposieie kibep3a2po3 ma ixHix Hacnidkie. Lje sumazae po3pobrieHHs eghpekmueHUXx Memodie eusiesieHHs1 U aHanizy
06'ckmie kibepbe3zneku 3a OOMOMO20K eKcmpaz2yeaHHs1 ¢hakmozpagpiyHux GaHux npo o6'ekmu kibepbe3neKku 3 eesluKux
Macueie HecmpykmypoegaHoi mexkcmoeoi iHghopmauii.

MeToawu. [ocnidxeHo mexHosnoeii wmy4yHo20 iHmenekmy, 3okpema U eenuki MoeHi modeni (BMM), ma 2eHepamugHo20
wmyyHozo iHmenexkmy (I'LLI) 8 koHmekcmi 3acmocyeaHHs ix 05151 po3e'si3aHHs 3aday KoM FomepHoT po3eidku 06 ekmie Kibepbe3neku
3 8iIOKpUMUX eJIeKMPOHHUX O)XXepeJst i coyiarlbHUX MEPEX.

Pe3ynbTatun. Y pesynsmami npoeedeHo2o AocnidxeHHs, Onsi 30ilicHeHHs1 diegoi aHanimuku pe3sysibmamie 0obyeaHHsI
iHghopmauyii, 3anpornoHoeaHO MemoOuKy eKcmpaz2yeaHHsI iMeHoeaHUX cymHocmel — Ha38 XaKepCbKuX yepyrnosaHb ma iXHix
KOHMeKcmyarsbHUX 36'si3Kie i3 mekcmie noeidomsieHb e/IeKMPOHHUX MEPEXHUX OXXepest, WO cmocyromscsi npedMemHoi obnacmi
KibepbesrneKu, a MmaKox ¢hopMyeaHHsI MePeX IXHiX 83aeM038'si3Kie i 3MicmoeH020 aHai3y yux Mepex. [ns ausHa4eHHs1 akmopie, siKi
maromb ei0HoweHHs1 0o KibepeiliHu, 3arnpornoHoeaHo MemoOuKy aHanidy eidibpaHux OoKymeHmie, AoCMYNHUX 8 eJIeKMPOHHUX
dxepesiax iHmepHemy ma couyianbHux Mepexax. O6udei Memoduku rpyHmyromscsi Ha 3acmocyeaHHi L.

BucHoBkU. Pesynsmamu docnioxeHHs1 deMoHCmpyomb eghekmueHicmb 3anporioHoeaHux mnioxodie i Moxnueicmb
iXHbO20 3acmocyeaHHsI Ha npakmuuyi ni0 4ac po3e'si3aHHs1 3ae0aHb 3abe3ne4yeHHs Kibepbe3neku. 3anponoHoeaHi MemoduKku
MOXymb cmamu eaxsueuM iHcmpymMeHmMoM Onsi cpaxieuyie cehepu kKibepbesneku w000 po3pobrieHHs HUMU egheKmueHUX
cmpamegili 3axucmy gi0 Kibep3az2po3.

KnwuyoBi cnoBa: kibepeiliHa, kibepbe3sneka; 2ceHepamueHull wmy4Hull iHmenekm; eenuki MoeHi modesti; iHmepHem;
eidkpumi eneKmpoHHi Oepesia; couianibHi Mepexi, aHasni3 mekcmy; 06 ekmu KibepeiliHu.

Bctyn 3 ornagy Ha ue B YkpaiHi BXuBaloTb 3axofdiB i3

CTpiMKkuiA po3BUTOK iHGOpMaLinHKMX TexHonorin (IT) po3pobneHHs cuctemu Kibepgin y kibepnpocTopi, nig
npu3BiB A0 BUHUKHEHHSA HOBUWX 3arpo3 i BUKNUKIB y caepi AKUMU PO3YMitOTb CYKYMHICTb B3aEMOMOB'A3aHUX Nif-
Kibepbe3nekun. KibepgitHa cTtana peanbHICTIO Ta cnpaBX- cucteM kibepposBsigku, kibepsaxucty, kibepBnnuBy Ta
HbOI Npobnemoto Ana gepxaB, OpraHi3auii Ta OKpeMmnx KiGEPKOHTPPO3BIAKM, AKi YTBOPIOKOTL LiNIiCHY €EAHICTb, Ha
KopucTyBadiB iHTepHeTy. KiGepBnnumBu Bce yacTiwe cTa- AKy noknagatTbecs yHKUiT i3 3abe3neveHHs kibep-
10Tb €(PEeKTUBHUM iHCTPYMEHTOM AN AOCATHEHHA MeTu 6e3neku (JaHuk, BopobieHko, & YepHera, 2019).
OO0 KOHTPOMO M ynpaBniHHA K 06'€eKTamMn KpUTUYHOT 3ayBaXumo, WO HWHI po3Bigka nepemicTunaca y
iHPpaCTPYKTYpU Oepxasu, Tak i OKpeMo B3ATUMU rpoma- HOBUIA BUMIp GoRoBux Ain — kibepnpocTip — i cTana
AsiHaMy Ta ixHiMu ob'egHanHAMK (OaHuk, BopobieHko, & BaXIIMBOK CKMafdoBO cucTemun Kibepgih — kibeppos-
Yeprera, 2019). HuHi npakTuyHO BCi NpOBIAHI Aepxasu BiZKOM, Mg SIKOK PO3yMiloTb npouec AobyBaHHA ycima
CBiTY 3iTKHynuca 3 kibepsarpo3amu 1 HeobXigHicTio HasiBHUMU TEXHIYHUMM 3acobamu po3BiOKM (KOCMIYHOI,
cdopmyBaTu cuctemm kibepbesnekmn Ta kibepobopoHu. NOBITPSIHOT, pafioenekTPOHHOI, MEPEXHOI, NporpamHo-

3anexHicTb 6e3nekn i eKOHOMIKU AepXXaBu Bif CTaHy KOMMN'IOTEPHOI, PO3BiAKM CUCTEM YMpaBniHHA TOLWO) 1
BaxnuBux 0O6'ekTiB Ta iHdopmaUiiHOT iHdpacTpyKTypu 3acobamu pos3sigku 3 Bigkputux mxepen (OSINT)
06'eKTIB KPUTUYHOT iHCpPaCTPYKTYpKU, Takmx siK: €Hepro- iHdbopMmaLii, HasiBHOI B KiGepnpocTopi NPo NPOTUNEXHY
3abe3neyeHHs, BOOOMNOCTa4YaHHA, TPAHCMOPT, eNeKTPOHHI CTOpPOHY, a Takox noganbwe Tii 06pobneHHs, LWo
KOMYHiKaUii Towo, O0OyMOBMIOE BU3HAHHS Kibepbeaneku 30INCHIOETBCSA 3a €4MHMM 3a4YyMOM i NnaHOM i3 MeTow
NpoBiAHVM enemMeHTOM AepxxaBHoi 6eaneku. Kibepsarpoan BUKPUTTA NpoUEciB yNpaBmiHHA, €Ki NpoTiKawTb Y
y Cy4acHOMy cycninbCcTBi HabyBatoTb 3HaYHOrO MacLuTaby KibEpHETUYHUX CcuUCTEMaxX Mi4 Yac iXHbOro (YyHKLio-
Ta ABNAI0TbL COOOI0 HAAABHI Ta NOTEHLIMHO MOXNKBI ABULLA HyBaHHA Ta OPMYyBaHHS BUXIOHWX JaHUX Ans
i YUHHWKK, LLLO CTBOPIOIOTL HEGE3NEKY KUTTEBO BaXKIMBUM 3[iiCHEHHS1 3axofiB kibep3axucTy Ta kibepBnnuBy Ha
HauioHanbHUM iHTepecaM YkpaiHu y kibepnpocTtopi Ta i3nyHi, couianbHi, iHHopMaLiiHi 1 iHWi KibepHeTUYHi
HeraTMBHO BMMBAOTb Ha CTaH kibepbeanekun aepxasu. cuctemu (OaHuk, BopobieHko, & YepHera, 2019).
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OgpHieto 3 hopM kibeppo3Bigku € po3Bigka 3 BigKPUTUX
Oxepen — KOMM'loTepHa po3Bigka, sika 34iNCHIETLCA ANs
NoLUYKy 1 AoOyBaHHS po3BigyBanbHOI iHbopmalLii, y ToMy
ymncrni, BUSIBNEHHA N aHani3 ob'ekTiB kidepbesnekn ans
NPOrHO3yBaHHSA MOXIMBUX MPOsBiB Kibep3arpos Ta ixHix
HacnigkiB. OCHOBHUMW [Xepenamu OTPUMaHHS iHop-
mauii ans OSINT e BigkpuTi enekTpoHHi [Xepena B
iHTepHeTi, coujianbHNX Mepexax i MeceHakepax.

BignoBigHO 00 UBOro, akTyanbHMM € HayKoBe 3aB-
OaHHA Wwoao po3pobneHHs edeKkTUBHUX MeTodiB BUSIB-
NEeHHA 1 aHanidy o6'ekTiB Kibepbesnekn ekcTparyBaHHAM
bakTorpaiyHmMx AaHux NpOo HUX i3 BENWKMX MacuBiB
TEKCTOBOI iHGhopmaLlii.

TpaguuinHi meToan aHanisy TekcTy, siKi BUKOPUCTO-
BYIOTb HWHi, MalTb CBOi OOMEXeHHs, 0cobnMBo Komu
npoetbcs Npo obpobneHHs N aHani3 Benukux 3a obcsarom
OaHuX, WO MalTb CKNagHy CTPYKTYpY.

Poss'azatn U0 npobGnemMy MOXHa, 3acToCyBaBLUM
cyyacHi IT, Taki ak BMM i 'L, sixi fo3BonsoTe ePekTMBHO
06pobnATM N aHanidyBaTu TEKCTOBI AaHi Benukoro obesry
Ta CKNnagHoi CTPYKTYpMW.

Memoro cmammi € po3pobneHHs HOBUX MEeTOAMK
ekcTparyBaHHA 006'exTiB  kibepbe3nekn 3 Benukux 3a
obcarom i cknagHuUx 3a CTPYKTYpPOK TEKCTOBMX [OKY-
MEHTIB, PO3MILLLEHNX Y BiOKPUTNX €NEKTPOHHUX Axepenax
iHTEpHeTY Ta couianbHWX Mepexax i3 BUKOPUCTaHHAM
BMM T1a TWI ana edekTMBHOrO po3B'A3aHHA 3agad
KOMM'IOTEPHOI  po3BiakM haxiBueM i3 kibepbeaneku
ANnsA BignpautoBaHHSA HUM eddeKTUBHUX CTpaTerin 3axucTy
Bif KiGep3arpos.

Ons JoCArHeHHs MeTU OOCNIMKEHHSA PO3B's3yBanunch
TaKi YaCTKOBi 3aBOAHHS:

1. Pos3pobneHHs meToauku
Kibepbesnekn 3acobamu MLLI.

2. Po3pobneHHss MeTOAUKM eKkcTparyBaHHs AakTopiB
KiGepBiiHM 3 BUKopucTaHHaM LI,

CyTb nepLloro 3aBAaHHsi MOMArae y BUKOPWUCTaHHI
cuctemn TWI, Hanpuknag, ChatGPT, pna ekctpary-
BaHHSI MOHATb i 3B'A3KIB MK HUMMW, LUNSIXOM 3BEPHEHHS
0O Hei 3i 3MICTOBHMMMK 3anutamu (MpomnTamu), Ta po3-
pobui anroputmy Ans OpMyBaHHA Mepex B3aEMO-
3B'A3kiB  Mix cyb'ektamn kibepbesnekn Ha  OCHOBI
€eKCTparoBaHUX AaHuX.

Opyra 3apgaya noe'A3aHa 3 BM3HAYEHHAM 0O'ekTiB
Kibepbe3nekn — AKTOpiB KibepBillHM Ha OCHOBI AaHuX,
OTpUMaHWX Yy pesynbTaTti  iHPOPMAaLiNHO-NOLLYKOBUX
sanuTie (IM3) po arperatopie iHdopmauii Ta dopmy-
BaHHa npomnTie go [WI, Ta, BignoBigHO [0 ULbOrO,
po3pobuTtn anroputm AnA noOyaoBuM Mepexi aKTopiB y
opmi rpadga, KU BpaxoBye B3AEMO3B'A3KN MiXK HAMM.

Oan1510 nimepamypu. Y HayKoBi niTepaTypi LUMPOKO
OOroBoOpOIOTE  MeTOAM  aHanidy TeKCTOBUX  AaHUX.
Hanpwuknag, y ctaTtTi (Yi et al., 2020) po3rnsHyTo Moaernb
RDF-CRF po3snisHaBaHHs1 imeHoBaHMX 06'ekTiB 6e3neku Ha
OCHOBI perynspHux BUpasiB i CrOBHMKA BijoOMMX 00'eKTiB,
a TaKoX YMOBHWX BWMAaZKOBWX MOMIB y MNOEOHAHHI 3
yoTupma wabnoHamu o3Hak. Lia mogenks, Ha OCHOBI Mpa-
BWUI1, JO3BONSE 3AIMCHIOBATU 3icTaBnNeHHsA 00'ekTiB Geane-
KM 3 HeobXigHOK TOYHICTIO B NPOCTUX cuTyauisx. CnoBHMK
BifOMMX OG'EKTIB 3aCTOCOBYHOTb AS11 BUITyYEHHS 3ararb-
HUX i cneundiyHmx ob'ekTiB Ge3nekn, a ekcTpakTop Ha
ocHoBi CRF BuMKOpUCTOBYE iaeHTuUdiKoBaHi 06'ekTn 3a
[JOMOMOTOH EKCTPAKTOPIB Ha OCHOBI MpaBwn i CrIOBHUKA Anst
noJarsbLLIOro NOKpaLLEHHS! MPOAYKTUBHOCTI PO3Mi3HaBaHHS.

Y pob6oti (Halbouni et al., 2022) HaBeaeHo aHania
e(EeKTUBHOCTI  TpaauuiMHMX  anropuTMiB  MallUHHOIO
HaBYaHHA 4ns po3B'A3yBaHHs 3agad kibepbeaneku. [NpoTe

BMSABIEHHA CyO'ekTiB
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HaBedeHi y CTaTTaAX MeToAM MakTb CBOi OOMEXeHHS,
ocobnmeo nig 4ac poboTi 3 Benukumu 3a obcArom Ta
CKMagHOK CTPYKTYpol AdaHumu. 3 iHworo Ooky, Yy
TenepiLHin Yac cnocTepiraeTbCAa CTPIMKUIA po3BUTOK IT, SKi
I'PYHTYIOTBCA Ha [AOCATHEHHAX Yy cdepi  WTYy4HOro
iHTenekty, 3okpema i BMM, i T'lWI, aki npussaHi ansa
noaonaHHs Hegonikie Ta obMe)eHb, WO Brnactuei and
TpaguuiiHux meToaie 06pobneHHs TEKCTOBUX AaHUX.

Y crartTi (Bayer et al., 2024) po3rnsiHyTo 3aCTOCYBaHHS
BMM pgna awWanisy TekcToBMX gaHux Yy  cdepi
Kibepbesnekn. 3okpema, 3anpornoHOBAHO BUKOPUCTAHHSA
cneuianbHO aganToBaHoi Ao cdepw kibepbeanekn MOBHOT
MoZeni, Ska MOXe CrnyryBaTu OCHOBOI AN po3pobreHHs
cucTem kibepbesneku.

HaBegeHo aHanis edektnsBHoCTi 3actocyBaHHA [LUI
ONs po3B'A3yBaHHA 3agay y cdepi HauioHanbHOI 6e3neku
y npaui Hassanin i Moustafa. Y uit po6oTi gocnigxyroTecs
Hacnigku iHTerpadii BMM, aHanisyetbcs ixHii noTeHuian
wono obpobneHHs iHdopMauii, NPUAHATTA pilleHb |
OMepPaTUBHOCTI pilleHb, WO npuimatoTecd. NMpoaHaniso-
BaHO nepesarn 3actocyBaHHa BMM, Taki gk aBTomartu-
3auia 3aBfaHb i MOKpalWleHHA aHanisy AaHuX, PU3KKK i
npo6nemu, NoB'A3aHi 3 KOHIAEHUINHICTIO 4aHUX | IXHBOH
BpasnuBicTiO A0 atak 3 60Ky cynpoTuBHMKa. 3pobneHo
BMCHOBOK MNP0 [OOUINMbHICTE MOEAHAHHA 3acTOCyBaHHSA
BMM i3 meTtogamun Teopii NPUNHATTA pilleHb, O MOXe
3HAYHO MonerwnTy Nepexis Big AaHWX OO 06rpyHTOBaHNX
piweHb, O03BONAKYN ocobam, sKi NpuiAMaloTb pilleHHs,
LLUBUAKO OTPUMYBaTW 11 aHanisyBaTu HassBHY iHbopmauito 3
MEHLUMMMW BUTPaTaMu NIOACHKMX PeECypCiB.

Y crarTi (Gao, Zhang, & Han, 2021) ob6roBopeHo
3aCTOCYBaHHA MeTody po3ni3HaBaHHS iIMEHOBAHMX 00'ek-
TiB ANSA BUSIBNEHHS iIMEHOBAHUX CYTHOCTEN y TEKCTax, Lo
€ BaXIMBMM acrekToMm Yy BUSBIEHHI 06'ekTiB kibepbes-
nekn. OnMcaHo pi3Hi Nigxoav i MeToam Ansa po3nisHaBaHHA
iMeHoBaHMX CyTHOCTEN y cdepi kibepbeaneku, BKIrovaoum
niaxi4 Ha OCHOBI MpaBun, Nigxig Ha OCHOBI CNOBHUKIB i
nigxig Ha OCHOBI MAaLUMHHOIO HaBYaHHSA, a TaKoX
npoBedeHo aHania npobnem, 3 SKAMUM CTMKAKOTbCS
OOCTiMXEHHSA B Ui obnacTti. 3anponoHoBaHO MamnbyTHI
HanpsiMu po3ni3HaBaHHSA iIMEHOBaHWX CyTHOCTeWn Yy cadepi
kKibepbesnekn cepen SAKUX: 3aCTOCYBaHHA HEKOHTPO-
NbOBaHOI ab0 HaNIBKOHTPONbLOBAHOI TEXHOMOTii HABYAHHS;
po3pobka Ginbw noBHOI  oHTONOrii  kKibepbeaneky;
po3pobka BinbLl NOBHOI MoAeni rMMBoKoro HaBYaHHS.

ABTopu pobotn Hanks et al. (2022) posrnsgalTb
BMKOpUCTaHHs GibnioTekn spaCy ons aHaniy TEKCTOBUX
JaHux y kibepbesneui. TyT HaBeJeHO MOYaATKOBUM

HECTPYKTYpOBaHWN  KOpnyc iHdopMauji, Lo onucye
BEKTOpW 3arpo3, BpasnvBOCTI Ta kibepaTakum 3 pisHUX
BIOKPUTMX  [Kepen, SKAW  BUKOPWUCTOBYETbCA  ANA

HaBYaHHA Ta TECTyBaHHsS Mofernen o6'exTiB kibepbeaneku
3a gonomoroto ppenmsopky spaCy Ta BUBYEHHSI METOAIB
CaMOHaBYaHHA [Ans  aBTOMATM4HOrO  pOo3Mi3HaBaHHS
00'ekTiB Kibepbeaneku.

Y crtaTtTi (Alam et al., 2022) npoaHanizoBaHO eheKTUB-
HicTb Gibniotekn Flair y posnisHaBaHHi iMEHOBaHMWX
cytHocTen. OnucaHo 6ibnioteky CyNER, 3 Bigkputum
BUXiAHUM KOOOM Ha MoBi python Ana poanisHaBaHHA
imeHoBaHMX 00'ekTiB y chepi kibepbeaneku, ska NoegHye
B cobi TpaHcdopMaUinHi Moaeni Anst BUNy4YeHHst 06'exTiB,
noB's3aHux i3 kKibepbe3neko, eBpUCTUKN ANS BUNYYEHHS
Pi3HMX iHAMKATOPIB KOMMPOMETALii, a TakoX 3aranbHo-
OOCTYNHI MoZeni Ans 3aranbHUX TUNiB 06'eKTiB.

3acTocyBaHHA MeTody TEMaTW4YHOrOo MOAENHoBaHHSA
ONsi aHanidy TEeKCTOBMX OaHuX, Lo HanexaTb A0 cdepu
Kibepbesneku, obrosopeHo B poboTi (Piyush, & Okamura,
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2021). 3anponoHoBaHU MeToA [O3BOMSE BUSABMSATU
TeMaTU4Hi 3B'A3KM Mixk pidHMMUK 06'ekTamm kibepbesneku,

Y cratTi (Lande, Puchkov, & Subach, 2022) 3anpono-
HOBaHO iHpOpMaLIiHy TEXHOMOri0 BUMYYEHHS KOHLENTIB
i3 TEKCTiB NOBIAOMMNEHb MEPEXHUX AXepen, Lo Hanexarb
0o npegmeTHoi obnacti kibepbesneku. Lli koHuentn
iNbTPYOTLCA 33 CTaTUCTUYHUMW XapakTepucTMkaMmn Ta
paHXyTbCA. PO3rmsHyTO NUTaHHS CTBOPEHHS, KNnacTepu-
3auii Ta BisyanisaLii Mepexi KOHLENTIB Ta IXHiX B3aEMO3B'A3KIB.

Y pocnigxeHHi (Lande, Puchkov, & Subach, 2020)
3anpornoHoBaHO N O6rpyHTOBaHO nigxoau Ao nobyaosu
CUCTEMW MOHITOPUHIY 1 aHanidy coujanbHux Mefia 3
nutaHb kibepbesnekn, ki 6a3dyoTbCs Ha  KOHUenuii
00po6neHHs Benukmux OBCAriB JaHWX, CKNaaHUX MEpPEX,
[oOyBaHHSA 3HaHb i3 TekcToBMX MacueiB. OcHoOBHa igest
CTBOPEHHS Liei cUMCTEMM — OJHOYACHE 3aCTOCYBaHHS
mMeTopiB i 3acobiB iH(opMaLiNHOro NOoLLYKy, aHanidy AaHux
Ta arperyBaHHs iHdopMaUiiHMX NOTOKIB.

MnuTaHHaM dopMyBaHHA B pearnbHOMY 4aci Mmopenen
npegmeTHuMx obnacTten i JangkecTiB HA OCHOBI aBTO-
MaTWMYHOrO aHarnidy BemnuKOi KinbKOCTi MOBIAOMIEHb i3
couianbHUX Mepex, npucesyeHo nybnikauito (Lande et al.,
2020]. 3anponoHoBaHO METOA KNacTePHOro aHanisy, sikum
6a3yeTbca Ha OUiHIOBaHHI AMCKPUMIHAHTHOrO 3Ha4YeHHs
TepMiB, HOBU3HA SIKOTO MONsArae y BUKOPUCTaHHI HanbinbLL
3HaYyLWMX ANCKPUMIHAHTHUX 3Ha4YeHb K LEeHTpoigis Ans
BM3HAYEHHs KnacTepis.

lMpoTe npoBeadeHw aHania BKasye Ha BIACYTHICTb
e(EKTMBHMX METOSIB, sIKi MOBHOK MipO 3a40BOSbHANM 6
notpebu kopucTyBadis — haxisLiB cdepu kibepbesnekm Lwoao
ekcTparyBaHHsi 06'ekTiB Kibepbeaneku 3 Benukux macusis
TEKCTOBMX JOKYMEHTIB, LLIO MaloTb CKNagHy CTPYKTYpY.

OTxe, 3Baxawuu Ha Te, WO iCHyl4Yi MeToan MatoTb
CcyTTEBI OOMEXeHHs1 AnsA poboTn 3 BENUKNUMYK 3a 06Csirom
MacuBamMy TEKCTOBUX OaHuxX 3 ogHoro GoKy, Ta cyyacHi
OOCSITHEHHS Y Ui cdpepi Ta cdepi LWTYYHOrO iHTENeKTy, 3
iHWOro, cTae OouUinbHMM i NePCNeKTUBHMM pO3pOo6neHHs
Ta 3aCTOCyBaHHA HOBITHIX IT, AKi 'PYHTYIOTBCA HA HOBUX
MeToAax ekcTparyBaHHA 06'eKTiB 3 eNeKTPOHHUX axepen i
couianbHUX Mepex, 30kpema 1 y caepi kibepbeaneku, Ha
OCHOBI 3acTocyBaHHi BMM i I'LLI.

Metoamn

BuaineHHst iMeHHMX cyTHOCTeNn — 06'ekTiB Kibepbesneku
€ BaXNMBMM Ans igeHTudikauii Mmoxnuemx kibepsarpos i
PO3KPUTTS KiBep3no4mHiB, BMABNEHHSA | po3CnigyBaHHSA
DiSANbHOCTI 3MTOYMHHUX XaKEPCbKMX YIPYNOBaHb TOLLO.

PesynbTtatv BUAINEHHS iIMEHHWX CYTHOCTEW MOXYTb
O6yTn BUKOPWCTaHI ANsi NOAAnbLUIOrO iXHbOrO aHanisy y
KOHTeKCTi kibepbesnekn. € kinbka MeToAdiB Ta iHCTPY-
MEHTIB, siKi MOXXHa BMKOPWCTOBYBATW AN BUOKPEMITEHHS
iMEHHUX CyTHOCTeN:

1. Anani3 BeGCTOpIHOK:

" BUKOPWUCTAHHSA iHCTPYMEHTIB ANsi  BUITyYEHHS
TeKkcToBoI iHpopmauii 3 BeGCTopiHOK BignoBiAHO A0 Ter
BEOPO3MITKY;

= OTpMMaHHA MeTagaHux (Hanpwuknag, EXIF-gaHux i3
doTorpadiin), siki MOXYTb MiICTUTW iIMEHHi CyTHOCTI.

2. AHanis couianbHNx mepex:

= 3aCTOCYBaHHS iHCTPYMEHTIB 4115 BUSIBNEHHS 3rafiok
KOHKPETHUX iMeH, KoMnaHii abo iHWMuX CcyTHOCTEW Ha
ny6niYHUX CTopiHKaXx;

= BUBYEHHS 3B'A3KIB MiXX Pi3HUMW CYTHOCTAMU Yepes
aHanis gpyasis, ponosepis TOLLO.

3. AHani3 eneKkTpoHHOI NoLITH:

=  BUKOPUCTAHHS iIHCTPYMEHTIB 4ns aHanidy nybniyHoi
iHgopmalii, sika MoXke MICTUTK iMeHa, agpecu, TenedOoHHI
HOMEpU TOLLIO.

ISSN 2707-1758

36

4. MeTtoamn poboTn 3 HECTPYKTYPOBaAHNM TEKCTOM:

= BMKOPUCTaHHA WabnoHiB (perynspHux Bupasis —
regular expressions, RegExp);

" 3aCTOCYyBaHHS anroputMmiB 0b6po6neHHa TekcTiB
npupoaHoto Mook (Natural Language Processing, NLP)
OnNa BUAINEHHS iMEH, HA3B OpraHisauin ToLWo 3 TEKCTOBOI
iHdpopmaLii;

= aBTOMaTW4Ha ineHTudikauis iMeHoBaHMX
cytHocten — Named Entity Recognizer (NER): spaCy,
Natural Language Toolkit (NLTK), Stanford Named Entity
Recognizer;

=  BUKOPUCTa@HHSA iHCTPYMEHTIB ANA po3ni3HaBaHHS
iMeHoBaHMX CyTHOCTel (0cib, MicLb, opraHi3aLii, akTopis

TOWO) B TEKCTi, WO MOXe BKasdyBaTu Ha cTani
CNOBOCMONYYEHHS.

5. Anani3 kogy:

= aHania BWXigHOrO KoZy nporpaMm (3okpema,

KOMEHTapiB) AN BUSABMNEHHA iMEH Ta iHWMWX iHdOp-
MaUiHMX CYTHOCTEWN, MOB'A3aHMX i3 PO3POOHMKaMMK 4n
KOMMaHisMu cdepu kibepbesneku.

6. 3actocyBaHHa BMM i I'LUI:

= hopmyBaHHA cneuianbHWX 3anuTiB (NPOMMTIB) A0
cuctem W, Takux sk ChatGPT, Gemini, Groq Towwo ans
BUSIBNEHHS BIi4NOBIOHWX iIMEHOBaHUX CyTHOCTEN cdepwu
Kibepbesneku.

= [Ins BUWSAIBMEHHS IMEHOBaHUX CYTHOCTEN MOXYTb
BMKOPUCTOBYBATUCS Taki iHCTpyMeHTanbHi 3acobu OSINT:

= ©a3n gaHux kibepanoumnHuis, Taki sk SANS Internet
Storm Center, The Honeynet Project ToLo;

* |HCTPYMEHTM couianbHux Mepex, Taki gk Social
Mention , BuzzSumo ToLo;

= CUCTEMM aHani3y XxypHanies poboTu cuctem, Taki sik
Splunk, LogRhythm ToLwo;

» ijHcTpymeHTM OSINT, Taki sk Maltego, OSINT
Framework ToLo.

Memoduka eusienieHHs1 cy6'ekmie kibepbe3neku
3acobaMu 2eHepamueHO20 WMYyYHO20 iHmMenekmy.
[ns 3aicHeHHN AieBoi aHaniTukn pesynbTaTiB 400yBaHHS
iHpopmaLii, 3anpornoHOBaHO METOAMKY eKCTparyBaHHSA
iMEHOBaHMX CYTHOCTEW — HAa3B XaKepCbKUX YrpynoBaHb Ta
TXHIX KOHTEKCTyanbHWX 3B'A3KIB i3 TEKCTiB MOBiOOMIEHb
€IEeKTPOHHUX MEPEXHUX  [XKepen, WO CToCcylTbCs
npegmeTHoi cdbepm kibepbesneku, a Takox POpMyBaHHS
MepeX iXHiX B3aEMO3B'A3KIB i 3MICTOBHOrO aHanisy umx
Mepex 3acobamu I, 3okpema i cuctemm ChatGPT, ska
O03BONISIE OTPMMYyBaTU pe3ynbTaTv 3MICTOBHUX 3anuTiB
(npomnTiB) 4epe3 nporpamHuii iHTepdernc (Application
Programming Interface, API).

EkcTparyBaHHA MOHATb i 3B'A3KIB MK HUMM
30INCHIOETBCS 3a 4OMNOMOrol 3BepHEHHS Ao cuctemu ML
3MICTOBHUMU NPOMMTaMK, WO HanexaTb A0 3asganerigb
BifibpaHux TekcTiB noBigomrneHb i3 BebGnpocTopy i
coujianbHUX Mepex.

CyTb METOOUKM TakKa.

Ha nepwomy kpoui Ang oTpMMaHHS iHopmMaLinHOro
mMacuBy nybnikauiin oo kibepbesnekn BU3HAYAOTb
HeobXiaHW nepiog (Hanpwvknag, micaub Ao i Micaub nicns
noyatky nogii y kibepnpocTtopi) # onpauboBYKOTb
TemaTtunyHi 3anutu o cuctemmn OSINT, ak-oT:

— kibepBinHa B YKpaiHi:

= (kibepatak~/3/ykpai)|(xakep~/3/aTak~/2/ykpai)|(knb
epaTak~/3/ykpauH)| (xakep~/3/aTak~/2/ykpavH)

= (hack~/3/ukrain)|(cyber~attack~/3/ukrain)|(cyberatt
ack~/3/ukrain)

Ha pgpyromy Kpoui Ang KOXHOTO 3 OTpUMaHux
OOKYMEHTIB  3aCTOCOBYHOTb MPOMNT [0  CUCTEMMU
ChatGPT, pesynbtatu $IKOro HagxoasTb OO Mporpam
yepes3 API 1 arperytoTbCa Ans nogansbLoro opMyBaHHS
Mepex (puc. 1).
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Hapai CNMCOK Ha3B XaKepCbKMX YTPYNOBaHb 3 TEKCTY Be3 NoACHEHb ¥

Burnaai nepeniky. TekcT:...

Pwuc. 1. MNpuknag npomnta go cuctemu ChatCPT
ANs OTPMMAaHHS CMMCKY Ha3B XakepCbKnX yrpynoBaHb

Ha TpeTbomy Ta yeTBepTOMY KpOLi 3A4INCHIOTL aHani3
BigibpaHoi mepexi Ta ii Bidyanisauito (puc. 2).

dopmanbHa MoCTaHoBKa 3agadvi u anroputm il
pO3B'A3aHHA BUrNAAae Tak.

OaHo:
MHOXWHA [OKYMEHTIB D:{dl,dz,...,dN}— Habip Ooky-

MeHTIB, oTpumaHux 3a pgonomoroto OSINT-cuctem Ha
OCHOBi TEMaTUYHKX 3anuTiB; H — MHOXWHa Ha3B Xakep-

CbKWX YrpynoBaHb, sKi MOTPIOHO BMABUTU 3 TEKCTIB
nokymeHTiB; C — MHOXMWHa KOHTEKCTyanbHUX 3B'A3KiB
MiX XakepCbKMMU YyrpynoBaHHSAMM, LLO eKCTparyTbes 3
TEKCTiB JOKYMEHTIB.

HeobxigHo: BigibpatM 3 MHOXWHM TEKCTOBUX [OKY-
MeHTiB D cyG'ektn kibepbesnekun Ta cdpopmysBaTth i
BidyanisyBaTn Mepexy iXHiX B3aEMO3B'A3KiB.

Puc.2. dparmeHT Mepexi 3NoYMHHUX XakepCbKUX yrpynoBaHsb,
MOB'sI3aHNX i3 POCICHKO-YKPaiHCbKOI KibepBilHO

Anzopumm po3e'si3ky
Kpok 1. Ona koxHoro Habopy TemaTuyHux 3anuTiB
geQ (vanp., sanuTiB wopo kiGepatak B YKpaiHi),

oTpUMaTU MHOXWHY AokymeHTis D = {dl,dz,...,dN} , WO

BigNoBigaloTb UMM 3anuTtam:

D = JOSINT(qg), @)

4eQ

fe OSINT(Q) - dyHKUia, WO nOBepTaE MHOXUHY
[JOKYMEHTIB 32 TEMaTUYHUM 3anuToM ( .
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Kpok 2. EkcTparyBaHHsl Ha3B XakepCbKUX YrpyrnoBaHsb.
[ns koxHoro aokymeHta d € D dopmyeTbes BianosigHui
npomnT Ao cuctemu M1 (Hanp., ChatGPT) gnsa ekctpakuii
Ha3B XaKepCbKuX yrpyrnoBaHb:

H(d) = GenAl(prompt,d), 2

ae H(d) — mMHOXMHa xakepCbKkux yrpynoBaHb, ekcTparo-

BaHUX i3 AokymeHTa d ; prompt — 3MiCTOBHWI 3anuT Lo
cuctemm GenAl.

Kpok 3. TlMobynoea Mepexi 3B'a3kiB. Ha ocHOBI
eKCTparoBaHNX Ha3B XakepCbKWUX YrpyrnoBaHb, AMs KOX-
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HOro [OKyMeHTa ccpopmyBaTV MHOXWHY KOHTEKCTyalb-
HUX 3B'A3KIB:

C(d) ={(h,h;) I h.h; e H(d)}, )

fe C(d) — MHOxwvHa mapHuX 3B'A3KIB MiXK XakepCbKUMMU

yrpynoBaHHaAMM 3 gokymeHTa d .
3aranbHa MHOXWHA 3B'A3KIB NS BCiX JOKYMEHTIB
BM3HAYaEeTbCA AK

c=Jcw).

deD

“

Kpok 4. Bisyanizauis Ta aHania mepexi. Mepexa
3B'A3KIB XaKepCbKUX yrpynoBaHb, NobygoBaHa Ha OCHOBI
MHOXMHU H | MHOXMHM 3B'a3kiB C , Mmoxe Byt npea-
cTtaeneHa y surnagi rpada G =(H,C), npe: H — mHo-
KMHa BepLUMH (Xakepcbkux yrpynoBaHb); C — MHOXWHa
pebp (KOHTEKCTyanbHKX 3B'A3KIB MK yrpynoBaHHAMM).

BignosigHO [0 HaBegeHo Bwulle, 0OYMCMOBanbHY
CKMagHiCTb  anroputMy  MOXHa  OUIHWUTKW,  OLiIHMBLUK
obumcnioBanbHy CKNagHiCTb NOro KPOKIB.

O6uucnioBanbHa  CKMagHIiCTb  KPOKY  (hOpMyBaHHA
iHpopmauinHoro macvsy nybnikauii  3anexuTb  Big
kinbkocTi 3anuTis Q Ta kinbkocTi gokymenTiB N . Ti MoxHa

OLiHATY SIK O(|Q|x N) )

Ob6uvcrnioBaribHa CKNagHICTb KPOKY eKCTparyBaHHs Has3B
XaKepCbKUX YrpynoBaHb OLHIOETbCSH 3 TakMx MipKyBaHb:

[NS KOXHOTO AoKyMeHTa d 34ifCHIOETLCA 3BEPHEHHS A0
cuctemu GenAl. Akwio t, — cepefHin Yac 06pobrneHHs

opHoro 3anuty ao cuctemu I, To 3aranbHa obuncnio-
BarbHa CKnagHicTb Lboro eTany cknagatume: O ( N xt,, ) .

O6uuncnioBanbHa cknagHicTb NobynoBM Mepesi 3B'A3kiB
PO3paxoBYETLCA TakUM CMOCOBOM: AMNst KOXXHOrO JOKYMEHTa

d ekcTparyloTbCs 3B'SI3KM MK YrpynoBaHHAMU. SKLWO B
nokymenTi d 3HangeHo |H(d)| XaKepCbKUX YrpynoBaHb,

. . . . . 2
TO KiNbKICTb 3B'A3KIB MiXK HYMW OLJHIOETBCS 5K O(|H(d )| ) .

Topi 3aranbHa cKnagHicTb npouecy nobynoBu Mepexi
6yne Taka: O(Zd€D|H(d)|2).

Y cBow u4epry, obuucrnioBanbHa CKMagHIiCTb KPOKy
Bidyanisauii Ta aHanizy Mepexi 3anexuTb Big KinbKOCTI
BEpLLWH |H| Ta pebep |C| y rpachi G =(H,C). Y Han-
ripwomMmy Bunagky, CKnagHicTb Bidyanisauii Ta aHanisy
MOXXHa OLIHUTY SK O(|H|+|C|) .

3 ypaxyBaHHAM HaBeOeHOoro, 3aranbHa CKNagHiCTb
anroputMmy opiBHOBaTMME

O(IQ|x N + N xtesy + D [H@) +[H|+[C).  (5)
deD

OTxe, MoXHa 3pobuTU BUCHOBOK MpO Te, Lo 3anpono-
HOBaHa MeToAuKa W anroputMm il peanisauii 403BONSATb
edeKTMBHO eKCTparyBatu W aHanisyBaTh B3aEMO3B'SI3KM
MiX XaKkepCbKUMW YrpyrnoBaHHAMW Ha OCHOBI AaHUX i3
TEKCTOBMWX [Kepen, BUKOpUCToBytoum 3acobum LUI.

Memoduka ekcmpazyeaHHsi akmopie KibepeiliHu
3acobamMu 2eHepamueHO20 WMmy4YHO20 iHMesekmy.
[Ona BM3HAYeHHs AKTOpiB, SIKi MalTb BiQHOLIEHHS [0
KibepBiliHKW, 3aNPONOHOBaHO METOAMKY aHani3y BigibpaHux
OOKYMEHTIB, LOCTYMHUX B €MNeKTPOHHUX [xepenax
iHTEpHeTY Ta couianbHMX Mepexax, LUMAXOM 3acTocy-
BaHHA cuctemu LI,

dopmarnbHO Lo 3agady MoxHa cchopmynoBaTh Tak.

[aHo:

MHOXMHa aokymeHTis D = {dl,dz,...,dN } — Habip TekcTo-

BMX [OKYMEHTIB, BidibpaHWx 3 eneKkTPOHHUX [xepen
iHTEpPHETY Ta coujianbHNX Mepex;

K ={k,K,,....k,} — Habip kmtouoBux cnis, 060B'sia-
KOBUX ONSA HasABHOCTI X Yy AOKYMEHTI ANns MnoAanbLluoro
ananisy; N ={(nl,sl),(nz,sz),...,(np,sp)} — MHOXVHa

nap iMeH i npi3BuLY, eKCTparoBaHmX i3 TEKCTIB enekTpo-
HHUX JokyMeHTiB; f . — MiHiManbHa KinbKiCTb NOSB iMeHi

Ta npisBuwa gns 30epexeHHa nig 4Yac aHanisy
(MiHiManbHWI Nopir YacTOTHOCTI).

HeobxigHo: nobyanysatn mepexy akTopiB KiGepBilHM
Ta B3aEMO3B'A3KIB MiXK HUMMU.

CyTb 3anponoHOBaHOI METOAMKU PO3B'A3aHHS Cop-
MynbOBaHOI 3adadi Taka.

Ha nepwomy kpoui meToamkn hopMyeTbCsa 3anuT Ao
MoLLYKOBOI CUCTEMU-arperatopa, Hanpuknag, cuctemmu
"KibepArperaTtop" (JlaHge, Cyb6a4, & Cobones, 2019) 3
KITHOYOBMMM CrIOBaMMU, siKi MalOTb MICTUTUCS B OOKYMEHTI
Ans noganblioro aHanisy. lNicna 3HaxomoxeHHsA gocTtaTt-
HbOI KiNbKOCTi TEKCTOBMX MOBIAOMIIEHb, BOHW (DinNbTpy-
H0TbCS 32 JOMOMOrO NPOrpamMmHOro Koay, 3reHepoBaHoOro
rwi (nanp., ChatGPT), ona nowyky nap MNOHATb, AKi
MatTb popmat "Im'a MNpissue”.

Ha HacTynHOMy Kpoui po3B'a3yeTbCs 3aBAaHHsA inb-
Tpauii HagaHux cnoBocnony4deHb. IHdopmauis KoHBep-
TyeTbcs y davn dopmaty PDF i dopmyetbea 3anut
(npomnT) pmo cuctemn TWI, wanpuknag, ChatGPT 3
HacTynHUM hopMyrroBaHHAM (puc. 3).

Buainuth imeHa Ta npiseuwa 3 gaHoro Galiny, irHopyrouu nacHi

Ha3BW Ta Ha3BW OpraHizaLii

Puc. 3. MNpuknag npomnta go cuctemu W1 ansa ginbTpauii HagaHMx cnoBocnornyYeHb

IMig Yac npoBeneHHs ekcriepumeHTy 3 noHag, 30 000 crioso-
cnonyyeHb BuaineHo 6nuseko 700 imeH. Ona onTumisadii
nobynoBu Mepexi OyB po3pobneHuit nporpamHui Kog
MOBOIO nporpamyBaHHs Python 3a gonomoroto sikoro
30iNCHIOBaBCS  MiApaxyHOK  KiNbKOCTi  MNOBTOPEHb i
BUINYYEHHS BCIX MOSIB CyTHOCTEN, OKPiM MepLUOi, a Takox
BUSTYYEHHSA CniB, SAKi 3ragytoTbCAa KinbKiCTb pasiB, LLO
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MeHLUa 3aaHoro NoporoBoro 3Ha4YeHHs (y nposefeHoMy
€eKCNepUMEHTi — 3), OCKINIbKM BOHM HE MatoTb CTaTUCTUYHOT
BaXIIMBOCTI 1 fWLLE NepeBaHTaXylTb MEpexy 3anBol
iHpopmalieto.

3a ponomoroto cuctemu MU (y Hawomy gocnigkeHHi —
ChatGPT) cTBOptOtOTbLCS 3B'SI3KM MiXK akTopamu kibep-
BiliHM (pucC. 4).
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MNobyayidTe 38'A3KK MiX NHOAEMK, AKX NOB'ASYE X AIANBHICTE, Wob
MoskHa Byno chopmMyBaTh UinbHY Mepexy, i BUKOpMWCTaiTe BCi 3B'A3KK
iMeH y dopmaTi “nroauHal; nramHal”

Puc. 4. Mpuknan npomnta Ao cuctemu [ 4ns cTBOpeHHs 3B'A3KIB MiXX akTopamu KibepsinHn

Ha TpeTbomy Kkpoui, nicna BCTaHOBNEHHS 3B'A3KIB MiX
y4yacHuKaMmu B 3agaHomy dpopmarti, oTpuMmaHa iHpopmais
3anucyetbest y CSV-cpain.

Ha 4eTBepTOMy, 3aKnOYHOMY KpoOLi, BUKOPUCTOBYTb
creujanbHWN  NPOrpaMHUA  3aCTOCYHOK | CTBOPIOOTb
rpaciyHe npeacTaBneHHss Mepexi akTopis KibepBinHM Ta
XHiX 3B'A3KiB (puc. 5).

3894 enn-

AEH

N

BiHbaMI{H
Put cyp

Puc. 5. dparmeHT Mepexi akTopis kibepBiiHu

Beuanéns EMoTpuy

Anzopumm po3e'si3aHHs 3adayi
Kpok 1. CcopmyBaTti 3anut 4O NOLLYKOBOI CUCTEMU-
arperatopa 3 BUKOpUCTaHHsAM Ktodosux cnie K :

Query(K) = aggregate _ search(K), (6)
ne aggregate _search(K) — dyHKuUif, LLO BUKOHYE MOLLYK
OOKYMeHTIB D, siki MICTATb YCi KMOY0oBi CroBa 3 MHOXUHU K.

Kpok 2. EkcTparyBaTu imeHa Ta npissuwa. 3 Bigibpa-
HUX OokymeHTiB D ekcTparyBaTv napum iMeH i npiseui,
wo mawTb ¢dopmat "Im'a [pisBuie”, 3a [LOMNOMOrok
cuctemm M'LWI:

N ={(n,s)|(n;s) € extract _names(d),d € D}, (7)

ne extract _names(d) — doyHKkLis, sika BUKOPUCTOBYE CUCTE-

my MU ana BunyyeHHst imeH i npissuLy i3 gokymerTa d .
Kpok 3. ®inbTpyBaTtL 11 ONTMMI3yBaTU CNUCOK iMeH. Ha

LIbOMY KPOL,i 3aCTOCOBYETLCA (pinbTpauia OTpUMaHUX iMeH

AN BigKnaaHHA BNacHUX Ha3B i Ha3B opraHisauin, a Takox
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ANS BUITYYEHHS MEHLU 4acToTHMX cniB. PinbTpauis Brac-
HWUX Ha3B BMKOHYETbCS cuctemoto NI onsa BigokpemneHHs
iMeH Big, BNacHMX Ha3B i Ha3B opraHisauin.

dinbTpauis OTpMMaHMX nap iMEH 3a 4YacTOTHICTHO

34INCHIOETBCA Tak. [nsa KOXHOi napu (n,s)e N nigpa-
XOBYIOTb KiMbKiCTb T NosiB:

f(n,s)=>_count(n,s,d),

deD

®)

ne count(n,s,d) — KinbkicTe noss napu imeH (n,s) y

JokymeHTi d.
Micns nigpaxyHKy BWMy4YalwTb napw,
f(ns)<f,:

aona  AKmx

N'={(ns)|(ns)eN,f(ns)=f }. )

Kpok 4. MobynyBatn mepexy 3B'si3KiB MiX akropamu
KibepBiiHM. Ha ubOMy Kpoui BM3HA4aloTb 3B'A3KM MK
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aktopamu KiGepBiliHM Ha OCHOBI iXHbOI HasfBHOCTI B
AOKyMeHTax abo KOHTEKCTHNX B3aEMOAISX:

C ={(a,a,)|a,a, € N',connected(a,,a,,D)} , (10)

ne connected(a,,a,,D) — dyHKuis, WO BU3HAYAE 3B'A30K
MK akTopamMu &, Ta a, Ha OCHOBI iXHbOI HasBHOCTI B

ogHoMy abo KinNbKoX [OKyMEeHTax,
KOHTEKCTY, BU3HayeHoro cuctemoto [MLLI.
Kpok 5. Bisyanidgysatm Mepexy akrtopis. 3ibpaHa
iHbopmauia 3anucyetbca y ann  dopmaty CSV,
nicnsa 4oro GyayeTbcsa rpadivyHe npeacTaBneHHs Mepexi
akTopiB kibepBiliHu. Mepexy aktopie G npeacTaBneHo y

abo Ha OCHOBI

surnagi rpaga G =(V,E), ge V =N' — MHOXUHA By3-

nis, wWo BignosinatoTk aktopam; E = C — MHOXWHa 3B'A3-
KiB Mi>XX aKTOpamu.

Mpacd G BidyaniaytoTb i3 BUKOPUCTAHHAM Mporpam-
Horo 3abe3neyeHHs 4N aHaniady couianbHUX Mepex.

O6uucnioBanbHa CknagHiCTb HaBe4EeHOro anropuTMmy
Oyne Taka.

= obuncnioBanbHa CKMagHICTb KPOKYy (hOpMYBaHHS
3annTy A0 MOLUYKOBOI CUCTEMU 3anexuTb Bif KiNbKOCTi

KINHOYOBUX ChiB |K| i KinbkocTi 3HaaeHux gokymeHTie N ;

= obuncnioBarnbHa CKNagHIiCTb KPOKY eKCTparyBaHHs
iMEH 3anexuTb Big KinbkocTi AokymeHTiB N Ta obGcsry

TEKCTY B KOXHOMY AoKymeHTi M,. Omxe, 3aranbHa
CKIagHiCTb LMX KpokiB byae O(N X Md ) ;

= obuncnioBanbHa CKNagHiCTb KpoKy binbTpauii Ta
onTUMI3auil cknagaeTbCs  3i  CKMagHOCTI  NigpaxyHKy

YaCTOTHOCTI: O(N X Md) cknagHocTi  BigGopy
3HauyLmMX nap: O( p), Ae P — KinbkicTb nap (n,s);

= obuucnioBanbHa CKMagHICTb  Kpoky nobyaosu
Mepexi 3B'A3KiB BU3HAYAETHLCS KiMbKICTIO AKTOPIB |N '| Ta

Ta

KINbKICTIO  3B'A3KIB MK HUMMU |C| Topi 3aranbHa

CKINagHiCTb LibOro Kpoky 6yae O(| N |2) .

BignoBigHO [0 HaBedeHoro, 3aranbHa CKAagHICTb

anropuTtMy 3 ypaxyBaHHSM YCiX KPOKIB JOpiBHIOBATMME
O(NxM, +p+NT). (11)

PeanisoBaHa Ha npakTuui 3anponoHoBaHa MeToauka
[o3BOnse eeKTMBHO BM3Ha4vaTM AKTOpiB KibepBiiHM 3
BuKkopuctaHHam cuctemun I, a Takox dopmysaT Ta
BidyanidyBaTn Mepexy ixHix B3aeMOopin.

Ouckycis i BACHOBKU

Y cTatTi MM NpeacTaBunM MEeTOOUKWA eKCTparyBaHHsi
ob'ekTiB Kibepbesnekn 3 BukopuctaHHam BMM i TLUL
OcHoBHy yBary npuvainanu po3pobneHHo niaxoadis Ta
anropuTtMmiB 40 BUSIBNEHHST pakTorpadivyHnUX aHuxX npo
06'exTn kibepbesnekn 3 TEKCTOBUX AOKYMEHTIB. Pesynb-
Tatu OOCMIIKEHHA OEeMOHCTPYITh edeKTUBHICTb 3anpo-
NMOHOBaHMX MiAX0AiB i MOXIIMBICTb IXHBOrO 3aCTOCYBaHHS
Ha NpakTuui Ans po3B'dA3aHHsA 3agad cdepwu kibepbesneku.

BukopuctanHa cuctemn TWI, Takoi sk ChatGPT,
[03BONSIE eKCTparyBaTh MNOHATTA Ta 3B'A3KM MiX HUMU 33
OOMOMOrol0 3BEPHEHHs1 OO0 CUCTEeMMU i3 3MICTOBHUMM
npomnTtamu. [poBeaeHe gocnigkeHHs NoKasye, Lo BKasa-
HWUIA nigxig Moxe GyTn 3acTocoBaHMM Anst ePEKTUBHOIO
00pobneHHs 1 aHanidy enekTPOHHNX TEKCTIB i3 BEBNpoCcTo-
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py Ta couianbHMX Mepex, [A03Bonsun opmMyBaTu
Mepexi B3aEMO3B'A3KIB MiX cyb'ekTamu kibepbesneku.

B3anponoHoBaHa MeToAMKa eKCTparyBaHHsi aKTopiB kibep-
BillHM [O3BOSISIE BM3HA4aTK iX Ha OCHOBI JaHUX, OTpMMa-
HWX YHacnigoK iHOPMaLiNHO-MOLYKOBUX 3anuTiB [0
arperatopiB iHpopmauii Ta dopmyBaHHA MPOMNTIB A0
cuctemu IUI. Pesynbtatom € nobygoBaHa mepexa akTo-
piB y dpopmi rpada, Lo BpaxoBye B3AEMO3B'A3KM MK HUMMU.

lMpoBedeHi ekcnepuMeHTU MnoKasyloTb, WO OTPUMAaHI
pesynbTaTy JO3BOMAIOTL JOCAITU BUCOKOT €PEKTUBHOCTI Y
BUSIBNEHHI 1 aHanisi ob'ekTiB kibepbesnekn, a BUMKO-
puctanHa BMM i 'l ymoxnmenioe nogonaHHs obMexeHb
Tpaguuiiiux MeTofiB i 3abe3nevye BWCOKY TOYHICTb i
LBUAKICTb 06pOONEHHA TEKCTOBMX JAaHNX BENUKOro obesar-
y Ta CKragHoi CTPYKTYpM.

Peanisauist Ha NpakTuLi oTpMMaHuX pesyrnbTaTiB MOXe
cTaTu BaXNMBUMM [HCTPYMEHTOM Ansa daxisuis cdepu
kibepbe3neku, gonomaratoum iMm y po3pobneHHi ecdekTunB-
HWX CcTparTerin 3axucTy Bif kibep3arpos.

MepcnekTnBM NOAAnNbLLLOro PO3BUTKY L€ cchepu BKIHO-
YalTb YAOCKOHANEHHs anropuTMiB ekcTparyBaHHs, a
TaKoX iHTerpauito ix 3 iHWMMKM cuctemamm kibepbesneku
ANs OTpUMaHHS GinbLU NOBHOT KapTUHK Kibep3arpos.

BHecok aBTOpiB: OnekcaHgp NyykoB — hopmanbHUi aHanis,
meTogororis; Omutpo JlaHge — nporpamMHe 3abesneyeHHs,
Banigauis gaHux; Irop Cybay — koHuenTyanisauis, HanmcaHHs
(nepernsg i peparyBaHHs).
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METHODS OF EXTRACTING CYBERSECURITY OBJECTS
FROM ELECTRONIC SOURCES USING ARTIFICIAL INTELLIGENCE

Background. Therapid development of information technology (IT) has led to new threats and challenges in the field of cybersecurity.
Cyber warfare has become a reality and a real problem for states, organizations and individual users of cyberspace. Ukraine is taking a number
of measures to develop a system of cyber actions in cyberspace, which include a set of interconnected subsystems of cyber intelligence, cyber
defense, cyber influence and cyber counterintelligence. One of the forms of cyber intelligence is open-source computer intelligence (OSINT),
which is used to search for and obtain intelligence information, including the identification and analysis of cybersecurity objects to predict
possible manifestations of cyber threats and their consequences. This requires the development of effective methods for detecting and analyzing
cybersecurity objects by extracting factual data on cybersecurity objects from large amounts of unstructured textual information.

Methods. The paper investigates artificial intelligence technologies, in particular, large language models (LLM) and generative artificial
intelligence (GenAl) in the context of their application to solve the problems of computer intelligence of cybersecurity objects from open electronic
sources and social networks.

Results. As aresult of the study, in order to carry out an effective analysis of the results of information extraction, a methodology for
extracting named entities - the names of hacker groups and their contextual connections from the texts of messages of electronic network sources
related to the subject area of cybersecurity, as well as the formation of networks of their interconnections and a substantive analysis of these
networks is proposed. To identify the actors involved in cyber warfare, the author proposes a methodology for analyzing selected documents
available in electronic sources on the Internet and social networks. Both methods are based on the use of artificial intelligence.

Conclusions. Theresults of the study demonstrate the effectiveness of the proposed approaches and the possibility of their practical
application in solving cybersecurity problems. The proposed methods can be an important tool for cybersecurity professionals to develop effective
strategies to protect against cyber threats.

Keywords: cyber warfare, cybersecurity; generative artificial intelligence; large language models; Internet; open electronic sources;
social networks, text analysis; objects of cyber warfare.

ABTOpPU 3a8BNATb NPO BiACYTHICTb KOHMMIKTY iHTepeciB. CnoHcopu He Gpanu yyacTi B po3pobneHHi gocnigkeHHs; y 36opi, aHanisi
4n iHTeprpeTaLii AaHuX; y HanucaHHi pyKonucy; B pilleHHi Npo nybrnikauiio pesynbTaTis.
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