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MOJAENI ABTOPU3ALIlII ANA B3AEMO[li BY3niIB BE3 A1OBIPU
B NYBJIYMHUX BELEHTPANI3OBAHUX MEPEXAX

B c1yn. fJeuyeHmpanizoeaHi Mepexi cmanu ocHoeoro OJisi HO8UX mexHos102ill, wjo 3abesneyyroms 6e3neky ma nposopicme
onepauili 6e3 nompebu e yeHmMparnizoeaHuUx KOHMPOoJIr8aNbHUX Op2aHax. Bka3zaHi Mepexi do3eosissromb 30ilicHroeamu 83aemModito
Mi 8y3namu 6e3 nonepedHboi dosipu. [Mpome 3abe3nevyeHHs HadiliHOT ma eghekmueHOl aemopu3auil 8 mMaKux Mepexax € 6 UKITUKOM
yepes gidcymHicmb eOuHO20 aemopu3ayiliHo2o yeHmpy. Lje cmeoproe nompeby e po3pobrneHHi Hoaux modesiel, w0 00360sITHoMb
6e3neyHo kepyeamu Adocmynom 3o pecypcie Ha ocHogi 83aeMo0ii Mix ey3namu. OGHiEr0 3 OCHOBHUX NPO6sIeM € me, WO KOXeH
8y30J1 MO)Xe 6ymu nomeHyiliHo wkidnueum, i mpaduyiliHi modeni aemopu3auii, W0 eUKOPUCMOBYOMbLCSI 8 UeHMmpasizoeaHux
cucmemax, He MOXymb 3abe3neqyumu HanexHul pieeHb 6e3neku. Memoro yiei pobomu € docnideHHs Hogux mnidxodie do
aemopus3sayii e ny6ni4yHux deyeHmparnizogaHux Mepexax, siki He mompe6yroms Aoegipu MiX y4acHUKaMU.

M e T o awu. focnidxeHo modeni aemopu3auii, 3acHoeaHi Ha penymauii ma doka3sax kopucHoi po6omu — Proof of Useful Work
(PoUW), wo nepcrniekmueHi 0nsi deyeHmparnizoeaHux cucmem. Modenb penymauii nepedbavyae HadaHHs1 npae docmyrny Ha OCHO8I
nonepedHbOI akmueHocmi 8y3n1a 8 Mepexi, e KoXeH e8y30s1 Hakonu4vye 6anu perniymauii 3a 6UKOHaHHS1 MeeHuUX 3aedaHb. [pyaa
modesnib PoUW do3eorisie gy3nam ompumMyeamu asmopu3auiro 3a KinlbKicmb 8UKOHaHUX KOPUCHUX o64ucreHb. Lle ymoxnuentoe He
nuwe nideuweHHs1 pieHs1 6e3rneku Mepexi, ane i cmumysiroeaHHs1 8y3Jlie 30 8UKOHaHHSI 064UC/IFO8aNTbHUX 3a80aHb, WO Maromb
npakmuy4Hy YiHHicmb Ons cninsHomu.

PesynbTaTtu. ModenoeaHHs1 nokasano, ujo obudei modesni dosegonsiromb eghekmueHo 3abesneyumu 6e3neky ma
Haditlinicmb 83aemo0ii Mix ey3namu. By3nu 3 esucokum pieHem pentymauii abo mi, W0 e UKOHas1Iu 3Ha4yHuUli 06¢si2 KOPUCHUX 064UCIIEHD,
ompumyroms Aocmyn 00 KpUmMu4YHO eaXJlueux pecypcie mepexi. BnpoeadxeHHss makux nidxodie O0380Jisie 3HU3UMU PU3UK
wKidnueoi aKmueHocmi, OCKiNbKU 8Y3J1U, SIKi He BUKOHYOMb KOpUCHUX 0ili, 06MexXyrombcs y npagax docmyny.

BucHoBKMW. 3anponoHosaHi Modeni aemopus3auii Ha ocHoei perlymauii ma Proof of Useful Work npodemoHcmpyeanu
8UCOKy egpekmueHicmb y nybnidyHux deyeHmpanizoeaHux mepexax. BoHu do3eonssromp 3dilicHroeamu 6e3ne4Hy e3aemMo0ito
Mix ey3namu 6e3 nompebu y doeipi, wjo pobums yi nidxodu nepcrnekMueHUMU 07151 MalilbymHb020 enpoeadiKeHHsI 8 Pi3HUX
cpepax. BukopucmaHHs yux modeneli 3abe3neqyye OuHamiyHe KepyeaHHsi docmynom 00 pecypcie, MiHIMi3yroYyu pusuku
wkidnueoi disnbHocmi.

KnwuyoBi cnoBa: aemopu3auisi, deueHmparnizoeaHi mepexi, penymauyis, Proof of Useful Work, 6e3neka, e3aemodisi
6e3 doeipu.

Beryn [0 aBTOpu3auii, ski 3abe3nevytoTe 6e3neyvHy B3aemopio
CyyacHi nybniyHi peueHTpanizoBaHi Mepexi, Taki sk MiX  By3anamum 6e3  UEeHTpanizoBaHOro  KOHTPOIO
6nokyeliH Ta peer-to-peer (P2P) cuctemu, ctatoTb BCe nony- (Nakamoto, 2008, c. 2). Y ubomy po3gini po3rnsiHyTo
napHiwmmn y 6aratbox cdepax (Nakamoto, 2008, c. 1), OCHOBHi Mofeni asTopu3auii, 30Kpema Ha OCHOBI
30Kkpema 1 y hiHaHCOBMX onepauisx, KepyBaHHi AaHUMK 1 penyTauii, Proof of Work (PoW), Proof of Stake (PoS) i
obuncnenHax. [eueHTpanisauia 3abesnevye BUCOKUN Proof of Useful Work (PoUW).
piBeHb 0e3nekn Ta He3anexHOCTi BiA LeHTpanizoBaHUX PoW i PoS € oCHOBHMMW MOOENSIMU KOHCEHCYCY B
opraHis (Buterin, 2014), ogHak, BOHa TaKoX CTBOPHOE 3HAYHI OaraTbOX AeleHTpanizoBaHMX cucTemax, BKIoYar4m
BUKINWKWN Y chepi KepyBaHHSA OCTYNOM A0 PeCypCiB i JaHMX. Bitcoin Ta Ethereum. ¥ PoW By3nu BUKOHYIOTb CKNagHi
BigcyTHicTb OoBipy MiXK By3namu Mepexi O3Hayae, Lo obuncnioBanbHi 3agadi Ans nNiaTBepAXeHHs TpaH3aKUin i
TpaauLinHi moaeni aBTopwu3allii, 3acHoBaHi Ha 3abe3neveHHs Ge3nekn Mepexi, WO OO3BONISE YHUKHYTU
LleHTpanisoBaHOMy KOHTPOSi, He MOXyTb OyT edheKTMBHO LIEeHTPari3oBaHOro KOHTPOSIO, ane BuMMarae 3HayHuX
3aCTOCOBaHi B TakUX cepeoBULLiax. eHepreTuyHnx BuTtpat (Bonneau et al., 2015, c. 106). ¥
OpHieto 3 OCHOBHMX Npobrem, WO BUHUKaKTL nepes PoS, HaBnaku, By3nu MOXyTb MiATBEPAXKYBATU TpaH3aKLji
OeuUeHTpanisoBaHUMK  cuctemamu, € 3abe3neyveHHs] Ha OCHOBI KifTbKOCTi KpMNTOBAaNOTU, IKOK BOHW BOSOAIHOTh,
6e3nevyHoi Ta edekTMBHOI aBTOpu3auii By3niB. KoxeH O 3HA4YHO 3MEHLUYE EHEeprocroXmBaHHs, ane Moxe
By30mn Mepexi Moxe OyTu MOTeHUinHO LwWwKianuemum abo Np13BeCTV A0 LeHTpanisadii, Ockinbku By3nu 3 Binbwmmm
HeHaginHMM, TOMYy HeoOXigHO BNpPOBaAXyBaTW HOBI pecypcamu matoTb Ginblue noBHoBaxeHb (Buterin, 2014).
MEeXaHi3aMn aBToOpu3aLii, siki He 3anexaTb Bi4 LeHTpani- OpuH i3 HamBigomiwmnx npoTokonis PoS — ue Ouroboros,
30BaHWX CTPYKTYP. Y KOHTEKCTi LbOro AOCHiaXeHHs 0cob- AKMA BUKOPWCTOBYE Pi3HOMAHITHI MexaHiamn ansi 3abes-
NMBa yBara npuainseTbCa MOAEIOBAHHIO aBTopm3auii Ha neyeHHss Oesnekn Ta peueHTpanisauii. Llen npotokon
OCHOBI penyTauii By3niB Ta koHuenuii Proof of Useful Work 3abe3neyye BUCOKMNA piBeHb 6Ge3nekn 3a paxyHoK
(PoUW), wo no3sonstoTb 3abe3neunty 6e3neky B3aemogii po3noainy npas BepudikaLii 3anexHo Big 4acy yTpumaHHs
Mix By3namu 6e3 HeobxiaHOCTI nonepeaHbOI 4OBIpU. Ta KiNbKOCTi MOHET, L0 A03BOSISIE CTBOPIOBATU AeELEeHTpa-
MeToto uiei cTaTTi € aHanisa i po3poGreHHs HOBUX nisoBaHi Ta HaginHi mepexi (Kiayias et al., 2017, c. 360).
mMopernen aBTopu3adii Ans OeueHTpani3oBaHWX CUCTEM, PoUW € iHHOBaLIiNHOK MOAEN KOHCEHCYCY, dKa
SKi 3MOXYTb PO3B'sA3aTi Npobnemy AoBipy MiX By3namm Ta noegHye 6esneky Ta kopucHy poboty. BiamiHHicTe PoUW
3abe3neunTtn 6e3neyHy i Npo3opy B3aEMOLII0. Bia PoW nonsrae B Tomy, O BY3MNKN BUKOHYHOTb HE MPOCTO
MeTtoau 064mMcneHHs1, a 3aBAaHHs 3 peanbHUM NPaKTUYHUM 3HaYe-
HeueHTpani3oBaHi Mepexi, Taki Sk GNOKYEenH Ta iHLWi HHAM, Hanpuknag, obpobneHHs HaykoBMX AaHux abo
peer-to-peer cuctemu, Cnpusinu po3BUTKY HOBUX Migxonis Benuknx obcsariB iHpopmauii. Lle gossonse mepexam
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BMKOPUCTOBYBaTW pPECYpPCY paLlioHanbHille, Hagaw4um By3-
naM MOXIMBICTb BMKOHYBaTW KOPWCHI 3aBAaHHA W OOHO-
YacHo 3abesnevyBaTtn 6e3neky mepexi (Ball et al., 2017).

Llem nigxig TakoX CTUMYMIOE BY3NM BWKOHYBaTK
KOPUCHI ANS CMiNbHOTN 0BYMCNEHHS, 3MEHLLYHOYN PU3KKN
WKIOANMBOI ~ aKTMBHOCTI Ta Chpuslodn  edeKTUBHOMY
posnoginy pecypcis.

PenyTauiiHi cuctemm € anbTepHaTMBHMM MigX040M
ans 3abesneveHHst aBTopuM3auii B OeuleHTpanisoBaHux
Mepexax. Y penyTtauintHMx MoAensix KoXeH By3on
Hakonuyye Ganu penyTauii, WO [03BOMSE OUiHIOBaTU
HafiMHICTb By3ra Ha OCHOBI MOro nonepeaHbOi akTUBHOCTI
Ta B3aemogii 3 iHwumu By3namu. Lle gae moxnueicTb
Mepexam npautoBaT 6e3 LeHTpanisoBaHOro KOHTPOSIH i
CTUMYIIOE BY3NW NigTPMMYBaTW BWCOKY penyTauiio Ans
OTPUMaHHSA OOCTYNy OO0 pecypcis.

JocnigXeHHs TakoX MNokasyloTb, LWO penyTauiiHi
MoZeni gonomaralTb 3MEHLWUTU PU3KMKK  LWIKIANMBOT
[iSANbHOCTI, OCKINbKU BY3IM 3 HU3bKUM piBHEM penyTaLii
MatoTb OOMEXEHMI [OCTYN OO BAXIUBMX PECYPCIB MEpeXi
(Jgsang, Ismail, & Boyd, 2007, c. 618-644). PenyTauinHi
CUCTEMU LLMPOKO BMKOPUCTOBYIOTb Y COLlianbHUX Mepexax
Ta iHWKWX OHNalH-cepeaoBuLLax, Ae HeobxigHo ouiHoBaTh
HafiMHICTb KOPUCTYBAYiB Ha OCHOBI IXHBOT MOBEIHKM.

Pi3Hi Mogeni aBTopm3adii BigirpaloTb BaXXnuBy pornb Y
KEepyBaHHi [OCTYNoM Yy [eueHTpanisoBaHUX Mepexax.
Oeski pocnigjxeHHs cBigyaTtb, WO Taki Mepexi MOXyTb
npautpoBatM sk "eranitapHe cycninbctBo" abo X K
"nobpo3nynvea guktatypa”, e By3nu 3 BUCOKUM pPiBHEM
penyTauii Y1 pecypciB OTPMMYIOTb BinblUi MOBHOBaXXEHHS
(Azouvi, Maller, & Meiklejohn, 2018, c.127-143). Le
[o3Bornsie 3abe3neunTn CTIRKICTb | 6e3neky mepexi, ane

BMMarae petenbHoro 6anaHcyBaHHA MiX [eueHTpa-
nisauiero Ta KOHTPONeM ANst YHUKHEHHS LieHTpanisadii.

PesynbTaTtn

Y npoueci gocnigpkeHHa npoaHanisoBaHo ABi mofeni
aBTopu3auii y nybniyHnx geueHTpanisaoBaHUX Mepexax:
MoAenb Ha OCHOBI penyTauii Ta mogenb Proof of Useful
Work. [Ins KOXHOI 3 HUX CTBOPEHO CUMYTISILIINHY MEpPEXY 3
10 Bya3niB, Ae KOXeH B30/ BUKOHYBaB MNEBHi 3aBAaHHs, 3a
AKki oTpumyBaB BignosigHi 6anu penyTauii abo obuncnio-
BanbHi pecypcu. B pesynbTati BAanoca otpumaTu
NoKasHWKN edeKTUBHOCTI aBTopu3auii By3niB i ANHaMIKK
3MiHM iIXHiX NpaB AOCTYyny A0 pecypciB Mepexi.

Mopenb aBTOpM3aLlii Ha OCHOBI penyTaLii nepeabavae,
LLIO KOXXEH BY30N Hakonu4dye 6anu penyTauii 3a BUKOHaHHSA
KOPUCHUX A ONna  Mepexi, Takmx sK o06pobneHHs
TpaH3akuin abo HagaHHa obuncnoBanbHUX pecypceiB.
PenyTauito By3na po3paxoByoTb 3a (hOpMyrio

Tj

R =

@)

=1

ae Ri — penyTauisi By3nai, Aj — KiNbKICTb BUKOHAHUX A
By3noM i Ans By3na j, Wj — Bara pfii (BaxnuBicTb

3aBfaHHA Ans Mepexi), TJ- — y4ac, WO MUHYB 3 MOMEHTY

BUKOHaHHS aii.

Lis dopmyna [o3Bonsie  OUIHUTW,  HACKINbKK
BaXNUBMMU ANA Mepexi 6ynu BUKOHaHI By3nom fji, i
BpaxoBYE §K KiMbKiCTb i, Tak i IXHIO BaXnuBiCTb AN
3aranbHoi poboTn cucTtemu.

Ta6bnuuys 1

PenyTauiiHi 3Ha4eHHA By3MiB A0 Ta nicnsa B3aemogii

Byson MoyaTkoBa penyTauis KiHueBa penyTauin
1 0.10 0.80
2 0.30 0.85
3 0.25 0.75
4 0.20 0.70
5 0.35 0.85
6 0.40 0.90
7 0.50 0.95
8 0.45 0.90
9 0.55 1.00

10 0.60 0.95

Ha ocHoBI pe3ynbTaTiB MogentoBaHHs (Tabn. 1) MoxHa
OiNTM BWCHOBKY, LWO BY3nu, SKi BUKOHyBanu OinbLuy
KiNbKICTb 3aBAaHb | B3aEMOAIANM 3 iHWMMK By3namu,
oTpMManu 3Ha4yHo Ginble penyTauiiHux GaniB i,
BiAMOBIAHO, MiABAWMAN  CBiM  piBEHb  aBTopu3aLlil.
PenyTtauis By3niB NpsiMO KOpPEenoe 3 iXHbOK aKTUBHICTIO Y
Mepexi, WO [A03BOMNSAE 3MEHLUMTU PUNKM  LLKIAIMBOT
aKTMBHOCTI 3 60Ky BY3MiB i3 HU3bKOI penyTauieto.

Mogene PoUW 6asyeTbCcsa Ha KOHUenuii, Wwo By3nu B
AeLeHTpani3oBaHii Mepexi MOBUHHI BUKOHyBaTu ob4ucre-
HHS, KOPUCHI And i PyHKUiOHYBaHHSA, 3a WO OTPUMYIOTb
npaea JocTyny Ao pecypciB. Ha BigmiHy Big TpaguuinHmnx
mMozenen, Takux sik PoW, ge By3nu BMKOHYHOTb o64umcre-
HHS, sIKi MaloTb OOMEXeHe npakTU4YHe 3acTOCyBaHHS
(Hanp., nowyk xewa ans Bepudikauii 6noka), PoUW
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CTMMYJIIOE BY3NU 4O BUKOHAHHS 3aBAaHb, SKi MPUHOCATb
peanbHy KOPUCTb CMiNbHOTI (Hanp., 00YNCINEHHS HAYKOBUX
Moaenen, o6pobneHHs BENUKNX AaHUX).

OcHoBHi npuHUMnM poboTn mogeni PoUW:

1. KopucHi obuncneHHs: By3nu, 3amicTb BUTpaYaHHs
pecypciB Ha po3B'si3aHHA KpunTorpadiyHnx 3agay BUKO-
HYIOTb KOPWCHI Ans Mepexi obuucnenHs. Li obuncne-
HHS1 MOXYTb BKITO4aTK B cebe HayKOBi po3paxyHKu, aHani3
AaHux abo iHWi 3agavi, Wo MarwTb MPaKTUYHY LiHHICTb.
Yum Ginblue KOPUCHUX OOYMCIEHb BUKOHAB BY30J1, TUM
GinbLUe BiH OTpUMYE MpaB JOCTYNy AO PECYPCIB MEpeXi.

2. PiBeHb aBTOpM3aLii: aBTOpM3aLlis By3na 3anexuTb
Bif KiNbKOCTi BUKOHaHWX HUM KOPUCHWUX obuncneHb. Yum
GinbLue obuncrneHb BUKOHYE By30M, TUM BULLMIA OO piBEHb
aBTOpM3alLlii, L0 AO3BONSIE MOMY AOCTYN A0 BinbLU KpUTKY-
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HO BaXJIMBUX PECYPCIB, TaKNX SK KepyBaHHA TpaH3aKLismu,
30epiraHHsa gaHnx abo nigTBepmKeHHs1 onepawin.

PiBeHb aBTOpM3aLii BUSHAYAETLCA KiNbKICTIO BUKOHAHMX
BY3I1OM 064MCEHD, LLO MOXHA nodaTy y BUrnsaai gopmynm

C.
D| = ! ] (2)
C
max
ne Di — piBeHb aBTopu3adii By3na i, Ci — KiNbKICTb
BMKOHaHUX oBuncneHb Byanom i, C . — MakcumansHa

KiNbKICTb 06YMCNEHb, BUKOHAHMX Y MEPEeXi.

Lis copmyna 3abesneyye By3nam, siki BUKOHYIOTb
BinbLue KOPUCHNX 0BYMCHEHb, BULLMI piBEHb aBTOpMU3aLlii.
Y CBOW 4epry, BYy3nNM 3 MEHLLUOK KifbKiCTIO oBuncneHb
OTPMMYIOTb MEHLUi npaBa [OCTyny, WO rapaHTye piBHWN
po3noAin pecypcis BiANOBIOHO A0 BHECKY KOXHOro By3na.

Ons aHanidy ctabinbHocTi po6oTu Mepexi Ta posno-
Jiny npaB [oOCTyny NpOBEAEHO PO3paxyHOK MOKa3HUKa
lepcta, WO O003BOMSE OUIHUTKU, YM € AMHaMika penyTa-
LinHoi aBTOopwm3auii By3niB cTinkoto. [lokasHuk [epcta
po3paxoByloTb 3a hopmynoro

log(R/S)
log(N)

ne R/S — BIOHOLWEHHA amnniTyanm [0 CTaH4apTHOro

®)

BiaxuneHHs, N — kinbkicTb gaHux.

PesynbTaTn po3paxyHkiB nokasanwu, Wwo Ans By3nis i3
BMCOKOIO penyTauieto nokasHuk epcta HabnmkaeTbca 4o
0.9, wo cBiaYNTb NpPO iXHK CTabiNbHICTb Y HAKOMUYEHHI
npas AocTyny. Bysnu 3 HU3bKOIO penyTauiceto Manu HUKI
3HayeHHs1 nokasHuka Mepcra (6nusbko 0.5), Wo ceiguMTh
npo HecTabinbHICTb IXHbOI aBTOpU3aLii.

Iunckycis i BUCHOBKN

3a pesynbTatamu NpoBeAEHOro OOCHiAXeHHS moae-
new aBTopu3auii By3niB y nybniyHmx geueHTpaniaoBaHmx
Mepexax Ha ocHoBi penyTauii Ta POUW moxHa 3pobutn
Taki BUCHOBKM.

EgekmusHicmb Mmodeni aemopu3auii Ha OCHO8I
periymauii: By3nu, WO aKTUBHO BWKOHYBanu KOPWUCHI Ans
Mepexi Oii, oTpUMyBanu 3Ha4Hi NOKpaLLEHHs Y piBHI CBOET
penyTauii. Lle 3abesneyyBano im pgoctyn go 6Ginbl
KPUTUYHMX PECYpCiB Mepexi, Takux SK NiATBEpPKEHHSA
TPaH3aKLiN Ta ynpasriHHA 004MCIOBaNbHUMY 3aBOAHHSIMM.
3okpema, By3nu 3 MOYATKOBO HWU3LKOK penyTauieto, sKi
BMKOHANM 3HA4HY KiNbKiCTb 3aBAaHb, 3MOMMM NiABULLNTK
cBolo penyTtauito Ha 60-70 %. Le nigTBepmoxye, wWo
Mofernb Ha OCHOBI penyTadii € cnpaBegnvMBUM NiAXOA0M
[0 aBTopu3auii y AeLeHTpanisoBaHUX Mepexax.

Modernb PoUW 3abesneyye cmumyno8aHHs akmueHoi
ydacmi 8ysnig: ua Mogerb nokasana CBOH e(eKTUBHICTb
y 3abesneyeHHi BMCOKOrO piBHA aBTopu3auii ong Tux
BY31iB, SIKi BAKOHYIOTb pearbHi 0b6uncroBanbHi 3aBAaHHS
ans mepexi. Byanu, wo BukoHanu Ginblie o64yMcneHb,
oTpMManu BULWMIA piBeHb aBTopu3auii. Lle gossonuno im
OOCTYN 00 KPUTUYHWUX ornepauiii, Takux sik 36epiraHHs
BaXXNMBUX AaHUX Ta KepyBaHHS TpaH3akuiamu. Y Takun
cnocio PoUW cTBoptoe edheKkTUBHMIN MexaHiam MoTuBauil
BY31iB [0 y4acTi Y KOPUCHIN AiNbHOCTI.

HuHamiyHicmb | eHy4kicmb asmopu3sauii: obuasi Mo-
Aeni aBTopm3adii € AMHaMIYHMMM, OCKINbKK Npasa JOCTyny
BY3MiB MOCTIIHO KOPUIylOTbCA 3anexHo Big iXHbOI
aKTMBHOCTI Ta BHecky Yy wMepexy. Lle 3abeaneuye
crnpaBeAnvBuUin po3noain pecypcis i 3axuUcT Bif LWKIANUBOT
JisinbHOCTi 3 Goky ManoedekTBHUX abo MNOTEHUINHO
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WKiaNMBMX By3niB. Byanu, ki He BMKOHYIOTb AOCTaTHLOT
KiNnbKOCTi 3aBgaHb abo MopyllyloTb NpaBuna Mepexi,
aBTOMaTM4HO BTpayalTb MpasBa AOCTyny, WO MiHiMi3ye
PU3MK 3NOBXMBaHb.

Besneka ma cmilikicmb Mepexi: 3a 4ONOMOrot po3pa-
XYHKY Moka3Huka [epcta BCTaHOBMEHO, WO By3nuM 3
BMCOKOKO penyTauielo Ta 3HayHMMK oBuMcroBanbHUMK
pecypcaMu [OEeMOHCTPYlOTb CTabinbHy noBediHKky Ta
BWCOKY CTIiRKICTb Yy HakonuyeHHi npas poctyny. Lle
CBigYMTb NPO Te, WO Mepexa cTae 6e3neyHiwon 3aBasku
aBTOMaTMYHOMY BifCiBY BY3I1iB i3 HU3bKOIO aKTUBHICTIO abo
He06pOCOBICHOI NMOBEAIHKOM.

MiHimizayis pusukie wWkidnueoi akmueHoOCMi: 3aBOsiKu
penyTauivHin Mogeni BY3NN 3 HU3bKOK aKTUBHICTIO He
MOXYTb OTPMMAaTK BUCOKWUI PiBEHb JOCTYNY A0 BaXXNUBKX
pecypciB, IO 3axMLLAE MEPEXY Bif MOXNIUBMX aTak abo
Hepob6pocoBicHoi nosediHkn. Mopene PoUW, y cBoto
Yyepry, CTUMYIOE BY3NU 4O BUKOHAHHSI KOPUCHUX OB4YmC-
NEHb, O TaKOX 3HWXKYE PU3MKW LUKIANMBOI aKTUBHOCTI,
OCKiNMbK/ BY3MM-3MOBMUCHUKA HE OTPUMYIOTb AOCTaTHBO
npae gocTyny.

3anponoHoBaHi MoAeni MoXyTb ByTW yCnilLHO iHTerpo-
BaHi y pi3Hi TMNXM AdeueHTpanizoBaHuWX cucTeMm, Taki K
6rokyerH-nnatgopmn, peer-to-peer  HaknooOMiHHUKK,
AeleHTpanisoBaHi o64McnoBarnbHi cucteMm Towo. 3acTo-
cyBaHHSA penyTauinHoi cuctemmn abo PoUW possonutb
NigBULWLMTL  HagiHIiCTe | ©e3neky Takmx CUCTeEM,
3abe3neyyoun cnpaBeanuBMIN PO3NOAIN pecypciB i 3axmcT
Bi LKIANMBOI aKTUBHOCTI.

Moxnueocmi dnsi nodanbuwiux 0ocnidKeHb. noganbLui
DOCNIOXKEHHA MOXYTb OYyTVM CMpsSIMOBaHiI Ha PO3LLUUPEHHS
MOXIIMBOCTEN MoOLenen aBTopu3alii, 30Kkpema n 4yepes
yNpoBaAXXeHHs [O0A4AaTKOBMX MEXaHi3MiB 3axucty Bif
MaHinynauin  penyTtaujeto  abo  obuncnoBanbHUMK
pecypcamu. TakoxX € nepcnekTuBuM Ang iHTerpauii umx
MOZenen 3 iHWUMM Nigxo4amu, WO A03BONUTbL CTBOPUTH
e GinbL rHy4yki Ta 6e3neyHi aBTopm3aaLiviHi cuctemn ans
ny6niyHnX AeueHTpanisoBaHNx Mepex.

Pes3ynbTaTn gocnigXeHHs 4eMOHCTPYIOTb, L0 BPOBa-
OXEeHHs mMofernen aBTopusalii Ha OCHOBI penyTauii Ta
PoUW y nybniuyHnx aeLeHTpanizoBaHNX Mepexax 3HauyHO
nigBuLLye piBeHb 6e3neku, CTIKOCTi Ta crnpaBeanMBOCTI
B3aemofii Mix By3namu. Lle go3sonsie Mepexi yHKLioHY-
BaTM 6e3 UeHTpanisaoBaHOro KOHTpomt, 3abesnevyoun
BOZAHOYAC MPO30PICTb i 3aXMCT Bif LKIANMBOI aKTUBHOCTI.

BHecok aBTopiB: IBaH [lapxoMeHkO — KoHLUenTyanisauis;
METOZONOriSA; aHani3 mxepen, NiAroTyBaHHS ornagy nirepaTtypu
abo TeopeTuyHux 3acag docnigkeHHs; Poman OrieBuy — 36ip
eMnipuYHKUX JaHux Ta ix Banigauis; emnipuyHe AOCHiAXEHHS.
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AUTHORIZATION MODELS FOR TRUSTLESS NODE INTERACTION
IN PUBLIC DECENTRALIZED NETWORKS

Background. Decentralized networks, such as blockchain and peer-to-peer systems, have become the foundation for new technologies
that ensure the security and transparency of operations without the need for centralized control authorities. These networks enable interaction
between nodes without prior trust. However, ensuring reliable and efficient authorization in such networks presents a challenge due to the absence
of a single authorization center. This creates the need to develop new models that allow secure access management based on the interaction
between nodes. One of the main issues is that each node can potentially be malicious, and traditional authorization models used in centralized
systems cannot provide the necessary level of security. The purpose of this study is to explore new approaches to authorization in public
decentralized networks that do not require trust between participants.

Methods. The research investigates reputation-based authorization models and Proof of Useful Work (PoUW) models, which show
promise for decentralized systems. The reputation model grants access rights based on the node's previous activity in the network, where each
node accumulates reputation points for completing specific tasks. The second model, PoUW, allows nodes to gain authorization based on the
number of useful computations performed. This approach not only enhances network security but also incentivizes nodes to carry out
computational tasks that have practical value for the community.

Results. Modeling has shown that both models effectively ensure the security and reliability of interaction between nodes. Nodes with a high
reputation level or those that have completed a significant volume of useful computations gain access to critical network resources. The implementation
of such approaches reduces the risk of malicious activity, as nodes that do not perform useful actions are restricted in their access rights.

Conclusions. The proposed authorization models based on reputation and Proof of Useful Work have demonstrated high efficiency in
public decentralized networks. They enable secure interaction between nodes without the need for trust, making these approaches promising for
future implementation in various fields. The use of these models provides dynamic access management to resources, minimizing the risks of
malicious activity.

Keywords: authorization, decentralized networks, reputation, Proof of Useful Work, security, trustless interaction.
ABTOpY 3asBNSAOTb NPO BiACYTHICTb KOHMMIKTY iHTepeciB. CnoHcopu He Gpanu yyacTi B po3pobneHHi gocnigkeHHs; y 36opi, aHanisi
4n iHTeprpeTauii AaHuX; y HanuCaHHi pyKonucy; B pilleHHi npo nybnikauito pesynbTaTis.
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