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BE3MNEKA REST API: 3ArPO31M TA METOOM 3AXUCTY

BcTyn. 3pocmaHHs 35108MucHoi akmueHocmi e iHghopmayitiHomy npocmopi cmeoproe dodamkoei 8 UKITUKU Onisi op2aHi3auil,
ski eukopucmosytomb REST APl e npoueci nepedayi 0aHux ma opzaHi3zayii e3aemodii 3 KkiieHmamu i napmHepamu. 32i0Ho 3i
cmamucmukoto, 6inbwe 80 % cyyacHoz2o eebmpadbika npoxodums yepe3 8e6-APIl, wjo pobums lio2o NpueabIUEord MileHHIo Onlsl
KibepasoquHuie. Bpasnueicmb y MexaHi3amax asmeHmudbikauyii ma aemopu3sauyii REST APl moxe npuzeecmu 0O eUMOKY
KOHebideHUitiHOT iHghopmauii, hiHaHcosux empam i 3a2po3 perniymauii. Tomy 3abe3neqeHHsi 6e3nexku REST APl € kpumu4HO eaxnueum
3aedaHHsIM 0151 cyYacHUX KOMMaHill, 0cob1ueo mux, W0 npayroroms y 2ay3six i3 6UCOKUM pieHeM PU3uKy.

MeToAau. 3acmocosaHo Memodu aHasni3y 3a2po3 6e3neui U oyiHO8aHHS pU3uKie, U0 UHUKarOMb Yy NPoOUeci 8UKOPUCMAaHHs
REST API.

PesynbTaTtu. OpeaaHizayii iHeecmyroms 3Ha4yHi pecypcu y po3eumok mexHornoeili 3axucmy REST API, enpoeadxyromb
mokeHu Ons1 KoHmposto docmyny, wugpyroms nepedavy 0aHux 3a doromozoro TLS/SSL ma iHmeapyroms cy4acHi 3acobu 3axucmy
8 ceoi dodamku. lMpome docnidxeHHs1 NMoKa3ye, W0 OCHOBHI 3azpo3u 6esneyi ece wie 3anuwarombCs aKkmyasbHUMU 4Yepe3
HedocmamHili pieeHb 3axuuwjeHocmi npouyecy eanidauyii exiOHux OaHux, cnabki naposi ma eidcymricmb 6Ga2amoghakmopHoi
aemeHmudpikauii. Takox ecmaHoesieHo, Wo 3HayHa Kinbkicmb APl He Matomb o6MexeHb Ha Yacmomy 3anumig, wjo pobums ix
epasnueumu 0o amak Ha 8UCHa)xeHHs1 pecypcie (DoS- i DDoS-amaku).

BucHoBku. OOHUM i3 K0O4Y0BUX HamnpsiMie po3e’a3aHHsi npobnemu 6esneku REST APl € enpoeadxeHHsi cucmemu
ynpaeniHHsi 6e3nekoro API, Ao sikoi Hanexumes eukopucmaHHsi 6acamopieHego20 nidxody Ao 3axucmy. Lle exroyae KOHMPOJb
docmyny, 3acmocyeaHHs1 mokeHie A1 asmopu3auyii, pe2ysisipHy nepeesipKy cucmem Ha HasisHicmb epa3sfiueocmeli ma 06MeXeHHs1
weudkocmi 3anumie Oris1 3MEHWeHHs1 PU3UKy amak Ha eioMosy e o6csiy2oeyeaHHi. [Jo mo2o x ynpoeadKeHHs cy4acHUX MPaKmuk
6esneku, makux sik 6azamoghakmopHa aemeHmudpikayis, Aonomoxxe MiHiMi3yeamu pu3uKu HecaHKUioHoeaHo20 docmyrny.
Pe3ynbmamu docnidxeHHs1 MOXXymb 6ymu eukopucmaHi 011 800CKOHasIeHHs1 icHyro4ux noslimuk 6esneku REST APl (i onmumizauii

nidxodie do ynpaeniHHs 3a2po3amMu 8 KOMIaHisix pi3Ho20 Macuwimaby.

KnwuyoBi cnoBa: RESTAPI iHhopmauiliHa 6e3nexka, aesmeHmucgbikayis, aemopu3auisi, 3a2po3u, iHgpopmauiliHa 6e3rneka.

BeTyn

3poCTaHHs 3MOBMUCHOI akTUBHOCTI B iH(DOpMaLiiHOMY
Ta kibepHeTMYHOMY npocTopax CTaBuTb Nepen KepiBHW-
KamMu NignpmMeMCTB i BMaCHNUKaMmn KOMMNaHin HOBi 3aBAaHHSA
woao 3axucTty cBoix umdposux aktusiB. Ocobnvso
Bpa3nMBMMK € CUCTEMMU, IO BUKopucToBytoTe REST API
(Representational State Transfer Application Programming
Interface) ans o6MiHy 4aHUMK, OCKINbKM BOHW CTaloTh Mille-
HHIO O aTak, CNpsIMOBaHWX Ha OTPMMAHHS HecaHKLio-
HOBaHOro AOCTyny A0 KOHMIAeHUinHOT iHdopmauii abo
NOpYyLUEHHs1 HOpManbHOro (OYHKUIOHYBaHHS CUCTEM.

KomnpomeTauis Takux akTuBiB, K KOHMIAEHUiAHI AaHi
KnieHTiB, chiHaHCOBa abo iHTeneKTyanbHa BNAaCHICTb, MOXe
np13BecTn 00 nopylleHHs 6e3nepepBHoOCTi BisHecy, di-
HaHCOBMX BTpAT i BTpaTu penyTadii KoMmnaHii. Y Bignosigb
Ha Ui BVKITWKW OpraHisauii MaltTb YnpoBaKyBaTW HOBI
3arpo3u Ta BpasnuBOCTi, xapakTepHi Ans apxitektypu REST.

3 ormagy Ha Ui pusMKM MignpuemcTBa Ta KOMMaHii
MatoTb OLIiHIOBATU pPiBEHb 3PiNoCTi NpoLeciB 3abe3neyeHHst
6e3nekn cBoix APl Ta BnpoBagKyBaTu BignoBigHi cuctemu
3axuCTy, SIKi BpaxoByHOTb cneuudiky ixHboi AisnbHocTi. Le
NUTaHHA CTaE KPUTUYHUM NS 3anydeHHsa  iHBecTuuin,
36epexeHHs1 OoBipy KMieHTIB i nmiaTpymMkn 6e3nepepBHOi
JiSNbHOCTI KOMMaHii B yMOBaXx cy4acHoi kibep3arposu.

3NOBMMWCHUKN MOXYTb BUKOPUCTOBYBATU Pi3Hi METOAM
arak, Bkntovatoun SQL-iH'eKuii, aTakm Ha aBTeHTUiIKaLito
Ta aBTOpU3aLilo, aTakM Ha BigMOBY B 0O6CNyroByBaHHI
(DoS, DDoS) Ta nepexonneHHs ganHux. Lli atakm MoxyTb
npu3BecT” OO0 HeCaHKUiOHOBaHOro AO0CTyrny A0 KOHi-
OeHUinHoi iHdopMauii, BTpaT ciHaHcoBUX pecypciB abo
nopyLueHHs poboTu cuctemu.
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Ona 3axucty REST APl HeobxigHO BrnpoBamkyBaTu
KOMMIeKCHi 3axoau 6e3neku, siki BKIoYaoTb BUKOPUCTaHHS
HafiMHMX MexaHi3MiB aBTeHTudikauil Ta aBTopu3auil,
LwnppyBaHHS JaHMX Ha TPaAHCMNOPTHOMY pPiBHI, Banigauito
BXIOHUX [aHux Ta oOMexeHHs [ocTyny [0 pecypceiB.
BigcyTHICTb UMX 3ax0fiB MOXe NpU3BECTU OO CEPUO3HUX
HacnigkiB anst opradisadii, BKMYaw4uM BTpaTy AaHuX,
(hiHaHCOBI 30MTKM Ta NOPYLLEHHS penyTaLlii.

Lis poboTta cnpsimoBaHa Ha aHarni3 Cy4acHuWx 3arpos
ans 6esnekn REST APl Ta po3pobneHHs nigxoaiB Ao
NiABULLIEHHSI PiBHS MOro 3axuMCTy Ha OCHOBI Cy4acHMX
TEXHonorik 6esneku.

Mema cmammi — pocnignTin OCHOBHI 3arpo3u 6esnedi
REST API Ta npoaHaniayBati METOAM 3aXUCTY, AKi 34aTHI
3abe3neunTn HaginHUA 3aXMCT AaHUX, WO nepeaarTbes
yepes Ui iHTepdencn.

MeTtoau

BukopucTtaHo meTog aHanisy 3arpo3 6e3neLi i oLjiHio-
BaHHSA PU3UKIB, WO BMHUKAKOTb MNif 4ac 3acToCyBaHHSA
REST API, a Takox cucteMHUiA niaxig ans KOMMmneKkcHoro
aocnimkeHHs apxitektypn REST API.

PesynbTatn

Y cyyacHomy umdpoBomy cepeposuili REST APl €
KIMFOYOBOK CKIMagoBOK Ans 3abesneyveHHst 3B's3Ky MK
popaTkamm, ocobnmeo y Bebcepaicax Ta MikpocepBiCHUX
apxitekTypax. Ockinbku OinbLwicTe iHTepHeT-Tpadika
npoxoantb 4epe3 API, ixHs ©e3neka CTae KpUTUYHO
Ba)XNUBOIO AJ151 3aXUCTY AaHuX i 3abe3neyeHHs cTabinbHoi
poboTu Bebaoaarkie.
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REST API| — ue apXiTeKTypHUI CTUMb ANS CTBOPEHHS
nerkux i rHydykux BebcepBiciB, WO BUKOPUCTOBYE
cTaHgapTHUM npoTtokon HTTP gna nepegadi gaHux Mix
knieHTom i cepeepom. REST API Hagae knieHTam gocTyn
0O MeBHMX pecypciB Ha cepBepi, [O3BOMSHYU
oTpyMyBaTun abo 3MiHIOBaTV AaHi Yepes cTaHaapTU30BaHi
3anuTn. Ha BigMiHY Bif IHWWX apXiTEKTYpPHUX CTWNIB,
REST cnupaeTbcs Ha NpUHUMNK NPOCTOTU, eDEKTUBHOCTI
Ta He3anexHOCTi KOMMOHEHTIB, WO pobutb oro
ineanbHMM BUGOPOM ANs  pO3NOA4INEHUX CUCTEM i
MOBINbHUX [oaaTkiB, Ae BaxnuBa LUBMAKaA i cTabinbHa
nepegaya gaHux.

OpHieto 3 kno4oBux koHuenuin REST APl €
opraHiszauis pecypciB 3a yHikanbHUMK agpecamu. KoxeH
pecypc, Hanpuvknag, gaHi Nnpo KopuctyBaya abo NpoaykT,
poctynHum vepes BusHadeHun URL. KnieHT 3BepTaeTbes
[0 KOHKPETHOro pecypcy 4epes 3anuT Ha cepBep, SKUN
Bignosigae, obpobnsaiouM uUen 3anuT BIANOBIQHO [0
npasun REST. LUWo6 pgocartm uboro, REST API
BUKOpUCTOBYE cTaHaapTHi HTTP-meToam, wo onucyoTb
Oil, SKi KNiEHT MoXe BWKOHYyBaTu Haa pecypcamu. Metop
GET 3acTtocoByloTb ANl OTpUMaHHs iHdopmalii npo
pecypcu, POST — ansa ctBopeHHs1 HoBKX 3anucie, PUT —
ONs OHOBIEHHs1 icHytouMx paHux, a DELETE - agna
BuMaaneHHsa pecypcis (puc. 1).

ApxiTektypHun ctune REST Takox 6asyetbcs Ha
NPUVHUMNI AMHaMIYHOI B3aemogii, Lo 03Ha4ae BiACYTHICTb
36epexeHHs cTaHy MiX 3anuTamu knieHTa. Lle o3Hauvae,
WO KOXEeH 3anuT obpobnseTbcs HesanexHo Bia
nonepeHix, WO 3HWKYE HaBaHTaXEHHS Ha cepBsep,
OCKIiNnbKn MOMy He noTpibHo 36epiratv iHcpopmaLito npo

Client

GET/POST/PUT/
DELETE

JSON / XML

REST API

=8

CTaH ceaHcy KopuctyBada. 3aBasku ubomy REST API
nobpe macwTabyetbes i nigxoauTe Anst 06pobneHHs
BENUKOI KiNbKOCTi 3anuTiB OJHOYACHO, LLO € BaXNMUBUM
acnekToMm aons BebaoaaTkiB i xmapHux cepsiciB (Salva et
al., 2024; Laptiev et al., 2022).

REST APl yacTo nepenae gaHi y dopmatax JSON abo
XML (puc. 1), aki nerko o6pobnsatTbca GinblicTio MOB
nporpamyBaHHA Ta 3abe3nedyyloTb 3pYYHICTb B3aeMOAii
MiX PiISHUMW TUNamu KNieHTIB, Takumn sk Be66paysepn,
MObGinbHI goaatkn abo HasiTh iHWi cepsepu. Lie pobutb
REST API yHiBepcanbH1M Ans pisHnx nnatgopm i 3Ha4HO
CMpoLLye iHTerpauito HOBUX KOMMOHEHTIB y cuctemy. Kpim
TOro, BMKOPUCTaHHA CTaHZapTHUX dopmaTiB nepeaui
OaHVX JO3BOIISE WBMAKO 06pobnsaTu BianoBiai cepeepa i
3MeHWYye 3aTpuMkM nig Yac nepegadvi  iHdopmauii
(Zahynei et al., 2024; Syrotynskyi et al., 2024).

o6 kpawe 3posymitu npuHumn pobotn REST API,
OOLiNbHO NpeacTaByMTU NPoLeC B3aeMOil MidK KIIEHTOM i
cepBepoM y Burnsai cxemu. KnieHT, wo moxe 6yt Beb-
popaTtkom abo MoGinbHUM npuctpoeMm, cdopmye HTTP —
3anuT gng oTpMMaHHa abo 3MiHM NeBHUX [aHMX Ha
cepsepi. CepBep npuimae 3anuT, NepeBipsic npaea
[OCTyny, BUKOHYE Banigalilo BBEAEHVX OaHuX i, SIKLWO
3annT KOPEKTHUI, 3BepTaeTbeca Ao 6a3m gaHnx abo iHWunx
pecypciB Ansi BUKOHAHHA HeobXxigHoi onepadii. Micns
uboro cepsep GOpMye BIigMNOBiAb i3 pe3ynbTaTtoMm i
noesepTae ii knieHTy. Bignoeigb Moxe MiCTUTM AaHi y
dopmaTti JSON abo XML, a Takox cTaTyC BWMKOHAHHSA
3anuTy, WO CUrHanisye KrieHTy npo yChiwHicTb onepadii
ab0o HasBHICTb MOMWIIOK.

Database

Puc. 1. Cxema pobotn REST API

OpHak REST API cxunbHi 40 YMCMEHHUX 3arpos, Lo
MOXYTb MOCTaBWUTM MNig 3arpo3y KOHMIOEHUINHICTb i
LinicHICTb faHKX, a TakoX 3ararnbHy CTabinbHICTL CUCTEM.
PoO3yMiHHA uMX 3arpo3 1 YNpoBafXeHHs edEeKTUBHUX
MEeTOiB 3axXMCTy € HEeBig'EMHOK YacTUHOK nobynoBu
0e3neyvyHnx cUcTem.

OcHosBHi 3arpo3u gnsa REST API moxHa noginutun Ha
Kinbka kateropin (OWASP API Security Top 10, 2023).

lMepwa kaTeropia — uUe 3arpo3an MNoB'A3aHi 3
HEeLOCTaTHLOK  aBTeHTUdiKauieto Ta aBTopu3auieto
kopucTtyBaya. Akwo REST API He BuKopuCTOBY€E HanexHi
MeXaHi3aMun nepeBipkn ocobu kopucTyBada, abo npouecy,
LUe MOXe [O3BONIUTU HEeCaHKLIOHOBaHMM ocobam
oTpMMaTV JOCTyn [0 KOHdiaeHUiiHoi iHdopmalii abo
HaBiTb 3pificHIOBaTM HebaxaHi onepauji. Hanpuknag,
3MOBMUCHWKM  MOXYTb  BMKOpUcTaTu crnabki  abo
HENpPaBWUNbHO HanalTOBaHi MexaHiaMu aBTeHTudiKauii,
wob oTpumaTM [JOCTyn [0 3axuLEHUX pecypciB.
Ocobnueo Hebe3neyHoto € cutyadisi, konu REST API He
HaneXxHO PO3MEXOBYE AOCTYN A0 Pi3HMX PIBHIB AaHUX ANS
KOPUCTYBAUIB i3 pPisHUMK ponsiMu abo piBHAMK OCTyny.
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Opyroto 3arpo3oto € ataku Tuny Denial of Service
(DoS, DDoS), ski cnpsMOBaHi Ha nepeBaHTaXEHHSsI
cepsepiB APl yncneHHumn 3anutamu, WO B KiHLEBOMY
pe3ynbTaTi MOXe npusBecTn Ao 300iB y poboTti abo
3pobuTK cepBiC HeJOCTYMHUM ANSA NEriTUMHUX KOPUCTY-
BayiB. Atakn DoS i DDoS moxyTb OyTM HaasBu4YamHO
PYWHIBHMMM, OCKINbKWM IXHSE MeTa — MOBHICTHO BUBECTM 3
nagy cuctemy, 3MyLLyH4YM cepBep obpobnsaTn HagmipHy
KinbKicTb 3anuTiB abo cnoxueaTy BCi AOCTYMHI pecypcu.

TpeTboto 3arpo3oto € SQL-iH'ekLii, KON 3NTOBMUCHUKN
BBOASTb LUKIANMBUIA KOA Y 3anuTu, L0 HaACUNarTbCs A0
6a3n gaHux yepes API. Akwo REST API He dinbTpye abo
HanexHo He obpobnsie BxigHi AaHi, Lue MOXe NpuU3BeCTU
00 BUMKOHAHHSA LWKIANMBUX KOMaHA Ha piBHI 6asu gaHux,
LLIO BigKpMBae [OCTYN A0 KOHQIAEHUiMHOT iHdopmauii abo
[03BONSE 3MiHIOBaTU AaHi.

YeTBEPTOO 3arpo30l0 € NEPEXONIEHHS AaHUX. AKLLO
iHdbopMalLis, ska nepefaeTbCcsa MiX KiEeHTOM i cepBepoM
yepe3 REST API, He sawwudpoBaHa, TO 3MOBMMUCHUKN
MOXYTb nepexonntoBaTtu ii. Lle ocobnmBo HebeaneuyHo,
KONM nepefarTb KOHMIAEHUINHI AaHi, Taki Ak naponi,
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ocobucta iHdopmauia abo iHWi AaHi, ki MOXyTb OyTu
BUKOPUCTaHi ANa BUKPadeHHs KOHQIAEHUINHOT iHdop-
Mauii abo npoBeaeHHS PiHaHCOBMX MaxiHaLin.

Oo Toro xx REST APl MoxyTb 6yTn Bpasnueumun o
aTak, siKi excrnyaTytoTb Bpa3nvMBOCTi NporpamMHoro 3abes-
neyeHHs, Hanpuknag: HenpasunbHa o6pobka BXigHWX
AaHuX, BUKOPUCTaHHS 3acTtapinux 6ibniotek abo dperim-
BOPKiB, O MIiCTATb BPasnuBOCTi. 3MOBMUCHUKM MOXYTb
ckopucTatucs UMMM Hegonikamu Ans  KomnpomeTauii
CUCTEMM Ta BUKOHAHHS LWKIANMBUX OiNA.

OcHoBHi meTtoau 3axucty REST API cnpsmoaHo
Ha MiHimi3aujlo BkalaHMX 3arpo3 i 3abesnevyeHHss Ges-
Nnekn cucTem.

OpHWM i3 KMYOBKX METOAIB 3aXUCTY € BUKOPUCTaHHS
TOKEHiB Ansa aBTeHTUdiKaLii, 30Kpema i TOKEHIB Ha OCHOBI
JSON Web Token (JWT). Len nigxio oae mMoxnueicTb
3abe3neunTn NepeBipKy KOpUCTyBa4va y KOXHOMY 3anwuTi
6e3 HeoOxigHOCTI 30epiraHHA cTaHy cecii Ha cepBepi.
Tokenn JWT BkntoyatoTb 3alwmdposaHy iHopmMaLito npo
KOpUCTYBa4a, WO A03BONSAE CEpBeEpY NepesipATM npaea
Joctyny i nigTBepaXyBaTM aBTEHTUYHICTb  KOXHOIO
3anuTy. BaxnuBo TakoX ynpoBamKyBaTW MeXaHi3mmu
OHOBIEHHS Ta BIAKMMKAHHS TOKEHIB, W06 YHUKHYTU iX
HeCaHKLiOHOBaHOro BuKopucTaHHsi (Shcheblanin et al.,
2023, pp. 266-271).

Opyrum BaXnMBuM METOAOM € LUM(PPYBaHHS AaHNX 3a
ponomoroto TLS/SSL. Lle 3abe3nedye 3axucT gaHux nig
yac nepefadi MiX KNnieHTOM | CepBEPOM, 3HWXYHYM PUSUK
nepexonneHHs KOHMIAEHUiIMHOI  iHdopmauii  3noBmuc-
Hukamu. BukopuctanHa HTTPS gnsa Bcix 3anutiB REST
APl € 0060B'I3kOBOI0 MNpakTUKol Ans 3abesneyeHHs
6e3neku. LLle oanH BaXknMBMI acnekT 3axmcTy — Banigauis
Ta inbTpauia BxigHux pgadmx. REST APl noBuHHI
peTenbHO NepeBipATM BCi BXiaHi AaHi, wob 3anobirtm
SQL-iH'ekUiaM Ta iHWKMM TUNam atak Ha BBeAeHHsA. [Ans
LbOro BUKOPUCTOBYIOTb CheLianbHi aHoTauii Ta MexaHis-
MU MepeBIpKU AaHuX, WO AonoMaralTb aBTOMaTu3yBaTtu
npouec i 3anobiraTv NOWMPEHUM BPa3fMBOCTAM.

O6mexeHHst goctyny o pecypcis APl € we ogHum
BaXnuBuMm 3axogom. HeobxigHo BnpoBagXyBaTu MiTKi
npasuna aBTopm3adii, o A03BOSSHTL 0OMEXUTN 4OCTyN
00 neBHWX YacTuH AP| ans pisHux rpyn kopuctysauis. Lie
Moxe ©OyTuM peanisoBaHoO 3a [AOMOMOrOK ponemn i
npuvBineiB, L0 [O3BOSSIE KOHTPOMOBATA, XTO MA€ AOCTYN
[0 NeBHUX OYHKLUIN abo AaHuX.

Onsa 3axucty Big atak Tuny DoS ta DDoS Baxnuso
BMpoBagXyBaTu OOMEXeHHS KinbKOCTi 3anuTiB  abo
BUKOPUCTOBYBATW MEXaHi3MWN XeLLyBaHHS, $SKi [03BO-
NSATb 3MEHLWUTU HaBaHTaXXeHHs Ha cepsep. Lle gono-
Marae 3HM3UTK NMOBIPHICTb NepeBaHTaXXeHHsi cepBepa Ta
3abe3neunTtn cTtabinbHy poboTy cMcTeMM HaBiTb Mg Yac
BENIMKUX 0OCSriB 3anuTiB.

Omxe, 3abe3neyeHHsa 6e3nekn REST API € komnnekc-
HMM NPOLIECOM, SIKUA BUMAarae BMPOBAMXEHHS Pi3HMX
MeToZiB 3axMCTy Anst MiHimi3auii 3arpoas.

IHyudenmu 3 komnpomemaduieto API. Bigomi iHum-
OEeHTW, WO cTanucs Yy BENUKUX KOMMNaHisiX, YiTko
intocTpytoTb Hebesneky HepocTaTHboro 3axucty REST
API. BoH/ NoKasytoTb, 40 SKUX HACnigkiB MOXe Npu3sBecTn
HexTyBaHHA GasoBvMuM mpuHuunamu 6esnekm (OWASP
API Security Project, 2021).

2019 p. yepes BpasnueicTb B APl Facebook 6yno
BUKpageHo ocobucti gaHi 6nuabko 50 MinbhoOHIB
KopucTyBadiB. PeanisaLis ataku ctana MOXIMBO Yyepes
BpasnuBIiCTb Yy CMCTEMi aBTeHTuUdikauii, ska gossonsna
3MIOBMUCHMKAM  OTpUMatuM  OOCTyn OO  TOKEHIB
KOpPUCTYBa4iB i BUKOPUCTOBYBATK iX s BXxo4y B 06MikoBi
3anuncu 6e3 BBeAEeHHs1 Naporto.
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Ataka Ha APl T-Mobile npussena go BUTOKY OaHUX
6rnm3bko 2 MinNbWMOHIB KopucTyBauiB. Ll ataka 6Oyna
pe3ynbTaToM HeAoCTaTHbOro 3axucTy iHTepdpencis ans
CTOPOHHIX PO3POBHMKIB, LLO [O3BOMWIO 3MOBMUCHMKAM
oTpuMaTh AoCTyn Ao KOHQIAEHUINHOT iHdhopMaLii Kopuc-
TyBauiB, BKMOYAYM HOMepU TernedoHiB Ta agpecu.

KomnaHis Uber 3a3Hana ataku Ha cBin REST API, wo
npu3Beno A0 BUKPaAEHHS AaHuX BOAiiB i nacaxwupis.
Xakepwu ckopuctanucsa nomunkamu B APl ans oTpumaHHs
JoCcTyny [0 npuBaTHUX  iHbopmauiiHMX — pecypcis,
ockinbku B AP| He 6yno gocrtaTtHix obmexeHb Ha JoCcTyn.

PexomeHndauii OWASP Onsi nideuwjeHHs1 pieHsi
3axuweHocmi API. Opranizauia OWASP (Open Web
Application Security Project) ctBopuna cnncok Hamnowm-
peHiwunx 3arpo3 ons API Ta pekomeHaauin Wwoao 3axucty
Big Hux (Tabn. 1). OWASP API Security Top 10 €
OCHOBHVM OPIEHTMPOM [Ansi PO3pOOHUKIB, siKi NparHyTb
3abe3neunTtn 6e3neky coix API.

PosrnsHemo getanbHille 3axuUCHi 3axoau Anst KOXHOI
3arpo3u 3 OWASP API Security Top 10.

Broken Object Level Authorization (MopyweHHs
aBTopu3alii Ha piBHi 06'exTiB). OpHielo 3 HambinbLIMX
3arpo3 ana APl e nopyweHHs aBTopu3sauii Ha piBHI
o6G'extiB. Lls 3arposa BuMHMKae, KonuM KopuCTyBadi
OTPMMYIOTb JOCTYn A0 06'eKTiB, HA SKi BOHW He MaloTb
npas. LWo6 3anobirtn usomy, HeobXxiaHO BNpoBagXyBaTh
nocuneHy asToOpu3auilo Anst KoxHoro 3anuty go APL.
KoxeH kopucTyBay NoBMHEH MaTu OOCTyN nuvwe 0 TUX
00'ekTiB, ONA AKMX MOMYy HagaHO Ao3sonu. Baxnueum €
BUKOPUCTAHHA KOHTPOSKO [AOCTYyMy Ha OCHOBI pornen
(RBAC) abo atpubyTtie (ABAC), Wwo [03BOMSAE TOYHiWe
BM3Ha4aTu npasa gocTyny. XKypHantoBaHHsA BCiX 3anuTiB
[o 00'ekTiB gonomarae BigCTEXyBaTM MOXNMBI NoOpy-
WeHHa Ta 3abesneyyBaTv HaNeXHUN piBEHb 3axucTy
(Schmidt, & Meier, 2020).

Broken Authentication (HepgoctatHsi aBTeHTUdiKaUis).
HeHagiiHi abo HenpaBWnbHO HanawToBaHi MexaHi3Mu
aBTeHTUiIKaLil MOXyTb JO3BONUTU 3MTOBMUCHUKaM OTpuUMa-
™ poctyn go API, Bugatoum cebe 3a nNeriTmMHMX KopucTty-
BayiB. [Ina 3axucTy BiA LbOro pekoMeHOyeTbCH BMpOBa-
oKkyBaTu GaraTodakTopHy aBTeHTudikauito (2FA), ska
3abe3neyye [oOaTKOBUA piBeHb Oe3neku. BukopucTaHHs
TOkeHiB Ha ocHosi JWT abo OAuth2 gonomarae yHUKHYTU
npobnewm i3 36epiraHHsIM Cecili i CnpoLLye NpoLec aBTeHTU-
dpikauii. BapTo Takox 0OMexuUTH KinbkicTe cnpob Bxoay Ans
3anobiraHHs aTakam Tvny "rpyba cuna". HaginHe xewysa-
HHS MaponiB 3a AOMOMOroK anroputMiB € LWe OOHVM
KPUTUYHO BaXXKMBMM 3aX040M [ 3aXMCTy NaporniB Bif
ninbopy (Stallings, 2020; Subhadeep et al., 2024).

Excessive Data Exposure (HagmipHa nepegava gaHux).
OgpHieto 3 nowmMpeHnx npobrnem € HaaMmipHe pPo3KpUTTA
naHux 4vepes API, konu Bignoeigb MicTuUTb 6Ginblue
iHbopmalii, HiXk NOTPIBGHO KnieHTy. [ANst YHUKHEHHS LbOro
HeobXiAHO hinbTpyBaTM AaHi Ha piBHi Bignosigi, LWo6
BifgAaBaTu KNiEeHTy nuwe Ty iHdopmadito, ska nomy
HeobXiAHa [AOnNs  BUKOHaHHA 3anuTy. BukopucTaHHs
MexaHiaMiB popmMaTyBaHHS Bi4nNoBiai Ha CTOPOHi cepBepa
[03BOIISAE KOHTPONOBAaTK, AKi AaHi MOXyTb OyTu Bignpas-
neHi knieHTy, 3anobirao4m HagMipHOMY PO3KPUTTIO.

Lack of Resources & Rate Limiting (BigcyTHictb
obOmMexeHb Ha BMKOPUCTaHHA pecypciB). BigcyTHicTb
06MeXeHb Ha KinbKiCTb 3anuTiB MOXe NpU3BeCTM 0 aTak
Ha BWCHaXeHHs1 pecypciB cepBepa, Takux gk DoS- Ta
DDoS-aTtakn. [na 3axucTy Big LbOr0 pekoMeHOykTb
ynpoBagKyBatu obmexeHHs LweuakocTi 3anuTtiB (Rate
Limiting), Wwo [o03BONUTL OOMEXMTW KinbKiCTb 3anuTiB
Bi, OOHOro kmnieHTa 3a oauHuulo 4Yacy. Kpim ToOrO,
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aHOManbHOI aKTMBHOCTI, Wo6 CBOEYaCHO BUSBMATU
nifo3piny NoBeAiHKY i BXX1BaTU BiANOBIAHUX 3ax0aiB.

BUKOPUCTAHHS XELUYyBaHHA MOXEe [O0MOMOITU 3MEHLUUTU
HaBaHTaXeHHS Ha cepsep, 0COBNMBO ANA NOBTOPIOBaHNX
3anuTiB. BaxnuBo TakoX ynpoBagKyBaTW MOHITOPUHK

Ta6nuuys 1
Ton-10 3arpo3 OWASP ans 6e3neku API
Homep 3arpo3sa Onuc
API 1 Broken Object Level Authorization HepocTaTHii KOHTponb AocTymny Ao 06'ekTiB, IO [O03BOMSE 3MOBMUCHUKaM
OTpMMaT AOCTYN A0 YYXMX pecypciB
API 2 Broken Authentication Hep,OCTaTI_-lbo _ 3axMLeHi abo HEMpPaBUMbHO  HaMaLLTOBaHI  MeXaHi3Mu
aBTeHTudiKauii MOXyTb JO3BONWUTM KOMMpPOMeTaLiio
API 3 Excessive Data Exposure API MOXe BiiaBaTi 3aHaATo 6araTto iHdopmaLii Yepes HeJoCTaTHE OOMEXEHHS
Ha piBHi Bignosigi
API 4 Lack of Resources & Rate Limiting BigcyTHicTb 06Me)K(.eHb Ha KiMbKiCTb 3anuTiB MOXe NpM3BECTM [0 aTak Ha
BUCHaxeHHs pecypcie abo DoS- ta DDoS-aTtak
API 5 Broken Function Level Authorization HepocTaTHin KOHTpOMb AOCTyny A0 NeBHuX dyHKuin APl mMoxe [o3BONMTU
KOpUCTyBa4aM BMKOHYBaTK 3aO0OpPOHeEHiI Aii
API 6 Mass Assignment 3J'IOBMI/IC.:HI/IKI/I MOXYTb 3MiHIOBaTKn aTpubyTn O6'exTiB, SKi He NOBWHHI ByTn
[ocTynHi yepes API
. . ) . HenpasunbHa koHdirypauia 6e3neku API, Bkntoyaroun BiACyTHICTb WNGPYBaHHS
APl 7 Security Misconfiguration a60 CnaBKi HaNaLWTYBaHH: [OCTYNy
API 8 Injection Bpaspmsoqﬂ 00 iH'eKUin [O3BONSOTbL YNpOBa[XyBaTW LUKIANMBUIA KOO Yepes3
BXiOHi AaHi
API 9 Improper Assets Management Hep,o_cTaTH_g ynpaBniHHaA pecypcamu APl Moxe npu3BecTM [0 PO3KPUTTSH
KOHiaeHUINHOI iHdopmalLii
API 10 Insufficient Logging & Monitoring BigcyTHICTb HaneXHOro XXypHarntoBaHHSA Ta MOHITOPUHIY YCKIaAHIOE BUSIBIIEHHS
aTak abo pearyBaHHs Ha HUX

Broken Function Level Authorization (HepoctaTHs
aBTopwm3aLia Ha piBHi YHKUiN). HegocTaTHa aBTopusauis
Ha piBHI YHKLUiIA MOXe [03BOMUTM KOpUCTyBavam
oTpuUMyBaTM AOCTYN A0 YHKUiN, K OnNs HUX He
npuaHadeHi. o6 3anobirtm ubomy, noTpibHO BnpoBa-
OKyBaTW CTPOrMA KOHTPOIMb AOCTYMNY A0 KOXHOI (PYHKUT.
BukopuctaHHa npaBun aBTopu3alii, 3acHOBaHMX Ha
ponsix KOpMCTyBadiB, [03BOMNSE €(EeKTUBHO pPO3MEXO-
ByBaTW AOCTYN A0 Pi3HMX dyHkuin API. Takox Baxnveo
nepeBipATM NpaBa AOCTYMy A0 KOXHOI (OyHKLUii nepeq ii
BuKoHaHHAM (Rzaieva et al., 2024; Sobchuk, Zelenska, &
Laptiev, 2023).

Mass Assignment (Macoe npusHayveHHs1). Macose
npu3HadeHHs BinbyBaeTbes, konu APl fo3Bonse knieHTam
nepeaaeatu binbLue gaHux, HiXk NOTPIOHO, i B TakMi cnoci6
3MiHIOBaTU KpUTWMYHI atpubyTn. o6 ubOoro yHUKHYTH,
HEeOOXiAHO SBHO BM3HA4YaTU MOMs, SKi MOXyTb OyTu
3miHeHi 4epe3 API-zanutu. Kpim TOro, Baxnmeo
nepesipATY 03BONN Ha 3MiHY KOXHOrO OKPeMoro nons,
W06 YHWMKHYTN HECAHKLIOHOBaHWNX 3MiH BaXXNTUBUX JaHUX.

Security Misconfiguration (HenpasunbHa KoHQiry-
pauis 6e3nekn). HenpaBunbHa KoHdirypauis 6e3neku
API, Taka sk BigCyTHICTb LUNGPYBaHHSA ab0 BUKOPUCTaHHS
3acTapinux 6ibnioTek, MoXxe CTaT CEPMO3HOK 3arpo3o0to.
[na YHUKHEHHS LbOro BaXITMBO PETYNSPHO OHOBIHOBATU
koMmnoHeHTn APl Ta BMKOpPWUCTOBYBaTW aKTyanbHi Bepcii
6ibnioTek i3 BUNpaBneHmMu BpasnmBoctamu. CtaHgapTu-
3auiss  KoHdpirypauin 6Gesneku gonomarae  YHUKHYTU
NOMUMNOK Yy HanawTyBaHHAX. [lpoBogbTe nepioguyHi
ayauTn 6e3neku, LWob BUABNSATU MOXNMBI cnabki micus Ta
BpasnuBocTi (Rzaieva et al., 2024, pp. 27-38).

Injection (IH'ekuis). ATakm iH'ekuii, Hanpuknag SQL-iH'ekuii,
BMHVKaKOTb, KOMMW LUKIONIMBUMA KOO BMPOBafXyeTbCs Y
3anutn API. LLlo6 3ano6irt upomy, crig BUKOPUCTOBYBATU
napameTpu3oBaHi 3anutn abo ORM (Object-Relational
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Mapping) ans 6e3neuyHoi B3aemogii 3 6asamu gaHux.
dinbTpauis i ekpaHyBaHHSA BXiAHUX AaHWX TakoX Aonoma-
ralTb 3anobirtu BNpoBaKeHHI0 Hebe3nevyHnx cruMBonis
y 3anuTu.

Improper Assets Management (HenpaBuneHe kepy-
BaHHA akTMBamu). HepoctaTHE KepyBaHHs pecypcamu
API, Takmmun ak 3actapini Bepcii API, moxe cTtBOpUTK
004aTKoBi Bpa3nNuMBOCTI. [N YHUKHEHHS LIbOro HeobXiaHO
perynspHo npoBoauTy iHBeHTapu3auito APl i BuMukatm
3acTapini Bepcii, ki Oinblue He BUKOPUCTOBYIOTLCS.
BaxnuBo nepekoHaTucs, Wo goctyn Ao 3actapinux API
obmexeHui abo nosHicTio  BuMKHeHuid  (Atlidakis,
Godefroid, & Polishchuk, 2019).

Insufficient Logging & Monitoring (HegocTtaTtHe xyp-
HanBaHHA Ta MOHITOPWHr). BigcyTHiCTb HanexHoro
XXYPHamnOBaHHS Ta MOHITOPUHIY MOXe YCKITagHUTU BUSIB-
NeHHs aTak abo pearyBaHHs Ha HUX. LLlo6 yHUKHYTU Lboro,
PEKOMEHOYHTb YNPOBAaAXXyBaTU MOBHE >XYpPHAIOBaHHA
KPUTUYHMX MOAIN, TakMx Sk cnpobu aBTeHTudikauii abo
AoCcTyn [0 KOHigeHuiMHuX pecypciB. HanawTyBaHHSA
CnoBilLeHb A03BOMSE onepaTUBHO pearyBaTu Ha Nigo3pini
4ii abo nopylweHHs 6e3nekn. PerynsipHuii aHania xyp-
HaniB noAdin gonomMarae BYacHO BUABAATU Nigo3piny
aKTUBHICTb i 3anobiratn moxnveum atakam (Barabash et
al., 2023, pp. 177-192).

Omxe, yNnpoBaIKEHHS 3aX1CHNX 3axofiB, PEKOMEHAO0-
BaHnx OWASP, [03BonuMTb CYTTEBO 3HU3UTU PU3UK
komnpomeTauii APl i nigBuwnTM 3aranbHuUiA  piBEHb
Besnekn godatkis. Ix OOTpUMaHHs 3abesneunTb 3axucT
Bi HaMMOLIMPEHiWnX 3arpo3 Ta atak Ha piBHi API, wo
KPUTUYHO BaXnMBO [Anst cyyacHux BebgopaTtkiB i
MiKpOCEepBICHUX apXiTeKTyp.

Ouckycis i BACHOBKMU

Besneka REST API € ogHieto 3 HaBaXnNuMBIiLLMX ckna-
O0BMX pO3pobreHb cyvacHux BebaoaaTkiB i MikpocepBiCHMX
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apxitektyp. BukopuctanHs APl onga nepegadi gaHux mixx
pi3HMMK cepBicCaMM Ta CUCTEMaMM 3HA4YHO MiABULLYE
e(eKTMBHICTb pO3pobneHHs1, ane TakoX BiAKPUBAE HOBI
BEKTOPW ANs NOTEHUiNHMX aTak. B poboTi posrnsHyTo
HavnowwmpeHiwi 3arpo3n 6esneui API, Bu3HadveHi B
OWASP API Security Top 10, i 3anponoHoBaHO 3axoau
NS iXHbOI MiHimi3aUil.

KntoyoBum acnektom 3axucty APl € BnpoBagXeHHsA
6araTopiBHEBOI cMcTeMu Ge3neku, sika BKIOYae He nuiie
6a30Bi MexaHi3Mu WndpyBaHHs 1 aBTeHTudikauii, ane i
KOHTPOIb AOCTYMNY Ha piBHi 06'eKTIB i OYHKLIN, 3aXMCT Bia
iH'eKUiA, a TaKoX MOHITOPUHr akTMBHOCTI. OgHUM i3
HaMBaXnuBIWLMX KPOKiB ANns 3abesneyeHHa Gesnekn €
BNPOBaAXEeHHA MOCWUMEeHOoi aBTopu3aLii, WO [O03BOMSE
3anobiratv 4OCTyny OO OaHWUX KOPUCTYBauiB, AKUM Ui AaHi
He npusHadeHi. Lle Takox BkNOYae BUKOPUCTaHHA
MexaHiamiB GaraTtodpaktopHoi aBTeHTudikauii (2FA) Ta
TokeHiB, Takux Ak JWT, onsa 3abeanedyeHHs HapfiiHoOro
npouecy aBTeHTuiKaLii.

[ocsig Benuknux KomnaHin, Takmx sik Facebook, Uber
Ta T-Mobile, eMOHCTpYy€e cepino3HiCTb HacnigkiB, 4O AKNX
MOXE MNPU3BECTU HEXTYBaHHS HaneXHUMK 3axogamu
6es3nekn. KomnpomeTtauia APl y umMx Bunagkax npussena
00 BUTIKAHHA KOHMIAEHUINHOT iHdopMaLii  MinbioHiB
KOPUCTYBauYiB, LUO MiAKPECIIOE BAXMNMBICTb AOTPUMAHHS
Halkpawmx npaktnk 3axucty APl CyuacHi peanii
BMMarawTb BiJ PO3POOHUKIB He TiNbKM BNPOBaLKEHHS
TpaauuiiHMX MeToAiB 0e3neku, ane W 3acToCyBaHHS
TaKMX (HCTPYMEHTIB, SIK aBTOMaTu3oBaHe TeCTyBaHHS
6e3nekn B mexax nigxogy DevSecOps.

3rigHo 3 pekomeHpauismm OWASP, oCHOBHUMMU
3aXMCHUMW 3axofdamMu € OOMEXEHHSI KinbKOCTi 3anuTiB
(Rate Limiting), HanexHe >xypHantoBaHHSA noAin, wndpy-
BaHHs Tpadika Ta BUKOPWUCTAHHA Cy4acHWX MeTofiB
3aXUCTY Bif, iH'EKLIW, TaKNX K NapameTpusoBaHi 3anvTu.
PerynapHi ayautu 6e3neks W OHOBIEHHS KOMMOHEHTIB
CUCTEMU TaKOX BifirpatTb KNIOYOBY POrb Y NiATPUMAHHI
HaginHoi 6e3neku.

3a3HauMMOo, L0 KOMMIEKCHE BNPOBALXKEHHST 3aXMCHNX
3axopaiB, Bu3HavyeHnx OWASP, nornomoxe 3Ha4yHO 3HU3UTH
pusnk komnpometauii REST APl. [JoTpumaHHA umx
pekoMeHaaui rapaHTyBaTtume, WO cuctema Oyae 3axu-
LLieHa Big HaWNoLWMpPeHIWnX 3arpos, a ii PyHKLOHamNbHICTb
3anuwatumeTbesl cTabinbHo Ta 6e3neyHor. 3pocTaHHs
nonynsipHocti REST APl Bumarae Big po3po6HukiB
NOCTINHOrO BAOCKOHANeHHS niaxoais 4o 6e3neku, BnpoBa-
[JKEHHS1 aBTOMAaTU30BaHWUX pilleHb i FOTOBHOCTI LUBMOKO
pearyBaTtu Ha HOBi BUKIUKKM y chepi kibepbesnekn.

BHecok aBTopiB: borgaH CuaopeHKko — KoHuenTyanisadisi,
MeTOAO0rOoris, aHani3 gpxepen, NiAroTyBaHHA OrNsiay nitepaTtypw,
po3pobka 3axucHux 3axogiB ana REST API; tOpin WebnaHiH —
36ip emnipuyHMX JdaHuX, iXHs Banigauis, yyacTb y po3pobui
MeTogornorii gocnigkeHHs; IHHa Muxanbyyk — ornsg nirepatypu,
pefaryBaHHs pykonucy, yyacTb Yy po3pobui meTtogonorii
LOCNIOAKEHHS.
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SECURITY OF REST API: THREATS AND PROTECTION METHODS

Background. Theincreasein malicious activity in the information space creates additional challenges for organizations that use REST
APIs to transfer data and facilitate interactions with clients and partners. According to statistics, over 80% of modern web traffic goes through
web APIs, making them an attractive target for cybercriminals. Vulnerabilities in REST API authentication and authorization mechanisms can lead
to data breaches, financial losses, and reputational risks. Therefore, ensuring REST APl security is a critical task for modern companies, especially
those operating in high-risk industries.

Methods. Threatanalysis and risk assessment methods were used to evaluate the security challenges associated with REST APIs.

Results. Organizations are investing significant resources in the development of REST API security technologies, implementing tokens
for access control, encrypting data transmission via TLS/SSL, and integrating modern security measures into their applications. However,
research shows that major security threats remain relevant due to insufficient input validation processes, weak passwords, and the lack of multi-
factor authentication. It was also found that a significant number of APIs lack rate limiting, making them vulnerable to resource exhaustion attacks
(DoS/DDoS attacks).

Conclusions. Oneofthekeyapproaches to addressing REST APl security issues is the implementation of an APl security management
system that uses a multi-layered approach to protection. This includes access control, token-based authorization, regular system vulnerability
checks, and rate limiting to reduce the risk of denial-of-service attacks. In addition, implementing modern security practices, such as multi-factor
authentication, will help minimize the risk of unauthorized access. The research findings can be used to improve existing REST API security
policies and optimize threat management approaches in companies of various sizes.

Keywords: RESTAPI information security, authentication, authorization, threats, cybersecurity.

ABTOpU 3a8BNATb NPO BiACYTHICTb KOHPMIKTY iHTepeciB. CnoHcopu He Gpanu y4YacTi B po3pobneHHi gocnigxeHHs; y 36opi, aHanisi
4n iHTepnpeTaLii AaHuX; y HanucaHHi pykonucy; B pileHHi Npo ny6nikauijto pesynbTaTiB.
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