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MPOTOKOJIXN BE3MNEKUM B KIBEP®I3BNYHUX CUCTEMAX

Bctyn. KibepgizuyHi cucmemu 3alimaroms eaxiuee Micye y cy4acHUX MEXHOJI02isAX, OCKi/IbKU 80HU NMOEOGHYOmMb hi3uyHi
o6'ekmu ma kKpunmogzpadhiyHi MexaHi3mu 3axucmy Onsi 3abe3neyeHHs1 HadiliIHOi pobomu MepexHUX rpucmpoie, 30kpema U y
cpiHaHcoeili 2any3i, IHmepHemi pedveli i npomucmoeomy IHmepHemi peyeli. OcHoeHa npobriemMa makux cucmeM rosnsi2ac y
3abe3neveHHi HadiliHo2o U egheKmueHo20 3axucmy OaHux y pa3i obMexeHux pecypcie o064ucsitoeanibHOi rmomyxHocmi U
eHepzocrioxueaHHsi. Kpunmoezpacbiyni npomokosnu, wo eukopucmosyrombscsi y KibepghiaudHuUx cucmemax, MoeuHHi 6ymu
eucokoeghekmueHuUMU, adxe 8i0 iXHbOI po6omu 3anexums sik 6e3reka, mak i 3a2anbHa nMpPodykmueHicms cucmem. Y uiti cmammi
docnidxeHo winsixu nideuuweHHs1 eghpekmueHOCMI Kpunmozpagi4HuUx rPomokoJie y KibepghisuyHux cucmemax.

PesynbTaTtu. [lid yac docnidxeHHs ecmaHO8/1IeHO, W0 eukopucmaHHsi npomokosnie MTLS nideuwye pieeHb 3axucmy
OaHux, asie eoGHo4Yac nompebye 3Ha4HO 6inbWoi Kinbkocmi pecypcie kibepghizu4Hoi cucmemu ropieHsiHo 3 TLS ma SSL. [Jo mozo x
TLS yce we eukopucmoeye 6inbuwy crnpoMoXHicmb KibepghizuyHux cucmem aHix SSL, 4um nideuwye eapmicmb npucmpoie
KibepgbisudHux cucmem. Onmumizayis anzopummie wugpyeaHHss ma OewucghpysaHHs 8 npomokosii TLS moxe donomozmu
3MeHwWumu eapmicms npucmpoie i nideuwumu weuodkicms nepedaydi GaHuXx.

BucHoBKku. OmpumaHi pe3ysbmamu nokasyromb, Wo nideuweHHsi eghekmueHocmi KpurnmozpagiyHux rnpomokosie y
KibepghiudHUX cucmemMax MOXJluee 3ae0sIKU GUKOPUCMAaHHIO eghekmueHiwux aszopummie wugbpysaHHsi. Onmumizayisi
npomokoriie 6e3neKu Moxe 3Ha4HO NMokpawumu weudkicmb rnepedayi daHux i npodykmueHicmb KibepghizuyHux cucmem, ocobnueo
y cepedosuujax 3 06MexeHUMU pecypcamu. Bapmo 3eepHymu yeazy Ha KOHUenNuyito eUKOpucmMaHHs iCHyro4YUX MPoImokoJiie 6e3neku,
sIKi 06'€OHyromb y cobi 8UKOpUCMaHHSI CUMEMPUYHUX IMa acuMempu4HUX anzopummie wugpysaHHsi. B nodanbwomy came
weudkicmb wugpysaHHs ma po3wugpyeaHHs eidicpasamume susHayHy posib y nidsuuweHHi egpekmueHocmi. Ockinbku came yel
YUHHUK 3MEeHWumb eumpayeHHs1 pecypcie y KibepghiaudHuUx cucmemax, a makoXK ompumae rnepeeazy e 4aci, 3a paxyHoK nepeoayi
6inbwoi Kinbkocmi iHghopmauii 3a 0OUHULUrO Yacy, He empadaroyu Kpunmocmilikocmi. [Modanbwi docnidxeHHss MOXymb 6ymu
30cepedxeHi Ha po3po6IIeHHI 8/1aCHO20 MPOMOKOJTY KpUunmozpaghiyHoO20 MpPoMOoKoJTy.

KnwuyoBi cnoBa: kibepgizuyHa cucmema, acuMempuyHulli asl20pumm, CUMempUYHULl an2opumm, MPomokoJ1 6e3rnexu.

BeTtyn BMKOPUCTOBYE Oinblly  CMPOMOXHICTb  KibepdpiznyHnx

KibepdianuHi cuctemmn (KPC) 3arimaioTb Baxnvee cuctem aHix SSL, yim nigeuwye BapTicTb npuctpois KOC.
MicLe y Cy4acHUX TEXHOMOTiSIX, OCKiNbKM BOHW MOEAHYIOTb OnTuMi3auis anropnTmis LUMdpPYBaHHA Ta AelundpyBaHHS
isnyHi 06'ekTM Ta KpunTorpadiyHi MexaHiaMu 3axucTy B npoTokoni TLS moxe 4ONOMOrTM 3MEHLUUTN BapTiCTb Ha
Ans 3abe3neyeHHs HaginHOT poBOTUM MEPEXHNX MPUCTPOIB, NPUCTPOI Ta NiIABULLMTY LUBUAKICTb Nepeaadi AaHuX.
30Kkpema 1 y cpiHaHcoBin ranysi, IHTepHeTi peden (loT) i Besneka kibepdi3anyHMX NPUCTPOIB € KPUTUHHO BaXKNn-
npomucnoBomy IHTepHerti peyden (IloT). OcHoBHa npobne- BOK 4Yepes3 Te, WO BOHW 4acToO MpaulolTb Y BiOKPUTUX
Ma TakMx cucTem nonsrae y 3abesneveHHi HagiiHoro wm Mepexax, i iCHye pu3aMK nepexonneHHs aaHux. [Ons
€eKkTUBHOTO 3aXWCTy [aHUX 33 OBMEeXeHnX pecypcis 3abesneyeHHs 6e3MeyHoro 3'eHaHHA MiX CKMafoBUMY
obumncnoBanbHoOI MNOTYXXHOCTI Ta €HeprocnoXXmBaHHA. KoC LLMPOKO BUKOPUCTOBYOTb KpmnTorpaq:)qui npoTo-
KpuntorpadiyHi  nNpoTOKONW, WO BUKOPUCTOBYIOTLCH Y konu, Hanpuknag, TLS, SSL, MTLS.
KibepdisnuHux cuctemax, marTb ByTn BUCOKOEdEKTUB- K®C MoxyTb npeacTasnsitn co6oto pisHi loT-npucTpoi,
HUMWK, agxxe Bif IXHbOI pobOTU 3anexunTb sk 6eaneka, Tak i 3 OKPEMOIO apxiTekTypolo Gesneku. [lns 3axucTy 3B's3Ky

3aranbHa NpPoAyKTMBHICTb cucTeM. Lia ctatTs cnpsimoBaHa
Ha [OCNIMKEHHSA LWNSXiB  NigBULWEHHS eMdeKTUBHOCTI
KpunTorpadiyHmx npotokonis y KPC.

Memoro ctaTTi € aHani3 icHylounx KpunTtorpadivyHux
NPOTOKONMiB, WO BUKOPUCTOBYHOTLCA B  KibepdisnyuHmx
cuctemax, Ta po3pobrieHHs niaxodiB A0 NigBULLEHHS
iXHbOi  edpekTMBHOCTI. OCHOBHY yBary npuvAiNeHo
3MEHLLEHHIO EHEPrOCNOXMBAHHS, MIABULLEHHIO LWUBUAKOAII

MiX CKNaZoBMMM LIMX OEBANCIB 3aCTOCOBYOTH MPOTOKONM
6e3neku, Wo LWMdPYHTb MEPEXHUIA TpadiK.

Ak npuknag po3rnsHMMo Taki KOC.

Cmapm-konoHku Google Home, Amazon Echo.
CwmapTt-konoHkn Google Home i Amazon Echo Bukopuc-
TOBYytOTb TLS Ansi 3axMCTy AaHuX Mig vac ixHboi nepegavi
Ha XMapHi cepBepu, Ae 06pobnarTLCA roNOCoBi KOMaHAM

anropuTMiB  WMpPyBaHHa Ta po3pobneHHto Metogis | KOPUCTYBadIB. L _

onTUMI3aLLii ANA CepenoBuLL 3 OBMEXEHUMM Pecypcamul. ®im+ec-mpekepu (Fitbit, Apple Watch). Bararo ditHec-
JOCTIiIKEHHA TaKoX OXOMMIOE acnekT! Gesneku, CTiNKoCTi Tpekepis BMKOPUCTOBYIOTL TLS ANs 3axncTy 3'eAHaHb i3
00 (Pi3NYHKX aTakK i 3aXMCTY NepCoHarnbHUX AaHUX. mMobinbHUMK aodatkamm abo XMapHUMKM cepsicamu Ans

Pesynkratn 36epiraHHsA AaHMX Npo 300POB'A Ta aKTUBHICTb.

Mig yac pocnig)eHHs1 BCTaHOBMEHO, LLO BUKOPUCTaHHS PosymHi nivunbHuku (Smart Meters). BinblwicTe eHep-
npotokonis MTLS nigBuLlye piBeHb 3axucTy gaHux, ane reTUYHNX KOMMaHi BUKOPUCTOBYIOTb PO3YMHI MiYUNBHUKK
BoAHo4ac noTpebye HabaraTo GinbLUOT KiNbKOCTI pecypciB ANst MOHITOPUHIY CNOXUBAaHHA enekTpoeHeprii abo rasy. Ll
K®C nopiBHsiHO 3 TLS (Transport Layer Security) Ta SSL NiYNNBHUKM BUKOPUCTOBYIOTL TLS AN 3axuweHoi nepena-
(Secure Sockets Layer). 3asHadyumo, wo TLS yce we 4i JaHUX NPO CMIOXKMBAHHSA Ha LEHTParbHi cepsepu KOMMaHiii.
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Cucmemu "posymHozo domy" (Nest, Philips Hue).
CuctemMn KepyBaHHS OCBITNIEHHSIM Ta OManeHHAM TakoX
BUKOpUCTOBYOTb TLS pgna 3abesnedyeHHs 6Gesnekn y
npoueci B3aemopgji i3 XMapHuMKM cepBicamu  abo
popatkamu. Yci ui KOC sactocoBytote TLS-npoTokon ans
3axucty 3B'asky. LLlo6 3posymiTu Hegonikm Ta nepesaru
LibOro NPOTOKOMY, NOTPIGHO PO3rMAHYTU LU ABa MPOTOKONN
6esnekn — SSL ta MTLS. SSL, cxema skoro 3o6paxxeHa Ha
puc. 1 (Tencent Cloud HTTPS) — ue nonepeaHuk TLS, ane
HWHI BUKOPUCTOBYETLCA 3pifka Yepes BPasnunBoCTi cTapux

Bepcin npoTtokony (SSL 2.0, SSL 3.0). bBinbLicTe cyyacHnx
K®C 3actocoBytoTb HagiviHiwmm npotokon TLS 3amicTb
SSL. lpoTte paHiwe SSL BuKOpuCTOBYBanuM B Takux
cucTemMax, SK paHHi  Mogeni  poO3yMHUX  Kamep
BigeocnoctepexeHHs. [eski moaeni kamep manu SSL ans
3axucTy BiAeOMNOTOKy nig Yac nepepadi Ha cepsep abo
MOGinbHU goaatok. SSL goci 3ycTpivaeTbcs Ha AesKUxX
ctapux abo wmeHw oHoBneHux KOC, ane 6inbLwicTb
cydacHux cuctem nepenwnu Ha TLS, ockinekn SSL
BBa)XaeTbCs HeGE3NeYHUM.

SSL Handshake (Diffie-Hellman) Without Keyless SSL

Handshake

Visitor
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Server random

Public key certificate

Visitor sends hello, client random, and cipher suites supported

Server sends server random and public key certificate

(also sent s a session ID for session resumption)

Server sends the server DH parameter and a signature
A
i
1 Visitor sends the client DH parameter
v
|
!

Both the visitor and CloudFlare derive identical
premaster secrets from the server DH parameter
and client DH parameter.

Both the visitor and CloudFiare derive identical
session keys from the client random, server random,

and premaster secret. The visitor can request content
from CloudFiare, and the request will be encrypted
(also sent is a session ticket for session resumption)

CloudFlare

Server random

1
1
Public key certificate ] The key signs for client
' random, server random,
and public key certificate

Puc. 1. Cxema po6otu SSL

Tenep po3rmsHEMO NMPUKNaaM BUKOPUCTAHHSA MPOTO-
kony MTLS y cyyacHux KOC. HuHi uert npoTokon 3axucty
3'eHaHHA 3yCTpiYaeTbCa B TaKUX CUCTeMax: MeOuYHI rpu-
cmpoi (Smart Health Devices). Oesiki megnyHi loT-npucTpoi,
Taki SK NPWCTPOi ANS MOHITOPUHIY CEepLeBOoro puTMmy,
iHcyniHoBi moMnu abo iHLWi XWTTEBO BaxNMBiI NPUCTPOI,
BukopucToBytoTb MTLS pgns 3abe3nedyeHHs 3axuLleHoi
nepegadvi MeOuMYHUX AaHUX MK NPUCTPOEM i MeOUYHUM
cepeepoM. Lle BaxnuBo anst 3anobiraHHs HecaHKLioHO-
BaHOMY [OCTYyny 00 KOHMIAEHUIMHWX OaHuX nauieHTiB.
IHdycmpianbHi KOC (lloT). Y npoOMUCNOBKX 3aCTOCYBaHHSX,
TaKuX ik aBTOMaTn30BaHi CUCTEMM YNpaBIiHHA 3aBOAaMM,
CEHCOpM Ta KOHTponepu 4acTto BukopuctoBytoTb MTLS
ans aBTeHTUdikauii cepsepiB i 3abe3nedyeHHs Gesnekn
0o6miHy paHumun. Lle gonomarae 3ano6irtv aTtakam, siki
MOXYTb CKOMMPOMETYBATM KPUTUYHI CUCTEMM BUPOL-
HuuTBa. baHkomamu ma rnnamixHi mepmiHanu. bBaHKiBCbKi
TepmiHanu BukopuctoBytoTb MTLS pgna  GesneyHoi
nepegadi TpaH3akLUiHUX g4aHMX MiX TepMiHanom i cepse-
pom GaHky. Lle 3anobirae atakam Tuny "noguHa nocepe-
avHi" (MitM), rapaHTytoum, Wo i TepmiHan, i cepeep 6aHky
€ aBTEeHTWYHUMW. [PO3yMHIi mpaHcropmHi cucmemu.
Po3ymHi aBTOMOGIinNi Ta TpaHCNOPTHI CUCTEMU BMKOpUC-
ToBytoTb MTLS gns 6e3nedyHoro 3'e4HaHHS MK aBTOMO-
6inem Ta iHpacTpyKTypOor (Hanp., 3apsaHi cTaHuji, cucte-
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MU Hasirauji). Lle nossonsie 3MeHWWTU pUsnK1 3roBMKC-
HUX BTpy4aHb y cuctemu aBtomobins (Stallings, 2017).

Ha ocHoBI npvknagiB BUKOPUCTaHHSA yKa3aHux npoTo-
KOmniB MOXHa 3pobuTn BUCHOBOK: 3actocyBaHHa MTLS y
KOC, popeyHe Tinbkv TOAi, KONMM npunag Mae Beruvkun
0obcAr enekTpoHHOro pecypcey, Wo no CyTi pobuTb Takun
npunag GinbLw BapTicHUM | rabaputHuM. BapTo 3a3HauunTy,
wo TLS-npoTokon BMKOPUCTOBYHOTL 6Ge3nocepeaHbo B
Oynb-aKkMx kibepdisnyHnx cuctemax, TOMy WO Le noTpe-
Oye MeHLWnI pecypc Anst noro imnnemeHTadii. BianosigHo
npotokon SSL Tex poci 3ycTpivaeTtbcs i notpebye e
MEHLUNX XapakTepUCTMK A0 Npunagy Ha BigmiHy Big MTLS
i TLS. Po3srnaHemMo peTanbHille HaBedeHi NPOTOKONM,
BiAMIHHOCTI MiX HVMMW Ta npoaHanizyeMo AOUiNbHICTb
IXHBOrO BMKOPUCTaHHA B Tih 4M iHwWun KOC. OcHOBHI
nepesarv LMX NpPOTOKOMIB Hacamnepen y TOMYy, LU0 BOHU
WndpyoTb YCi AaHi, AKki nepegaroTbCs MK KNIEHTOM i
cepBepoM, a LUe 3anobirae nepexonneHHo abo
3NOBMUCHUM 3MiHaM AaHux. Takox TLS i ocobnmuso MTLS
3abe3neyyloTb | cepBepy, i KMNiEHTY BMEBHEHICTb Yy
CMPaBXHOCTi KOXXHOro 3 HUX, Lo 3anobirae atakam Tuny
"foanHa nocepeaunHi” Ta HecaHkUioHoBaHOMY focTyny. Ha
4ofady NpOTOKOMMW rapaHTyoTh, WO AaHi He Bynn 3MiHeHi
nig yac ix nepegaui (Koblitz, 1987).

Mpobriemn BMKOPUCTaAHHA [daHuWx cucTeM 6e3neku
nonsratoTs y Tomy, wo KPC yacto mawTb 0OMexeHy



Information Systems and Technologies Security, No 2(8)/2024

obuncnioBanbHy MOTYXHICTb, NaM'ATb Ta EHepreTUYHi
pecypcu. LUndpyBaHHa 1 06UMCneHHs, nos'a3aHi 3 TLS i
MTLS, MoxyTb ByTn BaXKKUMK ANs TaKnx NPUCTPoiB, TOMY
BaXNVBO BMKOPUCTOBYBATM OMNTUMI30BaHi KpunTorpadidHi
anroputmu (Hanp., ECC 3amicte RSA). Ckaximo, B3aeMHa
aBTeHTUdiKauia B MTLS Bumarae kepyBaHHS LdpOBMMM
cepTudpikatamu i ona cepeepiB, i ANS KMNIEHTIB, WO MOXe
OyTn cknagHMM i pecypCcoMiCTKMM NpOLEeCOM ANS BEMUKNX
mepex KOC. Onsa KOC, gaki 4yacto mMaloTb OOMEeXeHi
MEpPEXHi pecypcu, Yyac YCTaHOBMEHHS 3axuLleHoro 3'ed-
HaHHS MOXe ByTW KpUTUYHUM. TOMY BUKOPUCTAHHS NErknx
KpUnTorpadiyHMX anropuTmie i npoTokonie, Takux sk DTLS
(nerka Bepcia TLS pgna UDP), moxe Oytn kpawum
BapiaHTom ana pgeskux K®C (Stallings, 2017). LWo6
3pO3yMiTU, YOMY BKa3aHi NpoTokonu notpebytoTb 36inb-
LUEHWX PecypciB ANA MPUCTPOIB, NPOMOHYK PO3MNSAHYTH
KOXeH npotokon okpemo (Menezes, Van Oorschot, &
Vanstone, 1996).

TLS npautoe Ha TpaHcnopTHoMy piBHi Mogeni OSI, gk
306paxeHo Ha puc. 2 (OpsFlow Blogs, Mastering HTTPS),
i BUKOPUCTOBYETLCA ANSA 3aXMCTY AaHuX, Lo NepeaalnTbCs
MK KknieHTom (Hanp.,6pay3epom) i cepBepom (Hamp.,
Bebcavitom abo xmapHum cepsicom). OCHOBHUMMU
dyHkuiamn TLS e:

" WundpyBaHHA — 3axMCT NepefaHvux AaHuxX Bifg
NepexonneHHs;

" UiniCHICTb — rapaHTyBaHHS, WO JAaHi He Oynu
3MiHeHi nig 4Yac nepegaui;

=  aBTeHTUIKaLiS — NIATBEPMKEHHS, WO KMEHT i
cepBep € JOBiPEHUMU CTOPOHAMM.

Tenep NPONOHYEMO PO3rMSHYTM OCHOBHI eTanu poboTu
LbOro npoTtokony: pykoctuckaHHs (Handshake) — ue
nepwnin etan, nig 4Yac SKOro KnieHT i cepBep 4OMOBNSA-
I0TbCA NPO NapaMeTpu 3'€QHaHHS: NPUBITAHHSA Bifg KNieHTa

CMUCOK NIATPUMYBaHWX anropuTtMiB LWNpyBaHHSA, NPOTO-
koniB i Bepcin (Rivest, Shamir, & Adleman, 1978).
MpusiTaHHsa Big cepsepa (Server Hello): cepeep BMbupae
NiATPUMYBAHWUI  KIIEHTOM  anroput™M  WMAPYBaHHA i
Hagcwunae cBi  cepTudpikat (umdcppoBunn  ceptudpikart
SSL/TLS), skun mictuTb noro nybnivyHmm kmtoy (Boneh, &
Franklin, 2003). MNepeBipka cepTudikara: KnieHT nepe-
BipA€e cepTudpikat cepsepa, WOO nepekoHaTUcH B MOro
cnpaBxXHOCTI. FAKLWO cepTudikaT [oBipeHWn (3a3Buyan
nepeBipAETbLCA 3a JOMNOMOro0 iHPPaCTPYKTypy Ny6rivHMX
kntouiB — PKI (Public Key Infrastructure)), knieHT npunmae
noro. [eHepauia ceciiHOro Kknw4ya: KNIiEHT reHepye
CECINHWIA KNoY ANs WndpyBaHHA noganbLioi KOMyHikauii
i Hagcunae noro cepsepy. Llen knioy 3awmdposaHuii
ny6niyHMM Kknioyem cepsepa. 3axuLleHuin obmiH: cepsep
BMKOPMWCTOBYE CBIill NPUBATHUI KIOY AN PO3LLnpyBaHHSA
CEeCIHOro KritoYa, NiCns Yoro KrieHT i cepBep NOYMHaTb
BMKOPWCTOBYBaTW LEW KoY Ans WwudpyBaHHA Ta pos-
WndpyBaHHA BCiX noganblunx nosigoMneHs. Ludpy-
BaHHa pJaHux (Data Encryption). [Micns 3aBeplueHHs
PYKOCTUCKaHHS BeCb Tpadik MK KNIEHTOM i cepBepoMm
WndpyeTbCa cecinHum kntovem. TLS nigTpumye kinbka
anroputMmiB WwndpyBaHHa, Takmx sk AES, ChaCha20,
RC4, Ta iHwWi, SKi MOXXHa BUKOPMUCTOBYBATU 3anexHO Bif
KoHdpirypauii (Boneh, & Franklin, 2003). MNepesipka uinic-
HocTi (Data Integrity): TLS BuKOpucTOBYe xeLl-goyHKL;,
Taki sk HMAC Hash-based Message Authentication Code,
Ona nepesipku uinicHocTi gaHux. Lle gossonse BuaBnAaTy,
4n Bynun noBigoMneHHs 3miHeHi nig yac nepepavi (Diffie, &
Hellman, 1976). lundpysaHHa paHunx (Data Encryption):
nicna 3aBepLUeHHs PYKOCTUCKaHHA Becb Tpadik Mix
KNiEHTOM | cepBepoM LUNAPYETLCHA CECINHMM KntoveM. TLS
NiATPUMYE Kinbka anropuTMiB LIMGPYBaHHSA, Hanpuknag
AES, ChaCha20, RC4, Ta iHLWi, siKi MOXyTb BUKOPUCTOBY-

Client Hello: knieHT iHiUiloe 3'eagHaHHA, Hagcunawum BaTUCS 3arnexHo Big koHdirypauii (Giovanni et all, 2018).
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Puc. 2. Cxema poboTtu npotokony TLS
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Mepesipka winicHocTi (Data Integrity): TLS BukopucTo-
Bye xew-dyHkuii, Taki sk HMAC (Hash-based Message
Authentication Code), onsa nepesipku WinicHocTi AaHux. Lie
[03BONSE BUSABNATH, Y Bynun NoBiAOMMNEHHS 3MiHEeHi nig
yac nepepgavi. 3akputts 3'eaHaHHs (Connection Closure):
nicna 3aBeplUeHHs nepefadi gaHux 3'€QHaHHA 3aKkpu-
BaeTbcs. Lle pobutbca 3a pgonomorow  crieuianbHUX
noBigOMIEHb, K NIOTBEPAXYHOTb, LUO nepepadvy 3aBep-
WeHo i 3'egHaHHs MoxHa 6es3neyHo 3akputu. Yomy TLS
BuMarae binbLue pecypcis, Hixx SSL: TLS niaTpymye HoBiLi
Ta cknagHiwi kpunTorpadiyHi anroputMu, WO NiABULLYIOTb
Gesneky, ane Takox 306inbWwyloTb obyucnoBanbHe
HaBaHTaxeHHs. Hanpuknag, y TLS BMKOpPUCTOBYIOTb
anroputmmn AES i SHA-256, ski € HagivHiwvmun, ane
BMMaratoTb Oinblue pecypciB, HiX CTapilli anroputMu, ki
3acTtocoByBanu B SSL. MNokpalleHe pykocTucKkaHHs: y TLS
peanisoBaHO MOKpalleHi MexaHi3MU PYKOCTUCKaHHS, SKi
rapaHTylTb HafilHiCTb aBTeHTUdiKaLii Ta oOMiHy
kntoyamm  (Rives, 1978). B TLS BiabyBaeTbca 0OOMiIH
CECIHUM KIIOYeM 3a [OMOMOroH anropuTMiB, TakMx SK
Diffie-Hellman abo noro Bepcia Ha OCHOBI eninTUYHMX
kpuBmux (ECDH), wo 3abe3sneyye 3axucT Bif artak, Ha
3pa3ok "nioguMHa nocepeguHi’. OgHak Uen npouec €
obuyncnioBanbHO CKNagHIWMM MOPIBHSAHO 3 MPOCTILLMMMU
anroputMamn B SSL. lMokpaweHa uinicHicTb gaHmnx: SSL
BMKOpPMCTOBYBaB crabkiwi xew-gpyHkuii (Hanp., MD5 abo

SHA-1), aki 6ynn ni3Hiwe Bu3HaHi HebGesneyHumun. TLS
nepewLwIoB Ha HOBILWI, BinbLU CTiNKI 40 KONI3in dyHKLji, Taki
ak SHA-256 abo SHA-384. Xoua Ui dyHKUii 3Ha4yHO
nigsuLLyoTe 6esneky, ixHa obuyucnioBanbHa CKNagHICTb
TakoX € BULLOK. 3axMCT Bif, aTaku NOBTOPHOTO BUKOPUCTa-
HHA cecin (Replay Attack): TLS 3abesnevye 3axucT Big
Replay Attack, sika 6yna cnabkiwe peanizoBaHa B SSL. Lie
[0oOaTKoBUIA MexaHi3aMm 0e3nekun, Ak Bumarae 6Oinblue
pecypcis Ans nepesipkM NOCMNIJOBHOCTI W aBTEHTUYHOCTI
KOXXHOro naketa. BukopucraHHs npsimux cekpeTis (Perfect
Forward Secrecy, PFS): y TLS BnpoBagxeHO MiaTpuMKy
PFS, ue o3Hayae, Wo KomnpomeTaLisi OAHOrO CeCiHOro
Knioya He npusBede OO KOMMNpOMeETaUil BCiX nonepeaHix
cecii i JocAraeTbCa 3aCTOCyBaHHAM anropuTMiB OOMiHY
knodamu, Takux gk Diffie-Hellman. Ognak PFS Bumarae
Ginblwe obuncnoBanbHUX pecypciB Ans reHepauii HOBUX
KIoYiB Nif Yac KoxxHoro 3'eaHanHs. LLlo6 kpale 3po3ymitu,
B YOMYy came nepeBara BAOCKOHANeHO! KpunTtorpadir,
HeoOXiQHO PO3rMAHYTM PI3HULIKD MDK KpunTorpadiyHumm
anroputmamu DES, AES ta SHA-1, SHA-256 BignosigHo.
CnoyaTky po3rnsiHEMO OCHOBHI MapameTpu Ta CTPYKTYpy
SHA-1 ta SHA-256, ockinbkn came Ui yHKLii XeLlyBaHHS
BMKOPUCTOBYIOTb y nmpotokonax TLS ta SSL (Menezes,
Van Oorschot, & Vanstone, 1996): anroputm SHA-1.
IHiLiani3ytoTb N'aTb 32-6iTOBMX 3HAYEHb:

HO = 0x67452301,H1 = OxEFCDAB89,H2 = 0x98BADCFE,H3 = 0x10325476, H4 = 0xC3D2E1F0.

KoxeH 512-6itoBuin 6rnok ainutbcsa Ha 16 cnis no 32 Gitn:
W0, W1,..., W15 , ge ansa po3LMpPEHHs CriB, reHepyeTbCA

80 cniB 3a 4ONOMOrOI0 PO3LUNPEHHSA BXiAHUX CAiB:

Wt=(Wt—3@Wt— 8@ Wt—14 ® Wt — 16) « 1.

dopmyna ans KOXHOro payHay Taka:

T = (A<« 5) + ft(B,C,D) + E + Wt + Kt,
E=DD=CC=B<«30C = B\ll30C=B «30,B=A4,4A=T.

OHoBMEHHs1 3HavyeHb H, nicnsa 06pO6rNEeHHs KOXHOro
Onoka 3HavyeHHa HO, H1, H2, H3, H4 3MiHIOI0TbCA:

H0O=H0+AHl1=H1+BH2=H2+CH3=H3+D H4=H4+E.

PesynbraT xellyBaHHs: nicns 06pobneHHs Bcix 6rokis
pe3ynsTaTtoM € KOHKaTeHaLlis 3HaveHb HO, H1, H2,H3, H4,

wo yteoptotoTb 160-6iToBun xew. Anroputm SHA-256
BCTAHOBMIOE BiCiM 32-0iTOBNX MO4YATKOBUX 3HAYEHb:

HO = 0x6a09e667, H1 = 0xbb67ae85, H2 = 0x3cbef372,H3 = 0xab4ff53a ,
H4 = 0x510e527f, H5 = 0x9b05688¢c, H6 = 0x1f83d9ab, H7 = 0x5belcd19.

Po3buTtta noeigomneHHsa Ha 6noku no 512 6iTiB, Ae
KoXeH 6rok po3buBaeTbes Ha 16 cniB no 32 6iTn, poswu-
PIOKOTBCA ANsi CTBOPEHHS 64 cniB 3a Takoto hopmynoto:

Wt=agl(Wt—2) +Wt—7
ne
o0(x) = (x >» 7)B (x > 18) & (x » 3),
ol(x) = (x » 17) & (x > 19) & (x > 10).
O6pobneHHs 6noka aaHunx (64 payHan):
T1=H+Z1(E)+ Ch(E,F,G) + Kt + Wt,

+ o0(Wt — 15) + Wt — 16,
T2 =X0(A)+ Maj(A,B,C),
OHOBMEHHS 3HaYeHb:
H=G,G=FF=EE=D+TIl,
D=CC=BB=4A4A=T14+T2,

OHOBMEHHSA 3Ha4YeHb xella:

HO=HO0+AHlI=H1+BH2=H2+C,H3=H3+D,
H4=H4+E HS=H5+F Ho =H6+G H7 =H7+H.

69
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Pesynbrat xewyBaHHA: nicns o6pobneHHs BCix 6nokis

BUXiOHUM 3HAYEHHAM € KoHKaTeHauia HO, H1,...,H7, wo
yTBOptoe 256-0iToBuin xeww. [JosxuHa xewa: SHA-1: nosep-
Tae 160-6iToBe xelw-3HayeHHs (20 GantiB). SHA-256:
noseprtae 256-6iToBe xelw-3HavyeHHa (32 6antun). binbwa
JoBxunHa xelwa B SHA-256 pobuTb 1oro CTinkilumm Ao atak
3a nNpuHUMNOM "AHA HapomxeHHs" (birthday attack), ockinb-
KM KiNbKiCTb MOXMBUX KOMBiHaLi 36inbLuyeTbesa 3 21602160
(SHA-1) po 22562256 (SHA-256). [Ina ataku konisin Ha
SHA-256 HeobxigHO obumncnutn 21282128 xewis, y Ton
yac sk ansa SHA-1 notpi6Ho obuucnmtn 280280 xelwuis.
Crivikicte pgo konisi: SHA-1: niaTpumye TeopeTuyHy
CTiVKiCTb [0 Konisin Ha piBHi 280280 (o € Bpasnueum y
cydacHumx ymoBax). SHA-256: mae TeopeTuuHy CTilKiCTb
00 Konisin Ha piBHi 21282128, wo Habarato GesneyHiwe
ONs cydacHux obumncnioBanbHUX pecypciB. PiBeHb KpunTo-
crivikocTi: SHA-1 BukopuctoBye 80 payHAiB 06poGneHHs
haHux, Togi sk SHA-256 3actocoBye 64 payHau, ane Ha
poBwmnx 32-6itoBnx Grnokax. SHA-256 TakoX BMKOPUCTO-
BY€E CKNafHilly CTPYKTYpY Ta Pi3HOMaHITHI KOHCTaHTH, WO
YCKMaJHIE BiOHOBMEHHA BXiAHUX [AaHux. TeopeTudHa
KPWUNTOCTINKICTb 'y MnpocTopi Moxnueux xewis: SHA-1:
21602160 moxnumeumx xewiB. SHA-256: 22562256 moxnu-
Bux xewiB. Ana SHA-1 iMmoBipHiCcTb 3HaWTK Konisito (To6TO
OBa pi3HMX ONoku BXiAHWMX AaHWX, WO AalTb OOHaAKOBUMA

Xew) 3Ha4yHO Oinblia 4Yepes MEeHLWUn po3Mip XxeLla.
TeopetuyHo artaka Ha konisito ans SHA-1 notpebye
280280 onepauin, WO BXe Mig cuny cyyvacHUM cynep-
KomMmn'toTepam, ToAi ik aTtaka Ha konisito SHA-256 notpebye
21282128 onepauiin, wo pobuTtb ii Hag3BUYaNHO CKNag-
HOK | MPaKTUYHO HEMOXNMBOK. ATaka Ha OOYMCIEHHSA
o6epHeHHs (preimage attack): SHA-1: notpebye B cepen-
HboMy 21602160 obuncneHb ANs 3HAXOMKEHHSA BXIOHMX
AaHux, WO BignosiaaTb neBHoMy xelwa. SHA-256: notpe-
Oye 22562256 obuucneHb onda Tiei camoi 3agadi. Taka
pi3HMUS B 0BuncneHHsx pobute SHA-256 3Ha4yHO CTiliki-
wmm po brute-force atak. PiBeHb eHTponii: AOBLIMI Xew y
SHA-256 Hapae OGinbluniA piBeHb eHTponii, WO 3Ha4HO
YCKIMagHIOE KpunToaHaniTuyHi atakun. OCKiNbKM KOXeH BIT y
xewi SHA-256 mae Oinblie MOXNMBUX BapiaHTiB, nepes-
GaunTtn BuxigHe 3HaveHHss abo nigibpaTn Konisito cTae
3Ha4yHO CKnagHiwe.

Mepeeazu SHA-256 Had SHA-1. CknagHiwa
ctpyktypa: SHA-256 BukopucToBye 6inbluy KinbkiCTb
onepauin i3 goBWMMK Gnokamu, WO CTBOPKOE HafinHiwy
XeL-yHKLUit0, CTiiKy A0 Cy4aCHUX METOZIB KpunToaHanisy.
CrTifkicTb 0O CydacHMX OBYMCrEHb: HaBiTb i3 PO3BUTKOM
KBaHTOBUX obumcrneHb SHA-256 wmatume cyTTeBy
nepesary B 6esneui nopisHaHO i3 SHA-1, Ak 3a3HayeHo y
NOPIBHANbHIN Tabnuui Ha puc. 3.

MapameTtp SHA-1 SHA -256
JoBx}uHa xewa | 160 6it 256 6it
BHO.K 5126it 512 6it
NoBifoMAEHHA
KIanI(.:Tb 30 64
payHais
CrpyKTtypa Mepkne-lemrapg Mepkne-[emrapg
KonisiHa 3HMKeHa (edeEKTUBHICTDL

o Bucoka
CTIMKicTb aTaku)
besneka CKoMMNpoMeToBaHWU A CyuacHui

CTaHAapT

Puc. 3. MNMopiBHsinbHa Tabnuuga anroputmis SHA-1 1a SHA-256

Ak 6yno 3a3HaveHo, 6roKoBi LM pU TakoX BUKOPUCTO-
BYIOTb Yy npotokonax SSL i TLS, Tomy cnig po3rnsHyTu
BigMiHHICTb Mixk DES i AES, abu 3po3ymiTu Lo B CydacHUx
anroputMax 6inble He BuKopucToByloTb wWwundp DES.
Anroputm DES:

Li+ 1= Ri,
Ri+1=Li € F(Ri Ki),
F(Ri, Ki) — doyHKUiA payHay, sika 3anexuTb Big NpaBoi YacTu-
HW Ri i nigkntoda Ki gnsa yporo payHay. &5 — onepauis XOR.
Ri — E(R1),

ae E — dyHKuUia po3wmpeHHs, ska nepetBoptoe 32 6itn Ri
Ha 48 0iTiB 3a gonomMorol AgogaBaHHA OiTiB 3a NEeBHO
cxemoto XOR i3 nigkntodyem

B = E(Ri) @ Ki.

B pinuTbeca Ha 8 4acTuH no 6 6iTiB, KOXHa 4YacTuHa
00pobnsieTbea S-6nokom:

S(Bj) — 4 6iT.
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PesynbraTtv KOHKaTeHyTbCS ¥ 32-6iTOBE 3HAYEHHS.
BinbyBaeTbca 3amiHa P:

P(S(B)) — F(Ri,Ki)

diHanbHWIA pesyneTart: nicnsa 16 payHais pesynsrati L
Ta R o6'egHyloTbCsl, i 0O HUX 3aCTOCOBYETbCH KiHLEBa
nepectaHoBka FP. Anroputm AES: 128-6iToBuin BXigHMI
OnoK MepeTBOPHETLCA Ha MaTtpuulo state poamipom
4x4 Ganitn. BBegeHun knov obpobnseTbca ong otpuma-
HHS NIgKNIONIB ANst KOXHOro payHay. SubBytes: 3amiHa
GanTiB i3 BUKOpUCTaHHAM S-6roka.

state[i, j] = S(stateli, j]).

MixColumns: nepemillyBaHHs1 KOFTIOHOK MHOXEHHSAM Ha
dikcoBaHy matpuuto B noni Manya GF(28):

C(x) = state[i,j] - M,

ae M — (ikcoBaHa maTpuus: M=

IR
[ )
[ T
B LD
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AddRoundKey: XOR i3 nigkntoyem payHay:
state = state b RoundKey.

®opmyna kntoyosoro posknaay: AES reHepye nigkntoui
ONS KOXHOro payHay 3a A0NOMOror (yHKLUIT po3LMpeHHs
Kntoya:

WI[i] = W[i — 4] €& T(W[i — 1]),

ae T Bkntovae S-6nok i onepauito Rcon, sika gogae 3aMiHHy
3anexHicTb AN KoXkHoro payHay. [JoexuHa knioya: DES:
BMKOPMWCTOBYE KIOY 3aBOOBXKM 56 6iTiB (xo4a movaTkoBO
€ 64 6iTu, 8 i3 HUX 3aCTOCOBYIOTb AN NEPEBIPKM NAPHOCTI).

AES: nigTpumye Tpu OOBXUHM Kntoda — 128, 192, i
256 6it. KopoTtkun kntod DES 3HayHO 3meHLlye piBeHb
6esnekn, ockinbkn notpebye nuwe 256256 onepadin ans
nosHoro nepebopy, TOAI SK HaBiTb ANS HaNKOPOTLLIOrO
128-6iToBoro knoda AES notpibHo 21282128 cnpoO.
Poamip 6rnoka: DES: npautoe 3 6rnokamu no 64 6itn. AES:
BukopucToBye 128-6itoBi Grnoku. Binblmn po3mip 6noka
AES pobutb nMoro CTinKilMm o aTtak, ski 6asyroTbca Ha
wabnoHax (patterns), a Takox niaBuLLye eeKTUBHICTb
06pobneHHs Benukmx obcariB aaHux. CTpykTypa anro-
putmy: DES: Bukopuctosye 16 payHais o6pobku 3 Feistel-
CTPYKTYpPOIO, A€ KOXeH payHA 34ilcHIoe onepauii 3
nigknodamun. AES: 3anexHo Big OOBXMHW Knova Mae
10 (128-6itoBun kntod), 12 (192-6iToBUn kntod), abo
14 (256-6itoBui «kntoy) payHaiB. AES 6GasyeTbcs Ha
3aMiHHO-NepecTaHoBOYHIN Mepexi (SP-network), sika mic-
TUTb Taki OCHOBHI eTanu: 3amiHy GanTis (SubBytes), 3cys
pspokis (ShiftRows), awmiwysaHHs ctosnuiB (MixColumns) i
popasaHHs nigkntoya (AddRoundKey). Ctpyktypa SP-mepexi,
Ha BigmiHy Big Feistel-cTpykTypu, 3abesneuye kpaily
Andpysito Ta 3annyTyBaHHA JaHKX, WO NiABULLYE CTINKICTb
AES po atak. MNosHwuiA nepebip kntovis (Brute-force): DES:

i3 kntoyem y 56 6iTiB € BpasnuBuM 40 NOBHOro nepebopy,
OCKINbKW Cy4yacHi ob4yucnioBarnbHi MOTYXXHOCTI MOXYTb
nepebpaTty BCi MOXIMBI KItodi 3@ MiYeHi roanHu Yn HaBiTb
xBunuuu. AES: HanmeHwmn kniod y 128 6iTiB notpebye
21282128 mMOXNMBUX KOMOIHALR, O 3HA4YHO NepeBuULLYyE
MOXIMBOCTi HaBiTb HAWMOTYXHILLUMX Cy4YacHuX obuncnio-
BanbHux cucteM. Kpuntoananis: DES: Bpasnusun fo
ataku, BiOOMOI £K "gudepeHuinHuin  kpuntToaHanis" i
"niHinHMN kpunToaHanis". Kpim Toro, € atakoBaHa Bepcia —
3DES, ska BMKOpPUCTOBYE TpW nocnifoBHi onepauii DES
(wndpyBaHHA-gewndpyBaHHS-LLNGPYBaHHA) ANa NigBu-
LeHHs1 Be3nekn, ane HaBiTb BOHA MOYMHAE MOCTynaTuCs
AES uepe3 obMmexeHy CTilKIiCTb i BUMOIrM 40 MOTYXXHOCTI
(Koblitz, 1987). AES: criikmii 0o BCiX BigOMKX aTtak,
BKNKOYaOUM MNiHIMHWA | AndpepeHUinHnin - KpunToaHanis.
Woro cTpyktypa SP-mepexi i 6Ginblumit poamip Kniouis
pobnate AES HaginHMm npoTu MeToAiB KpumnToaHanisy,
CPSMOBaHMX Ha MOLWYK LWabnoHiB i perynspHocTen y
npoueci wudpysaHHA. EdekTnBHICTb Ta weuakicTe: DES:
BMMarae MeHLle pecypciB i € WBUAWMM Ha 3acTapinomy
obnagHaHHi, ane BXe He BiAMOBigae Cy4YacHUM BUMOram
6e3nekun. AES: WweMaLwmn Ta epeKTUBHILLMIA HA CyYacHOMY
obrnagHaHHi, o0cobnvMBo Ha npouecopax, SKi MakwTb
anapatHy niatpumky AES (Hanp., AES-NI).

Mepeeazu AES Had DES. KpunTocTilikicTb: 3aBAsiKu
OOBLUMM KNtoYaM i cknagHiwin cTpyktypi AES € 6inbLu
3axuLIeHMM Bifg cyyacHux atak. CTiliKiCTb A0 KBAHTOBUX
atak: XOAeH CWMETPUYHWIA anropuTM He € MOBHICTIO
3axuvleHnM Bi KBaHTOBUX obuucrneHb, ane AES i3
Oinblwumn  knovyamm  Mae  Binblly  KPUNTOCTIMKICTb
nopiBHsiHO 3 DES. YHiBepcanbHicTb i wemakicte: AES €
edeKTMBHMM SK Ha MporpamMHOMYy, Tak i Ha anapaTtHOMy
PiBHi, WO pobuTb MOro yHiBepcanbHWUM CTaHAAPTOM ANS
3axucty pAanux. [lopiBHAHHA OBOX ©OnokoBMX LWMPIB
npegcraBneHo Ha puc. 4.

MapameTtp DES AES
JoBxuHa 6noKa | 64 6iTu 256 6it
b

no.K 56 6iT 512 6it
noBiAOMNIEHHA
KIanI(I:Tb 16 64
payHpgis
CTpyKTypa Feistel network Substitution-

PYKTYP Permutation Network

KoniziiHa Bpasnuswnin go atak | Bucoka, 3axuiieHunin
CTiliKicTb Ha nepebip Big 6araTbox aTak
besneka CromnpomeToBaHui | Cy4acHUi cTaHdapT

Puc. 4. MNMopiBHsnbHa Tabnuus anroputmis DES ta AES

OTxe, MOXHa 3p0OUTU BUCHOBOK, LLIO BOOCKOHAMOKUN
KpuntorpadiyHi anroputMu, MOXHA MOKPALUUTN PiBEHb
6e3neku npotokony TLS Hag SSL, ane BogHo4Yac BUHMKAE
notpeba B GinblNX pecypcax, TMM CamMUM NigBULLYETbCA
BapTiCTb [eBanicy 4Yepes3 MOro xapakTepuctuku. Tenep
po3rnsaHemo npotokon MTLS petanbHiwe. MTLS — ue
pO3LIMPEHHsT  CTaHgapTHoro npotokony  TLS, gke
3abe3nedvye B3aeMHy aBTeHTUdikauito 060x cTopiH
3'eQHaHHS: i KNnieHTa, i cepBepa. Y Ton Yac sk cTaH4apTHUI
TLS 3abesnevye aBTeHTUiKaLilo nuwe cepeepa, MTLS
[03BOMSE TAKOX MEepeKkoHaTUCs, WO KNiEHT € OOBIPEHOI
ctopoHoto (Luo, Xu, & Zheng, 2020). Le pobute MTLS
6e3neyHilmm, ane Takox notpebye GinbLie pecypcis Ans
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BCTAHOBMEHHSI Ta NIATPUMAaHHA 3'€4HaHHA. Y cTaHgapT-
Homy npotokoni TLS KnieHT nepesips€ aBTEHTUYHICTb
cepBepa 3a gonomoroto ceptudpikata X.509, gk Bugae
ceptudikauinHni ueHTp (CA). BigTak knieHT wudpye AaHi
ansa nepepadi cepsepy. OgHak cepBep He Nepesipsie, XTO
€ KIEHTOM, | He 3HaE, YM € BiH goBipeHuM. MTLS po3B'asye
Lo npobrnemy, Bumarar4um aBTeHTMdiKauii 3 060X CTOpiH
(Luo, Xu, & Zheng, 2020). OcHoBHi eTanu poboTu Taki.
KnieHT i cepBep 0OMiHIOOTbCH cepTudikatamu: y
Bunaaky MTLS i knieHT, i cepBep NOBUHHI HagaTy unpoBi
cepTudpikatm nig 4Yac npouecy pykocTUCKaHHA. Lle
[03BONSE cepBepy MNepeBipUTM aBTEHTUYHICTb KIlieHTa i
nepekoHaTucs, WO BiH € JOBIpPEHOI CTOpPOoHOK (Schneier,
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2000). AsteHTudpikauis o6ox cTopiH: nicnsg  06MiHy
cepTudikataMu KMieHT nepeBipsae cepTudikat cepsepa,
wob nepekoHaTUCH, WO BiH CApPaBXHIN | BuOaHWUA
HaginHum cepTudikauinium ueHTpom. Cepsep, 3i CBOro
OoKy, nepesipse cepTudikat knieHTa, SKwWo obuasa
ceptudikatm €  AOiINCHUMKW, CTOPOHU  MPOAOBXYIOTb
BCTaHOBMNEHHS cecil. LUndpyBaHHA 3'egHaHHA: aK |y
3BuMyanHoMmy TLS, MTLS BMKOPMCTOBYE CECIHUIA KO
Ana  wudpyBaHHA  BCIX nodanbluvMx OaHux nicns
BCTaAHOBMEHHA aBTeHTUdiKauil knieHTa i cepBepa. Lle
3abe3nevye KOHIOEHUINHICTb, LNICHICTb i 3aXUCT gaHUX
Big nepexonneHHs. MNepesipka cepTudikaTie Yepes PKI:
B3aEMHa aBTeHTUiKaLia notpebye iHdPacTpyKTypn
ny6nivyHMX KnodiB AN KepyBaHHA cepTudikatamm K
KnieHTa, Tak i cepBepa. KoxHa cTOpoHa MOBMHHa Matu
UMHHUIA  cepTucbikat, nignucaHunm  cepTudikauyinHm
LIEHTPOM, SIKOMY [0BipA0Tb 0OMABI CTOPOHM.

Web server
(e )
(e )
(o )

Web browser

Client "Hello”

i

Server “Hello"

Server sends certificate

<

I
Server requests client certificate O

®

]

Client sends certificate

Client sends cryptographic info

Client finished

Server finished

1
1
O Communications now encrypted O
] I @O

Puc. 5. Cxema po6otn MTLS

Tenep posrnsHemo, yomy MTLS, cxema sikoro 3asHa-
YeHa Ha puc. 5, Bumarae GinbLUOi PpecypcoCnpoOMOXKHOCTI
Big K®C: popgaTkoBa aBTeHTUdikauisa knieHta: y MTLS
cepBep Mae nepeBipATM aBTEHTUYHICTb KrieHTa 3a
JOMNoMOrol Moro cepTudikarta, WO BuMarae Ao4aTKOBUX
obumcnoBanbHuX pecypciB. pouec nepesipku cepTu-
bikaTa BKMNtoYae Banigadito ceptudikara, nepesipky Moro
TEpMiHy Aii, MOWyK BigMiYeHMX cepTudikaTiB y CrmcKy
BigknukaHux ceptudpikatis (CRL) abo 4epe3 npoTtokon
OCSP (Online Certificate Status Protocol). Bwumora
cepTudikaTiB 3 060X CTOpiH: Ha BigMiHY Bif 3BMYaHOrO
TLS, noe ceptudpikat Hagae nuwe cepsep, y MTLS knieHT
TakoX MOBUHEH Matu uYnHHUW cepTudpikat. Lle ponae
00pobMneHHA Ha CTOPOHi KrieHTa, Wo Moxe OyTu
KPUTUYHMM ANS MPUCTPOIiB 3 OBMEXeHnMu pecypcamm,
Taknx sk loT abo KPC. Binbwmii obcsar pyKOCTUCKaHHS:
npouec pykoctuckaHHa B MTLS cknagHiwmn i Bkrovae
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GinbLwe eTanis, HiX y ctaHaapTHomy TLS. KoxHa cTtopoHa
NMoBMHHA 0OMiHATUCA  cepTudikaTamm | BMKOHATU
oBuncnioBanbHi onepauii AN NepeBipkM aBTEHTUYHOCTI,
Wo 36inbllye Yac yCTaHOBMEHHS 3'€QHaHHS i BMMarae
Ginblwe obuyncnioBanbHMX pecypciB Ans obpobneHHs
uboro npouecy. KepysaHHs ceptudpikatamu: MTLS nokna-
Aaetbcs  Ha iHdpacTpyktypy PKI  ana kepyBaHHs
cepTudikatamu KnieHta i cepsepa. Lle Bumarae pgopat-
KOBMX 3yCWUmnb ANS KepyBaHHS cepTudikatamu, IXHbOro
BMAAHHS, NMOHOBIEHHS Ta BigknukaHHA. KepyBaHHs Benu-
kumu obcaramn cepTudikatie mMoxe OyTu cknagHum i
pecypcoMicTkMM npoLecom, ocobnmeo B cepeaoBmLax i3
BENIMKOK KiMbKICTIO KNIEHTIB (Hanp., y KOPNopaTuBHUX
Mepexax abo cepeposuwax KOPC) (Perez, & Garcia,
2019). 3 ornsgy Ha Le MOXHa ckasaTu, Lo Anis Toro, wob
BMKOPUCTOBYBATU TOW YW iHWWIA npoTokon ©6e3neku
3'eQHaHHA B cUCTEeMax i3 Mano MpOMyCcKHOK 34aTHICTHO,
MOXHa crnpobyBaTu MOKpaLLMTV B3AEMOZI0 CUMETPUYHKX
Ta aCMMETPUYHMX anropuTMiB  WKdpPYBaHHA. Tomy
HeOobXigHO TaKOX PO3rMNAHYTU MOXIMBICTb 3MiHW CKITagHUX
MaTemMaTU4HWX anropuTMiB Ha nerwi, Wo [O3BONUTL
NOKPALUMTU LUBUAKICTb WNAPYBAHHA Ta AelumndpyBaHHS,
3HM3UTb BapTicTb KPC. MNMpuyomy noTpibHO 3BEpHYTU yBary
Ha [OUINbHICTb BMKOPUCTaAHHSA CKMNagHWX anropuTmis
LWndpyBaHHA B KibepdisnyHMX cucTeMax, B sIKUX LUBWA-
KicTb Bigirpae BM3HayanbHy pornb. Hanpuknag, Bukopuc-
TaHHSA CKNagHWX anropuTMiB WMdpyBaHHS B Takux KOC,
Ak FPV-gopoHu, Moxe HeratMBHO BMAMBaTM Ha poboTy
camoro mnpucTpord Ta OOMIH AaHMMU MiXK KIEHTOM i
npucTpoem. MoTpibHO BpaxoByBaTh cneumdiky BKazaHOro
JeBalicy y npoueci NPOEKTYBaHHSA apixTeKTypy 6esneku.

Ounckycis i BACHOBKM

LLlo6 BMKOpPUCTOBYBaTWM TOW YM iHWWKA NpoTOKOon 6e3-
nekn 3'eQHaHHA B CUCTEMax i3 Marok MPOMyCKHO
30aTHiCTio, HEOOXiAHO MOKPALLMTU B3AEMOAIKD CUMETPUY-
HUX Ta aCMMETPUYHMX anropuTtMiB WndpyBaHHA. 3anpo-
MOHOBAHO pPO3MAHYTU MOXNMBICTbE 3MiHW  CKNagHWX
MaTemMaTU4HUX anropuTMIB Ha nerwi, LWo MnoKpalunTb
LWBUAKICTb WNpPYBaHHA Ta AeludpyBaHHsS, 3HU3UTb
BapTicTb KO®C. BapTo 3BepHyTVM yBary Ha KOHLenNLUito
BMKOPUCTAHHS  iCHYIOMMX npoToKoniB  Ge3nekn,  AKi
o6'egHytoTb B COOi  BMKOPUCT@HHS CUMETPUYHUX Ta
aCMMETPUYHMX anropuTtMis WndpyBaHHS. B noganbomy
came LWBWMAKICTb LWNGPYBaHHA Ta pPo3LLIMpPYyBaHHSA
BifirpaBaTMMe  BW3HA4anbHy poOrnb Yy  MNiOBULLEHHI
€(EKTMBHOCTI, OCKINIbKM CamMe UEeWh YMHHUK 3MEHLUNTb
BUTpayaHHsi pecypciB y KOC, a Takox oTpumae nepesary
B Yaci, 3a paxyHok nepegadi 6inbLuoi kinbkocTi iHdopmauii
3a OOMHMUIO 4Yacy, MaWxe He BTpavawuuM y KpunTo-
cTinkocTi. MopanbLwi gocnimpkeHHs MOXyTb OyTn 3ocepe-
PKeHi Ha po3poOLi BMACHOro KpMnTorpadivHoro NpOTOKONY.

BHecok aBTopiB: Onekcin LlaiiHa — 36ip Ta aHania gaHux
Npo HasiBHi CUCTEMU 3axMCTy B KibepdisnyHux cuctemax; Jlapvca
MwupyTeHko — ornsag icHyroumMx npobnem y npotokonax 6esneku Ta
nponosmnuisi  LWOAO MOMINWEHHS HAasBHUX  KpunTorpadiyHnx
npotokonis; [Omutpo [lanko - KoHuUenTyanisauis, aHanis
TEOpEeTUYHUX 3acaf, AOCTiKEHHS.
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EXISTING SECURITY PROTOCOLS IN CFS

Background. Cyber-Physical Systems (CPS) play an important role in today's technology, as they combine physical objects and
cryptographic security mechanisms to ensure the secure operation of networked devices, particularly in the financial industry, the Internet of
Things (10T), and the Industrial Internet of Things (IloT). The main problem of such systems is to ensure reliable and effective data protection with
limited resources of computing power and energy consumption. Cryptographic protocols used in cyber-physical systems must be highly efficient,
because both the security and the overall performance of the systems depend on their operation. This article is aimed at researching ways to
improve the efficiency of cryptographic protocols in KFS.

Results. During the research, it was established that: the use of MTLS protocols increases the level of data protection, but at the same
time requires a much larger amount of CFS resources compared to TLS and SSL. At the same time, TLS still uses more capacity of cyber-physical
systems than SSL, which increases the cost of CFS devices. Optimizing encryption and decryption algorithms in the TLS protocol can help reduce
device costs and increase data transfer speeds.

Conclusions Theobtained results show that increasing the efficiency of cryptographic protocols in cyber-physical systems is possible
by using more effective encryption algorithms. Optimizing security protocols can significantly improve the data transfer rate and performance of
cyber-physical systems, especially in resource-constrained environments. It is worth paying attention to the concept of using existing security
protocols that combine the use of symmetric and asymmetric encryption algorithms. In the future, it is the speed of encryption and decryption
that will play a significant role in increasing efficiency. Since it is this factor that will reduce the use of resources in the CFS and will also gain an
advantage in time, due to the transfer of more information per unit of time, with almost no loss in crypto-resistance. Further research may focus
on the development.

Keywords: cyberphysical system, asymmetric algorithm, symmetric algorithm, security protocol.
ABTOpY 3asBNSAOTb NPO BiACYTHICTb KOHMMIKTY iHTepeciB. CnoHcopu He Gpanu yyacTi B po3pobneHHi gocnigkeHHs; y 36opi, aHanisi
4¥ iHTeprpeTaLii AaHuX; y HaNnuCaHHi PyKonucy; B pilLieHHi Mpo nybnikauito pesynbTaTiB.
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