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KINMbKICHE AOCNIAXKEHHA PU3UKIB METOAOM HEYITKNX MHOXWH

BcTtyn. [IpedcmaeneHo Memod KinbKicHO20 OOCIidKeHHs1 pu3ukie, wjo 6a3yembcsi Ha aHani3i U oyiHreaHHi pPu3ukie
iHghopmauiliHux cucmem. 3anpornoHoeaHuli Nidxid 0o380JIsie UKOPUCMOBYy8amu WUpPOKUll Criekmp napamempis, siki 3abesneyyroms
cmeopeHHs1 2Hy4YKux 3acobie ouiHroeaHHs. Lleli memod dae Moxuiugicmb po3paxogyeamu pu3uku sIK Ha OCHO8i crmamucmuYHuUx
OaHux, mak i Ha OCHO8i eKcriepmHux oyiHOK, 3pobrieHuUx 8 yMoeax Hegu3Ha4YeHocmi ma crabkoghopmarnizogaHo20 cepedosuuja.

Po3pobneHi memodu 3abe3nevyyromb npedcmassieHHss pe3y/lbmamie y 4ucsiosil i crnoeecHil ¢gopmax. Hanpuknad,
MOXJluU8e 8UKOpPUCMAaHHS JliH2eicmMu4YHUX 3MIHHUX, SIKi Yacmo 3acmocogyromb O/ Ofnucy CckiIadHUX cucmeM, uwo
Xapakmepu3yrombcsi napamempamu He fuwe y KinbKicHomy, ane U y sikicHomy euansidi. Pusuku iHghopmauyiliHux cucmem
MOXymb 6ymu onucaHi Yepe3 KOHUyenmyasbHy MoOeslb HeYimKuXx MHOXUH, slka epaxoeye HeeU3HayeHicmb, HemoYyHicmb i
cy6'ekmueHicmb nid Yac iXHb020 OUiHO8aHHS.

M e T o A u . [ns docnidxeHHs1 pu3ukie iHghopmauyiliHux cucmem 3acmocogaHo Memoo0 Heqimkux MHOXUH. Ljeti Memod do3eorsisie
npoaHo3yeamu MOXJluei eKOHOMiYyHi 36umku. 3arnpornoHoeaHuli nioxio 3abesnevye Moxiueicmb iHMezpauil pizHUX ¢hakmopie
PU3UKY 8 €GUHY MOOeJIb, 8Paxoe8yroYU sIK KifTbKICHI, MakK i sIKiCHi acriekmu ixHb020 OUiHI08aHHSI.

PesynbTatu. Y x00i OocnidxeHHss po3pobrieHo KinbkicHul nidxi0 6o ouiHroeaHHsI pu3ukie iHghopmauiliHux cucmem
nidnpuemMcme, wjo 00380J15I€ KOMIUIIEKCHO aHaslisyeamu (i oyiHro8amu ernsue pizHoMaHimHux ¢haxkmopie pusuKxy.

Modenb, sika epaxoeye Hegu3HavyeHicmb, HemouYHicmb i cy6'ekmueHicmb OaHUX, W0 OCO6/IUBO BaX/IUBO 8 YMOoe8ax
HecmabinbHoz20 cepedosuuya. Lle 3abesneyye sucoky adanmueHicmb Memody do pi3Hux cghep disnibHOcmi nidnpueMcmea.

3anponoHosaHo MemoAuKy, sika 0o3eoJisie 30ilicHro8amu KinbKiCHe OUiH8aHHs1 MOMeHUYiliHUX empam, roe 'si3aHux i3 pusukamu
8 iHghopMauiliHux cucmemax, Ha OCHO8i CImamuCMUYHUX Ma eKCriepmMHux 0aHux.

Ha ocHoei pe3ynbmamie ouyiHoeaHHs1 pu3ukie MOXymbs 6ymu po3pobrieHi pekomeHOauii w000 eG0CKOHasIeHHs1 3axodie i3
3axucmy iHghopmayiliHux akmueie nidnpuemcmea. Lle exknroyae cmeopeHHs1 aGanmueHux cmpamegili 3axucmy, opieHMoe8aHuUx Ha
3MEHUWEHHS1 EKOHOMIYHUX empam.

BucHoBKW. BukopucmaHHsi Memody HeYimKux MHOXUH Ofisl KiflbKiCHO20 OUiHrO8aHHs pu3ukie iHghopmayiliHux cucmem
doeesio ceoro eghekmueHicmb 3ae0siku 30amHocmi epaxoeyeamu Heeu3HayeHicmb i cyb'ekmueHicmb e ouiHreaHHi OaHux.
Po3pobneHuli nioxid do3eosise He suwe npo2Ho3yeamu pu3uku, ane U npulivamu ob6rpyHmoeaHi pileHHs1 w000 3MEHWEeHHS
rnomeHuiliHux empam, w0 € 8a20MUM 8HECKOM Y PO38UITNIOK cuCMeM yrnpaeJsliHHs1 iHghopmayiliHoro 6e3nekoro nidnpuemcma.

Knw4yoBi cnoBa: pusuku, npo2Ho3yeaHHs, empamu, cucmema 3axucmy, kibepbesrneka, 3axucm iHghopmayii.

BcTyn Y UbOMYy KOHTEKCTi 0cObnMBOT akTyansHoCTi HabyBatoTb

Y cyvacHoMy CBITi iHbOpMaLirHi cucTeMy BidirpatoTb nigxoaW, WO [03BOMSAIOTb IHTErpyBaTh KiSbKICHI Ta SIKICHI
KIOYOBY pOfb Y AisiNbHOCTI NIANPUEMCTB Pi3HUX ranysen, acneKkT! OUHIOBaHHS, BKIOYalouM Cy6'eKTVMBHI - OyMKU
3abesneyvytoun 00pobneHHs, 30epiraHHs Ta nepepavy eKcnepTiB i CTaTUCTUYHI AdaHi. BukopuctaHHs wmeToaiB
pJaHux. BogHouac 3pocTtae cknagHicTb i baraTorpaHHicTb HEYITKUX MHOMXWH € TMEPCrNEeKTUBHUM  PilEeHHAM  Uiei
pu3MKiB, SKi  MOXyTb CYTTEBO BNNMBaTM Ha  iXHIO npobriemMun, OCKifbKM BOHM [03BOMAOTL MpauoBaTn 3
edheKTuBHICTb Ta 6e3neky. IHdopMmaLLiiHi pu3nKK, NoB'A3aHi HEBM3HAYEHICTIO, HETOYHICTIO Ta CYG'EKTUBHICTIO Y MPOLEC
3 BTpaTamu, BUTOKAMW abo MOLUKOAKEHHSIMU OaHMX, I'IPVIVIHF'T_TF' piUJeHb.- o
CTalTb yCe KpUTWMYHIlLMMK Anst BisHecy yepes MoCTiMHO y_ uin  poGori /3amnporoHOBaHO  METOA  KINBbKICHOTO
3poCTatovy 3anexHicTb Bif iIHpOpMaLiNHUX TEXHONMOTIN. AOCNIAXKEHHA PU3UKIB, AKUN [O3BONAE! .

HuHi edpekTBHE OLIIHIOBAHHS PU3KMKIB iH(OpMAaLLiHIX * BpaxoByBaTW LUMPOKMA  CMEKTp  napameTtpis,
CUCTEM € CKMagHWM 3aBOAHHAM, OCKIMbKM BuMarae BKITHOYaYM EKOHOMIYHI, ypaBniHChKi Ta TEXHIYHI acnekTy;
BpaxyBaHHA HU3KM (paKTOpiB: HEBU3HAYEHOCTI [OaHuX, e 3AifICHIOBATM  PO3pPaxyHOK PVl3lf|KiB Ha OCHOBI
6araToBUMIPHOCTI  PU3WKIB, EKOHOMIYHMX | TEXHIYHMX CTATUCTUHHNX AaHUX Ta eKCMepPTHUX OLIHOK, 0co6nmBeo y
acnekTiB, a TaKOX BMIMBY 30BHILIHLOrO CcepefoBuLLA. cnabkodpopmaniaoBaHoMy cepefoBuLL;
TpaguuinHi  MeToaM OUIHIOBaHHS 4acTo He 34aTHi e TMPEACTaBNATM pesyfbTaTyi  OUHIOBAHHA K Y
MOBHICTIO BpaxoByBaTH Lji acnekTu, 0cobnmeo y BUnaakax, YMCMOBIN, TaK i B CNOBECHIA popmax, BUKOPUCTOBYIOUM
KONV BiACYTHi TOYHI aBo MoBHI AaHi. NIHrBICTUYHI 3MiHHI A71A ONWUCY CKNagHMX CUCTEM.
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MeTog Takox 3abesnevye aganTMBHICTb 40 cneundiku
NiANPUEMCTB PI3HWUX rany3ew i yMOXIMBIOE BPaxyBaHHSA
BMSIMBY Yacy, 30BHILLHIX )aKTOPIB i BHYTPILLHBLOT CTPYKTYpK
opraHi3auii. 3anponoHoBaHWI niaxig BiOKPMBAE HOBI
MOXTMBOCTI ANA aHani3y pusuKiB, IXHbOro MoAerntoBaHHs
Ta NPOrHo3yBaHHS €KOHOMIYHUX Hacnigkis.

OTmxe, y poboTi po3rnsHyTO akTyanbsHy npobnemy aHaniay
PU3MKIB IHPOPMALRHMX CUCTEM i3 BUKOPUCTAHHSAM CyYaCHMX
MeToAiB, SKi CNpUsiOTb  TOYHILLOMY MPOrHO3yBaHHIO Ta
edekTMBHILLIOMY ynpaBniHHIO puankamu. OTpumaHi pesyrb-
TaTm MOXyTb OyTu iHTErpoBaHi B CUCTEMY YMNpaBmiHHSA
NiANPUEMCTB, CNPUSIOYM MIABULLEHHIO TXHBOT KOHKYPEHTO-
CMPOMOXHOCTI Ta CTIMKOCTI 40 IHOPMaLiNHKX 3arpos.

Memoro cTaTTi € po3pobrneHHs W O6rpyHTYBaHHSA
MEeTOAY KifbKICHOro AOCiAKEHHS PU3KKIB iHGbopMaLinHNX
cucTeM MiANPUEMCTB, SIKMA BpaxoOBYE HEBU3HAYEHICTb,
Ccy6'eKTUBHICTb | GaraToakTOpHICTb OLIHOK, a TaKoX
3abe3neyye MOXMMBICTb MPOrHO3yBaHHA EKOHOMIYHUX
HacmnigKkiB PU3NKIB | BOOCKOHANEHHS CUCTEMU 3axuUcTy
iHbopMaLiNnHNX aKkTUBIB.

Ozansd nimepamypu. Y ctatTti (Korystin et al., 2024)
lMpoBegeHo couianbHe ONUTYBaHHA Ta [OOCNIMAXEHHA
eKcnepTHoi AyMKM 3 MeTol peanisauii  3aranbHofi
KOHUenuji cTpaTeriyHoro aHanisy kibepbesnekn B YkpaiHi.
3a [pornomorol MeToAy, 3aCHOBaHOrO Ha BU3HAYEHHI
cepeaHboro 3Ha4yeHHs1 B MeBHOMY Habopi OLIHOK, a Takox
MeToAy, 3aCHOBAHOrO Ha Teopii HeYiTKUX MHOXWUH, Byno
OLIHEHO PU3MKM MOLUMPEHHS OKpemux kibep3arpo3 B
YkpaiHi. Pesynbtatu 3BefeHO Ans MOPIBHAHHSA. Xoua
BMKOPUCTaHHSI Pi3HNX METOZIB BUMIPOBAHHS MPU3BENO [0
NeBHWX BIOMIHHOCTEN Y KiNbKICHUX MOKa3HMKax PU3MKY,
NOPIBHANBHUIA  aHani3 CniBBIQHOLWEHHS pPIBHIB  Pi3HUX
Kibepsarpos cyTTeBO He 3MmiHMBCS. BopgHodac wmeton
HeviTknx HabopiB 3abesneudrB rHyuYKilWy iHTepnpeTaLito
pe3ynbTaTiB A4Ns XapaKTepucTuku kibepaarpos i3 nornsaay
TXHBOro BMCXigHOro abo HU3XIAHOro TpeHAY.

Y craTTi (Korchenko et al., 2021) BigmiyeHo, LWo oauH
3 aKTyanbHMX HanpsmiB, WO PO3BMBalOTbCA B obnacTi
iHpopMmaLinHoi 6e3nekn, NoB's3aHUA i3 BUKOPUCTAHHAM
Honeypots (BipTyanbHMX NpUMMaHOK, OHMNAaNH-NacTok), a
BUOIp KpuTepiiB AN BU3HAYEHHS HanedeKTUBHILLNX
Honeypots i ixHbOT noganbLoi knacudikauii € akTyanbHUM
3aBAaHHAM. [peacTaBrneHo OCHOBHI MPOAYKTU, B SIKUX
peanizoBaHO TexHonorii BipTyanbHOI NpuUMaHku. BoHwu
4acTO BUKOPUCTOBYKTLCA [f11 BUBYEHHS MOBEIHKM,
niaxoAis i MeToAiB, sIKi 3aCTOCOBYE CTOPOHHSA CTOPOHa A1
OTPVMMaHHSI HeCaHKLiOHOBaHOro [OCTyny [0 pecypciB
iHdopmauinHoi cuctemu. OHNamH-Xykn MOXyYTb iMiTyBaTu
Oyab-SKuiA pecypc, arne uvacTille BOHW BUMMsgalTb siK
crpaBXHi NpoAakLLH-cepBepyn Ta poboui cTaHuii. Bingomun
psSa BOCUTb eeKkTUBHUX PO3pobOK, siKi BUKOPUCTOBYIOTb
ONsl pO3B'A3aHHA 3aBAaHb BUSIBNEHHS aTak Ha pecypcu
iHdopmauinHoi cuctemn (Barabash et al., 2025), B ocHoBI
AKX NEXWUTb anapaTt HeYiTKUX MHOXWH. BoHu nokaszanu
e(EeKTMBHICTb BI4MOBIAHOrO MaTemMaTM4yHOro anapary,
BUKOPUCTAHHSI SIKOTO, Hanpuknag, Aans dopmanisadii
nigxogy Ao ¢opmyBaHHA Habopy eTanoHHWX 3Ha4veHb,
[03BOMUTL MONINWNUTK NPOLIEC BU3HAYEHHS HanedeKTuB-
Hilwmx Honeypots. [Ons uboro cdopmoBaHo 6e3niy
XapaKTepuCTUK (MpoLLeC BCTAHOBMNEHHSA Ta HanaLUTyBaHHS,
npoLec BUKOPUCTaHHSA Ta NigTPUMKM, 36ip AaHuX, piBeHb
NOryBaHHsi, piBeHb MOAENIOBaHHS, piBeHb B3aemogii), ski
BM3Ha4YalOTb BMACTMBOCTI OHNawH-nactok. Lli xapakte-
PUCTVKM CTanyv OCHOBOK [Afsi PO3po0neHHs MeToay
(OpMyBaHHA CTaHOapTiB MIHrBICTUYHMX 3MIHHUX ON4
nofansLioro Bigbopy Hanbinbw edekTuBHNX Honeypots.

Y crarTi (KoueTtkos, Mayp, & Mauin, 2019) posrnsHyTo
NpoLIeC CTBOPEHHS! HEYITKOT NpoAYKUINHOT MoAeni OLiHIOBaHHS
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pu3KMKy iHopMaLiiHOT 6e3nekn nignpuemcTaa. NMokasaHo,
o TpaguuiviHi MeToaM HeOoCTaTHbO npuaaTtHi  Ans
po3B'A3yBaHHA MOAIOHNX 3aBAaHb came TOMY, L0 BOHU He
3aBXON MOXYTb YiTKO OonucaTy YMOBW i Hagatn HeoOXiaHi
OaHi Ans NPUAHATTS  BiANOBIOHWMX pilleHb, 3a3Buyan,
BWHUKAE HEBM3HAYeHiCTb. [lokasaHo, Lo iCHytYi MeToam
BpaxyBaHHs! 1 OLiHKM pu3uKiB He No3baBneHi cyb'ekTuBiaMy
1 CYTTEBMX YMOB, LLIO MPU3BOAATb 4O HEMPaBUIbHUX OLIHOK
pu3nkiB NpoekTiB. CyTTEBO, WO AKICHO BMKOHaHWIA aHani3
iHbopMaLiHUX PU3UKIB JO3BOMSIE MPOBECTU MOPIBHAMNBHUN
aHania "eeKT1BHICTb — BapTiCTb" Pi3HMX BapiaHTIB 3axMCTy,
obpaTn apgekBaTHi KOHTp3axoau i 3acobu  KOHTPOrto,
OUIHUTU  piBEHb  3anuWKoBMX puaukie. Kpim  TOrO,
iHCTpyMeHTanbHi 3acobu aHanidy pusukis (Cobuyyk Ta iH.,
2023), WO TrpyHTYOTbCA Ha cy4YacHMx 0asax 3HaHb
(Yevseiev et al., 2022) i npoueaypax nori4HOro BUCHOBKY,
003BOMNsAOTb  nobyayBaTn  CTPYKTYpHi M OB'eKTHO-
opieHTOBaHi Mofeni iHdopMaLuiNnHUX aKTMBIB KOMMaHii,
MoAeni 3arpo3 i Moaerni pu3nkiB, NOB'A3aHUX 3 OKPeMUMU

iHpopmauiiHumMn  Ta  Gi3Hec-TpaH3akuigsMu i, oTxe,
BUSBNATA Taki iHOPMaLiNHI  akTUBKM KOMMaHii, pu3nK
MOPYLUEHHS 3aXWLEHOCTI SKUX € KPUTUYHUM, TOoBTO

HEMPUNHATHUM.
HeuiTKOI Jorikn ANS  OUiHIOBaHHSA  PU3UKIB
Laptiev, & Grushina, 2023).

[nsa mopentoBaHHA pu3nKy iHdopMauinHoi Ge3neku
niANpMeMCTBa 3anponoHOBaHO HeYiTKi MoAeni HagaBaTn y
BUMMSIAI HEYITKUX Mepexx (XopoLuko Ta iH., 2024). Mogenb
MicTUTb  6asum npaBun i [O3BONSE  MPOBOAWTH
NIHrBICTMYHMI aHani3 pu3uKiB, K HECyTb MOTEHLiNHI
3arpo3m i 30uMTOK oOpraHisauii. B3aemosB'A3ok  Mix
akTopamn  (aHTeLedeHTOM) | MOKasHWKaMu  PU3NKY
(koHCekBeHTOM) sBnsie  coboto  BiHapHe  HeudiTke
BiJHOLIEHHS Ha [OeKkapTOBOMY MHOXEHHI BiAnoBigHNX
HEJYITKMX  MHOXMH.  HediTke  npuYMHHO-HacnigkoBe
BiJHOLLEHHS MiXX aHTELLeJeHTOM i KOHCEKBEHTOM 3aJatoTh
y BUMMAAi HEYiTKOT NPOAYKLT.

Y cratTi (Yevseiev, Shmatko, & Romashchenko, 2019)
BKa3aHO Ha Te, WO OAHUM i3 HOBUX i MEPCMNEKTUBHUX
nigxo4iB OO  pO3B'A3aHHSA  Npobnemy  OuiHIOBaHHA
Kibepbesnekn Ha 06'ekTax KpUTWUYHOT iHPpacTpyKTypu €
BMKOPUCTaHHSI Teopii HEYITKMX MHOXWH, Hanpuknag, Ans
ouiHlOBaHHA iHpopMmauiiHoT 6Ge3nekn. Ha  npaktuui
TPannaATbCs CUTyaLii, KON Ha po3paxyHOK KiHLEeBMX
pe3ynbTaTiB  ICTOTHO  BMAMBalOTb  HEBi4NOBIAHOCTI
BMCHOBKIB 260 NOMUITKM eKCnepTiB.

Y cratTi (Varela, & Domingues, 2022) BigmiyeHo, Lo
pU3NK € OOHI€0 3 HaMBaXKNMBILLMX CKMIagoBUX MPOEKTY.
Moro npaBunbHe OLiHIOBaHHS Ta MiKyBaHHS 36iMbLUyOTh
LaHCKM Ha ycnix MNpoekTy. Y Ui ctaTTi npeacTtaBreHo
pu3unkn B npoekTax 3 Data Science, ouiHeHi 3a gonomoroto
OOCniMXeHHsl, npoBeaeHoro 3a metoaukoto Delphi, wo6
BiAMOBICTM Ha nuTaHHA: "Aki puamknm npoekTie 3 Data
Science?". [ocnigpKeHHs 0O3BOSUIIO BUSBUTU KOHKPETHI
pu3nkKn, noe's3aHi 3 npoektamyn 3 Data Science, npote
BOAnocsa nepeBipuTU, WO Oinblue MOMOBUHM HaMbinbL
3raflyBaHuX pU3NKIB CXOXi 3 IHLWIMMK TUnamu I T-NpoexTiB.

Metoau

[Ons gocnigXeHHs puaunkiB iHopMaUiHUX CUCTEM
3aCTOCOBaHO MeTO[ HEYITKMX MHOXWH. Lieln meToa 1o3Bonsie:

e [POrHO3yBaTW MOXIMBI EKOHOMIYHI 30UTKY;

e pO3pobnATM cTpaTerii NokpalleHHst M onTumisauii
cuctemun 3axucty iHgopmaldii (Jlantes Ta iH., 2024).

3anponoHoBaHui nigxig 3abe3neyye MOXMIMBICTb
iHTerpavuii pisHUX akTopiB pU3MKy B €OuHY MOLENb,
BPaxOBYHUM SAK KiNbKiCHi, Tak i SIKICHi acnekTn iXHbOro
OLiHIOBAHHA.

3anponoHOBaHO  BUMKOPUCTaHHS  Teopii
(Barabash,
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Pe3ynbTaTtn

OCHOBHi acnekTn onucy:

1. Heyimkicmp pusukis.

Pusnkn pocutb 3pigka MakTb YiTKi MexXi, a ixHi
HacnigkM 3anexartb Big ©OaraTbox (oakTopiB, 4acTo
HeLoCTaTHbLO BU3HAYEHUX.

Hanpuknag, pusuk BTpaTu AdaHWX MOXHa onucatu
HEYITKOK MHOXMHOH: "BMCOKMI pU3mnK", "cepeaHin puaunk”,
"HM3bKMI PU3NK", L0 Ba3yeTbC Ha eKCNepTHUX OLiHKax
abo icTopu4HUX JaHuX.

2. JliHagicmuy4Hi 3MiHHI.

[na moaentoBaHHs PU3MKIB BUKOPUCTOBYHOTb FTIHMBICTUYHI
3MmiHHI (JlykoBa-Yywiko, & lanTesa, 2024), Taki ak:

e iMOBIPHICTb PU3NKy (HM3bKa, CepeaHs, BIUCOKA);

e  BMMAMB PU3MKY (HE3HAYHUI, NOMIPHUIA, KPUTUYHUN).

Lli 3MiHHI nepeTBOPIOIOTLCA Ha HEYiTKi MHOXWHK, SKi
BM3HAYa0TbCA PYHKLISMU HANEeXHOCTI.

3. ©yHKUIT HanexHocmi.

PyHKLUiT HanNexHoCTi BifobpaxatloTb, HACKIMbKN NEBHUIA
PU3MK HaneXxmTb OO0 KOXHOI kaTteropii. Hanpuknag, ons
"BNCOKOrO pun3nKy":

0; x<a;
}.l(l'): x—a a<dx<b;
b-a x> b,

L

Oe X — OuiHKa pusuky; a i b — mexi kaTeropiit.

4. Komnosuyisi pusucis.

BukopucToBytoTb NpaBunia HeYiTKOT NOrikv Ansa aHanisy
B32EMO3B'A3KIB MK pyankamMmn. Hanpuvknag, sKwo AMOBIPHICTb
PY3MKY BUCOKA i BMIUB KPUTUYHWUIA, TO 3arpo3a € CEPRO3HOLO.

5. PaHxysaHHs ma rnpulHAmMms pilueHb.

Ha ocHoBi iHTerpanbHUX MokasHuKiB (Hanp., MeToay
LieHTpa Barv) 34iMCHIOI0Tb paHXyBaHHsS puaukiB. MpunHaTTA
pilleHb BpaxoBye HEYITKICTb OLIHOK, O [03BONsSE BMOpaTtu
HavikpaLli cTpaTerii Ans iXHbOI MiHimMi3aLji.

Hanpwuknag, pusuk kibepatakm MOxxHa onucaTn siK

e imoBipHicTb: cepegHs (0.5), Bucoka (0.7);

e BMMMB: KpuTUYHUI (0.8).

BrCHOBOK — pu3nK po3MiLLIEHO B 30Hi BUCOKOI Hebe3neku
(3a HeuiTkMMK NpaBunamu).

HeuiTki MHOXVHM 003BONSIOTbL e(PeKTMBHO npautoBaTti 3
HeJoCTaTHbO CTPYKTYPOBaHNUMU JaHVMW, BPaXOBYHOYM CKIag-
HiCTb | GaraTohaKTOPHICTb PU3VMKIB IH(OPMALHAX CUCTEM.

Memodu mpaneuii ma mpuKymHuka LUMPOKO BUKOPUC-
TOBYIOTb Yy TeOpii HEYITKUX MHOXWH ONA BU3HAYEHHS
OYHKLi HaneXHOCTi pu3ukiB. Hanpuknaa:

1. Memo0d mpukymHuka.

DyHKLUIS HanNexHoCTi y popMi TPUKYTHUKA BU3HAYAETLCA

TpbOMa napameTpamu: (@, b, ¢), TyT a — nisa mexa
(MiHiManbHe 3HaueHHs, Ae HamexHicte = 0); b — nik
TPUKyTHMKa (MakcumMarnbHa HanexHictb = 1); ¢ — npasa
MeXa (3HauYeHHs1, Ae HanexHicTb 3HoBy = 0):

0, x<a abo x;
X—

u(x) = a’ a<x<b;
b—a
c—x’ b<x<ec.
c—b

PosrnaHemo npuknag.

Hexan iMOBIpHICTb PM3NKy BTpaTK AaHMX OLIHIOTL 3a
wkanoto 0-10. Toai "cepefHin pusuk" Mae TPUKYTHY
copmy 3 napameTpamu (3, 5, 7):

4-3
n#) =55=05npn x=4;
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7_
H6)==5=%=0.5 npn x=6.

N

Otxe, korm x=4x i x=6x, TO BOHU HanexaTb
0o "cepegHboro puauky" Ha 50 %, a konn x=5x, TO
ue signogigae 100 % "cepeaHboro pusuky", 60 Le nikose
3HaYEeHHs.

2. Memod mpaneuji.

PyHKUiO HanexHocTi y dopMi Tpaneuii BU3Ha4alOTb
yoTupma napameTtpamu: (a, b, ¢, d ), ne a — nisa mexa
(Hanexwicte = 0); b — nouyaTok nnaTto (HanexHicTb
noysHae = 1); ¢ — KiHeub nnaTto (Hanexwicte = 1);

d — npaBa Mexa (HanexHicTb 3HoBy = 0):

0, x<a abo x;

=
|
Q

, a<x<b;

S
|

u(x) =

J—‘
o>~

<x<gc;

QU

=

d-c

Posrnanemo npuvknag.

OujiHMMO piBeHb kibepaTakmn Ha iHopMaLLiiHy cucTemy.
"KpuTuaHuii BnmB" onucyemMo Tpaneuieto 3 napameTpamu
(6, 8,10, 12):

-6

1.1(7):%:0.5 npu x=7;

w9 =1, ockinbkm 8 <x<10;

1211
v =150 =

OTmxe, konu x=7x, TO BOHU Hanexatb [0
"KputnyHoro Bnnmey" Ha 50 %, a npu x =9x BUXOOUTb
"kpuTnyHun Bnnme" 3i 100 %.

3. KombiHauis memodis.

AHanisytoun pu3nKM 4acTo KOMOIHYHOTb TPUKYTHI Ta
TpaneuienodibHi dyHkuii. Mpruyomy, 3a3Br4an iMOBIpHICTb
PY3NKYy MOAEMNIETLCA TPUKYTHUKOM, 6O BOHA Mae MikoBy
OLliHKY, a BMNMB PU3UKY MOOENIOETLCA TpaneLwieto, 60 BiH
cTabinbHO BUCOKUIA Y NEBHOMY [iiana3oHi.

4. Bigyanizaujsi.

TPWKYTHUK BUKOPUCTOBYIOTb, KON MOTPIOHO aKLeHTy-
BaTW Ha EAVHOMY NiKOBOMY 3Ha4eHHi. Tpaneuis nigxoantb
Anst onucy cTabinbHOro PiBHA PU3MKY B MeXax MeBHOro
iHTepBany.

Lli meTtoon pos3BonsloTb aganTMBHO MoZentoBaTut
PU3UKK 3 ypaxyBaHHAM HEUITKUX MEX i MonerwyoTb IXHI0
iHTepnpeTauito.

Qasugpikauis ma Oeghasupikayis Ha OCHO8I OUiHHO-
8aHHS pU3UKie IHghopMauiliHOI cucmemu.

1. lNocmaHoska 3adaui.

OuiHnMo pu3uk KibepaTakm Ha OCHOBI ABOX 3MiHHUX:
imoBipHicTe aTaku (P ) y BigcoTtkax (0—100 %); BnnuB
ataku (/) 3a wkanotwo 0-10. BuxigHa 3MmiHHa — piBeHb
pusuky (R ) 3a wkanoto 0-10.

Buikopuctaemo Tpy NiHrBICTUYHI 3MiHHI ANS KOXHOMO 3
napameTpiB: 1) iMOBIpHICTb aTaku: Hu3bka (Low), cepeaHs
(Medium), Bucoka (High); 2) Bnnue ataku: HeaHa4yHui (Low),
nomipHuin (Medium), kputuynun (High); 3) piBeHb puanky:
Hu3bku (Low), cepeaHini (Medium), Bucokun (High).

2. ®asudhikauisi.

Mig dasudikauieto po3ymiTumemo npouec nepeTBo-
PEHHS YMCMOBUX AAHUX HA HEYITKI MHOXUHW.

BisbMemo, Hanpuknag Taki gaHi: P=65 %; I =7 Ta
OLIHUMO OYHKL,iT HaneXHOCTi.

, b<x<ec

~

0.5 npn x=11.
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Ons nmosipHocTi P :

Low: TpukyTHuk (0,20,40) —p, . (65)=0;

Medium: tpaneuia (30,50,70,90) — ;.4 (65) =

High: TpukyTHuk (60,80,100) — ;. (65) =

Onsa snnuey /1 :

90-65 —0.25:

90-70
wzo.zs,
80-60

Low: TpukyTHuk (0,2,4) = 1, . (7)=0;
Medium: tpaneuia (3,5,7,9) = tyegum (7) = 0.5;
High: TpukyTHuk (6,8,10) = py,, (7) =0.5.

dasudpikoBaHi 3Ha4YEHHS:
ansa P : Medium = 0.25; High = 0.25;
ansa 1 : Medium = 0.5; High = 0.5.

3. lMpasuna HeYimKoi rioaiku.

Ha ocHoBi dasndikoBaHux MpaBuil BUKOPUCTOBYEMO
Taky 6a3y npaswun:

1) akwo B i1,

i

2) akwo P,
3) AKwo PHigh [ IHigh - RHigh ;

>R ..
—> R

Medium Medium Medium ?

4) akwo By 1 Lyiegiom = Rusign »

a TakoX iHWi ABa npaBuna (3 ypaxyBaHHAM CTyMeHiB
HanexHocTi):

5) ona npasuna 2): min(0.25, 0.5) = 0.25;

6) ona npasuna 4): min(0.25, 0.5) = 0.25.

4. Aepezauis.

Arperauis 06'egHye BUXiOHI CTyMeHi HanexHocTi Ans
Pi3HMX NPaBWM Y HEYITKY MHOXWHY BWXIOHOT 3MiHHOI R .
B pesynbTari:

R =0.25;

Medium

Ry = 0.25.

High
5. egpasucpikauisi.
Hedasudpikauis nepeTBoproe HeYiTKy MHOXMHY R Ha
KOHKPETHE 4uMCrioBE 3HayeHHsi. BukopucTtaemo MeTtop
LeHTpa Baru (centroid):

- unR (x)dx
@

lNposedemo po3paxyHKU.

Mpunyctumo, wo R 3apaHo Tpanedieto (4, 5, 6, 7);

Medium

a Ry, — TpukyTHMKOM (6, 8, 10), Toai Baru:

ptediom (X) = 0.25;

Higign (X) = 0.25.

OO6uncneHHs LeHTpa Barv gae
~55:0.25+8-0.25

0.25+0.25

BucHosok. PiBeHb pusnky cTaHoBUTb 6.75 3a LuKano
0-10. Le Bkadye Ha MOMiIpHO BMCOKWUI PiBEHb PU3MKY.

PosrnaHemo aBa npuknaam.

lMpuknad 1.

HeobxigHo nigpaxyBatu 36UTOK 3a pik OaHKy y pasi
NPOrHO30BaHMX MOKa3HWKIB, CMUpPaKYUCh Ha nonepeaHi
CTaTUCTUYHI JaHi nignpvemcTBa, a came: MMOBIPHICTb

=6.75.

36utok = CepefHsi KinbkicTb aTtak x CepefHinn 36UTOK x

CepefHs KinbKicTb atak 064MCIIOETLCS SIK CepeHe
3Ha4yeHHs AianasoHy aTak.
4) Po3paxyHOK MOXIMBOro 301TKY.
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24 atak; BMMAVMB aTakn — KPUTUYHUK; PiBEHb PU3UKY —
Hu3bkuii (Low); imoBipHicTe 250 atak; BNNMB ataku —
cepefHin; piBeHb pusnky — cepedHii (Medium); iMoBipHiCTb
3250 aTtak; BNNuB ataku — HU3bKUIA.

KputnyHuia piseHb — 36UTKM Big OAHIET aTaku Big, 1 MnH gon.
0o 500 mnH gon. CLUA.

CepepHii piBeHb — 30UTKM B oaHiei ataku Big 50 Tvc. gon.
0o 500 tuc. gon. CLUA.

Husbkuin piBeHb — 36UTKKM Big ogHiel aTakm Big 200 gon.
no 10 Tuc. gon. CLA.

BigcoTok HerTpanisauji atak 3a paxyHOK CUCTEMW 3aXUCTY
(99-99,9) %.

ImoBipHicTb atakm (P )y BiacoTkax (0-100 %).

Bnnue ataku (1 ) 3a wkanoto 0-10.

[ns po3paxyHKy MOXnuBOro 36uTKy 3a pik poboTu
6aHKy HeobXiAHO BUKOHaTW TaKi KPOKW:

1) Bu3Ha4eHHs napaMeTpiB i HEYITKUX MHOXWH:

e |MOBIpHICTb aTak (KiNbKiCTb atak Ha pik);

e BMMMB aTaku (po3mip 30UTKIB Big ogHiel aTaku);

e piBeHb pusmky (Low, Medium, High);

e BIOCOTOK HeWTpanisauii aTak.

2) dopMyBaHHSI HEHITKNX MHOXMWH A5 OLIIHIOBaHHS 30UTKIB.

[ns koxHoro piBHa pusuky (Low, Medium, High)
3agaemo gianasonu. Ans kputndHoro pieHa (High Risk):

e 30MTKM 3a 0gHy aTaky (1 mnH gon., 500 mnH gon. CLUA);

e KinbkicTb aTak (1, 24);

e 3aranbHi 30MTKK

(1 10% gon. CLUA, 24500 108 gon. CLUA);

e cepeaHin 36uTtok 250 500 000 gon. CLUA;

e ycniwHo peanisyetbest 1 % atak.

[ns cepepHboro pieHa (Medium Risk):

e 30UTKM 3a OfHY aTaky

e (50 Tnc. pon., 500 Tuc. gon. CLLA);

e kinbkicTb atak (10, 250);

e 3aranbHi 30MTKK

(10 10° gon. CLUA, 250500 10° gon. CLUA);

e cepeaHin 36uTtok 275 000 gon. CLUA;

e ycniwHo peanidyetbca 1 % aTtak.

[ns Husbkoro piBHS (Low Risk):

e 30UTKM 3a ogHy aTaky (200 gon., 10 Tuc. gon. CLUA).

e kinbkicTb atak (300, 3250);

e 3aranbHi 30MTKK

(300200 mon. CLUA, 3250 10 10° gon. CLLUA);

e cepeaHin 36uTtok 5 100 gon. CLUA,;

e ycniwHo peanidyetbcsa 0,1 % atak.

3) PospaxyHkoBa popMyna Ansi KOXKHOro piBHA pU3MKY:

1—BigcoTok HenTpanisauii
100 '
Ona kputnyHoro pisHs (High Risk):
P =24; |=10; cepegHin 36utok 250 500 000 gon. CLUA,;
HenTpanisauiga 3arpo3 99 %.
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306umTOK KpnTUYHMn = 24x1x10%250500000%0,01=601 200 000 gon. CLLA.
[ns cepepHboro piBHa (Medium Risk):
P =250; I =10; cepegHin 36utok 275 000 gon. CLUA; HenTpanizauis 3arpo3 99 %.
36uTok cepepHii = 250x1x5x275000%0,01=3 437 500 gon. CLUA.

[ns Hu3bkoro piBHs (Low Risk):
P =3250; | = 1; cepegHin 36utok 5 100 gon. CLUA; HerTpanisauisa 3arpo3 99,9 %.
30UTOK HU3bKMN = 3250%1x5100%0,001=16 575 pon. CLLUA.
3aranbHuin MOXIMBUI 36MTOK OLIHMMO 3a (hOpMYIIoHD
3aranbHui 36UToKk = 30UTOK KPUTUYHUIA + 3OUTOK cepefHih + 30UTOK HU3bKUIA;
3aranbHuit 36utok = 601 200 000 + 3 437 500 + 16 575 = 604 654 075 pon. CLUA.

Mpuknap po3po6reHoi nporpamMu AnsA o64YncneHHs1 36UTKIB MOBOI nporpamMyBaHHsA Python

# llapaMeTpu 3aBIOAaHHS
# 306uTkM 3a omHy aTaky (y mojapax CIIA)

loss per attack = {
"High": (le6, 500e6), # Kpuruunmii piBeHb
"Medium": (50e3, 500e3), # Cepemuil piBenHb
"Low": (200, 10e3) # Husbkuit piBeHb

}
# Mporpama Ha Python, sxa BMKOPUCTOBYETHCS INJII PO3PAXYyHKIB

# KinmbkicTb arax

attacks range = {
"High": (1, 24), # KpuTuuHMII piBeHb
"Medium": (10, 250), # Cepemuim piBenHb
"Low": (300, 3250) # Husbkuii piBeHb

}

# IMpouenT HeMTpasgizauii arak (y dYacTkax)
protection efficiency = (0.99, 0.999) # Bim 99% mo 99.9%

# Po3paxyHOK 3arajibHMx 30MTKI1B
def calculate losses(loss range, attack range, protection range):

# PoBpaxyHOK KI1JBKOCT1 NpPOMNymeHMX aTak

min attacks = attack range[0O] * (1 - protection range[l]) # Minimym arTak, gki
# mpopBanuch

max attacks = attack range[l] * (1 - protection range[0]) # MaxcumyMm aTak, Axi
# mpopBamuchb

# Po3paxyHOK 30MTKIB

min loss = min _attacks * loss range[0] # MinimanbpuMM 36MTOK

max loss = max attacks * loss range[1l] # MaxkcuMaJIbHMI 30UTOK

return (min loss, max_ loss)

# PO3paxyHOK HIJid KOXHOT'O PiBHS PUBUKY

total losses = {}
for risk level in loss per attack.keys():
total losses[risk level] = calculate losses

(
loss range=loss per attack[risk level],
attack range=attacks range[risk level],
protection range=protection efficiency

)
# Baranbui 36uTkM no BCix piBHAX
overall min loss = sum(loss[0] for loss in total losses.values())

overall max loss = sum(loss[1l] for loss in total losses.values())

# BuBinm pesynbTaTis
total losses, (overall min loss, overall max loss)

ISSN 2707-1758



be3mneka indopmarirtanx cucreM i TexHosorinz, No 1(9)/2025

Llsa nporpama cnoyaTtKky 3aga€ QAiana3oHn KinbKOCTi "Mana" kinekicTb atak:
aTtak i 36MUTKIB ANS KOXHOro piBHA pusmky. lNMoTim BoHa L x>1000:
06YMCIIOE  KIMbKICTb  MPOMYLLEHUX aTak, BpaxoBYH4M ’ - ’
e eKTUBHICTb 3axuCTy, i MigpaxoBye 3aranbHi 36UTKM ANs ~]2000-x _
KOXHOTO PiBHA PU3MKY, @ TaKoX CyMy BCIiX PiBHIB. HL(x) = 1000 1000 < x < 2000;
IMpuknad 2.
OuiHrosaHHs1 36umkie baHKy 3a O0rMOMO20K HEeYimKUX 0, x> 2000.
MHOXUH. _ "CepepnHsa" KinbkicTb atak:
Onuwemo noyaTKoBi YMOBW. S i
BaHk cTukaeTbca 3 kibepaTakamy MNPOTSArOM POKY. 0, x=2000;
CratucTnuHi daHi  ceigyaThb, WO 3aranbHUA  NPOrHoO- x—2000
30BaHUIl  3BMTOK 3a MaKcUManbHOi KinbkocTi  aTak ————, 2000 < x <3000,
cTaHoBUTb 5 MiH aon. CLUA. KinbkicTb aTtak ouUiHIOETLCS B UM (x) = 1000
pianasoHi Big 0 go 5000. Heo6xigHO ouiHUTK 36UTKKM And 4000 —x 3000 < x < 4000:
KOHKPETHOro BWMafKy, Hanpuknag, Konu oOdikyBaHa 1000 r= ’
KiNbKiCTb atak 3a pik ctaHoButb 3000.
Po3g'szaHHs. 0, x> 4000.
1. BudHa4eHHs HeYimKuX MHOXUH. "Benuka" KinbkicTb aTak:
1) KinbkicTb atak (X ): 0, x<3000;
"Mana" (L ): x <2000; 2000 x
"CepegHsa" (M ): 2000 < x < 4000, MH(X) = W, 1000 < x < 2000,
"Berwmka" (H ): x>4000.
0, x>2000.
2) 36uTok (S ): '
"Huaokui” (L ): S <2 man gon. CLUA: 'I'Dospaxyﬂfm.nnﬂ ::!6I/ITKIB.
N Hu3bkuin" piBeHsb:
"CepegHiit" (M ): 2< S5 <4 mnn gon. CLUA; L S<2
"Bucokui” ( H ): S >4 mnu gon. CLUA. T
2. OyHKYiT HanexHocmi. pL(S) = ﬂ, 2<8<4
PosrnsaHemo dyHKLUiT HanexXHOCTi ANs pi3HUX KinbKocTen 2
arak. 0, S>4.
"CepepHin" piBeHb:
0, §<2
S-2
—, 2<85<Z4
nM(S) = 6_s (1)
—, 4<S5<6;
1000
0, S>6.
"BMCOKMIN" piBEHb: 4. PospaxyHok 36umkis.
0, S<4 Ona x = 3000 :
e "Mana" kinbkicte: HL(3000) =0 (nosa mexamu);
S—-4 o
uH (S) = — 4<85<6; e "CepepHs" KinbkicTb: uM(3000)=1;
L S>6 e "Benuka" kinbkictb: pwH(3000)=0.
] ’ ' Omxe, akTuByeTbCca npasBuno: "sakwo atak "CepegHs"
3. basa npasunn: . . . Y KinbKicTb, TO 36uTOK "CepegHin™, Tomi ans 36UTKIB
®  FKLO KINbKICTL aTaIiCMana ’,TO 36'%TOK l:'(M;3bKMM.L.._ cepeHin piBeHb S 3HaxopaTb i3 copmynu (1).
® KO KINbKICTL aTak . epe,qHﬂ",Tos VITOK " epe,uHu:l", Bukopuctaemo gedasmdikadito METOAOM LEeHTpyBaH-
e  SKWO KiNbKIiCTb aTak "Benuka", To 36utok "Bucokuin. s Barm:
6
j SHM(S)dS
S = 26— — - —3.5 mnH gon. CLIA.
j MM (S)dS
Bidrosidb. MporHo3oBaHuii 36uTok 6aHky ana 3000 atak BiCTb PO3paxoByBaTU PU3UKU SK HA OCHOBI CTaTUCTUYHUNX
ctaHoBuTb 3.5 mnH gon. CLUA. OaHUX, TaK i Ha OCHOBI eKCNepTHUX OLHOK, 3pobneHnx B
Ouckycia i BACHOBKU yMOBax HEBW3HA4YeHOCTi Ta crabkodgopmanisoBaHOro
Y pobGoTi npeacrtaBneHo  MeTond  KinbKiCHOro cepeposuLla (Jlykosa-Yyiko, & Jlantesa, 2024).
OOCNIMXEHHST pU3UKIB, WO 06a3yeTbcs Ha aHanisi 1 OcobnuBicTio NiOXOAY € BpaxyBaHHA Takvx hakTopis:
OLiHIOBaHHI pU3uKIiB iHOpMaUiiHUX cucTeMm. 3anpono- e nepiog vacy;
HOBaHWM Nigxid [O03BONSE BUKOPUCTOBYBATU LLMPOKUIA e ranysb JisSNbHOCTI;
CnekTp napameTpiB, ski 3abesneuyloTe  CTBOPEHHS e eKOHOMIYHA ¥ ynpaBniHcbka cneuudikn nig-
rHy4kux 3acobiB ouiHoBaHHA. Llen meTon pnae moxnu- npuemcTaa.
23
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Kpim uboro, po3pobneHi metoan 3abesnevyioTb npea-
CTaBMEHHsI pe3ynbTaTiB Yy YAUCIIOBIN | CrOBECHIN hopmax.
Hanpviknag, MoXnvBe BUKOPUCTAHHSA NIHMBICTUYHUX 3MiHHMX,
SIKi YaCTO 3aCTOCOBYHOTb AN OMUCY CKMadHUX CUCTEM, LLO
XapaKkTepu3yTbCa napaMmeTpamn He NuLle Y KiflbKiCHOMY,
ane n y akicHomy BUrmMsAi. Pyankn iHdbopmMauiiHix cnuctem
MOXyTb OyTM oOMucaHi Yepe3 KOHLENTyanbHy MOAEMb
HEYITKNX MHOXVH, sika BPaxOBY€ HEBU3HAYEHICTb, HETOYHICTb
i cyB'eKTMBHICTb Mg, Yac IXHLOrO OLLIHIOBAHHS.

Y xoai pocnigpXeHHs po3pobrneHo KinbKicHWIA nigxig go
OLIHIOBAHHSA PU3UKIB iHCpOpMaLIMHUX CUCTEM MISNPUEMCTB,
LLIO JO3BOISIE KOMIMMEKCHO aHanidyBaTu 1 OLiHIOBaTK BNvB
pisHOMaHITHUX bakTopiB pu3nKy. OCHOBHI pesynbTati
poboTK BKIHOYAOTb Take.

Po3pobneHHsa mogeni OuiHOBaHHSA PU3WKIB HA OCHOBI
HEYITKUX MHOXWH:

1. Mopgenb BpaxoBye HEBU3HAYEHICTb, HETOYHICTb
i cy0'eKTMBHICTb [aHux, WO O0CO6NMBO BaxnMBO B
ymoBax HecTabinbHOro cepegosuwa. Lle 3abesneuye
BWCOKY aganTuBHICTb MeToAy A0 Pi3HUX cdep QisnbHOCTI
nignpuemcraa.

2. TlporHo3yBaHHsi EKOHOMIYHMX 3OUTKIB.

3. 3anponoHoBaHa MeToAuKa 403BONSE 3A4iMCHIOBATH
KiflbKiCHE OLjiHIOBaHHA NOTEHLiMHMX BTpaT, NOB'A3aHuX i3
pusmkamm B iHOpMaLiMHMX CUCTEMax, Ha OCHOBI
CTaTUCTUYHUX Ta ekcnepTHUX AaHux. Lle cnpuse kpaiomy
pPO3yMiHHIO MacwTabiB  MOXNMBUX HacnigkiB  iHAOP-
MaUiRHNX iHUMAOEHTIB.

4. Ha ocHOBI pe3ynbTaTiB OLiHIOBaHHSA PU3UKIB MOXYTb
O6yTM po3pobneHi pekoMeHaauii OO0 BLOOCKOHANEHHS
3axopfiB i3 3axuUcTy iHPOpMaLIMHMX aKTUBIB NignNpuemMcTaa.
Lle Bkmtovae CTBOpPEHHS afjanTMBHMX CTpaTerin 3axucTy,
OpIEHTOBAHUX HA 3MEHLLEHHSI EKOHOMIYHUX BTpaT.

5. Po3pobneHa cuctema BigobOpakeHHsi pe3ynbTaTiB
[03BOrSE NpeACcTaBNsaT AaHi B YXCIIOBOMY i CITIOBECHOMY
BUMMSAAax, WO MiABULLYE 3PO3YMIMICTb i 3Py4HiCTb AnA
Pi3HMX KaTeropi KOPMCTyBaYiB, BKIOYAKOYM YNPaBNiHLIB i
TEXHIYHMX dhaxiBLiB.

6. MeTtoaouka apganTyeTbCd [0 cCneumdiku pisHUX
nignpuemMcTB i ranysen, 3abe3neyvylun THYYKICTb Y
3acTOCyBaHHI AN KOMMaHi i3 pi3HOK CTPYKTypol Ta
MacLiTaboMm AiffbHOCTI.

3a pesynbTatamu poboTn MOXXHa 3p0OUTU TaKi BUCHOBKM:

1. EdekTMBHICTb 3anponoHOBaHOro MeToay.

BuvikopucTaHHa MeToay HEeYITKUX MHOXWH AnS KirbKiCHOrO
OLIHIOBaHHS PU3KKIB iHDOPMaLiiHMX CUCTEM [OBEMO CBOH
edeKTMBHICTb 3aBASKM 34aTHOCTI BpaxoByBaTW HEBU3-
Ha4eHICTb i CyD'eKTUBHICTb B OLjiHLI AaHUX.

2. TlpakTu4yHa UiHHICTb AOCHIOKEHHS.

Po3pobneHui niaxig 403BONSAE He nuvLle NpOorHo3yBaTu
pu3nKK, ane 1 npuiMaTy OOr'pyHTOBaHI pPIlLEHHs LWoAo
3MEHLUEHHST MOTEHLiHUX BTpaT, WO € BaroMMM BHECKOM
Yy PO3BUTOK CUCTEM YMpaBMiHHS iHdOopMaLjiiHo 6e3-
nekor NianpuemMCTB.

3. IHTerpauis pe3ynbTaTiB y NpaKkTuKy.

OTpuMaHi pesynbTaT MOXyTb OyTu iHTErpoBaHi Yy
npouecu  ynpaeniHHA  MiANPUEMCTBOM,  CMPUSIOYN
NiABULLIEHHIO TXHBbOT CTIMKOCTI OO PU3MKIB, MOB'A3aHMX 3
iHopmauiiHuMn cuctemamn. 3anponoHOBaHiI BUCHOBKM
OEMOHCTPYITb  3HaYyLiCTb i MOTeHuian noaanbLoro
pPO3BUTKY METOZIB OLHIOBaHHA PU3WKIB ANS MiABULLEHHSA
edeKTMBHOCTI yNpaBriHHS iHopMaLiiHo 6e3nekoto.

Hanpsmy noganbLlumx AOChiMKeHb i noganbLi poboTn
MOXYyTb OyTV CrpAMOBaHi Ha PO3poOneHHs aBTomaTtu-
30BaHUX iHCTPYMEHTIB A5 OLIHIOBAHHS PU3VMKIB HA OCHOBI
3aMponoHOBAHOIO MeTody, a TakoX Ha nornubneHe
OOCTKEHHA  rany3eBMX OCOONMBOCTEN pPU3UKIB B
iHbopMaLinHUX cucTemax.
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[xepena ciHaHcyBaHHA. Lle gocnigXeHHs He oTpumarno
XKOAHOrO rpaHTy Big (OiHAHCOBOI YCTAHOBM B AepXKaBHOMY,
KOMepLiiHOMy abo HEKOMEpLINHOMY CeKTopax.
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QUANTITATIVE RISK ASSESSMENT USING THE FUZZY SETS METHOD

Background. This paper presents a quantitative risk assessment method based on the analysis and evaluation of risks in information systems.
The proposed approach enables the use of a wide range of parameters, providing the creation of flexible assessment tools. This method allows calculating
risks based on both statistical data and expert evaluations conducted under conditions of uncertainty and poorly formalized environments.

Additionally, the developed methods provide the representation of results in both numerical and verbal forms. For example, linguistic variables, which
are often used to describe complex systems characterized by both quantitative and qualitative parameters, can be utilized. The risks of information systems
can be described through a conceptual fuzzy set model that accounts for uncertainty, imprecision, and subjectivity in their evaluation.

Methods. Thefuzzy sets method was applied to study the risks of information systems. This method facilitates the prediction of potential
economic losses. The proposed approach allows the integration of various risk factors into a unified model, considering both quantitative and

qualitative aspects of their assessment.

Result. During the study, a quantitative approach to assessing the risks of enterprise information systems was developed, enabling a
comprehensive analysis and evaluation of the impact of various risk factors. The main results of the work include:

The model accounts for uncertainty, imprecision, and subjectivity of data, which is especially important in unstable environments. This
ensures high adaptability of the method to different areas of enterprise activity.

The proposed methodology enables the quantitative assessment of potential losses associated with risks in information systems based on

statistical and expert data.

Based on the risk assessment results, recommendations can be developed to improve measures for protecting the enterprise's information
assets. This includes the creation of adaptive protection strategies aimed at reducing economic losses.

Conclusions. The use of the fuzzy sets method for quantitative risk assessment of information systems has proven its effectiveness due
to its ability to account for uncertainty and subjectivity in data evaluation. The developed approach not only predicts risks but also supports informed
decision-making to reduce potential losses, contributing significantly to the development of enterprise information security management systems.

Keywords:

risks, forecasting, losses, protection system, cybersecurity, information protection.
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