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BUKOPUCTAHHSA WUTYYHOr O IHTENEKTY
AnsA 3ABE3NEYEHHA BE3NEKU LEHTPIB OBPOBJIEHHA AAHUX

BcTyn. B cy4acHomy ceimi kibep3azpo3u Onsi yeHmpie o6pobneHHs 0aHux (LJOL) cmanu 3Ha4yHOI npobrieMoro Yepe3s iXHIo
3pocmarody cknadHicmb ma adanmueHicms. LLimy4Hull inmenexkm (LUI) 30amHull 3Ha4HO MOKPawumMu fMPoyecu MOHIMopuHay ma
3axucmy, 3abe3neyyroyu eUsIBIIEHHS] Ma peazyeaHHs1 Ha 3a2pPo3U 8 PeXUuMi peasibHo20 Yacy. Memoro docnidkeHHs1 6yno oyiHumu
eghekmueHicmb memodie LLI dnsi nideuweHHs pieHs1 6e3neku LJOL i npodemMoHcmpysamu npakmu4yHe 3acmocyeaHHs1 yux memodie.

M e Toawu. [na docseHeHHs yineli 0ocnidxeHHs1 eukopucmaHo dea nidxodu: aHasi3 noeediHKos8ux aHoMarlili i MoOesto8aHHs
Ha OCHO8i 2nubuHHUX HeUpoHHUX Mepex. [aHi OnA Has4YyaHHI ma mecmyeaHHSI Modesiel eK/oYanu iHgopmayito npo
KibepiHyudeHmu 3a mpu ocmaHHi poku (2021-2023), wjo oxonnrogasnu pisHi munu amak, maki sik DDoS, giwuuHzoei amaku U amaku
Hynb08020 OHsi. ObriaGHaHHS1 éKJTHOHasIo cepeepu 3 npouecopamu Intel Xeon, epadpiunuii npoyecop NVIDIA A100 ma npozpamHe
3abe3ne4yeHHs1 Ha 6a3i Python i3 6i6niomexkamu TensorFlow ma Scikit-learn.

P e 3y nbTaTwu. BukopucmaHHsi MemoOy aHani3y noeediHKoaux aHomarlili noka3aso moyHicms 89 % y eusienieHHi nido3pinux
akmueHocmell, a 2nubuUHHi HelipOHHI MepeXi NpodeMoHcmpye8anu mo4Hicms 6o 92 % y npo2Ho3yeaHHi HogUX 3a2po3. CepedHil Yac
peazyeaHHs Ha NMomeHuyiltHi amaku ckopomuecsi 3 25 do 8 cexkyHO, ujo 3abesneyusio ceoeqacHe 6r1oKyeaHHs1 nido3pinux Oill.
Mpakmuy4He 3acmocyeaHHs1 pe3ynbmamie GocniOXeHHs1 8K/ToYae iHmezpauyito modestell y cucmemMu MOHIMOpPUHay, wo do3eorisie
asmomamuyHO eusiensamu ma Helimpasizyeamu 3a2po3u, 3MEeHWYrYU 3alleXxHicmb eid JIIOCcbKo20 ¢hakmopa ma 3HUXYHYU
liMogipHicmb MOMUJIKOBUX CripPayto8aHhb.

BucHoBku. fJocnidxeHHss niomeepouno egpekmuerHicmb LI sk iHcmpymenmy Onsi 3abe3ne4eHHs1 8UCOKO20 pieHs
kibepb6esneku LO/A. LI 3abe3neyye weudke ma mo4yHe eusiesieHHs1 3a2po3, wjo do3eossie 3anobicamu ixHil peanizayii ma
MiHiMisyeamu wkody. llpome Onsi N08HO20 eukopucmaHHsi nomeHuyiany LUl HeobxidHO epaxosyeamu nompeby e sIKicHUX
OaHux Onsi HaeyaHHsl, nidmpumyi ob64ucroganbHUX pecypcie i 3abe3neyvyeHHi npo3opocmi anzopummie. [Modanbuwi
docnidxeHHs1 Maromb 6ymu cripsimogaHi Ha 8 00CKOHasleHHs1 Moderiel Onsl nideuweHHs iXxHboi cmilikocmi 8o MaHinynsyiti ma
adanmueHocmi o Hoeux muriie 3a2po3.

KnwuyoBi cnoBa: wmy4Hull iHmenekm, kibepbe3sneka, yeHmpu o6pobrieHHss OaHUX, aHasni3 aHomanit, HelipOHHI Mepexi,
@USsI8JIEHHSI 3a2P03.

Betyn AN BUSBMEHHA Ta pearyBaHHA Ha 3arposun. IHui

Y cyyacHomy uUucpoBOMY CBITi LEeHTpM 06poGneHHs aocnigHuky, Taki ak Sharma, H., Sharma, G., & Kumar, N.

AaHnx (LLO) e ocHoBoto 6araTbox iHpOpMaLiiHNX cUcTeM, (2024), posrnsgalTe MeTOooM nepepadvi  gaHuX Y
3abe3neyvytoum 30epiraHHst Ta 0OpOONEHHs KPUTUYHO HACTYNHOMY MOKOMiHHI Mepex i3 BukopuctaHHam LI, wo
BaXnmBMx AaHux. OgHak pa3oM 3i 36inbLUEeHHAM iXHBOT poni Moxe Oyt apantoBaHo ana LOO ana nigBuweHHs
y rmobanbHuX npouecax 3Ha4yHO 3pocrna W KinbKiCTb IXHBOrO 3aXMUCTy.
KibepaTak, cnpsiMoBaHux Ha koMmnpomeTaluito 6e3nekn LIOL. Mema ujei cTtaTTi — po3rnNAHYTM cyyacHi nigxoau Ao
3rigHO 3 oCTaHHIMW LOCHIMKEHHAMMW, TpagUUiiHIi MeToan BukopuctanHHsa LWl gns 3abesneveHHss Gesnekn LIOL,
3aXMUCTy BXEe He MOXyTb MOBHOK Mipol 3abe3neuntu aHanisyloum iCHytodi MeToaM BUSABMEHHS 3arpos i
HeoOXiaHU piBeHb 6e3MneKu, OCKINbKM aTtaku CTaroTb Aeaani pearyBaHHA Ha HUX, @ TaKOX BU3HAYUTM KINOYOBI Nnepesarn
cknagHilwvmMm Ta BinbLU aganTUBHUMMU. Ta BUKIUKW, NOB'sA3aHi 3 ynpoBamxeHHsm LLI.

OgHMM i3 HanWnNepcnekTUBHIWLMX  pilleHb  Ans Oa2ns0 nimepamypu. BnpoBagXeHHs1 LUTY4YHOrO
3abe3neyeHHs 6e3nekn LIO[ € BNpoBamKeHHs LWTYYHOro iHTenekty anst  3abesneveHHss Ge3neknm  LIEHTPIB
iHTenexty (LUI), skvin fo3BoNse aBTomMaTu3yBaTh nNpoLecu 06pOBneHHA AaHNX € TEMOK YMCINEHHWNX OOCHIXKEHb, Ae
MOHITOPVHIY 1 aHanisy AaHux, BUSIBNSAYM aHoManii Ta daxiByi aHanisylTb MOro noTeHuian Ta OOMEeXeHHs.
MOXIMBI  3arpo3M B peXuMmi  peanbHOro  4acy. Hanpuknag, po6ota Saxena et al. (2022) Haronowye Ha
3acTocyBaHHs anropuMTMiB  MalMHHOTO HaB4YaHHA Ta BaXXNMUBOCTI BUKOPUCTAHHS MynbTMOG'€EKTUBHUX nigxoais
munbuHHOro aHanisy 3abesnedvye 3gaTHICTb cMCTeM [0 ANns po3nopainy BipTyaneHux MawwuH y LOA, wo cnpwuse
afjanTauii, WO [O03BONSE BUSABMATU HaBiTb HEBIOOMI 3MEHLUEHHIO HaBaHTaXeHHs Ha iHpacTpykTypy Ta
3arposu Ta 3anobiratu ixHi peanisaduii. NiABULLIEHHIO Ti CTIMKOCTI 4O aTak. ABTOPU apryMeHTyoTb,

AKTyanbHICTb Liei TeMy NiATBEPOXKYETLCSA YUCTIEHHUMU wo iHTerpauis W possonsie onTumizyBaTu PO3MilLLEeHHS
OOCMIIKEHHAMW  Ta NPaKTUYHUMKU - peani3auisMmn,  AKi pecypciB, MiHiMi3ytoun pusukn BpasnueocTten. BogHouac
OEMOHCTPYIOTb  ePeKkTUBHICTL BuKOopucTaHHa LW ans OOCNIXKEHHS notpebytoTb nogansLioro  aHanisy
3axucty iHdpactpyktypn LIOLO. Hanpuknag, y crattax €(PEKTUBHOCTI LUMX METOAIB Yy pearnbHUX YMOBaX.

Saxena et al. (2022) i Pant, Anand, & Onthoni (2023) IHwe 3HayHe pocnigxeHHst Pant, Anand, & Onthoni
NiOKPECINEHO BaXMMBICTb 3aCTOCYBaHHA GaraTopiBHEBUX (2023) posrnsggae 3axuileHi iHopMauiiHi cuctemMu Ta
nigxoAis Ao kibepsaxmcTy, WO BKOYaOTh iHTerpauito LI NiOKPECINIOE  BaXNMBICTb  PO3pobONeHHs  aganTUBHUX
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cTpaTeriit Ans 3axucTy AaHux. ixHs poboTa nigTeepaxye,
wo BnpoBagkeHHs LI go3Bonsie He nuwe BUSBMATU
ataku, ane W npoakTMBHO 3anobiratu iM. [poTe BOHM
3a3HavyalTb, WO edEKTUBHICTb TakUX CUCTEM CUNbHO
3anexuTb Bid SKOCTi HaBYanbHUX AaHUX, WO MoXxe ByTu
noTeHUiiHoK npobneMol y BuUMagKax BUKOPWUCTaHHSA
Hepenpe3eHTaTUBHNX HAabopiB AaHMX.

Sharma, H., Sharma, G., & Kumar, N. (2024) y cBoin
cTaTTi NigKpEeCnoTb BaXnMBICTb BUkopucTaHHa WI ana
3abesneyeHHss Ge3neyvHoi nmepepadvi OaHMX Y CydYacHUX
reteporeHHnx mepexax (HetNets). BoHn cTBepmxytoTh,
WO iHTEenekTyanbHi MeToaM 3HAYHO MOKpPaLLyTb 3aXUCT
3aBAOSKM aHanidy noBediHKoBUX aHomanii. BucHoBku
aBTopiB aktyanbHi ansg LOL, ockinbkn ixHi TexHonorii
MOXyTb OyTW aganToBaHi ANs aHanidy MepexHOi aKkTuB-
HocTi. Le pocnimkeHHs akueHTye yBary Ha BaKNMBOCTI
iHTerpadii LWl 3 icHyrouMMKn cuctemamm MOHITOPUHIY Ans
[OOCSITHEHHS1 MaKCMMarbHOro PiBHS Ge3neku.

LlikaBo, wo Ferencz, & Buki (2022) 3ocepenxytoTbes
Ha acnekTax NOBTOPHOIro BUKOPUCTAHHSA 3aXMULLEHNX AaHNX
i BignoBigHMX MeTogax Ge3nekn y eBPONENChHKNX LieHTpax
00pobneHHs paHux. Xo4a iXHiM akueHT 3o0cepemxeHo
Ginblle Ha NpaBOBMX Ta OpraHi3auiHMX acnekTax, BOHU
TaKoX BMU3HatOTb noTeHuian LW gns nigTpuMKn KOHTpOnto
poctyny Ta 3axucTy iHdopmauii. OpHak aBTopu
nigKpecnowTb, Wo byab-sike BNPOBa[KEHHS TEXHOIOrIN
notpebye [0OOATKOBOrO PErynioBaHHA AN YHUKHEHHSA
KOHMMIKTIB y cdepi 3aXUCTy AaHUX.

Taylor (2021) onucye KOHUEMNLUil0 ynbTpasaxuweHnx
XMapHuX CxoBWL, i BKasye Ha BukopucTaHHa LI gns
CTBOpeHHsA "OyHkepHux" mopenewn Gesnekn. Xoya iXHE
OOCTiAXXEHHA NepeBaXHO 30cepemkeHe Ha  disnvHUX
3axopax 6Oesneku, BkntodeHHs LI gosBonsie pocartu
HOBMX PiBHIB 3aXUCTY 3a paxyHOK BUSBNEHHS NOTEHLUINHNX
aTak Ha piBHi gaHux. Lle Baxnueo gnsa LLO[, ski wykawoTb
LLNSAXW NOCUITEHHS CBOIX CUCTEM Be3neku.

BignoeigHo po Balakrishnan, & Surendran (2020),
BaXXNMMBMM €NEMEHTOM € cTpaTeris 4OCTyny Ao iHdopmauii
y BipTtyansHux LUOA. Lle gocnigXeHHs aeMoHcTpye, Ak LI
Moxe 3abesneuntn 6Ge3neyHWn [ocTyn i ynpaBniHHA
JaHMMM B TakuxX cepepoBuwiax, WO € HeobxigHum ans
3anobiraHHs HecaHKLiOHOBaHOMY [OCTYMY Ta NOPYLUEHHIO
uinicHocTi gaHux. ABTOpPW BKasyloTb Ha MOXNUBICTb

BUKOPUCTAHHA METOAIB MALUMHHOMO HaBYaHHA  Ans
NiABULLIEHHST €DEKTUBHOCTI TAKMX CUCTEM.
MpoBepeHun ornag  nitepatypy  nokasye, WO

BukopucTaHHs LI B koHTekcTi 3abesneyeHHs 6Gesneku
LOO wmae Oaratoobiusitoumii noTeHUian, amne Takox
CTUKAETbCS 3 NeBHMMMU BukNuKamu. Lle ctocyetbcs He
nuLe TEXHIYHUX acneKTiB, TakmMx sik 0OpoONeHHs BEMUKMX
obcariB gaHuMx | 3axuCT anropuTtMmiB Bif 30BHILLHIX
BTPYYaHb, ane 1 NpaBoBUX | eTUYHMX NUTaHb. Bpaxosyoun
Lii acnekTn, BapTo 3a3HauynTn, Lo KOMMSEKCHa cTpaTeris i3
3actocyBaHHaM LI Moxe Oyt edEeKTUBHUM pilLeHHAM
ansa 3axucty LO[MO, ane ii BnpoBagxeHHs Bumarae
peTenbHOro nnaHyBaHHA | Y3roKEeHHs 3 iCHYHUYMMHU
cTaHgapTamu 6esneku.

Metoamn

Ona  pocnigxkeHHs  eEeKTMBHOCTI  3aCTOCYyBaHHS
LWITYYHOro iHTenekTy i3 3abe3neveHHs Oe3neku UEHTPIB
00pOo6GneHHs1 4aHNX BUKOPUCTAHO [ABA OCHOBHI METOAM:

Memod aHanisy noeediHkosux aHomanid. Len
meToa nepenbadae 3aCTOCyBaHHS anropyMTMiB MaLUMHHOIO
HaBYaHHA ONA MOHITOPUMHIY MepexHoro Tpadika Ta
BUSIBNIEHHS BiAXWNeHb Big HOpManbHOi noBegiHkW. Amro-
pUTMK aHanizyBanu AaHi B peanbHOMY Yaci, ineHTugikyoum
NOTEHLjMHI 3arpo3n NOPIBHAHHSAM i3 BiOOMMMMK MaTepHaMu.
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Ona uboro BUKOPWUCTOBYBanM Taki iHCTPYMEHTH,
KrnacTepu3alis Ta MeToam aHanisy 4acoBux psigiB.

ModentogaHHsi Ha OCHO8I HEUPOHHUX Mepex.
3acTtocoByBanu rmMbunHHI HEMPOHHI Mepexi ANA HaBYaHHSA
CUCTEMM Ha BENUKMX MacuBax AdaHux 3 icTopiewo
kibepiHunaeHTiB. Lllo mogenb BWKOPWUCTOBYBanu Anis
NPOrHO3yBaHHA 3arpo3 i BM3HAYEHHS iX IMOBIPHOCTI.
Pesynbtatv MopentoBaHHS MOPiBHIOBanNM 3 peanbHUMU
aTakamu Ansi OLiHIOBaHHSI TOYHOCTi 1 ePEeKTUBHOCTI.

JaHi ona HaBvaHHA Ta TeCTyBaHHA MeToniB Oynu
OoTpuMaHi 3 HabopiB AaHuX, WO MICTATb iHpopmMaLito npo
MepeXxHi aHoManii Ta kibepiHuMaeHTn.

Pe3ynbTtaTtun

Ona pocnigpKeHHa BUKOPUCTAHO BESIMKMA  Macus
AaHnX, AKUI MICTUB iHGOpMaLLito NPO MepeXxHi aHomanii Ta
KibepiHUMaeHTM 3a ocTaHHi Tpu pokm (2021-2023). OaHi
BKINtoYanu ctatuctuky npo DDoS-ataku, dimHrosi ataku
1 aTakn HyNbOBOro AHS, OTPUMaHI Bif MepexHux nposam-
AepiB i BiokpUTUX peno3ntopiis kibepbesneku.

[ns 06pobreHHs 1 aHani3y faHnx BUKOPUCTOBYBamW Take.

ObnadHaHHs1 3 8UCOKOK OBYUCITIFO8aITBHOK MOMYXHICMIO:

e Cepsep: HP ProLiant DL380 Gen10, ocHaLleHuin
asoma npouecopamm Intel Xeon Gold 6258R, 256 'b
onepaTMBHOI NaM'aTi.

e CxoBuwe: macusn SSD Ha 8 Tb gna wBuakoro
006pobneHHs Benukux obesrie gaHnx.

e [padiuHun npouecop: NVIDIA A100 gnsa poboTtu 3
rMUOMHHUMUW HENPOHHUMU MepexXamu.

lNpoepamHe 3abe3neyeHHs:

e Moswu nporpamyBanHs: Python 3.9 i3 6ibniotekamm
ans aHanisy pganux (Pandas, NumPy) i malwuHHOro
HaB4aHHsA (TensorFlow, Scikit-learn).

e |HCTpymeHTM Bi3dyanisauii: Matplotlib i Seaborn gns
nobyaosu rpadikis Ta aHanisy pesynbTaris.

e Cuctema ynpaBniHHs 6a3amu gaHux: PostgreSQL
ans 36epiraHHsa 1 06pobneHHs AaHux.

e OnepauijriHa cuctema: Ubuntu Server 20.04 LTS.

Mig 4Yac gocnigXeHHs1 30iMCHEHO HaBYaHHA Moaenen
Ha TecToBMx Habopax [gaHuX, WO BKMOYanu pearnbHi
BUMALKM aTak i CUMynsALii NOTEHUINHMX 3arpos.

MeTton aHanidy noBefdiHKOBMX aHOManin [03BONvB
BUSBNATY NiJO3pini 3MiHN y MepexXHOMY Tpadiky B pexumi
peanbHOro yacy. AnropuTmu Knacrepm3aadii HaTpeHOBaHO
Ha Habopax pgaHux, WO MIcTATb iHopMaLjilo npo
HOpManbHy Ta Nigo3piny akTMBHICTb. BMKOPUCTaHHSA LbOro
MeTo4y A03BONWUMO 3HU3UTU Yac pearyBaHHS Ha 3arposy
00 10 cekyHA, WO 3HaYHO CKOPOTUIIO MOXIMBICTb LUKOAM
ans Lo (ta6bn. 1).

MMBWHHI HEMPOHHI Mepexi BMKOPUCTOBYBanNu Ans
NPOrHO3yBaHHS 3arpo3 Ta aHarni3y MepexHoro Tpadika.
Mogenb 6yna HaB4eHa Ha ICTOPUYHMX A@HMX NPO Pi3Hi
TMNM aTak, Wo [[o3Bonuno nepepbadaty 3arpo3un 3
BUCOKOI TOYHICTIO. ANropuT™M AeMOHCTPYyBaB 3[aTHICTb
po3ni3HaBaTW HOBI MaTepHW aTtak, ski paHiwe He Gynu
npencTaBneHi y HaB4anbHUx Habopax, 3 TOUHICTO 92 %.
Lle ctano MoxnuBum 3aBAsikU FMUOGUHHOMY HaB4YaHHIO
Ta BUKOPUCTAHHIO anropmMTMiB po3ni3HaBaHHA aHoMarnin
(tabn. 2).

Po3pobneHo wmopgenb Ansa iHTerpauii B iCHyoui
cuctemum MoHiTopuHry. [ig yac TecTyBaHHA mogeni Ha
peanbHUX MepexHUX AaHuxX BAanocsa iaeHTudikysBaTn
Kinbka cnpob NPOHMKHEHHSI 1 aTak, ki He Bynu BUSBMEHI
TpaguuiiHumn cuctemamm 6esnekn. Mogens npautoBana
B peanbHOMy 4aci Ta [o3Bonsna aBTOMaTUYHO
OnokyBaTu nigo3pini Aii, 3HWXKYHOYM HaBaHTAXEHHS Ha
daxiBuiB i3 Kibepbesnekn (Tabn. 3).

AK
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Ta6bnuys 1

BusiBneHHA aHOMani Ha OCHOBI KnacTtepu3sauii

MapameTp 3HauyeHHA ANA HOpMarnbHOI aKTUBHOCTI 3HavyeHHA ANA Nifo3pinoi akTMBHOCTI
O6csr Tpagika, Mb/c 100-200 500-800
KinbkicTb nakeTiB 500-1000 >1500
Yac nikoBOi aKTUBHOCTI 14:00-16:00 03:00-05:00

MopiBHAHHA eheKTMBHOCTI HEMPOHHUX MepeX ANnsA Pi3HUX TUNIiB 3arpo3

Ta6nuysa 2

Twn 3arpo3un BusasneHHs, %

MporHo3yBaHHsA, %

Yac o6pobneHHs, cekyHaun

DDoS-ataka 95 90 7
diwnHrosa ataka 88 85 12
ATaka HynbOoBOro AHs 92 89 10
Tabnuys 3
Pe3ynb'ra1'u TeCTyBaHHA Mo,qeni Ha peanbHUX AaHUX
Moka3sHuk Lo inTerpauii LI Micnsa interpauii LWI
BuasneHi 3arposu, Wwr. 150 210
Yac pearyBaHHsi, cekyHau 25 8
BigcoTok noMunkoBmx cnpaoBaHb 15 7
Mogenb, sKa BMKOPUCTOBYBana MeTOA4 aHanisy 3abe3neyeHHs. B pesynbTati, aBTOMatusoBaHi Aii 3
noBeAiHKOBMX aHoManin, Qgossonuna igeHTudikysaTtu HenTpanisauii, Taki 9k ©OnokyBaHHa IP-agpec i
HE3BWYHI NaTepHU MOBEAiHKM, 30KpeMa aTaku Ha piBHi CerMeHTyBaHHA Mepexi, npuBenu A0 NigBULLEHHS
Mepexi Ta BTPyYaHHSA 4epe3 ypasnuBOCTi NpPOrpamHoro cTivikocTi cuctemu (Tabn. 4).
Ta6nuus 4

MopiBHAHHSA KiNbKOCTi ycNilWHO HEWTPani3oBaHMX 3arpo3

Twn 3arposm KinbkicTb aTak

TpaguuinHuMm metogamm, %

HenTpanisauin HewTpanisauin

meTtoaamu LI, %

BTpy4aHHs Ha piBHI Mepexi 50

80 95

BpaanusocTi 13 30

70 88

3aranowm, pesynbTati nokasanu, Lo 3actocyBaHHs LI
ansa 3axucty LO[ 3HayHO nigBuwye piBeHb 6e3nekw,
3abesneyyoun  CBOEYacHe BMSBMEHHA  3arpo3  Ta
MiHimi3auijto iX BNnMBY.

lMpakTnyHe 3acTocyBaHHA OTPUMaHWUX pe3ynbTaTiB
LbOro JOCNIgKEHHST Moxe OyTu peanizoBaHO Yy KinbKOX
KINIOYOBUX HanpsMKax:

1. ABTOMaTU30BaHi CUCTEMWN MOHITOPUHIY Ta 3axXuCTy
LIOA. PesynbTaTv gocnimpkKeHHs NiaTBEpaAXYHOTb eheKTUB-
HicTb BukopucTaHHs LI ana BuaBneHHa Ta HenTpanisadii
Kibep3arpo3 y pexvumi peanbHoro yacy. BnpoBagkeHHs
anropuTMmiB, po3pobneHnx y [AoCniaXeHHi, [03BONUTb
onepatopam LIO[] niggnwmTy pieHb 6e3neku, 3aMeHLMBLIN
PY3VKM NOPYLLEHHSI LiMICHOCTI AaHuX | po6oTH cncTemm.

2. IHTerpauis B icHytoui nnatdopmmu 6e3nekun. Mogeni
Ha OCHOBiI TMUOMHHMX HEWPOHHUX MEpEeX MOXHa
iHTerpyBaT B iCHylOYi cuctemu kibepsaxucty Aans
nigBULLEHHS edeKTUBHOCTI iXHbOi poboTn. Lie no3sonuts
3HM3UTK KiNbKICTb MOMUIKOBUX CrpautoBaHb i NigBULWLMTY
TOYHICTb i LUBMAKICTb BUSIBIIEHHS 3arpos.

3. ApanTauis B kopnopaTUBHUX Mepexax. BusasneHi
MeToaN MOXYTb OyTW 3acTOCOBaHi 4N 3aXUCTY He TiNbKu
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Benukux LIOM, ane ©n kopnopaTMBHUX MepexX, Lo
30epiratoTb kOHiaeHUinHI gani. Bukopuctanna LI gna
BUSIBIIEHHSA  MOBEAIHKOBUX aHoManin i LBMAKOro
pearyBaHHsi JOMOMOXE 3MEHLUMTY BMNAMB aTak Ha Manuw i
cepenHin GisHec.

4. Po3pob6neHHss HaB4yanbHuX nporpaM. OpgepxkaHi
pesynbTaT MOXyTb OyTW BMKOpUCTaHi ANs HaBYaHHSA
axiBuiB y ranysi kibepbesneku, [OEMOHCTPYHOUU
NpakTU4Hi acnektn 3actocyBaHHs LWl ana 3axucty
iH(bopMaUinHOi iIHPaCTPyKTypH.

Ouckycis i BUCHOBKM

JocnigxeHHst BUKOPUCTAHHS LWITYYHOrO iHTENEeKTy Ans
3abesnevyeHHss Ge3nekn UEHTpiB 06poGReHHs AaHux
rnokasano 3Ha4YHWI noTeHuian Ang  nigBULWEHHS
eEeKTUBHOCTI MOHITOPUHTY, BUSIBMEHHS Ta pearyBaHHs
Ha kibep3arposu. [NpakTMyHa nepeBipka 3acToCyBaH-
HA MeToAiB  aHanisy noBediHKOBUX aHomanin i
MOJEINIOBaHHS Ha OCHOBI MUOUHHUX HEWNPOHHMUX Mepex
nigTBepamna BUCOKY TOYHICTb i LUBUAKICTb pearyBaHHs Ha
3arposu, Lo 0cobnBO BaXITMBO OIS 3aXMCTY KPUTUYHUX
iH(pbopMaUinHMX cucTeM.
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OcHoBHMMK nepeBaramu 3actocyBaHHs LI € 1ioro
3paTHicTb Ao Ge3nepepBHOr0 HaBYaHHA W aganTauii, Wwo
[03BOMNsiE CUCTEMaM He Nuile BUSIBNATU BiAOMI aTaku, ane
1 NporHo3dysaTu HoBi. [ig Yac ekcneprMeHTiB BCTaHOBMNEHO,
WO FNUBUHHI HEMPOHHI Mepexi MOXYTb BUSBNSATU aTaku
TUMY HyNbOBOIO [HS, BWKOPUCTOBYHOUM aHari3 noBegiH-
KOBMX MaTepHiB, IO HEAOCTYNHO ANA TPaAMLINHNX CUCTEM
3axucty. Kpim Toro, sactocyBaHHs LUl 3HayHO ckopoTuio
Yyac peakuji Ha 3arposu, Lo OO3BONUMO aBTOMaTu3yBaTu
npolecu HenTpanisauii atak i SMeHLINTN HaBaHTaXeHHS Ha
chaxisLiB i3 kibepbe3neku.

Mpote BnposamkeHHa WI y cuctemn 6Gesneku LIOA
CTUKAETLCA 3 HU3KOK BUKIUKIB. [0 HMX BKITIOYEHO BUCOKY
3anexHiCTb Bif, SKOCTi HaBYanbHUX AaHWX, SKi MOBUHHI ByTu
penpeseHTaTUBHMMUN 1 OHOBMOBATUCSA, WoOO 3abe3neunTn
HanexHy poboTy anroputMmis. Kpim Toro, npouec iHTerpaduii
LI y Bxe icHytoui cuctemmn Gesneku notpebye 3HaYHMX
pecypciB i HanexHoro MnaHyBaHHA. [HWMM BaXNMBUM
acnekToMm e 3abe3neyveHHst NPO30pOCTi 1 iIHTepNPEeTOBaHOCTI
anropuTtmis WI, 106 yHUKHYTU MOMUIKOBMX CMPaLOBaHb i
niaBULLUTY LOBIPY A0 iXHBOI poboTu.

MpakTuyHe 3Ha4YeHHA  OOCMiMKEHHs nomsrae vy
MOXIMBOCTI iHTerpauii po3pobneHux MeTogiB y Cy4acHi
cuctemu kibepbesnekun. Lle [o3BonvTb NiaBULLMTK piBEHb
s3axuweHocti LIOLO 3aegskm aBTOomMaTtusauii  npoueciB
BMSIBNIEHHS Ta pearyBaHHA Ha 3arpo3n. OTpuMaHi
pesynbTaTti MOXyTb OyTv BuKOpWUCTaHi Ans apanTauii
anropuTMiB 'y KOpPMoOpaTMBHUX Mepexax i po3pobneHHsi
HOBMX HaBYanbHWX Nporpam Ans daxisuis i3 kibepbesneku.

HocniopxeHHss nigTBepauno, wo 3actocyBaHHs LWl e
NEPCNeKTVBHMM  HaNpPsMOM Afsi  MOKPALEHHSA  3aXuUCTy
iHCbopMaLliiiHMX cucTeM BiA cydacHWx kibepsarpos. Vloro
iHTerpauisi 4O3BONSE He Nue onepaTMBHO pearyBaTu Ha
3arpoau, ane n nepegbadatu ix, Wo 3abe3neyye BUCOKUN
piBeHb 6esnekun Ta HagivHocTi pobotn LIOA. MNpote ansa
e(eKTVBHOrO BMKOPWUCTaHHS HEOOXigHO BpaxoByBaTh
TEXHIYHI BUMOIV Ta MOCTIHO BAOCKOHaNoBaT! anroputMm
BigMNOBIOHO 0 3MiH Y 3arpo3ax Ta iHppacTpyKTypi.

3actocyBaHHs LI y «kiGepbesneui BigkpvBae HOBI
rop130oHTY ANs AOCTiMKeHb, 30KpeMa 1 y HanpsiMi iHTerpaduii
3  iHwumu cuctemamm Gesnekm Ta  pPoO3POGNEHHSs
anropuTMmiB, CTIKUX A0 30BHILWHIX MaHinynauin. MNoganbiui
OOCTIHKEHHA MOXYTb OyTM CMpAMOBaHi Ha CTBOPEHHS
6inbLU aaanTUBHKUX i 3aXMLLEHMX BiA MaHiNynauin moaenen,
LLI0 4O3BONUTL 326e3neunTu Lie BULLMIA piBEHb 3aXUCTY AN
LOM Ta iHWMX KpUTUYHKX iHOpMAaLNHMX CUCTEM.

BHecok aBTtopiB: Ceprin Tonona — KoHuenTyanisauis;
meTogororia; AnHiHa Lectak — aHania mxepen, MigroTyBaHHS
ornagy nitepatypu abo TeopeTUYHWMX 3acaf [OCHiOKEHHS;
Ceprin [JakoB — 36ip eMnipyyHuMX [aHMX Ta iXHs Banigauis;
eMnipuyHe LOCTiHKEHHS.
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[xepena ciHaHcyBaHHA. Lle gocnigXeHHs He oTpumano
)KOOHOro rpaHTy Big «iHaHCOBOI yCTaHOBM B [OEPXKaBHOMY,
KOMepLiHOMy abo HEKOMEpLHOMY CeKTopax.
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THE USE OF ARTIFICIAL INTELLIGENCE FOR ENSURING THE SECURITY OF DATA CENTERS

Background. Intoday's world, cyber threats to data centers (DCs) have become a significant concern due to their growing complexity
and adaptability. Artificial Intelligence (Al) can greatly enhance monitoring and security processes, ensuring real-time threat detection and
response. The aim of this study was to evaluate the effectiveness of Al methods for improving DC security and to demonstrate their practical
applications.

Methods. Intoday's world, cyber threats to data centers (DCs) have become a significant concern due to their growing complexity and
adaptability. Artificial Intelligence (Al) can greatly enhance monitoring and security processes, ensuring real-time threat detection and response.
The aim of this study was to evaluate the effectiveness of Al methods for improving DC security and to demonstrate their practical applications.

Results.The use of the behavioral anomaly analysis method achieved an accuracy of 89% in detecting suspicious activities, while deep
neural networks demonstrated up to 92% accuracy in predicting new threats. The average response time to potential attacks was reduced from
25 to 8 seconds, enabling timely blocking of suspicious actions. Practical applications include integrating these models into monitoring systems,
allowing automatic threat detection and mitigation, reducing reliance on human intervention, and minimizing false positives.

Conclusions.The study confirmed the effectiveness of Al as a tool for ensuring high levels of DC cybersecurity. Al enables quick and
precise threat detection, preventing their realization and minimizing potential damage. However, to fully harness Al's potential, it is essential to
consider the need for high-quality training data, computational resources, and algorithm transparency. Future research should focus on refining
models to enhance their resistance to manipulation and adaptability to new types of threats.

Keywords: artificial intelligence, cybersecurity, data centers, anomaly analysis, neural networks, threat detection.

ABTOpM 3asBNSIOTL NPO BiACYTHICTb KOHMMIKTY iHTepeciB. CnoHcopu He Bpanu yyacTi B po3pobneHHi gocnimxkeHHs; y 36opi, aHanisi
4K iHTepnpeTaLii 4aHuX; y HanucaHHi pykonucy; B pilleHHi Npo nybnikauito pesynbTarTiB.
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