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IMANEMEHTALLIA 3AXUCTY BEBAOOATKIB HA NODE.JS:
OCHOBHI 3ArPO31M TA METOAM BE3NEKHU

BcTyn. IHmeHcueHuli po3sumok eebmexHosoeili i 3pocmaHHs nonynspHocmi eeb3acmocyHkie, po3pobrieHux Ha
nnameopwmi Node.js, eidkpuearomb Hogi Moxnueocmi Ons1 yugpoeozo 6isHecy, s0OHOYAC MOCUIIIOKOYU PU3UKU Kibep3az2po3.
OdHiero 3 Kro4osux npobrieM cy4acHol kibepbesrneku € 3axucm makux cucmem 8i0 HecaHKyioHogaHo20 docmyry, MopyuweHHs
yinicHocmi OGaHux i 3abe3ne4yeHHs1 iXxHbOI cmabinbHOi pobomu. Y KOoHmMeKcmi 3pocmaHHsl KinbKkocmi amak Ha eebpecypcu
ocobnueoi akmyanbHocmi Habyearomb 3acobu 3axucmy, fkKi MOXymb 6ymu iHmezpoeaHi 6e3 3HayHO20 3HUXXEHHSI
npodykmueHocmi. 3acmocyeaHHsi 6azamopieHegux MexaHi3mie, 30kpema i KoHmposb docmyny, eanidayis eeedeHHs1 ma
napamempus3auisi 3anumie 0o 6a3u daHux, hopMyHMb OCHO8Y Cy4YacHO20 Mioxody Ao 6e3rMe4YHo20 PO3POOBIIeHHS.

MeToawu. lMposedeHo cucmemamuy4Huli aHasi3 cy4yacHux mMemodie 3abe3rne4yeHHs1 6e3rneku eeb63acmocyHkie, 30kpema i e
koHmekcmi Node.js. BukopucmaHo Mmemodu meopemu4yHo20 MOOesIH08aHHs1, MOPI8HSSILHO20 aHasli3y, MPaKMuU4YHO20 mecmyeaHHs!
cucmewm 3axucmy U aHanizy e¢hekmueHocmi pisHux cmpameziii. Ocobrugy yeaz2y npudineHo iHmezpauyii MexaHiamie 3axucmy, makux
sIK 06MeXxeHHs1 Kinbkocmi 3anumie (rate limiting), 06po6nieHHs1 napamempu3oeaHux SQL-3anumis, ghinbmpauis kopucmyeaybKo20
8e8edeHHs1 ma 3acmocyeaHHs1 MPUHYuUMy HaliMeHwux rnpusineis. A KoxHo20 3 Memodie OUiHeHO pigeHb MPOJyKMUBHO20
HaesaHmMa)xeHHsl, MOYHICMb 8USsIBJSIEHHS1 amakK i cyMicHicmb 3 apximekmyporo Node.js.

PesynbTaTtu. AHani3 nokasas, uo HalieghekmueHiwum nioxodom do 3axucmy eeb3acmocyHKie € NoeOHaHHsI KillbKOX
83aeM000r08HIO8aNIbHUX cmpameeil. Hanpuknad, eukopucmaHHs Nnapamempu308aHux 3arumie cymmeeo 3HUXYE PU3UK
SQL-iH’ekyiti, modi ik koHmposb docmyrny 00 KPUMUYHUX pecypcie YHEeMOX/Uue /e HecaHKUyioHogaHy Modudikayiro 0aHuXx.
HoesedeHo, wo kom6iHyeaHHs rate limiting i ¢hinbmpauii eeedeHHs1 3Ha4yHO nideuuwjye cmilikicmb 3acmocyHKy Ao amak muny
brute force i script injection. BoOHo4ac maki 3axo0u He CImeoproomMb iCMomHO20 Ha8aHMaXKeHHs1 Ha cucmemy, w0 do3eoJisie
enpoeadxyeamu ix y peasnibHUxX ymoeax. BusHa4eHO onmumanbHi KOHpi2ypauyii 3axucHuUx MexaHi3mie 3asiexHo eid pieHs
3a2po3 i pyHKUiOHaIbHUX eUMO2 00 8e63aCMOCYHKY.

BucHoBku. 3axucm seb3acmocyHkie, nobydoeaHux Ha Node.js, sumazae cucmemMHO20 i KOMMIEKCHO20 Midx00y.
Kom6iHyeaHHs1 Kinbkox Memodie 3axucmy 0o3eo0sissie 0ocsiamu 8UCOKO20 pieHs1 6e3neku 6e3 3HUXeHHS1 eghekmuesHocmi
po6omu 3acmocyHKy. Pe3aynbmamu QocnidxeHHs1 MOXymb 6ymu eukopucmaHi Onsi nobydoeu iHmezpogaHux cucmem
susiesieHHs1 ma 3anobicaHHs1 Kibep3azpo3aM 3 ypaxyeaHHsIM apximekmypHux oco6nueocmeli Node.js. KpiMm mexHi4Hux
acnekmie, nidkpecseHo eaxnuegicmb ynpoeadXeHHs1 nonimuk 6e3reku, WO OXOMIMb SIK MEXHOJOo2i4Hi, mak i
opaaHizayiliHi komnoHeHmu 3axucmy. CucmemHe enpoeadxeHHsI makux niodxodie 3abeszneyums cmilikicmb 3acmocyHkKie
Haeimb 8 yMoeax 3pocmaHHs ckiiadHocmi Kibep3azpo3s.

KnwuyoBi cnoBa: Nodejs, 6e3neka eeb3acmocyHkie, SQL-iH’ekuil, koHmposib docmyny, O6MexeHHs 3anumie,
pinbmpauisi seedeHHs1, 6azamopieHesull 3axucm, KOH¢hideHyiliHicmb aHuXx, Npo2pamMHa epa3ssiueicms, Kibepbesreka.

BeTyn SK KMiEHTCbKOI, Tak i cepBepHoi YactuH Node.js-gogaTtkis.

Y koHTekcTi rnobanbHoi uudposizauii Bebaogatkm Omxe, y cBiTni Bucokoi nonynsipHocTi Node.js i aepani
BUKOHYIOTb LIEHTpanbHy pofb Yy BMPOBa[AXEHHI HOBUX cknagHiwmx  kibepaarpo3  JocnimkeHHs  edeKTUBHUX
GisHec-moaenen, aBTomaTmaauii npouecis i 3abe3neyeHHi MexaHi3aMiB 3axucTy BebgoaaTtkiB Ha Ui nnatdopmi
goctyny Ao iHdopMauinHUX CepBiciB ANS  MifbHOHIB Mae i TeopeTuyHe, i NpakTU4He 3HayeHHsa Ansa 3abesne-
kopucTyBadiB. NMnatcdopma Node.js, sika nobygosaHa Ha YeHHS1 KOHMIAEHUIMHOCTI, UiniCHOCTi Ta OOCTYMHOCTI
pywii V8 i 3acHoBaHa Ha noginHomy uukni (event loop), iHdbopMaLinHUX CcUCTEM.
3abe3neyye BUCOKY MPOAYKTMBHICTb i MacluTaboBaHICTb, Y Mexax [ocrimKeHHs Kibep3arpos, WO MawTb
L0 pobuTk Ti NpuBabnmBolo ANA CTBOPEHHSA SIK cTapTanis, KPpUTWYHUIA BMMB Ha BebgopaTtku, obrpyHToBaHO 06paHo
Tak i KopnopatuBHux piweHb. OpHak pa3om i3 OfHY 3 HaMMOLIMPEHIWKMX i HanHebe3neyHilLIMX KaTeropin
po3noBCloMKEHHAM BebaodaTtkiB 3pocTae W KiNbKiCTb atak — SQL-iH’ekuii. PiweHHs 3ocepeantnca came Ha
kibepiHumaeHTiB. 3a pgaHumu PT Security, 17 % ycix LbOMY TUMi 3yMOBMEHO MOr0 BMCOKOI YacTOTO MOSIBU B
3apeecTpoBaHMX kibepaTak CnpsAMOBaHO caMe Ha iHUMaeHTax iHdopmaLiiHoT 6e3neku, LWMPOKMM CMEeKTPOM
BebiHTEpdeicn, ae ekcnyaTyrTbCsl BPA3NMBOCTI B KOAI HacrnigkiB - gna  UiniCHOCTI JaHWX, a TaKoX MOCTIMHUM
Ta KoHirypauii gogatkis. Y 2024 p. cdiHaHCOBI BTpaTtu Bifg OOMIHYBaHHAM Yy  MDKHapogHWx 3BiTax | HayKoBUX
KibepanounHis gocarnu pekopaHux $16,6 mnpag — ue Ha nybnikauisx. 3righo 3 OWASP Top 10 (OWASP
33 % GinbLue, Hixx 2023 p., X04a KinbKiCTb iHLUMOEHTIB TPOXM Foundation, 2025), iH’ekuii 3anuwatoTbCa cepep TPivKku
3MeHwunacs oo 860 000 3BepHeHb, WO CBigYUTbL MPO HanHebe3neyHiwmnx 3arpo3 ans BebaoaaTkis,
3pPOCTaHHSA CKNMafHOCTI aTak i ixHbol edekTmBHoCTI. Kpim nocTynaw4mchb nuiie npobneMam aBTeHTUdIKaLi.
Toro, ynpogoBx 2024 p. 3acpikcoBaHo 40 077 HOBUX Node.js € ogHUM i3 HANMONYNAPHILLNX cCepeaoBULL, Ans
Bpas3nuMBOCTEN y nporpamHoMy 3abesnedeHHi (CVE), a po3pobreHHs cyvacHuMx BebaodaTkiB 3aBAsikM  CBOIN
3arpo3u 4epe3 API-iHTepderncn Bupocnn Ha 681 %, wo MaclTaboBaHOCTi, NPOAYKTUBHOCTI M aKTUBHIN MiATPUMLI
BKa3ye Ha HEOOXIAHICTb KOMMMEKCHUX MiAX0AiB A0 3aXUCTy cninbHoTU. [lpoTe MOro  acuHXpOHHa  Mogenb 3
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06pobneHHAM 3anuTiB y Mexax eQVHOro NoTOKy BiAKpUBaE
BPa3nMBOCTI, $Ki MOXyTb OyTM KPUTUYHUMK Yy pasi
HeedbeKTUBHOrO  ynpaeriHHA  BBedeHHAM abo  3a
BiCYTHOCTI HanexHoi nepeipku 3anuTtiB. Hanpuknag, y
Snyk (2025) 3asHavatoTb, wo SQL-iH'ekuis 3anuwiaeTbes
Ceprio3HoKo 3arpo3oto Ans goaatkie Ha Node.js, ockinbku
HEKOHTPONbOBaHe BBeAeHHs 6e3  Banigauii  abo
napameTpusaudii  3anuTiB  0O3BONISIE  3NTIOBMMCHMKAM
BNpoOBaaXyBaTu WKianuei SQL-koMaHau, Lo Npu3BoaAnTb
00 PO3KPUTTS KOHMIAEHUiIMHNMX AaHux abo 3MiHu 6asu
faHux. Came Ui acnekTu nigKpecnowTb akTyarnbHICTb
aHanizy SQL-iH'ekuin Ak i3 nornagy  apxiTekTypHuX
BPa3fMBOCTEN, TaK i 3 NO3nLiT 6e3NeKn KPUTUYHUX CEPBICIB
Ha nnaTtdopmi Node.js.

AHaniTUYHI 3BiTM Ta HayKOBi OOCHILKEHHS OCTaHHIX
pOKiB 3acBigvyloTb BUCOKY BpasnuBicTb Bebaoaatkis,
nobynosaHnx Ha Node.js, o arak Tmny SQL-iHekuji.
3rigHo 3 pganummn Synk Open Source Security Report
(2024), 6nmnsbko 27 % BpasnueocTen y Node.js-gopaTkax
CTOCYlOTbCA  OOpOONEeHHs BBeAEHHS, WO CTBOPOE
cCnpuATNMBE cepefoBulle Ans  iH'eKUinHMX — aTak,
0cobnMBO 3a BiACYTHOCTI NnapaMeTpun3oBaHMX 3anuTiB
(Snyk, 2024). Y s3BiTi IBM X-Force Threat Intelligence
Index 3a 2024 p. 3a3HayeHo, wo SQL-iHekuii ctanu
npuynHo 41 % iHUMAOEHTIB, NOB'A3aHMX i3 NMOPYLUEHHAM
KOHdpiaeHuinHocTi y Be6goaatkax (IBM, n. d.).

Omxe, BuBYeHHS SQL-iH ekuin y koHTekcTi Node.js o3Bo-
NS€ OUIHATA HaMKPUTWYHIWI chakTopn puanKy Ana Bebao-
OaTkiB i Hagatn pekoMenaauii woao nobyaosy ePeKTUBHOI
mogeni ©Gesneku. Lle pocnigpkeHHs Mae npakTUYHy Ta
METOZOIONYHY LHHICTb, OCKifIbKM OXOMIIOE aHani3 moTOYHNX
TEHAEHL, BpasnMBOCTEN i 3aXMCHUX NiOXOAiB y HanobinbLL
YKUBaHMX cepefoBULLax BeOpo3pobeHsb.

Memoro uboro gocnigKeHHs1 € aHaria OCHOBHMX 3arpo3
Gesnevi BebgoaaTkiB, po3pobneHnx Ha nnatdopmi Node.js,
i BM3HAYeHHs edeKTMBHUX MeToAiB iXHbOro 3axucty. 3
ornsigy Ha MOLUMPEHICTb aTtak, Takmx sk SQL-iH'ekuii, XSS,
CSRF, ataku "niogmHa nocepeguHi” (Man-in-the-Middle),
eKcnnyaraLjis BecenkoBux Tabnuub, BigaaneHe BUKOHaHHSI
Kody, HeoOXiOHO po3pobuTK KOMMMEKCHI 3axoau Ans
IXHBOT HeMTpanisauji.

[ns pocsirHeHHs Uiel MeTn nepegbadeHo po3B'sa3aHHSA
Takunx 3aBOaHb:

e [lpoBecTu aHanis icHytounx 3arpo3 6e3neLi Be6ao-
aatkiB Ha ocHoBi Node.js.

e [locnigntn meToam ataku, Lo HavacTille BUKOPUCTO-
BYIOTbCS AN KOMNpomMeTaLii faHuX.

e Bu3HauMTM OCHOBHI MPUHLUMNM Ta MeXxaHi3mmu
3axucTy Bebaoaatkis.

e Po3rnsHyT cnocobu NigBULLEHHS PIBHS 3aXULLEHOCTI
KOMYHiKaLin.

e 3anponoHyBaTh pekoMeHAaUii Loao0 MOCUIEHHS
Ge3neky BebooaaTKiB 3 ypaxyBaHHsIM Cy4acHUX CTaHOapTiB
Kibepbesneku.

O2na0 nimepamypu. [MpoTAroM OCTaHHIX pokiB
CMOCTEPIraeTbCsl 3HAYHE 3pPOCTaHHSA Kibep3arpos, Lo
BMMBalOTh Ha Ge3neky Bebaoaatki. 3okpema, y 2023 p.
KifbKiCTb aTak Ha npuknagHomy piBHi HTTP 3pocna Ha
93 % nopiBHSAHO 3 MonepegHiM pokoMm. Lle cBiguntb npo
NiABULLEHY aKTUBHICTb 3NTIOBMUCHMUKIB, SKi BAKOPUCTOBYIOTb
HOBI MeToau Anst 06xoay TpaauUinHKX 3acobiB 3axuCTy.

OocnipxeHHa Edgescan nokasano, wo 19,47 %
BUSIBNEHNX BpasnmBocTeln y 2023 p. Oynu knacudikoBaHi
sIK BUCOKOro abo kpuTtuyHoro piHst (Edgescan, 2024). Lle
NiAKPEeCNoe HeobXiAHICTb YNPOBamXEHHSA edeKTUBHNX
cTpaTterin  ynpaeniHHA BpPasnMBOCTAMWU Ta MOCTINHOIO
MOHiTopuHry 6e3neku BebgoaaTkie. BapTo 3a3HaumTy, Wo
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pocnimkeHHsa Cyber Security Threats and Vulnerabilities:
A Systematic Mapping Study (2022) npoBeno
cucTeMatuyHe KapTyBaHHS HayKoOBMX Mpaub, CNpsMO-
BaHMX Ha BMBYEHHS 3arpo3 | BpasnuMBOCTEN Yy
kibepnpoctopi  (Awan, & Khan, 2020). AsTtopu
KnacudpikyBanu icHytoYi OOCNIAXEHHs 3a TemaTukamu,
MeTofamu Ta HanpsiMamu, Lo [A03BONUIO BUSBUTU
NPOranMHN y 3HAHHAX | BM3HAYUTK MpPIOPUTETHI obnacTi
ANnst ManbyTHIX JOCNIOKEHb.

3BepHeMmo yBary Ha gocnigxeHHs A Survey of Security
Vulnerabilities and Protective Strategies (2021), ske
30Cepe;pKyeTbCA Ha aHanisi NoLUMPEHNX BPa3nUBOCTEN Y
nporpamHoMy 3abesneveHHi Ta Mepexax, a TakoX Ha
edeKTMBHOCTI pisHuX cTpaTerin 3axucty (Zhang et al.,
2023). ABTOpU MNiOKPECIOTE BaXXMUBICTb NMPOAKTUBHOIO
nigxody 0o 6e3neku, BKIOYa4YM perynspHe OHOBIIEHHS
CUCTEM, HaBYaHHSA TNepcoHany Ta BMNPOBaXEHHS
OaraTopiBHEBMX MeXaHi3MiB 3axuCTy.

Y  pocCnigpKeHHi Ishag, & Fareed (2023),
npeactaesneHomy gk “Mitigation Techniques for Cyber
Attacks: A Systematic Mapping Study”, nposegeHo
cucteMaTtuyHe KapTyBaHHS mMeToaiB npotuaii
Kibep3arpo3am 3 akLEHTOM Ha MpIiOpUTETHI ypas3nmnBoCTi,
Taki gk 3anomucHe M3, gilwmHr Ta iH’ekuinHi ataku (Ishaq,
& Fareed, 2023). ABTOpamu BM3Ha4Y€HO OCHOBHI KaTeropii
MEeTOAB 3axucty — Big nacuBHux (OrnokyBaHHA Ta
GinbTpauisa) 0o akTMBHWMX. BOHM Takox 3a3HavaloTb, WO
3HayHa YacTUHa [JOCMnigKeHb 30CepemKyeTbCs  Ha
3aranbHUX MexaHiamax 3anobiraHHda, ane noTpebye
npodeciiHoi aganTauii 4o cneundivyHNX cepenoBuLL, AK-
oT BebgopaTkiB Ha Node.js. Lle nigkpecntoe HaranbHiCTb
YyNpOBaXXeHHsA  creuianbHUX  cTpaTerin, Takmx §K
OaraTopiBHEBa (inbTpauis 3anuTiB Ta ONTMMI30BaHi
cxeMu 06pobneHHst BBEAEHHS.

Kpim Toro, aHanitmyHa ny6nikauia Intigriti (2024)
30CEPEIKYETbCA HA BUKIIMKAX, MOB'A3aHUX i3 HOBMMU
TEXHOJOTISIMU — LUTYYHUM iHTENEKTOM, [HTepHeToM peyer
i Grok4yenHoM, Ta iXHbOMY BMNMBY Ha kibepbesneky
(Intigriti, 2024). ABTOpM HaromowywTb, WO LWBUAKE
BMPOBaXXEHHA LMX TEXHOMOrh 3Ha4yHO PO3LLMPIOE
NAOLWMHY aTaku, a TakoX BMMarae aganTUBHUX CTpaTerii,
TaKMX SK MalUMHHE HaBYaHHSA [ANs BUSIBNIEHHSI aHOManiu i
OWHamivHi  meTogu dbinbTpauii Tpadika. Y KOHTEKCTi
Node.js-gonaTtkiB Le 403BOMNSE NOEAHYBATM KOHTEKCTHUM
aHanis noBeaiHKK 3anuTiB 3 ONTUMI30BaHUMU
OOMEXEeHHsMM BXOAy, WO 3HAYHO MNiABULLYE CTiMKICTb
3aCTOCYHKIB O Cy4acHuMX kibep3arpos.

Y KoHTekcTi diHaHcoBux TexHonorih  (FinTech)
pocnigxeHHa Cybersecurity Threats in FinTech: A
Systematic Review (2023) BusiBuno 11 OCHOBHUX

Kibep3arpos, cepen SKuUX: QILUMHI, aTakM Ha naHutorm
noctavaHHa Ta BpaanusocTi B AP| (Jabeen, Li, & Kim,
2024). ABTOpM npoOMOHylTb 9 cTpaTerin  3axucTy,
BKItoyatoun BGaratodakTtopHy aBTeHTudiKauio, wudpy-
BaHHA Ta MOHITOPUHI aHOManmii, Wo € 0cobnmBo
akTyanbHuMmn ans Bebpopatkie Ha Node.js, ski 4acto
BUKOPUCTOBYIOTb Y (DiIHAHCOBUX CepBiCax.

Bapto BigmituT pgocnigxkeHHa Modern Hardware
Security: A Review of Attacks and Countermeasures (2025),
SKe aHanisye BpasnuMBOCTI Ha amnapaTHOMY piBHi, Taki SK
aTtaku Yepes Kel-nam'aTb Ta efnekTpoMarHiTHi BUNPOMiHIO-
BaHHs (Zhang, & Lee, 2025). ABTOopu nNigKpecnoTb
HeoOXiOHICTb BpaxyBaHHS anapaTtHMX acrnekTtiB 6esneku y
po3pobneHHi BebgoaaTkiB, 0cobnMBO B yMOBaX 3pOCTaHHS
BUKOPUCTaHHSI XMapHUX TexHonorin Ta loT.

HesBarkatoum Ha Nporpec y BUBYEHHI CNOCO6iB 3axmcTy
1 aHanisy ix, NoTpibHO Wwe BMKOHATK Barato poboTu Ans
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NMOBHOLIIHHOIO BMBYEHHS Liei Temun. MNoganbLi gocnigxeH-
HA MOBWHHI 30CepeamuTUCA Ha iHTerpauii  iCHyunx
cTpaTerin  3axucTy, pPO3pPOO6IeHHi HOBUX  METOAIB
BUSIBMEHHA Ta pearyBaHHs Ha 3arpo3v, a TakoX Ha
BAOCKOHAIEHHI HaB4YanbHMX NporpaMm AN MiaABULLEHHSA
00i3HaHOCTI KopMCTyBaYiB LLOAO Kibepbesneku.

MeTtoau

B po6oTi BMKOpUCTAHO MeTOAM aHanisdy, ki BKIto-
YalTb CMCTEMATUYHE KapTyBaHHS HaykoBMX nybnikauin
i3 Kibepbe3nekn, TeopeTUYHE MOAEMNOBAHHSA MeXaHi3MiB
SQL-iH’ekuin, NOPIBHANbHMI  aHania edeKTUBHOCTI
3aXMCHUX MeTOfiB, eMMipyyHe TecTyBaHHA CUCTEM
0Ge3nekn 1 OLiHIOBaAHHA PU3MKIB BMAMBY BPa3fIMBOCTEN,
WO [03BOMWMAO [AOCATTW  KOMIMIIEKCHOTO  PO3YMiHHS
npuHUMniB 3axucty Bebaoaatkie Ha nnaTtgopmi Node.js
BiZl OCHOBHMX Kibep3arpoas.

PesynbTtaTtn

SQL-iH'ekuis  (SQL Injection) — wue oguH i3
HaMMOLUMPEHILIMX TUMIB aTak Ha Be64oaaTKu, Lo BUHMKAE,
KON 3NMOBMUCHMK Mae 3Mory BnucaTu wikignuesuii SQL-kon
y 3amuT po 6asvM gaHux 4Yepe3 HesaxuweHe abo
HeHanexHo 3axulleHe nore Ans BBeAEHHS KopucTyBaya.

Y pesynbTaTi LUbOro ataka A03BOMSE HeCaHKLiOHOBaHUMN
poctyn go bA.

Y Bebponatkax, po3pobneHux Ha nnatdopmi Node.js,
SQL-iH’eKLii MOXyTb BUHMKATK 3a BUkopucTaHHa SQL-6a3
OaHuX, 0cobnvMBO Yy BUMNagkax, KoOnvM PO3POOHUKM
dopMytoTb 3annT Bpy4Hy, 6e3 3actocyBaHHa ORM.

MpuHumn aii  SQL-iH'ekuii nonsrae B TOMy, WO
3MOBMUCHUK BCTaBnse dparmeHT SQL-kody B TekcTtoBe
none abo napameTtp URL, sikun 6e3 HanexHoi Banigauii
notpannge y diHanbHun SQL-3anuT. Lle possonse
3MIHWUTK NOTIKY BUKOHAHHS 3anuTy.

Mpouec (puc. 1) 3a3Buyar NOYMHaKTbL 3 TOrO, LO
KOpUCTyBay 3aroBHIOE More Ans BBeAeHHs. HAKWwo
OekeHOA0AaTOK He BUKOPUCTOBYE MEXaHi3MiB OUYULLEHHS
abo nigrotoBneHux 3anuTiB (prepared statements).
3NOBMUCHUK MOXE CKOpUCTATUCS UMM i BBECTU 3anuT,
wo6 3miHMTK noriky pobotn SQL. Y pesynbTaTi 3amicTb
MOLLYKY KOHKPETHOro 3anuTy, 3anuT NoBepHe BCi 3anucw,
60 neBHa ymoBa Moxe OyTu 3aBxau iCTUHHOW. Lle
nosBonsie  o6inTm  aBTeHTMdikauito abo  BUTATTU
KOHMIAEHUiNHY iHpopMauito 3 6asn gaHux.

KopMCTyBaj [aHi 6e3 nepeBipku SQL-3anHT opMYETBER
BEOAMTL AHI'Y nepenaloTkea A0 3 BUKOPUCTAHHSIM JaHWUX
dopmy SQL-3anuty

AKLLO BBEAEHHS MICTUTb
LIKIGNMBMIA Ko, CTPYKTYpa

Cepsep BUKOHYE 3MOBMUCHUK Mae
MoamdpikoBaHmin SQL- [ocTyn go
3anut iHchopmalyi

3annTy 3MIHIOETLCS

Puc. 1. MNpouec BukoHaHHst SQL-iH'ekuii

SQL-iH’ekuist BUHUKAE TOZj, KON BBEAEHHS KOpUCTyBaYa
6e3 nepeBipkn iHTerpyetbca B SQL-3anut. Hanpuknag,
PO3rnstHEMO TaKUi 3annuT:

SELECT * FROM users WHERE username =
= 'sgedeHe_Kopucmysadyem’;

MOXe CTaTh BpasnuBMM, SKLLIO KOPUCTYBaY BBeAE:
"OR '1'="1.
PesynbTaT:
SELECT * FROM users WHERE username =" OR '1'='1";

LLIO noBepTae BCi psiaku Tabnuui.

BpaxoByoun dyHOaMeHTanbHUi MexaHiam dopmy-
BaHHA BPA3NMBOro 3anuTy Ta 34aTHICTb 3MOBMUCHUKA
yepe3 HeCaHKLUiOHOBaHy iHTepronduilo BnnvBatuM Ha
BUKOHaHHA SQL-iHCTpyKUin, Oyab-skuiA BXiOHWIA KaHan,
yepe3 Ak AaHi Hagxoaatb o CYB[, moxe cratu
o6'ekTom aTaku. CuctemaTnyHa knacudikauis Lmx kaHanis
[o3Bonsie nobyayBatu edekTMBHI  cTpaTerii  3axucTy,
30KpeMa W 3acTOCyBaHHs NIArOTOBMEHUX  BUpasis
(prepared statements) i cyBoporo posgineHHs kogy i
OaHux. Y noganbwomy byae 3aiicCHEHO AeTanbHUIM aHani3
OCHOBHUX [IKepen KOpPUCTYBaLbKOro BBEAEHHS, L0
CNyryloTb Todkamu Bxody Ansg SQL-iH'ekuin, BKMIOYHO 3
Bebdopmamu, URL-napametpamn, HTTP-3aronoskamu
Ta 3anutamu vyepes API.

HocnidxeHHs1  Oxepen  @UHUKHEHHSI  amaku.
SQL-iH'ekuis  Moxe BMHMKATM Oyab-Ae, [e  AaHi
KopucTyBaya notpannsitotb y SQL-3anuT 6e3 nonepeHboi
Barnigauii 4n YiTKoro po3aineHHsa gaHnx i kogy. Y KOHTeKCTi
BebponatkiB Ha Node.js ocobnuBy yBary crig npvainuTu
TakUM KaHanam HaaxooKEeHHS JaHUX:

e Bebdopmu. MNons dopm € ogHMM i3 Hanmowmpe-
Hilwmx mrepen SQL-iH'eKL, ocKinbkM BOHN GesnocepeaHbo
npunMaloTb OOBINbHUA TEKCT Big KopucTyBaya. Ko,
Hanpvknag, Banigauis o6MeXxyeTbCs NuLie NepeBipkoo Ha
nopoxHevy abo [OBXWMHY, a BBEAEHE 3HAYeHHs
bGesnocepenHbO  KOHKaTeHyeTbca i3 SQL-psakom,
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3MOBMUCHVK MOXe BNpoBagntn AosinsHi SQL-onepatopwm.
Y YNCNEHHMX [OCMIAKEHHSIX 3a3HavyeHo, Lo MoHaj
70 % BusaBneHnx SQL-BpasnmBocTeln Hanexatb came A0
nonie  copm (nNoms  noriHa, peecTpauii, MoLUyKy,
komeHTapiB Towwo) (OWASP Cheat Sheet Series, 2025).

e URL-napametpu (query parameters). [laHi 3 psgka
3anuTy (Hanpuknag, ?id=123) yacTo BMKOPUCTOBYIOTb ANISA
¢dopmyBaHHa ymoB WHERE B SQL. Akwo 3HayeHHA
napameTpa He MpoxoAuTb Yepe3 yHKUi GesneyHoro
po3mexyBaHHs (parameter binding), To 3amicTb YMcrnoBoro
ineHTMikaTopa Mmoxe byTn nepegaHo YacTuHy SQL-koay.
DocnimxkeHHs OWASP pekomeHOyl0Tb aBTOMaTU30BaHE
TecTyBaHHa BCiXx napameTtpie URL Ha HasBHICTb
SQL-iH'eKUiA, OCKINbKM LEN KaHan 4acTo 3anuliaeTbcs
nosa yearoto po3pobHukis (OWASP Testing for SQL
injection, 2025).

e HTTP-3aronoBku. binbLiicTb po3pobHukiB inbTpye
nawe Ti JaHi, Wo Hagxoadatb y Tini 3anuTty abo B
napameTtpax URL, irHopytoun 3aronosku (User-Agent,
Referer, Cookie Towo). [lpote ui nons nerko
MOAMMIKYBaATU HA CTOPOHI KNIEHTA, i SKLLO BOHM NOryI0ThCA
abo BWMKOPUCTOBYHTbCSH AN POPMYBaHHS AMHAMIYHUX
3anuTiB, TO MOXYTb CTaTW BEKTOpOM aTaku. Hanpuknag,
nig vac noryeaHHs User-Agent y B[l 6e3 ekpaHyBaHHSA
nitepanis, 3MNOBMMUCHUK 3dateH yBectn SQL-kopg
6e3nocepeHbO B 3arofloBOK 3anuTy.

e WebSocket-nosigomneHHs n API-zanutu (JSON,
XML, SOAP). Cy4acHi Node.js-gogaTkm  aKkTMBHO
BukopuctoBytoTb WebSocket abo REST/GraphQL API
ansa obmivy gaHumun y cpopmatax JSON um XML. Xoua ui
NPOTOKOMNW BIOPI3HAITLCA Big TpaguuinHux dopm Ta
URL-napameTpiB, BOHM Tak camO MNpuiAMaloTb OaHi Big
KnieHTa. AkWo Taki noBiAOMMeHHs ob6pobnsioTe 6e3
CTPOrMX MexaHi3aMiB po3amexyBaHHa SQL-napameTpis,
BOHW CTa@HOBIATb MOTEHUINHY TOYKY BXOAY ANA iH'eKuii.
OWASP paaguTtb oxonntoBaTvi aBTOMaTUYHUMU CKaHepamu
He nuwe GET/POST-napametpu, a n yci JSON/XML-
3anuTu, Wob BMABUTM NpuxoBaHi BekTopu ataku (Halfond,
Viegas, & Orso, 2006).
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Ons rnubworo po3ymiHHs mexaHiamiB SQL-iH'ekuin
OOUINbHO 3BEepHyTUCA [0 iXHbOI Knacudikauii, Lwo
0asyeTbCA Ha O3Hakax B3aemodii MK UinboBUM
3aCTOCYHKOM i 31TOBMUCHMKOM.

Knacudikadia TuniB SQL-iH’ekuin. OcHOBHMMM
O3HaKamu, siki BUKOPUCTOBYIOTb AN Krnacudikauii, €:

e KaHan nepefadi AaHUX MiX KMNiEHTOM i cepBepoM
(Ton camui kaHarmn Yu iHWni);

e HasaABHiCTb abo BiOCYTHICTb NpAMKX BignoBigewn Big
cepsepa;

e MOXIMBICTb OTPMMaHHS 3BOPOTHOrO 3B'A3KYy MpoO
pesynbTaT BUKOHaHHS 3anuTy;

e  BUKOPUCTaHHS MNOBIYHNX KaHaniB KOMYHiKaLii, Takunx
sk DNS a6o HTTP. BignosigHo go uux kputepiis knacudgi-
kauii, SQL-iH’ekuii yMOBHO NoAinsAwTb Ha Taki TMnu:

= In-band SQL-iH'ekuia. Lle HannpocTiwmn i
HaPO3NOBCIOMKEHILLUMIA TWM, 3a AKOro pesynbTaT iH'ekuil
noBepTaeTbCs TUM CaMMM KaHarom, uvepes3 skuin byna
nepegaHa ataka. Takvin TUN ataky nerwe peanisyeTbes i
3abe3neyye NpsMuUn 3BOPOTHUIA 3B'sI30K. lMpuknagamu e:
Classic SQLi (oTpumaHHs BCix 3anucis i3 Tabnuui); Error-
based SQLi (oTpumaHHa iHdopmaLii 3 NnoBigoMNEHb NPo
nomunku SQL).

= Blind SQL-iH’ekuis. BuHukae Togi, kKonu cepeep
He TMoBepTae sBHMX MOMUIIOK abo pJaHux, npoTe
3MTIOBMUCHWK MOXE€ pOBUTM MPUMYLLEHHS Ha OCHOBI
BiOMIHHOCTEW y noBsefdiHUi Beb3acTocyHky (Hanmp.,
TpuBanocTi BiAMOBiAi, nepeagpecauii Towo). BoHa
NoAINseTbCS Ha:

- Boolean-based Blind SQLi (ymoBa icTvHHa / HeicTuHHA);

- Time-based Blind SQLi (3anutn 3 npumycoBoto
3aTPUMKOK BUKOHAHHS, SIKLLO YMOBA iCTUHHA).

- Out-of-band SQL-iHekuis. 3actocoByTb Yy paasi,
Konu Hi in-band, Hi blind iH’ekujii HeedekTUBHI. 3NOBMUCHMK
CcTBOpIOE ymoBHU, 3a skux CYB[, Hapcunae pesynbratv
aTtakM  Ha  30BHIWHIM  cepBep,  KOHTPOSbOBaHUM
aTakyBanbHukom (Hanp., 4epe3 DNS-zanutn abo
HTTP-Buknukn). Takuii TN notpebye cneumdivyHnx yMmoB
— 3okpema i goctyny CYB[l 10 30BHILLHIX Mepex.

Lis knacudpikauisi € BaxXnmMBolo 3 NPakTUYHOro nornsay,
OCKinbkn koxxeH TN SQL-iH'ekuii BuMarae cneundivHmx
MEeTOAiB BUSBMEHHS Ta 3axucTy. Po3yMiHHs Tuny iH’ekuii
[03BoNsie po3pobHukam i daxiBusiM i3 Gesnekn obpaTu
HariedeKTUBHILLI IHCTPYMEHTU aHanidy Ta npoTuaii 3arpoai.

SQL-iH'eKkUii CTaHOBNATbL CEPO3HY 3arposy He nuilie
TEXHIYHOMY piBHIO iHopmMauinHoi Gesnekn, a M1

yHKLiOHaNbHIN LinicHocTi Gi3Hec-npouecis. Y
TEeXHIYHOMY BUMIpi 3MOBMUCHUKU MOXYTb:
e OTpuMaTh HeCaHKLiOHOBaHUA  [ocTyn  Oo

KOHIAEHUiIMHUX AaHMX (naponiB, 6aHKIBCbKUX PEKBI3UTIB,
NnepcoHarnbHUX AaHUX);

e MoaudpikyBaT abo BuOansaTM AaHi, MOpyLIyoYn
NOriKy Ta OCTOBIPHICTb CUCTEMM;

e OTpuMMaTV NpaBa agMiHicTpaTopa, Lo Aae 3Mory
3MiHIOBaTK HanawTyBaHHS abo BCTaHOBMOBATY LUKIANMBE
nporpamHe 3abe3neyeHHs;

e OpraHidyBaTV aTaky Ha iHWi YacTUHU
CTPYKTYPU Yepe3 CKOMMPOMETOBAHMWI 3aCTOCYHOK;

e jHiUilOBAaTKM BWUTIK CecCin, WO nNpuU3BOAUTL [0
BUKpaZeHHs obnikoBux 3anucie abo pgoctyny [Oo
hiHaHCOBWX PecypcCiB KOPUCTYBaYiIB.

Kpim Toro, SQL-iH’ ekuia Moxe CAPUYUHUTU HagMipHe
HaBaHTaXXEHHS HAa CEPBEP, LU0 3HWKYE NOro NPOAYKTUBHICTb,
a B OKpeMux Bunagkax — MpUM3BOAWUTbL OO MOBHOI
HEeZOCTYMHOCTi CUCTEMMU.

iHppa-
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3 opraHisauiHoro nornsgy, HacniakM MOXyTb BKIOYATH:

e BTpaTy AOBiIpY KOPUCTYyBauiB;

e penyTaLifiHi BTpaTu KOMMaHi;

e (biHaHCOBI 30MTKM BHacnigok wWTpadiB, CyaoBUX
no3osiB abo KomMneHcalLii;

e HEBWKOHaHHS BMMOT CTaHAapTiB 6e3nekun, Takmx sk
PCI DSS a6o GDPR.

OTxe, 3 ypaxyBaHHsIM kracudikadii Tunie SQL-iH’ekuin
Ta OUiHIOBAHHA TXHbOI LIKOAW — $SIK TEXHIYHOI, TaK i
opraHisauinHoi — HeobXiaHO NepenTy Jo aHanidy MeToaiB
3axXMUCTY.

AHaniz memodie 3axucmy eid SQL injection.
Y 3B'A3Ky i3 3a3Ha4YeHMMM BULLE 3arpo3amu Ta iXHIMU
NMOTEHUIANHO  PYWHIBHMUMK  Hacnigkamu,  ocobnueoi
aKkTyanbHOCTi HabyBa€ BMPOBa[XEHHS eMEeKTUBHUX i
BOZHOYAC NPaKTUYHO pearni3oBaHNX MexaHi3MiB 3axucTy
Beb3acTocyHkiB. Y noganblioMmy —aHanisi  yeara
30cepeaxyBaTUMeTbCs Ha niaxonax, ePekTUBHICTb SAKMUX
NiATBEPOKEHO $K Yy TEOPeTUYHIn niTepaTtypi, Tak i B
ymMOBax  peanbHOro  BUPOOHMYOro  cepepoBuLia.
3asHaveHi MeToam oTpUManu LUMPOKE BU3HaHHA cepefn
po3pobHMKiB i (paxiBuiB 3 iHGopmaUiiHOT Geaneku
3aBASKM  IXHIM  MPaKTUYHOCTI, afanTMBHOCTI  Ta
BiAMOBIAHOCTI rany3eBumM cTaHgapTam.

MeToau, siki po3rnagaTumemMo B nofanbsLiomy, obpaHo
3 0rnagy Ha Kinbka Kno4oBMX YMHHUKIB:

e [pocToTa iHTerpauii Ta MiHiManbHi BTPyYaHHA B
icHytody kopgoBy 0asy: KOxeH i3 nigxopdiB moxe OyTtn
BMPOBaAXXEHUIN MNOCTYMNOBO, L0 € KPUTUYHO BaXKITMBUM 4115
KOMaHz, SiKi mpaLtoTb 3a MeTogonoriamu 6eanepepBHOT
iHTerpauii Ta goctaeku (CI/CD), i gae 3amory onepaTvBHO
yCyBaTV BUSBIEHI BPA3nMBOCTI;

e wwmpoka nigTpumka B  ekocuctemi  Node.js:
PO3rnsiHyTI 3aco0uM NiATPUMYHOTECA OBINbLLICTIO CyYaCHUX
penmBOpKiB i BiGNioTeK, L0 3HWXKYE MOPIr BXOOXKEHHS,
BATPATU Ha HaB4YaHHA MepcoHarny Ta CrpoLye iXHe
BMPOBaAXXEHHS B TUMOBI PO3POOHMLILKI mpouecn (Hamp.,
dyHKUii escape y ppaviBepax MySQL, 6ibnioTeka
validator.js, moxnumBocTti ORM ToOLW0);

e 3abe3neyveHHs 3axUCTy Ha  KiNbKOX  PiBHAX
B3aeMofji i3 BXIZHUMU JaHUMW: 3aCTOCYBaHHS NOEAHAHHSA
MeToAiB — BiA binbTpauii BxigHoT iHpopmauii (Escaping,
Input Validation, White-listing) go cTpykTypHOi izonsuii
Kooy 1 gaHux (Prepared Statements) Ta 06MeXeHHs1 piBHSA
poctyny (Least Privilege) — pae 3mory pocartu
OaraTopiBHEBOI 6e3neku;

e BiANOBIQHICTb Hankpawmm npaktukam OWASP i
MiXKHApOOHWM  CTaHdapTaMm: KOXeH i3  pO3rnsHyTUX
nigxoAiB pekoMeHAOoBaHWN aBTOPUTETHUMU Be3nekoBUMHU
opraHisadiamu, 3okpema n 'y mexxax OWASP Top 10, wo
CBiAYMTb NPO iXHIO HaAiNHICTb, OOI'PYHTOBAHICTL i
[oBefleHy ehekTUBHICTb y 3anobiraHHi SQL-iH’ekuism;

e MaclWTaboBaHICTb i THYYKICTb YNPOBaKEHHS:
KoMOiHauis obpaHux MeToAiB [J03BONSE ajanTyBaTu
ctpaterii 6e3nekn [0 Ppi3HMX MacliTabiB i apxiTekTyp
nporpamMHoro 3abesneyeHHs, NiATPUMYY ONTUMATbHUIA
6anaHc Mixx NPOAYKTUBHICTIO Ta PIBHEM 3aXUCTY.

Bepyun po yBarv BKasaHi aprymeHTt, [AOUiNbHO
po3noYatn aHania 3 oAHOro 3 Hamnbinbl iHTYITUBHO
3po3yMinux i npocTux y peanisauii metoais — Escaping.

Escaping. Escaping € ogHvM i3 6a3oBux MeTonis
3anobiraHHa SQL-iH'ekuism i nepepgbavae nonepegHe
NepeTBOPEHHS BXiAHUX KOPUCTYBALBKUX OaHUX TakuMm
crnocobom, wob cneuianbHi cumBonu abo onepatopu SQL
BTpayanu cBoe (yHKLiOHanbHe 3HaYeHHs Ta TpakTyBa-
nMcs K 3BMYaliHa YacTvHa psiika, a He sk erneMeHTU
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SQL-cuHTakcucy. Lle yHeMOXnuBmne HecaHKUiOHOBaHy
3MiHy cTpykTypy SQL-3anuty 3 60Ky koprcTyBaya.

[o BCTaBKM KOpPUCTYBaLbKMX 3HaveHb y SQL-3anur,
crieuianbHi MyHKLUiT abo 6ibnioTekn 3aiNCHIOITL NepeBipKy
BXiAHWX NapameTpiB Ha HasBHICTb CUMBOIB, O MatoTb
creujanbHe 3HayeHHs B SQL (Hanp., nanku, kpanku 3

KOMOI, KOMEHTapi), i 3amiHTb iX 6e3nevyHumu
ekBiBaneHTamu. Y koHTekcTi PostgreSQL (puc. 2) ogHum i3
KIMOYOBKX acnekTiB € HanexHe ekpaHyBaHHSA OfMHAaPHWX
nanok ('), OCKifbKM came BOHW Han4vacTille BUKOPUCTO-
BYIOTbCS 4115 "PO3PUBY" CUHTAKCUYHOT CTPYKTYPU 3anuTy.

OTpuMaHHA gaHHWX
BiO KOpUCTyBaya

MNepesipka Ha
HaABHICTL '

EkpaHyBaHHA ' BuKOHaHHA 3anuTy

Puc. 2. MexaHiaMm BKOHaHHS y KOHTeKcTi PostgreSQL

Hanpwvknag:

MoyaTkoBMI cumBon: '

Micnsa ekpaHyBaHHs: "

Y npaktuyHoMy npuknagi, skwo SQL-3anut mae Burnsa;

SELECT * FROM user WHERE name = ?
MinctaButn 3amictb ? - test’; DROP TABLE user --
SQL oTtpumae
SELECT * FROM user WHERE name =
= 'test’; DROP TABLE user--'

Y Takomy BUrMAAi 3NoBMUCHWI Kof Byae BUKOHaHO, Lo
npu3sene OO BTpaTu AaHux. HaTomicTb, 3acTocyBaHHSA
escaping TpaHcdopmye 'y ", i pe3ynbTatoM CTaHe:

SELECT * FROM user WHERE name =
= 'test"; DROP TABLE user--'

Y uboMy BuMNagKy yBecb LIKIONMBUIA cparMeHT Gyae
iHTEpNpPEeTOBaHO K YacTuHa psiaka, a He sik SQL-iHCTpykuis.

MepeBaru BukopuctaHHsa Escaping:

e MpOCTOTa BNPOBaXXEHHSN: peanisaLis He NnoTpebye
CKragHux 3miH y kofi abo apxiTekTypi nporpamu;

function escapeSQL(str) {

e THyYKiCTb: MeTod Moxe OyTu BUKOPUCTaHUA Y
Pi3HNX KOHTEKCTaxX i 3 pisHUMKU TUNnamu 6a3 AaHux.

Heponiku BUKOpUCTaHHA escaping:

e He3axMLLeHICTb iHWKX TUNiB NnapameTpiB: Escaping
eEeKTUBHUI NepeBaXHO ANA PAAKOBUX 3HAYEHb, TOAi K
iHWi MM gaHumx (Hanp., Yicna 4yu OyneBi 3HAYeHHs )
noTpebyoTb AogaTKoBOro o6pobneHHs abo nepesipku;

e peanisauid Ha CTOPOHi MPWUKMAgHOro  KoAy:
notpebye yBaKHOCTI 3 GOKy pPO3pOOHMKIB, LLO CTBOPHE
pu3nK nioacbkoro daktopa — Hanpukniag, 3abyBaHHA
3actocyBatu Escaping B okpemux Bunagkax abo
HEKOPEKTHE BUKOPUCTaHHA QOYHKLIN.

Y 3B'd3Ky i3 UMM noctae noTpeba y [oAaTKOBUX
MexaHiamax, $Ki [O03BOMAlTb 3AINCHIOBATU MNEPBUHHY
dinbTpauito  gaHux Wwe [o  iXHbOI  nepegadi 4o
SQL-gBuryHa. OgHMM i3 Takux yHiBepcarnbHUX i LUMPOKO
3aCTOCOBYBaHUX MiAXodiB € Banigauis BXigHWMX OaHUX
(Input  Validation), wo 3abe3nevye opmanbHe
NiATBEPAXXEHHS BiAMNOBIOHOCTI NapaMeTpiB yCTaHOBIIEHNM
KpuTepisam 6e3neku Ta Tunisawi.

Peanizauito  dyHkuii, ska
Escaping (puc. 3).

iMNnemMeHTye anroputM

if (typeof str l== 'string") {

return str;

}

return str.replace(/'/g, "''");

}

const userInput = “admin’
const escapedInput =

OR 1 =
escapeSQL (userInput);

1--7

console.log("Escaped Input:", escapedInput);

Puc. 3. JlictuHr dpyHkuii Escaping

BukopucmaHHs input Validation. Input Validation —
Lie MeTOoZ 3axXuUCTy, WO nonsrae y nepesipLi BXIAHWX AaHUX
nepen X nodanbluMMm  OOPOGMEHHAM  CUCTEMOLO.
OCHOBHOKO MeTO  LbOro nigxogy € 3anobiraHHA
BBEEHHIO HEOMiKyBaHMX, MOTEHUINHO LWKiANMBKMX abo
HEKOPEKTHUX 3Ha4eHb, $SKi MOXyTb NPU3BECTU [0
nopyLueHHs 6iHec-noriku abo CTBOPUTY BEKTOPU aTak.

[Mpouec BUKOHaHHA mnoka3aHo Ha puc. 4. Input
Validation peanisytoTb 3aBasku 3acTocyBaHHO Habopy
npaBun OO KOXHOro napameTtpa, SKMW HagXoAuTb BiA
KopucTyBaya. Lli npaBuna MoxyTb BKNoYaTu:

e ®opmaT: nepesipka  CTPYKTypu  BBEAEHOrO
3Ha4yeHHs (Hanp., email noBuHeH BignoBigaT LWabnoHy
name@example.com).
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e Tun: BM3HAYEHHSA TOro, YW BignoBigae TUN AaHUX
ouikyBaHOMY (psigoK, Uine yucro, Aata ToLo).

o [loBxuHa: BCTaHOBJEHHSA MiHiManbHoOT
MakCMMarnbHOT OBXUHW AN PAAKIB.

e [liana3oH: 0GMeXeHHSs YMCMOBMX 3HAYEHb MEBHUMM
mexamu (Hanp., Bik Big 0 go 130).

e KoHTekCT: BIONOBIQHICTb OaHWX  KOHKPETHOMY
npuaHadeHHlo abo ymoBam  6isHec-norikm  (Hanp.,
npaBuribHa CTPYKTypa 4OMEHHOro iMeHi B email).

Y TUNOoBIN cuTyauii, Hanpuknag nig Yac o6pobneHHs
dopmu aBTeHTUIKALT, CUCTEMA OTPUMYE 3HAYEHHSI MONiB
email i password. [lani KoxkeH napameTp NPpOXOaAuTb Yepes
Habip BanigaLinH1X NpaBui: perynsipHi BUpasv NepesipsitoTb

Ta
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cdopmat email; TMN i [OBXMHY OLIHIOTb OKpPeMmo,
[00aTKOBi OOMEXEHHS HaKMaakoTb 3aneXHO Bif, KOHTEKCTY.
[ns npuknagy, nepe.ipka email MOXxe Burnsgat Tak:
const emailRegex =
= /Na-zA-Z0-9. %+-[+@[a-zA-Z0-9.-]+\.[a-zA-Z]{2,}$/;

Llem perynspHuin Bupas rapaHTye, WO BBedeHe
3Ha4YeHHs MaTume BanigHy CTPYKTYPY agpecu, YHEMOX-
nmentooum iH'ekuii SQL WnaxoMm obMexeHHst 4onycTUMmX
cumBoniB. [logibHo, ana nona  password  MOXyTb
OyTn BM3HaYeHi OOMeXeHHs LWOoAo [OBXMHM (Hanmp.,
8-30 cumBorniB) i cMMBOTIB, 3a00OPOHEHMX 40 BUKOPUCTAHHS
(nankw, kpanka 3 KOMO0, NOABINHE TUPE TOLLO).

OTpyMaHHA [aHHKX
BiJ KOpUCTyBaya

MNepesipka Ha ymoBmn

BukoHaHHA 3anuTy

Puc. 4. MNMpouec BUKOHaHHS po3ibpaHoro anroputMy

Mepesarn Input Validation:

e VYHiBepcanbHiCTb — [O03BOMSE 3aXUCTUTUCH He
nuuwe Big SQL-iH’ekuin, a 1 Big 6araTbox iHLWMX TUNIB aTak,
Takmx sk XSS, Command Injection, Path Traversal.

e 3abesneyeHHs LINICHOCTI AaHWUX — CYTTEBO 3HWMXYE
MMOBIPHICTb NMOTpanfsHHA aHoManbHUX abo "cMiTTeBUX"
OaHuX y cucTemy.

e [lpoctoTa BnpoBamKeHHss — 0as30Bi MexaHi3Mu
nepeBipKu Nerko iIHTerpyrTbCs B Noriky Be63acTOCYHKy.

Heponiku Input Validation:

e ObmexeHa epeKTMBHICTb SK EANHMI 3acib 3axmCTy —
mMeTon He 3MiHe cTpykTypy SQL-3anuty, TomMy He €
JocTaTHIM Anga noBHOT HerTpanidauii SQL-iH ekuin.

e 3anexHicTb Big CTPOrocTi NpaBui — epeKkTUBHICTb
3anexuTb Big AKOCTi, BWYEPMNHOCTI Ta KOHTEKCTHOT

peneBaHTHOCTi BCTAHOBIIEHUX OOMeXeHb; HeooMnpaLbOBaHi
abo 3aHaaTo 3aranbHi NpaBuna 3anuiaTb MOXIMBICTb
ans obxigHux cueHapiis.

Peanizauito  dyHKUii, fka iMANeMeHTye anroputmu
Input Validation, nokasaHo Ha puc. 5.

Ona nigBuweHHa egeKTUBHOCTI MNepeBipkn BXiAHMX
OaHVX | 3MEHLLEHHS pu3nKy 06xoay 3axucTty, meToa Input
Validation pgouinbHo noegHyBaTu 3 iHWMMU NiAXOAAMMU.
OpHum i3 Takux € White-listing — meTog, wo nonsrae y
CyBOPOMY  BM3HAYeHHi  [OONyCTMMUX 3Ha4vyeHb abo
LWwabnoHiB, AKi cuctema Moxe MpUAHATK. Ha BigMiHy Big
3aranbHoOi MepeBipkM Ha MNpaBUIbHICTL dopmaTty, Len
nigxig 6asyeTbca Ha NpUHUMNI "0O3BOMEHO TiMbKK Te, Lo
SIBHO JO3BOMEHO", Lo 3abe3neyye BULLMIA piBEHb Oe3nekun
nig Yac 06poBNEeHHsT KPUTUYHUX AaHUX.

function validateEmail(email) {
if (typeof email !== "string') {

return false;

}

const emailRegex =
/~[a-zA-Z@-9._%+-]+@[a-zA-Z0-9.-]+\.[a-zA-Z2]{2,}%/;

const maxLength = H

return emailRegex.test(email) && email.length <=

maxLength;

}

const emailInput =

"example@gmail.c";

if (validateEmail(emaillnput)) {
console.log("Email sanignmii");

} else {

console.log("Email nesaniaumii™);

}

Puc. 5. NictuHr Input Validation

BukopucmaHHsi white-listing. \White-listing (nepesipka
3a 6inUMm cnuckom) — Le MeToa KOHTPOSO BXigHUX OaHMX,
AKUA  Oo3Bonsie Opatv g0 0OpPo6GneHHs BUKIOYHO i
3HaYeHHs, WO SBHO A03BOJIEHI 1 nonepeaHbo BU3HAYEHI
po3pobHMKOM abo cuctemHuM aHanitukom. Llen migxig e
cyBopiwoto chopmoto Banigauii (input validation), ockinbku
He [JOMNYyCKae XOAHUX BiAXWUIeHb Bif nepeniky 4onyCTUMUX
3HayeHb, He3anexHo BiA KOHTeKCcTy abo dopmanbHoT
KOPEKTHOCTi BBEEHUX AaHUX.

Ha BigMiHy Big 3BUYanHOI NepeBipku AaHUX, gka 4acTo
[O03BOrISE LWMPOKE KOO A0NYyCTUMUX 3Ha4YeHb 3a hOpMOto
(Hanp., BignoBigHicTb perynsipHomy Bupasy), White-listing
(pvic. 6) NoBHiCTO BUKIOYae Oyab-sKe 3HAYEHHs], sIke He
BXOAWTb OO 3aspanerigb yctaHoBrneHoro Habopy. Takui
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niaxig ocobnueo eekTUBHUIA y BUNagkax, Konm cuctema
O4vikye OTpMMaTW KOHKPETHi, OOMEXeHi 3a KinbKiCTHo
BapiaHTU — sK-OT pPoni KOpUCTyBa4a, TUNn onepaLiv, koau
cTaTyciB, NapaMeTpu COPTYBaHHS TOLLO.

Akwo cuctema, Hanpuknag, OO3BOJSAE NULLE MEBHi
poni kopucTtyBadiB, Sk-oT "admin”, "user", "moderator”, To
OyOb-SKUIA IHLWIWIA BBIA — HE3amneXHo BiJ CUHTaKCU4YHOT
npaBubHOCTI abo CXOXOCTi —  aBTOMaTU4YHO
Bigknaaetbcs. Lle He nuwe nigsuwye Gesneky, ane i
3abe3nevye UinicHicTb AaHux i noriky cuctemu. MoaiGHuin
nioxin Takox YHEMOXITUBITHOE BMPOBaKEHHS
iH' EKLiHOrO koAQy B KPWUTWMYHI MapamMeTpu, HaBiTb Y
BUMNadKax, konv nonepeaHst inbTpauis abo escaping
Oynn NOMUITKOBO MPOMYLLEHI.
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OTpumaHHA JaHux
BiZl KOpUCTyBaya

naHux

Mepesipka, Y BOHU
HasiBHi B CTPYKTYpI

BuvkoHaHHs 3anuTy

Puc. 6. Mpouec BrkoHaHHa White-listing

Mepesarn White-listing:

o CyBOpuiA KOHTPONb BBEAEHWX AaHuX: OO3BOSiE
MOBHICTIO BUKITHOYUTH MOXTMBICTb 06pobrneHHsA
HenepeabayyBaHWx abo LKIAMMBMX 3HAYeHb, L0 3HAYHO
3HWKYye pu3nk SQL-iH'ekuin, XSS Ta iHWKX artak, skKi
eKcnnyaTyrTb AOBINbHWUIA BBi KOpUCTyBaya.

e Bucoka nepenbavyBaHiCTb MNOBEAIHKM CUCTEMM:
3abesnedyye CTabinbHICTL | NOrYHY  Y3rO[XKEeHICTb
00po6neHHst AaHuX, WO 0COBNMBO BAXXMMBO 4115 KPUTUYHO
BaXnuBux abo 6e3nekoBux 3aCTOCYHKIB.

e [lpocToTa noriku nepesipku: y Bunagkax gikcosa-
HOro Habopy OOnyCTUMKX 3Ha4YeHb NepeBipka € MpsAMo-
nNiHiMHoto, i nmerko dopmanidyBati y cneumdikauisax i
nepesipuTy Nig Yac ayauty.

Heponiku White-listing:

O6mexeHa THyYKiCTb: MeTof, edheKTUBHUIA nulle Ans
TUX BXIOHWUX OaHWX, SKi MOXHa 3a3ganeriob nepepaxyBaTu.
Y Bunagkax i3 OOBIMbHUMW psgkamMu, LOUHAMIYHUMU

napametpamy abo cknagHow GisHec-norikow  (Hanp.,
MOLLYKOBI 3anvTWN, KOMEHTapIi, aapecy eNeKTPOHHOT NOoLLTK)
3acTocyBaHHA 6inoro crnucky crae HenpugaTHUM abo
BMMarae [4o4aTkoBOro CyrnpoBoay.

MigBuWweHi BMMOrM [0 MNPOEKTYBaHHS: peanisauis
White-listing noTtpebye pgetanbHoro aHanisy  BCiX
MOXITMBUX BXiAHUX 3HA4Y€Hb Ta YBaXKHOrO MPOEKTYBaHHSA
nepenikis 4ONyCTUMOro BBOAY. Y pasi NOMUIOK Ha LibOMY
eTani Moxe OyTM BTpaveHa QYyHKUiOHaNbHICTL abo
CTBOpPEHI NepeLuKoan Ans NeriTMMHUX KOPUCTYBauiB.

White-listing gemoHCTpye BWCOKY edeKTUBHICTb £K
KOMMOHEHT KOMMMEeKCHOT cTparterii 3axvucty Bebaopatkis.
OpHak noro crif BUKOPUCTOBYBaTW He i30MbOBaHO, a B
KOoMOGiHauii 3 iHWKMMKM MeTogamu, TakMMu SK escaping,
prepared statements i Banigauia dopmary, Wwo [03BONSE
3abe3neuntn OGaraTopiBHEBWMIA 3axWCT Big IH'eKUin Ta
iHLWIMX aTak, NoB'A3aHNX 3 0OPOONEHHAM KOPUCTYBaLbKNX
AaHux (puc. 7).

function validateWithWhitelist(value, allowedValues) {
return allowedValues.includes(value);

}

const allowedRoles =
const roleInput = "admin";

[“"admin”, "user", "moderator™];

if (validateWithWhitelist(roleInput, allowedRoles)) {
console.log("Ponb 3 6inoro cnucky™);

} else {

console.log("Ponb He HanexwWTb OO AO3BONEHUX™);

}

Puc. 7. NictuHr White-listing

BukopucmaHHsi Prepared Statements. Prepared
Statements (nigrotoBnexi 3annTn) € ogHUM i3 HaWbINbL
edeKkTMBHUX i HaainHuXx MeToAiB 3axucty Big SQL Injection
y BebpopaTkax. Ller nigxig nonsirae y nonepegHbomy
komnintoBaHHi SQL-3anuTy B cuctemi ynpasniHHa 6asamm
OaHUMX [0 aKTUYHOrO BUKOHAHHA 3 nepepadeto
napamMeTpiB y BigokpemrieHomy Burnsagi. BigokpemneHHs
NOriKM 3anuTy BiA4 AaHUX [O03BOMSIE YHUKHYTU iHEKLIN,
OCKINIbKM  HaBiTb  MOTEHUINHO  LWKIANIMBI  3HAYeHHs
iHTepnpeTytoTbest CYB[ sk 3BMYaliHi faHi, a He sk YacTuHa
SQL-iHCTPyKLUiiA.

Ha BigmiHy Big guHamiyHux SQL-3anuTiB, y gkux
CTpykTypa opmyeTbca 3aBasikm  Oe3nocepegHbOMy
BKIMOYEHHIO AaHUX Y TEKCT IHCTPYKLUIT, NigroToBNEHi 3anuTtu
nepenbayatoTb YiTke pO3MeXyBaHHS MiXX KOAOM 3anuTy Ta
noro napameTpamu. Cnoyatky ¢OpMyeTbCa LWAGMIOH
SQL-iHCTpyKUii 3 Tak 3BaHMMU  nnelicxondepamu
(anrn. placeholders a6o bind variables), aki nosHavaTb
mMicus  ana  mManbyTHiXx  3HaveHb. Llen  wabnoH
Hagcunaetbea ao CYB[, oe KoMninoeTrbcs OavH pas i
MoXe OyTu BUKOpUCTaHUI GaratopasoBo 3 pi3HUMUK
Habopamu napameTpiB.
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ETanun BUKOHaHHS:

1) ®opmyBaHHs wabnoHa (puc. 8). 3acTocyHok
dopmye SQL-3anuT i3 nnencxongepamu - 3amiCTb
(haKTUYHMX 3HAYEHb.

Hanpuknag:

SELECT * FROM users WHERE email =
= ? AND password = ?

TyT 3HaKU NUTaHHA ? € 3AMIHHUMK MicusiMK, Lo ByayTb
3aMilleHi aKTUYHUMM 3HAYEHHSMU Mig Yac BUKOHAHHS.

2) Kowmninsuis 3anuty B CYBO (puc. 8). Cucrema
ynpaeniHHA 6a3aMu JaHWX OTpUMYe LIabroH i 34iACHI0E
MOro CUHTaKCUYHUIA aHani3, onTUMI3aLito Ta KOMMINAuito.
Ha ubomy etani CYB[l BM3Hayae nnaH BUKOHAHHSA 3anuTy,
Wwo moxe OyTu 36epexeHuin y nam'aTi Ans noganbLioro
NMOBTOPHOIO BMKOPUCTAHHS.

3) Nepepaya napameTpis Ta BUKOHaHHSA (puc. 9). Konun
KopucTyBay Hagae (akTU4Hi 3HadveHHs (Harmp., email i
naponb), BOHW nepepatTbes o CYB[ okpemo Big
wabnoHa. CYB[l nmigctaBnsie Ui 3Ha4YeHHs y BiOMNOBIAHI
Micus 6e3 3MiHM CTPYKTYpW 3anuTy, MiCAs YOro 34ilNcCHIoE
10ro BUKOHAHHS.
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Puc. 8. lMpouec dhopmMyBaHHs | KOMNiNoBaHHSA LWabnoHa 3 nepefayeio y Hboro AaHux

OTpumaHHA gaHux
Bi KOpUCTyBa4a

O6pobka gaHux

BvikoHaHHs 3anuTy

Puc. 9. HanawTyBaHHs BMKOHaHHSA Prepared Statements wabnoHa

Takun nigxig [ossonsie 6aratopa3oBo  BUMKOPUCTO-
ByBaTV TOW CaMuil WIABMOH 3anuTy 3 Pi3HMMU Habopamu
3HaYeHb, LLIO CYTTEBO MiABMLLYE NPOAYKTUBHICTE CUCTEMM.

MepeBaru Prepared Statements:

Besneka gaHux. OCHOBHOK NepeBaroto NigroToBrneHmX
3anuTIB € IXHA 34aTHICTb MOBHICTHO i30mtoBaTK noriky SQL-
3anuTy BiA BXiOHMX AaHMX. 3aBOSKM LibOMY HaBiTb, SKLLO
KOpUCTyBa4 HamaraeTbCa nepepatu iHeKUinHMI  Kog,
Hanpuknag ' OR '1'="1, CYB[ cnpuiime 1A10ro sik 3BM4aiH1m
PSAOK, @ He SIK YacTuHy norikv 3anuty. OTKe, MOXIUBICTb
SQL-iH’eKLUiT NOBHICTIO YCYBaETLCHA Ha CTPYKTYPHOMY PiBHi.

EdekTuBHICTb BMKOHAHHS.OCKINbKM KOMMINALA 3anuTy
BiAOyBaETLCS NVILLIE OAVH pas3, NoAanbLLi BUKIMKA 3 Pi3HMU
napameTpamy He nOTPebylTb MOBTOPHOIO aHamisy, Lo
ckopouye Butpatu pecypcie CYB[ i 3MeHLye yac Bignosiai.

MacwtaboBaHicTb i rHyykicTb. Prepared Statements
nigTpymytoTbest  GinbliicTio  cyvacHux CYBO  (MySQL,
PostgreSQL, SQLite, Oracle Towo) i MOXyTb 3acTOCOBY-
Batuca no Oyab-akux TuniB  SQL-onepauin: SELECT,
INSERT, UPDATE, DELETE. BoHM TakoX [A03BOMATb
BMKOHYBATU 3anuT B LMK abo MakeTHOMY pexuMi, Lo
3pY4HO Ans 06pobneHHs BENUKMX 06CAriB aHUX.

ObmexeHHs1 Prepared Statements:

Monpw cBoT NnepeBaru, NiAroTOBMEHi 3annMTu He MOXYTb
6YTM €AVMHUM IHCTPYMEHTOM 3aXMCTY. IX BMKOPUCTaHHS
0OMeXyeTbCs nue Ha piBHI 6a3n gaHux. [Ans koMnnekc-
HOro 3axucTy BebgonaTka BOHW MakTb NOeEAHyBaTUCS 3
iHLWIMMK MeToaaMK, 30Kpema:

e Banigauieto BxigHnx ganumx (Input Validation);

e (inbTpauieto 3a 6inum cnuckom (White-listing);

e escaping.

Kpim Toro, He Bci YactuHn SQL-3anuty nigTpymyoTh
napameTtpusauito. Hanpuknag, Hassu Tabnuup abo
KOFIOHOK He MOXHa NiaCTaBUTU Y BUIMAAI Nrencxonaepis.
Y Takux Bunagkax cnig 6yt ocobnveo obepexHummn Ta
nepeBipATY BBEAEHI 3HAYEHHS 4O4ATKOBMMY METO4AMM.

Xo4a onucaHi TexHIYHI MeToam edheKTUBHO 3anobiratoTb
©e3nocepeHbOMY BMPOBAMKEHHIO LLKIONIMBOrO Kody, cam
no cobi 3axuct Big SQL Injection He BuuepnyeTbCs
dinbTpauielo 4  napameTpusalieto  3anuTiB. Baxnueo
TaKOX BpaxOBYBaTW apXiTEKTypHi NpuHUMNM Ge3neku,
cepe AKUX OOMH i3 KIHOYOBUX — MPUHLUMM HAMMEHLLNX
npwueineis (Principle of Least Privilege).

Least Privilege. MNMpyHUUN HanMeHLWMX MNpUBINEiB €
dyHOaMeHTanbHUM KOHLIENTOM Yy ranysi iHpopmauinHoi
Oesneku, Wo nepenbayvae HagaHHS KOXHOMY CyO'ekTy
cucTeEMM —  KOpUCTyBady, cepBicy, npouecy abo
KOMMOHEHTY — mnuwe TUX npaB [AOCTyny, §Ki € CTporo
HeOoOXiAHUMW ANS BUKOHAHHSA MOro (PyHKUIA. Y KOHTEKCTI
Oesnekn BebpopatkiB, peanisauid LUbOro MNpPUHLMNY
Jonomarae iCTOTHO OOMEXMUTM MNOTEHUINHI Hacnigkm sk
BMMAAKOBUX MOMWIIOK  KOpUCTyBadiB, Tak i Uine-
cnpsiMoBaHuKX aTak, 3okpema 1 SQL Injection.

OCHOBHO METO BNPOBaZKEHHS MPUHLIMMTY HANMEHLLINX
NpuVBINEiB € 3MEHLLEHHSA MOBEPXHi aTakn cuctemu. AKLwo
neBHUN ob6nikoBui 3anuc abo npouec Oyae ckomnpome-
TOBaHWA  BHACMigOK — aTakW,  Hanpuknag,  LWAsXoM
SQL-iH’ekLii, TO 3NMOBMUCHUK OTPUMAE MiHiMarnbHi MOBHO-
BaXXEHHS!, 0OMeXeHi nuwe Tum, wo Oyno AOCTYyMHO Ui
oAuHULI cucTemu. Lle o3Havae, Wwo HaBiTb Y pasi ycniluHoro
BTPyYaHHs, wWwkoga Oyae nokanisoBaHa i He 3moxe
NOLUMPUTUCS HA KPUTUYHI YaCTUHM iHOpMaLinHOI iHdpa-
CTPYKTYpH, 30Kpema i Ha 3MiHy KOHdirypauivi 6a3un aaHux,
BMAaneHHs Tabnuub Yn eckanadito npueineis (puc. 10).

Peanizauia npuHUMNY HaWMeHWWX npuBineiB y
BebaoaaTkax OXomnmtoe Kinbka piBHiB:

Ha piBHi 6a3u gaHux: koxxeH 4oAaTok abo Mmoayrb Mae
BMKOpUCTOBYBaTM  OOMikoBMI  3anuc i3 npaBamu,
obmMexeHumMn o HeobxigHoro MiHiMymy. Hanpuknag,
ny6nivyHuiA iHTepdeic He NoBuHeH Matu npasa Ha DROP,
ALTER, abo GRANT.

OTpuMaHHS gaHnX
Bi KOpuCTyBa4a

[NepeBipka npas
KopuctyBada

BukoHaHHs 3anuTy

Puc. 10. MpuHumn po6otu Prepared Statements
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Ha piBHi onepauiiHoi cuctemu: BebcepBep Ta iHLWiI
cnyxbu He  MNOBWHHI  BWMKOHYBaTUCb  Big  iMeHi
afgMiHicTpaTMBHOro  kopuctyBaya (root), a matTb
3anyckaTmcsa 3 0bMexeHUM KOHTeKCToM 6e3 3arnBux npas
pocTtyny o dannosoi cuctemm abo MepexHUX pecypcis.

Ha piBHi Gi3Hec-norikv gogaTka: AOCTyN KOpUCTYBaYiB
00 dyHKUioOHany fodatka Mae BM3HA4YaTUCHA Ha OCHOBI
ponen (Role-Based Access Control), ae koxHa ponb mMae
obmexeHun Habip Ain, Wo [o3BoneHi i BigNoBigHO A0
cnyx60B1x 060B’A3KIB.

MepeBarn Least Privilege:

e 3MeHLLeHHs MMOBIPHOCTI eckanauii ataku. Y pasi,
AKWO  aTaKkyBalbHWKYy BOACTbCA  CKOMMPOMETYBaTU
CUCTEMY, MOro MOXIMBOCTI ByAyTb CYTTEBO OOMEXEHi.
Hanpuknag, npu BukoHaHHi SQL-iH'ekuii yepes dopmy
BXO4Y 3MOBMWCHMK 3MOXe OTpuMaTh nuwie JocTyn A0
nepernagy OaHvx, ane He 3aMoXxe BuaanuTi Tabnuui abo
3MiHUTW NPUBINET iHWNX KOPUCTYBauiIB.

e 3anobiraHHa noacbkum  nomunkam. OBMeXeHHs
npaB [OCTYMy TaKoX MiHIMI3ye pU3nK BUNagkoBux Ail 13 Goky
agmiHicTpaTopiB abo kopucTyBadiB. AKLLO KOPUCTyBay He
Mae [JOoCTyny [0 KPUTUYHUX pecypciB, BiH He 3Moxe
HEHaBMUMCHO BMKIMKATU IXHE MOLLKOAKEeHHS abo BTparTy.

e CnpoweHHsa aHanisy iHumaeHTiB. MeHwwnii obcsar
OOCTYMHUX PecypciB Ansi KoxXHoro obnikoBoro 3anucy abo
MOZynsl [O3BOMSE LWBMALE iAeHTUdIKYBaTU OXepeno
npobnemn abo BUTIKAHHA, WO 3HAYHO MOKpaLLye
po3cnigyBaHHs iHUMAEHTIB 6e3neku.

Heponiku Least Privilege:

e He 3anobirae aTtakam 6e3nocepeaHbo. BapTo
nigKkpecnuTn, Wo cam no cobi NPUHLUN HaWMEHLUMNX
NpuBiNeiB He € MexaHi3MOM aKTMBHOro 3axucTy. Moro
OCHOBHa (YHKLia nondrae y MiHiMisauii Hacnigkis nicns
NMOTEHLUINHOrO KOMMpoOMeTaUinHoro iHuugeHTty. OTxe,

BiH He 3aMiHE iHWi MeToaM 3axucTy, 30Kpema W
escaping, Banigauito BBEOEHHA YM  BUKOPUCTaAHHSA
Prepared Statements.

e CknagHiCTb Yy HanawTyBaHHI Ha  BENUKMX

cuctemax. [etanbHa rpagauis goctyny Ta nigTpumka
GaraTopiBHEBOro KOHTPOMNIO MOXe MoTpebyBaTy 3HAYHWUX
BATpPAT Yacy Ta pecypciB, OCOOGNMMBO y BENUKUX,
OnHaMivyHuX cepegoBuLLax. MNomunkm B KoHirypadii npas
OOCTyMny TakoX MOXyTb MpM3BECTM [0 BiOMOBM B
o6cnyroByBaHHi abo BUTIKaHHSA AaHUX.

Micns po3rnagy CunbHUX i cnabKkmx CTOPiIH KOXHOro
OKpeMoro MeTtogy 3axMcTy [AOUINbHO nepenTtn [o iX
KOMMMEKCHOTO NOPIBHAHHS.

lMopieHsaNbHUU aHani3: KIY08i MeMpPuUKU ma ixHe
ouyiHroeaHHs1. OuiHOBaHHA  edeKTMBHOCTI  3acobiB
3axucty Big SQL-iH'ekuin BUMarae KOMMNAeKCHoOro nigxoay
Ha OCHOBI (hopMani3oBaHMX METPUK, WO [O03BOSISATb
NnopiBHIOBATN pPi3HIi MeToaM 3a KpUTEpiSMM TOYHOCTI,
NPOAYKTUBHOCTI, iHTerpauiiHoi CKNnagHoCTI Ta 3aneXHoCTi
Bif, NOACBbKOro uYmHHuka. OpfHieto 3 6a3oBUX METPUK €
piBeHb 3anobiraHHss aTtakam (Prevention Rate), wo
OEMOHCTPYE e(EeKTMBHICTb MeXaHi3aMy BUSIBNEHHS i
6rokyBaHHs iH'ekuin. 3a pesynbTaTaMu  [OOCHIIKEHHS
Halfond (Halfond, Viegas, & Orso, 2006), BUkopuCTaHHA
NiAroTOBMEHNX 3anuTiB A03BossAe 6rokyBaTn noHag 95 %
atak y KOHTPONbOBaHMX YMOBax. [HLWOW BaXnNnBOKO
XapaKTepPUCTUKOK € MPOAYKTUBHICHI HaknagHi BUTpaTu
(Performance Overhead). Ak nokasaHo y AOCHILKEHHI
Wang, & Lee (2022), BnpoBagXeHHs napameTpu3oBaHNX
3anuTiB Y BUCOKOHaBaHTaXeHNX BebaoaaTkax npusBoanTb
00 30inblUeHHsT 3aTPUMKM BUKOHAHHSA 3anuTiB Ha 2-5 %,
Lo MOoXe ByTW KPUTUYHMM Yy CUCTEeMax pearibHoro 4vacy.
PiBeHb XxMbHO No3nTMBHMX cripauboByBaHb (False Positive
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Rate) Bigobpaxae BiporigHicTb TOro, Lo NeriTMMHUIA 3anuT
Oyne HenpaBwibHO iAEHTUIKOBAHWI K  LUKIAMBURA.
Emnipnyni gaHi, HaBegeHi B poboti Garcia, & Miiller
(2022), ceigyaTb, o  CcyyacHi WAF-cuctemm
OEMOHCTPYIOTb CepefHiii noka3Huk FP Ha piBHi 8—12 %,
O BMMarae peTenbHOro HanawTyBaHHA  MOMITUK
dinbTpauii. CknapgHicte iHTerpauii (Integration Effort)
OLIHIOETbCA 3a KINbKICTIO A0OATKOBUX PAAKIB Koady, s
HeoOXxigHO OodaTu OO0 MPOEKTY, a TaKoX 3a KinbKiCTHo
30BHILLHIX 3anexHocTen. 3a ouiHkow Martinez (2022),
BMNPOBaAXeHHs  cepegHbocTaTucTudHoro middleware-
daxucty y Nodejs Bumarae popgaTtkoBo 6Gnv3bko
350 psigkiB Kogy Ta A0 TPbOX HOBUX MakeTiB. 3ayBaXkMMmo,
Lo BUTPATK Ha cynpoBig i ob6cnyroByBaHHs (Maintenance
Effort), ak BkasaHo Patel, Kumar, & Gupta (2023),
y cepedHbOMYy cknagatoTb Big 6 oo 10 roguH Ha micsub
AN NigTPMMKM OHOBNEHb | aganTaLii 3aXnCcHUX pilleHb 40
HOBMX TuNiB aTtak. Lle ogHielo BaXnuMBOK METPUKOI €
OXOMMEeHHs TUMoBMX cLeHapiiB 3arpo3 (Coverage). 3rigHo
3 aHanituyHum 3Bitom OWASP (OWASP Foundation,
2023; OWASP Top Ten Project: Coverage analysis report,
2023), nuwe Ti cuctemu, WO BKMoYalTb GaratoeTanHi
nepeBipk/ N i30MAUil0 AaHuX, 34aTHI BUABNATU MOHAA
90 % cueHapiiB 3 OWASP Top 10, 3okpema 1 cknagHi
SQL-iH'ekuji. 3anexHicTb Big NoACbKOro YmHHUKa (Human
Factor Dependence) € KpUTUYHOK AN  OLIHIOBAHHS
OOBroCTpPOKOBOiI edpekTMBHOCTI. 3a gaHumu Brown, &
White (2022) y cepegoHbOMy pO3poOHUK BUTpavae
10-15 roaMH Ha noyaTkoBE HaBYaHHA poboTn 3
iHCTpymMeHTamMmu 6e3neku, a noganblui ayantu notpebyoTs
2-4 roguHn Ha kBapTtan. OcTaHHIM acnekTom aHanisy €
cywmicHicTe (Compatibility) 3 iHwMMK 3acobamu 3axucTy,
3okpema WAF, CDN i 3acobamu cTaTuyHOro aHanmisy kogy.
Ak npopgemoHcTpoBaHo y AocnigkeHHi Chan, & Gupta
(2021), nuwe 78 % NpOTECTOBaHMX pilleHb BUSBUAIUCA
CYMICH/MM B YCiX CLieHapisiXx KOMMMEKCHOrO 3axuUCTy, WO
BMMarae Y3rOMKeHHA MK IHCTpyMEeHTamn B Mexax
3aranbHoi apxiTekTypu 6e3neku.

Ona 3abe3neyeHHs UINICHOCTI aHanidy AouinbHO
CTPYKTYpyBaTV 3ragaHi BULLEe METPUKN A eMNipuYHi AaHi B
TabnuyHomy cpopmati  (Tabn. 1), wWo nonerwuTb
MOPIBHAHHS METOAIB 3a KIMIHOYOBMMMK MOKa3HWKaMu Ta
rapaHToBaHO  MiABMLLMTL  3pO3YMIMiCTb  OTPUMMaHKX
pesynbtaTiB. Lli gaHi, oTpumaHi Ha nigctaBi BMBYEHHA
pobit: (Halfond, Viegas, & Orso, 2006; OWASP
Foundation, 2023; Garcia, & Muller, 2022; Martinez, 2022;
Patel, Kumar, & Gupta, 2023;. Brown, & White, 2022;
Chan, & Gupta, 2021), wo € 6asucom Ans nNoaanbLIoro
NMOPIBHANBHOrO aHanidy MeToAiB 3axucTy Big SQL-iH ekuin.

Po3rnsHyBlWIM Ta MOPIBHABLUM KITHOYOBI MNigxogu 00
3axucty BebgopatkiB Big SQL-iH'ekuin — 30kpema
escaping, Banigauilo BBEAEHHSl, BUKOPWUCTaHHA Oinunx
crnuckiB (white-listing), nigrotoBneni 3anutn (prepared
statements) Ta npuHUMN HanmeHwwMx npueineis (least
privilege) — MOXHa AiNTM BWCHOBKY, WO edeKTUBHa
cTpaTeria npoTuail Takum atakam Monsrae He nvwe B

OKPEMOMY 3aCTOCYBaHHi 3a3Ha4yeHuWx TexHik, a y ix
NoedHaHHI B Mexax 3aranbHoi apxiTektypu 6eaneku.

Y  npakTM4HOMY  cepefoBuLli  PO3POOHMKM  He
peanisytoTb Ui NigxXoam 3 Hyns, a NnokrnagatTbCs Ha roToBI
iHCTpyMeHTW,  GibnioTekn  Ta  perMBOpKM,  SKi
3abe3neyyoTb  BIgMNoOBIOHI  3axMCHi  MexaHiamu  3a

3aMoBYyBaHHsIM abo 4depe3 koHdirypadito. Lli 3acobu He
nvile CnpoLLyoTb NpoLec po3pobreHHs, ane i cyTTeBO
3MEHLLYIOTb iIMOBIPHICTb NOMUIOK Ge3neku, NoB'sa3aHKXx i3
pYy4YHOIO peani3auieto 3axucTy.
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PekomeHdOauii 3 nocuneHHs1 3axucmy eid SQL- KoxxHoro 3anuTy (puc. 11) Ta 6e3nepepBHe TECTyBaHHSA Bif
iH'ekyit. [Ona 3abe3neyeHHss BCeBIYHOrO  3axuUCTy MOMEeHTY cpikcauii 3amiH y penosuTopii 40 po3ropTaHHs y
Bebgogatka Ha 6asi Node.js cnig peanidyBatu aBsa npomMucnoBoMy cepegosuLli (puc. 12).

B3aeMomnoB'dA3aHi  npouecu: 6e3neyHe  06pobneHHs

Ta6nuuys 1
MeTpuku 1 emnipuyHi faHi metoaiB npotuaii SQL-iH’ekuin
MeTo. Prevention Perf. False Pos.| Coverage | LOC ansa Maint. Effort | Human Dep. | Compatibility
A Rate (%) |Overhead (%) | Rate (%) |OWASP (%) | iHTerpauii | (roa/TuxaeHb) | (rog/kBapTtan) (1-5)
Escaping 65 2 5 70 20 LOC 2 2 4
Input
Validation 75 3 10 80 50 LOC 4 4 5
White-listing 85 5 2 90 30LOC 3 3 3
Prepared
Statements 99 3 1 100 15LOC 1 1 5
Least 60 1 0 60 40 LOC 5 5 4
Privilege
Mepw 3a Bce, nicna HagxomxeHHa HTTP-zanuty BukoHaHHsi Takoro 3anuTy BigbyBaeTbcs nig o6nikoBum
cepBep CnpsiMOBYE [JdaHi [0 Mogyns Banigauii Ta 3anMcoM i3 MiHiManbHUMK NpUBINeaMU, — Lie 0bMexeHnn
caHitTusauii, ge white-listing i ekpaHyBaHHS cneuianbHUX Habip mpaB i30M0e cucTemy Big HacnigkiB MNOTEHLUiNHOIo
CMMBOMIB yCyBalOTb MOTEHUINHO LWKIANMBI dparMeHTu 3MOBMUCHOTO  kody. Y pasi MNOMWMKM  BHYTPILIHA
BBeAEHHS. Y pasi ycnilHOro ginbTpyBaHHA (OpMyeTbCA iHpopmauia Big CYB[l nepexonnoetbcs CepBepoM i
napameTtpusoBaHuii SQL-Bupa3 i3 nnencxongepamu, y 3aMiHIOETLCS  Ha y3aranbHeHuWn kop Bignosigi 6es
AKMA  NIACTaBMATb NULWIE OYULLEHI 3HAYEHHSs, Lo TeXHIYHUX geTanen, wo 3anobirae BUTIKAHHIO JaHMX MPO
BUKIOYAE MOXIUBICTb  MaHinynauii  fnorikoto  3anuTy. cxemy 6asm.
[ H BukoHaHHs 3anuty 3 }
OTpUMaHHS AaHux P . Bcraska AaHux B M MoBepHeHHs!
A Banigauis gaHux EkpaHyBaHHs MigroToBka 3anuTy HalimMeHW MK N L
BIA KOpUCTyBada 3anut npmaineﬂmm Bianosial
Momunka
OﬁpOﬁHVI:I‘\OMMJ‘IKM,
> AKNit BepTae
Momunka 3aranbHy NOMUIIKY
Puc. 11. MNpouec 06pobneHHs 3anuty
[Mo-gpyre, KOXeH KOMIT Y peno3nTopin iHIiLitoe KOHBEEP iH ekUinHMi Tpadik. Micnsa ycnilwHOro NPOXoAXeHHS Liboro
CI/CD, y wmexax S$KOro mnepLlioYeproBO BUKOHYETLCH eTany 34iNCHIETLCS aBTOMaTU30BaHWI NeHTECT (Hanp., i3
ctaTnyHunm  aHania  kogy (SAST) pans  BuSIBNEHHS Burp Suite), i nuwe y Bunagky BIACYTHOCTI CyTTEBMX
Bpa3nNMBOCTEN Ha piBHI kogy. Y pasi BiCYTHOCTI KPUTUYHNX Bpas3nueocTen ob6pa3 MapKyeTbCAa $SK rOTOoBUWA [0

3ayBaxeHb Cl 6yaye Docker-o6pas i aBTOMatu4Ho NPOMUCIIOBOrO  cepefoBuwia. [ennon y BUPOOHUYE
po3ropTae MOro B TECTOBOMY CepefoBulli, [Ae cepenoBuLLEe CYMPOBOMXYETbCA iHTerpauieto 3 APM-
3anyckaeTbca AvHaMivyHui aHanis (DAST) 3a gonomoroto cucteMamu, WO [03BOMSE B PeXuMi pearnbHOro 4vacy
OWASP ZAP aons nepeBipku peakuii APl Ha Tunosui SQL- BiACTeXyBaTW NPOAYKTUBHICTb | BUSIBNATM aHOManii.

. ABTOMaTN30BaHE BuBenerHs B
Po3po6Huk . o . [lnHamiyHe TecTyBaHHS
. 3anyck TecTiB CTaTnyHuit aHania kogy TECTyBaHHS Ha NpoAYKTUBHE
36epirae koa API
NPOHUKHEHHS! cepefioBuLLE

Puc. 12. lNMpouec po3ropTaHHsA NporpaMmHoOro 3abe3neyeHHst TECTYBaHHSIM Ha BPasnuBOCTi

IHTerpauia umMx [OBOX nMpoueciB — 6e3neyHoro OaHVX, SKi TUMNKU 3Ha4YeHb OOMYyCKaTbCs, Ski MalTb OyTH
06pobrneHHs  koXkHOro 3anuty Ta  GesnepepBHOro oOMeXeHHs1 Anst paaKiB, YMcen yum aar.
TecTyBaHHs B Mexax Cl/CD — B eguHy nonituky 6e3neku i3 Mepen 06pobneHHAM 4un 36epexeHHsaM paHux Zod
YiTKOI [OKYMEHTaUJE i perynsipHMMU HaBYaHHAMU Anis [03BOrIsiE aBTOMaTUYHO NEPEBIPUTK:
pO3p0o6HUKIB CTBOPIOE CTillKy, MacluTaboBaHy apXiTeKTypy, e uu BignoBigae dopmat BBEOEHOro  TEKCTY
SIka 3HAYHO 3HMKYE MMOBIPHICTb yenilHUX SQL-iH’exuin i OYiKyBaHOMY;
BiAMOBIAHNX €KOHOMIYHUX | penyTauinHnx BTpaT. ® YU € [aHi NpaBUIIbLHOro TUny;

Ans intocTpauii npakTu4HOT peanisalii LMX pekoMeHaa- e UM [JOTpUMaHO OBMeXeHb Mo [JOBXWHI abo
i y cy4acHOMY po3pobreHHi 3aCTOCYHKIB 3BEPHEMOCS A0 fianasony.
rOTOBWX IHCTPYMEHTIB! Ak pesynbTaT, HebaxaHi Ta Hebe3neyHi 3Ha4YeHHs1 He

Zod — ue 6ibnioteka Ansa nepesipku BxigHUX (Input noTpannsioTb Aani y GisHec-noriky abo 6a3y gaHux. Llei
Validation) paHux y JavaScript i TypeScript. BoHa nioXiA 3HAYHO 3HWXKYE WMOBIpPHICTL  SQL-iH’ekujii i
[03BOsISiE 3a34anerigb onucaTn, ko Mae 6yTV| CTPYKTypa 33693|‘|eqye YUCTOTY AaHUX.
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ORM (Object-Relational Mapping) — ue iHCTpyMeHTH,
SIKi 4O3BONSAIOTL NpautoBaTh 3 6a3amm gaHux Yepe3 ob’ekTn
Ta MeToau, a He Yepe3 HanucaHHsa cnupux SQL-3anuTis.

Llen mexaHiam aBTOMaTU4YHO eKpaHye crneujiasnbHi CUMm-
BOMM, BKMKOYaK4M nanku Ta Kparnky 3 komoto (Escaping) i

const fastify = Fastify({ logger:

} J o const registerSchema = z.object({
PrimaryGeneratedColunn, Column } from email: ing().email(),

H

fastify.register(async () => {
try
@PrimaryGeneratedColumn()
id;

@Column({ unique

email;

true })
err);

@Column()

password;

fastify.post('/register’,
+ AppDataSource = new DataSource({

const result - registerSchema.safeParse(request.body);

host: *loca if (Iresult.success) {

port:

username: ‘nc exini pawi’);
H

password:

password: z.string().min(3).max(0),

await AppDataSource.initialize();
fastify.log.info( 'DataSource initialized');

(request, reply) —> {

throw fastify.httpErrors.badRequest ("Hekopekhi

const { email, password } = result.data;

rapaHTye, Lo AaHi 3aBXan obpobnatoTbes SK 3HaYEHHS, a
He gk YyacTnHa SQL-koay (Prepared Statements).

3pasok iMnnemeHTauii  ©6e3neyHoro 0OpPOGREeHHs
3anuTy Ha Npuknagi NpocToi peecTpaLii 3 BUKOPUCTaHHAM
cy4acHux 6ibnioTek nokasaHo Ha puc. 13.

const repo =
const user =

AppDataSource . getRepository(User);
repo.create({ email, password: hashed

const saved = await repo.save(user);

return reply.code(201).send({ id: saved.id });
catch (err) {
fastify.log.error(err);

throw fastify.httpErrors.badRequest(‘Bad data');

ror( ‘Error during DataSource }

s

const start = async () => {
try {
await fastify.listen({ port: n;
fastify.log.info( Server listening on
${fastify.server_address().port}");
} catch (err) {
fastify.log.error(err);
process_exit(1);

t berypt.hash(password,

Pwuc. 13. 3pasok imnnemeHTauii 6e3neyHoro o6pobneHHs 3anuTy Ha Npuknagi NpocToi peecTpadii

[uckycis i BUCHOBKMN

1. Y xopi pocnigXeHHs 3aincHeHo BcebivYHui aHanis
aKTyanbHux 3arpo3 ans BebpopaTki, nobyaoBaHMX
Ha nnatdopmi Node.js. BusaBneHo, wWwo ogHMMK 3
HanHebesneyYHiwmnx 3anuwatrTbes SQL-iHekuii, atakm
Ha piBHi API, XSS, CSRF, a Takox aTtaku uvepes
HTTP-3aronosku. NpninHamMm iXHbOro BUHUKHEHHS € K
apxiTekTypHi 0COBNMBOCTI aCUMHXPOHHOTO 06PO6GNEHHS
3anuTiB y Node.js, Tak i HedOTpMMaHHA NPUHLUNIB
6e3ne4yHoro nporpamyBaHHs, BUKOPUCTaHHS 3acTapinux
3anexHoCcTen, BiACYTHICTb Banigauii BBeaeHHs. 3 ornsay
Ha 3pOCTaHHS KiNbKOCTi aTak, 30kpema i 3 GoKy aBTo-
MaTn30BaHMX DOTMepEeX i CknaaHux ckaHepis, npobnema
HabyBae we BinbLIoi akTyanbHOCTI B ymoBax LudgpoBoi
TpaHcdopmauii.

2.Y npoueci [OCMimXKEHHS CUCTEMATU30BAHO Hal-
noLUMpeHilli MeToau aTak, WO 3acTOCOBYKTbCSA Ans
KoMrpoMeTauii AaHuX, Ta oXxapakTepu3oBaHO Axeperna
iXHBOrO  BUHUKHEHHHA. OCHOBHY yBary npuaineHo
SQL-iH’eKujiaM, SKi BUHMKAKOTb 38 HEAOCTaTHLOIO KOHTPOSHO
BXIiQHWX JaHuX i3 60Ky kopucTyBaya. [lpoaeMoHCTpoBaHo,
SK aTakum MOXyTb pearni3oByBaTUCb 4epe3 Bebdopmu,
URL-napameTtpu, API-3anutu, HTTP-3aronosku, a Takox
WebSocket-nosigomneHnHs.  [OetanbHa  knacudikauis
SQL-iH’ekuyin (in-band, blind, out-of-band) possonuna
BCT@HOBUTM, WO Ppi3Hi Tunu aTtak noTpebytoTb
cneumiyHmMx 3acobiB BUSIBNEHHs Ta HeWTpanisauil, Wwo
YCKMaJHIE 3aBaaHHsA Ans po3poOHUKIB.

3. Br3Ha4yeHo 11 oxapaKkTepr30oBaHO KM4oBi NPUHLMNN
i MexaHiammn 3axucTy BebaoaTtkiB, peanisoBaHUX Ha
Node.js. [lo Takux mexaHi3aMmiB BigHECEHO: eKpaHyBaHHSA
cneuianbHUX CMMBOMIB (escaping), Banigauilo BBeLEHUX
paHux (input validation), nepeBipky 3a 6inMM cnvckom
(white-listing), BukopuCTaHHA NIArOTOBREHUX 3anuTiB
(prepared statements), a TakoX nNpUHUMN HaWMEHLUNX
npusineis  (least privilege). KoxeH i3 wmeToais
npoaHarnisoBaHo 3 No3uuin edekTUBHOCTI y 3anobiraHHi
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aTakam, NMpOCTOTV BNPOBALKEHHS, NPOAYKTUBHOCTI, PiBHS
3anexHocTi Bi4 NIOACLKOro aktopa Ta CyMiCHOCTI 3
iHW1MK 3acobamm 3axumcTy. BctaHoBNEHO, L0 NOEAHAHHSA
KifTbKOX MeTOAIB Ja€ 3MOry AOCArHyTU 6araTopiBHEBOrO Ta
CTIVIKOrO 3axmcTy.

4. NocnigpxeHo cnocobu nigBULLIEHHST 3aXMLLEHOCTI
CUCTEMHOI B3aemogii Ta obpobneHHsa 3anuTiB y Node.js-
pofaTkax. 3anpornoHoBaHO BNpoBagKeHHs1 6ibnioTek ans
TunizoBaHoi Banigauii (Hanp., Zod), BukopuctaHHsas ORM
Ons 3abesneyveHHs BIOOKPEMIIEHHS OaHMX | 3anuTiB,
3acTocyBaHHs ponboBoi mogeni goctyny (RBAC), a Takox
viTKe 0OMeXeHHs1 npaB obnikoBMX 3anuciB i npouecis
BiAMOBIAHO OO MpPUHUUMNY  HaWMEHLMX NpUBINeiB.
MokasaHo, Lo peanisauis uMx 3axo4iB Aae 3Mory CyTTEBO
3MEHLUMTU MOBEPXHI0 aTakM Ta MiABULMTA 3ararnbHy
CTiiKicTb BeOgopaTKiB 4O KoMpomeTallii.

5. CchopMyrbOBaHO  KOMMMEKC MPaKTUYHUX — PEeKo-
MeHZauin i3 nobynoBu 3axueHux BebpoaaTkiB, WO
BigNOBigalTb CcyyacHUM cTaHgapTam  kibepbesneku.
3okpema 3anpornoHoBaHO: peani3oByBaTu Banigauito Ta
CcaHiTM3aUil0 Ha KOXHOMY eTani obpobneHHs 3anuTy;
BMKOPUCTOBYBaTK MigrotoBfieHi 3anutu Ta middleware
Ansi 3axucTy 6a3n faHyx; HanawToByBaTN PO3MEXYBaHHS
JOCTyrny Ha piBHi poniem | ceps.iciB; 3gincHioBaTH
Oe3nepepBHe TeCcTyBaHHs 6e3nekn B mexxax Cl/CD-npoueciB
i3 3actocyBaHHaM SAST, DAST Ta aBTOMaTM30BaHWUX
neHtecTie. OKpeMO HaronoweHo Ha [OLUiNbHOCTI BApO-
BaKEHHS1 KOHTPOMIO BEPCIi 3anexHOCTel i perynspHoro
OHOBJIEHHS KOMIMOHEHTIB.

6. MigkpecneHo BaXNMBICTb CUCTEMHOrO, IHTErpo-
BaHOro nigxody Qfo 3abesneyeHHs 0Gea3neku, KU
BUXOAUTb 32 MEXi CyTO TeXHiYHMX piweHb. EdekTnBHa
cTparteris 3axucty nepepbadae He nulie BUKOPUCTaHHS
3axuncHux 6ibnioTek Ta iHCTPYMEHTIB, ane N po3pobneHHs
BHYTPILLHIX MONITUK ©6es3nekn, HaBYaHHA PO3POOHWKIB,
NpoBeAeHHS perynsipHnUX ayauTiB, a TakoX KOHTPOIb 3a
BignoBigHicTio BebgopatkiB crtaHgaptam tuny OWASP
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Top 10, ISO/IEC 27001, PCI DSS. Jluwe KoMnneKkcHuin
i AMHamiYHMA nigxig no3Bonsie 3abe3nevunTn HagilHICTb i
6e3nepepBHICTE  PYHKLIOHYBaHHS CyyYacHuX iHopma-
LiHMX CUCTEM B yMOBax eBontoLii kibep3arpos.

BHecok aBTopiB: IBaH Onipcbkuii — KoHLUenTyanisawis
OOCniAXXeHHs; MeTo4onoris; 3aranbHe KepiBHULTBO MPOEKTOM;
aHarni3 cyvacHux 3arpos kibepbesaneku; opMynoBaHHS MeTU Ta
3aBAaHb [OCHiIXEHHS; po3pobreHHs TeopeTuyHoi 6asu
pocnigkeHHa SQL-iH’ekuin; ornag  nitepatypy Ta  aHanis
OCTaHHiX gocnigpKeHb; (hopMynBaHHSA 3aranbHUX BUCHOBKIB i
nepcnekTuB nofanblumx gocnimpkeHb. Ceprii KopeHb — 306ip i
cucTemMaTmsalis eMnipuYHMX [OaHux Npo MeToaWu  3axuCTy;
petanbHU aHania npuHumnie aii SQL-iH’ekuin; gocnigkeHHs
pKepen BUHUMKHEHHS aTtak; knacudikauis Tunie SQL-iH'ekuin;
pO3pobreHHs Ta TecTyBaHHS MPaKTUYHUX MpUKNagiB koay;
Banigauisi 3anpornoHOBaHUX METOAIB 3axucTy; MiAroToBka
nopiBHsiNbHOI Tabnuui meTpuk. AHTOH [yHoepwd — aHanis
mMeToaiB 3axucTy Big SQL-iH’ekuint (Escaping, Input Validation,
White-listing, Prepared Statements, Least Privilege);
NOPIBHANBHUI aHania egeKTUBHOCTI 3aXUCHUX MEXaHi3MiB;
PO3pOONEHHSA NPaKTUYHNX PEKOMEHAALIN i3 MOCUITEHHS 3aXUCTY;
CTBOPEHHA CxeM i Adiarpam npouecis; Bidyanisauis AaHux;
nigrotToBka rpadikis i pucyHkiB; po3pobneHHs 3pa3kiB 6e3neyvHoi
iMnnemeHTaUii 3 BUKOPUCTaHHAM cyyacHux bibniotek.

Dxepena diHaHcyBaHHA. Lle pgocnigkeHHss He oTpumarno
XKOQHOrO rpaHTy BiA (PIHAHCOBOI YCTaHOBM B AEpXaBHOMY,
KOMepLinHOMYy abo HEKOMEPLINHOMY CeKTopax.
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IMPLEMENTATION OF WEB APPLICATION SECURITY ON NODE.JS:
MAIN THREATS AND SECURITY METHODS

Background. Theintensive development of web technologies and the growing popularity of web applications developed on the Node.js
platform open new opportunities for digital business while simultaneously increasing cyber threat risks. One of the key problems of modern
cybersecurity is protecting such systems from unauthorized access, data integrity violations, and ensuring their stable operation. In the context
of increasing attacks on web resources, security measures that can be integrated without significant performance degradation become particularly
relevant. The application of multi-level mechanisms, including access control, input validation, and database query parameterization, forms the
foundation of the modern approach to secure development.

Methods. This work conducted a systematic analysis of modern methods for ensuring web application security, particularly in the Node.js
context. Methods of theoretical modeling, comparative analysis, practical testing of security systems, and effectiveness analysis of various
strategies were used. Special attention was paid to the integration of protection mechanisms such as rate limiting, parameterized SQL query
processing, user input filtering, and application of the principle of least privilege. For each method, the level of performance load, attack detection
accuracy, and compatibility with Node.js architecture were evaluated.

Results. The analysis showed that the most effective approach to web application protection is combining several complementary
strategies. For example, using parameterized queries significantly reduces the risk of SQL injections, while access control to critical resources
prevents unauthorized data modification. It was proven that combining rate limiting and input filtering significantly increases application
resistance to brute force and script injection attacks. At the same time, such measures do not create substantial system load, allowing their
implementation in real-world conditions. Optimal configurations of protective mechanisms were determined depending on the threat level and
functional requirements of the web application.

Conclusions. Protecting web applications built on Node.js requires a systematic and comprehensive approach. Combining several
protection methods allows achieving a high level of security without reducing application efficiency. The research results can be used to build
integrated systems for detecting and preventing cyber threats, taking into account the architectural features of Node.js. Beyond technical aspects,
the importance of implementing security policies that encompass both technological and organizational protection components is emphasized.
Systematic implementation of such approaches will ensure application resilience even under conditions of increasing cyber threat complexity.

Keywords: Nodejs, web application security, SQL injections, access control, rate limiting, input filtering, multi-level protection, data
confidentiality, software vulnerability, cybersecurity.
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