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METOAUN AECTPYKTUBHOIO
BrJ/IUBY TA BAXUCTY KOHTEHTY
B COUIAJIbHUX MEPEXXAX

Po3zenanymo axmyanshy memy 3axucmy Cycniibcmea 6i0 0ecmpyKmuHUX 6niueie y coyianbHux mepesicax. [loeeoeno,
Wo 0151 3an00icanHs NOOIOHUM 6NAUBAM, HEODXIOHO OYIHIO8AMU He MINbKU MAMEPIAU, WO MICMAMbCS 8 MEKCmax, ayoio-
ma 8i0e0KOHMeHMax, a il MOHAIbHICIY IHopmayii, wo nowuproemocs 6 Hux. ToHanbHICMb € OOHIEN 3 XAPAKMEPUCTHUK
OymKu abo emoyii i HUHI BUKOPUCMOBYEMBCA AK OCHOBHUL napamemp 015 Kidcu@ikayii mexcmie 3a memamuyHuMu
xkamezopismu. Lle noscnroemuvcs 3pyunicmio i ecpekmusHicmro Kiacugikayii 3a yum APUHYUNOM MA 3HAYHO CAPOWYE
iHwi 3a80anHa 3 Kaacuixayii mexcmosux nocmis. Cihopmosaro kameeopii moranoHoi oyinku. [JogedeHo mocaugicme
OYIHIOBANHS HACMPOIO 34 OOHOBUMIPHUM abo bazamosumiprum napamempom. I1oka3ano ModcIugicms 6UKOPUCHAHHS
ons Knacugixayii monarvHocmi mexcmy 060X nioxoodie. Ilepwuil — ye asmomamuyHuil ananiz yu@posux mexkcmis
KoMn'tomepamu 3 enemMenmamy MauuHHO20 HAGUAHHA b0 HAGUAHHA 3 yuumenem. Jpyauti — 3a 00NnomMo2010 CI06HUKIE
(me3aypycie), nioxniouenux 0o npozpamu. Hasedeno mnedoniku, AKi UHUKAIOMb Y ABMOMATNUYHUX KOMNIIEKCAX OISl
BU3HAYEHHS MOHANLHOCMI. 3aNnpONoHOGAHO HOBUU AN2OpUMM PoOOMU A6MOMAMUYHUX KOMNIEKCI6. 3a3Hayeno, AKuWo
AKICMb cucmemMu aHanizy MOHATLHOCII MeKCY OYIHIOEMbCA MUM, HACKIILKU 000pe BOHA Y3200MHCYEMBCA 3 OYMKOIO
JIOOUHU U000 eMOYIHO20 OYIHIOBAHHA  OOCHIOINCYBAHO20 MEKCMY, MO OISl YbO2O MOJICYMb GUKOPUCTOEYBAMUCS MAKI
NOKA3HUKU, AK moyHicms [ nosHoma. Hasedeno pospaxynku yux napamempis. I1io wac posensoy nyorikayii,
npeocmaegieHoi y popmi 300padicenis, 3a3Haueno HeoOXIOHICMb 8paAX08Y8aAMuU NAPAMEMPU ACKPABOCMI, KOHMPACMY, d
MAKOAC KOMIPHUX NOEOHAHb, OCKINbKU Yi NOKAZHUKYU NOMEHYIUHO MOJCYMb BUKOPUCIOBYBAMUCS PO3NOBCIOOIHCY8AUAMU
0ecCmpyKmuGHo20 KOHMeHMY 015 NPUBEPHEHHS Y8A2U MEPediCi KOPUCMY8ayis. 3aa6ieHo, wjo omomamepiany MONHCYmb
micmumu pi3Hi BPABOPAOUKANbHI 3HAKU MA CUMBOU, AKI MOJICYMb CMOCYBAMUCA NPONA2AHOU Ne6HOI 3a00pOHEeHOT
opeanizayii yu ideonoeii. [lpedcmasneno wacmomu, 3a608KU AKUM MOICIUBO 0eCmMAbINI3ayiiiHO 6NIUEAMU HA OPSAHI3M
soounu. Ilposedeno ananiz MoJNCIUBUX MemOoOi6 6NIUEY HA CBIOOMICIb KOPUCYBAYA COYIATbHUMU MEPENCAMU.

Knrouoei cnoea: decmpyxmusni eéniusu ayoio- ma Gi0eOKOHMEHMIB;, COYIANbHI MepediCi;, aHani3 MOHATbHOCMI
meKcmy,; Memoou aHanisy.

1. BCTYII JIOAUHKA. Y 3B'3Ky i3 IIMM BHUHHMKA€ HEOOXIIHICTH
3aXUCTy  COLIAIBHO-IH)OPMAIIIHOTO  TPOCTOPY
[IUISIXOM BUSIBIICHHS J€CTPYKTUBHOTO KOHTEHTY, SIKUH €
TIKiJJTABUM JIJTsl KOPHICTYBAYiB Ta CYCITUTHCTBA B IIIJIOMY
[1]. Just 3amobiraHast OMiOHMM BIUTMBaM, HEOOX1THO
OLIIHFOBATH HE TUIBKM Marepialii, MO MiCTIThCS B
TEKCTaX, ayJio- Ta BiICOKOHTCHTaX, a ¥ TOHAJBHICTh
1H(OpMaAITIii, 110 MOITHPIOETHCS B HUX [2, 3].

ComianbHi Mepexi HUHI BiIIrparoTh BayKIIMBY POJIb

y KUTTI KOXKHOI JItoAuHY. [|JI1 HUX HEMae KOpPIIOHIB,
TOMY BOHH O0'€IHYIOTH ayJMTOPII0 HE JIMIIIC JKUTEIIB
OJIHI€T eprKaBy, a i yciel maHeTy. 3a iX JI0MoMOoror
OOMIHIOIOThCS PI3HOMAHITHUMHU THUIIAMH KOHTCHTY:
TEKCTOBHM, aygio, (oTo Ta Bifeo, IO y CBOIO Yepry
CEpHO3HO BIUIMBAE€ HA CBITOTJISZ KOXHOI OKPEMOl
© Bpainoscbkuii M., Xopomko B., 2023
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2. BUKJIAJIEHHSA
OCHOBHOI'O MATEPIAJIY

AHal3 TOHATBHOCTI TEKCTY — KJIAC METOIIB
KOHTEHT-aHaJli3y B KOMITIOTEPHIN  JHTBICTHII,
NpU3HAYEHUX sl  aBTOMATHYHOTO  BHSIBJICHHSA
eMOLIHHO 3a0apBieHOI JIEKCMKH B TEKCTax Ta
EMOIIIIHOT OLIIHKK aBTOPIB OO O0'€KTIB, MPO SKi
WHETHCS Y TEKCT.

ToHanbHICTP — eMOIIiifHe CTaBJICHHS aBTOpPa
BUCJIOBJIFOBAHHS [0 SIKOTOCh 00'€KTa, BUPAXKCHE B
TeKCTi. EMOIIHNN KOMITIOHEHT, BUPAKCHHUI HA PiBHI
JEeKCeMH  YM ~ KOMYHIKaTHBHOTO  (parMeHra,
HA3UBAETHCS JIEKCUYHOIO TOHANBHICTIO. TOHANBHICTD
YChOTO TEKCTy B MLIJIOMY MOXXHA BH3HAYUTH SIK
(YHKIIiI0 JTEKCUYHOT TOHAIBHOCTI CKJIAIOBHX HOTO
OJTMHUIIG 1 IPABHII IXHBOTO MOETHAHHS [4].

ToHaNBHICTD € OJHIEI0 3 XapPaKTEPUCTHK TyMKH
abo eMoTIlii i HHHI BUKOPUCTOBYETHCS K OCHOBHUI
napaMmeTp s Kiacudikallii TSKCTIB 32 TeMaTHYHUMHU
KareropisiMu. Lle TMOSICHIOETBCS —3pYYHICTIO i
epeKTHBHICTIO Kiacuikamii 3a UM NPUHIUIIOM Ta
3HAYHO CITPOIIYE iHII 3aBAaHHS MIOA0 KiIacudikarii
TEKCTOBUX IOCTiB. 3pY4HICTh MOJSTAE Y CIPOIICHHI
knacudikallii MUIIXoM 3BEACHHS i 0 OIiHIOBaHHS
JUIIE OXHOrO MapameTpa. Pe3ynbraT BuU3HAUEHHS
KJIacy TEKCTy 3a HACTPOEM MOXKHA YTOYHHUTH 32
JIOTIOMOTO0 1HINMX 3a3BHYail BiJIOMHX HapameTpiB
(Hampuknan, aBropa MyOJiKallii, periony, B SKOMY
BoHa Oyja HamwcaHa, CHUTBHOTH KOPHCTYBayiB
tomo). TemarnuHi xareropii mns kmacuikamii ciig
BU3HAYUTH 3a3[aJlerib. ABTOp 1 TeMa myOmikamii
MOXYTh OYTH BiJIOMi, 1 B IIbOMY BHITaJIKy TOJIOBHOIO
METOIO aHAJTI3y € BU3HAYEHHS IXHBOTO BIIHOIICHHS JI0
obroBoproBanoi Temu. SKkmio aBTop Ta/abo Tema
HEBIJIOMi, TO MEPIIUM 3aBJaHHSIM € BU3HAUCHHS TEMH
0OroBOpPEHHS, HACTYITHUM 3aBIAaHHSIM € OLHIOBAaHHS
TOHAJILHOCTI BHCIJIOBJIIOBaHb aBTOpa, a IIOTIM, 3a
nmotTpeOu, BU3HAUSHHS aBTOpa Mmyoikarii [5, 6].

Hespaxkatoun Ha Te, 110 3aBHaHHs Kiacu]ikarii
3BOJIMTBCS, 3AaBaiocss O, 10 OJHOBHUMIPHOCTI
(BM3HAYEHHS OJHOTO TapaMerpa TEKCTy — HOro
TOHAIIBHOCTI), BOHO 3QJIMIIAETHCS JOCUTH CKJIATHUM,
OCKUIBKM caM  [apamerp Moxe Oyth sk
OJHOBUMIPHUM, TaK 1 BEKTOPHHUM, 1 HEOOXiIHO
BUOpaTH MIKaJy 1 MpaBuia BiINOBITHOCTI ii 3HAYEHb.
BararoBumMipHHii TapaMeTp OLIHIOETHCS 3a KUIbKOMa
mkanamu. OTxe, TOHATBHICTh MOXKE BIIOOpakaTH sIK
OJHOBUMIpHUM  eMOlidHWHA  mpocTip, Tak 1
OaraToBUMIpHHM. SIKIIO [T BiIOOpaXKeHHs eMOILIii
00paHO OAHOBUMIPHHMH MPOCTIp, TO Hapamerp
"TOHAJBHICTH' MOXXE HaOyBaTH OAHE 3 MOMIMBUX
3Ha4eHb N-BUMipHOI mKanu. Skmo BuOpaHo
0araToBUMIpHMH IPOCTip, TO HEOOXiAHO BUOpaTH
OCHOBY JJIS IIHOTO TIPOCTOPY, TOOTO 6a30Bi eMorii —

panicTh, THIB, CTpax TOIIO [5], AKi MEPETBOPIOIOTHCS
Ha IIIKaJIU OIIHOK.

AHaJi3 TOHAIBHOCTI TMPOBOAATE IJIS TOTO, 00,
MO-TIepIlie, BU3HAYMUTH CTaBJICHHS aBTOpa JO Mpej-
MeTa OOTOBOPEHHS, TO-Ipyre, BUSBUTH aBTOPCHKY
MO3UIlII0, TO-TPETE, BUSBUTH JOJATKOBI O3HAKU
JOYMKHU (HAIpHKIIAI, IEPBHHHA BOHA UM 3aII03WYCHA,
9m € moAiOHi morysian). Tak, y [7] IyMKu mMOAiieHO
Ha JIBa TUITH: TPsAMa JTyMKa 1 TIOPiBHSIHHSL.

besnocepenHio  myMKy MOXXHa  (OpMaIBHO
MIPECTaBUTH K KopTex [7]:
O=(e fop, h 1), 1)

ne e (cymuicmb) — 00'€EKT HACTPOIO, TOOTO MPEAMET
obrosopenns; f (feature) — BmactmBoOCTi 00'eKTa
TOHaNmbHOCTI  (aTpuOyTH, dYacTHHH  00'eKTa);
op (opicumayis ab0 nosPHicMb) — TOHATIbHA OIlIHKA
(emorrifiHa TO3UINS aBTOpa IMOAO 3rajaHOl TEMH);
h (mpumay) — cy6'exT TOHATBHOCTI (aBTOP JAYyMKH);
t (uac) — MOMEHT Jacy, Koiu Oyia 3aluIIeHa JyMKa.

[lopiBHAHHSA 3IIHCHIOIOTH BIJHOCHO OY/Ib-SKHX
MIPEAMETIB, SBWI, MO a00 IXHIX BIACTUBOCTEH.
[lopiBHIOIOTE 1Bi a00 OiNbIle AYMOK, KOXKHA 3 SIKHX
MoOXxe OyTu mpejcTapiicHa sk nepBuHHA (1). Pesynb-
TATOM TIOPIBHSHHS € JyMKa MpO TEPEeBary OJHOTO
o0'ekta Haja iHIIMM (TIepeBara BJIACTUBOCTI OJIHOTO
00'exTa HaJ| 1O1I0HOIO BJIACTUBICTIO 1HIIIOTO 00'€KTA).

O3Hakol0 mepeBard B TEKCTI € CTYHEHI HOpiB-
HSHHS TPUKMETHUKIB, YacTHH MOBH Ta Mopdem
(miecnoBa, pucHiBHUKH, cydikcH Tomio). O4eBHIHO,
oo JUIsl pi3HUX MOB HEoOXigHO (GopMyBaTH BiIo-
BitHI HaOOpH O3HAK.

dopmManbHe TPEICTABICHHS TOPIBHSIHHS 3alie-
JKUTh BiJ HOro MeTH. Hanpukia, Ko nopiBHIOIOTh
IBa 00'€kTH, TO (OpMalbHE MPEICTABICHHSI MOXE
OyTtu TakuM [7]:

C=(01, O2,F,0p,h,b), (2

ne O1, O;— o0'exTr opiBHAHHS; F — HaOip 3arajapHUX
XapaKTEePUCTHK, SKi MOPIBHIOIOTECS; Op — CyKYIHICTb
ynomo0ane aBTopa JAyMKH; N — Cy0'eKT TOHAIBHOCTI
(aBTOp, TOOTO TOI, KOMY HAIEXKUTH 1151 TYMKa); { — Mo-
MEHT 4acy, B SIKH BUCJIOBJICHO TIOPiBHSUIBHY AYMKY.

ToHanbHY OIIHKY MOXHA COPMYBATH 32 TAKUMH
kateropismu [3, 6-8]:

1) no3uTHBHA, HETATUBHA,

2) MO3WTHBHA, HETATHUBHA, HEWTpajbHa (BIICYT-
HICTb EMOLIIHOTO 3a0apBIICHHS);

3) Ounblie rpajailii, HAMPHUKIAJ, MO3UTHBHA, Ce-
PEIHBOMIO3UTHBHA, 3JIerKa MO3UTUBHA, HEWTpasbHa,
37IeTKa HeTaTHBHA, CEPeIHbOHETaTHBHA, HETaTHBHA.

OIiHIOBaHHS HACTPOI0 MOXE 3IACHIOBATHCS 3a
OTHOBUMIpHUM a00 OaraTOBUMIpHUM IMapaMeTpOM

[5, 6, 8].
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1. Knacugixayis monareHocmi 3a OiHAPHONO
wixanoro. binapHa mkana nepemxbadae aBiI OIIHKH:
MO3UTHBHY 1 HeratuBHy. Lle HaiimpocTimuii coci6
kinacudikamii 3 morasagy Qopmamizamii 3aBHaHHS,
SKIIIO BUCJIOBJIEHA OJHO3HAaYHa AyMKa. [Ipote aBTOp
MOJKE BHUCIOBUTH CBOIO TOYKY 30Dy, HANpHUKIAl,
aHAMI3yI04YH 00'€KT i3 pi3HHX CcTOpiH. JlymMKa Moxke
MICTUTH O3HAKH SIK TIO3UTHUBHOTO, TaK i HETATUBHOT'O
eMoTIiitHoro 3abapBiueHHs. Y IIbOMY BHIIAJKy OJTHO-
3HaYHO OLIIHUTH TOHANBHICTH AYXe€ CKJIaJHO 1 He
32BN MOXKJIHBO.

2. Knacugirxayis monanvnocmi 3a bazamosumip-
HOI0 wiKkaol. MK TOJSIPHUMHU OLIHKAMH, TTO3UTHB-
HUMH T4 HETaTUBHWMH, BBOJITH MOAATKOBI Tpajaliii.
UuMm Oimpiie rpajariid, TUM CKIAIHINIE 3aBAaHHS
kiacuikanii. [TorpibHa moctynoBa knacudikaris.

Eran 1. Knacudikarist HeHTpansHOT TOHATBHOCTI.

Eran 2. Knacudikariss HeraTuBHO1/TIO3UTHBHOT
TOHAJIBHOCTI.

Eran 3. Knacudikanist cTyneHst HO3UTHBHOCTI/He-
TaTUBHOCTI.

3. Cucmemu epadayii (wxanyeanus) HOPMYIOTH
[UITXOM HaJaHHS pPI3HUM CJIOBaM BiAIOBITHOTO
yrciaa 3 BHOpaHOTO IHTEpBally, HANpHKIAA, Bif
Mminyc 1 mo 1. [lpu upomy minyc 1 BignoBigae Haid-
OibIN HeraTWBHIN TOHANBHOCTI, 0 — HEUTpaNBHIH, a
1 — nHaiiGinpm mo3uTuBHIN. TOOTO KOXKHOMY CIIOBY
MIPUCBOIOETHCS CTYMiHb BaXXIUBOCTI. Le, 1o cyTi, i €
(dopmyBaHHsS BekTopa Bar. TekcT, SKWi aHai3y-
€TBCSI, TMOTEPEHBO JOCIIDKYETHCS 3a JIOMOMOTOI0
3aco0iB 00poOJIeHHST MOBU (IHCTPYMEHTIB 1 airo-
PHUTMIB) 3 METOIO BHOKPEMIICHHS CIIiB a00 (parmMeH-
TIB JUIS HOJAJIBIIOTO OLHIOBAHHSA TOHAJIBHOCTI.

4. Cy0'exmugnicmuv/06'ckmusnicmy. BuzHaueHHs
Cy0'€KTHBHOCTI/O0'€KTUBHOCTI TEKCTy — OKpema
npo6iema. CKIagHiCTh TIOCHIFOETHCS THM, IO CIIOBA
abo ¢pazm MOXyTh BUKOPUCTOBYBATUCS B MEBHOMY
KoHTeKcTi. KpiM Toro, cimifi po3pi3HATH, KOJIH aBTOP
IUTYE YY)y AYMKY, 3 SIKOIO BiH MOX€E TIOBHICTIO a00
YaCcTKOBO TIOTO/PKYBAaTUCh UM HE TIOTO/KYBATHCh.
OO'eKTUBHHMM BBa)KAEThCA ''HEYNEPEIKEHUIH" TEKCT,
SKUHA HE MICTHTh CYMKCHHS, a TiIbKA BHKIIAJA€E
IIOTOYHMI CcTaH peded. Hampuknan, cTarts HOBHH.
InenTudikaiiito 00'€KTMBHOCTI/CY0'€KTUBHOCTI BUKO-
PHUCTOBYIOTH SIK JOJATKOBHHU eTan Kiacudikarii 3mic-
Ty: MOTIEPEHBO BUITYYUBIIH 00'€KTHBHI JyMKH (pede-
HHS), MO)KHA OTPHMATH TOYHIIIY OIIHKY HACTPOIO.

JeranpHimuMi aHaii3 MO>KHA TIPOBECTH HAa OCHOBI
Mmozeni (¢yHkuii/acnekry. CrnodaTKy BCTaHOBITbH
00'eKTH (BJIACTUBOCTI), 33 SIKUMH OYI€ OLIIHIOBATHCS
TOHAJIBHICTh, 4 MOTIM BH3HAYTE il SIKUMOCH YHHOM
(Hanpukian, sk GyHKLi0). Y mpoleci po3B'a3yBaHHS
3asavi Kracu(ikaiii BU3HAYAETHCSI 00'€KT, BHOKPEM-
JOETHCS BIAMOBiAHA HOMY (YHKITIS Ta OIIHIOETHCS
TOHAJIBHICTb.

Huns knacudikamii  TOHAJIBHOCTI TEKCTY
BUKOPUCTOBYIOTh aABa migxomu. llepmmii — e
aBTOMaTUYHUN aHami3 IUQPOBUX TEKCTiB

KOMITTOTepaMH 3 eJleMEHTaMH MalllMHHOTO HaBYaHHSI
abo waBuaHHA 3 yuutenem [9, 10]. [dpyrmit — 3a
JIOTIOMOTOI0  CIIOBHUKIB (T€3aypyciB), MiIKIFOYEHUX
no mnporpamu [11-15]. BiaMiHHOCTI MK UMM
MiX0JaMH OYEBUHI: TEPIIUi 3a0e3rnedye OuTbI
TOYHHHA pe3ynbTaT 1 Oumbuii obcAr HaHWX Ui
00poOIIeHHS, APYTHIA — Jlermni y peanizamii. ko 3a
JONIOMOT'OI0 APYTOTO MiAXOAY BAAETHCS HE MOBHICTIO
3aBaHTa)XyBaTH 0a3zy NaHWX, a ONTHMI3YBaTH BUKO-
PUCTaHHS CIIOBHHKIB, TO IMBHAKICTb OOpOOJICHHS I
00csr 00po0IeHUX TaHUX MOXKHA 301LIBIIUTH.

VYci 3ragani Bumie Te3aypycu Oynau CTBOPEHi JUIst
aHTIifceKoi MoBH. I yKpaTlHCHKOI MOBH TIOIIOHIIX
PO3pO0OK MPaKkTUYHO HeMae. ToMy pO3IIISTHEMO, SK
MPUKIIAJL, MTOAI0HI TBOPH IJIst pOCIHCHKO MOBH.

3apa3z y Cankr-IlerepOyp3pkoMy aep:KkaBHOMY
yHiBepcuTeTi Kadenpa MaTeMaTUYHO! JIHTBICTHKA
po3pobmnsie  0a3y JaHWUX POCIMCHKOID  MOBOIO
RussNet, noniony no WordNet. Tezaypyc RussNet
Mictuth 1300 iMmennukiB, 1900 miecnis, 1100 npuk-
MeTHUKIB, 200 mpucniBHUKIB. BHyTpimmHbOMOBHA
CTPYKTypa MOBH HEIOCTaTHHO PO3BHHEHA, TOMY
Te3aypyc He moB's3anwuii 3 Inter-Lingual-Index [16].

[Iporpama AGpiais [17] Oyna po3pobiena 2004 p.
A. L. Iankinum y PocilickkoMy HayKOBO-IOCITiTHOMY
THCTUTYTi IITyYHOTO IHTENEKTY 3 METOK aHaji3y
TEKCTIB POCIMCHhKOI0 MOBOMK. [IporpaMa 3acTocoBHA
JUISl NIMPOKOTO KOJia 3aBJaHb, BKJIIOYAIOYM aHAaJi3
HACTpOIB, aje Mae€ iCTOTHHWH HemoJNiK: 0a3a JaHWX
MOBHICTIO 3aBaHTAXYEThCS Y BIpPTyaJbHY IaM'SITh.
Tesaypyc Poxxe OyB BUKOpHCTaHUU SIK 0a3za JaHUX,
sKa Tepeadavyae MICTh CEMAHTUYHHX KaTeropii:
a0CTpakTHI BIJIHOCHHH, TPOCTip, Marepis, po3yM,
BOJIA, YYTTEBI Ta MOPAJbHI CHJIM. YCEpPEeIuHI IMX
KaTeropii  OyAyloTbcs  JepeBOmomiOHI  iepapxii
migkiaaciB. [ cnpolneHHs MOIIyKy clioBa po3Ta-
LIOBYIOTBCS B aii(haBiTHOMY NOPSIKY Ta 3a0e3-
MevyrThes  iHQopMaliero Mmpo Micie B ifeo-
rpagivHii knacudikarii.

MeTpuky i iHCTPYMEHTH AJISl aHallizy JECTPYyK-
TUBHOT'O KOHTEHTY B COLIaJIbHUX MEpEkKax Ta OIHUC
MPUKIIAJHOTO TIPOrpaMHOro 3abe3redeHHs MI0JI0
BUSIBJICHHS JIECTPYKTUBHOT'O BMICTY B HOCTax IMpen-
ctaBneHo y [18]. Bynu 3po6ieHi Taki KpOKH: MiIKIIO-
YeHHS CIIOBHHKIB, HOpMali3allis CIiB [UIIXOM
cremiary. OJlHaK OCHOBHHMH NapaMeTpaMu y
BHU3HAYEHHI JECTPYKTHBHOCTI KOHTEHTY € BiJIl'YKH
KOPHCTYBauiB MEPEXi.

Bimomi Takok METOIM, 3aCHOBaHI Ha IOIIYKY
JIGKCHYHOT TOHAIBHOCTI y TEKCTI 3a IOIEpPEeTHBO
CKJIaICHUMH TOHAJIBHUMH CIOBHUKAMHU Ta MpPaBH-
JIaMH 3 BUKOPHCTAHHSM JIIHTBICTUYHOTO aHaJi3y, Ae
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CIIOYaTKy BH3HAYA€THCS eMOTHBHA JIGKCHKA, & TIOTIM
TEKCT OILIHIOETHCS CYKYNMHO (HANMpPHKIAA, MiJCyMO-
BYBaHHSIM 3Ha4Y€HHS TOHAIBHOCTI OKPEMHX PEYCHB)
Ha OCHOBI KUTBKICHOI INKaJlH, TpaxyHoBaHOi Bil
HETaTUBHOI IO MO3UTHBHOI OIiHKH [19]. Jlnsa anami-
3y BUKOPUCTOBYIOTh CIIMCKU MIPABHJI, PETYIJIAPHI BH-
pasu Ta creniajgbHi MpaBuia 3B'13yBaHHs TOHAIBHOT
JIGKCUKH B PCUCHHI.

[TigBuIleHHs. TOYHOCT] OLIHIOBAaHHS TOHAJIBHOCTI
TEKCTY MOJKHA JOCSTTH IUIIXOM BBEJCHHS Bar s
TepMmiHiB. Haif0inpiry Bary mOBHHHI MaTH TEpMiHH,
SIK1 KpaIle BiATOBIAaI0Th TEMATHIIl TEKCTY [6].

AHari3 nokasye, 1o aBTOMaTH4Hi KOMIUIEKCH JIJIsI
BU3HAYEHHS TOHAJIBHOCTI MAtOTh TaKl HELOJIKH:

* BEJHMKHI 00CST HaBYAJIHHUX JaHUX;

* CKJIQJHICTh HAaBYaHHS Ta HEOAHO3HAYHICTH pe-
3yJNbTaTy HaBYAHHS: 3 OJHOrO OOKY, 30UIBIICHHS
00CATY HaBUYAJIBHUX JaHUX JO3BOJISE TOYHIIIE Ha-
JMAMITYBaTH KOMIUIEKC, 3 I1HIIOTO OOKY, HaBYaHHS
3aJIe)KHTh BiJl XOAy YCTaHOBKH (BUKJIamada) i MOXe
MPU3BECTH JI0 Pi3HUX PE3YJNIbTATIB;

* HaBYaHHS BiJIOYBA€THCS 32 aJITOPUTMOM ''IOPHOT
CKpUHBKHA' ', TOOTO Horo (hopmartizallisi HEMOXKIIHBA,

* CKJIQAHICTH CKJIaJaHHSA CEMAaHTUYHUX CJIOBHUKIB.

ToMy NpOMOHYETHCS BUKOPHCTOBYBATH aBTOMA-
TH30BaHHN KOMILJICKC OLIHIOBAHHSA TOHAJIBHOCTI,
SKWH MPAIOE 32 TAKKMM aJITOPHUTMOM:

1) ckiamaHHs CIIUCKY KOHTEHTY;

2) ¢dopmyBaHHs 0i0JI0TEK NECTPYKTUBHHX KOH-
CTPYKITiH;

3) 3aBaHTa)XeHHS KOHTEHTY Ta Oi0ONiOTeK KOH-
CTPYKIIIH;

4) moJin KOHTEHTY Ha 00'€KTH, PO3AiNIEHI KO-
YOBHM CJIOBOM;

5) mopiBHAHHS KOXHOT0 00'€KTa KOHTEHTY 3 610110~
TEKaMU JIECTPYKTUBHUX KOHCTPYKIIiH;

6) 3roJJOM 3allUCYBaHHS KUIBKOCTI JECTPYKTHB-
HUX CJiB Y KO)KHOMY 00'€KTi KOHTEHTY J0 3MiHHOV;

7) aHami3 1 BIACOTKOBE OIIHIOBaHHS TOHAIBHOCTI
TEKCTY 3a TAKMMHU PO3/IiTaMHu:

* AHTHYKpaiHChKa NPONAraHja;

* TpomaraHia eKCTPeMi3My Ta TEPOPHU3MY;

* KPHUTHKA ICHYIOUOTO NOPSIKY y KpaiHi;

* PO3MAOBaHHs MiXKHAI[IOHAILHOI BOPOXKHEYI;

* 3aKJIMKH J0 HACWJIBCTBA Ta CyIUHAY;

* 3aKJIMKH J0 TOBAJICHHS BJIaJHy;

* TiJpUB JYXOBHO-MOPAIBHUX I[IHHOCTEH;

* [IpoMarasja ajJKoroji3My Ta HapKOMaHii;

* iHIUI HETaTHUBHI NPOSBY;

8) Bizyaunizauisi pe3yybTary.

1T TEeKCTOBOTO KOHTEHTY aHalli3 0a3yeThes
HacaMIlepe/l Ha BHBUYEHHI HOTO CTPYKTYpH, a came
HAasSBHOCTI Ta YaCTOTH BXXMBaHHS CIIiB, ITOB'SI3aHUX 13
pi3HUMH TemaMu JAecTpykTtuBHoro s3micty (JK)
(excTpemisMm, HaIOHATI3M TOIO). BaxxmuBy poib B

aHaITi31 BiJlirpa€ 3HaKOBA OpraHi3allis TeKCTy, 5Ka, Y
CBOIO Yepry, BKIIOUAE TPU KOMIIOHEHTH:

* CHHTaKTHKa, 5Ka TIIOPIBHIOE pi3HI 3HAKOBI
CHCTEMHM YaCOBOI ITOCIIIJOBHOCTI;

* CEMaHTHWKa, SKa JAEMOHCTPYE BiTHOIICHHS
CEMaHTHYHOTO 3HAYCHHS 3 MPOMO3UIIOHATEHIM
3MiCTOM TEKCTY;

* [IparMaTHika, sIKa TOPiBHIOE TEKCT i3 HOro
KOMYHIKaTHBHAMH yCTaHOBKAMHU.

Hactynmaum xputepiem Moxke OyTH BH3HAUEHHS
eMOIIIHOTO 3a0apBICHHS TEKCTy. ICHYIOTH airo-
PUTMH aBTOMaTH30BaHOTO OI[IHIOBaHHS TOHAJIBHOCTI
TEKCTY, B K 3HAYCHHS OOYMCITIOETHCS B Jiama3oHi
Big 0 10 100 %, ajne e MPU3BOAUTH JIO BEIUKOIO
PO3KHIy 3HaueHb. oMYy 3py4HIIlle BAKOPHCTOBYBATH
OIIIHKY TTapaMeTpa HacTporo B miana3oHi Big 0 g0 1, me
1 — no3uTHBHA OIiHKa, TOOTO BMICT HE € IECTPYK-
TUBHUM, a ) — HeraTUBHA (IECTPYKTUBHA).

ToYHICTP 1 AKICTH CUCTEMH aHaNi3y TOHAIBHOCTI
TEKCTy OIIIHIOEThCS THM, HACKUTBKA [0Ope BOHA
Y3TOJKYETHCS 3 TyMKOIO JIFOJJMHH 1010 EMOILIIITHOTO
OIIIHIOBaHHS JOCIIKYBaHOTO Tekcry. s 1mporo
MOXXYTh BUKOPHCTOBYBATHCS TaKi TOKAa3HUKH, SK
TOYHICTH 1 IOBHOTA.

dopmyna 11 3HAXOHKEHHS TIOBHOTH:

. CEO
Entirety = VO’ 3)
ne CEO (correctly extracted opinions) — nmpaBuibHO
posmizHani gymku, TNO (total number of opinions) —
3arajbHa KUTBKICTh JYMOK (SIK 3HAMIEHUX CHCTEMOIO,
TaK 1 HE 3HAMJICHHUX).
TouHICTh 0OYHUCITIOETRCS 3a (POPMYIIOIO

CEO

Veracity = ———, 4

ne CEO (correctly extracted opinions) — npaBuibHO
posmizHani gymku, TNOFS (total number of opinions
found by system) — 3arampHa KiNBKICTH IyMOK,
3HAMJICHUX CHCTEMOIO.

TakuM 4MHOM, TOUHICTH BUPAXa€ KUIBKICTh AOC-
JDKYBaHUX TEKCTiB, pevyeHb abo JOKYMEHTIB, B
OIIIHIOBaHHI SKUX JIyMKa CHCTEMH aHaji3y TOHAaJb-
HocTi 30irmacs 3 OymKkoro ekcrepra. llpudomy,
3TiAHO 3 JOCHIIKCHHSIMH, €KCIIEPTH 3a3BHYal
MOTOJKYIOTBCS B OIIIHKAX TOHALHOCTI KOHKPETHOTO
TekcTy B 78,4 % Bunankis. ToOTo mporpama, sika
BHU3HAYa€ TOHAJIBHICTH TEKCTy 3 TouHicTio 70 %,
pOOHTH 1Ie Maiike Tak camo 100pe, K 1 JII0IUHA.

VY posrmsni myOGmikaii, npencraBineHoi y op-
Mi/abo 300pakeHHi, HEOOX1IHO BPaxoBYBaTH Mapa-
METpPH SCKPaBOCTI, KOHTPACTY, & TaKOX KONIPHHUX
MO€AHAHb, OCKIIBKM Il IOKa3HUKH IOTEHIIHHO
MOXYTh BHKOPHCTOBYBATHCS PO3MOBCIOKYBadyaMu
JECTPYKTUBHOTO KOHTEHTY IJIsl IPUBEPHEHHSI yBaru
Mepexi, KOpUCTYBaYiB.
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Jnst BU3HA4YEHHS SICKPAaBOCTiI 300pa)KeHHSI BHKO-
PUCTOBYIOTH BHpa3 [20]

Y = 0,299R +0,578G +0,114B. (5)

SIckpaBicTh 300paykeHHS BUPAXKAIOTH SIK CEPEITHIO
SICKpaBiCTh yciX TikcemiB. SIcKpaBicTh OIHOTO
TMiKCeTs pO3PaxoBYIOTH 3a (OPMYIIOF0

Y =Rp + Gp +Bp,, (6)

ne Y p— SICKpaBicTh mikcens; Rp — 4epBOHHN KOIMIp;
Gp — 3enenuii xomip; B, — cuHIil Komip; P — iHACKC
Yrcia MiKCeiB.

Toni ¢isuuny sickpaBicTb 300pakeHHs (BUIMMO-
ro), mo MictuTh N mikceniB, MOXHa OOYHMCIUTH 3a
(dhopMmyIor0

_ 1gN
Y = szﬂ 0,299R, + 0,578 G, +0,114B, (N

ne Y — sicKpaBicTh 300paskeHHS; P — iHAEKC Miacy-

MOBYBaHHS; N — KITBKICTP TiKCETiB 300payKeHHS.
Jnst oriHIOBaHHS KOHTPACTHOCTI MOYKHA BHUKOPHC-

TOBYBAaTH JUCTIEPCIFO SICKPABOCTI ITKCEIIB 300payKeHHS:

o2 = ZYN_i (Y, —Y)?, (8)
JI¢ G — CTaHAapTHE BiIXMIICHHS.
[lapameTpu i OLIHIOBaHHS SICKPaBOCTI Ta
KOHTPACTHOCTI 3MIHIOIOTHCS Ha iHTepBai Big [0; 1].
BinHOIIEHHST CTAaHAAPTHOrO BIAXWIECHHS G JIO
MaKCUMaJIbHO MOXJIMBOTO 3HAYCHHSI ICKPABOCTI Y max
JI03BOJIUTH BUMIPSITH KOHTPACT sicKpaBocTi C:

_ 2VN 3p=1(Yp—Y)
== :
Y nax=10299Rp 0 +0,578 Gy +0,114Bp

C

(9)

ne C — KOHTpAcT SICKPaBOCTI 300pakeHHS; Rpmax ,
Gpmax , Vemax — 3Hauenns Rp, Gp, Vp , mo Biamo-
BiJIalOTh MAaKCHMaJbHOMY 3HAa4eHHIO SICKPaBOCTI
300paxeHHs Y max .

Kpurepiit (9) € iHTerpaisbHUM 1 3MIHIOETHCS B
mexax Bin 0 1o 1, ne 0 — omHOKOIipHE 300paXKeHH,
a 1 — HalOUTBIII HACUYCHE.

OpHak, aHaNi3yl0Yl BMICT (DOTOKOHTEHTY IIOJI0
HOro TIOMITHOCTI, Ma€ CEHC PO3TJIIATH 3HAYCHHS
KoHTpacty sickpaBocTi (C) nume B mianazoni Big 0,5
1o 1, skui XapakTepusye 300pakeHHs, 00 3aBISIKA
CBOill SICKPaBOCTI Ta KOHTPACTHOCTI TPUBEPTAIOTH
Olnplle  yBard KOPUCTYBauiB  IOPIBHSHO i3
300paXkeHHSM 31 3HaYeHHSIM napamerpa Big 0 1o 0,5.

3rifiHO 3 HAYKOBUMH JIOCITIDKEHHSIMH B TaTy3i IICH-
XOJIOTii, KOJIbOPH MOXYTh BIUIMBATH HA CIPUHAHATTS
iHdopmarii mroauHO0O [21, 22]. 3 MOTIIAAY AeCTPyK-
THUBHOTO BIUTUBY Ha KOPHCTYBaya COLIaAILHOT MEpexi,
0COOJIBY yBary CiiJ 3BEpHYTH Ha TaKi KOJIbOPH:

* YOpPHUH — JAECTPYKTHBHICTb, HpPUAYILICHHS,
JeTIpecis, MOPOKHEYa, 3aCTOCYBAHHSI CHIIH SIK TIPOSIB
CI1abKOCTI 1 eroiamy;

* YEepPBOHUH — (i3UUHE HACHIBLCTBO, HETEPIIU-
MICTh, XTUBICTb;

* CHHIN — i7eani3M, paHaTu3M, CyOOopANHALIA.

OCHOBHHM IHCTPYMEHTOM TO€AHAHHS KOJBOPIB €
KOJIO KOJbOPIB [23], CKOHCTpYHOBaHE TAKUM YUHOM,
0 TOETHAHHS OYIb-IKHMX KOJBOPiB, OOpaHHX i3
HBOTO, OOpe BUITsIIaTHME pa3oM. ['onoBHe, mpa-
BUJIBHO BUKOPUCTOBYBATH MOEJHAHHS KOJIBOPIB.

BiamosigHo 10 Teopii KOIBOpPYy rapMOHiiTHI MO€I-
HaHHS KOJILOPIB BUXOSTh:

* i3 OyAp-KHX JBOX KOJBOPIB, PO3TAIIOBAHUX
OJIMH HABIPOTH OJHOTO HA KOJIPHOMY KOJi;

* y pa3i BUKOpUCTaHHS OyAb-KHUX TPHOX KOJIbO-
PpiB, PIBHOMIpHO PO3MOiIEHUX HA KOJIPHOMY KOJIi 3
YTBOPEHHSIM TPUKYTHHUKA;

* y BUNAJIKy BUKOPHUCTAHHS OyIb-SIKMX YOTUPHOX
KOJIbOPIB, 1[0 YTBOPIOIOTH MPSIMOKYTHHK.

lapMmoHiliHi MO€THAaHHS KOJBOPIB HA3MBAIOTH KO-
TipHIME cxeMamd. Li cxemu 3auImarThCs TapMOHiH-
HUMH HE3aJIe)KHO BiJl KyTa TOBOPOTY, IO I03BOJISIE PO3-
[IMPUTHA MOYKITFBI KOMOiHAIIi T MaHIITyJ IS CBIIOMICTIO.

SKI110 HEOOX1THO HAa YOMYCh 30CEPE/IUTH yBary Ko-
pHCcTyBada, BOHM BUKOPHCTOBYIOTh TEXHIKY 3 KOMILTi-
MeHTapHUMH a00 TOJaTKOBUMH Kojibopamu. Lle Oynp-
SIKi IBa KOJILOPH, OZIMH ITPOTH OJTHOTO PO3TAILOBaHI HA
KonipHoMy Koni. Hampukian, cuHill i moMapaH4deBui,
4epBOHMUI 1 3enieHuH. Lli KOJIIbOpH CTBOPIOIOTH BIUCOKHIA
KOHTPAcCT, TOMY 1X BUKOPUCTOBYIOTb, KOJIMI BH XOU€Te
I0Ch BUIUTMTHCS. B iearni olMH Kojip 3aCTOCOBYIOTh
sk (DOH, a IHIIUH — SIK aKIICHT.

Krnacuuna Tpiana — e noegHaHHs TPHOX KOJIBO-
PiB, sIKI pIBHOBIIIAJICHI OJIMH BiJl OJHOT'O HA KOJIip-
HOMY Koji. Hanpukinaz, yepBOHUMN, )KOBTHH 1 CUHIH.
Cxema Tpiaju TaKOXX Ma€ BUCOKY KOHTPACTHICTb,
ane OinbIn 30amaHCOBaHA, HIXK JOJATKOBI KOJBOPH.
[lpuHuMn TyT monsrae B TOMY, LIO OAMH KOJIp
JIOMIHY€ 1 MiJIKPECIIOEThCS Ha (QOHI JBOX 1HINUX.
Taka KOMIIO3UIiA BUTIISAOAE KABOIO HABITH ITiJ 4ac
BHUKOPHCTaHHS OJIINX 1 HEHACUYEHUX KOJIBOPIB.

Kpim Toro, ¢oTomarepiani MOXKyTb MICTHTH Pi3HI
MpaBOpaIMKAIbHI 3HAKK Ta CHMBOJIH, SIKi CTOCYOTHCS
[IpoTaraH Iy NeBHOI 3a00pOHEHOT OpraHizaiiii M ifeo-
Jiorii. Lle Mo>xe OyTH K BiJOMHIT CHMBOJI CBACTHKH 200
SIKUXOCh PYH, TaK 1 MEHII BiJIOMi 3HAKH, 5IKi € CHMBO-
naMi  3a00pPOHEHHMX EKCTPEMICTCHKHX —OpraHi3awii.
Kpim Toro, 11e MOXKyTh OyTH KUTbKICHI CHMBOJIH, SIKUMH
KOPHCTY€ETHCS TIEBHA IpyTa JIIo/Iei. Y ce BKa3aHe OB 's-
3aHO 3 TUM, 110 B Oaratbox KpajHax 3a00pOHEHO Jisiib-
HICTh JICSIKMX HEOHAIMCTChKUX OpraHizalliif, a B rpo-
MaJICBKMX MICIISIX 3a00pOHEHO AEMOHCTPYBATH CHMBO-
JIKY TpaBopajuKaibHUX akTuBicTiB. 11[00 oO0iiiTy i
3a00pOHH, EKCTPEMICTCBKI Tpymu W OKpeMi ocoOu
BHKOPHCTOBYIOTh IMTU(PH IS TIepeaadi CBOIX ITOBIIOM-
JIEHb Ta YHUKHEHHS CyI0BOT'O IIEPECIIi{yBaHHsL.
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Taxwuit crioci6 oOMaHy 3aB/T1 MOXKHA 3yCTPITH Ha
(yTOONBHUX CTaliOHaX, A€ BOOJIBAIBLHUKH HOCSTH
(¢yTOoNKK abo BUBINIYIOTH IUIAKATH 3 IOMIOHUMHU
mudpamu. Ludpn gacto HagekaTs A0 TOPSIKOBOTO
3HavyeHHs OykB B andasiti. Hampuknan, Haigacrimre
BxuBaloTh muppu 14, 18, 28 i 88 abo ixHio
KOMOIHAIIIO, IO € 3aKOJOBaHUM TracjioM OLIHX
HAIIUCTIB, SIKE YaCTO BUKOPUCTOBYIOTH SIK TIPHBITAHHS,
1 TOCHUTB YacTo HOTO 3yCTPidaeMO B IHTEPHETI.

AyYIIOKOHTEHT Tex Mae ocobnmBocti. [lepmr 3a
BCE, BAPTO 3a3HAYMTH, 110 JFOJU MOXKYTh CIIPHIMATH
ayJIOKOHTEHT Ha XOJy, IO JIO3BOJISIE IOBTOTPHBAJIO
BILTUBATH HA KOPUCTYyBaya.

Bimomo, 110 HU3BKOYACTOTHI 3BYKH, OJIM3bKI JI0
HW)KHBOT MEXI 30HH YYTHOCTI, MOXYTh BHKIUKATH
TUCKOM(OPT, cTpax, 3aHETTOKOEHHS 1 HaBITh MaHIKY,
SKIIO JIF0Th Ha JIOAWHY JOCHUTH JIOBIO 1 3
HEOOXiIHOIO IHTEHCUBHICTIO [24].

Y Tabnuili HaBeJeHO KillbKa MPUKJIIa/IiB BIUIUBY Ha
JIIOZIMHY 3BYKY TICBHHX YacTOT.

Tabnuuysn
3aJie:kHICTh CTAHY JIIOJUHM BiJl HECYY0i YaCTOTH
3HauyeHHs
Hecy4oi yactoTu, ['n Buiug na oquny
1-2 Cepueburts
41 [MigBuimeHHs piBHA METa0OTI3MY
62 36ubIeHHsT (i3UYHOT CHIT
131, 147, 165-169 Baxxka nenpecis
170-185 Juckompopt
196, 247 Komdoprauii ctan
333 HartxHeHHs
349, 698 JIro60B
440, 880 VsBa
523 bap'ep crpaxy

SckpaBUM TIPHUKIIAI0M 3BYKOBOTO BIUIMBY € BiJIoMa
rpa, sika Mae pi3Hi Ha3Bu: "Tuxuit gim", "Po30ynu mene
0 4:20", "Mope xuris", "U19", "F57", "Cuniii kut" Ta
iH. MOXKIMBO, camMa Ha3Ba IIOB'I3aHa 31 CIIIBOM KHTA.
YacroTa 3BYKY, SIKH BHIAa€ CHHIA KUT, CTAHOBUTb BiJ
8 mo 20 I'm, BIH HEe YYTHHH JIIOACBKMM BYXOM, aie
BUKIIMKAE 3aHETIOKOEHHS, MAHIKy 1 CTpax. 3a JaHUMH
3MLI, 3apmanns 3 30 mo 49 y 1miii rpi NoB'sI3aHI came 3
MPOCIYXOBYBaHHSM 3BYKiB IIEBHOI 4YacTOTH Ta
HaHEeCeHHSIM c001 Pi3nYHOI TPaBMHU pi3aHHAM. Y LBOMY
KOHTEKCTI BHJAETHCA IJIKOM OYEBHIHHMM, MO Ha
YYACHHKIB TPH — JIiTell — BIUIMHYJIH, 3MYIIYIOUH X
CITyXaTH HU3bKOYACTOTHHH CITIB KHTIB.

TekcTn miceHb TaKOX MOXYTb CTAHOBUTH
3arpo3y. Moro cmig aHami3yBaTH 3a METONAMH,
HaBeJeHUMH Bule. TyT rocTae JOAaTKOBE 3aBAaHHS
PO3ITi3HaBaHHS CIIiB Y ayAi0KOHTEHTI.
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OILHIOBaHHS BiZICOKOHTCHTY € HaHCKIIQIHIIIIM,
OCKLUTBKH BileoMaTepialli € TOETHAHHSM TEKCTOBOTO
KOHTEHTY, ay/llOKOHTEHTY Ta 300paKeHb, SIKi TMHAMIYHO
3MiHIOIOTECS. TOMYy BiH TOBHHEH HE TiJIBKH 00'€THATH
BCl MiepepaxoBaHi BUIIE OKa3HUKH, aJie i BpaxyBaTu
LIBUAKICTh 3MiHM KaJpiB, TOOTO Pi3Ki Mepexoau Bif
OJTHOTO 300paKEHHS 0 1HILIOTO, IO CYHMPOBOIKY-
€THCSI PI3HUMH Bi3yaIbHUMU e(heKTaMU.

OpHak HaWBaXIIMBININM KpPUTEpIEM IS OyIb-
SIKOTO THITY KOHTEHTY € HasBHICTh y MTyOJTiKaIlii 03HaK
3a00poHEHOTO MaTepiany. SIKmo cucreMa BHSBHTH
MOAIOHICTh I[HOTO KOHTEHTY 3 BiJOMHMH HETaTHB-
HUMHU MarepiajlaMu, HOro HEOOXiTHO HeraiHo
nepeaaTd Ha KOHTEHT-aHai3.

3. BUCHOBKH

[pencrasneHi B poOOTi 03HAKH IEPBHHHOTO OLIHIO-
BaHHS TEKCTOBOT'O, ayJio- Ta BiJCOKOHTEHTY COIliallb-
HHUX MEpeX, a TOJIOBHE, TOHAJBHICTB, 3 KOO B HHX
MOJIA€ThCSL 1HPOPMAITis, JO3BOJSTh 3HU3UTH CTYITHB
CyO0'€KTHBHOCTI B OIIIHIOBaHHI 1 THM CaMHM 3MEHIIIATh
MOMIJIKH PO3Mi3HABAHHS IECTPYKTUBHOTO 3MICTY.

HactynauM BaxkiMBUM KpOKOM y O0poThOi 3 zec-
TPYKTHBHHM KOHTEHTOM € CTBOPEHHS BiJIIOBIIHOTO
BITYU3HSHOTO TIPOTPAMHOTO 3a0e3MeUeHHsI 3 BUKOPHC-
TaHHSM TIPEJICTABICHUX METOIIB 1 MApaMeTpiB, sIKE Ma€e
3aCTOCOBYBATHCS SIK IHCTPYMEHT U1l MOHITOPHHTY.
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Methods of destructive influence
and content protection in social networks

The work is devoted to the topical issue of protection of society from destructive influences in social networks. It has been
proven that in order to prevent such influences, it is necessary to evaluate not only the materials contained in texts, audio
and video content, but also the tone of the information disseminated in them. Tonality is one of the characteristics of thought
or emotion and is currently used as the main parameter for classifying texts by thematic categories. This is due to the
convenience and efficiency of classification according to this principle and greatly simplifies other tasks for the classification
of text posts. Formed categories of tonal assessment. The possibility of assessing mood by one-dimensional or
multidimensional parameter is proved. The possibility of using two approaches to classify the tonality of the text is shown.
The first is the automatic analysis of digital texts by computers with elements of machine learning or teacher training. The
second - with the help of dictionaries (thesauri) connected to the program. The shortcomings that occur in automatic systems
for determining the key are given. A new algorithm for automatic complexes is proposed. It is noted that if the quality of the
text analysis system is assessed by how well it agrees with a person's opinion on the emotional assessment of the studied text,
then such indicators as accuracy and completeness can be used. Calculations of these parameters are given. When
considering a publication presented in the form of an image, it is necessary to take into account the parameters of brightness,
contrast, and color combinations, as these indicators can potentially be used by distributors of destructive content to attract
the attention of the network. users. It is noted that the photo materials may contain various radical signs and symbols that
may relate to the propaganda of a particular prohibited organization or ideology. The analysis of possible methods of
influence on consciousness of the user by social networks is carried out.

Keywords: destructive effects of audio and video content; social networks; analysis of the tonality of the text; methods
of analysis.
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CTETAHOTPA®IYHA CUICTEMA
MPNXOBYBAHHS TEKCTOBOI IH®OOPMALITE
B AYAIO®AWIIAX

Cmezanozcpaghiio aydioghatinie MOICHA BUKOPUCIOBYSAMU SIK eqheKmMUHULL | Ol€8UII MEemMOO NPUXOBYEAHHSL NOBIOOMACHD.
Y yiti cmammi npedcmasneno 0ockonanenui nioxio 0o NPUXo8YEaHHs CeKpemuoi mekcmogoi inghopmayii nogioomuenHs 6
ayoiogatinax, wo noconye memoou cmezanozpagii ma kpunmozpagii. fx areopumm cmezanozpaghiunoco nepemseopenis
BUKOPUCMAHO MemoO HatMmeHu 3Hauywux oimie (LSB), 00un i3 Haunowupeniuux ma 0CHOGHUX Memooie cme2anozpapii.
Onucana cymov yb020 Memoody NoaA2ae 8 3aMIHI HAUMOL0OWUX OIMi8 36YK08020 KOHmMeliHepa Oimamu nogiooMIeHHs, U0
Micmamy 0yoce MAao KOPUCHoi ingopmayii, momy ixne 3anosHenHs 000amKos60io iHopmMayieio npaKxmuyHo He 6NIUBAE HA
sakicme  cnpuunamms. Taxkuil 6azomuil HeOONIK, AK HU3bKUL pPI6eHb HAOIUHOCMI, NOKPAUYEMBCSA BNPOBAOINCEHHAM
KpUnmozgpagiunozo wiapy, 0oyilbHicms 4020 0bipyumosaro y cmammi. Kpunmoepagiunuii 3axucm 0ooano y euensioi
O00HO20 13 CYYACHUX CUMEMPUYHUX aneopummis wugpysanus — aneopummy AES 6 pescumi CBC. [{na cmeopenHs cmiiikozo
KpUNMOKIIOYA 6UKOPUCHAHO NCE6006UNAOKOGI YUCIA. ANeopumm 3acmoco6aH0 01 3axXuUcmy HOGIOOMIEHHA, WO Nic/a
KpUnmozgpagiuHo2o nepemeopertss Npuxosyemvcs 6 ayliohaill 3a 0onomo2orn cmezanoepagiunoeo memody LSB.
Ilpoananizoeano ocHosHi xapaxmepucmuku cmezocucmemu. Y yitl pobomi npukiadHa cucmema Cme2aHopapiunHo2o
saxucmy iHpopmayii 6 ayoiogaunax i3 6UKOPUCHAHHAM KPURMOSPAPDIYHO2O AN20pUmMMy peanizo8aHa 3a OONOMOZOH
suxopucmanns cepedosuwa Microsoft Visual Studio 2019 ma xpunmoepaghiunux 6ibniomex, M060I0 NpPOSPAMYEAHHS
obparo C++. YV poni yughposoco konmetinepa suxopucmaro ayoiogaiin popmamy WAV. NIST-mecmu 3acmocosaro ons
OYINIOBAHHA CIMILIKOCMI 00 CMe20ananizy, wo 3a pe3yromamami € Kpawjoio 3 GUKOPUCIAHHAM YOOCKOHANEHO20 Memooy
nopisHaHo 3 KnacuyHum nioxooom LSB. Kpim moeo, cmeeanocpadiunuil aneopumm OYIHIOEMbCA BI3VATbHO WLISAXOM
NOPIGHANHA NOYAMKOB020 aydiodaiiny ma cme2o@aiiiy 3 npuxo8anum nosioomienuam. Pesyremamu ananisy exazyioms Ha
siocymuicms cnioie cmeeanoepagii. Ha ocrHogi ompumanux pesynomamie MOJXCHA CMEEPOACY8aAmu npo HAOJIHICMb ma
epekmusHicmb  BUKOPUCTIANHSL 3aNPONOHOBAH020 NiOX00y, momy euxopucmanis LSB-AES mexuixu mooice Oymu
3anponoHO8aHo O 3a0e3neueHHs Oe3neuHol nepedaui OaHuUXx.

Knwwuosi cnosa: cmezanoepagis, wugpysanns, Least Significant Bit; areopumm AES-CBC; NIST-mecmu.

1. BCTYI a IUIIXOM TOro, 100 BOHHM 3ajHIIaINUCSI HEINO-
mivenumu [2]. 3aramom, creranorpadis Moxe
BUKOPHCTOBYBATH Yy BUTJISAAI KOHTEHHEPIB OyIb-1110
Bil Takux IUQPPOBUX HOCIIB iHpopMaIlii, sK
300paXkeHHs, ay/li0 Ta BiJIc0, 1O MEPEKHUX MPOTO-

Just 3a0e3nedeHHs KOHQIASHIIIHHOCTI 3aCTOCO-
BYIOTh HE JIUIIIE METOJIU KpunTorpadii, a it MeToan
creranorpadii. Xouya KoxHa i3 [IMX HAayK Ma€ CBOI
cdepu 3acTOCyBaHHS, BOHH MOXYTh ITOEHYBATUCS : / :
JUTS i ABUIIEHHS €(EKTUBHOCTI 3axuCTy indopmarii ~ KOIB CTATOHHOT MOZCI QSI. .

(Hampuknan, ans  mepefadi  KpuITorpaivHmx VY npomy ZIOCTTIJDKERH yBara MPHUIAETHCS JHILe
KiouiB) abo K s (OPMYBaHHS  HAmiHHOI CTeFaHOFpa(b%l B ayJliocepeoBHIL. 3aC:[00yBaHHSI
6esneunoi cuctemu 383Ky [1]. creraorpadii B ayziio € CKIaJHUM, OCKIJIBKH CIy-

Creranorpadis — Hayka NPUXOByBaHHs IoOBigoM- XOBda CHCTEMa JIFOMHHA (HAS) qunHBjma 1o
JICHB, aJie He IIISIXOM iXHBOT'O NIepeTBOPEHH Ha mocy ~ HEBEIMKMX  3MIH Yy ayllONaHMX, HLK Bl3yalbHa
Hepo3Ili3HaBaHe, SIK 1€ BiAOyBaeThes y KpunTorpagii, CHCTEMa JIHOIUHH (HVS) [3].

© Byuuk C., Xomenko O., Cepnincbkunii 10., 2023
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2. AHAJII3 OCTAHHIX JOCJIIKEHb
I IYBJIKAIIN

Jeski 3 mocmipkeHb, OMyOJiKOBaHMX B 00JIACTi
aymiocteranorpadii, po3risiaroTh Habip TAKKX 3arajib-
HuX miaxomiB, sk Least Significant Bit (LSB), Echo
Hiding, Spread Spectrum (SS), Phase Coding,
pO3TISHYTUX Y [4].

CxeMa MpUXOBYBaHHs JaHHUX Yy BiJleo- Ta aymio-
(hatinax, 3amporoHoBana B [5], BukopuctoBye 4LSB
Ta anropuT™ (a30BOr0 KOAYBAaHHS IS 30eperKeHHs
AKOCTI Bigeodaiiny HaBiTh micias BOYAOBYBaHHS
CeKPEeTHHX JaHUX. 3aCTOCYBaHHS ayAiOCTEraHo-
rpadii 3 TekcToM mHUQPYyBaHHS MOTOKOBOTO MUBPY
RC4 po3pobireno B [6]. 3anpornoHoBanuit miaxin [7]
o aynaiocreranorpadii BHKOPHCTOBYBaB KOMOiHa-
ito oouncienns koedinieara DCT i cxemu mmdpy-
BaHHA AES s mokpameHHs Oe3nexkn Momyns. Y
[15] 3ampormoHOBaHO METOJ| 3a0KPYTJICHHS 3HAYECHb
€IIEMEHTIB 300pakeHHs ia Moau(ikamii HaliMeH-
moro OiTa y 3afadax creraHorpag)ivHOro 3aXucTy.

Po3pobneni creranorpadidai METOOM MOXKHA
3aCTOCOBYBATH fAK IJIsi TPUXOBAaHOTO 30epiraHHs
iHpOopMalii, Tak i A 3aXKCTy aBTOPCHKUX MpaB Ha
pi3HOMaHITHI O0'€KTH IHTENEKTyaJbHOI BIIACHOCTI
HUISIXOM  YKJIaJeHHS NU(QPOBUX iIeHTU(IKAITHNX
MITOK 1 "BOISHHUX 3HAKIB".

BinbricTs mporpamMHUX pillieHs, i B poJli KOHTeH-
Hepa BUKOPHCTOBYETHCS 3BYKOBHUI CHTHAJI, TIPOTIOHYE
nuist BOynoByBaHHs iHpopManii Tineku metox LSB,
10 MOXKHa CIIpoOYyBaTH MOSICHUTH CKJIAJHICTIO pea-
Ji3anii aTbTepHATUBHUX METO/IiB. 3apONOHOBAHUH Y
il CTAaTTI MiAXix pealizoBaHO KOMOIHAIIEIO JBOX —
cteranorpadiuHoi Ta KpunTorpadigHOi — TEXHIK.

3. META POBOTH

Mertoto 11i€1 po60TH € okparieHHs anroputmy LSB
JUTsl TIPUXOBYBAHHSI TEKCTOBOI iHQOpMAIlii y 3ByKOBHX
(aiinax IUITXOM J0JJATKOBOTO BUKOPHUCTAHHS KPHUIITO-
rpadiyHOro0 METOAY Ta IICEeBIOBHIAAKOBUX YHUCEN JUIS
CTBOPEHHS CTIMKOIO KPHIITOKIIOYA, a TAKOX OI[HIO-
BaHHS, SIK YIOCKOHAJICHHS I JIXO/Ty BIUTMBAE HA OCHOBHI
KpuTepii cTeraHorpadivHoi CHCTEMH.

4. BUKJIAJI OCHOBHOI'O MATEPIAJTY

VY po3pobreHiii nporpamHiii pearizamii BIOCKO-
HaJIEHO OJMH i3 0a30BuUX MeToniB creraHorpadii —
texHiky Least Significant Bits. Kinacuuna inrtep-
IpeTalisi MeToly 3aMiHM HaliMEHIN 3Hauynioro Oita
MOJKJIMBA NUISXOM 3aMiHM OCTAaHHIX 3HAYYIIUX OITiB
y KOHTeWHepi Ha OiTH MpPUXOBYBAHOTO TOBIJIOM-
nenHs. Hwxde HaBeneHO 3aralibHi OCHOBHI KPOKH
texuiku LSB [8]: Oaiitu aymiodaitny mnepersBo-
PIOIOTBCS Ha OITOBY IOCHIJIOBHICTB, YCI CHMBOJIU
TTOBITOMJICHHSI TIEPETBOPIOIOTHCS HAa CKBIBAICHTHY
IBIMKOBY CHCTEMY; HaMEHII 3HAYyImIUi OIT aymio
3aMIHIOIOThCS Ha OIT ITOB1IOMJICHHS.
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Jns BOockoHaJeHHS cTeraHorpadiqyHol TeXHIKH
BIIPOBAHKCHO TOTATKOBHH KpUTITOTpadhiIHII 3aXUCT
y Burisiai anroputmy AES-CBC, 3a skumM cexpetHe
MOBiTOMJICHHS Tiepe/1 yOyIyBaHHIM IUPPY€ETHCS Ha
OCHOBI1 KPHUNTOKITIOYA-TIapOJIs.

AnroputMm AES peanizoBaHo B pexxumi poOotu
CBC (Cipher Block Chaining), mo mo3BoJsi€
mudpyBaTH TOBIAOMIIEHHS OIJBIIOI JTOBXUHU
LOUIIXOM CeTMEHTyBaHHsA iH(popMamii Orokamu
(hikcoBaHOI TOBXWHM 1 3aCTOCYBAHHSM [0 TTEPIIOTO
cermenTy oneparlii XOR i3 BUaAKOBUM 3HAYCHHSIM
BEeKTOpa iHimiamizamii. Yka3aHuii BEKTOp iHilia-
nizarii Moxe OyTH PiIBHUM HYIIO, IO HE € HEPEKO-
MEHJOBaHUM 3 MOTJISIAY alrOpUTMy. Pe3ynprat miei
omepartii 3amudppoBaHuil 3a JOMOMOTOI0 KIIOYa, i,
TaKUM YMHOM, MaeMO HOBHI 3ammdpoBanuii OJI0K.
Hani no HacTynmHOro OJOKY TOBiJOMJICHHS 3aCTO-
coByeTbca XOR pazoMm 3 oTpuMaHuM Ha momnepen-
HBOMY KpOIli 3alIM(POBAHUM TEKCTOM, IO TAKOX
UG PYETHCS IS HACTYITHUX OJIOKIB.

Sk BapiaHT, 3HAYCHHS BEKTOPA 1HIIiai3aIlii MOX-
Ha 0yJ10 3poOUTH TporpamMHO (iKCOBaHHM, MPOTE B
bOMY TIPOTPAaMHOMY DillleHHI HOTO 3HAYEHHS TeHe-
PYETBbCS TiJl Yac KOXHOI CHpOOM Ta BHUKOPHUCTO-
BYETHCSl [UI1 OTPUMAaHHA IPUXOBAHOTO MOBIJOM-
JIeHHS 3 ayAiodaiiny B OJabIIOMY.

TakuM YUHOM, BIAMOBIAHO MO puc. 1, HA BXif
MpOrpaMu TOAAEThCS ayaioaii-KoHTeHep, TMOBi-
JOMJICHHS Ta KPUNTOKIIOY. Bximuuii aymiodaiin Ta
3amu@poBaHe  KpuUNTOrpadiyHUM  AITOPUTMOM
MOBIIOMJICHHSI POTPaMHO  KOHBEPTYIOTHCS 10
OinapHoro mpejcraeieHHs. [loTiM 3a creraHorpa-
(bivHMM anropuTMOM OITH TTOBIIOMIICHHS 3aMiHIO-
I0Th BHM3HAueHI OITH BXIAHOTO aymiodaiiny, o
(hopMyFrOTh BUXITHHIA ayioQaiin 3 yOy IyBaHHSM.

BpaxoByroun, 1110 KOKEH CEMILT ayiodaiiiry Mic-
TATH 1 OIT IOBIMOMJIEHHS, ITOCIIOBHICTE ITICIS
BKJIQJIEHHs] He OyJe BIPI3HATHUCS BiJ BUXiIHOI 3a
YMOBHU, III0 HAWMEHII 3HAYYIIUH OIT BHXIAHOI
[TOCJIIZIOBHOCTI 301ra€ThCs 3 BKJIAJICHUM OITOM 1H(OP-
Manii. Inakmre, 3HaueHHs ocTaHHBOro Oita Oyxe 3
iMoBipHicTIO 50 % 301/IbIIICHO, 200 3MEHIIICHO, Ha 1.

[Ipouec 3HaXOMKEHHS MPHUXOBAHOTO MOBIIOM-
JICHHS, 10 CXEMAaTUYHO 300pa)keHO Ha pHUC. 2, €
3BopoTHUM. KopucTtyBauy moTpiOHO 3HATH MapoJb,
BekTop iHimiamizamii (IV). 3 BUKOpHUCTaHHSIM mpa-
BHJILHOTO Mapojisi Ta 3HaueHHs [V OiTu noimoMm-
JIeHHsT OyJie BiJTHOBIIGHO, PO3MIM(pPOBAaHO i Tepe-
TBOPEHO Ha TEKCTOBY (popMmy.

lomo maposiss, TO BiH QOpPMYyeThCsl HA BHOIp:
3aJa€ThCSl KOPUCTYBaueM abo, 3a OakaHHSM, I'eHe-
DPYETBbCS, 3 BHKOPHUCTAHHSM TIICEBJOBHUIIAIKOBHX
yucen. Jns oTpuMaHHSA ICEBIOBMIAIKOBOIO 4HCIa
MOEAHAHO JBa TeHEPATOPH:

* mersenne twister — "Buxps Mepcenna", a TouHire
mt19937, 3acHoBaHMi1 Ha BIACTUBOCTI IIPOCTHX YUCEIT;
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» std::random_device — piBHOMIpHO PO3IOIiIEHEI
TeHepaTop BUIAAKOBUX YHWCE, IS TeHeparlii iCTHHHO
BHIIAIKOBUX YHCEN, 0 BHPOOIISIE HEACTEpMIHOBaHE
BUIIJIKOBE YHCIIO.

3BMYAMHE NOBIAOM/EHHA

[

)

MAPOJIb

AES nepetsopeHHs

AYAIODAN

J

CTEFO®AWN

3ALUMGPOBAHE NOBIAOMIEHHS
l LSB s6yaysaHHA I

Puc. 1. Cxema npouecy NIpuxoByBaHHS MOBiTOMJIeHHS
3a anroputmom LSB-AES

)

NAPO/b

3BUYAMHE NOBIAOM/IEHHA

[

AES nepetBopeHHs

AVOIOPAIAN

J

CTEFO®ANN

3ALIMGPOBAHE NOBIAOMIEHHA

| ]
L

J | |

Puc. 2. Cxema npouecy BUTATYBaHHS NOBiIOMJICHHS
3a aaroputmom LSB-AES

VY nporpami Juis GpopMyBaHHS NCEBIOBUITAIKOBUX
nociinoBHocterd onue [TIBY iHiriamizyerscst pe3yiib-
tarom aii iamoro I'BY (puc. 3), motim 3reHepoBaHe
YHCII0 BUKOPUCTOBYETHCS IS TeHEPaLlil HapoJis.

3reHepoBaHe 4HCIO Oe3MOocCepeiHbO 3aCTOCOBY-
€TbCS 7Sl TeHepauii maposs y pasi Bubopy i3 6 ma-
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CUBIB 1U(p, aHTTIHCBKUAX JITEp BEPXHBOTO Ta
HIDKHBOTO PETICTPiB, AESKAX 3HAKIB MyHKTyaIil 91
CITCIATbHUX CHMBOJTIB 13 IOBTOPEHHSM OIIepaliii 10
JNOCATHEHHs 00paHoi JOBXHUHHU TapoJIsl.

std: :random_device rd{};

std: :mt19937 mersenne(rd());

Puc. 3. Ininianizanis reneparopis

3aranpHuii iHTEepdelc mporpamu, sika Oyia
npeacrasicHa B [14], 306paxeno Ha puc. 4, 5.

5. OHIHIOBAHHS E®EKTUBHOCTI

VY mporeci 3actocyBaHHsI cTeraHorpadii BaxJIIu-
BUMHU € Taki XapakTepuCTHKH [9]: mporyckHa 31at-
HICTP (capacity) — xapakTepu3ye 00'€M CEKpETHHX
MAHUX BITHOCHO poO3Mipy aifny, B SKHHA MOXHa
BOyIyBaTH KOHTEHHEp 3a JOMOMOIOK BHU3HAYEHOI'O
METOAdy; CTiHKicTh (robustness) — CBITYHATH TIPO
CTIHKICTB cTero(aiiiliB 0 HABMUCHHUX 1 HEHABMHUCHHX
arak; HeBUIUMICTH (invisibility) — omucye cxoxicTb
3allOBHEHOTO KOHTEWHepa Ta IyCTOro, SIBISIE COOOIO
piBeHb Jerpajariii KOHTEWHEPIB MicCis MPUXOBYBaHHSI
CeKpeTHOro ToBimomieHHs. JloTpuMaHHs OaraHCy
BCIX XapaKTEpUCTHK € BAKIMBUM Ta JIEIIO CKIAIHUM
it peamizamii. 3aranom LSB € myxe mpoctum
METOJIOM 1 Ma€ MepeBary y KpuTepii HeBUANMOCTI, alie
Lel MeToJ| CTae ciabKuM 1 mependavdyBaHUM, SIKIIO
BUKOHYBATH HOTO TPaIUIIIAHO.

[IponyckHy CHpPOMOXHICTh CTETOKaHAIY MOXKHA
3HANTH, BAKOPUCTABIIN (POPMYITY

. F
size=——-132, (1)
BPS
ne F — posmip daiiny-konreiinepa, BPS — kinbkictb
OaiiT Ha ceMmrut (1151 Tporpama po3paxoBaHa Ha BPS,
sIKe JOpiBHIOE 16 OaiT).

OCKITBKM BiJIOYBa€ThCS MPOCTO 3aMiHA MOJIOJI-
Ioro 0ita, JIOTIYHUM € TBEPIKCHHS, 110 J10JaBaAHHS
KpunTorpaiyHoi CKIagoBOi 10 METOAYy HifK He
BIUIMBA€ HA TMPOMYCKHY 3JaTHICTh CTBOPIOBAHOT'O
CHCTEMOIO 3aXHUIIEHOTO KaHaly 3BI3KY, sIKa MOXKe
OyTu 30UIBIIIEHA JIMIIE Yy BUMAJIKaX IIiJBHUICHHS
CTYIICHsI 3aTIOBHEHHSI KOHTEHHepa.

Po3pobnennit  creranorpadiyHuii  IHCTPYMEHT
moOyJ0BaHO TaKUM 4YHHOM, IO BIH HE 3MIiHIOE
BJIACTHBOCTI ayaiodaiiniB 3amisi BOyayBaHHS OiTiB
MOBIIOMJICHHS, HE 3ajMINa€ >XOAHUX MiZ03PLINX
miamucis. Tomy y pasi aHamizy crerodaiiily Takum
CIocoOOM HE MOJKHA BUSIBUTH HAsIBHICTD TIPUXOBAHUX
MOBIAOMJICHb, 1 THM Oinble, ineHTH(]IKYBaTH
BHKOPHUCTAHHS caMe ITi€] YTHITITH, IO 1 € TIepeBaroro.
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Edit Tools Info Exit

Hiding

Audio’s format:

Encryption:

wav E

Extracting

Enter text or select data from file to embed:
secret text to test the program

Clean Import text |

Select an input audio file:

AudioFile Location:
| C:\Users\kseny\Music\'krasive_mod.\ |

— Option:

Enter passwordkey to protect your text:

[¥l with encryption |

CH

Init Vector(HEX): |ZEDDOIDF—?TABB24?05CC66F882E482E4

| Hide

Puc. 4. 3aranshuii inTepdeiic npukiaagHoi nporpamu. Moay,ib NPUXOBYBaHHS
3 IPUKJIA/I0M 3aMI0BHEHHS TaHUX

AudioFile Location:
CAUsers\ isempAMusicV! Haway |

Expected length of
the secret message:

File Edit Tools Info  Exit Audio’s format: wav E Encryption:
Hiding Extracting
Select encrypted audio file: Hidden data from audio:

secret text to test the program

— Option

‘ Clean all ‘ ‘ Export Secret Text
[l i know password: Init Vector(HEX):

Extract

Puc. 5. 3aranbHuii inTepdeiic npukiaaHoi nporpamu. Moaynb BUTATHEHHS
3 IPHKJIA/I0M 3alI0BHEHHS JaHUX

SIK BiTOMO, MOJIOJIIII PO3PSIIU MICTSITh JyKe Majio
KOpHCHOT iH(opMartii. IXHe 3arTOBHEHHS J10/JaTKOBOIO
iHpOpMalli€l0 MPaKTUYHO HE BIUIMBAE Ha SIKICTbH
cnpuitHATTA. ToMy 3arasioM pi3HHUIS MiX MOPOKHIM
1 3aIOBHEHHMM KOHTEHHEpaMH IOBHHHA OyTH HE
BiJTUyTHA JUISL OPTaHIB CIIPUUHSATTS JIIOJUHH. SIKICTh
CUTHAITY 301JIBIITY€ThCSI 31 301IBIICHHSM PO3MIpy CHT-
HaJTy, OCKUTLKH TIPOMOPILis BiTHOIICHHS OiTiB CHT'HA-
JIy 70 KiJBKOCTI OiTiB MOBITOMJICHHS 301TBIITYETHCS,
TAaKUM YUHOM, CHIOTBOPCHHS 3MEHITYETHCSI.
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CrHoTBOpeHHs, M0 BHOCATHCS METOJIOM 3aMiHH
HalMEeHI 3HaYymioro OiTa B pealbHOMY 3BYKOBOMY
CUTHAJTi, MOXKHA Bi3yaJIbHO BHSIBUTH IIIISIXOM aHAITi3y
crekTpa curHaiy. IlepeBipka 4yTHOCTI CHOTBOpPEHb
(IHIIMMH  CJIOBAaMH, MOYJIMBOCTI BHUSBJICHHS BKJIa-
JICHB) TIPOBOJIMTHCS Bi3yalIbHO 32 JIOTIOMOT'OK0 3BYKO-
Boro penaktopa Audacity 1.3 (puc. 6). Ha ocHoBi
TIOPIBHSHHS OCIIMJIOTPaM MOYKHAa CTBEPUKYBATH TIPO
BiZICYTHICTb IPUXOBAHUX MOBIIOMIICHb.
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W krasivo_sound_or = X
File Edit Select View Transport ITracks Generate Effect Analyze Tools Help
T b — . 5 ~ I -E' Vs \!) ; 54 48 42 Cickio StartMoniorng 18— 12— &0 | | ) ; 54 45 42 38 0 24 8 92 B 0
- . - . v - +
Qe k]| ¢ o) o— | XDEY wwr v~ &/QQQIQ[ (>0
~ icrosoft Soun apper - Input ~ lono) Recordin anni P icrosoft Soun apper - Output ~
MME & Microsoft Sound Mappe - Inp: 1 (Monc) Recording Ch Microsoft Sound Mapper - Outp
v dﬁ 1.0 20 3.0 4.0 5.0 6.0
; : f . f .
| krasivo_souw| 1.0 =
Mute | Sob | ps
= B
° 0.0
L R
o 05
Sterco, 44100Hz
32-ot fioat -1.0
1.0
05
0.0
05
a| seect | |40
x[6 ~[ 1.0
Mute | Solo
. -
& 0.0
L R
< 05
Stereo, 44100Hz
32-bit float 1.0
1.0
0.5
0.0
05
a| seect | |10 v
< >
Project Rale (Hz) | Snap-To Start and End of Selection
44100 ~ | | |Off ~ |00h00mO00.000s~ |00R00OmMO0.000s™ OOhoomoos
Stopped.

Puc. 6. Ocumiorpama "'mycroro'’ ayaiogaiiay (3Bepxy)
3 NIPUXOBAHUM NOBIIOMJIEHHSIM (3HU3Y)

OcHOBHa ifiest — BUKOPUCTAHHS METOAY 3 KPHUIITO-
rpadiero 3aMicTh 3BHYAHOTO B TOKpAIEHHI CTa-
TACTUYHUX BIACTHBOCTEW 00'€KTa, TAaKUM YHHOM,
1Iel METO1 BKJIAJICHHSI CTa€ CTIHKILIUM, 30KpeMa i J10
CTAaTUCTUYHMX METOMIB crteroananizy. llle Oumbroi
CTIHKOCTI Ha/Jae BHUKOPUCTAHHS CaMe€ aITOPUTMY
AES, mo Ttakox mnepenbavyae BEKTOp iHimiamizaiii,
SIKUl BHKOPUCTOBYETHCS 13 CEKPETHHUM KITFOUYEM
abu YHHKHYTH TOBTOpIB y Tpoleci mmpyBaHHS
JIaHUX, 110 POOUTH HEMOMJIMBUM IS XaKepiB, IO
BUKOPHCTOBYIOTh aTaKy 3a CIOBHUKOM, po3mudpy-
BaTH 3a-IM(POBAHE IMOBIJOMIICHHS MUISIXOM BHSB-
JIeHHS mabIoHa.

Bingomo, 110 icHYIOTb pi3Hi CTEroaHaliTHYHI METO-
I, y TOMY YKCIIi TaKi, 1110 3aCHOBaHI Ha JOCIIKEHHI
CTAaTUCTUYHHUX BIIACTMBOCTEH BUIOOYTHUX IIOBIIOM-
nenb [10, 11]. Tomy asst OIiHFOBaHHS CTIMKOCTI J0C-
JDKYBaHOTO METOAYy BOY/OBYBaHE TIIOBIIOMIICHHS
MiJJIAETHCS TECTYBAaHHIO Ha IICEBIOBHITAIKOBICTh 3a
noriomororo Tak 3BaHux NIST-tecriB [12], Ha ocHOBI
SKMX po3po0sieHe rotoBe pimieHHs [13] Bukopuc-
TOBYeThCs B poOoTi. Lli TecTH 30cepemxero Ha pi3HUX
THUITaX HEBUIAAKOBOCTI, IKi MOXYTb 1CHYBaTH B ITOCIi-
JIOBHOCTI 1 TXHBOIO LIJUIIO € BU3HAYCHHS MIPH BHIIA]I-
KOBOCTI OTPUMAaHHUX JBIMKOBUX MOCITiIOBHOCTEH.

Byno mpoBenieHO TecTyBaHHS Ha IICEBJOBUIIA-
KOBICTh KpHIITOTpadiuHO TEPETBOPEHOIO MOBIIOM-
neHHs (puc. 7) Ta 3BUYaitHOTO (pHUC. §) 3aBIOBXKKH
40 k0. Ha ocHOBiI OTpMMaHUX pe3yJIbTaTiB MOXHa
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CTBEP/DKYBATH MPO BIICYTHICTH cTeraHorpadiqHmx
BKJIQJICHb y BOYIyBaHHI 3alI(pOBaHOTO TOBIIOM-
JIEHHS, OCKIJBKH KUIBKICTh YCIIIIHO NPOHASHHUX
TECTIB CTAHOBUTH OIIBIIICTE, a TouHiIe — 86,67 %,
YOro HE MOYKHA CKa3aTH MPO pe3yJbTaT TeCTYBaHHS
JUI 3BUYAHHOTO IOBIZOMIICHHS, Ji€¢ Ll MOKa3HUK
cTaHoBuTh Juie 20 %.

6. PE3YJIBTATH

Bapro po3ymiTh, 110 BUKOPHCTaHHS MOMIMPEHUX
creraHorpaiyHuX METOJiB 3HIKYE EHTPOIii0 OiTiB
aymiogaiury, mo Moxxe OyTH NMPUYMHOIO TBEPKEHb
LI0/I0 MPUCYTHOCTI CEKpeTHUX yOymyBaHb. YOymy-
BaHHSI CEKPETHOTO TIOBiIOMJICHHS, 3aIlU(QpPOBAHOTO
AES-CBC y aynmiocurHami 3a JOTIOMOTOI0 METOIY
LSB no3Bonsic ycyHyTH OyIb-SKi IIaOJIOHH, IO
MOXYTb OyTH CTBOpPEHI Y IMpOLECi 3aCTOCYyBaHHS
creraHaimiTnuHux MetoAis. [lonepente mmdpyBaHHs
MPUXOBAHOTO TOBIJIOMIJICHHS POOWUTH BHSBJICHHS
CKJIJIHIIINM, OCKiUJIbKH 3amm(poBaHi JaHi 3a3BUYaid
MalOTh OUIBIINHI CTYIIIHb BUIAIKOBOCTI. BinHOBICHHS
MIPUXOBAHOTO TOBIIOMJIEHHS JI0Ja€ 1€ OJUH PiBEHb
CKJIQJIHOCTI TOPIBHSHO 31 3BUYAWHUM BHSABJICHHIM
HasIBHOCTI MPUXOBAHOTO MTOBIJOMIICHHSI.

Pesynbratn mpoxomxenuss NIST-tectiB mokasy-
I0Th TIepeBary 3aCTOCYBaHHS IMPEACTABICHOTO MiIXO0-
ny. IlopiBHIOIOUM oOcCHMIOTpamMH, MOXKHA TIOMITHTH
Bi3yaJbHY BiZICyTHICTH BIIMIHHOCTEH MIX TiCTOrpa-
MaMH{ BHX1THOTO Ta CTErOCUTHAIY.
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~-Randomness Testing

| Test Type ‘ ‘ P-Value H Result | | Test Type | | P-value || Result
v 01. Frequency Test (Monobit) |0.26123083216249643 Random ¥ 02. Frequency Test within a Blc|0.6022392858772276 Random
¥ 03. Run Test 0.9961891634737907 Random ¥ 04. Longest Run of Ones in a B|0.1551458932399833 Random
¥ 05. Binary Matrix Rank Test |0.08662070692055049 Random v 06. Discrete Fourier Transform [0.7658801390803585 Random
v 07. Non-Overlapping Template |0.01566407463530722 Random ¥ 08. Overlapping Template Matc0.3301059921687223 Random
¥ 09. Maurer's Universal Statistic-1.0 Non-Random ¥ 10. Linear Complexity Test 0.43111289066737035 Random
¥ 11. Serial test 2.6691086131299115e-31 Non-Random 1.4753513212414665e-17 MNon-Random
v 12. Approximate Entropy Test |0.04438481973695488 Random
v 13. Cummulative Sums (Forwar|0.421636680894095 Random ¥ 14. Cummulative Sums (Revers0.49803203734093676 |Random
¥ 15. Random Excursions Test
| state || CHI-SQUARED I P-Value || conclusion |
+1 - | |12.5 0.028543123326167485 Random Update

Puc. 7. Pe3yabTaTH TecTyBaHHA 3al1H(POBAHOT0 MOBiAOMIEHHS
(86,67 % mpoiigeHo ycnimHo)

Randomness Testing

Test Type P-Value Result
v 01. Frequency Test (Monobit) 0.0 Non-Random
¥ 03. Run Test 0.0 [Non-Random
v 05. Binary Matrix Rank Test  5.6962227638039004e-63 'Non-Random
¥ 07. Non-Overlapping Template 5.0047776811615379e-74 Non-Random
¥ 09. Maurer's Universal Statistic-1.0 INon-Random
v 11. Serial test 0.0 Non-Random
¥ 12. Approximate Entropy Test 0.0 Non-Random
v 13. Cummulative Sums (Forwar 0.0 Non-Random

v 15. Random Excursions Test
State CHI-SQUARED

+1 — | (1.0

0.9625657732472964

Test Type P-vValue Result

v 02. Frequency Test within a Blc 0.0 MNon-Randem
v 04, Longest Run of Ones in a B|0.0 Men-Randem
v 06. Discrete Fourier Transform [4.331000241155759 170 Non-Random
v 08. Overlapping Template Matc 2.4637256500233976e-94 Non-Random
¥ 10. Linear Complexity Test 0.09273881693697152 Random

[o.0 Non-Random
v 14. cummulative Sums (Rever<0.0 Non-Random

P-Value Conclusion
Random Update

Puc. 8. Pe3yabTaT TecTyBaHHS 3BHYA{HOT0 MOBiAOMJ/ICHHS
(1umre 20 % npoiiieHo ycninHo)

7. BUCHOBKH

VY cuny cBO€i MPOCTOTH 1 MPO30pOCTi pearizamii
MetoJ1 LSB mupoko 3acToCcoByIOTh y cTeraHorpadii.
[IpoTe romoBHUM HETONIKOM € Ha/IIHHICTh, SIKa MOXe
OyTH TOKpalieHa 3 BHUKOPHCTAHHSIM HaJiiHOTO
kpunrorpagiunoro amroputmy AES nmis 3axucry
noBiJloMJIeHHs. Ha OCHOBI MOKpaImeHoOro CTeraHo-
rpagiqHOrO aNrOpUTMY HUISXOM JIOJJATKOBOTO BHKO-
pHUCTaHHS KpUIITOrpadiuHOro METOAY PO3pO0IEHO Ta
peaiizoBaHo creraHorpadiqHy yTHIITY JJIsI TIPUXO-
BYBaHHS TEKCTOBOI iHpopMalii y 3ByKoBUX (paiinax.
30KkpeMa, BHKOPHCTAaHHSI €JIeMEHTIB KpunTorpadii
MOKpAIIly€ CTaTUCTUYHI BJIACTHBOCTI, TAKUM YHUHOM,
el MeTo/1 BKJIaICHHS CTa€ CTIMKIILNM 10 CTATHCTHY-
HUX METOJIIB CTEroaHallizy, SK MOKa3yloTh Pe3ylib-
tati NIST-tectiB. Pe3ynpraTu BizyaqbHOTO aHalizy
BKa3yIOTh Ha BIJICYTHICTB CHiNiB creraHorpadii.
Tomy 3anporioHOBaHa BAOCKOHAJIEHA TEXHIKa MPUXO0-
BYBaHHS 3aIlIU(POBAHHUX JaHUX Yy ayJiOCHUTHANAX
XapaKTEePU3YEThCS KPAIIOK HaIIHHICTIO, 110 YMOX-
JIUBITIOE 11 BUKOPHUCTaHHS AJ1s1 3a0e3neueHHs Oe3mned-
HOI Tepenavi JaHuX MDK BiATIPaBHHUKOM Ta OJICPKY-
BavyeM y HE3aXHUILEHUX MepexkKax.
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Steganographic system
for hiding text information in audio files

Audio file steganography can be used as an effective and efficient method to hide messages, but it is a complex process
because the human auditory system is sensitive to small changes in audio data. In this article an improved approach for hiding
secret text message in audio is presented, combining steganography and cryptography. The Least Significant Bits (LSB)
technique, one of the most common and basic methods of steganography, is used as an algorithm for steganographic
transformation. The described point of this method is to replace the least significant bits of the audio container with message
bits that contain not very useful information, so filling them with additional information has little effect on the quality of
perception. Such a significant disadvantage as the low level of reliability is improved by the introduction of a cryptographic
layer, the feasibility of which is justified in the article. Cryptographic protection has been added in the form of one of the
modern symmetric encryption algorithms — the AES algorithm in the CBC mode. Pseudo-random numbers are used to create
a stable cryptokey. The cryptoalgorithm is used to protect the message, which after cryptographic conversion is hidden in the
audio file using the steganographic LSB method. The main characteristics of the stegosystem are analyzed. In this paper, the
application system of steganographic protection of information in audio files using a cryptographic algorithm is implemented
using the environment of Microsoft Visual Studio 2019 and cryptographic libraries, the programming language is
C ++. AWAV audio file was used as the digital container. NIST tests were used to assess resistance to stegoanalysis, which
according to the results is better using an improved method compared to the classical LSB approach. In addition, the
steganographic algorithm is evaluated by visual analysis by comparing the original audio file and the stegofile with the hidden
message. The results of the analysis indicate the absence of traces of steganography. Based on the obtained results, it can be
argued about the reliability and efficiency of the proposed approach, so the use of LSB-AES technique can be proposed to
ensure secure data transmission.

Keywords: cteganography; encryption; Least Significant Bit; AES-CBC algorithm; NIST tests.

Cepriii Byuuk, Oxcana XoMeHKO,

JI-p TEXH. HayK, pod. crynenTka KHiBCHKOro Hal[ioHaJIbHOro
Ipodecop kadenpn kibepbesneku Ta 3a- yHiBepcutery imeHi Tapaca IlleBueHka.
xucty iHdopmanii pakynsTeTy iHbOpMa- Kuis, Ykpaina.

miaMx TexHomoriii KuiBchbkoro Hario-
HaJIBHOTO YyHiBepcutery imeHi Tapaca
IleBuenka. KuiB, Ykpaina.

Oksana Khomenko,

Student of Taras Shevchenko Kyiv
National University. Kyiv, Ukraine.
Serhii Buchyk,

Dr. Sci. (Engin.), Prof.

Professor at the Department of Cyber
Security and Information Protection,
Faculty of Information Technologies
Taras Shevchenko Kyiv  National
University. Kyiv, Ukraine.

IOpiii Cepnincbkuii,

ctyneHT KWiBChbKOro HalioHaJbHOTO
yHiBepcurery imeni Tapaca IlleBuenka.
Kuis, Ykpaina.

Yuriy Serpinsky,
Student of Taras Shevchenko Kyiv
National University. Kyiv, Ukraine.

20



be3neka indopmauirtanx crcreM i TexHosorivz, Noe 1(6), 2023 _

YK 004.056
DOI 10.17721/1STS.2023.1.21-27

Haraunis JlykoBa-Uyiiko, orcid.org/0000-0003-3224-4061,

lukova@ukr.net

Tersina Jlanrepa, orcid.org/0000-0002-7291-1829,

tetianal986@ukr.net

KuiBchknii HanionanbHuil yHiBepcuteT iMeni Tapaca Illesuenka, KuiB, Ykpaina

YAOOCKOHAJIEHHA METOAY BUSABJIEHHA
TA NOKANI3ALUII HENEFTAIbHUX TOYOK
AOCTYNY A0 BE3APOTOBOI MEPEXI
OB'EKTIB IHOPOPMALINHOI AIANBbHOCTI

lupoxe guxopucmanis MOOLIbHUX RPUCHIPOT8 NPUBENO 00 30iNbUUEHHS NIOKTIIOUEHb 00 THMEPHENTY | PO32OPMAHHS HOBUX
6e30pomosUX TOKATLHUX Mepedic. 32i0H0 3 ocmannimu docuiodicenusimu komnanii Cisco, 0o kinys 2023 p. 6 ycbomy caimi kopuc-
myeauamu inmepHemy cmanyme 66 % nacenenns 3emui. [Jo enobanvroi mepesici 6yoyme niokmoueni dinvute 28 Mipo npu-
cmpois. B ocmanni 06a decamunimms Mu CIMAau CEIOKAMU HAPOOICEHHS I PO3GUMKY MEXHON02Il, AKa iICTMOMHO 3MIHUIA
Hawy pooomy i socumms, — IEEE 802.11, maxooic sidomy ax Wi-Fi. Texnonoeia Wi-Fi € ymobnenum cnocobom nioKmoueHHs
00 iHmepHemy yepe3 npPoCmomy BUKOPUCMAHHS | eHyuKicmb. [ niokmoueHHs 00 0e30pomoeoi mepedici e HeoOXiOHO
nepebysamu 6 paoiyci it 0ii. Tobmo cnoacugayi i 6izHec 6y0ymo yce Oiibuie NOKIA0amucs Ha MooiibHi mepeoici. OOHAK cio
3A3HAYUMU, WO KONHCHA HOBA MONCTUBICIND YUDPOBI3AYLl MAKONC OAE HOBI MONCIUBOCTI KIOEP3NOYUHYAM | MOMY Hpobiema
besnexu 6e30pomosux mepedc HUHi € 00Hiclo 3 20106HUX npobnem IT-mexnonocii. Hemunyue nowupents 6e30pomosux
Mepedic [ 3pOCmaloduil mpapix y yux mepexcax, Modxce npuzeecmu 00 oesniui inyudenmie ingopmayitnoi 6esnexu. OcHosHI
3a2po3U CAPAMOBAHT HA NEPEXONIeHHS, NOPYUEHHS KOHGIOeHyiuHocmi T YinicHOCI nepedanux OaHux, 30itiCHeHHs Amax Ha
docmynHicmy 8y31i6 KAHANLY nepeoaui ma ixwio niominy. ¥ cmammi npogedeno amaniz iCHyOuYux memooié 6Us6IeHHs
HeCaHKyioHOBAHUX MOYOK docmyny 00 inghopmayii. YOockoHnaneHo memoo usasieHHs ma JOKAN3ayii HeCaHKYIOHOBAHUX
MoYoK odocmyny 00 iHgopmayii, aKa yupkymoe y 06e30pomositi mepedci na 00'ckmax ingopmayitinoi disabHOCMI.
Ilpogedero namypre MoOeno8anHsi GUABIEHHS HECAHKYIOHOBAHO20 6MPYYAHHS 8 IHGOpMayiliny 0e30pomosy mepexncy
nionpuememea. Hamyphe mooenioganms niomeepousio mouHicms JoKanizayii IOKpumoi mouxku 0ocmyny 0o ingpopmayii' y
mepedici Wi-Fi — 0o 2 m. I]e dozeomumsb c8ocuacHo usasisimu ma JOKAN3y8amu HEeCAHKYIOHOBAHI MOYKU 0OCMYny 00
inghopmayii' y 6e30pomosiii mepedxici nionpuemMcms ma yCmaHos.

Knruosi cnoea: amaxa; padiocuenan; memoo; 3a2po3a, umikanHs ingpopmayii.

1. BCTYII iHTEepHET, Oe3repepBHO 3pocTae. 3rigHO 3 OCTa-
HHIMH gociimpkenasavu kKommanii Cisco, 10 KiHIIS
2023 p. B yCbOMY CBITi KOPUCTYBa4aMH iHTEPHETY
cTtanyTh 66 % Hacenenns 3emu. Jlo rmodambHOT
Mepexi OyAyTh MiKIIoueHi Oinbine 28 Mip, npu-

[Inpoke BUKOPUCTAHHS MOOUIBHUX HPUCTPOIB
MPUBEJIO 10 30UIBIICHHS MIAKIIOUEHb J0 IHTEPHETY
Ta PO3TOPTAaHHS HOBUX 1 MOJIEpHI3alii iCHYIOYHX
KOMITIOTEPHUX MEPEX 3 aKLIEHTOM Ha Oe3ApOTOBi & o
nokanbHi Mepeki — WLAN (Wireless Local Area CTPoiB. Tobro cmoxmsaui it Oisnec OymyTh Bee
Network). YIpoBa/pkeHHS HOBHX CTaHAapTiB posmm-  OVIPIIE MOKIAjaTHCs Ha MOGinbHI Mepeski. Onnax
PHJIO 30HY TIOKPUTTS 3 MEHIIMMH BUTpaTaMH, 3a0e3-  CTIA 3a3HATHTH, IO KOKHA HOBA MOXIIMBICTE -
HeUyI0uH BOAHOUAC MOOUIBHICTS KopuCTyBauis, [Tix-  POBI3alli TAKOXK 1ae HOBI MOMIMBOCTI Kibepsio-
KioyeHHs 10 Mepeski Wi-Fi € ymo6aeaum ciocobom  THHIVIM, 1 TOMY gpo6neMa Gesnexn Oe3npoToBHX
MiTKTOUeHHs 10 Mepesxi inTeprery. Jlna migkmo- MEPEK HHHI € OJIHI€IO 3 TOMOBHNX np96neM IT-TGX:
yeHHS 710 0e3IpoTOBOi Mepexi mame Heobxigmo HOZOTiH. Cepen yeix sarpos Gesneni Gesnporosoi
nepeGyBaTH B paiyci i 6e31pOTOBOT MEpeXi. Mepeski HalicepiosHima — e maxpafichki mene-

3 KOKHUM JHEM KiJIbKiCTh aOOHEHTIB, ki Buko- | &JIPHI TOUKH JOCTYIY, 5Kl BCTAHOBJFOIOTHCS 3710+
PHCTOBYIOTH TIPHCTPOT 3 G€3IPOTOBMM BHXOZOM B BMUCHHKOM, 0e3 mo3Boiy aaMiHicTpaTopa 6e3apo-

© JlykoBa-Uyiiko H., JlanteBa T., 2023
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TOBOI JIOKAJIBbHOI Mepexki, 3 METOI0 BHUKOPUCTOBY-
BaTH iX JUI1 KOHKYPEHTHOI PO3BiKH I aTak. 3arposa
HeJleTalTbHUX TOYOK JOCTYITy OCTaHHIM 9acoM cTana
BaYJIMBOIO NpoOJeMo0 Oe3neku B 0€3ApOTOBHX
JIOKAJIbHUX MEpexax.

Tomy mutanns 3axucty iHdopmauiiiHux Oe3mpo-
TOBUX MEPEX, CaMe BU3HAUEHHS CUTHAJIIB HECAHKIIIO-
HOBAaHHUX TOYOK JOCTYITY, 3 METOIO BU/ILICHHS CHTHA-
JIB HeJleTaTbHUX TOYOK JOCTYIY Ha (OHI JeraibHUX
pamiocurHaiiB 0e3JpOTOBUX MEPEX CTa€ IIyXe TocT-
puM. A po3poOeHHs HOBUX 1 BIOCKOHAJIEHHS iICHYIO-
YHX METOJIIB BUSBJICHHS HEJIETATBHUX TOYOK JOCTYITY
y JIOKaJIbHUX OE€3POTOBUX MEpekax AyKe aKTyaJlbHe.

2. META CTATTI

Mertoro poboTH € aHaJi3 iICHYIOUHX METO/IIB BHSB-
JICHHS HECAHKI[IOHOBAHMUX TOYOK JIOCTYITy 10 iH(Op-
Mallii, a TAKOXX yJIOCKOHAJICHHSI METOJy BUSIBJIICHHS Ta
JIOKaJi3alii HECaHKI[IOHOBAHUX TOYOK JIOCTYIY IO
iHpOpMaIlii, sika MAPKYIIOE y 0e3APOTOBIN MepexXi Ha
o0'ektax iH(pOpMAaNiHHOI TiSITHHOCTI.

3. AHAJII3 OCTAHHIX TOCTI’KEHbD
I IYBJIIKAIIA

[MurannsiMm  3axucty iH(opmalii, po3poOiIeHHsS
MOJIeIIeH BUSIBIICHHS KaHaIiB BUTIKaHHA iH(pOpMarii Ta
3ac00iB HeJerabHOrO OTPUMAaHHS iHOpMaIlii TPUCBsI-
YEeHO 3HAYHY KUTBKICTH ImyOmikamiid. Tak y po6ori [1]
PO3IIISTHYTO Pi3HI METOAM MepexXOIuieHHs iHdopMarrii
nermdpyBanHs ¥ anamiz Wi-Fi-aktueHocTi 6€3 Oy/ib-
SIKOTO TAKITIOYEHHS JT0 0e3/IpOTOBOI Mepexki. XakepH,
HaMararo4ynch 3J1IaMaTH 3aXHCT Ha O€3pOTOBUX MapIil-
pyTH3aTopax, MOKYTh BUKOPHUCTOBYBAaTH HaWpi3HOMa-
HITHIIII METOMU /ISl OTPUMAaHHSA JIOCTYITY JIO BAIloi
KOH(ieHIIHOI iHhOpMAITi: BiJl peCypCOMICTKHX aTak
rpy00i CHITH, 110 3/1IHCHIOIOThCS 32 JOTIOMOTO0 Pi3HUX
[porpam i3 maodopy MPocTUX 'CIIOBHUKOBUX'' MApOJIiB,
JI0 BUTOHYEHHUX CXEM COIlaJIbHOI IHKeHepil, TAKUX SIK
¢inmuar Wi-Fi-nmaposniB nuisixom O0KyBaHHS 3'€1Ha-
HHsI T2 CTBOPEHHSI I IpOOJIEHUX TOYOK JAOCTYITY, IPOTH
KX Oe3CHJIl HaBiTh HaWHAMINHIII napori. Sk TiTbKku
00mixoBi gani Wi-Fi OymyTs oTprMaHi, y 310BMUCHHUKIB
3'IBISIFOTBCS BEJIMYE3HI MOXJIMBOCTI IIOJO NPHUXOBA-
HOTO 3aXOIUICHHS W aHaji3y MepexHOro Ttpadika
CKOMIIPOMETOBAHOI 0e3IpoTOBOI Mepexki. Ajie cam
METOAOJIOTIYHHUH arnapar He PO3KPUBAETHCS, METOAMKA
HaBeJICHa HE B TIOBHOMY 00Cs3i.

VY poborax [2, 3] nmpuninseTscs OCHOBHA yBara
3JI0My TapojiB 0e3apoToBoi Mepexi. Bpasnusi
MEpeXHI TPUCTPOI Ta pI3HOMAHITHI TMOMUIKH
KoH(iryparii poOsaTse 1e# crnocid J0CUTh TPOCTUM
JUIA 37I0BMHCHUKA. [IpOHHMKHYBIIM B MepeXHHUI
HepUMETp, MOPYIIHUK 3MOKE PO3BHHYTH aTaky M
OTPUMATH JOCTYH OO0 KOPIOPAaTUBHUX pPECypciB i
KpuTHuHUX chep iHPpacTpykTypu. ocmimkeHHs
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oc3meku Wi-Fi 103BOJUTH OLIHUTH PiBEHb 3aXU-
LICHOCTI 0E3APOTOBUX MEPEXK, 3HAWTU Ta YCYHYTH
HassBHI mpoOiiemu. IIpoTre MeToAiB BUSABICHHS
KaHaJiB BUTIKaHHS iH(opMalii Ta Jokamizamii Mox-
JIMBUX MICI[b BUTIKaHHS iH(OpMAIlii He HABOJUTHCS.

Y pobotax [4—7] HaBeCHO MOYIIHMBI CIIeHApIi, sKi
OyayroThCa Ha HAWOUTBII TTOMIMPEHUX BEKTOPaX aTak:
Oe3nocepeHbO Ha TOYKH JOCTYITY; HA KaHal B3aEMO-
Iii TOYKH MOCTYIy 3 KIIEHTOM (IEPEXOIUICHHS Ta
po3urudpyBanHs Tpadika); Ha Mporec ayTeHTH IKarii
(BuKpageHHS ayTeHTHQIKAiHHUX JaHUX KOPHCTY-
BauiB). MeTOAONOTII0 MPUIMHEHHS CLEHAPII0 IIHX
aTaKk He HaBEJEHO, METOJW BHSBIICHHS BTOPTHEHb Y
0e3/1pOTOBY MepexXy He PO3IIISIHYTO.

Y poborax [8, 9] po3risaaeThes oprasizarfis M-
POOJICHHX TOYOK JIOCTYITY, BHXiJ i3 TocThOBOT Wi-Fi-
Mepexi B KOpIopaTHUBHY ab0 eKCIuTyartarlis Bpa3iu-
BOCTEil HeOe3NMeyHNX MPOTOKOJIB aBTCHTU]IKAIIT —
JIUIIE YaCcTHHA MOXJIMBHX aTakK i3 apceHaiy 3710-
BMHCHUKIB, SIKi €KCIUTyaTyIOTb O€3/pOTOBI MEpexi.
Tomy 3aBepiieHOro XapakTepy poOoTa He OTpuMara.

Y poborti [10] moBoauWTHCS, IO 3JTOBMHCHHK,
METOI0 SIKOTO € aTaka Ha KOpIOpaTWBHY iH(ppa-
CTPYKTYPY, KpiM JOCTaTHHOTO piBHS KBawmidikarii
MOXXE€ MaTH y CBOEMY pO3MOPSDKEHHI HaOip
CrieliaizoBaHUX IHCTPYMEHTiB. Y #oro apcenai
MOXYTh OyTH noTyxHiI Wi-Fi-aganrepu st po6otu
B Pi3HHMX YaCTOTHHX Jiala30HaX, aHTEHHU, MiKpOKO-
MIT'IOTEpPU JJIsi CTBOPEHHS MiAPOOJIEHOI TOYKH
JOCTyIy, OONaJHAHHA Uil IPUXOBAHOTO aHAIi3y
0e31pOTOBUX MeEpex 1 pi3HOMaHITHE MporpaMHe
3a0e3nevyeHHs, M0 JO3BOJSE aKTUBHO aHANI3yBaTH
oesmekn  Wi-Fi-mepesxx. TobGrto Oinbiie  yBaru
MPUIIEHO anapaTHO-TIPOTPaMHIA YacTHHI aTak, a
HE METO/y BUSIBJIICHHS HEJIEraJlbHOI'O BTOPTHEHHSI.

VY poboTax g0BoauThCs, 110 aTaka Ha Wi-Fi Touku
JOCTYIly 3 TJ00aqbHOI Ta JIOKAIBHOI MEpex €
HenooliHeHa npodinema. BoHa 0azyeTbest Ha MOMUII-
Kax HaJlaroJpKyBaHHs 00J1aqHaHHs. Sk mpaBumIio, nai
HaJaITyBaHHs iHTepHeTY Ta Wi-Fi Mano xto moxo-
muTh. Maio xTo n0ae mpo Te, mo0 3MiHUTH MapoJib
aJIMIHICTpaTopa, 1 BXKE 30BCIM OJMHHUII BYACHO
OHOBJIIOIOTH TIPOIIMBKY MPHCTPOiB. | Bci 116 Ge3nia
MpUCTPOiB 3 OOJiKoBUMM JaHMMH admin: password
MpeKpacHi BUIHO Uil CKaHEpiB y JIOKaJbHIH abo
rno0anbHIi Mepexi ... (€ BUHATKH, HANPHUKIIAJ, HE
BUJIHO TIPHUCTPOI 13 cipumu aapecamu, 3a NAT Toro.
To0To iX He BUIHO 3 TII00ATEHOT MEPEeXi, aJie HiXTO He
CKacOBYBAaB 1X BHIMMICTb y JIOKAIBHHX Mepexax). |
BXKeE € peajizallii MacoBoi aTaku Ha JieoNTHI 0OTIKOBI
JIaHi Ta BiJIOMI BPa3JIUBOCTI poyTepiB: Router Scan by
Stas'M. Ane ue BTOprHeHHS Y O€3APOTOBY MeEpexky
IIIJTKOM 3aJICKHTH Bi KBamidikarlii sk KOpHCTyBaya,
TakK i 37T0BMUCHUKA. [ [pobiemMi BUSBIICHHS BTOPTHEHHS
y 0e3pOTOBY MepeKy He MPHUIIIICHO YBAlH.
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VY 1mux poboTax He TTOBHOIO MipOIO BiTOOpakKeHO
MUTAaHHS METOJOJOTIYHOTO BHM3HAYECHHS CHUTHANIB
HECaHKIIOHOBaHUX TOYOK JOCTYIy 10 iH(opMmamii y
0e3IPOTOBUX MepexkKax ITiIITPHUEMCTB.

Takum urMHOM, HUHI y TmpakThmi i Teopii moly-
JIOBH CUCTEM 3axHUCTy iHpopmanii y 0e3apoToBUX
MepeKax 3aroCTPUIIOCS MPOTHUPIUYS MiK HEeoOXin-
HICTIO IIBHJIKOTO W TapaHTOBAHOTO BU3HAYCHHS Ta
TOYHO] JIOKami3alii HeCAHKIIIOHOBAaHUX TOYOK J0C-
TyIy, IO MPaLioTh Ha QOHI JeTaNbHUX PATiOCHUT-
HaJiB y 0e3apOTOBUX MeEpexax, i MOKIUBOCTIMHU
ICHYIOUMX METOJiB, 5Ki BUKOPUCTOBYIOTBCS IS
BUSIBJICHHSI Ta OJIOKYBaHHS HEJETaNIbHUX TOYOK
JOCTyMy y 0€3IPOTOBHX MEpexKax.

3 ypaxyBaHHSIM BHKJIA/ICHOTO BHIIE, PO3POOJICHHS
i yHZOCKOH&JIEHHs MOJENed M BHABICHHSA Ta
JIOKai3alii HelerainbHOro OTpUMaHHs iHpopMarlii Ha
o0'ekTax iH(pOPMALIIHHOI isTIBHOCTI € aKTyaJIbHUMH.

4. BUKJIAJ
OCHOBHOI'O MATEPIAJTY

Posrmsimatoun ictopiro BuHUKHeHHS Wi-Fi, ciin
3a3HaYUTH, IO B OCHOBY TEXHOJIOTII IOKJIaIeHO
METOAMKY Iepeayl JaHuX palioKaHaJIOM Ha 4acTOTi
24 TTn i3 BUKOPUCTAHHSAM KOJYBaHHsS CUTHAITY
poOOYMMH YacTOTaM{ 1 CHEHiATbHUMH JOJaTKaMHU.
Texuomnorist Wi-Fi BUKOPHCTOBYEThCS [T Oprafizaiii
BHCOKOIIIBUKICHUX 0€3IPOTOBUX JIOKAJILHUX MEPEK,
SIKI TIPAIIOIOTh Y MIKHApOJHOMY HEIIEH30BAHOMY
niana3oHi yactot (ISM) 2,4 I'Tw i 5 I'T'n. OcHOBHOIO
nepearoto Wi-Fi mepen iHIIUMH TEXHOJOTISIMH €
BHUCOKa IIBHMJIKICTh mepemadi iHpopmamii — 10
1300 Moit/c. ToMy 1 TEXHOJIOTIS IMIUPOKO 3aCTOCO-
BY€TbCS B PI3HHX O€3APOTOBUX TEJIEMETPHUHUX
cucTeMax i1 Ha TpaHcropTi. HUHI BaXkko 3HAWTH THITY
MoJli0Hy 3a aKTHBHICTIO BHKOPHUCTOBYBAaHY JIISHKY
PaIioyacTOTHOIO CIIEKTPa, YACTOTH KOO BUKOPHCTO-
BYIOTBCSL Oinblie HiXK fmiama3oH Wi-Fi. 3BicHo, unm
OUTBIII BUKOPUCTOBYBAHUM € JIialia30H pajiodyacToT-
HOT'O CIIEKTPa, THM CKJIaJ(Hillle HOro KOHTPOITIOBATH i
a"amizyBatd. Lls oOcraBuHa € HaiiBaromimmMm ¢ax-
TOPOM JJIsl BHOOPY 3TOBMHUCHHUKAMH CEPEAOBHIIA 3
METOK MacKyBaHHS POOOTH CBOiX TOYOK JIOCTYIY,
NpPU3HAYEHUX JUIs TIepPEeXOIUIeHHs iHpopMartii oOmMe-
KEHOro JOCTymy. BHKOpHUCTOByIOUM misi poOOTH
HECaHKI[IOHOBAHUX TOYOK JIOCTYITy CHJIBHO 3aBaHTa-
JKeHI YaCTOTHI Jliana3oHu Oe3POTOBHX MEPEK, 3J10-
BMHUCHHUK Ma€ HaMip MakCHMaJbHO YCKIAJIHUTU IXHE
BusiBnieHHs. JIoridyHO 3acTocOByBatu i LBOTO
3araJbHONIPUIHATI ¥ TMOUIMPEeHI B IUX Jiana3oHax
CTaHIAPTH 3B'A3Ky. AJie HAUTOJIOBHIIIE — BaYKKO Bijl-
pi3HUTH POOOTY IOBOX HPHUCTPOiB, LIO0 BUKOPHCTO-
BYIOTb OJJMIH 1 TOW caMHii (P POBHUIA CTAaHAAPT 3B'A3KY,
0e3 BUSBICHHS TXHIX YHIKaJbHHX i1eHTH(]IKATOpIiB
(ID). V Bumanky 3 Wi-Fi Takum igentndikaropom €

MAC-anpeca. MAC-anpeca — 1ie yHIKaTbHAH iICHTH-
(ikaTop MepeKHOTO iHTepdeiicy (3a3BUUail MEpeKHOT
KapTH) A8 peanizalii KOMYyHiKalii NPHCTPOIB Y
Mepexi Ha QizmaHOMY piBHI. Lle yHiKanpHUIT HOMED,
SIKF 30epiraeTbesl y IOCTIHHIN MaM'sITi, 0 JOCTYITHA
TINBKY JJ1S1 YATAHHS, 1 SIKMH MPU3HAYEHUH KOHKPETHIN
MepexHii Kapti 11 BupoOHHKOM. TakoX yHiKaJbHUM
inertudikaropom moxe Oyt LLC (Logical link
control) — migpiBeHb KepyBaHHS JIOTTIHUM 3B'SI3KOM —
3a crannaptoM IEEE 802 — BepxHiii miapiBeHb KaHAb-
Horo piBaa mogmeni OSI, sxuii kepye mepemadero
MaHWX 1 3abe3redye MmepeBipKy i MPaBUIbHICTH TEpe-
nayi indopmatii 1o 3'enHaHHIO. Y ILOMY BUIIAIKY HAC
LiKaBUTh BUKOPHUCTaHHs TexHonorii Wi-Fi, a Takox
BAMOTH, fKi HEOOXiIHO MpPEMSBISATH IO CYYacHHX
3aco0iB aHamizy mepex Wi-Fi crocoBHO obmacti
MOUIYKY 1 JIOKami3alili HECaHKI[IOHOBAHMUX TOYOK
JOCTYIy JJisi 3amo0iraHHs BUTIKaHHA iH(popMarii
pamiokanamom Wi-Fi.

AKTYanbpHICTh BHKJIAJICHOTO IiITBEPIKYETHCS,
KpiM TEOPETHYHOI0 OOTPYHTYBaHHS, IIE 1 pealbHu-
MH CIIEKTpoTrpaMaMy. PeanbHi cHeKTporpamu, mio
JOBOASATH CKJIAJHICTh BU3HAYEHHS HECAHKIIOHOBA-
HUX TOYOK JIOCTYITy iCHYFOUMMH METOJIaMH, 300pa-
JKeHO Ha puc. 1 Ta 2.

E 192 | Moaospurenshbie | Armenns | Nuas, naHopans - 415 | MAC - 121 | MAC pexrpoens|
| etk Cheara

Puc. 1. Cnekrp curnaJjis aianazony Wi-Fi,
orpumanuii AIIK 3i ckanyBaibHMM npuiiMadyem

J.ooo 2300000 2400.000 2500.000 2500000 2Z7on

Puc. 2. CriekTp curHajiB gianazony Wi-Fi,
orpumanmii AIIK 3i ckanyBaJbHUM npuiiMayeM
inmoro AIIK
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Ha puc. 1-3 noka3aHo rpadiku cekTpiB curHa-
niB, orpuManux pizaumu AIIK. Ha puc. 1 ta 3 Ga-
9YUMO, L0 BHUSABHUTU Ta PO3MI3HATH CHUTHAN, SKUN
HE HAJIEeXUTh [0 JICTAJbHUX CHHIAIIB, HEMOMJIUBO.
SIKIO aHAJNOTOBHI CHTHaJ MOXHAa BHABUTH 3a
aKyCTUYHHM BIATYKOM, YCTaHOBUBIIM CKaHY-
BaJIbHUI MpUiiMad Ha YacTOTy CHTHANY, TO HH(po-
BUH CUTHAJ TaK BUSIBUTH HEMOXKJIMBO, TOMY IIIO BiH
3aKO/IOBaHUN. 3aMiCTh aKyCTUYHOTO CHUTHAIy MU
OyneMo 4yTH IMITyJIbCH IU(GPOBOTO CHTHATY, 0e3
BHU3HAYCHHSI HOTO MOXOKEHHS.
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Marker 1, 2443.3 MHz -84 dBm Freiquocy (W]
Marker 2, 2447.4 MHz -89 dBm
Marker 3, 2452.4 MHz-95 dBm
Marker 4, 2441.4 MHz -86 dBm

Puc. 3. Cnektp curnaJjis gianazony Wi-Fi,
orpumanuii AIIK 3a 1onomoror cnekTp-anajizaropa

OT1xe, ckaHyBaHHs UPPOBOTO pajiojianazoHy
HE JIO3BOJINTH OCTATOYHO BUSIBUTH, a THM OijbIe
pO3Mi3HATH CHUTHAall HECAHKIIOHOBAHOI  TOYKH
JTOCTYILY.

Sxmo 6patu 10 yBaru, 10 pUHOK 3apa3 HaIloB-
HIOETBCSI BHUCOKOSIKICHUMH MiHIaTIOpHUMH JIUKTO-
¢donamu 3 yoynosanumu Wi-Fi-nepegaBauamu, siki
MOEJHYIOTh Y €001 nuKkTodoH i mepemxaBay Wi-Fi,
TOAI 3p03yMijo, o el Miana3oH Oyxae mie Oiibiie
3aBaHTaKyBaTHUCS.

Bepyun no yBaru, mo y komruiekti 3 Micro
Wi-Fi 1ukTOhOHOM TMOCTaBJISIETHCS MiHIMapIIpy-
TH3aTOp, IKUK MOKHA KOH(DIrypyBatu Tak, 100 BiH
aBTOMAaTHUYHO BHUSBISIB MEpEXy AUKTO(OHA, TMix-
KITFOYaBCs 710 Hel 1 3aBaHTaXyBaB ayi03aIuc, TOJI
OIepaTopy JOCUTh HAOJU3UTHUCS 3 HOYTOYKOM i3
MiJKII0YEHUM MapHIpyTU3aTOpOM Ha BiJICTaHb [ii
Mmepexi Wi-Fi (no 50 M y npuMinieHssx), mob 3a-
BaHT)XWUTU BCIO HakomnuveHny iHdopmanito. 3aBaH-
TaXEHHs J000BOTO aymioCIIOCTePEXKEHHS, Yy pasi
sikicaoro Wi-Fi-3'eqnannsi, 3 tukTo(hOHa TAKOTO THITY
3aliMae BCHOTO JIeKiJIbKa XBUJIMH. BUsBUTH Taki npu-
CTpOIi Iy’Ke CKIIaIHO. AJle TAKHX MepeJaBayiB yacToT
WIi-Fi, sixi 30BciM He MOKHA BHUSIBUTH, HE iCHYE.

OTxe, BUSIBUTH TPUCTPiN HAHIMOBIpHIIIE caMme
y MOMEHT Iepenayi HaKOImU4eHOoi iHdopmarii mo
mepexi Wi-Fi.
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[Ticnos TecTyBaHHS Takoro NIWKTO(OHA, Y peab-
HUX yMOBax MO)XHa miarBepautu ocHoBHI TTX Ta
BIAMITHTH HOro 0COOIMBOCTI:

1) nukrodoH MOKe OyTH BHSBICHO B MEPEXKi SIK
touky noctyny mo SSID. Tyt SSID (Service Set
Identifier) — ynikanpHuit ineHTH(IKaTOP O3APOTOBOT
Mepexi, o Bigpi3Hse oaHy Mepexxy Wi-Fi Bix iHmmoi.
VY HanmamTyBaHHAX YCiX HPUCTPOIB, SIKi MOBHUHHI
MpalLioBaTH B OAHINA OE3APOTOBIN Mepexi, Mae OyTH
3a3HaueHuil oaHakoBuit SSID. Ilpmyomy SSID
MO>KHA MTPUBJIACHUTH OyAb-sIKE 1M'S;

2) mepeiaBaHHs MIBrOJUHHOTO 3aIlKCy PO3MOBH
3aiiicHroeThed 3a 30 c.

e nyxe BaxkJIMBE CIIOCTEPEKEHHS IIOA0 HEOO-
XIJJHOCTI TIOBHOTO TMEPerysy KOHIICMIi MOHITO-
punry mepex Wi-Fi. Tlocriiinuii i 6Ge3nepepBHUiA y
yaci aHami3 Mmepexx Wi-Fi tenep crae akTyaabHUM, SIK
1 TIOCTIHHWI pamiOMOHITOPHHT Ha 00'ekTax i3
HasBHICTIO iH(OpMaIlii 00MEKEHOTO TOCTYITY.

Ha mamry mymKy, BENMKY 3arpo3y MaroTh TaKOX
Wi-Fi-Bineokamepu. SIk mpuKIam, po3ryITHEMO I0C-
tynay mozaens Defender MULTICAM WF-10HD.
Hoctatapo posrmsaytu ii TTX, mob 3posymirw,
0 B pyKax JOCBIAYEHOrO 3JIOBMHCHHKA IIeH
MIPUCTPiH MIJTKOM MOKE CTaTH CYTTEBOIO MPOOIEMOIO
s ¢daxiBIiB i3 3axucty iHpopmamii. [lpukmagom
MOKe OYyTH HANaro/KeHHs 3 MOXIUBICTIO JIOCTYITY
JI0 KaMepH 3 OYy/b-IKOi TOYKH CBITy 4epe3 CIieliati-
30BaHUM pecypc. Y LbOMY BHIAJIKYy T'OJOBHUM €
MOJKJTUBICTh ITiJIKJIIOYCHHS KaMEpH JI0 MEPEeXi 1HTep-
HET, 1[0 HWHI BUKOHATH HE Bakko. MoaugikoBaHi
3pa3Ku TAaKOTo THITY BiJieOKamMep MOXKYTh MPAIIOBATH
AHAJIOTIYHO MPUKJIANY 3 TUKTO(POHOM, TOOTO BHKO-
pHCTOBYBaTH Iiepeniady mo Wi-Fi Ha KOpOTKi Bi/IcTaHi.

[Mpobnemu BUSIBIEHHS TakWX MPHUCTPOIB BHHU-
KaloTh 3 YpaxyBaHHSIM MOXIUBOCTEH CydyacCHUX aHa-
mizatopiB Wi-Fi, ski 3a3BW4ali BUKOPHUCTOBYIOTHCS
MONIYKOBUMHU OpHUraiaMH Iiji 9ac MOIIYKOBHX 3aX0-
IliB 1 B MOHITOPUHTY KOHTPOJILOBaHMX 00'€KTiB. bijh-
LICTh aHANI3aToOpiB i3 IIMPOKUMH MOXIUBOCTSIMH
MalOTh JOCHTh BEJIMKI TabdapuTu 1 NpHB'A3aHi 10
KOMITtOTepa. SIKII0 OCTaHHIH i iCHY€E, TO y Kpamomy
BUMAJIKY, BiH pO3MilLIEHUH HA TOCTY KOHTPOJIIO, SIKUH
MOke OyTH 3HAYHO BiJJIaJICHUH BiJi KOHTPOIBO-
BaHOI'O NPHUMILIEHHS, € 3a3BUYali HEMae MOXKIIU-
BOCTI BCTAHOBHUTH OKpPEMHUI aHAIi3aTop.

Ha miacraBi BUKJIaJEHOTO, a TaKOX aHami3y
HOBHX 3arpo3, copMyeMO METOAMKY IOLIYKY 3a
JIOTIOMOT'OI0 aBTOMATH30BaHOTO MPOrPaMHOI'0 KOM-
wiekcy (AIIK) mepexx Wi-Fi Ha HasBHICTH Hele-
rajbHUX CUI'HAJIIB.

OCHOBOIO METOJIMKH BHSBIICHHS, PO3ITi3HABAHHS
Ta JIOKaIi3allii MpruCTPOiB 1 KaHAJIiB BUTIKaHHS iHPOP-
MaiIrii, o TPaIIoTs y miama3oni Wi-Fi, € anam3
CIEKTPAJILHOI IIIILHOCTI CUrHaIiB. Bid 0a3yeThcs Ha
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TOMY, II0 B aKTUBHOMY PEXHMI TpaHCIIALIi iH(Op-
Marlii crieKTpajibHa MITBHICTh 301TBITY€ETHCS 3HAYHO
MTOMITHIIE HiXK crekTp. Lle moB's3aHo 3 THUM 1O,
3aJIeKHICTh CHEKTPAJIbHOI HIUTBHOCTI CHUTHANY Bif
3BUYAWHOTO CIIEKTpa CUTHATY — KBaapaTuuHa. TooTo
3pocTae 3HAUYHO MIBUIIE HiIXK 3BHYAMHUH CIIEKTP.

Ockinpkn 'y Mepekax Wi-Fi 3aBxkmu BUKOpHC-
TOBYIOTh MapILIPyTU3aTOPH i KOMYTaTOPH, TO 11l Mepe-
X1 Iy)xe noOpe 3axuIleHi Ta MpOorpaMHO KepoBaHi, i
MPOBOIUTH TIEPEBIPKY MOKIMBO JBOMa CIIOCOOAMHU.
[lepmmii, mpakTHYHO BIAKPUTHI, croOciO — KOMU BCi
Touku foctyny Wi-Fi Oyayts BukitoyeHi, roni "ayxi"
TOYKH AOCTYIly NpamoBaTUMYTh. 'Uyxki" cHrHaIM
Iy>Ke 1pocTo Oy/e BUSBUTH Ta JIOKATi3yBaTH 32 JOMO-
Moroto 3arpornonoaHoro AITK. Ane, sikiio motpioHo
MIPOBOJUTH TIOIIYKOBI pOOOTH TPHXOBAHO, TOMI Il
METOJ BUKOpHCTaTH HeMoxiuBo. [loTpiOHO Oyme
3acTocoByBartu mporpamuunii 3aci6 AIIK, mo mo3Bosmse
aHai3yBaTH TMOKPUTTS TPHUMIIICHHS, BH3HAYATH
MAC-agpecu Bcix Touok goctymy Wi-Fi. I[lorim meit
mporpamHuii  3aci6 Bm3Hawae LLC. Ha xapry
MPUMIIIIEHHS] HAaHOCHUTH PO3TANIYBaHHS BCiX TOYOK
JIOCTYITy Ta pOOUTH KapTy MOKPUTTS curHaioMm Wi-Fi.

Hami anamizye 6asy MAC-anpec ta LLC, Buko-
HYIOYH MTOPiBHSUTHHUH aHATI3, BUSIBIISE Ta PO3Ii3HAE
curHal uppoBUX 3ac00iB HETIACHOTO OTPHUMAHHS
iHpopMariii.

3 orssiay Ha Te, 10 Ha HEpIIOMY eTalli HepeBipKH
B 0azy AIIK 3aBaHTa)XyeThcs, y YITKOMY MacIuTaoi,
CXEMaTWYHUH TUIaH MIPUMIIIeHHS, BU3HAYCHHS '"qyKO-
ro" BUIIPOMIHIOBaHHS Ta MICIle HOTO PO3TalTyBaHHS
YITKO BU3HAYATUMETHCS HAa CXEMaTHYHOMY ILIaHi
MpUMIIEHHS. AJITOPUTM POOOTH 3alpPOIIOHOBAHOTO
AIIK HaBeneHo Ha puc. 4. Ciif 3a3Ha4YHTH, 110 BKa3a-
HUM aJTOPUTM 1 HaBeAEHAa METOAMKA € YaCTHHOIO
LIJI0i METOAMKH BUSIBJIGHHS, PO3IMi3HABAHHS Ta
nokaizamii mupoBUX 3aco0iB HENETaIbHOrO OTPH-
MaHHs iHpopMarii. ToOTo, mpormec ckaHyBaHHS 3a
3alPONIOHOBAaHOI0 METOJIUKOI0 TPOXOJHUTH OOOB'SI3-
KOBO, TOMY 1110 IU(POBUI Jialla30H CKIAIAETHCS 3
OaraTpoX IiaaiamnazoHis, esKi Bxe OyJIu PO3IISHYTI,
a 1HII PO3MIILAATUMEMO ITi3HIIIIe.

MeTtoauka nomyky 1uppoBUX 3ac00iB Heleralib-
HOTO OTpUMaHHS iHpoOpMaLii y Aiana3oHi 4acToT
Mepexi Wi-Fi Hakitagae yMOBH, SIKi IOBUHHI BiJIIO-
BiJJaTH TAKHM BHUMOTaM:

1. HenepepBHuuii (uinompo6oBwuii), 3a JOMOMOTOI0
AIIK, xontponp wmepexi Wi-Fi ycix crangapTis
(IEEE 802.11 a /b / g/ n) [9], 3 npuB's3kor0 BCiX
BUMIPIOBaHb JI0 Yacy (SKIIO € Taka MOXIHBICTb, TO
KOHTPOJIb MpPUMIilleHb MOTPiOHO 3AiMCHIOBATH MOC-
Tifino, matu B HassHocTi AIIK 1 crmemiamicra i3
3axMCTy iH(pOpMaIrii).

2. [omykosi moaymi AIIK mMatoTs OyTH po3MirieHi
0e3mocepeTHb0 B KOHTPOJHOBAHUX TPUMIIICHHSIX
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(6e3 HeoOXiAHOCTI YCTAaHOBKM Y NPHUMILIEHHI J0AaT-
koBux 11K) Ta 3'e1HaHi B €1MHY Mepexy.

3. OmepaTop Mae 3MIACHIOBATH POOOTH 3 JIOKATi-
3amii MOOUIbHO, 0€3 HEOOXITHOCTI MiAKIFOYEHHS 10
cramionapaux [IK, Hakonmmuenwii apxiB HaHUX ¥y
LBOMY pa3i MOBHHEH 30epiratucst TpUBAJIMA vac.

4. ATIK wmae Bectu criicok Jieranbuux MAC-aapec
JUTSL TIBHJIKOTO BUSBICHHS U ineHTH(]IKaIl HOBUX
nepenaBadiB Wi-Fi, ta sussmatu Bci MAC-anpecu
BCIX TIPHITAIIIB.

5. JIns OoCTaTOYHOTO BHSBJICHHS Ta JIOKATi3amii
nudpoBrUX 3aco0iB HETIACHOTO OTPpHUMAaHHS iHGOp-
Mallii oreparopy moTpiOHO MaTH JETKHiA, MOOLITBHUN
Ta EKOHOMIYHHMH NpUHMANbHUN TeIeHramiiHui
Monynb. Lleit Momynb TOTpiOEH ISl PO3B'SI3aHHS

OI€paTBHUX 3aBJAaHb.

) .
/ 3ajaHHs apamMeTpin

— IUIaH IPUMILEHHS
CkaHyBaHHA pafioedipy

/

BusHaueHHs eHEpreTHYHOro CIeKTpa

HI

CTBOpEHHA YMOB
BigkmoueHHa Wi-Fi

-

BuspiaeHus
MACLLC
II3 AIIK

Buasnenna inentudikaropis MAC, LLC-
13 mepexi Wi-Fi

TlopiBHAHHA 3
oazor0 Wi-Fi
TAK

L 2

| Jloxkanizats |

Puc. 4. Anropurm podoTH NOIIYKY
nu(poBHX 32c00iB He1eraJbLHOI0 OTPUMAHHS
indopmanii y nianazoni yacrot mepexi Wi-Fi

Hns moctiitHOl poGOTH 3 MPOTHAIl HE3aKOHHUM
MeToAaM OTpUMaHHS iH(opMalii HeoOXiJHa HasB-
HICTh MEPEKHOTO MPOTrPaMHOTO 3a0e3MeUYCHHSI, ITi]T-
TPUMKa 30HAJIBHOIO PO3MIIICHHS HEOOXIAHOI Kijb-
KOCTIi TIOIITYKOBHX MOJYJIB, siKi Oy/yTh BUKOHYBaTH
3a1adi 3 MOWIYKY HU(PPOBHX 3ac00iB HETJIACHOTO
oTpuMaHHs iH(popMalii Ha HOCTIHIA OCHOBI.

3 MeToI0 MiATBEPIKEHHS AJITOPUTMY MOLIYKY
nudpoBux 3ac00iB HETJIACHOTO OTPUMAaHHS 1H(OP-
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Marii B piana3oni yactotr Wi-Fi mpoBeneno HaTtypHe
MOJICITIOBaHHS TOMIYKY IU(PPOBHUX 3ac00iB Heriac-
HOTO OTpuUMaHHs iHpopmarllii. BukopucraBmm me-
pekHE mporpaMHe 3ade3rneueHHs, sike imitysaino 13
AIIK, ycTaHOBMIH iMITaTOPH MTOIIYKOBUX MOJIYIIB,
e Touku fpoctymy Wi-Fi, sxi Oynu mepeBeneHi B
PEXUM CKaHyBaHHS, y 1a00paTOpHOMY MPUMILICHHI
Ha puc. 5.
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Puc. 5. llpuminieHHs 3 po3ralioBaHUMHU

MNOIYKOBUMH MOIYJ/JISIMH

[lpoBenn ckaHyBaHHS NPUMILICHHS, 3 METOO
YTOUHEHHSI PO3TAllyBaHHA TOUIYKOBHX MOIYJIB,
OTPUMAII CXEMYy TPUMIIICHHS 3 PIBHEM IMOKPHUTTS
CHT'HaJIaMH MOIYKOBHX MOIYIiB (pHc. 6).

JHamni y maGopaTopHOMy MpUMIIIeHHI Oyno BCTa-
HoBNeHO HemrtaTHUH mpuctpii Wi-Fi. TIpoBeaeno
MOBTOPHE CKaHYBaHHS Ta OTPUMAHO CXEMy MpUMi-
IIeHHS, 3 BU3HAYeHHsIM 'uy»oro" curaanmy. Ha puc. 6
MOKa3aHo peanbHy poOOTy BIOCKOHAIEHOT METOTUKH
Ta IMPOrpaMHOro 3aco0y BHSBICHHS, PO3ITi3HAHHS Ta
JioKamizamii imiTaropa nudpoBHX 3acO0iB Herjac-
HOTO OTpUMaHHS iH(OpMaIIii.
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Puc. 6. Cxema BusiBiIeHHsl imiTaTropa nudgpoBux
3ac00iB HerJIacHOro OTpUMMaHHs iHpopmaii
3 BUKOPHCTAHHSIM 3alPONIOHOBAHOT METOAMKH

Ha puc. 6 TeMHUM KOIBOPOM ITO3HAYEHO MICIE
nokamizauii imitaTopa nMdpoBHX 3aco0iB Heriac-
Horo orpuMaHHa iHopmanii. OTxke, olepKaHO
pe3yibTaTH, SKi IJIKOM MiATBEP/HKYIOTh 3arpo-
MOHOBaHY HAMH METOJIMKY MOIIYKY U(POBUX 3acO-
0iB HErJIaCHOro OTpUMaHHs iH(opMarlii y uudpo-
BoMy amiana3oHi Wi-Fi.
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CaMe TakuM YUHOM, 3TiZHO i3 3aIPONOHOBAHOIO
METOJIUKOIO Ta 3a JOIMOMOTOI0 HOBUX PO3POOJICHUX
13 AIIK, siKi MO>KYyTb BUKOHYBATH I1i 3aBJJAHHS, MOYKHA
BUSIBUTH 1 JIOKaITi3yBaTH IU(POBi 3aCO0M HETIaCHOTO
OTpuUMaHHs iH(pOpMALii, M0 MPaIOITh Ml MpH-
KPUTTSM JICTAJTbHOTO YaCTOTHOTO Jiana3ony Wi-Fi.

5. BUCHOBKH

[IpoBeneHo aHami3 ICHYFOUMX METOJIB BUSBICHHS
HECAHKIIIOHOBAaHUX TOYOK JOCTYMy 10 iH(opMariii.
VockoHaleHO METOA BHABIEHHS Ta JIOKaji3arii
HECaHKI[IOHOBAHUX TOUYOK JOCTYNMy 10 iHQopmarii,
sKa IUPKYIIoE y 0e3apoToBiil Mepeki Ha 00'ekTax
iHpopManiifHOi aisTbHOCTI. BukoHaHO HaTypHE MOJe-
JIIOBAHHS BUSIBIICHHSI HECAHKIIIOHOBAHOTO BTPYYaHHS
B iH(opMalliiiHy 0e3ApOTOBY MEpexy MiIIPHEMCTBA.
Hatypre mMoznentoBaHHS IIJIKOM MiATBEPAMIIO 3aIpo-
TMOHOBAaHUH HaMM BJIOCKOHAJICHUM METOJ BUSIBIICHHS
Ta JIOKai3allii HeCaHKI[IOHOBaHMX TOYOK JOCTYIY JI0
iHpopmamii y 0e3apoToBiii Mepexi MiAImpHEMCTBA.
Hatypre MozenmroBaHHS MiATBEPIMIO TOYHICTH JIO-
Kaji3alii HeCaHKIIIOHOBAHOI TOYKH JIOCTYIy JO
indopmartii y mepesxi Wi-Fi — 1o 2 m. Ile 103BOIUTH
CBOEYACHO BHUSBUTH Ta JIOKAIi3yBaTH HECAHKIIO-
HOBaHi TOYKH JOCTYMy 10 iHpopMarii y 6e3apoToBiit
MEpExi MiANMPUEMCTB Ta YCTAHOB.
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Improvement of the method of detection and location
of illegal access points to the wireless network
of information activity objects

Extensive use of mobile devices has led to increased Internet connections and the deployment of new wireless LANS.
According to the latest Cisco research, by 2023, 66% of the world's population will be Internet users worldwide. More
than 28 billion devices will be connected to the global network. In the last two decades, we have witnessed the birth and
development of a technology that has significantly changed our work and life - IEEE 802.11, also known as Wi-Fi.
Wi-Fi is a favorite way to connect to the Internet because of its ease of use and flexibility. To connect to a wireless
network, you only need to be within range. That is, consumers and businesses will increasingly rely on mobile networks.
However, it should be noted that each new opportunity of digitalization also gives new opportunities to cybercriminals
and therefore, the problem of security of wireless networks today is one of the main problems of IT technologies. The
inevitable proliferation of wireless networks and the growing traffic in these networks can lead to many information
security incidents. The main threats are aimed at interception, breach of confidentiality and integrity of transmitted data,
attacks on the availability of transmission channel nodes and their substitution.

The article analyzes the existing methods of detecting unauthorized access points to information. The method of
detection and localization of unauthorized access points to information circulating in the wireless network at the objects
of information activities has been improved. Natural modeling of detection of unauthorized interference in the information
wireless network of the enterprise was carried out. Full-scale simulation confirmed the accuracy of localization of an
unauthorized point of access to information in the Wi-Fi network — up to 2 m. This will allow timely detection and
localization of unauthorized access points to information in the wireless network of enterprises and institutions.

Keywords: attack; radio signal; method; threat; flow of information
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MATEMATUYHA MOJAEJ1b
B3AEMOBIAHOCUH CUCTEMU KEPYBAHHSA
IHOOPMALINHOKO BE3MNEKOIO

Pe3ynomamuene posg'azanna 3a0au auanizy i cummesy cucmem KepysauHA iHPOPMayilinoio 6e3neKoio He MOXCHA
3abe3neuumu OOHUMU JUlle CROCODAMU NPOCMO20 ONUCY IXHbOI NOBEOIHKU 8 PIHUX YMOBAX — CUCTNEMOMEXHIKA BUABULA
npobnemu, sKi nompedyioms KibKICHO20 OYiHI08aHHs xapakmepucmuk. Ti 0awi, o ompumani excnepumenmaibHo abo
UWIAXOM  MAMEMAMUUHO20 MOOENIOBANHS, NOGUHHI PO3KPUSAMU GIACMUBOCHI CUCEM KepYBaHuHA IHGopmayilinoio
6esnexoro. OCHOBHUM Y HUX € e@eKmuUGHICmb, Ni0 SAKOK PO3YMIIOMb CMYNIHb GIONOGIOHOCMI Pe3yabmamie 3axucmy
inghopmayii nocmaeneniti memi. OCMAHHA, 3ANEHCHO 8I0 HAABHUX PECYPCIB, 3HAHbL PO3POOHUKIE ma THWUX hakmopis, Modce
b6ymu docsieHyma mi€ro abo HWOW MIPOIO, NPUHOMY MONCIUGL ATbMePHAMUSHL wiisaxuy it peanizayii. ¥ psaoi nybnikayii
asmopamu  3anponoHOBaHO OCHOBU KAME2OPiliHO20 anapamy meopii MHOJICUH, AKI O0360JAI0Mb NOACHUMU Npoyec
63AE€MOBIOHOCUH MHONCUH 3A2P03 | MHOJCUH CUCMEMU 3aXUCTy iHGhopmayil, wo 003601s€ OyOoysamu PisHi MamemMamuyHi
MOOeni 3 Memow auanizy cucmem iHopmayitino2o oOMiHy 6 cucmemax KpumuyHo2o 3acmocyéantns. Huwui cmeopenns
cucmem KepyeanHsl iHhopMayiuHo 6e3neKolo Hemodcauge 6e3 00CIIONCEHHS Ul Y3a2aNbHEHHS CEIM08020 00CBI0y noby00su
iHghopmayiiinux cucmem ma IXHIX CKIAO08UX NiOcUcmem, OOHUMU 3 KIHOUOBUX ceped AKUX € CUCTeMU 3axucmy iHgopmayii
ma npomudii émoperHeHHaAM 6 ingopmayiiny cucmemy. CKI1a0o8uUMU MAMEMAMUYHO20 3a0e3neueHHs MaKux cucmem €
MoOei npoyecié Hanaoy Ha MexXanizMu 3aXucmy ma OI0KY8aHHs abo 3HUWEeHHs camux Kibep3azpo3. bazoro maxux moodenei
€ MamemamuyHUll anapam, AKuil Mae 3a0e3neuumu a0eK8amHuicmes MoOen08AHHSA Npoyecie 3axucmy iHgopmayii 3a
0y0b-aKux ymog enaugy kibepzacpos. Ii0 uac eusnauenns mamemamuyHo20 anapamy HeoOXiOHO HimKO po3yMimu, 5K
b6yoyromucs mi abo THWE MHOMCUHU KIOEp3acpo3 ma K 30IlCHIOIMbCA 63AEMOBIOHOCUHU CAMUX MHOJMCUH Kibep3aspos,
MHOJICUH.  €leMEeHmi6 CUCmeMy 3aXUcmy ma MHOJICUH CUCIeM GUAGIEeHHA Kibepamak, saKi Maromb KOHMPOMOEamu
npasuibHicms pobomu npoyecy saxucmy iHgopmayii. Y cmammi npoananizoeéano pisHi eapianmu nodyooeu mooenei
cucmemuy KepyBamHa IHQOpMayiliHolo 6e3neKol0 ma CMEOPEeHO MAmeMamuyHy MoOeilb, fAKA 6PAX0GYE GHYMPIUHI
63A€MO36'A3KU PISHUX NIOMHONCUH CKAAO0BUX CUCEMU 3aXUCmy iHpopmayii 3a eniugy Kibep3azpos.

Knrouoei cnosa: epag, diacpamu, Kibep3azpo3su, MHONCUHU, MOOEI, PYHKYIL, NIOMHONCUHU, NPOEKMYBAHHS, CUCTHEMA
3axucmy inghopmayii, Kepysanms iHghopmayitino Oe3nexoio.

1. BCTYI1 1€ MOYKJIMBICTh HETATHBHO HAIAIITOBAHUM €JIEMEH-
TaM 1 YIpyHOBaHHSIM CKOPHCTAaTHCS HEK AJsl pea-
Jri3anii IpOTHIIPAaBHUX [iil y KibeprmpocTopi NIIIXOM
MOPYIIEHHST [TICHOCTI, JOCTYIHOCTI ¥ KOH(ineH-
uiitHocTi iH(OpMarii Ta HaHeCeHHs IKOAX iH(popMa-
uiiiHuM  pecypcam H  iHQopMauiiHUM cuUcTeMaMm.
Excneptn nependavaroTh, Mo B IPUHIEIIHEOMY POII
MOBHICTIO 3MIHUTBCS CTPYKTypa KiOeponepamiid i
METOJIU iIXHBOTO TPOBEJCHHSI.

MacoBaHi KiOepaTaku iHIIIOIOTh CTBOPCHHS
CTeIiaTbHUX TEXHIYHUX PillleHb, 3aC00IB 1 CHCTEM

© Tomona C., Itanenko C., 2023

[Iporiec poO3BUTKY ¥ YHNPOBaKECHHS HOBITHIX
iHpOpMaLIHHUX TEXHOJOTiH 3abe3mneuye Oe3mnpere-
JICHTHI YMOBH JUIsi HAKOIIMYCHHS 1 BUKOPHCTAHHS
iHopMarlii, a TakoX CTBOPIOE (YHIAMEHTAIbHY
3aJIOKHICTh Biff IXHBOrO HOPMAILHOTO (YHKIIIO-
HYBaHHS BCiX c(ep KUTTEISIIBHOCTI CyCHIbCTBA Ta
JICpPIKaBH: €KOHOMIKH, TIOJIITHKH, ChepH HalllOHATLHOT
Ta MI>KHApOAHOI Oe3meku ToIo. Taka 3a1exHICTh CTae
Bpa3IMBUM MicueM y (YHKIIOHYBaHHI CHCTEM Ta
00'€KTIB KPUTHYHUX HAIiOHATBHUX 1HOPACTPYKTYP 1
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npotunii. s BUSBICHHS MEpEKHUX BTOPIHEHb BU-
KOPUCTOBYIOTh Ccy4acHi meroau [1-3], monemi [4, 5],
3aco0u [6—9] i KOMIUTEKCHI TEXHIYHI PIIICHHS IS
CHCTEM BHSBIICHHS Ta 3anoOiranHs BTopraess [9-12],
SKI MOXKYTb 3aJIMIIATUCH €PEKTUBHUMH Y pa3i MOSBU
HOBUX abo wmomu(dikoBaHUX BHUIIB KiOep3arpos.
[IpoTe Ha TPaKTHUIl Tix Yac MOSBH HOBHX 3arpo3 Ta
aHoOMaJlid, TOPOIKCHUX AaTaKylOUUMH IisIMH 3
HEBCTAHOBJICHUMH a00 HEYITKO BH3HAYCHUMH
BJIACTUBOCTSAMHM, 3a3HaueHi 3acoOM He 3aBXKIU €
e(peKTHBHUMH 1 BHMAaraioTh TPHUBAIUX YACOBUX
pecypciB i IXHBOT BIAMOBIAHOT ajanTariii.

CporojiHi BUpIIICHHS MUTaHb 3a0e3MeYeHHs 0e3-
neku B iHpopmaniinux cucremax (IC) Ta kepyBaHHS
CTaHOM iXHBOI 3aXUILEHOCTI OMHUCYIOTh POOOTH BIT-
YH3HAHUX 1 3apyOikHUX qocuigHukis: B. JI. Bypsdox,
C. O. I'natiok, O. I'. Kopuenko, O. O. Ky3Herosa,
I. HO. Cybaua, B. O. Xopomko, C. Il. €Bceena,
B. b. dymuxesuu, JI. T. Ilapxyus, T. Ptaceka,
G. Elmasry, P. Albers, O. Camp Ta iH.

Huni cTtBOpeHHs cucrteM KepyBaHHs iH(pOpMa-
IiHOIO 0e3MeKOI0 HEMOXIIMBE 0€3 MTOCTiMKEeHHS
y3arajgbHEHHsI CBITOBOTO TOCBiMy mo0y10BH iH(opMa-
MIMHUX CUCTEM Ta TXHIX CKIAAOBHUX IIiJICHUCTEM, OJHHU-
MU 3 KITFOYOBHUX SIKMX € CHCTEMH 3aXUCTy iH(popMarlii
Ta MPOTHIIi BTOPTHEHHSAM B iH(POPMAIiHY CHCTEMY.
CKkIaloBIMHA MaTEMaTUIHOTO 3a0€3MEeUeHHsT TaKhX
CHCTEM € MOJIENi TPOIECiB Hamaaxy Ha MeXaHi3MHU
3aXUCTy Ta OJIOKYBaHHs a00 3HUILEHHS caMuX Kidep-
3arpo3. ba3ow Takux Mojaened € MareMaTUYHUi
arapar, sSKuii Mae 3a0e3NeUnTH aJeKBaTHICTh MOJIe-
JIIOBAaHHS TpolieciB 3axucTy iHdopmarii st Oyab-
SIKMX YMOB BIUIMBY KiOep3arpos.

2. IOCTAHOBKA ITPOBJIEMHA

Y BU3HAaYEHHI MATEMaTHYHOTO arapaTy HeOOXiHO
YITKO PO3YMITH, SIK Oy yIOTHCS Ti 200 1HIII MHOXHHU
kibep3arpo3 Ta SK 3IMCHIOIOTHCS B3a€MOBITHOCHHU
caMHX MHOXHWH Kibep3arpo3, MHOXXWH €JIEMEHTIB
CHCTEMH 3aXHCTy Ta MHOXHH CHCTEM BHSBIICHHS
Kibeparax, sIKi TOBUHHI KOHTPOJIOBATH MPAaBUIIbHICTD
pOoOOTH TIpoliecy 3axucTy iHGopMarrii. Y crarti 3ampo-
MOHOBAHO MAaTEMATUYHHUH amapaT Teopii TOIOCIB,
SKUHA JI03BOJISIE Ha PIiBHI CHELIATbHUX KaTeropii
OyIyBaTH MOJIeNi JJISl TEOPETUKO-MHOXHHHHUX KOH-
CTPYKIII eTamy ecKi3HOTO TPOEKTYBaHHS CHCTEM
3axucty inpopmarii [13, 14].

3. OCHOBHA YACTHUHA

Mogento yist MHOXHUH IIPoliecy 3aXUcTy iH(op-
Malii 3 TOBHUM IEPEKPHUTTSIM 3arpo3 € CTPYKTypa
1= (4,R,c), fKa CKIATAETHCS 3 HEMOPOKHBOI MHO-
XKUHA A (MHOXKHMHH TIpOLeCY 3aXUCTy iHpopmamii y
3aralbHOMY iH(oOpMaliiiHOMy mporeci), BigHOLIe-
HHI R=tXmXv;RCS A (ne t — miaMHOXHHA
KiOep3arpo3, m — MHOKHHA MEXaHI3MIB 3aXHCTY,
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V¥ — MHOXHWHA 00JacTeH 3aXUCTY), Ta ¢ — KOHKPET-
HOTO i1HAWBIAY MAMHOXUH R, 3a3Ha4uMO, 110 C € A.

Hdnsa ¢opmynroBaHHS BapiaHTiB MiAXOMIB [0
CTBOPEHHS MOJEIJICH He0OX1THO BBECTH OOMEKEHHS,
npu skomy m=1,v=1, npu m=uXb X h;
mCC R (ne U — ypa3iuBOCTI 0Oap'epiB 3axmHCTy,
b — 6ap'epu 3axucry indopmariii, h — migcucrema
aHaIizy Kibep3arpos).

3rimHO 3 IHTEPIPETAIiE0 3MIHHUX Y MOZIEN L = X
— BinbHA (QYHKIisS, SIKa CTaBUTh y BiAMOBIAHICTb
KO)KHOMY TIO3UTUBHOMY YHCIY N JCSIKHA EeIeMEHT
x(n). Lle € P-OLIHKOO i MPEACTABISIETHCS Y BUTIISII
MoCiAOBHOCTI X = (X7, X,), I-i WiIeH AKOi — 3HAYECHHS
3MIHHOI V;, SIKE 1a€ OLliHKa X.

IMokmaneMo icTHHHICTE Mopemi W E @[X1, Xl
ko U = @[y] mis meskoi (eKBiBaJEHTHUM 9H-
HOM, JJ1s1 OyAb-AKOi) OI[iHKH Y, Takol, Mo y; = X; Yy
Oyab-IKOMY pasi, KOJIH V; BXOJUTH BiJIbHO y @. Ls

Mozmenb W= (A,R,c), Bumora @™ (HaJexKHe
(p YHCIO M — KpaTHOro moOyTKy), TOOTO
o™ = {(X, X)L = @[X1, Xp|}  sBIE  coboOrO

MHOXXHHY BCiX M-TIOCITIIOBHOCTEH, Ha SKUX Y MOJICITI
L BUKOHY€ETHCS BUMOTA (p.

3HAaTH MHOKHHHU (@™ JUIs HAJIE)KHUX M — 1€ 3HATH
BCC NP0 BHWKOHAHHSA BUMOTr y Mojenmi W. [Ipuuomy
MpaBWiIa, SKi BU3HAYAIOTh BUKOHAHHS [UISA TIPOIIOP-
LiAHUX 3B'S3KiB, BIAMOBIIAIOTH OYIEBUM ONEpaIlisM
Ha IiAMHOKMHAX MHOKUHA A™. Tak, 1ONOBHEHHS 110
@™ (TOOTO MHOXHHA TTOCTIIOBHOCTEH, SKi HE 3aJ10-
BOJILHSIFOTh (p) € MHOXXHHOIO TIOCIIIOBHOCTEH, SIKi
3a/I0BOJIBHSIIOTh ~(p, TIEPETHH MHOXHH ()" 1HIIIOTO
MEPETHHY MHOXKHH '™ CKIIQJA€ThCS 3 TOCHII0B-
HOCTEH, SIKi 3370BONBHSIOTHE BUMOrYy @ A Y. OTxe,
OTPUMYEMO

@)™ =—-0™ (e AP)" =™ NY™,
(vy)m =@m™uUy™iT. o

ToOT0, K0 M € HEOOXiAHUM IJIs P 1 P unciom,
TO BOHO Oy/1e HEOOXIAHMM 1 111 @ A .

PosrnsiHeMo mijo0'ekTH 1 TXHI XapaKTepUCTHYHI
CTPIJIKH.

3aMiHEMO MHOKHHY @™ XapakTepUCTHYHOO
byukiiero [@]™: A™ - 2, ne

Lol (T o)) = {

1)

1, akwo u E @[x3, %l
0, B iHILIOMY BUNIAAKY.

)

Ha ocHOBi TeopeMu Mpo iICTHHHICTH (SIKIIIO TOTIOC
€ OymeBud,, TO €EaV~a mia Oynb-saKoi
MPOIO3HIIT O) MAEMO PiBHSHHS

[~@]™ = =°[e]™,
[o AYT™ = [@]™ N [WI™ (=no {[e]™, [WI™),
[oVvyl™ = [e]™ U [y]™. 3)
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PosristHemo kBaHTOpH TAMHOXUH. [IprimycTiMo,
IO (p Ma€ BUTHHI TUTBKH 3MiHHI V4, U5, V3 1 (32 YMOBH,
mo M = 3) ¢yuxuis [@]3: A3 > 2 Bxe Bu3HAuUeHA.
HeoGxinuo BusHaunti Qyskmio [Vvs@]3:A43 - 2.
BiseMeMo BimpHY Tpiiky  {(xq,Xp,x3) € A3 i
MPUTYCTUMO BH3HAYCHHS! BUKOHYBaHOCTI:

B, ={x € Aip F @[x, %3]} =.
={x e Aol x;) = 13

I3 pOro BU3HAYEHHS CITIYE, 0 W = VU3 [Xy, X3]
TOA1 1 TUIbKH TOA1, Konu B, = A. Tomy nokianemo

30 (o)) —
[Vvs@l” (1, x3)) = {0 B iHIIOMY BHUIIA/IKY.

3icTaBmeHHs  Xq{,X3 HOiAMHOXWHU B, € A
BusHavae pynxiio |@|3 3 A3 y P(4). Veenemo HOBY
byukiio V4: P(A) = 2, maroun

1,akwmo B, = A4,

_ (1,axkwo B = 4,
Va(B) = {O,HKLLIO B # A.

Tonmi o¢ynkmito [Vvs@]® moxza 3ammcatu y
surmani  [Vvs@]® = V,°@l3. La dysxuis mae
BUTJIA, 300payKeHM Ha puc. 1.

lol3

> P4)

[vvsel®

2

Puc. 1. I'pa¢ komyTaTuBHOI
piarpamu pynxuii [Vv;¢]3

HeoOximHo matu kareropiiiHe BHW3HAYSHHS IS
V4. Take BU3HaUCHHS J1aHO B [2], 1e V4 BUBHAYAETHCS
K XapaKTEepUCTUYHE BiJoOpakeHHs iMeHi (QyHKIT
true,. Tob6To Bu3HauaeThes [truey]:1 — 24— iM's
¢byHKLIT truey — K cTpiky (QYHKII0), sIKa BUILISE
true, 3 MEOKUHE 24, OCKinbKY true, = y :A - 2,
ororoxkHoemo true, 3 {A} € P(A). Xapakre-
PUCTHYHOIO (YHKIIIEI0 IHOTO Tif00'ekTa € V4.
Oyukiis  [truey] cama € eKCIIOHEHINAJIbHO
MPUETHAHOIO JI0 KOMITO3HIIil, 300paXkeHoi Ha puc. 2,
ne prA(<0' .X')) = X.

Pra true,

1xA

-
-~

A~

-

e
-

W

Puc. 2. Kareropiiine npoeKTHe BU3HAYECHHSA
Bino6paskenns |y|5
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Takum uunOM, y piBHsHHI [Vv,0]3 = V,° |@|3
yepe3 V, BU3HAUCHA XapaKTEepPUCTUYHA (DYHKITiS
migo0'ekra y 24, sxa BU3HAYAEThCSA BKIANCHHSM,
EKCTIOHCHIIANBHO TPHEAHAHUM 0 truey ° pry, a
l@|3 Busmauae  QyHKIiIO, EKCHOHEHIIANTEHO
npueananoo 1o [@]3 ° (pre, prat, prs).

s xBaHTOpa iCHYBaHHS aHAJIOTIYHUM 00pa3oM
PO3paxoBYEMO

u = v, @[x7, x3] Toai i TiNbKH TOMI,

akmo B, # 0. (4)
Tomy nmoknaaemMo
1, akmo B, # 0
3 _ ’ 2 ]
3001 (@ 72D = { g 4 tomons snnany. O

3 (5) BumuBae, 1o maiarpama rpaga 3 puc. 3 €
KOMYTaTHBHOIO, I

_ (1, axkwo B #Q,
34(B) = {O,HKUJ,O B =Q. ©)
®yukuis 34 € XapaKTePUCTUYHOKO IS MHOKHHH
C={B:B=+Q}=

_ {B: ICHYE X, IKMU HaJIEXKUTh A,}
TaKWi, 1110 x € B

Sxio €45 P(A) X A — BiJHOIICHHS HAJISKHOCTI
Ha A, ToOTO

€,={(B,x):B S Aix € B},
i py — mepIia MpoeKIist JOOYTKY,
P(A) x Ay P(A): (pa({B,x)) = B),
TO pA(EA) =C.
Takum umHOM, 34 € XapaKTEPUCTUYHOIO (YHK-

i€ 00pa3y KOMIO3HIIIT:

€45 P(A) x A 2 P(A). @

3aranpHe BH3HaueHHs OyHkuiit [Vv;e]™ i
[3v;]™ orpumyemo mizcTaHOBKOW M 3amicTh (4)
Ta i 3amicTh (2).

Oyukrito [t ~ u]™: A™ — 2 BU3HAYNMO TaK:

I¢ ~ ul™ (%) = |

1, AKII0 X; = Xy,
0, B iHIIOMY BUIIaZIKY,

Jie X — Aesika (BiJbHA) OLIIHKA, TIepI M YCHIB SKOi
30iratloThCsi 3 X1, Xp,. TakuM UYHUHOM, OTPHUMYEMO
KOMYTaTuBHY Aiarpamy rpada (puc. 3).

Ha puc. 3 p/tAm -5 A pmA" - A i §,
BH3HAYEHI CITiBBiTHOIICHHIMHU:

pi (1, %)) = x¢, py (3, %)) = X,
84 (0o ) = o e ¥ 2

0, aK1I10 X #* y’x,y €A
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(p" Pt

Am

[t = u]™

2

Puc. 3. I'pa¢ xomyTaTuBHOi AiarpamMu
dyukuii [t ~ u]™

Oyukrist 64 € XapaKTepUCTUYHOIO (YHKII€I0

TOTOKHOTO BiTHOIICHHS (IiaroHai)
A= {{x,y):x = y} C A%

OyHkriss  Moxke  OyTH  OTOTOXKHEHa 3
MOHOCTpinKo 1,:A — A%, sxa mHepeBOIUTH X Y
(x, x). st KateropiftHOro BU3HAYEHHS Py’ YBEICMO
dyukuito f,: {0} - A, mokmanemo f.(0) = c. Toxi

{prim: A™ > A, gakmpo t = v;,
1 f
fo1: A™ 515 A sxmpo e = c.

[MoxiGHi piBHSAHHS CIIPAaBEUTHBI 1 TS Py;'.

[lepeitmoBmn 10 mpenukatHoi Gopmu, BH3HA-
4uMo yepes i A% — 2 XapakTepuCTUUHY (YHKIIIIO
MHOXHMHH R € A X A. Toxi niarpama Ha puc. 4 0y/e
KOMYTaTHBHOIO.

vt

(p i)

Am > AZA'-}

[tRu]™v,

2

Puc. 4. I'pa xomyrarnBHoOi Aiarpamu
¢yuxuii [tRu]™

Po3risiHEMO HACKIJIBKHA ICTHHHA MOJENb 1 K I
MokHa omucat. Hexaii dopmysia (p(vll,vln) Mae
iHgekc N, Toai Bu3Havyawuu [@u: A" = 2 ymoBamu

Loln(( %) = |

OTPUMYEMO: WL E @ TOHi 1 TINBKH TOMI, KOJU st
OyIb-IKHUX X7, X,, € A Ma€e Miciie

[l (%) = 1= [@lu = xun =
[@]u = trueA™.

1, akio u E @[xq, x5,
0 y iHIIOMY BUIIAZIKY,
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Jlns ormmcy dynkuii [@], y Burnani rpada susna-
YUMO, IO ICHYye M — HeOOXiAHE AJIS (p YHCIIO, TaKe,
o W E @[X7, X, | TOMi i TiNBKH TOI, KOJIU 1Is Oy 1H-
SKUX V7,V CHOpaBemiuBe W E @Y1, Yl Takum
YUHOM, JUTS Oyb-SIKOTO f, siKe 3a/10BOJIBHSIE PIBHAHHS
priy °f =pry npu1 <k <n, rpap miarpamu,
300pakeHHi Ha puc. 7, Oyie KOMyTaTUBHHA.

Lleit onmc dyHKIT [ npumaTHuUii 1is BU3HA-
YEHHS ICTUHHOCTI TIPOIO3UIiH, SKi BHHUKAIOTh i
yac aHalli3y ICTMHHOCTI TPOEKTYBaHHS BIUIUBY
3arpo3 Ha MEeXaHi3MH 3aXHUCTy iH(opmariii.

Binbauii enement MHOKUHH A™, TOOGTO N-wieHHY
MTOCTIIIOBHICTh, MOXHA PO3TILIIATH SIK (DYHKINIO 3
opmunany n = {0,1,..,n—1}8 A. Tomy, SKIIO
n =20, To A° e MHO)uHOIO (yHKIUiH 3 opauHAmy 0
(mouatkoBoro 00'ekra @) B A. Takum yrHOM,

A =42 ={@}=1.

Axmo ingexc @=0, To [[(p]]u:A0 — 2 € JeAKUM
ICTHHHUM 3Ha4eHHsIM 1 — 2; TyT

_ (true,AKIo K F @,
Lol = {false, B iHIIOMY BUNAJKY.

(8)

Ha ocHoBi (8) MokHa AITH BHUCHOBKY, IO IS
Oynp-sikoro m =1 i 6yae-skoro f:1 — A™ rpad
niarpamu, 300pakeHui Ha pUC. 5, € KOMyTaTUBHUM, 1
mpu U E @ o¢yukmis [@]™ nabysae 3HaueHHs 1,
SKIIO HE BHKOHYIOTBCS BHMOTH, TO IS (DYHKIIiS
HaOyBae 3HaueHHs 0.

> A™

[o]™
o],

2

Puc. 5. 3aranbHuii rpad KoMmyTaTuBHOL
piarpamu pynkuii [@], 1us 6yab-skoro
m > 1i6yab-sikoro f:1 - A™

3BepTalOYUCH J0 MOJIEIi CHCTEMHU 3aXHUCTY iH(Op-
MaiIlii 3 TOBHUM IEPEKPUTTSM 3arpo3 [3], po3KpreMo
MOPSIJIOK BIUTMBY 3arpo3 Ha MeXaHi3Mu 3axucty. s
YOro BH3HAYMMO B3AEMO3B'SI3KM MiX EJIEMCHTAMH
oOyacTi 3arpo3, MexaHi3MaMH 3aXUCTy, CHCTEMOIO
aHaJTi3y 3arpo3 Ta 00JIaCTIO 3aXUCTY, K MOKA3aHO Ha
puc. 6, ne tq,t,,...,t; — 3arpo3u 3 obnacTi 3arpos,
Uy, Uy, ..., Ug — MIMHOKHHH YPa3IHBOCTEH Mexa-
HI3MIB 3aXUCTY, by, by, ..., by — MIAMHOXHHH Oap'epiB
3axucty (pineTpiB) (1, k — mopsAKOBHI HOMEP Kiiacy
MEXaHi3MiB 3axucty), hq,hy,..,h, — niaMHOXHH
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CHCTEMH aHalli3y 3arpos, Vq,Vs, .., Vj — MHOXHHM  THBHA i TOMy MOHOMOp®HA. 3 iHIIOrO OOKY, BilbHA

o0JacTeli 3aXucTy iH(pOpMAIIHHOT CHCTEMU. MoHoMmopdHa ¢yHkuis f: U > B BU3HAYAE MiIMHO-
Vei MiAMHOKUHU TICHO B3a€MHO IIOB'f3aHi MK  JKHHY MHOKHHH B, tpu skiit Imf = {f(x):x € U}.

c000r0. To6to, f ingykye Giekuiro mik U ta Im f, mami
SIkuo 00'eqHATH OKpEMi MIZIMHOXKHHU Y MHOKHU-  oTpumyemo U = Im f.

HU (puc. 6), TO MOKHa NOOYAyBaTU KOMYTaTUBHUI Kpim Toro, niaMHOKUHHE CUCTEMHU 3aXHCTY 1H(Op-

rpad) B3a€MOBiJTHOCHH MHOKHH 3arpo3 i MIAMHOKMH ~ Mallii 1epedyBaroTh, Mixk cO00I0, y B3a€MO3BA3KAX,
MHOKMHU CHUCTEMM 3aXUCTy iHpopmanii, skuii Kl MOKHA OTMCATH TAKMUM YHHOM:

IMOKa3aHo Ha puc. 6. i
P prti((uf, u, ..., uk)) = u;

f;,_ £ B U = pr b‘{v((u%:u; iu§>) = u’zc;
3 AN pr by ((ug, uj, .., uf)) = uf.
~
P fo pr uf ((bi,b?,...,bY’)) = bYY;
u k 1 2 w — hW.
\\\ szruz((bz,bz,...,bz ))_bZI
fhl NEE EEE mEw wEw wEw wEw wEw wEw EmE EmwE
V — ;\1 pr uk((bd, b3, ..., b)) = bY.
Foy ukpy
H = u’sz‘z”.

Puc. 6. KomyratuBHuii rpag B3aeMoBiIHOCHH
MHOKMH 3arpo3 i NiAMHOKHH MHOKHHH CHCTEMH u’j bg’

3axucTty iHgpopmauii
Taxkum ynHOM, 00JIACTh BU3HAYEHHS MOHOMOP(-

Hoi ¢ynkuii B i3omopdna apedkidi migMHOXKHHI
obnacti 3HaueHs wiei Qynkmii U. [Hmoro moBoro,
00J1acTh BU3HAYEHHS—TIIAMHOKHHA U €, 3 TOYHICTIO
10 13oMopdi3Ma, MiIMHOKHUHOIO 00J1aCTi 3HAUEHb —
. _ MHOXHHH b, To6TO f:U = b.
A fo, ° fr, = fu ® fr, Ta Oymoosiky cTpinky fy:u = h, V 3arajbHOMY BMIIAJKy NPEICTABMMO MpPOLEC 3a-
sIKa 3a/I0BONIbHSIE PiBHSHHS fy, ° fr, = fu ° ft;, ICHYe  xucry indopmanii, 306paxenuii Ha puc. 6, 7, 8, oTpu-
OJlHa €JIMHA CTpUIKa f,:b — h, g gKOi JiarpamMa  MYEMO JISKapTOBHWI KBaJpar, SIKMi MOKa3aHo Ha pHC. 9.
KOMYTaTHBHA.

VY nopanpmioMy, po3risialydd MicIsi MHOXHHU
H y cucremi 3axucrty iHpopmarii, 3rigHo 3 [2],

3 puc. 7 MO>KHA IATH BUCHOBKY, IO 3T1IHO 3 [1]
KONPUPIBHIOBAYEeM TMapu NapayeNbHUX [-CTPUIOK
fe, ft; € xomexa fi,f;:T 3 U. Konpupisniosau

MOJKHA PO3TIISAATH SIK TaKy B-CTPIiKy f,: U — h npu

. S =prpuu=ofn
- ft npu u

MOXXHa TIOOyIyBaTH HACTymHHH Tpad, gKui S~o
—
300pa)xeHo Ha puc. 7. True > 2
U
far=rye g ! !
h*=fp° funpu fp=0 b
!
S S— ; |
it for V H
fb*zf};“ funip fp=1 Puc. 9. KomyraTuBHa giarpama
AEeKapTOBOro KBajgpara
H

JliticHO, SIKIIO YSIBUTH 30BHIIIHIN "kBampatr”, sk
Puc. 7. liarpamMa TOTOKHOCTI MiIMHOKUH KOMYTaTUBHUH, TO, SKIIO
upu f, = fun o fp, fn="1Fp °fa .
t e Tlf(z(t)) = true(! (H)) =U,
SIkmo fp, € fr ifn € fp, TO fp 1 fr, IpOIyCKAOTHCS 10 fib) € H, f(u) € H.

OZMH Yepe3 oHoro, i fy, = fn © fpr, fo = fp © fnr Tomy mpu f{:T — H, B, sike BU3HauYeHO PiBHSH-
Y uinomy, sikmo MEOXKHHA M (MexaHi3MiB 3aXHC-  pam f,(T) = f,+(T), ycs miarpama 6yae KOMyTaTHB-

Ty) € TIJIMHOXMHOIO MHOHMHH A (TIPOLECY 3aXUCTY  Hol0, ane npu ogHOMY f;. Bimnosimno, sikmo U € B,

iHpopmarii), To Qynkuis BrmoueHHs M © A iH'€k- 1o kBajpart, 300paxkeHuii Ha puc. 12, 1eKkapToBuii.
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fry [ha fhy Y frr [hz fry T
’ !

v, j

Puc. 8. IIpoekTHa MaTeMaTHYHA MO/eJIb B3a€EMOBITHOCHH
MHOKMH 3arpo3 &y ,t,, ..., t; Ta MHOKMH CHCTEMM 3aXHCTy iHdopmanii:
Uq, Uy, ..., Ug — YPAZIUBOCTEH MexaHi3MiB 3axucty, by, b,, ..., by — 6ap'epiB 3axucry (pinbTpis),
hy, hy, ..., hy — MHOKMHM MiICUCTeMH aHaJIi3y 3arpo3,

Vy, V3, ..., Vj — MHOKHHI o0Jiacreii 3axucty ingopmaniiinoi cucremu

33
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BinHomenHs ekBiBaJIEHTHOCTI Ha MHOXHHI H 110
BH3HAYCHHIO — BigHOmEeHHS R € H X A — Mae Taki
BJIACTHUBOCTI:

* pednekTuBHOCTI, TOOTO @Ra ais KOXKHOTO
a €A,

* TPaH3UTUBHOCTI, TOOTO, AkmoO aRb i bRc, To
aRc nyst Oyne-sikux a, b, ¢ 3 A,

* CHUMETPHYHOCTI, TOOTO, Ko aRb, To bRa mis
Oynp-skux aib 3 A.

IIporiec OTOTOKHEHHS CKBIBaJICHTHHX MHOXHH
YIPOBAKYETHCSA B 00'€JTHAHHS IIMX MHOXKUH B OJHY
MHOXXUHY Yy pa3i NMO€IHAHHS 1X OJHA 3 OIHOIO Bij-
HOIIIEHHSM eKBiBaJIeHTHOCTi. CyKyITHOCTI, SIKi BUHH-
KalTh, PO3TJSAAIOTECS TYT SK HOBI BiJHOIICHHS.
dopmansHO UIA a € A BU3HA4YaeThCsA Kiac R-exBi-
BaJIEHTHOCTI siKk MHOuMHA: [a] = {b: aRb} ycix ene-
MeHTIB 3 A, siki epeOyBaroTh y R-BiHOIIEHH] 70 a.

Opna i Ta camMa MHOXHHA MOXe OyTH KJIacoM
CKBIBJICHTHOCTI PI3HUX EIIEMEHTIB. Y 3aralbHOMY
BUTIAJIKY:

* [a] = [b] Toxi i Tinbku TOAI, KOIU aRb. TobTO
JIBa C€KBIBAJICHTHI €JIEMEHTH NepeOyBaloTh y Bif-
HOIICHHI R 3 OfHi€0 1 Ti€l0 caMO MHOXHHOIO
CJIEMEHTIB;

e gkmo [a] # [b],To [a] N [b] = @. Tobro nBa
pi3HI KJIacu eKBIBaJICHTHOCTI HE MArOTh 3arallbHHX
€JIEMEHTIB;

* a € [a]. To6To kokHa a € A € €IeMEHTOM
OJTHOTO 1 TOTO CaMoro Kijacy R-eKkBiBaJeHTHOCTI.

IIporiec OTOTOXHEHHS MOJISIra€ y Mepexoji Bif
i€l MHOKHMHH JI0 HOBOI, eJIEMEHTaMU K01 € Kitacu R-
€KBIBAJIEHTHOCTI, TOOTO PO3TIISIIAETHCS TEePEXiJl BiJl
MHOKHHHU A 10 MHOKUHH

A/p ={lal:a € A}. (9)

Leit mepexij BAKOHYETHCS 32 JOTIOMOTOIO TIPHPOJI-
HOTO BifmoOpakeHHs fRr:A — A/ R Ae fr(@) = [a],
Jaasga € A.

SIkmo aRb, 1o fr(a) = fr(b), ToOTO DyHKIIS fR
OTOTOXHIOE R-eKBIBaJICHTHI JIEMEHTH.

OyHK1s f € kKonpupiBHIOBaueM mapu f, 22 R 3 A
¢byHKII# npoekTyBaHHsA 3 R mo A, ToOTO THX, SKi
3aJIal0THCS PiBHSIHHIMUA

f(a,b)) = aig(a,b)) =b.
4. BACHOBOK

MatemaTuyHa MOJEIb IPOEKTHUX BiJHOCHUH
3arpo3 1 MHOXXMH CHCTeMH 3axucTy iHdopmamii
JO3BOJIIE  HA  PIBHI ~MAaTeMaTHYHUX  MHOXHUH
MPOTHO3YBaTH TOPSIOK MOOYAOBH THUX ab0 IHIIHMX
MHOXXWH a00 IMiJIMHOKWH CHCTEM 3aXHCTy iH(Op-
Marlii, TPOBOJUTH aHaJi3 MPAaBUIBLHOCTI MOOYIOBH

(10)
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OUX MHOXHH. 3allpoNOHOBAaHMA MaTeMaTHUYHHUHA
armapaT J03BOJISI€ 3 KPaIllUM ypaxyBaHHSIM IPaKTHY-
HOTO 3aCTOCYBAaHHS BHM3HAUaTH 3arajibHUI MOPSIOK
mo0yJOBU CTPYKTYPHU CUCTEM 3axHcTy iHpopManii Ha
eTarri ecKi3HOTo MpoekTyBaHH:. Lle € BXimHi gani Ans
CHCTEMH aBTOMAaTHYHOTO MPOEKTYBaHHS MOOYIOBU
CUCTEM 3aXUCTy iHpopmMartii.
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Mathematical model of system relationships
management of information security

An effective solution to the problems of analysis and synthesis of information security management systems can not
be provided by simple ways of simply describing their behavior in different conditions - systems engineering solves
problems that require quantitative evaluation of characteristics. Such data, obtained experimentally or by mathematical
modeling, should reveal the properties of information security management systems. The main one is efficiency, which
means the degree of compliance of the results of information protection to the goal. The latter, depending on the resources
available, the knowledge of developers and other factors, can be achieved to one degree or another, and there are
alternative ways to implement it. In a number of publications the authors propose the basics of the categorical apparatus
of set theory, which allows to explain the relationship between sets of threats and sets of information protection system,
which allows to build different mathematical models to analyze information exchange systems in critical application
systems. At present, the creation of information security management systems is not possible without research and
generalization of world experience in building information systems and their constituent subsystems, one of the key of
which are information protection and intrusion prevention systems. Components of the process of attacking the
mechanisms of protection and blocking or destruction of cyber threats themselves are components of the mathematical
support of such systems. The basis of such models is the mathematical apparatus, which should ensure the adequacy of
modeling of information security processes for any conditions of cyber threats. When defining the mathematical
apparatus, it is necessary to clearly understand how certain sets of cyber threats are built, and how the sets of cyber
threat sets, sets of security system elements and sets of cyber attack detection systems, which should control the
correctness of the information security process. The article analyzes various options for building models of information
security management system and creates a mathematical model that takes into account the internal relationships of
different subsets of components of the information security system under the influence of cyber threats.

Keywords: graph, diagrams, cyber threats, sets, models, functions, subsets, design, information protection system,
information security management.
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®OPMYBAHHS CUCTEMMU KIBEP3AXUCTY
NS IHTEFTPOBAHOI FrAJTY3EBOI
IHOOPMALIMHOI CUCTEMM YKPAIHM
CEKTOPY HALIOHAJIbHOI KIGEPBE3MEKU

Posxkpumo ma eucgimneno nepedbavenuil ckiad, cmpykmypy 3axo0ie i 3aco6is, sKi yeiidyms 00 KOMNIEKCHOI
cucmemu 3axucmy iHmeeposanoi eanyseeoi ingopmayitinoi cucmemu Ykpainu (IIICY) cexmopy nayionanvhol
Kibepbesnexu. Onucano cneyuixy i cmpameziuny YiHHICMb 3aIYHeHUX pPecypcis, sSKUMU ONepysamume CMmeopeHa
cucmema  kibepzaxucmy. 3asnaueno, wo cucmema Kibepszaxucmy IFICY nepedbauac 3adismu Komniexc
83AEMONO0'A3AHUX 3AC00i8 T 3aX00i8, BUKOHAHHS SAKUX He0OXiOHe U 0ocmamue 015 noguoyinnozo 3axucmy ITICY, ons
NPOMUCMOSHHA  308HIWHIM HecanKyionoganum cucmemam oocmyny (HCH) mowo. Axyenmosano ysazy Ha
8i0nogioHocmi nepedbayeHoi cucmemu Kibep3axucmy MINCHAPOOHUM Kpumepiam i CMAHOApmMam 3aXucmy noOiOHUX
Kepignux cucmem 0ns kpain HATO, 30kpema i kibepbesnexosomy cmanoapmy minicmepcmea odvoporu CILIA (TCSEC —
"Ilomapanueea Knuea"), MI’CHAPOOHUM Kpumepiim [ CMAHOAPMAM 3aXUCMY NOOIOHUX KEPIGHUX CUCMeM IHUUX
npoGIOHUX Kpain ceimy, 30Kpema, MidCHapoOHomy mexniynomy cmanoapmy ISO/IEC 15408 "3acanvui xpumepii
oyintosanns besnexu IT", axuti pamughikysano bazamo Kpain, HACMAHOBAM i PEKOMEHOAYIAM MINCHAPOOHOT Opeanizayii
NCSS (National Cyber Security Strategies) ons kpain — napmuepie HATO, wo nepedbaueni Cmpamezicto nayionanibHol
Kibepbe3neku ma po3poodneHi MidCHAPOOHUMU eKCHnepmamu 3 NUMAaHb HAYiOHANLHOI Kibepbe3nexu, HayKoGYAMU ma
€6PONEUCLKUMU PAOHUKAMU 3 MIJICHAPOOHOI Kibepbesnexu 6 konmexcmi npoekmy Ilpoepama HATO SPS "Hayka 3apadu
Mupy ma 6esnexu’; HayionarbHum mexHiuHum cmanoapmam Ykpainu. YV meoicax yiei cmammi 0emanvHo NoKazaHo
NOGHULL  AcCOpMUMENm  3a2albHO0008'A3K08UX pecypcie ma iHcmpymenmis, sKi nepeddaueni O0ns 3abe3neuenhs
Kibepbesneku cnpoekmosanoi ITICY cexmopy Hayionanvnoi xibepbesnexu, ma AKI 6KIOUAOMb N'Amb  PI6HIE
Kibep3zaxucmy (opeanizayiinull, RPOSPAMHULL, ANAPAMHO-MEXHIYHUL, THHCEHEePHO-MEXHIYHUL, 000amKo8ull (i3uyHuil).

Knwuosei cnoea: cucmema xibepzaxucmy ITICY cexmopy HayionaneHoi Kibepbesneku; ocobaugicmev cucmemu
Kibepzaxucmy; ck1adogi cucmemu Kibepsaxucmy, 6i0n0GIOHICMb cucmemu Kibep3axucmy.

1. BCTYII MIEYCHHI BHCOKOTO PIBHA KEPOBAaHOCTI CEKTOPOM
HaIlIOHATLHOT KibepOe3eku, 0cOOIMBO B EKCTPEMAITh-
HUX YMOBax HasBHOCTI KiOepiHmuaeHtiB. Taky mo-
TpeOy 3an0BoibHUTE crpoekToBaHa I['ICY cexTopy
HaliOHAIBHOI KibepOe3nekH, ska, y CBOIO 4epry, A
0e3neyHoro (yHKIIOHYBaHHs MOTPEeOYyE CTBOPEHHS
KOMIUIEKCHOT CUCTEMH Kibep3axucry.

CyuacHuil piBeHb PO3BHTKY TEXHOJIOTTYHOT'O MIPO-
rpecy BUMArae BiJi KOXKHOI Jep)KaBu, abu aBTOMa-
THU30BaHI KEpiBHI CHCTEMH OyIIU J[I€EBUMH, MaKCH-
MaQJIBHO 3axHUIIEHHMMH Ta BiJNOBIJald HE JIMIIE
rIo0aJbHUM BUKIIMKAM, HTOTEHI[IMHMM 30BHIIIHIM
pusnkaM 1UGPOBOTO CBITY Ta Cy4aCHOMY pPiBHIO

possutky IT sk mpeamerHoi olGiacTi, ane W 3amo- 2. AHAJII3 OCTAHHIX

BOJILHSTH HAraIbHi HOTpe6I/I“C€KTOPa HaI[iOHAJIBHOI JTOCIUIKEHD I ITYBJIKALIII
KiOepOe3meKu K MpoOIeMHOI TaTy3i.

AJKe HHHI CEKTOp HAIllOHANBHOI KibepOe3rmeku ' HpreﬂeHHﬁ aHalli3 BITYM3HAHIX HAYKOBUX ITy0-
siBiIsie COGOK CTPATEriYHO BAXIMBY s jepikaph JIKallil, IPUCBSYCHUX UTAHHSIM CTBOPCHHS CHCTEM
MaKpOrainysb, MPOOIEMATHKA SKOI MOJSrae y ToMy, —3aXHCTY KEDIBHHX CHCTEM 3aCBIIYHB, IO BKA3aHHM
o Ha3pila HarambHa TNOTpeGa IepKaBh y 3abe3- TEMATHYHHIA Hanpsm nepedysae y okyci mpeamer-

© Toawna C., Crinauyk JI., 2023
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HOI yBaru Takux cydacHux BueHux: FO. B. 3emmnsnko,
O. A. 3amyna, O. O. Tkau, H. 1. JIuTtBuHOBa,
S1. A. Tlepeciuanceka, B. B. lomapes, C. B. Jlenkos,
. A. Tleperymnos, B. A. Xoporkos, B. A. I'epacumenko,
M. C. Bepry3aes, O. M. IOpuenko [1-5].

3. IOCTAHOBKA ITPOBJIEMHA
B 3AT'AJIBHOMY BUIJISIAL
TA Il AKTYAJIBHICTb

s 3a0e3medeHHsT BUCOKOTO PiBHS KEPOBAHOCTI
CTPATeTiyHO BAKIMBUM [UIS JEPKABU CEKTOPOM
HalioHanmbHOI KibepOesmeku cunTe3oBaHo IIICY
CEKTOpY HaIllOHAJILHOI KibepOe3neku, KOTpa, y CBOIO
4epry, 3TiJHO i3 YNHHUMH JEep)KaBHUMH BUMOTaMHU,
noTpedye KOMITIEKCHOI CHCTEMH 3aXHUCTY.

Tomy Taka motpeba y 3abe3nedeHHi KOMILIEKC-
Horo kibep3axucty II'ICY cexropom HamioHaTbHOT
kibepOesmeku 3ymoBuia Bubip Temu crarti. Came
chopMOBaHa KOMIUIEKCHA CHCTeMa KiOep3aXxuCTy
ITICY cexropoM HamioHanbHOi KibepOesmeku 1
ctana (yHIAMEHTAIbHUM SJIPOM 1 MPeaMeToM
LBOTO JOCTIAKEHHS.

4. META CTATTI

Oxpecreni Buile NpoOIeMd OOYMOBWIH METY
Hamoi HayKOBOi PO3BIJKH, fKa Tependadyae BU3HA-
YEeHHS Ta PO3POOJICHHS KOMILIEKCHOI CHCTEMH IS
3abesnevenns 3axucty IIICY cextopy HaiioHanb-
HOT KibepOe3meKy.

5. METOJOJIOTTYHUI ATTAPAT
JOCJIIKEHHS

dyHaaMEeHTaIbHUM 0a3UCOM I[LOTO JTOCIIIKEHHS
CTaJId CTPYKTYPHO-(QYHKIIIOHAIBHUNA 1 CHUCTeMHHUH
3arajqbHOHAYKOBI MiIXO/IH.

J1071aTKOBO BUKOPHCTAHO HOPMATHBHO-ITPABOBHIA
HiIXig.

6. KOPOTKHWM BUKJIA]
OCHOBHOI'O MATEPIAJTY

ITICY, six 1 Oynp-sika BIEpILE 3alPOEKTOBAHA Ke-
piBHa cHcTeMa JEp)KaBHOTO 3HAYEHHS, 1[0 MICTUTh
130/1, B 000B'sI3K0OBOMY HOPSIZIKY, MiISATa€ 3aXUCTY.

Cucrema kibepbep3axucty II'ICY cekTopy Haiio-
HaJIbHOI KiOepOe3nekrn Mae HOCHUTH KOMIUIEKCHHUM
XapaxTep.

[lpuyomMy 10 ckiagy KOMIDIEKCHOI CHCTEMH
3axucty IIICY cextopy HaumioHaneHOI KibepOesnexku
nepenoayeHo 3aJisATH TaKy KiIBbKICTh YiTKO BITOPSII-
KOBaHUX, B3a€EMOIIOB'SI3aHUX, CYYaCHUX 1HCTPYMCHTIB
3aXHUCTY, CYKYITHICTh SKUX:

1) € HEOOXIHOW Ta JOCTATHHOIO IS TTOBHOIIIH-
Horo 3axucty IIICY sk KepiBHOI CHCTeMH, a TaKOX
JUTst IpoTUCTOstHHS 30BHIiNHIM HC/I,
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2) 103BOJIUTH 3a0€3MEYUTH MAKCUMAIILHO BUCOKHUI
PiBEHB 3aXUCTY LITICHOCTI, KOH(]IIEHIIIHHOCTI Ta A0C-
TynHocTi iHdopmarii, sika oopodastumerses B [IICY
CEKTOPY HAIllOHAJIBHOI KiOepOe3eKH.

ITepenik Takux 3ac00iB 3aXMCTy BU3HAYABCS:

1) cnenndikoro Ta MIHHICTIO A/ A€P:KaBH JaHMX,
SIKIMH OTIEPY€E KEpiBHA CUCTEMA, 1110 ITiAJISATAE 3aXKCTY;

2) BiITMOBITHICTIO 0OPAHOI CHCTEMH KiOep3aXxucTy
MDKHApOJHHM KPUTEPIsIM 1 CTaHZAPTaM 3aXHUCTY I10-
MOHMX KepiBHUX cucTeM st kpain HATO, 30kpema,
TCSEC ("Opamkera kuura"). Ile xibepOesnexoBuit
cragmapt CIIIA:

* Y HbOMY MNPOMNKCAHO KPHTEpii, sIKi B 000B'sI3-
KOBOMY TIOPSAKY BUKOPHCTOBYE MIiHICTEPCTBO
oboponu CIIIA;

* BiH YCTAHOBIIOE 0a30Bi BUMOTH IIOJ0 KOHTPO-
JII0 KOMI'IOTEpHOI Oe3neku, yOyZoBaHOi B KOMIT'O-
TEpHY CHCTEMY;

* Oro BUKOPHCTOBYIOTH IJsl Kiacudikarii Ta
OIIIHIOBaHHS KEPIBHUX CHCTEM, y IKUX 00pOOISIETHCS
3akpura indopmaris [6];

3) BiamoBigHiCTIO 00paHOi cHUcTeMH KiOep3a-
XUCTY MIDKHAPOJHUM KpPUTEpiAM 1 CTaHIapTam
3aXHUCTy TMOMIOHUX KEPIBHUX CHCTEM I 1HIITHX
MPOBITHUX KpaiH CBiTy, 30KpeMa 1 Mi>KHapOJHOMY
texHiuaoMy ctannapty ISO/IEC 15408 "3aranshi
kputepii ominku Oe3meku IT", axuii patudikysano
OimbBIIiCTE TPOBITHKUX KpaiH [7];

4) BiANOBIIHICTIO 0OPAHOI CHCTEMH KiOep3axucTy
HACTaHOBaM 1 PEKOMEHJIAIlisIM MIXKHAPOJIHOI OpraHi-
sartii NCSS (National Cyber Security Strategies) s
kpain-naptaepisB HATO, mo po3poOieHi MixHapo-
HUMH EKCIIEPTaMU 3 MUTaHb HAIlIOHAIBHOI KibepOes-
MEKH, HAYKOBIIMH Ta €BPONCHCHKUMU PaJHUKAMHU 3
MDKHapOJHOT KiOepOe3lmekd B KOHTEKCTiI MPOEKTY
IIporpama HATO SPS "Hayka 3apagm mupy Ta
oesnexu" [8, C. 51-58].

5) BiAmoBiaHicTIO 00paHOT CHCTEMHU Kibep3axucTy
Hupextuam NIS mist kpain €C, xotpi:

* 3aKJIQJIAIOTh €JMHI IPaBUiIa Ta BUMOTH y cdepi
KiOepOesneku A Beix kpain €C, ane 3alumaoTh 3a
KOXKHOK) KpaiHOIO-YJICHOM TIPaBO BXKUTH BIIACHUX
3ax0/liB IIOJI0 iMIUIeMeHTaIlii HopM Tii€l JlupektuBu;

* BHMArarmTh 3alpPOBAJUTH IPAKTHKY YIpaBIi-
HHS pHU3MKaMH Ta 3000B'S3aTH CIIOBINIEHHA IIPO
KiOepiHIIEHTH;

* PEKOMEHIYIOTh 3JIHCHIOBATH aHali3 mpobieM
y cdepi HaliOHaJIBHOI KiOepOe3mekr Ta IMOIIyK
LUISIXIB IXHBOTO BUPILICHHS;

* CTBEPIUKYIOTh, IO TMo0OynoBa e(eKTHBHOT
JepKaBHOI MOJIITUKHU 00 KiOepOe3neKn MOKINBa
JIAIIE 32 HASBHOCTI €MHOTO IIEHTPY YIIPaBIIiHHS, 3a
YMOBU CTBOPEHHsI HaJeKHOi iH(QpacTpyKTypH Ki-
Oepbesrekn, 32 YMOBH PO3BUTKY IHAYCTpii Kibep-
Oe3meku (MIITXoM 3a0€3MeYeHHS] YMOB JIIS TLTiTHOL
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CHIBIIparli BCiX YKPaiHCHKHUX 1 MDDKHAPOJHUX CTEHK-
XOJIIepiB, @ TAKOXK YiTKOI y3roKeHOoi mporpamMu Aii
13 CTEWKXOoJaepaMyd 3 METOIO ITABHINCHHS PiBHS
JIOBIpH MiXX OCHOBHUMH CTEHKXOJIZIEpaMH 3 TTHUTaHb
kibepbesmekn) [9];

6) BiAMOBiAHICTIO 0OpaHOT CHCTEMH Kibep3axucTy
HaIliOHAJTHHUM TEXHIYHUM CTaHIapTaM YKpaiHu, sKi
BUMaraloTh HasBHOCTI TEBHUX KibepOe3neKoBux
CKJIaJIOBUX, 371aro/pkeHe (PyHKIIOHYBaHHS SIKUX Mif-
TPUMYyBaTUME HaJIe)KHUHU 3aXUCT KEPiBHOI CHCTEMHU
Big HCJI [10-13].

3aramom, came Taka CyKyImHICTh 00paHuX 1HCTPY-
MeHTIB 1 mponenyp mis 3axucry ILICY cekropy
HaI[lOHATBbHOI KiOepOe3meKn:

1) Mae 3axuIIaTH KEPiBHY CHCTEMY:

* BiJ BHTIKaHHS JAHUX TEXHIYHUMM KaHaJIaMH,
N0 SKAX HaJeXaTh KaHAIM TOOIYHUX EJIEKTPO-
MarHiTHAX BHIIPOMIHIOBaHb 1 HaBEIEHb, AaKyCTO-
SJICKTPHUYHI U 1HIIT KaHaJIH;

* BiZ HECAaHKUIOHOBAaHMX Miil Ta HECAHKIIO-
HOBAaHOTO JOCTyNy 10 iHopMarii, mo MOXYTh
3MIMCHIOBATUCS IIJIAXOM IMiJKIIOYCHHS JI0 arapa-
TypH Ta JiHIA 3B'S13KY, MaCKyBaHHS IIiJl 3apPEeCTpo-
BaHOTO KOPHCTYBaua, MOI0NAHHS 3aX0/[iB 3aXHCTY 3
METOI0 BHKOpHCTaHHS iH(opMamii abo HaB'a3y-
BaHHSA XHMOHOI iH(oOpMaIii, 3aCTOCYBaHHS 3aKjIai-
HUX TPUCTPOIB UM TPOrpaM, BHKOPUCTAHHS
KOMIT FOTEPHHUX BipYCiB TOIIIO;

* BiJ CIEIIaIbHOTO BIUIMBY Ha 1HQOpMAIIi0,
SKH MOXe 3J[IHCHIOBATUCS NUISIXOM (HOpMyBaHHS
MOJIIB 1 CHUTHANIB i3 METOI0 MOPYIIEHHS I[JIiICHOCTI
iH(opMartii abo pyHHYBaHHS CHCTEMH 3aXHCTY TOIIIO.

2) Mae 3abe3meuyBaTu KEpiBHY CHCTEMY:

* 3JaTHICTIO TPOTHUCTOSTH UIKIUTMBUM 30BHIII-
HIM BIUIMBaM;

* 3JIaTHICTIO aJanTyBaTHCS J0 HOBUX HeMepes-
0auyBaHHWX CHUTYyallili, BUKOHYIOUH CBOIO IiJTHOBY
(hyHKIIi10 32 paXyHOK BiJITIOBITHOI 3MiHU CTPYKTYPH 1
MTOBEIHKH CHCTEMU;

* TOTOBHICTIO aJIaNTyBaTHCS 10 HOBUX HeTlepe/-
OauyBaHMX CHUTyalid (arak, YIIKOJDKEHb, aBapii),
BUKOHYIOUH CBOIO LITbOBY (YHKIIIO 3a pPaxyHOK
BIJITOBIAHOI 3MI1HHU ITOBEAIHKU CUCTEMHU;

* TOTOBHICTIO JI0 TEXHIYHHUX BiJIMOB CHCTEMU B
3aJJaHUX MEXax;

* CIPOMOXHICTIO IIBHUIKO BIiIHOBIIOBATHCS [0
LITaTHOTO PEXUMY poOOTH cHCTeMH micis 300iB;

* CIPOMOXHICTIO  NPOTHCTOSITH  30BHIIIHIM
NeCTPYKTHUBHUM BILTHBAM;

* 3JIaTHICTIO yOe3NedyBaTh Ta 3aXUIIaT iHpop-
MaLIil0 BiJl HECAHKIIIOHOBAHOIO ITOCSATaHHS.

VY upoMy BUNAAKY KibepOe3rneka KepiBHOI CHCTEMU:

1) He 3aNeKUTh BiJ] apXITEKTYPHOTO 4H ii HyHKITIO-
HaJILHOTO HAIIOBHEHHS;
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2) NOCSTaeThCs CTAHIAPTHUM IUIIXOM, SIKHHA €
omaakoBuM 1t Beix ICY, sxuit € 3aKk0HOIaBYO Bpe-
TYJIHOBaHMM 1 YITKO PETIAMEHTOBAHHM, 332 PaXyHOK
000B'A3KOBO{ HAsIBHOCTI:

a) JOJTaTKOBHX 3arajhbHO00OB'SI3KOBHX 30BHINIHIX
CTAaHIAPTHUX MOJIYMTIB I 3aXUCTy JEpKaBHUX
iH(pOpMaLiHUX pecypciB, TAKUX SIK:

* JIOZaTKOBA CHUCTEMa aaMIHICTpyBaHHSA KiOep-
oesnexn KC3I, 3a BcTaHOBIEHHs, cepTUdiKalilo Ta
(ysakuionyBanHa gkoi BiamoBimae CBY Tta JICC33I
(3riAHO 13 YMHHUM 3aKOHOJABCTBOM, OCKIIBKH CEKTOP
HaIIOHAJTLHOT KiOepOe3neKy HAJISKUTh 10 JePKaBHUX
CTPYKTYp CTPATETIYHO BXKIIMBOTO 3HAYEHHS);

* JIOJATKOBWI  30BHINIHIM  MOIYJdb  aaMiHi-
ctpyBaHHs iHTepHeT-Oe3mekn 3B/ (KYIIOJI) sx
JMOJTATKOBUI  30BHIIIHIA  TpOTrpaMHO-arapaTHAN
OJIOK-MOJy/Ib T4 YacTHHA 30BHIIIHBOI JEpiKaBHOI
CUCTEeMH KiOepOe3IeKH BiJl iIHTEPHET-3arpo3;

0) I0JaTKOBHX 30BHINIHIX CTAHAAPTHUX MOJYJIIB,
10 3a0e3MeYyITh TOTOBHICTh KEPIBHOI CUCTEMH JI0
MEPEBAHTAXXCHHS HAIIPYTH Y MEpEkKax;

B) C(pOPMOBaHUX AITOPUTMIB HAJIAIITYBaHb Mapa-
METpPiB aBTOMAaTH30BAaHOTO PETYIIATOpa 3aJIeKHO BiJI;

* 3MiH MapaMeTpiB 00'€KTa yIpaBIiHHS;

* BJIACTHBOCTEH 1 TOTOBHOCTI aBTOMAaTHU30BaHOTO
peryasTopa 10 MOKIMBHUX ABTOMaTUYHUX 30ypEHb.

PosrnsiHemMo neTanbHillle MOBHUH acOPTUMEHT
3arajibHOOOOB'SI3KOBUX PECYpCiB Ta I1HCTPYMEHTIB,
SIKi BKITFOYAFOTH IT'SITh PiBHIB KiOEp3aXHCTy.

Ilepwia 2pyna nepeobauac 3acmocyeanms 6cix
MOJCIUBUX OP2AHIZAYITHUX 3aX00i6 Kibep3axucmy
II'ICY cexmopy mnayionanvHoi kibepbesnexu ma
BKIIOUAE:

1) nasseuicme, 3HaHHA mMa OOMPUMAHHS BUMO2
HOPMAMUGHUX OOKYMEHMIB, MAKUX SK:

* cucrtema 3abe3nedeHHs KibepOe3nek;

* moniThka Kibepbesmeku y pobori 3 I[ICY
CEKTOpY HaIliOHAJLHOI KibepOe3mneKHy,

* NPHUHIUINH KibepOe3neKku;

* HACTAHOBM W IHCTPYKTHBHI Marepiajau Jyis
aaminictparopiB i kopucrtyBauiB I['ICY cekropy
HaI[lOHAJILHOI KiOepOe3Ieky;

* perjaMeHTH Jifi Ha BHIIQJIOK HAcTaHHs KiOep-
IHIIUJICHTY;

2) 3acmoCY8aHHs OP2AHI3AYIUHUX NPOYeOyp po3-
MedHCYyB8anHs (8i0N0BIOHO 00 3aKOHO0ABCMEA U000
ocobausocmetl nogoocenns 3 130/]), maxux ax:

* pO3MEXYBaHHS JOCTYIy KOpPHCTyBaJiB Ta
aJMiHiCTpaTopiB (3rifHO 13 3aKOHOAABYO Mepeada-
YEHOIO 1€papXi€r0 KaTeropii i piBHIB JOCTYILY);

* pO3MEXYBaHHsS JONYCKYy KOpPUCTYBauiB Ta
aJMiHiCTpaTopiB (3rifHO 13 3aKOHOAABYO Iepeada-
YEHOIO 1€papXi€r0 KaTeropii i piBHIB JOMYCKY);

* po3moain 0O0B'SI3KiB aAMIHICTPATOPIB;
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3) Jdompumanus ecmanoereHux pisHie KoHpi-
OenyitiHocmi:

* jJoBipua KOH(IACHIIHHICTS (MiHIMaNbHA, Oa-
30Ba, IOBHA, a0COJIOTHA);

* anaMiHICTpaTHBHA KOH(IACHIIHHICTL (3TiITHO 3
iepapxi€l0 amapary KepyBaHHS CEKTOPOM Hallio-
HaJbHOT KibepOe3nekn);

* aHaNi3 HASBHOCTI MPUXOBAHWX KaHAIIB (BHIB-
JICHHS, KOHTPOJIb, IEPEKPHUTTSI);

* piBHI KOH(DIIEHIIWHOCTI IMJ Yac TPaHCAKITiH-
HOro 00MiHY (eKCHOpT-IMITOPT) iH(OpMAIi€l0, sIKa Ma€e
KpuTepii (MiHiMaJIbHa, 6a30Ba, MOBHA, A0COIIOTHA);

4) nanedcna peecmpayis ma nogHoYiHHe OOKY-
MEHMYBAHHsL 0)0b-KUX HASTIL008UX NPOYEOyp:

* TIEpEBIPKU cepeloBHUINa (QYHKIIOHYBaHHS Ha
00'eKkTi aBTOMATH3AIlil;

* BHUIIPOOYBaHb (KPalI-TECTIB TOLIO);

* TepeBipok (MJIAHOBHWX, MOTOYHHX, IO3aruia-
HOBUX);

* BHSBJICHHUX TIOPYIICHb y MANepoOBOMY KYPHAII
Ta BUACHOI CUTHAITI3allii HalliOHAIBHOT KiOepOe3neKy;

5) sabesneuenns yinicnocmi cucmemu.

* aJMIHICTPaTUBHOI MiJicHOCTI (MiHIMAalbHA,
0a30Ba, OBHA, a0COJIIOTHA),
* nmoBipuoi miymicHOCTI (MiHIManbHa, 0a30Ba,

MTOBHA, a0COIIOTHA);

* (QyHKIiOHAIBHOI HiTICHOCTI HIISIXOM 3abe3re-
YECHHS! HAJEXKHOI'0 TEXHIYHOTO KOMIUIEKTYBaHHS Ta
MOJKJIMBOCTI TOBEPHEHHSI JI0 TIOYAaTKOBOTO PIBHS
3axXUCTY (TOBHI Y1 0OOMEXKEH]);

* 1rimicHOCTI iH(MoOpMarii y pasi oOmiHy (MiHi-
MaJjibHa, 0a30Ba, IIOBHA);

* I[UTICHOCTI 3 QYHKIISIMU IACTIETYEPA JOCTYITY;

6) sacmocysanna npoyedypu npogirakmuynoco
mecmysanns 3acobie saxucmy ITICY cexmopy
HayionanbHOI Kibepbesnexu:

a) TMepioJuYHe CaMOTECTYBaHHS B pEaJbHUX
yMOBax (yHKIIIOHYBaHHS (32 OTPeOH, TPH CTaAPTi, y
Oyabp-sKuii yac);

0) TecTyBaHHS:

* Ha CTIWKICTh JO BiIMOB (3 YCTaHOBJICHHSIM
O0OMEKEHb);

* npo(iTaKTUYHE YM TOTOYHE 3a 3amuToM (i3
YaCTKOBOIO 3aMiHOK KOMIIOHEHTIB a00 MOBHOIO
MOJIEpHI3aIli€l0);

* Ha IIBUJKE BiJIHOBIJICHHS Micis 3001iB (pyuHe,
aBTOMATHU30BaHe, IOBHE, YaCTKOBE);

* JIOCTYITHICTH 10 HEOOXIJIHOTO JEeP>KaBHOTO pe-
cypcHoro 3a0e3redeHHs 3a NoTpeOu (MIPiIOpUTETHICTh
TaKWX CUCTEM Ha BUKOPHCTAHHS PECYpPCiB);

7) 3acmocyeanns npoyeoyp ynepeoicy8aibHO20
MEXHIUH020 HA2NA0Y (MOHIMOPUHEY MA KOHMPOJIO)
pieHs Kibep3axucmy KepigHoi cucmemu:

* IepeBipKa BY3JiB 1 JaHUX;

* TIepeBipKa TOCTOBIPHOCTI KaHATY HAIXOIKCHHS
MOTOYHMX JaHUX (OAHO- UM JBOHAIPABICHUN);
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* TepeBipKa LITICHOCTI 3ac00iB
3aXHCTY;

* eKCIepPTHUU HarsIa 3a KibepOe3rnekoro Ta 1mo-
TOYHE CynpoBopkeHHs kidep3axucty II'ICY cekTopy
HaIlioHAJIRHOI KiOepOe3meKH;

* HarJsij 3a JOTPUMAHHSIM YMOB €KCILTyaTallii;

* HarJsij 32 BAKOPUCTAHHAM IapoJjeld Oe3neku.

Jpyza zpyna nepeobauac 3acmocysamms 6cCix
MOINCTUBUX NPOSPAMHUX 3AC00i8 3a0e3neueHHs Kibep-
beznexu II'ICY cexmopy HayioHanvHoi Kibepbesnexu
— IIe CIeliaJbHI MporpamMHi 3aco0u, IO BKIIOYA-
IOTHCS IO CKJIaAy POTPaMHOTO 3a0€3MECUeHHST KOMII-
nekcHuX cucteM (KC) BHHATKOBO IJIi BHKOHAHHS
3aXMCHUX (YHKIIH KEepiBHOI CHCTEMH:

@) OCHOBHI NPOZPAMHI 3aCOOU 3aXUCITY:

* mporpamu imeHTH(ikamii Ta ayreHTH(IKALil
kopuctysauiB KC;

* aHTHBIPYCHI MPOTPaMHU;

* MporpamMHu PO3MEXKYBaHHS AOCTYIY KOPHCTY-
BauiB 10 pecypciB KC;

* mporpamu mmdpyBanHs iHGopmauii (Kpunro-
K04, MU(pyBaTbHO-ISMUPPYBaIbHI MPOTPaMHu,
MapoJi, MuQpo-aIropuTMH);

* mporpamu 3axHcTy iHpOpPMaLiHUX pecypciB
(cucTeMHOTO ¥ MIPUKIIATHOTO MPOTPaMHOTO 3abe31e-
YeHHs, 0a3 JaHNX, KOMII'IOTEPHUX 3ac00iB HAaBYaHHS
TOIIIO) BiJl HECAHKI[IOHOBAHO1 3MiHH, BAKOPUCTAHHS 1
KOITiFOBaHHSI.

0) OONOMINCHI NPOSPAMHI 3ACOOU 3aXUCTMY:

* TporpamMul 3HUIICHHS 3AJIMIIKOBOI iH(OpMaIii
(y 6:10Kax omepaTHBHOI MaM'sITi, TAMYACOBHX (paiimax
TOIIIO);

* MporpamMH ayAuTy 3 PEECTpAIli€lo B KypHaT
dakTy noiii;

* MpOrpamMH TECTOBOTO KOHTPOJIO PIBHS 3aXu-
menocti KC Tormro.

Tpemsa zpyna nepedbauac 3acmocy8aHHsi 6CIX
MOMNCIUBUX ANAPAMHO-MEXHIYHUX 3ac00i6é 3abe3ne-
YeHHs1 3axucmy KepieHoi cucmemu — 1€ eNeKTPOHHI i
eNIeKTPOHHO-MEXaHIuHI anapaTHO-TEXHIYHI MPHUCTPOI,
10 BKJIFOYAIOTHCS JIO CKJIAy TeXHIYHUX 3aco0iB KC
Ta BUKOHYIOTh (CAMOCTIHHO a00 B €IMHOMY KOMII-
JeKCl i3 IHIIMMHM TPOrpaMHUMH 3aco0amM) AesKi
¢dyHk1ii 3a0e3nedyenHHs iHhopMaliiHoi Oe3rneKu:

a) ocHosHI anapamHi 3acoou.

* KIIIOYi JOCTYIY, CHCTEMH CHUTHaJIi3aLil, 3acobu
0JIOKYBaHHSI;

* IPUCTPOI IS igeHTU]IKalii KopucTyBaya (Mar-
HITHI Ta IUIACTUKOBI KapTH, BITOUTKHU MAJIBIIIB TOIIIO);

* mpuCcTpoi Ui MM pyBaHHS iHPOPMAIIIT;

* IpUCTPOI AN TEPEelIKO/KAHHS HECaHKIio-
HOBAHOMY BKJIFOUEHHIO POOOYMX CTaHIIiH 1 cepBepiB
(emexTpoHHI 3aMKH 1 OJI0KaTOpN);

0) OonomidcHi anapamui 3acoou:

* IPUCTPOI BUSBICHHS Ta 3HUIICHHS 1H(pOpMaIii
Ha Mar”HiTHUX HOCISX;

KOMILIIEKCY
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* MPHUCTPOI CHrHAMI3alii PO cIpoOH HECAHKILIIO-
HOBaHUX Aiii kopuctysauiB KC;

8) OonomixcHe anapamuo-mexuiune 001aoHa-
HHA, HA 3pA30K, anapamuo-mexHi4yHo20 KOM-
nnexcy KVIIOJI (3Bl]]), axe 3acmocogyemucs
o5 3axucmy.

* KOMITIOTEPHOI CHCTEMH BiJ HECAHKI[IOHO-
BaHUX [HTepHET BTpyUaHb;

* 30BHILIHIX MEPEKEBUX
iHdopmarrii.

Yemeepma zpyna nepeobauac 3acmocy8amHs
VCIX MOJNCIUBUX 000AMKOBUX 3ac00i8 3abe3neuenHs
kibepzaxucmy II'ICY cexmopy mayionanvHoi xibep-
Oesneku ma 6KIOYAE:

a) 3aCMOCYBAHHS THHCEHEPHO-MEXHIYHUX 3AC00i6
306HIUHLO2O NOMOYHO20 BI0COKOHMPOIIO (8i0eo-
Haz2na0y, 8i0e0CNOCMEPENCEHHS) MAKUX SK:

* IMKEHEePHO-TEXHIYHUHA BiJ€03aXHUCT 30BHIII-
HBOTO TEPUMETPY TEPHUTOPil Ha SKIH 3HAXOAUTHCS
00'ext aBromaTtuzauii II'ICY;

* IHKEHEePHO-TEXHIYHUHA  BiZICO3aXHWCT  30BHIII-
HBOTO iH(ppacTpykTypH 00'ekTa aBToMaTu3amii [IICY;

* iH)KEHEpHO-TEXHIYHHU BiJI€03aXHCT BHYTpIll-
HbO-OyIUHKOBOI iH(PpacTpyKTypu 00'€ekTa aBTOMA-
tusamii ITICY;

* iH)KEHEpHO-TEXHIYHMH 3axucT (3cepeinHM)
KOHKPETHOTO TPUMIIIEHHS O0'€KTy aBTOMAaTH3allii,
ne 3Haxonuthes cama II'ICY cexTopy HarioHambHOI
KiOepOe3neky;

0) 3aCcMOCy8aHH L IHIHCEHEPHO-MEXHIYHUX NPUCTPOIB:

* TEXHIYHOTO OOJIaHAHHS,

* TPUCTPOIB 30BHIITHBOTO EKPAHYBAHHS;

* 3aXUCHHMX KOHCTPYKIIiH (Criopyn).

II'ama zpyna nepedbauac 3acmocy8amHs 6Cix
MONCIUBUX OOOAMKOBUX 3AC00I8, MAKUX K Qi3uuHa
0X0poHa nidpo3dinamu Oe3nexku cepedosuyd QyHK-
yionyeanus II'ICY cexmopy mnayionanvnoi xibep-
be3nexu:

* (¢iznvHa 0XOpoHa (IO MEPUMETPY) 30BHIIIHBOT
npUOYAMHKOBOI TEPUTOPii HABKOJIO 00'€KTa aBTOMa-
tuzawii ITICY;

* (i3u4HA OXOpPOHA BXO/IIB-BUXOJIIB T4 BHYTPIIl-
HBOOYJIMHKOBOI 1HQpaCTPYKTypH, OOJIaIHAHHS, CHC-
TeM 00'exkta aBTomatu3amii IIICY.

KaHaJIiB mepeaadi

7. OTPUMAHUMU HAYKOBHUM
PE3YJIBTAT I MOI'O
MPUKJIAJTHA IHHICTDH

PesynpTaTom HOCTiAKEHHS CTAIO MPEACTABICHHS
KIIIOYOBUX ACMEKTIB 1 crenu(iyHuX OCOOIMBOCTEH
KOMIUIEKCHOI CUCTEMHU:

* sKa CHELiaIbHO CTBOpPEHA IS 3a0e3NeueHHS
kibep3axucty II'ICY cekropy HamioHansHOI Kibep-
Oe3IeKy;
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* sgKka BHUCTynae (yHIAMEHTAIBHUM SIpOM 1
MPEMETOM I[LOTO JTIOCIIIXKCHHS;

* CTPYKTYPHI CKJaJOBI Ta NMPUKJIAJHA I[IHHICTH
SKOi TJIMOOKO TIOSICHIOIOTBCSL Y MeXax IbOTO
JOCTIKEHHS.

8. BUCHOBKH

I3 ychoro Bwile 3a3Ha4EHOTO BUTUIMBAE JIOTIYHUN
BHCHOBOK CTOCOBHO TOTO, IO, HalOiJbIIOI yBaru
3-TIOMIK 1HIIIAX 3aCITyTOBYE:

* HE JHWIIe PO3POOJCHHS CydyacHOI aBTOMATH-
3oBaHoi I[I'ICY cexTopy HalioHAIEHOT KiOepOe3neKy;

* aye i1 cuctema ii Kibep3axucry, sfika 3a0esre-
ynTh Oe3mnepediiiny poOoTy 3a3HadyeHOi KepiBHOI
CHUCTEMH B yMOBAaX Cy4aCHUX MOTEHI[IHHIX PH3HKIB 1
30BHIIIHIX KiOep3arpos.

9. MIEPCIIEKTUBH
HOJAJIbIINX JOCIIKEHb

[omanpmri qociimKeHHs TOMUTEHO IPUCBATATH TTH-
TaHHSM PO3POOJICHHS, YITPOBA/DKEHHS, 8 TAKOX TIPOIIC-
Iypl JHIIEH3yBaHHS OITUCAHOI BWIIE CHCTEMH Kidep-
saxucty IIICY cekTopy HaiioHAILHOI KiOepOe3neKy.
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This The article is devoted to the disclosure and elucidation of the envisaged composition, structure of measures and
tools that will be part of a comprehensive system of protection of industry-integrated MIS in the national cybersecurity
sector. The article also describes the specifics and strategic value of the involved resources, which will be operated by
the established system of cybersecurity. It is noted that the industry-integrated cyber defense MIS envisages the use of a
set of interconnected means and measures, the implementation of which is necessary and sufficient for the full protection
of industry-integrated MIS to counter external unauthorized access, etc. Emphasis is placed on the compliance of the
envisaged cybersecurity system with international criteria and standards of protection of such control systems for NATO
countries, in particular, the US Department of Defense cybersecurity standard (TCSEC also known as "Orange Book™);
with international criteria and standards for the protection of similar control systems for other leading countries, in
particular, the international technical standard ISO/IEC 15408 "General criteria for assessing IT security”, which has
been ratified by most leading countries; with guidelines and recommendations of the International Organization NCSS
(National Cyber Security Strategies) for NATO Partner countries, as set out in the National Cyber Security Strategy and
developed by international national cybersecurity experts, scholars and European international cybersecurity advisers
in the context of NATO's "Science for Peace and Security (SPS) Programme"; with national technical standards of
Ukraine. The article also presents in detail the full range of mandatory resources and tools for the cybersecurity of
designed industry-integrated MIS in the national cybersecurity sector, which include five levels of cybersecurity
(organization, software, hardware, engineering, additional physical level).
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METOA4 NIABULLEHHA E®EKTUBHOCTI
KEPYBAHHSA EHEPTETUMHUAM NOTEHLUIAJIOM
3AXULLEHWUX PAAIONIHIN TEPATEPLLOBOIO

AIAMNA30HY 3 BUKOPUCTAHHSAM
LWWTYYHOIO IHTEJIEKTY

3pocmanns eenuxux 0ocs2ie in@opmMayiiHux NOMOKIE CHOHYKAE 00 po3pOONeHH: NepedasaibHO-NPUUMATbHUX CUCTEM
y Oianasoni 6Kpail BUCOKUX uacmom, Ons 3abesneuenns egpexmuerozo kepysauns paoioniniamu IR-UWB-cuenanie
mepazepyo6ozo Odianasony Ha 6a3i aneopummie MAWUHHO20 HAGUAHHA MA HEUPOHHUX Mepedic 3 YPaxyEaHHAM
enepzosbepesicenns. s yboeo y cmammi 3anponoHOBAHO ANOPUMM CMECEHHs 3a 0azamonpomeHesuM CUSHANIOM
cucmemu RPULOMY CUSHATIG 8i0 NPOCMOPOBO POSHECEHUX MATONOMYIHCHUX NEPe0asayie, 0COOIUBICMIO AKUX € YMOYHEHHS Y
npoyeci CMediCeH s Yacoux NO3uyili KoMnoxeHmie ma ixuvoi kinokocmi. Ocobausicmio po3pobienozo ancopummy €
3ACmMOCy8ants 8elisnem-oopoodaeHts O0isl OMpUMAanis 8XiOHO20 00pa3y Heupomepedici. 3anponoHosano cmpyKmypHo-
@yuryionanvry modenv nobyoosu nputimanvhoi cucmemu IR-UWB-cuenanie y oOianaszoni expaii eucoxux uacmom 3
eneMeHmamy  iHMeneKmyaibHo20 KepyeanHs, aKa Oa3yemvcs HA GIOOKpeMAeHHI NIOWUH Kepy8anHs ma Qisuunoi
inppacmpykmypu 01 a6mMoMamuyHo20 U ONEpamueHO20 KepPYy6aHHs NPOYecoM CRIIbHO20 SUKOPUCMAHHA pecypcis
@izuunol ingppacmpykmypu i memooie wimyunoeo inmenekmy. Ha iominy 6i0 ichyrouux mooenel NPUtiMAaIbHUX cUcmem
IR-UWB-cuenanie mepazepyosux oOianazonis, 6ona 3abe3neuye NPOMOKOAbHO U IHGpacmpykmypHo 30ip OaHux Ons
inmenexmyanvHux aneopummis. Ilpeocmaenena gizuuna ingpacmpyxmypa mac mMooyib HaAGYauHs U onmumizayii, sKuil
nepeobauac UKOPUCMAHHsL HASIBHOT IMimayiiHol modeni padioninii mepazcepyosozo dianaszony 6io 0,11 0o 0,17 mepazepy
O/ MeCmy6aHHsl IHMENeKMYAIbHUX AI2OPUMMIG KepY8aHHs eHepeemudnum nomenyiarom padioninivi IR-UWB-cuenanis.
Po3pobaenuii aneopumm 360py oOanux nepedbayae 8i0criokogyeamu cman ONIO0KI8 NPUUMATLHO2O KOMNIIEKCY Ois
PayioHaNbHO20 300py OAHUX i3 GUKOPUCMAHHAM 3MIHU 3HAYEHb K MEMpUK esKiioosux Giocmaweti, mak [ Mempux
DYHKYIOHATLHUX MEXHIYHUX NAPAMEMPIE, BIOHOCHO KLIbKOCHI KIACMEPIB.

Kntouoei cnosa: 3axucm ingpopmayii; cucmema be3nexu,; meopis icop; ONMUMANbHA CIMpamezis,; cucmema nopyuWHUKA,
NPULHAMMSL DIULeHHS.

1. BCTYII pexeto iHTepHeT. JIoCUTh 4acTo BUKOPHCTAHHS JIPOTO-
BOrO 3'€IHAHHS Ui OpraHizauii MmoAiOHOro KaHaiy
3B'SI3KY HEJOLUIbHE 3 0araTbOX eKOHOMIYHUX MPUYHH.
Y mux ymoBax 6€3apoToBE 3'€ JHAHHS, IO TPAIIIOE
B TeparepuoBoMy (TT'1) gianazoni yactor € mpuBad-

Po3Burok Mepex m'storo mokoninas (5G) 1 moganb-
11e 30UIBIIEHHS [IUTFHOCTI MAJIMX CTUIBHHUKIB 1 TOYOK
JOCTYIy Bele OO HEOOXiIHOCTI MPHIIEHHS CYTTEBOL
yBard KaHaTy pajio3B'ss3Ky MK TOYKOIO JOCTYITY 1 Me-

© HakoHeuHuii B., Caiiko B., Hapurnuk T., 2023
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JIMBHM PECYpPCOM JJIsl TOOYIOBH BUCOKOIIBHIKICHHX
6e3npoToBUX Mepex 3B'3Ky. [Iprmuomy HamioHab-
HUMH peryniaropaMu 0aratb0X KpaiH BHM3HAYEHO
TeparepioBi Jiama30HH YacTOT 1 BCTAaHOBJICHO
0OMeXEeHHS Ha CHEKTPaJbHY MOTYXHICTh BHIIPOMI-
HioBaHHs HanammpokocMmyroBux (HILC) curnanis
JUIs1 IXHBOT'O HETIIIEH30BaHOTO BUKOPUCTAHHSI.

Y cmry oOMexxeHb Ha CIEKTpalbHYy MIUIBHICTh
nanpHicTe  BumpoMiHtoBanHs — HILC-mpuctpois
313Ky cTaHoBUTh 10-50 M, TOMy OCHOBHi 00’acTi
3actocyBanHs HILIC 3B's13Ky — 11€ 6€3apOTOBI Mepesxi
Ta OE3IpOTOBI CEHCOpPHI Mepeki 3B'A3KY MAayoro
paaiyca nii (JTokanbHI i IEpCOHATBHI MEPEXKi).

Hnst po3mpeHHs: cdepu 3aCTOCYBaHHS TEXHO-
morii HIIC TepareprioBoro miama3oHy, HEOOXigHO
301IBIINTH AAJIBHICTH Jii MPUAMabHO-TIEPEIaBaIb-
HUX TIPUCTPOIB Y PEXKHUMi ""TOUKa—TOUKa".

2. IOCTAHOBKA ITPOBJIEMHA

HeyxunbHe 3pocTaHHA pi3HOMaHITHOCTI ¥ 00cCs-
riB iHPOPMAMIHHAX MMOTOKIB y TEIEKOMYHIKAIiTHIX
paziomepeskax CIIOHYKAIOTh A0 PO3B'3aHHS HAYKOBO-
MPaKTHUYHOTO 3aBIaHHSA — PO3POOIICHHS iH(pacTpyK-
TypH TNepeJaBalbHO-TIPUIMAIEHUX CUCTEM Y Aiara-
30HI BKpali BHCOKHX 4YacTOT JUIsl 3a0e3ledeHHs
edexTuBHOrO KepyBaHHs pamiomiHismu I[R-UWB-
curHanie  Tlu-miamasoHy Ha 0a3i  ajlropuTMiB
MAIIMHHOTO HABYaHHS 1 HEWPOHHUX MeEpex 3
ypaxyBaHHSIM MapaMeTpa eHepro3oepekeHHs.

Jnst po3B'si3yBaHHsS IOCTaBJICHOI 3ajayi mpen-
CTaBIIS€ IHTEpeC KOMOIHOBaHE 3aCTOCYBAHHS:

*  METOJIiB MPHHOMY 0araTornpoMeHEeBOr0 CUTHAIY;
MIPUHIUIIB TOOYIOBH aJrOpUTMiB  (popMy-
BaHHs i1 00pOOJICHHS CUTHAIIIB Y 0AaraToMmoO3UIlIHHNX
CUCTEMax 3B'SI3KY;

* METOJIB IUTYYHOTO iHTEJEKTY Ta MALIMHHOIO
HaBYaHHS.

Po3po0OiieHHsT iHHOBAIIHHUX METOIIB IIiJBUIIE-
HHS e()eKTUBHOCTI KEpyBaHHS BUKOPUCTAHHSM €Hep-
TeTUYHOTO TOTEHIANy pPajiofiHiid TepareproBoro
Jiana3oHy JUIS TiJABHUINEHHS 3aBaJIOCTIMKOCTI U
JAIBHOCTI J1ii HU3bKOOPOITAIBHOT CUCTEMH 3B'S3KY €
HOBHMM HayKOBHMM HampsMoM [1, 2].

CydacHi mIxoau 10 pO3B'A3aHHSA IMOAIOHUX
HAYKOBO-TEXHIYHHX 3aJ1a4 HE JIO3BOJISIOTh OTPHUMATH
OYiKyBaHi pe3ynbTaTH. 3 ypaxyBaHHAM BHCBITICHO]
MPOOJIEMH METOIO I[i€] CTATTI € PO3POOJICHHS METOAY
MiABUIIEHHS €(PEKTUBHOCTI KEPyBaHHS Ta BHUKOPHC-
TaHHS EHEPreTUYHOro TMOTEHIially paliofiHii Ha
OCHOBI IIPOCTOPOBO PO3HECEHUX NPHUCTPOiB [3], B
SKHX 3aCTOCOBYIOTH TEparepLoBHH Aialla30H 4acTOT
i3 MeToro 3a0e3neueHHs IiJBUIICHHS 3aBajoc-
TIHKOCTI Ta JANbHOCTI il KaHATIB 3B'A3KYy CHCTEM
3B'SI3Ky Ha OCHOBI BUCOTHHUX aeporuiaT(opm.

Bimomuit crocid npuitomy OararonpoMeHEeBOIo
curHany [4], skuil TOJSITa€ B TOMY, IO Yy XOAi

44

MpUHOMY MEPiOANYHO BU3HAYAIOTH YHCIIOBI i 4acoBi
3aTPUMKH KOMITOHCHTIB 0araTolmpoMEeHEeBOTO CUTHA-
Ty, IJIsl 90TO0 BU3HAYAIOTh YacOBY O0JIaCcTh Oararo-
MIPOMEHEBOCTI, TPOBOATH MOLIYK CUTHAITY B 00J1aCTi
0araTompoOMEeHEeBOCTI 1 BU3HAYAIOTH OIIHKY MOIIYKY
Yrcya i 4aCOBUX 3aTPUMOK KOMIIOHEHTIB 0araTompo-
MeHeBoro cursany. Ilicis nporo ¢GopMyOTh OHOB-
JIEHI YHCTIa 1 9acoBi 3aTPUMKH KOMITOHEHTIB OaraTo-
MIPOMEHEBOTO CUTHAJY, 3HAXOAATh YaCOBi 3aTPUMKH
KOMIIOHEHTIB 0araTolpoOMEHEBOI0 CHUTHAILY IOTOY-
HOTO TIepioay, TOCTIHHO YTOYHIOIOYM OHOBJICHI
4acoBi 3aTPUMKH KOMIIOHEHTIB 0araTonpoMeHEeBOro
cUrHaimy. Y pe3yibTaTi LbOro, 3 BHUKOPUCTAHHIM
yKa3aHUX YaCOBHX 3aTPUMOK, POPMYIOTH BiIMOBIHI
pitneHHs mpo iHpopMaIliifHi CHMBOIH.

[Ipore HEMOMIKOM TaKOTO CIIOCOOY € Te, IO BUOIp
nopora h, sikuii BUKOPHCTOBYETHCS JJIsl BUSIBICHHS
KJIaCTEpiB TPOMEHIB, TPYHTYETbCS Ha MEPBUHHIN
OLIIHII IMITyJILCHOT XapakTepUCTUKHU KaHaly. OIiHKH
OTPUMYIOTh 3 aHaji3y MPUHHATOTO TECTOBOTO CHI-
HaJy i TOMY, IPAKTUYHO Y BCiX CIIOc00aXx 3'sBISIEThCS
cepiio3Ha iHXeHepHa mpobieMa BHOOpPY TOpora
MPUAHATTS pilleHHs, sika a00 He BKa3yeThCs, a0 Tif
MPUIISETHCS HEJOCTATHLO YBarH.

VY [4] sk mopir h obupaerbcst mopir, mpormop-
UiHHUH MOTYXHOCTI mymy. TakuM 4MHOM, IIi CIIO-
cobu € ManoeeKTUBHHMH, TOMY IO 3HUXKYIOTh
iHQopMaIiitHy IBUAKICTS, 1 10 TOTO X YaCTKOBO HE
JOBEJEHI /10 KOHCTPYKTHBHHMX I1H)KEHEPHHUX airo-
putMmiB. Tomy moOTpiOHO 3HAWTH edeKTHBHIlIS
PO3B'I3aHHS IILOTO 3aBJAHHS.

Kpim Toro, peamizariss BkazaHoro crocoOy He
BpaxoBye ()akT CHOTBOPEHHS YacoBOi (opmu
iMmynsciB npuiiMansHoi cuctemu IR-UWB-curnanis
Tl'u-piamazoniB [5, 6]. Xoda pe3ynmbTaTH JOCIi-
okeHHsa 3 nepenadi UWB-curnany mikoceKyHIHOT
TPHUBAJIOCTI Yepe3 i1eani3oBaHy MOJIENb padioKaHATY
tepareprioBoro kanamy 0,11-0,14 TI'm moka3yroTs,
10 OCHOBHUM BHJIOM CIIOTBOPEHHS 4acoBOi (HhopMH
IMITyJTBCY € HOr0 PO3MIMPEHHS BiJl TOYaTKOBOI TPH-
BasiocTi 140 nic o 250 mic, sika 00yMOBIIeHa B TIEPIITY
4epry oOMeXeHHSIM CMYTH NIPOITyCKaHHs Y QLIbTpax
HWKHBOI YaCTOTH Ta CMYI MPOMYCKHHX (iIbTpIB
MepeIaBaIbHOIO Ta MPUUMAIBHOIO TPaKTIB [7].

3ayBaknuMo, IO PO3UIMPEHHS IMITYJILCIB MPH3BO-
JUTh JI0 3MEHIICHS TXHBbOI aMIUTITYIH, a 1€ 3HIKYE
e(EKTUBHICTh CENEKI[il IMIYJIbCIB HAa T HIyMiB i
3aBajl. Lle 00yMOBIIEHO THM, 10 Y pa3i HenepioquIHOT
MOCITIZIOBHOCTI IMITyJIbCIB Cepe/THs ImapyBaticts Q
SIK BiTHOIIICHHS TPUBAJIOCTI CUTHATY T¢ 10 CyMapHOTO
4acy TPUBAJIOCTI IMITYJIBCIB y CUTHaMi, Oy/e Taka:

Q== 1)
™m Vin
ne V — mBUAKICTE Tepenadi; N — KUTBKICTh IMITYJIBCIB
Y CUTHAJIi; T — TPUBAIICTH IMITYJIBCY.

)
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I BimnmoBigHO cepenHs MMapyBaTicTh CUTHAITY TO-
BUHHA OyTH sikoMora Oinbiue 1. B iHmomy Bumanxy
KO)XKEH 13 curHaniB Oyne MNpeAcTaBiIsiThH co0or0
IIUTEHUIM MOTIK IMITYJIBCIB, 110 YHEMOXIIUBUTH KOJIOBS
PO3IiIEHHS] CUTHAJIIB Y MEpEeKi, e OTHOYaCHO Mpa-
I0€ Oe31MiY TepMiHaliB.

CepenHs MapyBaTiCTh CUTHAIIB, MO CYyTi, BU3HA-
Jae MOXIIHMBICTE 3a0e3MedYeHH IXHBbOI OPTOTOHAIb-
HOCTi, TOOTO MOKJIMBICTb IMOJIITy CUTHAIIB,

3ayBakMMO TaKOX, 10 3HAYCHHS CEPEIHBO]T LIMa-
pyBatocti Q BH3HAYa€e CEPEIHIO MOTYKHICTh CHTHA-
ay P, mo mepemaerbcs, SKIIO BioMa IiKOBa
MOTY>KHICTh IMITyJIbCIiB Pj 3a Takoro Gopmyoro:

P:Pi/@. @)

ToMy €IMHUM NUISIXOM IiABHUIIEHHS MOTY>KHOCTI
CUTHAIY TpY OOMEXKEHHSAX Ha TPUBAIICTD 1 KITBKICTh
IMIYyIBCIB € MIABUIICHHS AaMIUTITyau  (TKOBOT
MOTYXKHOCTI) IepeIaHNX IMITYJIBCIB.

ABTOpH B po0OTI [4] He 3ampONOHYBAIH Me-
XaHI3M MOHITOPUHTY ¥ KepyBaHHS TPHUBAIICTIO
UWB-curnany Ta BiAMOBITHO MOJIEIb €()EKTUBHOTO
KepyBaHHS BUKOPUCTaHHSIM CHEPreTUYHOTO MOTCH-
iamy pamioiHiH.

3. BUKJIAJ
OCHOBHOI'O MATEPIAJY

3.1. 3aranbHa apxiTeKTypa iHHOBaliiiHOr 0 pileHHs

ABTOpamMu nponoHyeThbes (puc. 1) BUKOpUCTaHHS
IHTEJNEeKTYaIbHUX alTOPUTMIB Ha 0a3i TpPEeHOBaHHX
MoOJIeJIeH ITYYHOTO 1HTEJEKTY, SIKi BHKOPUCTOBYBA-
TUMYThCSI Ha (I3UYHOMY PiBHI 3alpOIIOHOBAHOT
apxitextypu npuiimanbHoi cucremu IR-UWB-curna-
niB Tl'-miana3oHiB i3 BUKOPUCTAHHSM alTOPUTMIB
Ha 0a3l MITyYyHOTO IHTENEKTY, a TaKOXX Ha piBHI
IUIOIMHY KEPYBaHHS KOMILIEKCOM.

PoboTy nux anropurMmiB 30CepeIKEHO Ha Kepy-
BaHHI BHUKOPHCTAaHHSIM CHEPTEeTUKW PATioONiHINA 3
IR-UWB-curnamiB i, sk pe3yiabTar, ONTHMIi3allii
BUKOPHCTaHHS PECYpPCIB IXHBOTO E€HEPreTHUYHOIo
TTOTEHITIAITY.

Hanpukinan, BUKOpUCTaHHS aNToOpuUTMiB Ha 0a3i
HEHPOHHUX Mepex AJIs pealtizalii BeHBIeT-epeTBo-
PEHHS J03BOJISIE YHUKHYTH BEJIMKOI KIJIBKOCTI 004HC-
JIeHb 1 HabaraTo MPUCKOPUTH IOMYK KoedilieHTiB
BEHBIIET-PO3KIIAAaHHS 1715 €PEKTUBHIIIOT0 BUKOPHC-
TaHHS CHEKTPAIbHUX PECYpCiB KaHAIY 3B'S3KY.

IHTEeNeKTyanbHI ~ aIrOpUTMH  KEpyBaHHS  Ha
SDN-koHTpOIIepi MOXKYTh 3/[IHCHIOBATH ONITUMI3aIlil0
Ha piBHI wminoro kommiekcy. [Ipore ans Takux
ITOPUTMIB, SIKi MPAIOIOTH HA PIBHSIX (Qi3MYHOMY U
KepyBaHHs, IOBUHHI MaTH BIAMOBITHY 1HGPACTPyK-
Typy IUia 300py IaHHMX, TPCHYBaHHS, TECTYBaHHS i
OHOBJICHHA BiJIMIOBIIHNX TPEHOBAaHUX MOJCIECH.
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Heig\onna MepezKa
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Puc. 1. CTpykTypHa cxema
3aMPONOHOBAHOI apPXIiTEKTYPH NMPHIIMAJIbHOI CHCTEeMU
Tl u-giana3ony 3 BUKOPHUCTAHHAM AJITOPUTMIB
Ha 0a3i IITY4YHOro iHTe/IeKTy:
. brnok BO — BeiiBner-00po0eHHS;
. brox A® — 6ok aganTuBHOI dinbTpamii;
X3HM — xmapa 30epiraHHst HSHPOHHUX MEPEK;
X3CII FE — xmapa 30epiraHHs cTaTUCTUYHUX napameTpis FE;
. BOKBC — 060K OHOBIICHHS KOMIIOHEHT OaraTompome-
HEBOT'O CHTHAITY;
6. ML anropurmu H ta T — ML HaB4YaHHS Ta TpEeHYBaHHS;
7. ML anroputmMu M ta O — ML MOHITOpHHTY i onTHMIi3aIil

gAwWN R

Ha puc. 2 nokazano iHQppacTpyKTypy HEHpPOHHOT
MepeKi po3pobIIeHoro iHHOBamiitHOro pimenHs. i
CKJIIQIOBUMH € Taki Momyii: 1 — poGOTH anroputmiB
ML na SDN-KkoHTpoiepi; 2 — TpeHyBaHHS HEHPOHHOT
Mepexi; 3 — HaB4aHHS W omTuMmizamii HeHpOHHOI
Mepexi; 4 — KaHanu 3B'SI3KY Ul OHOBJICHHS HEWpO-
HHOI MEpeXi Ta BIJIOBIIHOIO MPOTPaMHOro 3abes3-
MeYeHHsI; 5 — MOJYJIb pOOOTH AITOPUTMIB i3 BHKO-
PUCTaHHAM HEWPOHHOI Mepeki Ha OJOoKax iHHOBa-
LIHHOTO pilIeHHS.

[MigTprMka Takoi iHPpacTpyKTypH TIOBUHHA Bap-
TyBaTH MEHILIE, HXX [IEpeBary, AKi BOHa Ma€ HaJaTH.
VY Oarateox poOoTax NpPEeACTaBIEHO BUKOPUCTAHHS
MOOIMHOKHX aJTOPUTMIB Ha 0a3l HEHPOHHUX MEPEK,
SIK1 3IIHCHIOIOTH ONTHUMI3al[i}0 KOHKPETHOI'O ITPOIIECY
YU YaCTUHU MPUCTPOIO [8].

[apacTpykTypa HEHPOHHOI Mepeski
3aIIDOIIOHOBAHOTO DIilTEHHA

\

3

Puc. 2. InppacTpykTypa HeilipoHHOT Mepe:xi
Po3po061eHOro iHHOBaLiiiHOTO pillIeHHs

IIpoTe B HUX HE TIOKA3aHO, IKUM YHHOM BiZI0yBa-
€Tbes 30ip JaHUX, TPEHYBAaHHS HEHPOHHUX MEPEX, a
TAKO)X OHOBJICHHS  BIAMOBIZHOIO  MPOrPaMHOIO
3abe3nedyeHHs. ToOTO He IpecTaBIeHO, IKUM YAHOM
MOBHHHA MPAIIOBaTH MMOBHA 1H(pacTpyKTypa i3 3BO-
POTHHUM 3B'SI3KOM ISl QITOPUTMIB, SIKi 3I1HCHIOIOTH
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ONTUMi3alilo poOOTH NPUHMAILHOTO KOMIUIEKCY
IR-UWB-curnanis TIn-giana3oHy 3 BHKOpPHUCTa-
HHSIM HEHPOHHUX MEPEXK.

3.2. Mopesb nonepegHLOro 00podJIeHHs1 CUTHATY i3
3aCTOCYBaHHSIM BeiiBJ1eT-00p00/1eHHA

Icnyroui Metonu [8], AKi BUKOPUCTOBYIOTH (ilib-
TpaIlif0 CUTHAIB 32 JIOTIOMOT'O0 BEHBIICT-TIEPETBOPE-
HHA B HEHPOMEpPS)KHHX CHCTeMax Kiacudikariii
o0pa3iB, He MOXYTh OyTH Oe3mocepeaHpO 3aCTOCO-
BaHI J0 MOJIeNIed Ta aIrOPUTMIB €(PEKTUBHOTO
KEepyBaHHS BHUKOPUCTAHHSM CHEPreTHMYHOTO IMOTEH-
miany pamionidid. ToMy BaKIMBHM HAIMpsIMOM TIO-
MajdbIIAX HOCIIDKEHb € ajanTallis BIIOMHUX HHHI
METOIB IITYYHOTO 1HTENEKTY 10 0COOJIMBOCTEH MO-
HITOPUHTY W omTuMi3aii QyHKIiOHyBaHHS Oarato-
MO3UIIIMHAX CHCTEM HA OCHOBI MAaJIOTIOTYXHHX
npuiiManbHO-TIEpeJaBabHUX IPUCTPOIB Il HOOY-
JIOBH MIDKCYITyTHUKOBUX KaHaJIiB 3B'SI3Ky Teparep-
LOBOT'O Jiana3oHy HU3bKOOPOITATLHUX CYIMYTHHKOBHX
CHCTEM 3 apXITEKTypOIO PO3IOILIIEHOTO CYITyTHHKA.

VY cknani 610Ky momyk (auB. puc. 1) € mpHucTpi,
SIKMI BU3HA4Ya€ 3HAYCHHS BUPIIIATBHOT (QYHKIIT JUIst
3aJaHAX JUCKPETHUX YaCOBUX 3aTPUMOK oOyacTi Oa-
raToMpPOMEHEBOCTI, TOPIBHIOE 3HAYECHHS C(HOPMOBAHOI
BHUpIIIaNbHOI QYHKIIT i3 3amarHuM oporom h i popmye
OLIIHKH TIOITYKY YacOBHX 3aTPHMOK KOMITIOHEHTIB Oa-
raTOIMPOMEHEBOT0 CUTHAITY 3 TIEPEBHUIIICHHS ropora h.

Sk BigomoO, y XOAi NPUHOMY HMIMPOKOCMYTOBHX
0araTonpoMEeHEBUX CHTHAJIB BUKOHYETHCS TaKOX
npoleypa MOUIyKY, SKa, sIK MPaBUIIo, SBISIE COOOT0
CKaHyBaHHS 00JIaCTI HEBU3HAYCHOCTI 3 BUSBJICHHIM
CUTHAJY B KOXHIH 11 TOYIII.

Henomnikom BimoMux miaxoiB 00OpoOJieHHs Oara-
TOTMPOMEHEBHUX CHTHATIB Ha OCHOBI 3aCTOCYBaHHS
NpoLefypH HOUIYKY € Te, IO MiJ Yac MpOBEACHHS
1i€1 IPOIEYpH TOITYKY CUTHAIIIB TPOMEHIB HE Bpa-
XOBYE€ThCS BIUIMB KOMIIOHEHTIB 0araTornpoMeHeBOT0
CUTHAITy OJIMH Ha OJIHOTO. YHACIIJJOK IIOTO 3pOCTae
WMOBIPHICTh TIOMHIJIKOBOTO BHSBIICHHS CHTHAJIIB
rpoMeHiB. KpiMm Toro, He 3M1HCHIOETHCS ONITHUMI3AIis
YHCJIOBUX CHTHAJIB MPOMEHIB, SIKi BHKOPHCTOBYIOTh
JUIl OTPUMaHHA MIKMX pillleHb Npo iH(popMaLiiHi
CHMBOJIH, 110 TIPU3BOJUTH A0 3aBHILEHUX BUMOT 1O
anapaTypHOi peaizaliii 6e3 30UIbIICHHS SIKOCTI BHIi-
nenoi iHdopmartii.

I3 mporo mors Ly, AOUITBHUM € BBEJCHHS IpoLie-
IypH BiICTeXEHHsI i i1eHTH]iKaLis 3MiHN BIaCTUBOC-
Tel HecTalliloHApHUX MPOIIECIB B aJrOPUTMI MOLTYKY
CUTHAJIIB, a TAKOXK aJIallTallisl 10 3MiHH PiBHS IIyMYy.

Brnok-cxema poboTH cucTeMu MomnepeIHLOro 00poo-
JICHHS CHTHANY i3 3aCTOCYBaHHSM BeHBIET-00po0ie-
HHS JUIsI OTPUMAaHHS BXiJIHOrO 00pa3y HelpoMmepexi
3aIpPOITOHOBAHOIO ITiIX0Ty 300pakeHa Ha puc. 3.

Oco0HBICTIO 3aIPOTIOHOBAHOTO MAXOY € TE, 0
3 METOIO ajanTauii TUPpoBOro 0OpoOIECHHS CHTHATY

70 3MIHHOTO B Haci LIyMy, MpW pPO3B'A3aHHI 3aaadi
PO3Mi3HAaBaHHS HAsBHOCTI ab0 BIACYTHOCTI CHUTHAITY
Ha 3aJaHOMY IHTEpBali, 3alpPOMOHOBAHO CHOCIO Ha
OCHOBI BEHBIIET-TIEPETBOPEHHS 1 HEHPOHHOT MEpEKi.

v I
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Puc. 3. Biiok-cxema po0oTH 3an1ponoOHOBaHOI
CHCTEMH NONepPeiHbOro 00po0JIeHHs
0araTonpoMeHeBOro CUTHAJY:

BaraTonpomeneswuii curHa;

BJI0K BeHBIICT-ICPETBOPCHHS;

Hetiponna mepexa;

Pe3ynbTar nonepeH»0ro 00po0ICHHS CUTHAITY;

Hajuumkosa indopmaris

nkhowbhE

BetiBier-niepeTBOPEeHHsT JO3BOJISIE OUIBII TOYHO
JIOKaJTi3yBaTH YacTOTHI BIACTHBOCTI CUTHAY B Yaci Ta
HE TPHU3BOAWUTH IO 30UIBIICHHS OOCATY HaHUX Y
TMPOIIECi MEPEXOAY BiJl YACOBOTO MOJAHHS CUTHATY JI0
roro momaHHsA y BelBier-obOmacti. Ilpudomy Haii-
Kpallle 4acToTHe pO3JisieHHs 3adesneuye QuUIbTp i3
HaANOLIBIIIO KPYTH3HOK aMILTITYX YaCTOTHUX XBUITb
(AUX). Taka puca BnacTuBa Betineram Jlobemm.

3i 30inbIIeHHSIM opsAKy dinbTpa Jobemu Horo
AUYX mparsae 1o igeanbHOi. Ane HEOOXiTHO Bpaxo-
ByBaTH Te, IO 3acTOCYBaHHsA (igbTpa 3 JIOBroOIO
IMIYJIbCHOIO  XapaKTepUCTUKOIO TPU3BOJIUTH [0
BEJIbMH TIOMITHOTO CIIOTBOPEHHS. 3 ypaxyBaHHSAM
IOTO HAMIOIIIBHIIIAM € BHKOPHCTaHHS (iTbTpa
HoGemi 4, xodnera 2 i cimmiera. biopToroHanbHi
BeiiBiern JloOemn q03BONISIOTh TAaKOX 3MEHIIUTH
o0csT O0YHCIIeHB IIiJ] Yac PO3KJIAJaHHS 32 PaxyHOK
BUKOPHUCTAHHS KOPOTKUX PinbTpis [9, 10].

3anponoHOBaHUI aNTOPUTM TOITY IHTEpBAIIB
HAasBHOCTiI a00 BiZICYTHOCTI CHTHally MOOyIOBaHO 3
ypaxyBaHHSIM OCOOJIMBOCTEH PO3MOBCIOJKEHHs Oa-
raTonpOMEHEBOTO CUTHAITY, SIKi OITUCYIOThCS TIepCetl-
TyalbHOI MOJEJUT0. Mojenb pO3JUISe CIEKTp
0araTonpoMeHeBOro CUrHaly Ha YacTOTHI CMYTH, Ha
TaK 3BaH1 KPUTHYHI IHTEPBAIH.

Y po3polbiieHOMY anropuTMi BUKOPHCTAHO BEHBIIET
— TIEPeTBOpPEHHA 0araTOompoOMEHEBOr0 CHUTHATY IO
OioproronansHOMy Oazucy JlobOermm, a s NpUHHATTS
pIIICHHS TPO THUIH IHTEpBaTy (CETMEHTA) CHTHATY —
HEWpOHHY Mepexy Ha 0araromapoBOMy IIEPCENTPOHI.

[opiBHSHO 3 TpagUUIHHUMU CHEKTPAIILHUMH Me-
TOAAMH BEUBIIECT-TIEPETBOPEHHS Ja€ OiIbII TOYHY
JIOKAJTi3aIlii0 CUTHATY 32 9aCOM 1 32 9acToToI0 (Y Cy0-
CMyrax pO3KIaJaHHs), Ma€ IIBUAKHHA alTrOpuTM
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peanizarii. bioproronansauit 6azuc 30epirae Ga3osi
CHIBBIJTHOIIICHHSI YaCTOTHUX KOMIIOHCHTIB CHUTHAITY
Micis HOro BiHOBIICHHS 3BOPOTHHM BEUBIIET-TICpE-
TBOpeHHsM. [lojanpiiie TOMNIMIICHHS 3aMpONOHO-
BaHOTO CIIOCO0Y OOCATHYTO 3MEHIIEHHSIM pO3Mip-
HOCTI BXIJIHOTO BEKTOpa IMEPCENTPOHA, SKE J03BO-
JIAJI0 3MEHIITUTH YHCIIO HAaBYAIBHOI BHOIPKHU 1 TpH-
CKOPHUTH TIPOIleC HaBYaHHS. 3HIKCHHS PO3MIpHOCTI
BXiIHUX BEKTOPIB Y X0/li HABYaHHS HEHPOHHOI Mepe-
1 3aCHOBAHO Ha JITOPUTMI F'OJIOBHUX KOMITOHCHTIB.
Pesymprati mgociimKeHHS 3aJIeKHOCTI HWMOBIp-
HOCTI TIOMIJIKH PO3ITi3HABAHHS BiJl pO3MIPHOCTI BEK-
TOpa O3HAK ICJsl BUKOHAHHS TEPETBOPEHHSI METO-
JIOM TOJIOBHUX KOMITOHEHTIB TIOKa3aHO Ha puc. 4.

TnewipHices ORI POSRINMAMAMME i COpRAME KEAPATHWRE DOMUINA DepETEOPENIE

A,

NRG0L2 25 deris 2 MR 1 2 romine-0.6 Mo 000

0008

Puc. 4. 3anexxHocTi 151 cymapHoi iMmoBipHOCTi
nomujikd i CKII neperBopeHHs Big po3mMipHocTi
BEKTOPA 03HAK Mic/I5 BUKOHAHHS NepeTBOPEHHS

AJITOPUTMOM T'0JIOBHHX KOMIIOHEHTIB

[pexncrapieHi pe3yabTaTy MOKa3ylOTh, IO 3AJIEK-
HOCTI JIJIsl CyMapHOi iMOBIPHOCTI TIOMUJIKH PO3Mi3HA-
BaHHS (KpuBa 3BepXy) 1 CepelHbOKBaIPaTHIHOI
nommnky (CKII) mepeTBopeHHS MarOTh MPaKTHYHO
MOHOTOHHO CIIaJHU{ XapakTep, NPUUOMY BUALICHHS
TOJIOBHMX KOMIIOHEHTIB 1 3HIWKEHHS Ha Il OCHOBI
PO3MIPHOCTI MPOCTOPY O3HAK JIa€ CYTTEBINIHN ehEKT y
pasi 301IbILIEHHS CTYIEHS KOPEeNsLil BUXiAHUX O3HaK.

Hns HaBuaHHS OaraTOIIapoOBOrO IEPCENTPOHA
BUKOpPHUCTaHO anroput™ JleBenOepra — MapkBapara
(Levenberg — Marquardt Algorithm, LMA), sikuii €
HAHIOMIUPEHIIIMM ~ QJIFOPUTMOM  JUIS  MiHIMi3allii
KBaJIPATHUHUX BiJXuIeHb. Moro nepeparamu, mopis-
HSHO 3 METOJIOM Tpaji€eHTHOTO CIYCKY, € BeJHKa
MIBUAKICTH OOYMCIIEHHS.

3.3. Cucrema mMoHiTOpuHry i omTumizauii podorn
3alIPONMOHOBAHOI'0 PINICHHSA

Y po3pobneHiii  apXiTeKTypi 3amporOHOBAHO
3aCTOCOBYBaTH MOJyJb HaBUaHHS Ta TECTYBaHHS,
SIKFIA JTO3BOJISIE T IJIarOPKyBATH 1HTEIEKTYaIbHI aro-
PUTMH KEpyBaHHS, a caMe NPOIECH IMiJrOTOBKH,
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TECTyBaHHS 1 OIIHIOBaHHA Iepel iXHIM pO3rop-
TaHHSIM Y iHHOBaIlifHOMY pillIeHHI.

s HaB4aHHS a00 TECTYBaHHS TaKUX alTOPUTMIB
MOKHa BHKOPHCTOBYBATH 3MOJCIbOBaHI JaHi abo
IaHi 3 peanpHOiI mpwiiMansHOi cuctemu IR-UWB
curtaims TTu-mianmazoHiB. YKa3aHui MAXiK JO3BO-
7€ SKICHINIE MiATOTYBaTHCH A0 3allyCKy TaKUX
QITOPUTMIB Ha peajbHUX Mepekax 1 3MEHIIUTH
BIIOBIIHI PU3HUKH (ITUB. pHC. 1).

4. PE3YJIbTATH

Jtst oniHIOBaHHS TaKUX aJTOPUTMIB CIIiJT yBECTH
NeBHi QYHKIIOHAIBbHI METPUKH PO3pO0IIEHOT cucTe-
MH, Ha 0a3i sSKkux OyIyThb 3HiMCHIOBATH OIIHKY
JTaHUX AITOpUTMIB. MOIy/Ib HaBYaHHS Ta TECTyBa-
HHS BKJIIOYA€ iMiTalliiHy Mojeib 0e3IpoToBOl
TEJIEKOMYHIKAI[iHHOT CUCTEMH TepareprioBOro Jia-
nma3oHy Ha ocHOBi Bukopuctanus IR-UWB o6ara-
TOTIPOMEHEBHX CUTHAITIB MIKOCEKYHIHOI TPHBAIOCTI
3 BIAIOBIOHUMH CKJIAJOBUMH i1 MaKCHUMaJIbHOI'O
HaOJNMKEHHA 10 poOOTH peashbHOro Po3poOIeHOTO
MPUINMaIBbHOTO MPUCTPOIO.

Sk cepemoBwie IMITAiHHOTO MOZIETIOBAHHA
obpano mporpamumii NI Multisim 13.0 [11]. Le
moB's3aHo 3 TuM, mo y CAIIP Microwave Office
BIJICYTHSI MOYUIMBICTh MIJKIIOYEHHS 10 NpUMaib-
Horo Tpakty TIl'u-miamasony akTwBHOI —Mopeni
npuitmaua IR-UWB-curnanis, mo 3i6paHa 3 oKpeMux
€JIEMEHTIB.

OcobnuBicTio MonemoBanHs npuiiMaua [R-UWB-
CHTHAIIIB € Te, 10 Y TepIy Yepry HeoOXiqHo 310paTu
IMITaLiiHY MOE/b, 10 BIANOBIIAE TepeaaBaIbHIN
YacTuHi, B sKiii came i BinOyBaeTbcs (popMyBaHHS
IR-UWB-curnany.

InmeamizoBany imiTalliiiHy MoOJENb pamioiHIl
Tl u-npiamazony OyayBaTuMeMo Ha 0a3i mapaMmeTpiB i
CTPYKTYPHOI CXEMH Jil040ro MakeTa IpHuiimMaya-
nepenaBaya TI'u-mianazony [7].

MeTpHk# po3po0IeHOi CHCTEMH OIiHIOBaHHS PO-
00TH HEHPOHHOT MepeKi MOBHUHHI MaTH 3BUYHI (DyHK-
LiOHABHI TapaMeTPH LBOTO PIllICHHS: CITiBBiJHOILIE-
HHSl CUTHAJI/IIYM, TpUBAIICTh iMmyibcy UWB-cur-
Hasty, €()eKTUBHICTh BHUKOPHUCTAHHS CIIEKTPaIbHUX
pecypciB KaHaJiB 3B'S13Ky TOLLIO.

Skmo mneperpeHOBaHAa MOJIENb IS [IEBHOTO
QITOPUTMY TpU3BeNa JO ToripmeHHs QyHKIio-
HAJIBHUX MapaMeTpiB, TO JaHa MOJAEIb IMOBHHHA
OyTu moBepHeHa a00 Mae OyTH BHUIAIEHA 3 MO
30epiraHHs TaHUX.

o6 iHTeNeKTyaldbHI aNrOPUTMU KEpyBaHHS
BUJABaJIM MPaBWILHUN Pe3ysbTaT, HeoOXiqHO 3i0pa-
TH JOCTaTHIW HAOIp JaHMX, MiJ SKUM PO3YMIIOTh
ONITUMAJIbHY KiTBbKICTh JaHUX, IPH SIKil TPEHYBaHHS
MoJieJiell BBa)XKA€TbCA 3aBEPIIEHHMM 1 HE CIocTe-
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piraetbcss Tak 3BaHW mpouec osepdiTuHry. s
300py (YHKI[IOHATBHUX JaHUX BUKOPHCTOBYIOTH
SDN-koHTpoOjep, sSKui 0e3mocepeaHb0 3AIHCHIOE
npoiiec 300py BiAMOBIIHUX JaHUX i3 OJOKIB MpHiiMa-
npHOI cuctemu IR-UWB-curnanis Tl 'u-giamazony.
KoxkeH 6710k mpUHMabHOT CHCTEMH € K JHKEPETIOM
iHpopMmarii w1t ML-anroputmiB, Tak Moxe OyTH i
METOI0 iIXHBOro 3acTocyBanHs. OCHOBHE 0OpOOICHHS
JaHUX Tepe]] TpeHYBaHHAM HEHPOHHUX MEpex 3ailic-
HioeTbest Ha SDN-koHTpOnepi. Yci 3i0pani QyHKIIiO-
HaJIbHI MapaMeTpH, SAKi HeoOXimHi sl TpeHYBaHHS
HEHpOHHUX Mepex, 30epiratoTbes y xmapi FE.
Hoctynm mo mux mapaMerpiB MaroTh JIHIIE iHTe-
NeKTyapHi anroputMu Ha SDN-KoHTpoIEpi.

Sxmo BimOymacs 3MiHa cTaHy NOpUHAMaIbHOT
cucremu |IR-UWB-curnanis y miamasoni Ha BKpait
BHUCOKHX YacTOTaxX, SKa BUMarae IepeTpeHYBaHHS
BIJIMOBITHUX MOZENeH, TO BIATOBITHI aNTOPUTMHU
3MIACHIOIOTh HEOOXiTHY TpOLEAYypy IepeTpeHyBa-
HH# iX Ha 0a3i HoBux napamerpiB FE. Ilicis mporo
BiIOyBa€ThCS 3aMiHa BINMOBIIHUX HAaTPEHOBAHUX
Mozeneit y xmapi. Komum 3'sBunack HOBa Bepcis
MOJIETi AJIS BiMOBIAHOTO OJIOKY, OJOK 3aBaHTaXKY€
BIJIMIOBIIHY OHOBJICHY BEPCIFO MOJIEIII.

Y po0O0Ti BUKOPUCTAHO KJIACTEPHUH IMiXi]] BU3HA-
YeHHs CTaHiB npuiimMansHoi cuctemu IR-UWB-curna-
JIB y Jiana30Hi BKpail BUCOKUX YacTOT 13 HABYAHHIM
0e3 Harmsqy 3 BHKOpHCTaHHAM ML-anroputmiB
k-means (k — cepeanix) Ta C-means (C — cepenHix) s
po3pobiteHoro anroputMy 300py manux [12, 13]. Lew
I AX11 JJ03BOJISIE BU3HAYMTH Ha 0a3i MeBHOTO TIPOMIXK-
Ky 4acy HeoOXiJ[HI CTaH! 3aIPOIIOHOBAHOTO IPUCTPOIO
abo mosBy HOBMX cTaHiB. KpiM Toro, Takumil mimxis
JI03BOJISIE BPaxOBYBaTH OUIBINY KUIBKICTH (DYHKILiO-
HATGHUX TEXHIYHUX MapaMeTpiB i3 MiHIMAIBHOIO
3MIHOIO TPOTPaMHOTO 3a0e3reveHHs. BaxinBoro
CKJIJIOBOIO IHTEJIEKTYAJIbHUX aJITOPUTMIB KEpyBaHHS
€ 30ip Oe3rmocepeTHhO NaHUX JIJIsl HAaBYAHHSL.

OnHi€ero 3 0COOMUBOCTE BUKOPHCTAHHS JaHUX
ITOPUTMIB y TEJIEKOMYHIKAIIMHUX padioMepekax
Tl'u-miama3oHy € 3MIiHHICTD CTaHIB y KOMIUIEKCI, a
TaKOX TO05Ba HOBUX 1 3HUKHEHHS MOTOYHUX CTaHiB,
IO BHMAarae JOJaTKOBOrO 300py AaHUX 1 meperpe-
HYBaHHSI HEHPOHHUX MEPEK.

VY pobotax [8, 9] mpeacTaBieHO BUKOPUCTaHHS
AIITOPHUTMIB Ha 0a3i HEMPOHHUX MEpex JUIs peanizallii
BEHBIET-TIEPETBOPEHHS Y NPUMMaTbHUX CHCTEMAaX.
Aye B mux poboTax He IIOKa3aHO, SIKUM YHHOM
3IIMCHIOETHCS 30ip MEBHUX (YHKIIOHATBHUX TEXHIY-
HUX JaHuX. ToMy po3poOJIeHHs alrOpUTMY pallioHab-
HOTO0 300py JIaHUX JUTsI HEHPOHHUX MEPEX 13 BIIOBIJI-
HUX OJIOKiB IPUIMAaJIbHOI CUCTEMH € 10CI aKTYaIbHUM.

Po3po6ienuii anroput™ 300py naHuX rnepeadadae
BIJICTe)KYBaHHS CTaHy OJIOKIB MPUIMAaIbHOTO KOM-
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IJICKCY JIJIsl paIlioOHAIBHOTO 300py JaHuX (pakTHYHO 3
BUKOPHUCTAHHAM 3MIiHU 3HA4YCHb SIK METPHK CBKIIi-
JOBHUX BIACTaHEH, Tak 1 MeTPUK (YHKIIOHATHHHIX
TEXHIYHUX MapaMeTpiB, BIIHOCHO KUIBKOCTI Kiac-
TepiB. HoBH3HA 1bOro miIXody MoOIsATaE y BiAMiH-
HOCTI BiJl KJIACHYHOI peatizallii y ToMy, 1110 BBEJICHO
METPHKH CITiBBIIHOIIEHHS CUTHAJI/IITYM 1 TPUBATICTH
imoynscy UWB-curnany, 3amicTb METPUKH €BKJIi-
JIOBOI BijicTaHi, 10 Aa€ 3MOTY BpaxoOBYBaTH MPOCTO-
POBI XapaKTEpPUCTUKU MOIMUPEHHS CUTHAIY y IPO-
meci camMoonTuMizauii po3poOsieHOi NpUManbHOT
CTPYKTYpPH Ta BIATOBIOHO MiABHIMUTH ii TeXHIYHY
e()EeKTUBHICTb.

LLItatHa poboTa ) ArperysaHHa
NpUAManNsHoro [€— i HAACMNAHHA AaHWX A0
KOMMeKey SDN-koHTponepa

- I
M_()Himpuur )
Gnokie MK Ha 6€3| TepeTpaHYBaHHS
anroputmis & HEMPOHHUX Mepes
l. bnokie BO ta Ad
Tak J’
HopranbHui OHOBNEHHA
cTaH MK? HEMPOHHUX Mepex  |—
6nokie BO Ta Ad

Tak

Bigomuia
cTaH MK?
o nyHkTy 1
anropuTMy

36ip faHux onAa
TPeHyBaHHA

Puc. 5. Biiok-cxema aaropurmy BiACTe:KyBaHHSA
CTaHy NPUAMAJIBHOT0 KOMILIEKCY AJisl 300py
i mepeTrpeHyBaHHA BiANOBIAHUX HEHPOHHUX MepeK

5. BUCHOBKH

1. Po3po0iteHo anropuT™ CTeKEHHS 3a Oaratomnpo-
MEHEBUM CUTHAJIOM CHCTEMH NMPUHOMY CHIHANIB Bif
MIPOCTOPOBO PO3HECEHUX MAJONOTYXKHHUX TIepe/iaBa-
4iB, OCOONMBICTIO SKOTO € YTOYHEHHS Yy MpOIeci
CTe)KEHHS HE TUTbKM YaCOBUX TO3HUIIIHl KOMIIOHEHTIB,
aJle TaKOX 1 IXHBOTO yKcia. BiMiHHOIO 0COOHBICTIO
PO3pOOIIEHOTO ANTOPUTMY € Te, IO BiH MOOYI0BaHHHA
i3 3aCTOCYBaHHSIM BeWBJIET-00pOOICHHS IS OTpHMA-
HHS BX1JTHOTO 00pa3y HeHpoMepexKi.

2. 3anponoHOBaHO CTPYKTYpHO-(YHKLIOHAJIbHY
Moenb TobyaoBu npuiiManbHoi cuctemu IR-UWB-
curHaniB TI'u-piana3oHiB 3 eeMEHTaMH 1HTEJIEKTY-
aNBbHOTO KEepPYBaHHS MPUAMAaIFHUM KOMIUIEKCOM Ha
(diznyHOMY piBHI Ta KepyBaHHS KOMIUIeKcoMm. Ha
BiAMIiHY BiJ iCHYIOUHX iHQPACTPYKTYp NMPHUHMAIbHOL
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cucteMu IR-UWB-curnams TI1-giama3onis, 1
pamioMepexi He 3/1aTHI 3a0€31EUNTH MPOTOKOJILHO i
iH(ppacTpykTypHO 30ip HEOOXIOHMX MaHUX IS
IHTENIeKTyalbHUX  QITOPUTMIB.  3alpOIIOHOBaHA
iHppacTpyKTypa Mae MOy Ib HABYaHHS W ONTHUMi3a-
mii, sKui mepemdadae BUKOPHCTAHHS 1CHYIOYO1
imiTariiiHoi monem panioninii TIn-miama3ony Bifn
0,11 mo 0,17 TT'1 anst TecTyBaHHS 1HTEIEKTYaTbHHIX
ITOPUTMIB KEPYBaHHS CEHEPTeTUYHUM ITOTCHIIAIOM
pamioniniit IR-UWB-curnanis TT'1-nianasony.

3. Ilomanpiie HayKOBE AOCIHIHKEHHS HAIIPABICHO
Ha TPOBEACHHS MOJCTIOBAHHSI W JOCIHiIKEHHS
e(heKTHUBHOCTI 3aIPONIOHOBAHUX PIllIeHh Ha OCHOBI
po3pobeHoi iMiTallifHOI MOZeNli KepyBaHHS €HEep-
TeTUYHUM ToTeHianoM panioninii IR-UWB-curna-
niB TT'1-miama3zoHy, a TakoX po3po0IIeHHs BeO3acTo-
CYHKY, SIKHi Bi1oOpakaTuMe peanbHuil cTaH po3po0-
JICHOTO TPUHAMATBbHOTO TPUCTPOIO 1 JIO3BOJIUTH
3MIHIOBaTH HEOOXigHI (YHKI[IOHANBHI TapameTpu
JUIsL OJiep>KaHHs HEOOXiHUX PE3yJIbTaTiB.
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The method of increasing the efficiency of management
of the energy potential of protected radio lines
in the terahertz range using artificial intelligence

The growth of large volumes of information flows encourages the development of transmission and reception
systems in the very high frequency range to ensure effective control of IR-UWB radio links of terahertz signals based
on machine learning algorithms and neural networks, taking into account energy saving. For this purpose, the article
proposes an algorithm for tracking a multipath signal of a system for receiving signals from spatially separated low-
power transmitters, a feature of which is the refinement in the process of tracking the time positions of the components
and their number. A feature of the developed algorithm is the use of the wavelet transform to obtain the input image
of the neural network. A structural and functional model for constructing a receiving system for IR-UWB signals in
the very high frequency range with intelligent control elements is proposed, which is based on separate control planes
and physical infrastructure for automatic and operational control of the process of sharing physical infrastructure
resources and artificial intelligence methods. Unlike existing models of IR-UWB receiving systems for terahertz
signals, it provides protocol and infrastructure data collection for intelligent algorithms. The presented physical
infrastructure has a training and optimization module that involves the use of an existing simulation model of a radio
link in the terahertz range from 0.11 to 0.17 terahertz to test intelligent algorithms for controlling the energy potential
of IR-UWB radio links. The developed data collection algorithm involves monitoring the state of the blocks of the
receiving complex for rational data collection using the change in the values of both the Euclidean distance metrics
and the metrics of functional technical parameters in relation to the number of clusters.

Keywords: information protection; security system; game theory; optimal strategy; system of the violator; making a
decision.
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METO4 BUSHAYEHHSA ®OPMAHTHUX HACTOT
I3 BUKOPUCTAHHSAM CNEKTPAJIbHOIO
PO3KJ/IAAAHHA MOBHOIo CUrHAJy

Dopmanmu € OOHUM 3 OCHOBHUX KOMIOHEHMI8 cucmem iOeHmu@ikayii Mogys, a mo4yHicmy 8USHAYeHHs hopManm —
ye ocHosa eghexmusHocmi cucmem idenmugbikayii mosys. IloninwienHs icHyrOuux cucmem pO3NI3HABAHHA MOBU
003601UMb iICIMOMHO CNPOCMUMU 83AEMOOII0 THOOUHU 3 KOMN'IOMEPOM Y MOMY 8UNAOKY, KOIU BUKOPUCIAHHA KIACUYHUX
inmepericie HeMOACIUBO, a MAKONHC 3pOdUMU NOOIOHY POOOMY KOMPOPMHIULOI0 MA ePEKMUEHOIO.

Heobxionicme 0ocnioacens i3 yici memamuxu nOSICHIOEMbCSL HE3A008IIbHUMU Pe3YTbMAMAaMil HAIBHUX CUCMeM NpU
HU3bKOMY CNIGGIOHOWEHHT CUSHAN/ULYM, 3QNIeHCHICINIO pe3ybmamy 6i0 J0OUHU, d MAKOIC HEBUCOKOI) WEUOKICTIO
pobomu nodibHo2o 8Udy cucmem.

Jlna nopigHAHHA (3 3aNPONOHOBAHUM MEMOOOM BUKOPUCMOBYBAIU MAKI YOMUPU OCHOBHI (hopmanm-mpeKepu:
PRAAT, SNACK, ASSP ma DEEP. Icnye 6azamo 00cniodicets, uwjo CIMocyromscs NOPIiBHAHHA popManm-mpeKepis, 00HaK
ceped HUX He MOJCHA GUOKPeMUMU MAKUll, Wo MA€ HAUKPAawy eqheKmueHicmb.

Buokpemnenns gopmanm cynposodoicye yinuii psao npobaem, nos'sa3anux 3 iXwbor OUHAMIYHOI 3MIHOW Y npoyeci
Mmognenns. CKIaOHICMb MAaKoJC BUKIUKATOMb NPOoOIeMU, No8'A3aHi 3 OIU3LKUM POSMAULYBAHHAM NIKi6 Ni0 Yac amanizy
cnekmpo2gpam i npobremu npasuibHo20 GUIHAYEHHs NIKI8 MAKCUMYMi6 (opmanm na chexmpozcpami. Posmawyeanns
Gopmanm Ha cnexmpozpamax MOBHO20 CUSHATY OOCMAMHLO JIe2KO BUHAYAE NIOOUHA, ale A8MOMAamu3ayis ybo2o
npoyecy BUKIUKAE 0esKi mpyoHouyi.

Buokpemnenns gpopmanmuux uacmom 3anponoHo8aHo 8UKOHY8AMU Y 0eKilbKa emanis. Pe3yibmamom npogeoerozo
0271510y ni0x00i8 00 BUZHAYEHHS (DOPMAHMHUX YACMOM CMAG AI2OPUMM, WO CKIAOAEMbCS 3 0e8'SmboX MaKux emanis.
Ceemenmayiss MOBHO2O CUSHATY HA BOKANI308AHI (DpacMeHmMu ma Nay3u 6UKOHYEMbCA MemoOOM OYIHIOBAHHS 3MiH
@paxmanenoi pozmiprocmi. OmpumaHntsi CneKmpa MOBHO20 CUSHATLY BUKOHYBALOCH I3 GUKOPUCMIAHHAM KOMNIEKCHO2O
seusnremy Mopne na ocnogi gikonnoi ynxyii Iaycca. /{nsa oocnioxcenns posensoanucs gpopmanm-mpexepu PRAAT,
SNACK, ASSP i DEEP. Hanawmyesants KOJHCHO20 3 HUX 30IUCHIO8ANU HA OCHOBI HAOOPY NApaAMempis 3a 3aM084Y8AHHAM,
Wo 3aKnadeHo po3pobHukamu yux mpexepie. Habip nanawimyeanv 01 KOJMCHO20 3 mpeKepie SUKOPUCMOB8Y8anu OJis
NopieHANHHA. Y 00CAi0JICeHH] mpeKepU CAMOCMIUHO BUKOHYBANU CeeMeHmayilo Ha 80KANi308aHi pacmenmu i naysu,
sacmocogyiouu oamacem VTR-TIMIT. Ilposedenuti nopisHsibHuti ananiz nokazaé O00CMAMHLO BUCOKY MOUHICHb
BUSHAYEHHA POPMAHMHUX YACMOM NOPIGHAHO 3 ICHYIOUUMU DOPMAHM-PEKePaML.

Knrouoei cnoea: mosnuii cuenan (MC); popmanmui vacmomu, CheKmpaibHa 0eKOMNO3UYis, 00UUCTIOBATIbHUL AN2OPUMM,
selisnem-ananis.

1. BCTYII 3amaya po3mizHaBaHHS MoBHU (y 0araThox CBOIX
MposiBax: Bijl cerMEHTaIlii MPOMOBH JI0 BepHdikarrii
Ta izeHTudikaimii ocoOu) HUHI € BKpall aKTyalbHOO.
CBigueHHsIM IIBOTO € 3pOCTaroya KiIbKiCTh ITyOJIi-
Kaulii 1 koHdepeHuii i3 uiei Temaruku [1], a Takox
BIIKPHTTS. B TPaHCHAIIOHAIBHUX KOPIOPAIisX
JICTIapTaMEHTIB, [0 OPiEHTOBAHI HA JIOCTIPKEHHS B
MOBHIH iHpopMarii.

© 3u6in C., beno3zsoposa S1., 2023

VY cydacHOMY CBITI Bce OUIbIlIe 3HAYEHHS IPHU-
IistoTh iHTepdeiicaM, sSKi BUKOPUCTOBYIOTH MOBHE
BBEJICHHS 1 BMBEICHHS JUIS B3aEMOJII MK KOPHC-
TyBaueM 1 KoMIi'totepoM. ToMy po3poOHHK CHCTEM
MOBHOI iH(opMalii Mae HaJaBaTH yBary Bce OiIbIIiii
KUTBPKOCT] HaJlaIITYBaHb 1 MTapaMeTpiB y MiACHCTEMAX,
10 PeaTi3yIoTh aKyCTHIHHUN iHTEepdericC.
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[NomimmeHHs iCHYIOUMX CHUCTEM pO3Ii3HABaHHS
MOBH JI03BOJIUTH 1CTOTHO CHPOCTUTH B33a€EMOZIIO
JIOAMHU 3 KOMITTOTEPOM Y TOMY BHUIAIKy, KOJH
BHKOPHCTAaHHS KIIACHYHUX iHTep(]eiciB HEMOXKIINBO
(mampmkiam, mig gac KepyBaHHS aBTOMOOiUTEM abo
JUISL JTIOJIeH 3 0OMEKEeHUMH (DI3UYHUMHU MOXKITUBOC-
TAMH), & TaKOX 3poOUTH MOIIOHY poOOTYy Oimbil
KOM(OPTHOIO Ta €EKTUBHOIO.

HeoOxinHicTh HOCTiAXKEHB 13 Li€] TEMAaTHKH I10-
SICHIOETBCSI HE3a/I0BIIbHUMHU Pe3yJbTaTaMu iCHYIO-
YUX CHUCTEM MPU HHU3BKOMY CITiBBiAHOIIEHHI CHT-
HaJI/IIyM, 3aJIeKHOCTSIMH PE3yIbTaTy BiJl JTIOJUHH, a
TaK0X HEBHUCOKOIO HIBHJKICTIO POOOTH MOAIOHOTO
poxay cuctem [2].

JocmimpkeHast MeTOAIB BU3HAUEHHST (OPMAHT Ta
PO3pOOICHHS HOBUX TOYHIIIUX METOJIB JO3BOJIUTH
3HU3UTU HOXI/I6Ky BU3HAYCHHA Ta HiI[BI/IIIII/ITI/I
TOYHICT, PpoOOTH cHcTeM ineHTHdikamii MOBHOI
iHdopmartii.

2. JTOCJIIKEHHS XAPAKTEPHUX
OCOBJMBOCTEN MOBHUX CUTHAJIIB

Y cucremax ineHtugikamii MOBHOI'O CHTHAITY
OTPUMAaHHS XapaKTepHUX O3HAK MOBH 0COOH, €
OJTHIE€IO 3 OCHOBHUX 3aIOPYK YCITiXy pOoOOTH CHCTEMHU
inenTugikamii MoBHOI iH(popMmalli. Y 3aBHaHHAX
aHaJi3y MOBHOT'O CHUTHAJTY 3 METOIO BU3HAYCHHS Hali-
BKJIMBIIINX XapaKTEPUCTHK, SIK MTPABHIIO, BUKOPHC-
TOBYIOTb METOAM MOro YacTOTHO-4acOBOTO abo
CHEKTPAJIbHOIO YSBJICHHS, OJHUMH 3 HaWOLIbII
e(eKTUBHUX € METO/IU BEHBJIET-TIEPETBOPEHHS MOB-
HOTO curHany. HaliBaxnmuBimmM mapaMeTpom, Mo
XapakTepu3ye CIeKTp (Po3moiin eHeprii abo aMIuti-
TyJId IO YacTOTax) MOBHOIO CUTHAIy € (OopMaH-
T [3], AKi BU3HAYAIOTh SK KOHIICHTPAIII0 CHEpPTii B
oOMexeHiil 9acToTHii o0xacti. dopmaHTa xapakre-
PHU3YETHCS YaCTOTOX, LIMPUHOIO YACTOTHOI CMYTH U
aMIUTITY1010. 3Ba)KalOUM Ha CKJIAJIHICTh BU3HAUCHHS
i omucy (OpMaHTHOI YaCTOTHOI CMYTH, YacTo B
JOCTI/DKEHHSIX TiJI 4acTOTOI (JOPMAHTH MArOTh Ha
yBa3l 4acTOTy MAaKCHMAIIbHOI aMILTITyJ B MeXax
¢dopmanTu. ToMy 4acTO MOXKHA 3yCTPITH BU3HAYCHHS
¢dbopMaHTH, SK aMIUTyIHHHM CIUleCK Ha Tpadiky
cnekTpa [4], 1o Ma€e 4acToTy, BIAMOBITHY 10 YaCTOTH
MKy IBOro crutecky. @opMaHTH MPUHHAITO TTO3HAYA-
1 FO-F6. ®opmanTta FO Ha3uBaeThCs TakoX 4acTo-
TOI0 OCHOBHOTO TOHY MOBHOTO curHaiy. ®opmaHTH
F1-F6 Bu3Ha4aloTh KOHIEHTPAILIIF0 €HEPrii MOBHOTO
CUTHAITY I10 YacTOTi i XapaKTepU3yIOTh BOKaIi30BaHi
(SIK TIpaBHIIO, TOJIOCHI) 3BYKH.

IcHye Gesniu MeToIiB BUsIBIEHHS (opMaHT [5—7],
OCHOBHUMM 3 SIKMX € KETICTPAJIbHUM aHalli3 1 METOA
JiHiiHOTO TIependaveHns. KemncrpanpHuili aHamis €
MaTEeMaTHYHOIO OCHOBOIO HEJIHIHIX METOJIIB BHUIi-
JeHHs1 curHaniB. KencTp — 1ie MaremaTu4He nepeTBo-
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PEHHS, IO TOJNATaE B TOMY, IO CHEKTPAIbHOMY
MIEPETBOPCHHIO MIIIAETHCSA CHEKTP (yHKIi. Ko
B3SITH CIIEKTP BiJI CIIEKTpa, TO BUIIE caMa OYaTKOBa
¢yuakmis. IlpupogHo, MmO A7 OTPUMaHHS OiIBII
rmagkoi  (yHKIT B pe3ynapTaTri  CHEKTPaTbHOTO
MEPEeTBOPEHHSI HEOOXiTHO 3rJaJuTH MOYaTKOBUIA
cnekrp. [nga nporo Haiuacrilie BHKOPHCTOBYIOTH
morapu(MyBaHHS TIOYaTKOBOTO CHeKTpa abo ioro
Moayna. Takwif BapiaHT TEPETBOPEHHS NPUHHSATO
Ha3uBaTH KemncTp. B oTpumaHoMy KemcTpi BUSBILS-
FOTBCS TApMOHIITHI CKI1am0Bi [8].

Meron niniiiHOro niepeabdaueHHs (METOA, SKUH BU-
kopuctoBye LPC-koedirieHTH) MoJsrae B IOMIYKY
KOMIUIEKCHHX KOpeHiB moininoma 3 LPC-koedimien-
Tamu (KoedilieHTH GibTpa MOBHOTO TPAKTY) 1 Hajami
1XHI HACTYIIHI TIEPETBOPEHHS. BBaskaeThCs, 0 METON
JiHifHOrO mnependayeHHs [9] 3a0e3nedye BHCOKY
O0YHCITIOBATIbHY TIBUIKICTh, HE3HAYHY CKIQIHICTH 1
MaKCUMaJIbHY TOYHICTb OLliHIOBAaHHS (DOPMaHT.

3a3BUYail BUKOPHCTOBYIOTH €(EKTUBHUI METO]
oOuncneHHs KoeilieHTIiB JTiHIHHOTO epea0avyeHHs,
3aCHOBaHUI Ha aBTOKOPEIIALIil, 10 3aCTOCOBYE aJIr0-
put™m JleBincona — JlapOwna. Y 3amadi posmizHa-
BaHHA MOBH YacTO 3aCTOCOBYIOTh KOEQili€eHTH
JiHIAHOTO TIepen0adeHHs, OOYHCIeHI Ha OCHOBI CTa-
TUYHOTO 3aKOHY Jtoacbkoro ciuyxy [10, 11]. Bigmi-
HHOCTI BiJi MPOCTOr0 OOYHUCIICHHS KOE(]IliEHTIB
JHIAHOTO TIepeI0avYeHHs MONATaloTh y Takomy. [lo-
nepie, 3aCTOCOBYeThes Mikana bapkosa i norapud-
MiYyHa KOMIIPECiS aMIUTITYOu 0 3acTOCYBaHHS
anroputMmy JleBincona — [lapOuna. Ilo-mpyre, mus
BIJIMTOBIHOCTI 3aKOHaM JIOJICHKOTO CIyXy MOTYX-
HICTh CHEKTPAJIbHUX KOMIIOHEHT 3BOAMTHCA IO
crynens 0,33. Llsg momudikaiiis 3aCTOCOBYEThCS B
9acTOTHOI 00JIacTi, IO TMPHU3BOAUTH IO TOTO, IIO0
ABTOKOPEJALIHI KoedillieHTH He MOXKYTh OyTH 00-
4yuclieHi Oe3MocepelHb0, OTXKE, HEOOXiTHUM €
nojaTkoBe neperBopeHHs Dyp'e [12].

OnwucaHi METOM BUKOPUCTOBYIOTH Y Pi3HUX KOM-
OiHaLisSX B YOTUPHOX OCHOBHUX (hOpMaHT-TpEKepax
PRAAT [13], SNACK [14], ASSP [15] i DEEP [16].

PRAAT [13] Buninse popMaHTH TaKMM YHHOM:
JUIsSL KOXKHOTO (hparMeHTa, 10 aHANi3YEThCs, 3aCTO-
COBYETBCSI BiKHO, ToAi0He 10 BikHa ["aycca. O6uuc-
motoTbes KoedimientTn LPC 3a anropurmam Bypra
[17]. KimbkicTh MakCHMyMiB, Ky OOYHCIIOE Iiei
QITOPUTM, YABIYUl NEPEeBHILIyE MaKCUMAJbHY KiJlb-
KicTh (OpMaHT, TOMY PEKOMEHIYEThCS BCTaHOB-
JIOBAaTH MAaKCHMAJbHY KUIBKICTh (POPMaHT KpaTHY
0,5. CouaTky ajroput™M 3HAXOAUTh MaKCHUMAaJbHY
KUTBKICTh ()OpMaHT y BchoMy aiamnazoni Bix 0 ' i
Bume. ToMy 3HalIeHi (QOpPMaHTH MOXYTb MaTH
AHOMAaJbHO HH3bKI a00 BHMCOKI YacTOTH, IO ITOB'SI-
3aHo 3 apTedaxTamu anropurmy LPC.
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SNACK [14] 3acTocoBye TO¥ camuii ITiJXi, 1o i
PRAAT. lleii meronm BUKOpHUCTOBYE Bimbip dop-
MaHTiB 3a MiHIMAJIbHIMHA 3HAYEHHSIMH BaroBHX
Koe(iITieHTiB, B OCHOBI SKHX JIeKaTh BIIMIHHOCTI
MiX ()parMeHTaMH, 4acTOTa Ta IMIMPUHA (POPMAHTH.
Ha Bigminy Bin PRAAT BHKOPHCTOBYETHCS JHIIE
OIWH TIapaMeTp, TOB'SI3aHMKA 13 BiACTSKCHHIM
¢byskmii. et mapamerp 103BOJNISE BU3HAYHWTH 3HA-
qeHHsS Tepmioi GpopmaHTH, BUII (GOPMAHTH 3HAXO-
ISTh Ha OCHOBI 3aJaHOTO 3HAYEHHS Ui IEpIIoi
¢opmanTu F1. Takum 4rHOM METOJ BBaXae, 1m0 BCi
inmi  popmanT moB's3aHi 3 F1  koedimierramm
mpsiMoro 3B's3Ky. Llei mMeTon He mae MOXKITUBOCTI
3MIHHTH TOBEAIHKY OO4YHCIeHHS abo Barosi Koedi-
LIEHTH JUIS IHITUX (OPMaHT.

VY meroni ASSP [15] 3nauenHs opmaHT oTpu-
MYIOTh IIJISIXOM BU3HAUEHHS PE30HAHCHUX YacTOT 3a
paxyHOK po3B'si3aHHS KopeHiB nmoxinoma LPC, Buko-
PUCTOBYIOYH METOJl aBTOKOPEIIALi Ha OCHOBI airo-
putmy Cmit — Jlesincona (SLA) [18]. [ToTim BHKO-
HY€eTbCs Kiacupikallis pe30HaHCHUX 4acToT SIK (op-
MaHT i3 BUKOpHUCTaHHsIM dacToTH [Iucapenko [19] Ta
BCTaHOBJICHHS TPAHMIIL Jiama3oHy 4acToT (OpMaHT,
0 BU3HAYAIOTHCS 3 HOMIHAJBHOI YaCTOTH IEPIIOi
¢dopmantu F1. Y Metoni Bkazyerbes, mo GopmanTi
YacTOTH HeoOXimHOo 301umbpmutTH Ha 12 % mig tou-
HiIoro o04rcIeHHs popMaHT KiHOYHX TOJIOCIB.

DEEP [16] BukopucTOBY€e HEHPOHHI Mepexi st
BU3HAUEHHs (QopMaHT. BXigHuMHM naHMMU € OTpu-
MaHHS Ha ocHOBi LPC-merony kencrpansHux koedi-
IIEHTIB, $IKIi KOPETYIOThCS YAaCTOTOI) OCHOBHOTO
TOHY, OTPUMAHOIO 3i crekTporpamu. HaBuaHHs Held-
POHHOI MepeXi BHKOHYBaJIOCh Ha OCHOBI TE€CTOBOI
vyacTuHH MOBHOTO naracety VIR-TIMIT [20]. VTR-
TIMIT e BimkputuMm pnataceroMm i3 516 Bumamu
3anuciB Bijg 186 0ci0, 10 € HOCISIMH aHTIIHCHLKOT
MOBH. Y jaraceTi BHKOHaHa pydYHa KOPEKLis Ta
MapKyBaHHS (POPMaHT crieLiagbHOl IPYNOI0 eKcIep-
TiB, TOMy caMe Iedl JaraceT HalyacTille BHKO-
PUCTOBYETHCS JUUISL OIIHIOBAHHS TOYHOCTI pPOOOTH
(dbopMaHT-TpeKepiB.

€ psa 1OCHiIKEeHb, 0 CTOCYIOThCS MOPiBHAHHS
(dbopMaHT-TpeKepiB, OAHAK cepe’ HUX HE MOXKHA
BHJIITUTH TaKWH, 10 Mae Haiikpamly e(eKTHBHICTb
[21, 22].

Ha ocHOBI BHKIQJIEHOT0O MOXKHA 3pOOMTH
BHUCHOBOK IIPO JICSIKY CKJIAHICTb, & YaCTKOBO, HABIThH
PO BiACYTHICTh (i3UYHOI apryMeHTalii MexaHi3MiB
BU3HAYEHHs (POPMAHT, a TAKOX BiJICYTHICTH AOCTAT-
HBOI TOYHOCTI (HOPMAHT-TPEKepiB, MO MOTpedye
moOyIOBU METOAY BH3HA4YEHHS (OPMaHT, AKUI Mae
nocTatHe (i3MuHEe OOTPYHTYBaHHS Ta JIOCTaTHIO
TOYHICTH HOPIBHSHO 3 aHAJIOTAMHU.
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3. METOHOJOI'TA JOCIIIKEHHA

dopMaHTH € OTHHUMH 3 OCHOBHHX €JIEMEHTIB
inerTudikamii ocoOM B MOBHOMY CHTHAJI TOMY, IIIO
npupoAa IXHHOTO MOXO/KEHHS MOB'A3aHa 3 MOPOXK-
HUHAMH JIFO/ICBKOTO MOBHOT'O TPAKTy. 3BayKarouH Ha
IHIVMBIAyaIbHICTh TOAIOHUX KOMITOHEHTIB I KOX-
HO{ JIOOWHM, MOXXHAa IIMTH BHCHOBKY, IO BH3HA-
4eHHS (OPMAHTHHX YacTOT € BAXIMBHM KOMIIO-
HEHTOM TOOYJIOBM CUCTeMH ifcHTU(IKAIII MOBHOI
iHpopMmarrii.

Hocnimkennst ¢opmanTHHX aTtpuOyTiB Halvac-
Tillle BUKOHYETHCS HIJISIXOM:

* TIOpIBHSHHS CIIeKTpa (POPMAHT OIHAKOBHX (Po-
HEMIYHHX €JIeMEHTIB (yIapHUX TOJIOCHHX, TOJOCHHUX
y KiHIli 200 Ha TIOYaTKy CJIiB TOIIO);

* TMOpPIBHSIHHA CIIEKTPIiB (OpPMAHT ISl 3pi3iB
CHEKTporpam (KO)KHOTO eJIEMEeHTa CIIEKTporpamMu abo
BCEPEIIMHI CIIiB, CKJIAJIiB Ta iH.);

* MOpIBHSAHHS JAWHAMIYHUX 3MiH dYacToT ¢op-
MaHT y3A0BX ycboro MC umu y BaXJIHMBUX HOro
KOMIIOHEHTaX.

BuokpemieHHst (QopMaHT CYNpPOBOIKYE Ppsia
po0JieM, MOB'I3aHUX 3 IXHBOIO TUHAMIYHOIO 3MIiHOIO
y mpomeci MoBieHHS. HaBiTh OJHAKOBI TOJOCHI
3MIiHIOIOTH ()OPMAaHTHHI HAOIp 3aleKHO Bil CBOTO
po3TallyBaHHS Yy CKJaai CJiB, CKJaliB TOIIO.
TpyaHOIII TakOX BU3UBAIOTH MPOOIIEMH, TIOB'S3aHi 3
ONMU3BKMM PO3TAlyBaHHSAM IIKiB MiJ Yac aHaji3y
CHeKTporpam i mpoOieMamMy NPaBHIBLHOTO BU3HA-
YeHHS TiKiB MAKCUMYyMiB (DOPMAaHT Ha CIIEKTPOTpami.
BusnaueHHs posramryBaHHS (POPMaHT Ha CIIEKTpPO-
rpamax MC [0CTaTHBO JIETKO BUKOHYETHCS JIFOJIU-
HOIO, ajlé aBTOMATH3allis IIbOTO TPOLECy BU3MBAE
nesKi TpyaHoul. TUHOBe MpeiCTaBICHHS CIIEKTPO-
rpaMH 3 PO3MIYCHHMH JIIOJUHOI0 PO3TAIlyBaHHSIMU
(opMaHT mpeACTaBICHO Ha puc. 1, 1m0 BiAMOBIAaE
30HaM pO3TalllyBaHHs (OPMAHT, IPHUOMY XapaKTe-
PHU3YETBCS HE TUIBKH CEPEAHBOI0 YacTOTO (op-
MaHTH, a TaKOX 1i ITUPUHOIO.

[IpoBenenHst MomiOHOTO PO3MIUYEHHS € JIOCHUTh
CKJIaJHOIO 337a4€el0, 3BayKat0Uu HE BEJIHMKY KiJIbKICTh
KOHKYPYIOUHX YaCTOTHHX TiKiB. TpyIOMiCTKICTb
nogiOHOro poAay MapKyBaHHA (OpPMaHT JOCHUTH
BHCOKa, TOMY B €KCIIEPUMEHTAIBHUX JTOCIIIKECHHSX
BUKOPHUCTOBYIOTh 3a3JIaJI€Tilb PO3MIYCHI JaHHI, IO
MOJKHA 3HAWTH B PI3HUX THIIAX MOBHHX JlaTaceTiB. B
HACTYITHOMY AOCIIiPKEeHHI 0y1eMO BUKOPUCTOBYBATH
natacer VIR-TIMIT, o mae miaroronenuii Hadip
PO3MIYECHUX JaHUX MOIIOHOIO THITY.

KpiMm TOro, mig 4vac mpOroJIOLIEHHS OKPEMHX
BUIB 3BYKIB Ha TNOJOXEHHS (OPMAaHT MOXKYTb
BIUTUBATH 0€3J1i4 (haKTOPiB, IO MOXKE TIPUBOIUTH JI0
KONMBAaHb ()OPMAHTHHUX 4YACTOT, a HA OKPEMHX
(parMeHTax HaBiTh BiICYTHOCTI JESKUX i3 HUX.
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IcHye nmekinbka MiAXOMIB JJsi BUSHAYCHHSI TOJIO-
KeHb (POPMAHT Ha YACTOTHIM MIKaJ, ajie BCi BOHHU
0a3yloTbCA Ha aHadi3l Ta MEPETBOPEHHSAX CIIEKTPO-
rpamu MoBHOTO curHany. [Ipu Buainensi ¢popmant-

HUX YaCTOT MIEPIIUM €TallOM JIOCIIIKEHHS 3aBXK/IH €
moOy/IoBa CIIEKTPOrpaMu 32 BU3HAYCHUMU JTOCIi-
HUKOM Kputepisimu. Cepen HUX € mUpHHA (Ppeiimy,
TUI BelBIIEeT-0a31Cy, YaCTOTHHI Jlialla30H Ta iH.
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Hactymuum eramoM € Take mpeAcTaBICHHS
CIIEKTPOrpaMH, IO JIO3BOJIUTH MPOBECTH CETMEHTa-
1it0 pOpMaHTHUX YACTOT HA OCHOBI Pi3HMX MaTeMa-
TUYHHUX METO/IiB, HAWYACTIIIIEC BCI BOHU 0a3yIOThCS Ha
anropuTMax ~Kiacrepuzamii abo Ha 1moOymoBi
00BinHOI cnexTpa. HaiiBimoMimmmu 3 anropHTMIB,
10 BUKOPHCTOBYIOTh OOBIJIHY CIIEKTPA, €:

* METOJA JIHIMHOTO mependavyeHHs KOJIH
o0BiiHa criekTpa Oyayerhes Ha anroputmi LPC [23];

* ampOKCHMAIil CIeKTpa KyOIlYHUMH CIUTaifHaMU
a0o iHmMMHU Buaamu QyHKILH [24].

OpfHak 3rigHO 3 JOCHIDKEHHSIMH OOWIBa airo-
PUTMH MArOTh MPAKTUYHO OJHAKOBY TOYHICThH MPH
pi3Hiit 00uHCTIOBaANBHIH cKiTagHOCTI [25].

[puknan oOBiIHOI HA OCHOBI aNTOPUTMY JiHIH-
HOTO TiepenbaueHHs BUAUICHOTO CIEKTpa JUis
CTaHmapTHOro ¢parmenra nociimkeHHs (20 wc)
300paxkeHo Ha puc. 2. Ha OCHOBI I[bOTO pHCYHKa
BHUJIUISIFOTh JIOKAIBHI MaKCUMyMH OOBIHOT st
CIEeKTpa MOBHOTO CHTHANY, SIKI PO3MIAJAIOTH SIK
HeHTpH (HOPMAHTHUX YACTOT.
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Puc. 2. [ToGynoBa 00BiHOI 1151 CIEKTPAa MOBHOT'0 CUTHAJLY

(uucaamu 300pakeHo ¢popmMaHTHI gianazonu 1-4)

8000

[IpoBeneHi monepeaHi JOCTIIKEHHS BKa3yOTh Ha
BiJIMTOBITHICTH PO3MOITY YaCTOT BiTHOCHO TOJIOCHHUX
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3BYKIB, 5IKi BHOCSTH HalOUIbIIYy Bary B (pOpMyBaHHS
(hopMaHT B MOBHOMY CHTHAJi. YCTaHOBJICHO, IIO



Bbe3sneka indopmanintanx cucreM i TexHostorivz, Noe 1(6), 2023

YacTUHA TOJIOCHUX 3BYKIB y OUIBIIOCTI MOB PO3Ta-
moBaHa B actoTHoMy fianazoni 200-500 I'n, a inmra
YacTHHA TOJOCHUX 3BYKIB y miama3oni Bim 500 mo
1500 I'. 3Baxkaroun Ha Lie, palliOHATEHIM € OKPEMHIA
PO3TIISA X YaCTOTHUX Jiala30HiB, M 9ac (hopMy-
BaHHS XapaKTEPHUX O3HAK MOBHOTO CHTHAIY, IIO

JI03BOJISIE MiABULIMTH KiJBKICTH MapamMeTpiB, Ta Ha-
Ompaty OiNbIIy CTaTUCTHKY TIPH BHU3HAYEHHI
MaKCHUMyMiB ()OPMAHTHUX YaCTOT.

PesynpTarom mpoBeaeHOro OISy MiAXOAIB IO
BU3HAYCHHS (DOPMAHTHHX YaCTOT CTAaB AITOPUTM
(puc. 3), Mo CKIATAEThCS 3 TAKUX CTAIIB.

CermeHrartis .
MoBHui - . Pozainenns
Ha BOKaJI130BaH1 —»| Ha 1acoBi (peiimu —»  OTpuMaHHS CHEKTpa
CHUTHAI p
(hparmeHTH Ta nay3u

3HaXOH)KeHH}I. Busnauenns 3HAXOIKEHHS ToGyosa

CiX MAKCHMyMIiB [&— ITOJIOYKCHHS l— . . NSO
y Y YC1X MaKCUCYyMIB 00BiHOT JiHIi

(opmant (dbopmaHT
Pospaxynoxk

ITo6ynoBa rpadikis
TPa€EKTOPIi

3aJI€XKHOCTI 1IJIbHOCTI

HMOBIpHOCTI

Puc. 3. AaropurM BU3HAYEHHS (POPMAHTHHUX YaCTOT

1. CermMeHTamiss MOBHOTO CHWTHaly Ha BOKalli-
30BaHi (pparMeHTH Ta naysu.

2. Po36urrs BokaiizoBanux ¢parmentiB MC Ha
4acoBi (ppeimu.

3. Jlns xoxkHOTO (hparMeHTa OTPUMAHHS CIIEKTpa
Ha OCHOBI BEHBIIET-TIEPETBOPEHHSI.

4. TloOymoBa 0OBIHOI JTiHIl.

5. 3Haxo/KEHHS BCiX MAKCHMYMIiB.

6. BusHaveHHs MoJI0XKeHb (POPMaHTHHX Jliaria30HiB.

7. OtprumaHHS! MAKCUMYMiB (DOPMaHTHHX JTiaria3oHiB.

8. IloOynoBa rpadikiB TpaekTOpii TOIOKEHHS
dopmanT (puc. 4).
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9. Po3paxyHOK 3aJIe)KHOCTI INIIBHOCTI HMOBIp-
HOCTi PO3MOJITY KOXHOI i3 4OTHPHOX (DOPMaHTHHX
4acToT (MakCUMyMiB OPMAaHTHUX YaCTOT).

CermenTauiss MC Ha BokamizoBaHi (pparmenTu i
Nay3d BHUKOHYEThCS METOJIOM OIIHIOBaHHS 3MiH
¢bpaxranbHOi po3mipHOCTi [26]. Y poboTi BH3HAUYEHO,
mo ¢pakTanbHa po3MipHICTs D ISl HEBOKali3oBa-
HuX (parmentiB y 99 % BumaakiB nepeOyBae B
mexax 1,04 < D < 1,45, a ¢ppakrasiibHa pO3MipHICTb
BOKaJIi30BaHUX (PparMeHTiB HE cIiocTepiraiacs MeH-
me D = 1,55 ans wacoBoro BikHa po3mipom 20 Mc.

Onepartiito po30OUTTS BUAUIEHHX BOKATI30BaHUX
¢parmentiB MC Ha yacoBi (peiiMu BUKOHYyBajach
tpeitmamu 10—20 Mc ais TectyBaHHs poO0U0i CIIpo-
MOYKHOCTI METO/TY.

OTpuMaHHS CHEKTpa MOBHOI'O CHUTHAy BHUKOHY-
BaJoCsl 3 BUKOPUCTAHHSM KOMIUIEKCHOTO BEUBJIETY
Mopiie Ha ocHOBI BikoHHOI yHKuii [aycca.

BiamnoBiiHO 10 pO3IJITHYTOrO MiJAXO0y 10 BU3HA-
YeHHs1 (POPMAHTHHUX YacTOT HEOOXiIHO MoOyayBaTH
OOBiZIHY criekTpa Ui KoxkHoro 3 ¢parmentis MC.
[IpoBeneni B Gararbox poOOTaxX NOCHIHKEHHS NPH
noOy/0Bi  00BIZIHOT TPONOHYIOTH BUKOPHCTAHHS
Oe3nivi miaxoAiB, ane y pasi Bu3Ha4eHHs (popMaTHUX
4acTOT caMe KyOi4Hi CIUTAHU T03BOJIAIOTh HANTOY-
Hille BH3HAYMTH BUA Ui€i ¢yHKUii 00BimHOI 3a
3aJaHuMH  3HaueHHsAMHU crnektpa MC. daktnyHo
moOymoBa (QyHKIT 00BIZHOI MpeacTaBisie COO0I0
3agady iHTepnoisumii. BusHaummo, sk U 3amada
PO3B'SI3YETHCS Y HALLIOMY BUIAJIKY.
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Posrnsiemo criektp MC, sik yHKIIiI0, BA3HAYCHY
B TOYKax Xg,Xq,Xy,...,Xy, J€ BIJOMI 3HAYCHHS
nesikoi pyHkuii f(x), a came Yo, V1, Y2, -+, YN-

Iareprniomoemo rpadik Gpynkii f(x) modymoBoro
¢byukmii F(x) Takoi, mo HaOyBa€ B 3a3HAYECHHX
TOYKaxX Ti X 3HaueHHs, TOOTO F(Xy) = Vo, F(x1) =
=Y. Fxy) = yn-

3 reOMeTpUYHOT TOYKH 30pYy CTOITh 3a/1a4a MOIIy-
Ky MEBHOTO THITy KpuBOi ¥ = F(X), 110 MPOXOJUTh
gepe3 Hallip mpeacTaBiieHuX ToYoK. [lomioHa 3amaua
MOKe MaTh 0arato po3B'SI3KiB UM PO3B'SI3KA MOXKYTh
OyTH BificyTHI. Y Tporieci BUKOPHUCTaHHS KyOi4HOTO
craiiny Hama ¢yHkuis F(x) npencrasnse HaOip
(parMeHTiB, 10 BU3HAYEHI HA KOXXHOMY iHTepBai
[Xk—1; Xi], Ta MOKE MaTH BULIIS

Fr(x) = ag + by (x — x3) + i (x — x3)* +
+dk(x — xk)3
F = Fy st [xg; x4]

(1)

F = Fy anst [xy_q1;xy] ie N — KilbKiCTh TOYOK,
3a IKUMH [TPOBOJUTHCS 1HTEPIIOTISIIISL.

3BUYaHO, 10 KOE(DIIiEHTH TOTiHOMA Ay, Dy, Cp, A
OyIayTh BIAPI3HATHUCS [UISI KOXXHOTO 3 BiAPI3KiB
[s—15 x5 ]-

Jlyis BU3HAaUEHHS KOCMIIIEHTIB HAKIIAAAE€ThCS PST
YMOB, cepe/l SIKMX TaKi:

PiBHicTh npyrux moxigHux (YHKIIT Ha KIHISX
Bijipizka [x; xy]:

F"(x¢) = 0,F"(xy) = 0. (2)

BesnepepBHocTi mepmoi i apyroi moximHOT
¢ynkuii F(x), a TaKoXK:
Fie—1(X—1) = Fie(Xp-1),
Fi_1(x—1) = Fie(x-1), (3)

F_1(x—1) = Fi' (xx-1),
npu k = 2,3,...,N
3anumiemo noxinHi QyHKUii Fj, y BUTIsII
Fi(x) = by + 2¢4 (x — x3) + 3d; (x — x3)?, 4
Fy' (x) = 2¢, + 6dj (x — xp).

3Ba)kal04M Ha OMHUCAHI BUILE YMOBHU, OTPUMYEMO
TaKy CUCTEMY PiBHSHb:
a; = bihy + c1hf —dihf = y,,
ar =yuk=12,..,N,
A1 = @ = bhy + chf — dihg,
k=23..,N,

by-1 = by — 2cihy + 3d; hZ,
k=23,..,N,
Cr—1 = Cx — 3dyhy, k=

()

2,3,...,N,
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Cl _3d1h1 = O,
CNZO,
hk =Xk — Xk-1, k= 1,2,...,N,

Ly = Ok = Yi-1)/hk, ¢ = 0.

IcHye pocuth OaraTo BapiaHTIB pO3B'SI3aHHSA
npeacTaBieHol cucTeMu piBHsHb. [ po3B'szaHHs
OyZileMO BUKOPHCTOBYBAaTH METO/] TPOTOHKH.

B ocHOBI MeTOny NeXHTh 3acTOoCyBaHHS Koedi-
Li€HTIB, 10 OyAyThb KOperyBatucsi Yy TpoLeci
HaJamTyBaHHS. BuzHaunMo xoedimieHTH y BUTIISAL

81 = = ha/(2(hy + h2)),

ac

A =3 — 1)/ Q2(hy + hy)), (6)
§p_q = e
L 2hy_q + 2hy + M1 8k—s
k=34,...,N,
Mg = (Blg—3lg—1—hg—1Ak—2) @)

" (2hgoi+2Rhthg_18k—3)

Ha ocnosi xoeghiyienmie npo2ory ompumyemo ¢y,
3a aneopUMMOM 360POMHO20 NPO2OHY:

Cr-1 = Og—1Cr + Ag—1,
k=N,N—-1,N-2,...,2.

VYce e 1a€ MOXKIIMBICTh BU3HAYUTH KOEQiliEHTH
by i dj 3a popmymnamu

2¢ci.hy, + hy.cp_
k Tk 5 Kkl k=12,..,N

dk = (Ck — Ck—l)/(Bhk)' k= 1,2,...,N.

TakuM 4rHOM, pe3yabTaTOM OMHUCAHOTO AJITOPHUT-
My OynyTh KoedimieHTH by, Cy,d) U KOXHOTO 3
pO3MIAHYTHX iHTEepBasiB rpadika cnexrpa MC.

Pesynprarom po3paxyHky oOBigHOI Oyne rpadik
cnekrpa MC y 3amaHomy ¢parMeHTi Ta oOBiIHOI
CIIEKTpa JUTA IIbOTO K iHTepBaiy (puc. 5).

BusHauaroun MakCUMyMHU OOBITHOI  CIIEKTpa
(puc. 5), OTpUMYEMO MaKCUMyMH YOTHPBOX MEPIINX
¢opmant. Habip dopmant s koxxHOro (permy
300pakeHO Ha Trpadiky BiAMOBIAHO 1O YacCTOTH
dbopmanTu Ta HOMepa ¢peiimy, 3 SKOro BoHa Oyia
orpumana (puc. 4). AHaii3z nmporo rpadika nokasye
JOCTaTHRO BHCOKY CTaOUIbHICTH BH3Ha4eHHS (op-
MaHTHHUX YaCTOT JUIsl PO3TIIIHYTOTO Y TIONIEPEHEOMY
JIOCJTI/DKEHHI MOBHOTO CUTHAJTY.

3 METOI0 OLIHIOBAaHHS Ta MOPIBHSHHS 3aIllpomo-
HOBAHOTO METOAY 3 METOAaMH, IO BHKOPHUCTO-
BYIOTBCSL Y BIZIOMUX (OPMaHT-TpeKepax, BUKOHAHO
HACTYITHE JIOCII/IKECHHSI.

Hdns  pocmimxeHHs po3risganuch  (HOpMaHT-
tpekepu PRAAT, SNACK, ASSP i DEEP.
HanamTyBaHHS KOXHOTO 3 HUX 3IIHCHIOBAJIOCS Ha
OCHOB1 HabOpy mapaMeTpiB 3a 3aMOBUYBaHHSM, IO

(8)

b = L +
k k (9)
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OyJ10 3aKJIaIeHO PO3pOOHKUKaMU X Tpekepis. Habip
HaJIAIITYyBaHb U1 KOXKHOTO 3 TPEKepiB IPEICTaB-
neHo y Ttabn. 1. OcHOBHI mapamMeTpy HajallTyBaHb
BIJOMUX TpeKepiB BWU3Haue€HO Ha OcHOBI [21].
HeoOxigHo TakoX 3a3HAYMTH, 1[0 KOXKEH 13 IUX
BIIOMUX TpPEKEepiB Ma€ OCOOTUBOCTI BUKOPHUCTAHHS
BigmoBigHo 1o crari ocoou, Tak: PRAAT ontu-

Magnitude (dB)

1 | 1

MI30BaHO IIsI MOBHHX curHaimiB kiHok, SNACK Tta
ASSP ontuMi3oBaHo I1ii MOBHI CUTHAJIH YOJIOBIKIB.
DEEP, six omtucaHo y po3poOHHKa, ONITUMI3yBaBCs Ha
HaOopi gaHux 67 XiHOK Ha 95 4YOJOBIKIB, TOMY,
MO>KITUBO, BiH OyJle TOYHIIIIe MPAIfOBATH 3 MOBHUMU
CHI'HaJIaMH Y0JIOBIKIB.

0 1000 2000 3000

4000

5000 6000 7000 8000

Frequency {Hz)

Puc. 5. OoBinna cnekrpa MC

Taonuysa 1
HanamryBanHst popmMaHT-TpeKepiB,
BUKOPHCTAHUX Y JOCHTiIZKEHHI

CTAJIOHHOIO PO3MITKOIO MOBHUX CHUTHAJIIB Ta PE3yJib-
tatamu (POpMaHT-TpeKepiB (TadiI. 2).

= Tabnuysn 2
: | 5 |3 g |8 is O s ot T
EOl B 5| T |5\EF) | s -
g 12| s | ¢ |g| b |82
formants 5 4 4 4 4 S & x <ZE g UDJ §- g
L GE) o ) o
LPC 10 12 18 n/a | nla L
preemph 50 Hz/oct | 0,7 0.96 unk | — f 97 104 82 61 78
window gauss | cos4 | blackman | unk | gauss Al m 161 92 71 53 70
w.length, ms 25 25 25 unk | 25 f 185 197 172 99 89
stepsize, ms 10 10 10 10 | 10 F2 m 215 209 109 84 91
f 194 183 | 215 | 156 167
HaHaIHTYBaHHSI qaCoBUX iHTepBaHiB BJIaCHOT'O F3 m 247 261 113 171 144

METOAY Ma€ BiANOBiZATH po3Mipy MOAIOHHMX iHTEp-
BaJIiB AJIs iHIIMX (DOPMAHT-TPEKEPiB ISt KOPEKTHOTO
MOPIBHSHHS, TOMY BHKOPUCTOBYIOTH PO3MIp BiKHa
25 ms i3 kpokom 10 ms.

VY nociiKeHH] TpeKepH CaMOCTIHHO BUKOHYBAJIH
CerMEHTAIliI0 Ha BOKaJIi30BaHi ()parMeHTH 1 Mays3H,
3actocoByroun pgatacer VTR-TIMIT, y Bumangky
HEKOPEKTHO1 cermMeHTauii (HeBoKasizoBaHMi (hpar-
MEHT BBa)KaBCSl BOKaJII30BaHUM) TIOMHJIKOBI Pe3yJib-
TaTH CETMEHTAL] BUIIYJaJIics 3 PO3IIISAY.

Sx mapameTpu NOPIBHAHHS BHKOPHCTOBYBAIU
CepeIHbOKBAIpaTHUHE BIAXWIECHHS (OPMaHT MiXK

Posrnsin came Tprox (hopMaHT, 3aMiCTh YOTUPHOX,
nos's3anmii i3 TmM, 1m0 B garaceti VIR-TIMIT
pPO3MiYeHi eKkcrepTamu juiie Tpu GopmaHTH. Kpim
TOTO, TpPOBEICHUI aHami3 poro naracery [27]
MOKa3aB CEepeHE BiAXWICHHS YaCTOTH MaKCUMYMY
st 1-3 dopmanr Bignoeiauo 78, 100, 111 I'i, Tomy
OTpUMaHi 3HAYEHHS JIOCTATHHLOI MIpOIO BIJIOBI-
JIAI0Th paHillle MPOBEACHUM JOCITIHKEHHSIM.

[NopiBHANEHMIA aHANI3 TOKA3Y€E TOCTATHHO BUCOKY
TOYHICTb BU3HAUYEHHS (HOPMAHTHHX YACTOT IOPiB-
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HSHO 3 iCHyr4nMH (popMaHT-Tpekepamu. BHHATOK
crocyerbess DEEP, ane 3Baxatoum He Te, IO BiH
HATPCHOBaHHWU Ha caMe I[bOMY JaTaceTi, MOXHa
BBaXKaTH, 110 METO]T IOCTaTHRO JA00pe moKasye cebe
mopiBHAHO 3 iHmMWMH. Ilopsm i3 UM, HEOOXiIHO
3a3HAYUTH TMPOCTOTY pealtizailii, HU3bKy O0OYHUCITIO-
BaJbHY CKJIQJHICTh, IIBUAKICTh 1 BIAMOBIAHICTH
METO/Ty HasBHUM (hi3MYHHM IIPOIIECaM.

4. BUCHOBKHA

Ha ocHOBi ornsny iCHYrOUMX MiIXOJIB JI0 aJiro-
pUTMy BU3HAueHHs (POPMAHTHHX YACTOT YCTaHOB-
JIEHO HasSBHICTH CKJIATHOCTI IXHBOI peamizalii Ta
YaCTKOBY BIJCYTHICTH (hi3MYHOTO OOTPYHTYBaHHS
orieparliii, o BXOAATh A0 IXHBOTO CKIIaAy. 3amporo-
HOBaHO METOJ] BU3HAYCHHS ()OPMAHTHHUX YACTOT, IO
SK BXiJ] BUKOPHCTOBYE CIEKTpallbHE PO3KIIAJaHHS
MOBHOI'O CHTHAJIy Ha JBa Jiala3oHu, IO BiJIOBi-
Jal0Th YaCTOTHUM MEXaM TOJIOCHHX 3BYKiB. [Ipex-
CTaBIICHO aJTOPUTM OOYHCICHHS OOBiNHOI, a TaKOXK
OIHC METOJy BU3HAYCHHS MapameTpiB (GOpMaHTHHX
gacToT A0 noOynoBu (yHKHIi LITBHOCTI WMOBIp-
HOCTI, [0 MOXKe OyTH BHKOpHCTaHa Mija yac Oe3rmo-
CepeIHBOTO TMOPIBHAHHS B 3aJadi MPUHHATTSA pilie-
HHS II[0JT0 MOBHOI i1eHTHdikarii ocoou. [lopiBHIHHS
METONly 3 IHIIMMHU TOAIOHUMH METOIaMH ITOKa3ajo
3aJI0BiJIbHY TOYHICTh. BUKOpHCTaHHS 3alponoHOBa-
HOTO METOJY Pa3oM i3 METOJOJIOTIEI CEerMeHTaIlil
MOBHOI'O CHUTHAJy JIO3BOJIATH 3HU3MTU MOXUOKY ITiJT
yac BUIUJIEHHS (QOpPMaHT, IO NpPHBEIE IO IiJBH-
IIEHHS TOYHOCTI NPUHHSATTSA pIlIeHHS y Tporeci
moOyIOBU CHCTEM iIeHTH(IKaIlii MOBHOTO CHTHAITY.
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Method of determining formant frequencies
using spectral decomposition of speech signal

Formants are one of the main components of speaker identification systems and the accuracy of formant
determination is the basis for the efficiency of speaker identification systems. Improving existing speech recognition
systems will significantly simplify human-computer interaction when the use of classic interfaces is not possible, as
well as make such work more comfortable and efficient.

The necessity for research on this topic is due to unsatisfactory results of existing systems with low signal-to-noise
ratio, the dependence of the result on humans, as well as low speed of such systems.

The following four main formant trackers were used for comparison with the proposed method: PRAAT, SNACK,
ASSP and DEEP. There are a number of studies concerning the comparison of formant trackers, but among them it is
impossible to single out the one that has the best efficiency.

The selection of formants is accompanied by a number of problems associated with their dynamic change in the
language process. The complexity is also caused by a number of problems related to the close location of the peaks in
the analysis of spectrograms and the problems of correctly determining the peaks of the formant maxima on the
spectrogram. Determining the location of the formant on the spectrograms of the vocal signal is quite easy to perform
by man, but the automation of this process causes some difficulties.

The selection of frequency formants was proposed to be performed in several stages. The result of the review of
approaches to the determination of formant frequencies has been the algorithm consisting of the following nine stages.
The segmentation of vocal signal into vocalized fragments and pauses is performed by estimating changes in fractal
dimension. Obtaining the spectrum of the vocal signal has been performed using a complex Morlet wavelet based on
the Gaussian window function. PRAAT, SNACK, ASSP and DEEP formant trackers have been considered for the study.
Each of them has been configured on the basis of a set of default parameters set by the developers of these trackers. A
set of settings for each of the trackers has been used for comparison. In the study, trackers independently have been
performed segmentation into vocalized fragments and pauses using the VTR-TIMIT dataset.

The comparative analysis has been showed a fairly high accuracy in determining the formant frequencies in
comparison with existing formant trackers.

Keywords: speech signal; formant frequencies; spectral decomposition; computational algorithm; wavelet analysis.
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IHTENNIEKTYAJIbHA MOAEJ1b KNACU®DIKALII
MEPEXXHUX NMOAIN I3 KIBEPBE3INEKUA

Yepes 30inbuLeHy CKIAOHICMb CYYACHUX KOMN'TOMepHUX amax, 6uHuUKae nompeba y gaxisysx iz Oesnexu He minbKu
071 8UAGNEHHS WKIOAUBOT AKMUBHOCMI, dle | O BUSHAYEHHS IONOBIOHUX KPOKI8, K NPOXOOUmMuMe 3106 MUCHUK ) XOOI
sukonanua amaxu. Heszeadxcarouu na me, wo 6uAeieHHA eKCHIOUMIS i 6pasIueocmeli 3poCcmac 3 KOMCHUM OHEM,
DO3pobNeHHA MEMOOi8 3aXUCTy NPOCY8AECMbCA NOMIMHO NOGIIbHIWE 3a po3pobienta memodie nanady. Came momy ye
6ce uje 3anUAEmsbCst 8IOKpUMo 00CTIOHUYbKOI npobiemoro. Y yill cmammi npedCmasisieMo 00CAIOHCeHHs ) 2any3i
ioenmugpixayii. Mepedxcnux amax i3 6UKOPUCTHAHHAM HEUPOHHUX Mepedc, 30Kpema 6azamouiapogozo nepcenmpond
Pymenvxapma, ons eusenemns ma npoeHO3Y8anHs MAuOyYmMHIX NoOitl MepexcHoi 6e3nexu Ha OCHO8I NonepeoHix
cnocmepedicenv.  [na  3ab6e3neuenHs AKOCMI Npoyecy HABYAHHA U OMPUMAHHA OANCAHO20 Y3A2AbHEHHS MOOei
BUKOPUCTAHO 4 MIH 3aNUCI8, HaKOnUYeHux npomsazom 7 Ouie Kanaocvxkum incmumymom xibepoesnexu. Haw pesynomam
O0eMOHCIMPYE, WO MOOeni HeUpPOHHUX Mepedxc, wo 6a3yiomvcs Ha 0azamouiapogomy NepcenmpoHi, MOICYmb
BUKOPUCOBYBAMUCS NICSL YMOYHEHHSL 0151 UAGIEHHS MA NPOSHO3YEAHHS NOOTI MEPEXCHOT De3neKu.

Knrouoei cnosa: 6e3nexa inpopmayitinux cucmem; HeUpoOHHA Mepedica;, MepedxcHa besneka,; npocHO3Y8aHH.

1. BCTYII CHUCTEMH 3aJICKHO BiJI TEXHOJIOTII, 110 BUKOPUCTO-
BYETBLCS JUIsl BUSIBIICHHSI aTaK, IPUHHATO PO3ALISATH
Ha JIBI OCHOBHI TPYyNH: CHCTEMH BHSIBICHHS 3I10-
BMHUCHOI TIOBEJ[IHKM KOPHCTYBadiB; CUCTEMH BHSB-
JIEHHS aHOMAalbHOI TOBENIHKH KOMITHOTEpPHOI
cucTeMu. Y TepIIOMY BHIIAJIKy MTOPiIBHIOETHCS 1ma0-
JIOH aTakd 3 TOTOKOM TOJMIA, Yy Jpyromy —
MOPIBHIOETHCSL MAOJIOH HOPMaNbHOI TMOBEIIHKH
CUCTEMH 3 MOTOKOM noaiid. [IpuiiHsaTo BBaXkaTH, 110
3aBlaHHS BUSBJICHHS BTOprHeHb y mepexi TCP/IP
3BOJIMTHCS JI0 pO3Mi3HaBaHHs 3a1a4 [ 7-9]:

* CTPYKTYpPHI 03HaKH (CUTHATYpH) BiJIOMHX BHUJIIB

Hlopoky 10 3aranbHOI KiIBKOCTI MPOrpaMHOTO
Koy Aoaaerbes 111 TpUIBHOHIB PSAKIB, MPUIOMY
KOXKEH PSJIOK IOTEHUIHHO MOXKe OyTH HOBOIO
Bpa3jMBICTIO 1, K HAcHigoK, MOXxe OyTH peani-
30BaHa aTaka HYJIbOBOTO JAHA. 3a3HauuMo, LI0
TEXHONOT1{, sSIKi BUKOPHUCTOBYIOTHCSI 3JOBMHUCHH-
KaMHU ]IS aTaK Ha KOMIT'TOTEPHI CHCTEMH Ta MEpPexi,
CTalOTh yC€ CKIIATHINITUMH Ta JOCKOHAmmuMu [1].
BuBuaroTe OaraTo IIAXiB  pO3B'sA3aHHSA  INi€l
mpo0eMu, 30KpeMa i TeXHOJIOTIi, 110 J03BOJISIOTh
CTBOPIOBAaTH 3axWIlEHE IporpaMHe 3ale3ledyeH-

us [2]. I3 miero mMeToro Juis aBromaru3anii npouecis  3TaK; ) )

KOHTpPOJIIO moAii Oe3nekn B  iH(opMamiiHUX * IHBAPIAHTHI O3HAKW CTPYKTYpH IpaBMIIbHAX
cUCTeMax TPAJAHIIHHO BUKOPUCTOBYIOTH CHCTEMHU 06‘11’10310333“'11’17(_“1301[6013; .
BusisienHs:  Bropruedb (IDS/IPS  —  Intrusion * KOpCIALiHHI 03HAKH HOPMATBHOTO (YHKIIOHY-
Detection/Protection System), ocHOBHMM 3aBaaH-  BAHHS PO3MOJUICHHX OOYHCIIOBAILHUX CHCTEM.
HAM SKMX € aBTOMATH3aIlis TpPOIeCy BHABICHHS V pasi npobiemMu 3 pO3Mi3HABAHHAM MEPEKHUX

aTak a00 HEMpPaBOMIPHOTO 3acTocyBaHHs [3—6]. Ili ~ aHOManili BAHMKAIOTH JEAKi TPYIHONII, AKi B OCHOB-
© Bbab6enko T., Birnan A., MupyTtenko JI., 2023
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HOMY TIOB'AI3aHi 31 3pOCTal04YMM IOTIMTOM Ha BHUSB-
JICHHS paHillle HEBIIOMUX aTak 1 JECTPYKTUBHHUX
BILIMBIB, 1[0 ¥ CBOIO YePry MOTPeOye:

* TOOYJOBH ETAJIOHHUX MHOXXHH HOPMAJIbHOTO
(ceMaHTUYHO TPaBHIBHOTO) MPOQIII0 MNOBEAIHKH
CHUCTEMH B YMOBAaX HEBH3HAYEHOCTI BIUIMBIB 30B-
HIITHBOTO CEPEIOBUIIA;

* BU3HAYCHHS HEOOXIMHUX 1 JOCTATHIX iHQOp-
MaTHUBHUX O3HAK;

* 1moOyI0OBH MPaBUJI BU3HAUCHHS aHOMAITiH.

Sk mpaBWii0, BUSABICHHS MEPSKHHX aHOMAUTIH
3IIHCHIOETBCSI 32 CXEMOIO, B SAKii BHOKPEMIIIOIOTH
Taki ¢yHkiionansHi 610ku [10]:

* anawi3 iHopmallii, IO MiCTUTHCS B 3arOJIOBKAX
IP-neiirarpawm;

* 100y/a0Ba MPOTHO3YBaHHS;

* MOIIYK Ta OL[iHIOBAHHS aHOMAJTIif;

* peakilis Ha aHOMAJTIIO;

* HamoBHEHHS Ta/abo penaryBaHHA 0a30BUX
npasui IDS/IPS.

3i0bpaHy cTaTHCTHYHY iH(pOpPMAII0 BHKOPUCTO-
BYIOTB /715l TOOYJIOBY MaTeMaTHYHOI MOJIENI IPOTHO-
3yBaHHS Tpadika Ha OCHOBI MHKIIIYHOTO aHAIi3y
JacoBHX psaiB. Llg Moaens 103BoIIsiE€ TPOTHO3YBATH
3aBaHTa)KCHHS MEpPEeXi HAa OCHOBI MOUIYKY 4YacTOT Y
MepeXHOMY Tpadiky.

VY Bcix Bumnaakax IDS He 3Moke BUSBUTH BTOPT-
HEHHSA, TOMY IO HE 3MOJXE BiJPi3HUTH HOTO BiX
(hoHOBOTO O110TO LIyMY, SIKMI iCHY€ B Oy/Ib-sIKiii CHC-
TeMmi depe3 claOKiCTh IHCTPYMEHTY aHaii3y MaKeTiB
a0o BiJICYTHICTh CUTHATYPH BiJIIOBITHOT aTaKH TOIIO.

O1xe, OIIBIIICTE TUIIOBUX CIIOCOOIB BHUSIBICHHS
aTak i1 mpOoTHii M MarOTh HU3bKY TOYHICTH 1 HIBHI-
KiCTh 1 HE JO3BOJIAIOTH €PEKTHBHO MPOTHIISTH SIK
BiJIOMHM aTakaM, TaK i aTakaM HyJIbOBOTO JTHS. Tomy
PO3pPOOJIAETHCS BEJIMKA KUTBKICTh PI3HUX TEXHOJIOTIH
3aXHCTy KOMITTOTEPHUX CHUCTEM Ta MEpeX, 3acHO-
BaHWX HAa TEXHOJOTISIX MEPEeBIpKU JaHWX 13 BHKO-
PHUCTaHHSIM IITYYHOTO 1HTENEKTY i3 3aCTOCYBaHHSM
Heiiponnux mepex [11-15]. Lle nos's3aHo 3i 37aT-
HICTIO HEHpPOMEPE)KHOI CTPYKTYpHU PpO3B'S3yBaTh
3aBJaHHS, 10 BAXKKO (POPMANi3YIOThCS, a TAKOXK 3 ii
3MATHICTIO JI0 HaBYaHHS, CaMOOpraHizamii Ta
y3arajgpbHeHHs. Takuil miaxix J03BOJISIE OTPUMYBATH
MoOJIeJli, 37aTHI IMIBHJKO aJanTyBaTHCS 10 HAaBKO-
JUIITHKOTO CEpPEeNIOBHINA Ta MPOTHO3YBATH PO3BUTOK
MpoIiecy Ha OCHOBI SIKOCTI y3aranbHeHHs [16, 17].

IITy4Hnit iHTENEKT — TEPMIH y HIMPOKOMY CEHCI
— CIMPAETKLCS 32 JIOTIOMOTOI0 KOMIT'FOTEPIB Ha iMiTa-
1ii MOMJIMBOCTEH JIOAMHU: TOYYTTS, PO3YMiHHS,
pearyBaHHSI.

MarmuHHe HaBYaHHS — 001acTh MITYYHOTO iHTE-
JIGKTYy y PpO3IUII KOMI'IOTEPHUX HAyK, € YacTo
BUKOPHCTOBYIOTh CTaTHCTUYHI METOIH, 100 AaTu
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KOMI'IOTEpPaM MOXKITUBICTh "HaBYATHChH" (HAIIPHKIIAT,
IIOCTYTIOBO ITiJIBUIIIyBaTH IMPOXYKTUBHICTh y KOH-
KpeTHiit 3amauai) [18].

Posrnsigatoun Hayky npo AaHi, 3a3HaYUMO, IO AJIS
BHKOHAHHS (BUKOPHCTAHHS) aJITOPUTMIB MAITHHHOTO
HABYaHHSI HEOOXiJHE BU3HAUCHHS HAOOPIB JaHUX,
BHOIp BIAMIOBITHUX 3MIHHHAX Ta METPHK,  TAKOK BHKO-
HaHHS PI3HHUX iH(POpMaiHHO-IH)KEHEPHUX 3aBAAHb:
MOUIYK TPHUXOBAaHUX 3aleXKHOCTeH, 30ip [JaHuX,
HaBYAHHS], IHTErpamis, Bi3yaizallis, BH3HAYCHHS
MPOIYKTUBHOCTI aJTOPUTMIB TOLIO.

Koxna Monmenr HaBYaHHA Ma€ IPYHTYBATHCS Ha
MEBHOMY aJropuTMi. 30KpeMa, J0 HHUX HaJeKaTb
knacudikalis, KI1acTepH3arisi, acoliaTUBHI IpaBuia,
morauOJeHe HaBYAaHHSA, pErpecis, 3iCTaBICHHS i3
3pa3koM. Bulip anropuTMmy 3aieXuTh BiJl KiHLIEBOI
METH, Ky OTpiOHO gocsartu. Mozens ineHTudikatii
nmojii KiOoepOe3meku, MmO PO3TJISLAAETHCS B IbOMY
JOCTIDKEHHI, 3aCHOBaHA HAa HABYaHHI 3 YUATEIEM Ta
Ha anropuTMax kiacugikanii HeHpOHHUX MEPEK.

2. MATEPIAJI I METOAN

Y xoni po3B's3aHHS 3aBIaHHS Kiacugikamii mo-
niii, 1mo BigOyBalOThCS y TMpoOIeci MepeKHOL
B3a€MO/Iii, BHHHKAIOTHh IMPOOIEMH, B OCHOBHOMY
MOB'sI3aHi 3 HEOOXIIHICTIO OOJIKY HEBIJJOMUX aTak 1
JNECTPYKTHBHHX BIUIMBIB, III0 Y CBOO Uepr'y BUMarae:
CUCTEMH B YMOBaX HEBU3HAUYCHOCTI BILJIUBIB 30BHIIII-
HBOTO CEpEeNOBUINA, BU3HAYCHHS HEOOXiMHUX 1
JOCTaTHIX 1H(QOPMAaTHBHUX O3HAaK Ta IMOOYIOBH
MIpaBUJI BUSABJICHHS aHoMaJIil [19, 20].

AHanoriyHe 1 MEHII CKJaJHE 3aBJaHHS BUKO-
HaHO JJIs aTak 13 3actocyBaHHsM (iH'ekiii) SQL
(Structured Query Language) [21]. SQL-ix'exmis —
[le araka, 10 peali3yeTbcs ILUIAXOM Moaudikariii
3amuTiB 70 0a3u JaHWX 32 PaxyHOK eKCIuTyaTtarii
Bpa3NMBOCTEH, WO MICTATBCS Yy BeOJO/aTKAX.
VYcnimHa peaiizamiss aTakd Ja€ 3JIOBMUCHHKY
MOJJIMBICTb OTpUMAaTH KOHGiAeHUiHYy iHpopma-
1110, 3MIHUTH 200 3HUIINATH ii.

Jnst cuHTE3y ¥ aHanizy Mopeni igeHTHdikamii
atak SQL-iH'exnii Oynu miaroToBieHi HaOOpHU
JaHWX TIOMEPeHhOTO HABYAHHS, KOHTPOJIO Ta
TecTyBaHHS. HaBuanbHuiéi Habip JaHMX MiCTUB
napaMeTpH HaBuaHHs;, BHUOIp mnapaMeTpiB OyB
EBPUCTUYHO 3aCHOBAaHMH Ha aHali3i OCHOBHHX
03HaK aTak, ki MoxxyTh mictut URL-anpecy.

[ITyuni HEHpOHHI Mepexi — Ie MaTeMaTH4Hi
MoJieTi Ta iXHi mporpaMHi uu anapatHi peanizauii. Leit
TEPMIH 3'BJISETHCS IMiJ]] YaC BUBYCHHS MPOILIECIB, IO
BiZIOyBaIOTHCS B MO3KY, Ta 3a CIIpoOM 3MOJIETIIOBATH 11i
niportecd. OCHOBHUMHY TIPUHITUIIAMH € THTEPIIPETaIis
CCHCOPHHUX JaHWX 3a JOTOMOTOI0 CBOTO POJIY MalllH-
HHOTO CHPHUHSATTS, MapKyBaHHA ab0 yrpyrnoBaHHS
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TaHWX, 110 HamxoasaTh. O0pasw, M0 PO3IMi3HAIOTHCS, €
YHCJIOBUMH 1 MICTSTHCSl Y BEKTOpax, B SKi TPAHCIIIO-
F0ThCS Oy Ib-siKi iHIIi qaHi [22].

Koxen By30i1 Mae oiH a00 KiJIbKa BXOJIIB 1 OJTUH
Buxin. Helipon mae nBa pexXxuMu poOOTH: PEXUM
HaBYaHHS Ta PEKHM BUKOPUCTAHHS a00 TECTyBaHHS.
VY pexumi HaBYaHHS HEHPOH HABUAETHCS pearyBaTh
Ha TIEBHUH BXiAHWHN MI1abiioH. Y pobovYOMYy peKuMmi
HEHpOH pearye Ha BXiJAHWH MIa0JIOH 1 MOB'A3Y€E BUXi.
SIK10 HEHpPOH OTPUMYE Ha BXiJ HETHUITOBHH HaOIp ma-
paMeTpiB, BiH caM BU3HAYa€, aKTUBYBATH ceOE UM Hi.

Koxen BXimHMI cHTHAT Mae BiAMOBIAHY Bary, sika
PO3paxoOBYETHCA HA OCHOBI BXIJHHUX JaHUX. SIKIIO 11e
YHCIIO IEPEBUILUTH MOPIT, HSUPOH CIPAITIOE.

AKkTHBaLlis OyIb-IKOTO HEHpOHA PEryIOEThCS
HOT0 aKTHBALIMHOIO (PYHKIII€IO.

HeifiponHi Mozemni nmpaIroioTh BUKJIIOYHO 3 YHCIIO-
BUMH JIaHUMH, TIPE/ICTABICHUMH B JCIKOMY YHCIIO-
BOMY /Iialla30Hi, TOMY Ha NEpPIIOMY €Talli JOCIipKe-
HHs po3pobierno kmacudikatop URL. Lle mporpam-
HU Moaynb, akuid neperBoproe URL-agpecy Ha
IBiiikoBHUH QopMaT i BCTAHOBJIIOE JIOTIYHUHN 11CHTH-
dikarop “"true (1)", skmo aapeca BiIIHOCHTHCS 0
araku, i "false (0)" — B inmomy Bumaaky. Takum
4iHOM, 151 KoxkHOI 3 URL-anpec 0yi10 3reHepoBaHO
BXiIHUI BEKTOP, TOOTO BUX1IHUI BEKTOP MOKE OYTH
MpeicTaBIeHuH y opmaTi

Xnl,

Je N — KUIBKICTh MapameTpiB
BUKOPHUCTOBYEThCA Yy madmonax SQL.
Ha ocHoBi 11b0OT0 MiIX01y HEHpoMepeKHa MOAETb
MaTUMe Ha BXoji N HelipoHiB. KoxxeH BekTop xapak-
TEpU3YETHCS TapameTpoM: aob0posikicHuit (0) — He
BiJIHOCHUTBCS JI0 Hamanmy, Ta iH'exuidauii (1) — BimHO-

XT = [xlxz

3amuTy, 110

CHUTBbCS 10 Hamaay. JlocTaTHRO MaTH Ha BUXOZ] JIHIIE
OJIMH HEHPOH, IO PO3IiIAe BXiAHI BEKTOpH HA JBa
kimacu 0 Ta 1.

Y pe3yibTari BifHOCHA TOXMOKAa CHHTE30BaHOI
MOJIeJTi Ha KOHTPOJILHOMY Ta JAOCIiTHOMY 3pa3kax He
nepeBuinye 5 %. TakuM yMHOM, MOXEMO 3acCTOCY-
BaTH TaKWH MiAXiX UIS IIHPIIOTO CIIEKTPa ITOIiH
Oesmeku i aTak.

MeToro UBOT0 OCTIIKEHHS € BUBYCHHS MOXKIIU-
BOCTEH BUKOPHUCTAHHS IITYYHUX HEUPOHHUX MEPEK,
30KkpemMa TmepcentpoHa Pymenbxapra (okpemmuid
BUMAJIOK MepcenTpona Pozenbnarra) i BUSBICHHS
MEpPEXHHX aTaK i MPOTHO3YBaHHS MOiH, MOB'I3aHUX
i3 MepexxHor0 Oe3mekoro [23, 24]. s 3abe3nevdeHHs
SIKOCTI TIPOIleCY HaBUaHHS W OTPUMAaHHA OaKaHOTO
y3arajJbHEHHsI BJIACTUBOCTEH MOJEIl HEOOXiTHO
MaTH 3HaYHY KUIBKICTh IPUKIIAIIB peasizallii Biamo-
BiIHUX aTak. B excriepuMeHTaNIpHUX IUIAX 310paHo 4
MJIH 3alHCiB, sIKi MPOTSIroM 7 JHIB HaKOIHYWB
Kanagcekuit  iHCTHUTYT KiOepOesmeku. MepexHa
iH(pacTpyKTypa 3710BMHUCHUKA CKiafganacs 3 50 ma-
muH. Oprasizamis-KepTBa MICTHIA 5 BiIAiNiB, 1
KOXEH 3 HUX BUKOPHCTOBYBaB 420 KOpHUCTYBalIbKUX
By31iB i 30 cepsepiB. Habip nanux MicTuTh iH(OP-
MaIlif0o PO TEePEeXOIUIeHHH MepekHuid Tpadik i
CHUCTEMHI XYpPHAIM KOXXHOI MAaIllMHW OpTaHi3aiii-
xepTBH. Cxemy OOpOOJCHHS JaHUX IOKAa3aHoO Ha
puc. 1. [Insg ananizy HabOpy JaHUX BUKOPHCTOBYBAIH
npodineHi oHATTS: B-mipodins i M-tipodiss.

B-nipodine (Benign — no6posikicHuii) — iHKarcy-
JALisS NOBEOIHKM KOPHUCTyBada 3 BUKOPHUCTaHHSIM
PI3HHX METOJiB MAIIMHHOI'O HAaBYaHHsS Ta CTATHUC-
THYHOTO aHamizy (takux sk, K-Means, Random
Forest, SVM i J48).

Hanaguukn Iopnii 6e3mexn Hapuanns Ta nepesipka
O Husuanns ePe?,ym,TaT <=5
3 I:I €1 €2...en-1 €n o \L .
—_— 1
Wi 1
€, €001 €, e | ]
[::].__ 5o Q ]
= 'a ogtist 2 TTogtist 3 Togist 4 Tloaist 5 Tloaist 6 :
© B =
€, 92...en_1 en S oS 1
I:I G F & 1
- s} % _g_‘ Topis 1 Tonis 2 Mogis 3 Toxis 4 Tlogis 5 1
t €, €...€,, €, s . !
L] a
— 2 8
t - €, €...e 1€
= Tlonansie
00poGIeHHS

[otik cupux maHmx

________ > [loTik 06poOIeHNX KaHUX

Puc. 1. Cxema o0po0ds1eHHS JaHUX
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InkancynpoBani QyHKOii — e PO3MOIIN MaKeTiB
MIPOTOKOJTY 32 PO3MIPOM, KITBKICTIO TTAKETIB y TOTO-
I1i, TIEBHOIO CTPYKTYPOIO KOPHCHOTO HaBaHTAKEHHS,
PO3MIpOM KOPHCHOTO HABaHTAXEHHS Ta 3allUTOM
TUMYaCOBOTO TOALTY JUISl IIPOTOKOIY.

Mogenb cKIafa€eTbesl 3 TAKUX KPOKIB:

1. 36ip gaHWX MPO MEPEKHY aKTHBHICTP 13 CHC-
TEMHUX XKYPHAJIB 1 )KypHATIB ITOMIMH.

2. OOpoOJIeHHS MONePEAHIX JaHUX 1 3BEJICHHS iX
710 TIOTPiOHOTO BUTJISIAY.

3. HaBuaHHs Ta TecTyBaHHS HEHPOHHOT MEPEXi.

4. AHaii3 pe3ynbTaTiB.

VY MonentoBaHHI BUKOPUCTOBYBAJIM TakKi MPOTO-
kosm: HTTPS, HTTP, SMTP, POP3, IMAP, SSH ta
FTP. 3a pesympraTamMu 4aCTOTHOTO aHAaNI3y JaHUX
3po0JICHO BHCHOBOK, IO OCHOBHa Maca Tpadika
npeacrapiena HTTP- ta  HTTPS-nakeramu.
M-npodine (Malignant — 3moBmucHuii) — crpoba
OJIHO3HAYHO ONHCATH ClieHapiii araku. Y HaWmpoc-
TIIOMY BUNAJKY JIOJAH MOXYTh iHTEpIPETYBaTH IIi
mpodim, a moTiM ix BuKOHyBaTtH. B imeami mis
iHTeprpeTanii Ta BHKOHaHHS IIMX CIEHapiiB BU-
KOPHCTOBYBATUMYTHCSI aBTOHOMHI areHTH pPa3oM
13 KoMIinsATopaMu. bymo po3risHyTO pi3HI cIe-
Hapii peanizarlii aTax:

* MepeXHE NPOHUKHEHHS: y IbOMY CIEeHapii
37I0BMUCHHH (haiiyl HaJiCIaHO >KEPTBi eNEKTPOHHOIO
nomroro. [Ticns ycnimHoi excrutyaTarii Bpa3aIiuBOCTi
Ha KOMITTOTEP] KEPTBHU 3aITyCKaBCs OEKIOp, MiCIs
4Oro KOMITIOTEp JKEPTBH BUKOPHCTOBYBAaBCS IS
CKaHyBaHHS BHYTPIIIHBOI MEPEXi Ta MOIIYKY HOBUX
MOIITOBUX CKPUHBOK;

» BimMoBa B oOcmyroByBanHi HTTP: y mpomy
CreHapii SK OCHOBHI 1HCTPYMEHTH BHUKOPHUCTO-
ByBasucst Slowloris i LOIC (Low Orbit Ion Cannon
— JIONATOK JUIs CTPEC-TECTYBaHHSA W aTaKH THUILY
"BimmoBa B obcayroByBaHHi" (DoS abo DDoS) i3
BIJIKDHTHM BHUXIJIHUM KOJIOM, Hamucauuii Ha C#),
SKi, SK BiJIoMO, poOJATH BeOCEpPBEPU IOBHICTIO
HEJAOCTYITHUMH 4epe3 OJHY aTaKylouy CHCTEMY.
Araka 3a gomomoroio Slowloris mounmHaeTbes 3
noBHoro 3'eqHanHs TCP i3 BimmaneHUM cepBepoOM.
[HCTpyMeHT TiATpUMYE 3'€HaHHS BiIKPUTHUM,
Biampasnstoun fivicHi HenoBHi HTTP-3ammtu Ha
cepBep yepes NeBHI MPOMIKKH Hyacy, 00 YHUKHYTH
3aKpUTTs cokeTiB. OCKiIbKH OyIb-IKui BeOCepBEp
MOXXE€  OOCIyroByBaTH OOMEKEHY  KUJIbKICTh
MOJJIMBHX IiJKITI0Y€Hb, BUYEPIAHHA BCiX COKETIB
Oyze nuIle MUTaHHIM 4Yacy, i B pe3yJIbTaTi >KOJHUX
IHIITUX MIIKII0YEHDb He Oy1e MPURHATO;

* araka Ha BeONpOTpaMu: y IbOMY CIeHapii
BUKOPUCTOBYBABCS Bpa3IuBUI Be0J0JaTOK
(DVWA — Damn Vulnerable Web App), sxuit
CIeLialIbHO POo3po0sieHo, 00 nomoMOorTd ¢axiB-
LsIM 13 Oe3MeKH NepeBipuTr CBOI HABUYKH B aHaII131
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Oesnexu. [lepmM KpokoM € cKaHyBaHHS BeOcalTy
3a JOMOMOIOI0 CKaHepa BpasiIUBOCTEH Beb3acTo-
CYHKIB, a MOTIM BUKOHAHHS Pi3HUX THUIIB BebaTak
Ha BeOcaiT, BKirodarounm SQL-iH'exmii, iH'ekrrii
CUCTEMHHUX KOMaH] 1 MOXJIUBICTb 3aBaHTAKCHHS
He3axHIIeHUX (aitis.

Jlo crioco0iB BUSABICHHS Bpa3IMBOCTEH Mporpam-
Horo 3abe3medeHHs M1 SQL-iH'eKIMii HaIeKaTh:
($yHKLIOHATBHE TeCTyBaHHs (YOpHA/0isla CKpUHBKA);
¢a3uHr (TexHika aBTOMAaTH30BAHOTO TECTYBaHHS
MPOTPaMHOT0 3a0€3MeYeHHS, AKa MOJIATA€ B TOMY, L0
Ha BXiJl IpOTrpaMu MOJAI0Th HEIINCHI, HeBIIOBITHI
a00 BWIIAJKOBO 3TCHEPOBaHI JaHi); CTATUYHMIA,
OUHAMIYHWHN, Py4YHUH aHaJi3d BUXITHOTO KOIY.
Takox ciig 3a3HAYNUTH, IO TApajeIbHO 3 MOIIYKOM
BpPa3NUBOCTEH y  MPOTPaMOBAHUX  IporpaMax
3a3BUYall BUKOPUCTOBYEThCA MIMPOKHiA criektp WAF
(Web  Application  Firewall OpanamMayep
BeOI0AaTKIB). SIK paBHUJI0, BOHU 3aCHOBAHI Ha JIBOX
MoOJIeJIsIX Oe3MEeKH: Ha OCHOBI MiNMHUCY Ta Ha OCHOBI
mpaBmil. KoxHa i3 ux MoJienelt Mmae CBoi epeBaru i
HEIONIKHM, aje IXHIM 3araJbHUM HEIONIKOM €
HEMOXKJTUBICTH BUSBJICHHS 3arp03 ""HYJILOBOTO AHA", 1
3ayBakumo, mo Bukopuctanas WAF moxe murre
YaCTKOBO MIEPEKPHUTH BEKTOP aTak [25-28].

TakuM yuMHOM, OUIBIIICTh THIOBHUX MiAXOJIB 0
3a0e3neyeHHs Oesneku Bijx atak SQL-id'exmiii He
JIO3BOJISIIOTH OTPUMATH JOCTAaTHIA DPiBeHb O€3MeKu
yepe3 HU3bKY TOYHICTH iIeHTU(IKALIT Ta IBHIKICTH
pobGotu. ToMmy HuHI 3'SBWJIacs BEJIUKA KUIbKICTh
PI3HHX TEXHOJIOTiH 3aXHCTy KOMITIOTEPHHUX CHCTEM 1
MEpEeX, SAKi IPYHTYIOTHCS Ha TEXHOJIOTISIX iHTEIEKTY-
ILHOTO aHaJli3y JIaHWX, 30KpeMa i Ha BUKOPHCTaHHI
HEHPOHHUX MEPEeX, 110 A03BOJISIE €(h)EKTHBHO MPOTH-
JSATH BXKE BIJIOMUM aTakaM Ta aTakaM ' HYIbOBOTO
nHs". Po3po0iieHo Taki aTaku:

* artaka rpy0oO0 CHJIOIO: B OCHOBHOMY CIIPSIMO-
BaHa Ha Mig0ip KOMOiHaIii iMEeHI KOpUCTyBada Ta
naposst sl OTPUMAaHHS JOCTYIy J0 OOIIKOBOTO
3anucy KopuctyBaua. JlJis 1iei ataku icHye Oesniy
iHCTpyMeHTiB, Takux sk moxymi Hydra, Medusa,
Ncrack, Metasploit Ta Nmap NSE. Kpim Toro, €
JesiKi THCTpyMEeHTH, Taki sik hashcat 1 hashpump s
3]I0MY XEeI-TIapoJiB. AJie OJJHUM 3 HaWIMOBHIIINX
0araTonmoTOKOBUX IHCTPYMEHTIB € Patator, skuit
Hanucanuii Ha Python i € OinbII rHYYKHM, HIX 1HIII.
Bin Takox Moke 30epiraTy KOXXHY BIANOBIJIL B
oKpeMoMy (haiiiTi KypHaITY JUIs TTOAAJIBIIOTO Tepe-
gy Ta o0pobnenHs. s mepeniky HmapoiiB MH
BHUKOPHCTAIH CIOBHUK i3 90 MJIH CIIiB;

* arakd Ha OCTaHHE OHOBJICHHS: aTaK, 3aCHO-
BaHI Ha JISIKUX BiJJOMHX BPA3ITHUBOCTSX, IKI MOXKYTh
OyTH peaiizoBaHi MPOTATOM MEBHOTO Nepioay dacy
(11e excTpaopaUHApHI BPa3IMBOCTI, SIKi 1HOMI 3adi-
MalTh MUILHOHH cepBepiB abo XEpTB, 1 3a3BUYAl
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MMOTPIOHO KiJTbKa MICAIIB, MO0 BHIIPABHUTH BECh
Bpa3jMBHHA NPOTPaMHUN KOA), OIHA 3 HaWBizO-
MIImMx B ocTaHHi poku — Heartbleed.

HetanpHy iHpOpMAaIiO TIPO BUSABICHI aTakd Ta
3aco0HM, BUKOPUCTaHi IJisl IXHBOI peamizamii, mpen-
CTaBJIEHO B TaOm. 1.

Tabnuusn 1
ATaKH Ha HIJILOBI cHCTEMH

Tun araku 3acTrocoBaHi iHCTpyMeHTH

FTP — Patator

SSH — Patator

Hulk, GoldenEye, Slowloris,
SlowHTTPtest, Heartleech

ArTaka rpy0oi cunu
(Brute-force)
Artaka Ha BI]MOBY
B 00CJIyroByBaHHI1

(DoS)
Damn Vulnerable
BebGaraka web Aep (DV\-NA)’
BiacHui Selenium Framework
(XSS Ta Brute force)
[epmmii piBeHs:
Tninprpariiina 3aBAHTAKCHHS Dropbox
aTaKa Ha koMt fotepi 3 Windows.

Jpyruii piBeHs:

Nmap i PortScan

Avres (po3pobOka Python):
BiJ1ajsicHa 000JI0HKa
(remote shell),
3aBAHTAKCHHS/BUBAHTAKCHHS
(haiiniB, 3aXOIUICHHS 3HIMKIB
eKpaHa Ta 3aMKc KIaBilll,

1110 HATUCKAOTHCS

Low Orbit lon Canon (LOIC)
st UDP, TCP

a6o HTTP 3amuTiB

Artaka OOTHETY

DDoS pazom
i3 PortScan

3. PE3YJIbTATH

IcHye nBa migxoau MO aHai3y MEPEKHUX aTak:
OJIMH IPYHTYETHCS HA aHaJi31 MEPEIKHOI aKTUBHOCTI,
IHIIMI — HA aHAaJli31 BMICTY MAKeTiB. Y I[bOMY JOCITi-
JOKCHHI MM 30CEPEIHIIMCS Ha MIAXO0/i, 3aCHOBAHOMY
Ha aHaJIi31 MEpEKHOT aKTUBHOCTI. AHaJli3 aKTUBHOCTI
MepeXi TMPOBOAMBCS 3a JONOMOIOI0 CIewiani3o-
BaHoro nporpamuoro 3abesneueHus: CICFlowMeter,
K€ TeHepye JBOHANpaBJICHI MOTOKH, i€ BiJIpaB-
JICHHS MIEPIIOTo MaKeTa BU3HAYAE MUISX 0 JLKepesa
NpU3HAYEHHS Ta Hazaj /A0 BUXIJHOI CHUCTEMH, i
N03BoJIsIE oTpuMaTH Oibiie 80 cTaTUCTUYHUX aTpH-
OyTiB MepexHoro Tpadika. J{s misieit MoIeroBaHHs
BU3HAUeHO 67 mapameTpiB MepeXHoro Tpadika y
KOXXHOMY ITOTOII.

[lig yac miArOTOBKM MaHWUX OYJI0 JOJAHO HOBUM
arpuOyT Label, sxuii ineHTH]iKye TOTIK K KOHKpET-
Hy araKky 4d HOpPMaJbHY poOoTy iH(opmaniiiHux
cryx0. TakuM umHOM, yci nmaHi OyiaM TO3HAYCHI
BIAMOBIZHO 10 Takux 3HaueHs: Benign, FTP-
BruteForce, SSH-Bruteforce, DoS-GoldenEye,
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DoS-Slowloris, DoS-SlowHTTPTest, DoS-Hulk,
DDoS attacks-LOIC-HTTP, DDoS-LOIC-UDP,
DDOS-HOIC, Brute Force-Web, Brute Force —
XSS, Infiltration, Bot.

CunTte3 HelipomepekHoi Mozeni (puc. 2) BUKO-
HAHO Ha OCHOBiI 0araTomapoBOTO MepcenTpoHa
Pymenbxapra. bararomaposuit IIEPCENTPOH
Pymenbxapta € OkpeMHM BHIaJIKOM HepcenTpOHA
Pozenbnarra, B sikomy Baroi koedilieHTH HelipoHa
KOPHUTYIOTh 3a JIOTIOMOT0I0 aJTOPUTMY 3BOPOTHOIO
POBIOBCIOIKEHHS MTOXUOKH. Oco0mnuBicTIO
HEHpOHHOI Mepexi € Oinblie OJHOrO MIapy
(3a3Buuail nBox uM Tprox ImapiB) [22]. Omxe
HEHpOHHa Mepeka Yy BHIVIAAI MepcenTpoHa
PozenOnarra ninmuTh BXigHI BEKTOPW Ha JBa KIIACH
01 1. HaByanmpHa MOCTiAOBHICTh (DOPMYETHCS 3 TBOX
MacHBiB: BXimHOTO MacuBy X i MacuBy Imijei Y,
SIKAWA TIPUBJIACHIOE KOXXHOMY 31 BXIJIHHX BEKTOpiB
OJIHOTO 3 IBOX KJIACiB.

Bxignuii map

BuyTtpimHiii Buxignuii map

(mpuxoBaHUii) map

Puc. 2. Mopeab HelipoHHOI Mepe:xi

VY mocnmiixKeHHI BUKOPUCTOBYBAIUCS TPU IAPH:
BXIJHUH, BUXIAHUHI 1 oAuH npuxoBaHui. Oneparii
HEWPOHHHUX MEPEXK 3BOPOTHOTO MONTHUPEHHS MOXHO-
KM MOXHA pO3IITUTH Ha JIBa eTamu: mpsaMme i
3BOpOTHE moinupeHHs. Ha erani npsMoro momupe-
HHS BXIJHUI Ma0JI0H 3aCTOCOBYETHCS IO BXiJTHOTO
mapy, i Horo eeKT MOMIMPIOETHCS Map 3a MapoM
[0 MEPEXi 0 OTpUMaHHS pe3yibraTy. DakTuuHe
BHXI1JIHE 3HAUEHHS MEPEXi MOPIiBHIOETHCS 3 OUIKyBa-
HUM BHXOJIOM, 1 JUIi KOXKHOTO 3 BUXIJIHUX BY3JiB
O0YHCTIOEThCS CHITHal NOMHIKH. OCKIIBKH BCi
MPUXOBAHI BY3JIM TIEBHOIO MipOIO CIPUSIIH BUSBJIC-
HHIO TOMWJIOK Y BHXIJHOMY IIapi, ITOMHUJIKA
BHUXIJTHUX CHUTHAJIB TIONIMPIOIOTHCA Ha3aa BiJ
BHXIJHOTO IIapy 0 KOXHOI'O By3j1a MPHUXOBAaHOTO
(BHYTpPIITHBOTO) APy, IO BIUIMBAE HA BHUXITHUN
map. [loTiM 1e#l mpollec MOBTOPIOETHCS IIap 3a
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mIapoM, MOKM KOXEH BY30J MEpeXi HE OTpHMae
MOBIIOMJIGHHSI NP0 TMOMHIKY, LIO OMHUCY€E HOro
BiITHOCHHI BHECOK y 3arajibHy IIOMHJIKY.

[Ticnst BU3HAUEHHS CUTHATY MOMMJIKH IS KOX-
HOTO By3J1a AaHi PO MOMHIKUA OyIyTh BUKOPHCTO-
BYBaTHCS [JIs OHOBJICHHSI 3HAY€Hb Baru KOXXHOT'O
3'€lHaHHA, OKM Mepeka He BBIWIOE y CTaH, IO
T03BOJIIE  3aKOJYBAaTH BCi CXEMH HaBYaHHS.
AJTOPHUTM 3BOPOTHOTO PO3ITOBCIOKEHHS TIOMIIIKH
IIykae MiHiMalnbHe 3HauYeHHS (QYHKLIi MOMHIIKH Y
OpPOCTOPI BaroBUX 3HAa4YCHb, BUKOPUCTOBYIOUU
TEXHIKy, sIKa HA3WBAETBbCSA JEIbTa-MPaBHIOM abo
rpagieHTHUM ciyckoM. [llkamm, ski MiHIMI3YIOTB
(YHKIIFO TMOMWJIOK, BBAXKAIOTHCA PO3B'SI3aHHIM
npoOxemu HaBuanHd [11, 12].

VY Toif wac, sk TeBHHMH MmMAOJIOH TMEpeaaeThCs
BXiIHOMY IIapy y Mpolleci HaB4YaHHsI, 3BayKeHa cyMa
BXOAy j-TO By3Ja y NMPUXOBaHOMY IIapi oOUYHCIIO-
€ThbCA 32 (POPMYIIOI0

(1)

PiustiHHs (1) BHKOPUCTOBYIOTH Uil PO3PaXyHKY
3arajJibHOTO BXOJy J10 HEMpoHa 0, sKuil € 3BaKeHUM
BY3JIOM 3MIIICHHS, 1110 3aBXKIM Ma€ BUX1IHE 3HAYCHHS
1. By3011 3MiIlICHHS BBOKAETHCSA ''TICEBIOBXOJIOM' ' ISt
KOXKHOTO HEWpOHa y MPUXOBAaHOMY Ta BHUXiJIHOMY
1Iapi i BAKOPUCTOBYETHCS JUTS PO3B'si3aHHS TPo0IIeM y
CUTYyallifiX, KOJU 3HAYCHHS BXIJHOro ImabJjoHa
JOPIBHIOE HYIO. SIKIIO OY/b-KUH BXIAHUN 11A0JIOH
MICTHTh HYJILOBI 3HAUEHHS, HEUPOHHA MEPEKa MOXKE
OyTu HaBueHa 0e3 By3/1a 3MIIl[CHHS.

{00 BupiKMTH, Y aKTHBYBAaTH HEHPOH, 3HaUe-
HHS noTeHmiany N et; Iii epenaeThesl y BiAMOBITHY
¢yHkuito aktuBaii. PesynpTyroue 3HaueHHs QyHKIIii
aKTUBAIlil BU3HAYA€E BUXIJ] HEHPOHA Ta CTAE BXITHUM
3HAYEHHSM JUIsl HEHPOHIB Y HACTYITHUX IIapax, siKi 3
HUM IOB'S3aHi.

OCKiIBbKH OJTHI€I0 3 BUMOT JI0 alTOPUTMY 3BOPOT-
HOTO TMOIIMPEHHS IOMWIKH € Te, MO (QyHKIis
akTuBalii Mae OytH audepeHiiiioBaHa, THIIOBOIO
(YHKLIEIO € CUTMOIAaIbHE PIBHSHHSL:

1

-N
1+ N

0;

()

Cuin 3a3HaYKUTH, IO MOXKYTh BUKOPUCTOBYBATHCS
iHII T QYHKIIH, HAOpUKIIal, TinepOoivHi.
PiustaHst (1) Ta (2) 3aCTOCOBYIOTH JUIsi BU3HAUCHHS
BUXIJIHOTO 3HaYEHHsI By3Ja K y BUXiHOMY IIapi.

CuHTe3 MoJeni IPyHTYBaBCsl HAa CTBOPEHHI BIlac-
HOTO TPOrpaMHOro 3a0e3MeueHHs, L0 pealizye
HaBYaHHs Ta TecTyBaHHs Moneni. OCHOBHI MaTeMa-
TUYHI QJITOPUTMH, BHKOPHCTaHI JUIs HOpMaizarii
JaHUX 1 HaBYaHHS MOJEJi, BUKOHYBAJIUCh 13 BHKO-
puctannsim Weka APl (intepdeiic npukiagHOro
nporpamyBanns). Weka — me mporpamue 3abes3-

=Xy =
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MIEYCHHS 3 BIKPUTHM BHUXITHUM KOJIOM, BHUITYIICHE
mig GNU General Public License, 1o MicTuts Habip
ITOPUTMIB MAIIMHHOTO HAaBYaHHS Ui 3a/1a4 iHTe-
JIEKTyaJIbHOTO aHaji3y AaHuX. BiH MICTHUTH 1HCTpY-
MEHTH JIJIS TATOTOBKHU MaHWX, Kiacudikarii, perpe-
cii, Kjactepusarllii, mpaBWJI BIITyYeHHs acoriiamii i
Bisyaumizaitii. Weka mictuts AP, sikuii Hamicanuit Ha
Java ta peanmidye iCHyHOYi alrOpuTMH HABYAHHS 3
MiHIMQTPHAMH HaJamTyBaHHSIMHA. OCTaTOYHUI MO-
Iylb HaBYaHHS Ta TIEPEBIPKA HAIUCAHO MOBOKO
IporpaMyBaHHS Java.

s inenTudikarii moxii i3 3aJaHOK TOYHICTIO
noTpiOHO, 00 BiTHOCHA MOMUJIKA HE TIEPEBUIIYBAIA
4 %. Yepes BenMKUil 0OCST HaBUAJIbHUX JIAHUX BiH OyB
po30uTHI Ha KiTbKa OJIOKIB 3a THITOM aTakH i MPH-
HATO PIlICHHSI CHHTE3YBATH OKPEMY HEHPOMEPEKHY
MOJIEJb JIJIS iIeHTU(IKAIIT KOYKHOTO THITY aTaKH.

Hns  knacudikanii  aTtak i3 BHUKOPHCTaHHSIM
CUHTE30BaHOI MOJIENi CTBOPEHO CHEIialibHY MPOIIe-
IYpYy 3 TAKAM alITrOPUTMOM.

1. 3aBaHTaXECHHS TPCHYBATHHHUX JIAHHX.

2. BusHaueHHs HOMiIHAJBHUX 3HAUYEHb i3 YUCIIO-
Bux. HeilipoHHa Mepeka mpencTaBisie YUCIIOBI 3Ha-
YCHHSI B TIEBHOMY BiJIHOIIEHHI, Baru KOPUTYIOTHCS
Bix 3HaueHHs BenmuuHW. llix gac mpomecy HOpma-
Ji3amii JaHuX 3aJ1eKHOCTI MK IEeBHUMH aTpUOYTaMU
MOXYTh OyTH HENpaBWJIBHO IHTEPIPETOBaHI 1
3aIUTyTaTd TpolleC HaB4YaHHS. Jlng KpUTHYHHX
YUCIOBUX arpuOyTiB, Takux sk mopt (1-65565),
HeOoOXiIHO 3MIHUTH MIpEICTABICHHSI. Jns
po3B's3aHHs 1€l  TPOOIEMH  BUKOPHUCTOBYIOTh
(hopMaTyBaHHS YHCJIOBHX 3HAYCHB J0 HOMIHAIBHUX.

3. Hopmautizamist nanux. Hopmaizamis gaHux y
HEHPOHHUX Mepexax — Ie MPOoLEeC ONTUMI3aIlil 3Ha-
YeHb HA0OPY JaHUX JJIs YACIIOBHX THITIB 3 BEJIMKOTO
nmianma3oHy B jgiama3oH 3HayeHb Bim 0 mo 1 i3
30epeKeHHsAM TmpornopiiiHocTi. HopMoBaHi 3Have-
HHS 3HaYHO 301JIBIIYIOTh MIBUKICTh HABYAHHS MOJIC-
JIi Ta HE OPYIIYIOTh MPaBWIBHICTD i1 HABUAHHS.

4. Knacudikatop y3rolkye BHXiJHE 3HAUYCHHS
HEHPOHHOI MEpEXi 3 TUIIOM BHUSBIICHOI aTaKH.

5. Banigatopu onucyroTh BUXi/IHI KJIaCH MEpEexi,
SIKI BHKOPUCTOBYIOTHCS JIJIS BiZIOOpasKEHHS 3HAUCHHS
kyacudikallii KopucTyBaya.

6. BinOyBaerbcsi knacudikamiss maOIOHIB Ha
OCHOB1 OTPHMaHOI BiAMOBiAI BiJl HEHpOMEpexi.

7. Bu3HadyeHHs MOMWIKKA Mepexi. SIKmo maHi, 1o
MepearoThesl Y Kiacudikarop, MICTSITh Ia0JIOHU
30iriB, MOKHA OOYHCITUTH BiTHOCHY MIOMHJIKY MEPEXKI.

Mu cyBopo BUMaraemo, o0 J1aHi HaB4aHHs, Iepe-
BIpKH Ta TeCTyBaHHA OyJIM OTPUMaHi 3 pi3HUX MallIHH,
mo0 BOHM MOINHK iAEHTU(IKYBaTH MOXKIHMBOCTI B
KIiHI[CBUX TOYKAX, IKi HE € YACTUHOIO JIAHUX HABYAHHSI.
3okpeMa, MU HaB4aemMo Moxaens it 100 ermox,
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MePeBIPSIEMO TPOIYKTHBHICTh MOJENTI MICIA KOXKHOL
eNoXHd Ta BHOMPAEMO MOJENb, IO 3a0e3rnedye Haii-
Kpally NpOAYKTHBHICTb JUIA JAaHUX TEPEBipKU.
HeranpHa iHGOpMALig TMPO OLIHKY aJeKBaTHOCTI
OTPUMAHOI MOJEN Ui TPEACTaBICHHS TECTOBOI
MIMHOXKUHY JaHWX HaBeneHa B Ta0x. 2. Ll Bubipka
BioOpakae pIi3HI THIM aTrak Ta iXHIO BiTHOCHY
NoXHOKy imeHTH(ikalii y pasi 3acTocyBaHHsS CHHTE-
30BaHOI MOJIEJII.

Tabnuys 2
Pe3ysbTaTH BUIPOOYBaHb MOJEJIi
Ha3zBa araku Binnocna momuiaka, %

FTP- Bruteforce 0,15
SSH- Bruteforce 0,10
Dos attack GoldenEye 97,50
Dos attack Slowloris 98,96
Dos attack LOIC-UDP 100,00
Dos attack HOIC 0,00
Dos attack HULK 0,00
HTTP Benign 80,40
Infiltration 100,00
Botnet 0,004
Inf-Bot Benign 0,00

4. BUCHOBKUA

AHamni3 OTpUMaHHMX PE3YJIbTATiB TMOKAa3ye, IO
BiJIHOCHA TIOMMJIKA 1JieHTUdIKaMil y mpolieci mpe-
CTaBJICHHS TECTOBHUX 3pa3KiB [0 CHHTE30BaHOL
MOJIeTIi CYTTEBO BIJPI3HAETHCSA JUISl PI3HUX THITIB
MepexHHX arak. Sk BUAHO 3 Tabm. 2, MOJenb He
MoOXe imeHTHdikyBaTH Taki Tunu DOS-atak, sk
GoldenEye, Slowloris, LOIC-UDP Tta HTTP
Benign. TIpore 3arasoM Mmogaibin JTOCIIIHKEHHS
MOKJIMBOCTI BUKOPUCTAHHSI IIBOT'O TUITY HEHPOHHUX
Mepex Ha PpO3BI3aHHSA 3aBlIaHb ijeHTHikamii
MEpPeXKHHMX aTak JAyXe mepcrnekTtuBHi. Ilix dac
JOCSITHEHHST TMPUHHSATHUX PE3yJbTaTiB TOYHICTh
Mozeni  imeHTH(IKaIii J03BOJIMTH HE  TUIBKU
BHSIBJISITH MEPEXHI aTakd, a i BUKOHYBaTH MPOTHO3
Moaiii MepekHOoi Oe3nmeKkr Ha OCHOBI peTpo-
CTIIEKTHUBHHX JIAHUX, HAKONTMYEHUX B iHpopMaIinHii
CHUCTEMI 3a MepioJl i mepelaHuX HEeHPOMEPEKHOIO
MOJICILITIO JJI1 HAaBUaHHSI.
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Intelligent model of classification
of network cyber security events

Due to the increased complexity of modern computer attacks, there is a need for security professionals not only to
detect harmful activity but also to determine the appropriate steps that an attacker will go through when performing an
attack. Even though the detection of exploits and vulnerabilities is growing every day, the development of protection
methods is progressing much more slowly than attack methods. Therefore, this remains an open research problem. In this
article, we present our research in network attack identification using neural networks, in particular Rumelhart's
multilayer perceptron, to identify and predict future network security events based on previous observations. To ensure
the quality of the training process and obtain the desired generalization of the model, 4 million records accumulated over
7 days by the Canadian Cybersecurity Institute were used. Our result shows that neural network models based on a
multilayer perceptron can be used after refinement to detect and predict network security events.

Keywords: security of information systems; neural network; network security; prognostication.
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NOPIBHAJIbHUA AHAJI3 EOEKTUBHOCTI
CXEM BUABJIEHHA NEPEBAHTAXXEHHA
TEJIEKOMYHIKALINHOI MEPEXI

Posenanymo cxemy uasnenus nepesanmadicetv i pezynosantsa 6xioHo2o NOMOKY OAHUX HA OCHOBI ananizy yHkyii
yymaueocmi npoOYKMUGHOCmMi meneKomMyHikayitinoi mepesici. I padienm @yukyii yymausocmi xapakmepusye weuoKicmo
3minu yiei pyHKYii i Ha0ae onmumanbHUl HANPAMOK OJi HALAWMYBAHHA WEUOKOCMI Odcepena Oanux. [ eu3HA4eHHs
@yHKYil uymaugocmi 3anpoNnOHOBAHO BUKOPUCHAHHA NPOCMOL HEUPOHHOL MepedCHOi Mooeli OUHAMIYHOL cucmeMmu.
Busnauennus epadienma 3a nomouHuM 3HAUEHHAM 3HAKY QYHKYIL 4ymaueocmi NOKA3HUKA npoO0yKmueHoCmi 30ICHIOIOMb HA
OCHOBI ANeOPUMMY AOUMUBHO20 30ITbUUEHHS/MHONCUHHOL0 3MEHWMEHHS. YKa3aHuil aneopumm € aibmepHamugoio Cucmemu
NPOCHO3Y6AHHS NEPEEANMAIICEHHSA | KepYBaHHs NOMOKOM, 3ACHOBAHOT HA KOMMPOLL NOMOYHO20 3HAYEHHA BeIUHUHU Yepau
NOPIGHAHO 13 3a0anHum nopocom. Posenanymo neipouny mooens 0 6a2amokpoK08020 nepeddayents cCmany yepeu 3 Ooxy
npuimMaia meneKoOMyHiKayitinoi mepexci. 3anpononoearo i 06IPYHMosano cxemy 6a2amokpoKo8o2o nepedbayeHts Cmamy
uepau. [na nepeobauenHs ma 3a64ACHO20 GUABNEHHA NEPEEAHMAICEHHS SUKOPUCMAHO anapam 3a2aibHOi meopii
YYMAUGOCMI 3 HENPAMUM 360POMHUM 36'A3KOM MA Kepy8aHHAM AKMUGHICMIO Odcepen nogioomaens. Pesynbmamu yiei
meopii 3acmoco8ano 051 no6y00u cucmemu Kepy6anHs 3 HENPIMUM 360DOMHUM 36'A3KOM, WO O0360JIA€ €KOHOMUMU
KananeHutl ma obuucmosanvhull pecypcu. Ilpedcmasneno pesynomamu NOPIGHAILHO20 AHANIZY CHOCODI8 KOHMPONIO
NepesanmadiCen s Ha NiOCMagl aHauizy O0BX’CUHU Yepeu | Ha OCHOGI AHANI3y NOKA3HUKA 4yMaugocmi 3 I-kpokosum ma
3-kpoxosum copuzoHmamu nepedbaueHHs Cmany mepesxci. JJocnioxnceHHs npogeodeHo 0 CUHYCoiOanbHOI hyHKYIT 8Y36K020
micys uepeu. Tlokazano, wjo KirOU08I NOKA3HUKY eeKmusHoCmi 0Jid cxemMu Ha OCHOSI QOYHKYIT uymaueocmi Kpawyi, Hidic 05
cXemu Ha OCHO8I ananizy 0osdicuru uepeu. Cxema HA OCHOGI AHANI3Y POMIDY yepau YYmaugiuia 00 3MIiH Y WEUOKOCI
00C1y208Y8aNHS Yep2U, d KOIUBAHHS WBUOKOCI 0dicepena OaHUX MeHuli O cxeMu Ha OCHOBI wymaueocmi. [{is cucmem Ha
OCHOBI aHanizy @QYHKYii yymausocmi cxema 3 3-KPOKOSUM 2OpUBOHMOM nepeddaueHHs cmany 3abesneuye Kpawy
NPOOYKMUGHICMb | MEHULY 6eIUYUHY YepeU HaA 00CIY208YBAHHS HIdIC cxeMd 3 1-KPOKOBUM 20PUOHIMOM.

Knrwouosi cnosa: menexomyHikayitina mepexca; npo2HO3Y8aHHA NepesanmadtCeHHsl; PYHKYIA yymaueocmi; epadieHm;
HEUPOHHA CUCMeMA, KEPYBAHHsL 4ep20i0,; 20PU3OHM Nepe0bayerHs.

1. BCTYII Mepexi Oyna MiHIMalIbHOIO, 2 KepyBaHHS Tpagikom
JaHUX Majo 0 3a0e3MeUNTH YHUKHEHHS YM MiHi-
Mi3allifo MOsBH mepeBanTaxents [1-3].
TenexoMyHikaliiiHa Mepexa NPeACTaBISE COOO0I0
CYKYIIHICTb PECYPCiB, III0 BUKOPUCTOBYIOTHCS KOHKY-
pPYIOUMMH KOpHCTYyBadaMH. Pecypcu TenekoMyHika-
uiHoi Mepexi (OydepHa mam'siTh, cMyra MpoIycKa-
HHS, TPOLECOPHHH wYac, MPOCTIp iMEH, JOriyHi
KaHaJIM) MalOTh OOMEXeHi (CKiHYeHH1) MOXIIUBOCTI,
SKI CIPUYUHSIOTh BUHUKHEHHS KOH(QIIKTIB MiX
KopucTyBauamu. Lle Moke MpHU3BECTH JO CYTTEBOTO
3HIDKCHHS TIPOXYKTHUBHOCTI CHCTEMH JO TaKOTO
MOMEHTY, 1110 CHCTEMa CTa€ "3aCMIYEeHOI0" BHACIIIOK

© Topomanko O., lleémanin 0., 2023

KirouoBi moka3zHUKH e(heKTHBHOCTI (DYHKIIIOHY-
BaHHsI TEJICKOMYHIKaLiITHOT MepesKi 3HAUHOIO MipoIo
BH3HAYAIOTHCS CIIOCOOAMHU W alropuTMamH KepyBa-
HHS TOTOKaMU JaHuX 1 Mapripytu3aiii. CaMe 11i 18a
HamnpsIMKM TIOB'3aHI 3 PpO3B'SI3aHHAM  KIIFOYOBOI
3aja4i iHpopManiiiHoro oOMiHy — MPOTHO3yBaHHS 1
3aro0iraHHs MepeBaHTAKEHHSIM.

l'onoBHa BUMOTa 10 BUKOPHCTOBYBAaHUX METO/IB
MapuipyTu3amii — CTaTUYHUX YU AWHAMIYHHX, JIO-
KaJbHUX YU JELEHTPaTi30BaHUX TOIIO — L€ CIps-
MyBaTH TOBIIOMJICHHS Bif JpKepesa 10 MICIsl TIPU3-
HAueHHs] TakUM YMHOM, LI00 3aTpUMKa HOaHHUX Y
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0araToKpaTHOTO JyOJIOBaHHS NaHUX 1 Pi3KOTO 301J1b-
IIEHHS TEXHOJIOTIYHOI KepiBHOI iH(popmartii. YHaci-
JOK IIbOr0 NPOIYCKHA 3JaTHICTh CYyTTEBO 3MEHIIY-
€TBCSI, MOXIIMBO 1 70 HynboBOi mo3Hauku. Lle €
TUMOBA MOBeNiHKa "KOHKypyrouux" cuctem [3-6].
Taka cutyarrist MOXke TIPU3BECTH JI0 KOJIATICY MEPEXKi.
IcHye nmexinbka BU3HAYCHb MEpEeBaHTAXKEHHS, SIKi,
OJHAK, HE cymepedyaTb OAHE OXHOMY. bymemo ko-
pPUCTYBaTHUCh TaKUM BHU3HA4eHHsAM [7-9]: "mepe-
BAaHTAKCHHA — L€ BTpaTa [IaHUX KOPUCTyBaueM,
CIIpUYHMHEHA 301TBIICHHSIM HaBaHTaXEHHS B Mepe-
xi". Tomi KepyBaHHsS I€pEBaHTAKCHHAM MOKHA
BH3HAYHMTH SK HaOip MeXaHi3MiB, IO 3armo0iraroTh
TaKMM HEraTHBHUM JJIs KOPUCTYBaya HacijakaMm abo
3MEHINYIOTH iX. SIKII0 MepeXka He 37aTHa 3amo0irTu
BTpaTi JaHWX KOPUCTyBada, TOAI MOTPiOHO crmpo-
OyBaTW MakCHUMalbHO OOMEXWTH BTpaTd, 1 B IIO-
JabIIOMY cipoOyBaTH, 00 cucTtemMa Oya crpaBe-
JIUBOIO JIO BCIX MOCTPa)AadnX KOPUCTYBadiB.
IIepeBaHTa)keHHs Ma€e 3HAUHUI BILIMB Ha KJIFOYO-
Bi TIOKa3HUKK €(EeKTHBHOCTI TENEKOMYHIKaIliitHOT
Mepexi 1 AKicTh 00CITyroByBaHHs KopuctyBadiB. Cka-
3aHe BUIIE O0OYMOBIIOE aKTyallbHICTh 1 HEOOX1AHICTD
MIPOBEAEHHS JOCHIIKEHb Y LIbOMY HaIPSMKY.

2. TIOCTAHOBKA 3AJIAUI
JOCJIJUKEHHS

OnHuM 13 CIIoco0iB 3armo0iraHHs ePeBaHTAKCHHIO
€ 30UTBIIeHHs 00'eMy TlaM'sTi BXimHUX Oydepir [4].
Omnak 31 3poctaHHsM 00'eMy OydepHOi mam'sTi
(po30yxannst Oydepa — Bufferbloat) 36iibmyerscs
KUTBKICTh HEOOPOOJIEHNX TAaKEeTIB, a TOJIOBHE — 301JTh-
IIYETBCS Yac OYiKyBaHHS iXHBOro oOpoOmenns. Lle
MOJKE TIPHBECTH JI0 TIEPEBUILCHHS JIOIyCTUMUX HOPM
TPUBAJIOCTI TaliM-ayTy, IO TPU3BOAMTH IO TOJAIb-
IIOTO 3HIDKEHHS KOPHCHOI IPOIYCKHOI 3aTHOCTI
MepeKi 1 MO)Ke CHPHYMHUTH BUHUKHEHHS JJABUHHOTO
MpOLIEeCy: MepernoBHEHHs Oydepa MPU3BOAUTE JI0 BTpa-
TH TIAKETIB, 5IKi JOBEETHCS IepeaBaTH MOBTOPHO 200
HaBiTh KiJIbKa pa3iB. TakuM YMHOM, OOYUCITIOBATBHUIA
BY30J1 MaplIpyTHU3aTOpa-BiAlIPaBHUKA OTPUMYE HAall-
JIMIIKOBE IApa3uTHE 3aBaHTAKEHHS, 10 MOXKE IpH-
3BECTH JI0 301IBIIEHHST HETAaTMBHMX HACIIJKIB, TIOB'S-
3aHMX 13 IePEBAHTAKECHHSIM.

VY pobotax [10—12] 3anpomoHOBaHO PO3TOPHYTY
knacuikaiio crnocoOiB i aaropuTMiB 00poTHOU 3
MEPEeBAHTAKCHHSIMH, $KI BHKOPHCTOBYIOTH HHHI,
posrisinyto anroputvu RED, TCP Veno, Tail Drop,
WRED (weighted random early detection) Ttormo.
Opnak 3ragani pobotu [10-12] HOCATH, MEBHOIO
MIpOI0, OTISIZIOBUH XapakTep, He TPUBOISTHCS Killb-
KiCHI TIOPiBHSUIbHI OLIHKH €(EeKTUBHOCTI 1 CKiaj-
HOCTI PO3MIISIHYTUX METOJIB, 30KpemMa. [IpudamHOI0O
I[bOTO, OYEBUAHO, € HEMOXJIHBICTh JAETATHHOTO
aHaJi3y BHACIIJOK BiICYTHOCTI CTATUCTHKH JOCTaT-
HBO BEJIUKOT0 00'eMY.
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BaxxnBy ponb y cucteMax KepyBaHHS TIOTOKaMHU
JAHWX 1 IPOTHO3yBaHHI TIepeBaHTAXKEHHS BiIIrPalOTh
[MOKa3HUKH YYTIMBOCTI CKIIAHUX cucTeM. Y QyHIa-
MEHTaJIbHIN po0oTi [13] BU3HAYCHO KATEropito 4yT-
JMBOCTI CKJIAJHOI CHCTEMH SK MAaTeMaTHYHOTO II0-
Ka3HUKa Ta 3alpOINOHOBAHO JorapudMivHi GyHKIIT
YyTJIUBOCTI.

VY [14] po3rnsHyTO crioco0H i METOAN BU3HAUCHHS
YYyTJIMBOCTI BUXIHUX XapaKTEPUCTHUK TEJICKOMYHi-
KaIiifHAX MepeX SIK CHCTEM MacoOBOTO OOCIyTOBY-
BaHHA. B OCHOBY mmx croco0iB MOKIaaeHO MOl
KepyBaHHsS 4eproro I ajanTail peryIbOBaHOTO
JOCTYIY 30BHIIIHBOTO Tpadika B CHCTEMY 3 METOIO
OTPHMAaHHSI OYiKyBaHOI MEXi MPOILYKTHBHOCTI.

OpHaK acCUMNTOTHYHI XapaKTEPUCTHKU (PYHKIIiH
YyTIMBOCTI B poOOTI OCTaTOYHO HE BU3HAYEHO, HE
OTPUMAHO aHATITHYHI BUPa3H s GYHKITIOHATHHOTO
3B'SI3KY MapameTpiB (YHKIIH IyTIUBOCTI Ta BiAIO-
BiZTHUX MApaMeTPiB CUCTEMH KepyBaHHS YepraMu.

Memoio ubozo 0ocniorcenns € BIOCKOHATICHHS 1
PO3po0IIeHHs cIOCO0Y KOHTPOJIO i MPOrHO3YBaHHS
MIEPEBAHTAXCHAS B TEICKOMYHIKAIIMHIA Mepexi 3
BUKOPHCTAHHSM SBHOTO 3BOPOTHOTO 3B'SI3KY 32 3Ha-
KOM (pyHKIIIT 9yTIIMBOCTI TPOAYKTUBHOCTI MEPEXi, a
TaKOK BUKOHAHHS MIOPIBHSUIBHOTO aHaJi3y BIIOMHUX i
3alPONOHOBAHMX PIillICHb.

3. KOHTPO.Ib IEPEBAHTAKEHHS
TEJEKOMYHIKAIIIMHOI MEPEXKI
HA OCHOBI AHAJII3Y

®YHKUII YYTJIUBOCTI

VY [15] po3riisiHyTO cXemy KOHTPOJIO IepeBaH-
TaKEHb 13 BUKOPHCTAHHSIM 3BOPOTHOTO 3B'A3KY 32
3HAKOM (PYHKIIi 9yTIUBOCTI MPOJYKTUBHOCTI Tee-
KOMYyHIKaIliitHoi Mepexi. Jlns Bu3HaueHHS i€l
GyHKIIT 3amponoOHOBAaHO BWUKOPUCTAHHS TMPOCTOI
HEHPOHHOI MEpeX)HOI MOJIeTi AMHAMIYHOI CUCTEMHU.
3anponoHOBaHUI aJITOPUTM aJWTHBHOTO 30ijblle-
HHS/MHO)KHHHOTO ~3MEHIICHHS BH3HA4Ya€ 3MiHY
LIBUIKOCTI JDKepesa JaHuX 3aJIeKHO B 3HaKy
¢GyHKLIT YyTIMBOCTI MOKa3HWKA NPOLYKTUBHOCTI.
VYkazaHWii ITOPUTM € albTEPHATUBOIO CHCTEMH
MPOTHO3YBAaHHA IIEPEBAHTAXKEHHS 1 KepyBaHHS
MMOTOKOM, 3aCHOBAHOI Ha TIOPOTOBOMY 3allOBHEHHI
4epru, TOOTO KOHTPOJIO IMEPEeBAaHTAXEHHS 3a
MOKa3HUKOM JOBXKHHHU YEPrH.

ANTOPUTM 1 MPaBUIIO PETYIIOBAHHS aJUTHBHOTO
301IBIIEHHA/MHOKVMHHOIO 3MEHIIEHHS [IBUIKOCTI
JoKepesia BU3HAYA€ aHAIITHYHUA BUPa3 BUTIISLY

N oG (t +ir)

NO=2o aR(t)

RO =—E(t+ir)

i=12,..,L

Tyt J(t) — omiHOYHI 1aHi PO HASABHICTH YM 3arpo3y
mepeBanTtaxennsn; AJ(t) — rpamient cucremu orri-

’ 1)
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HIOBAaHHS TMEPEBAaHTA)XCHHS B MOMEHT dacy f;
G(t) — nomxuHa yepru abo 3aTPUMKH OOCIIyTOBY-

BaHHS B MOMEHT 4Yacy {; G (t+it) — mporHo3oBaHa
JOBXKMHA 4Yeprd abo 3aTPUMKHA OOCIYTOBYBAaHHS B
MOMEHT 4dacy t+it, BHXiI HEHPOHHOI MeEpexi;
R(t) — MUTTEBA MIBUAKICTH YEPTH HA BXOJi B MOMEHT
vacy t; E(t) — dyHkuis BiaxuiaeHHs mapamerpa, mo
BIJICITIIKOBY€THCS (MTOMMIIKA); T — TEPiOJ YaCOBUX
BIIJIIKIB, TIepiol TAaKTOBOi YAaCTOTH CHCTEMHU;
L — ropu3oHT nepeadaueHHS.

3ayBaXUMO, IO MOXIiJHA 0G (t+it)/OR(t) vy
HAIIOMY BWIAAKY MNpPEACTaBIsIe€ COOOK MapaMmerp
YYTJIIMBOCTI MEPEXKi — TPAAIEHT MOKa3HWKa e(PeKTHB-
HOCTI cucTeMu [7].

Ha ocHoBi Bupa3zy (1) BU3HauUa€ThCS MapameTp
R¢s — mBHOKicTe oOciyroByBaHHS depru ((ueue
service).

Busnaunmo ¢yHkiiro Baprocti (cost function), six
IiThOBY  (YHKIIO HAsSBHOCTI TE€PEBaHTAKECHHS,
TaKUM YHHOM:

3 %ez(tm):%[q_é(tm)]z, i=1,2....L. (2)
Tyr Q — 3a3aaneriap yCTaHOBJICHA XapaKTepHC-
THKa CHCTEMH, Y HAIIOMY BUMAJIKy MaKCUMAaJIbHO
JIOTTYCTHME 3HAYCHHS JIOBXKHHU YEPTH.
KepiBumii curnan B (1) mms R(f) (mBuakicts
JDKepela TaHWX) MOBUHEH OyTh oOpaHuWi Tak, mo0

MiHiMi3yBaTH J. Y IUCKpETHOMY BHUMAJKy KepiBHa
3MiHHA OHOBJIIOETHCA BiATIOBITHO 10 TAKOTO MpaBHiIa
rpamieHTHOro crycky [16]:

oJ

AR(t)

Inaukarop nepeBantaxenus B(t) hopmyerses 3a-
JIeKHO Biff rpagienTa cuctemu AJ(t) y MOMeHT yacy t

[15]:

R(t+1) = R(t)+ AR(t) = R(t) -1 3)

B(t)=0
B(t) =1

if  AJ(n) <0,

if  AJ(n)>0. @

Ha puc. 1 mokazaHo cxemy perynaioBaHHS BXill-
Horo notoky (PBII) Bix mxepen manux Di...Ds Ha
OCHOBI aHaTi3y MmokasHuKa gyTauBocti [15]. Omnak
BOHA HE J]a€ IOBHOTO YSBJICHHS 11010 TAPAHTOBAHOT'O
MIPOTHO3YBaHHS MEPEBaHTAXECHHS Ha OCHOBI aHAII3y
MMOKa3HUKA Yy TIMBOCTI.

HeoOxigHO MOSICHUTH, y YOMY IIOJNISITAE Pi3HUISA
MDK 3aJadaMH 3aroOiraHHS IEePEeBaHTAKEHHIO 1
KEepYBaHHSI IIOTOKOM. 3amo0iraHHs MepeBaHTaKEHHIO
rapaHrye, IO MepeXa CHPaBUTHCS 13 3alpOIOHO-
BaHUM Tif Tpadikom. [|jis po3B'ss3aHHs BOTO MATAHHS
HEOOXIZTHO aHaNi3yBaTh TOBEMIHKY BCIX XOCTIB 1
MaplIpyTU3aTOpiB, TPOIEciB 30epiranHs i mepecu-
JIaHHS JITAaHWX, a TaKOXX ypaxoBYBaTH 0ararto iHIIMX
YMHHHKIB, 110 3HWKYIOTh MPOMYCKHY CIIPOMOKHICTh
mepexi [17, 18].

De —» | PRI A0
) o HM aJs H Ipagient
Yepra ]
mkepena § 7 Y
Gfi) sgnAJ
k4
> Byzon
PRIT, Ri(1) NPHEHAUCHEHA
D, =» —¥ o — -
Mepe:xna uepra
Yepra T InopoTHHil 3R MT0K
Jkepena 1

Puc. 1. Cxema peryJiloBaHHsI BXi/IHOT0 OTOKY JaHUX

KepyBaHHS TIOTOKOM, HaBIaKH, HAJEKHUTH JIO
Tpadika MK JBOMa KOHKPETHUMH CTaHLISIMH —
BiJITIPaBHUKOM i OTpHEMYyBadyeM. 3aBIaHHs KepyBaHHS
MOTOKOM IOJISITAE B Y3TOKEHH1 IBUAKOCTI Nepeaadi
BIATpaBHUKA 31 MIBUIKICTIO, 3 SKOIO OTPUMYyBad
3MaTHAN TTPUAMAaTH MOTIK ITaKETiB.
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KepyBanua moToxkoMm 3a3Buuail peasizyeTbcs 3a
JIOTIOMOTOI0 3BOPOTHOTO 3B'SI3KY MiXK OTPUMYBaueM i
BiIPaBHUKOM.

Crhin 3ayBaKUTH, IO alTOPUTMH OOpOTHOM 3
MEPEBAHTAKCHHSAM TaKOK BUKOPHUCTOBYIOTH 3BOPOT-
HUN 3B'I30K y BUTJISAMI CIEIiaIbHUX IOBIJIOMIICHB
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II0/10 YITOBLTBHEHHS TEMITY Tiepeadi TJaHUX Pi3HUMU
BiANpaBHUKaMHU. TakUM YHHOM, XOCT MOXE OTPH-
MaTH MTOBIJOMIICHHS IIIOJI0 YIIOBITFHEHHS TIepeadi y
JBOX BHUIIAJKAX: KOJHU 3 TIOTOKOM, IO TEPEIAETHCS,
HE CIpaBISAEThCSI OTpUMYyBad, abo, KOJIM 3 HUM HE
CTIPABIISIETHCS BCS MEpEexKa.

Ha puc. 2 300paskeHo cxeMy BHSIBICHHS IIEpeBaH-

3a3HauMMO, 10 OOYHCIICHUI HEHPOHHOIO MEPEIKEIO
nporxososanuii napamerp G (t), y Toukax dopmy-
BaHHSI BiIXWJICHb BPaXOBYEThCS 3 PI3HUMH 3HAKAMHU.

AHamiTHYHEe TPeACTaBICHHS alTOPUTMY KepyBa-
HHS aINTHBHUM 301IbIICHHIM/MHOKUHHIM 3MEHIIIC-
HHSM IIBHIKOCTI JDKepena mosirae B Takomy [19]:

TaKEHHS 3i 3BOPOTHHM 3B'S3KOM 10 Mapamerpy R)+F, AJ(n-1)<0,
G(t) — moBxuHa yepry a6o 3aTPUMKH 00CITYTOBYBaHHS. R(t+1)= RO -F. AJ(N-1)>0. (5)
AJ
HM I'pamgient —>
. E(t)
G(t VG (t) e
: Al
Ri(t) >

MepexHa yepra

Puc. 2. Cxema BUSIBJIeHHSI IEPEBAHTAKEHHS 31 3BOPOTHHM 3B 'I3KOM

3navenns Bennund Ry(t)...Rs(t) (mBuakocTi pery-
JIbOBAHMX BXIJHUX TIOTOKIB BIJ JPKEpeN JaHuX
D:...Ds) mocTymaiooTh Ha BXiJHUHA HIap HEHPOHHOT
Mepexxi HM. Ha ocHoOBI anaiizy oTpuMaHuX JaHUX i
MOTOYHOTO 3HAYEHHS JOBKUHU MepexHoi yepru G(t)
BUXIIHUH mIap HEHPOHHOI Mepexi BiJICIIIKOBYE
BenmmunHy (yHKHii J (HasBHOCTI 4M 3arpo3u Iepe-
BAaHTA)KCHHSA) Ta ii BiAXHJICHHA. 3HAK BEIUYHHH BilT-
XHJIeHHs1 SGNAJ BpaxoBYETHCS BY3JIOM IPHU3HAYEHHS
i 9ac GOpMYyBaHHS CUTHATY 3BOPOTHOTO 3B'S3KY.

4. IOPIBHSAJIbHU AHAJII3
E®EKTUBHOCTI CXEM BUSIBJIEHHSA
IHEPEBAHTAKEHHS

[TapameTpu i moka3sHUKH (HYHKLIOHYBaHHS Telle-
KOMYHIKaIiifHO1 Mepexi MOXyTh 3MIHIOBAaTHCS 13
4acoMm, TOMY B KEpiBHIH cxemi HeoOXiJlHe OHJIAlH
HaBYaHHS HEeHpoHHOI Mepexi [20].

AJropuT™M HaBYaHHS HEMpPOHHOI Mepexi i
(dbopMyBaHHS O3HAKH TICPEBAHTAXKEHHS JICTAIBHO
posrisayTo B [15].

PosrnsinemMo onHe 3'€qHAaHHS 3 TaKMM HaOOpPOM
rapaMeTpiB:

* TIKOBa IIBHJIKICTh JpKepena Rma—100 makeris
3a OMHMIIIO Yacy;
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e MiHIMaJIbHA MMIBUAKICTH Rmin 0 makeTtiB 3a
OJIMHHIIIO Yacy;

» omunuis yacy T = 0,25 mc;

* MOpIr MEepeBaHTAXCHHS BCTAHOBJICHWUH IpH
Q =500 naxeris;

* KOC(QIIIEHT aJINTUBHOTO 301LIBIICHHS
F*= Rmax/16;

* KOe(]IIlieHT MYIbTUILTIKATUBHOTO 3MEHIIICHHS
F=15/16;

* 3aTpUMKa OKPYIJICHHS i3 6 OJIMHUIIb Yacy — OT.

Posrnsimaerbess TpuinapoBa HEHpOHHA Mepexka:
BXiJIHHI, BUXIJHUA 1 TPUXOBAHWM IIapu CKIajaa-
I0THCS 3 8 HEHPOHHUX EJIEMEHTIB KOJKEH.

Jia BU3HA4YEHHS CTaHy BY3bKOI'O MICIS 4eprH
(bouttleneck queue) mocmimxkyroTh 1- 1 3-KpoKoBi
FOPU30HTU TependadeHHs. YWciIoBI 3HAYECHHS
BY3bKOTO MICISl BHM3HAU€HO CHHYCOiJaJbHOIO
¢dyukrmiero integer[35(1+sin(2nt/T))+10] makeriB 3a
oJMHUITO yacy (integer — mia 4acTHHA YUCIIA).

[pencraBumo pe3ynbTaTé MOPIBHIIBHOTO aHATi-
3y TaKhX CIOCOOIB KOHTPOITIO TIEpeBaHTAKEHHSL:

a) Ha OCHOBI aHAII3y JIOBXUHH 4epru (puc. 3);

0) Ha OCHOBI aHai3y IOKa3HMKa YyTJIHMBOCTI 3
1-kpokoBUM TIepeOaueHHAM CTaHy Mepexi (puc. 4);

B) Ha OCHOBI aHaNI3y IMOKa3HUKA YyTJIHBOCTI 3
3-KpOKOBHM Iepe10aueHHsIM CTaHy Mepexi (puc. 5).
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Crioci6 a) peami3yeThcsi Ha OCHOBI CXEMH, ITOKa-
3aHoi B [1] Ha puc. 1. Ciocobu 0) i B) peari3yroThes
Ha OCHOBI cXeM, 300pa’keHHX Ha pHc. 1 12 i€l cTaTTi.

Ha rpadikax npuifHITO Taki MO3HAYCHHS:

MMyHKTHPHA JIiHis — pealibHi 3HaYeHHS TapaMeTpiB,

CyLiJbHA — IPOTHO30BaHI;

3aITUTIB/C.

G — po3mip uepru (KiUIBKICTh 3aIUTIB);
Rgs — mBHIKicT 00CTyroByBaHHs 4epru (queue
service), 3ammris/c;

Rgs — mBuakicTs mkepena ganux (data source),
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1600 © 100 £ Ree 100,74 nn
90t an AU
1400} TR i
80 sof{l ' ] it
1200} NI ‘ l '
7 / 1—’\ 704 l i : 1 i
1000 50 Al -~ [l | I ;
Y AU
! HHn
600 0 | /%l '|‘i LR |
30 il \ 0 II ‘ IIH I l
400 | / v ‘ ' i || il
1 N s 209 !: {iji L
200 0§ ~— o U e - .
0 t
0d— 0
0 200 400 600 800 1000 ¢ 200 400 600 800 1000 0 200 400 600 800 1000
a) po3mip yepru G 0) WIBUAKICTH 00CIyroBYBaHHS 6) WBUAKICTH zKepeia Ras
yepru Rgs

Puc. 5. KonTpoan nepeBaHTaKeHHSI
HA OCHOBI cXeMH YyTJIHBOCTI 3 3-KPOKOBHM nepeadadeHHAM
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BuszHaunmo Taki MOKa3HMKH €()EKTUBHOCTI s
BUKOHAHHS MOJIEIIIOBAHHS:

« G, =max{G(t), 0<t<T},
TyT MakcuMaibHe 3HaueHHs G(t) BimoOpaskae po3mip
Oydepa, MOTpiOHUI By3bKOMY MICITIO JISl YHUKHEHHS
BTPATH MAKeTy, T — Yac BUKOHAHHS MOJICITIOBAHHSI;

* CEepemHii Po3Mip Yepry i MBUAKOCTI HKEpena,
BU3HAYEHO 5K

T

it
To

* JIUCTIEPCII0 PO3MIpPY YeprH i MIBHUAKOCTI JIKe-
pena, BU3HAYCHO SIK

f =

.
[[f(0)— f2dt.
0

Amnai3 300pakeHux rpadikiB CBIIYUTH MPO TaKe:

1) Benmmuuny yepru G MEHII JJ1si CXeMH Ha OCHOBI
qyTIUBOCTI (puc. 4,a 1 5,a) HiX I CXeMH Ha OCHOBI
gepru (puc. 3,a). Pazom i3 TuM cxema Ha OCHOBI
YYTIMBOCTI 3 3-KPOKOBUM TiepeAOadeHHsIM CTaHy
(puc. 5) 3abe3neuye Kpanly IpoayKTUBHICTh, TOOTO
MEHIIY BEJMYUHY Yeprd Ha OOCIIyrOBYBaHHS, HIX
BIJIMOBiIHA cXeMa 3 1-KpOKOBUM mependadeHHsIM
(puc. 4);

2) Cxema Ha OCHOBI aHami3y pO3MIpy Yepru
YyTJIMBIIIA 70 3MiH y IIBHJIKOCTI OOCITyrOBYBaHHS
yepru (puc. 3,0), H’XK CXeMH Ha OCHOBI YyTIIUBOCTI
(puc. 4,6 i 5,6). Y cxemi Ha OCHOBI Yeprd CIiij
3a3HAYNUTH, L0 33 3HAYHOTO 3HMKEHHS ILBUAKOCTI
00CIIyTOBYBaHHSI PO3MIp YEPrH 3pPOCTAE EKCTEHCHB-
HO, paHillie CIIOCTEPEKYBAHUX 3HAYCHbB. 3OUIBIICHHS
pO3MIpy Yepru CTaOuIbHIIIE 32 TUX CAMHX YMOB JIs
CXeM Ha OCHOBI Yy TJIHBOCTI;

3) KOJIMBaHHS MIBUIKOCTI JKepesa Rys MeHIi ist
CXeMHU Ha OCHOBI uyTiuBoCTi (puc. 4,6 1 5,8) Hixk 15t
cXxeMHd Ha OCHOBI uepru (puc. 3,8). AHami3yruu
CXEMH Ha OCHOBI YYTJIMBOCTi, 3ayBaXUMO, LI0 JUIS
3-KpOKOBOrO mepe0aYeHHs KEpiBHI CHUTHAIM 3BO-
poTHOro 3B'sI3Ky (TOOTO, ABiiiKOBHH OiT 3aropy),
OTpUMaHi y JpKepeni JaHuX 3 MEpPeXHOI 4epr,
HECYTTEBI y Billl i BiJIoOpaar0Th OIMKYI MepexkHi
YMOBHU TOPIBHSHO 3 |-KpOKOBUM Iepen0ayeHHsIM
nporecy. Y cxemax KepyBaHHS 3aTOPOM Ha OCHOBI
3BOPOTHOTO 3B'I3KY 31 3HAUHUMH 3aTPUMKAMH TTOIIIHN-
PEHHSI KEpiBHI CHUTHAIHM, OTPUMaHI Yy JiKepelnax,
MOKYTh OyTH 3aCTapiIUMH, 1 B pe3yJIbTaTi BiANIOBIb
KEepyBaHHS BCTYNHTh y CHIy TUIBKH IIiCJIS JESKOL
3arpuMkd. HemonikoM nependadeHHs Ha OCHOBI
aHaJli3y CTaHy Yeprd € Te, L0 YUM 13 OLIbIIOI
3aTPUMKOI0 MU POOMTHMEMO TepeadadeHHs, THUM
CKIIamHime Oyae OTpUMATH Tepea0adYeHHsS 3 HEBe-
JIMKUMH IOMUJIKaMHU.

20gy=1
o™(H)=1
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KopoTtkuii mepernik pe3ysibTaTiB MOJCIIOBAHHS
JUIT CUHYCOIJJalTIbHOTO THITY BY3bKOTO MiCIIS HaBe-
JieHo B Ta0uuili, e Gay i Ray TO3HAYAIOTE CepeIHii 3a
JacoM PO3Mip YeprH i MBHIKICTH HKEpea.

Tabnuya
IlepeJiik pe3yabTaTiB MOAETIOBAHHS
X
©
x ) € —~
Minxin El & Slol gL
O % = b
=
[Semi
2 <
Ha ocHosi § pct § o P =l
aHaNi3y 4epru < N
Yy 4ep — = @ < N
i
Ha ochosi
¢byHKmii . - 0 o
Yy TJIUBOCTI: g o © @ < ©
1-kpokoBuit 3 9 pred 3 §
TOPU30HT ®
nepen0adeHHs
Ha ocHosi
dhyHKIii o
3. ™ ~ © o ~
YYTIUBOCTI: @ = ] o 1o o
3-kpoKoBHii 3 S 2 ~ S =
TOPU30HT ®
nepen0ayeHHs

Y i poboti, Ha BIAMIHY BiJ TpaguIiiHUX
CHCTEM KOHTPOJIIO TIEPEBAaHTAKEHHS 3a 3MiHAMHM
CTaHy Ta IapaMeTpiB Yepr, 3alPOIIOHOBAHA CHCTEMa
MPALOE 32 ONTUMAILHUMH JITOPUTMAaMU HaJamTy-
BaHHs BaroBHX MapaMeTpiB. 3aBISKH LIbOMY IIiJBU-
IIYETHCS TOYHICTh BU3HAYCHHS KEPIBHUX CUTHAIIB,
3MEHIIYEThCS BILTMB iXHBOT 3aTPUMKH 1, K PE3yJib-
TaT, MiHIMI3YIOTBCSI CEpEHI BUTPATU PECYPCY.

PosnsHyta cuctema KepyBaHHS TeJIEKOMYHiKa-
LIHHOIO MEPEKEIo MO CYTi IMPEJCTaBIIIE COOOI0 CTa-
TUYHY HEMPOHHY MEPEXKY, 10 CKJIALy SIKOI BBOJUTHCS
3BOPOTHUH 3B'SI30K Yepe3 eNEeMEHT 3aTPUMKH Ha OJTUH
takt [19, 20]. Ile npumymieHHS Ui MAKETHUAX
TEJICKOMYHIKAI[IHHIX MEPEX € BEIIbMHU JIOTTUHUM.

6. BACHOBKH

[IpoBeaeHi AOCTIHKEHHS MOKA3YIOTh, IO IMiAXI[T
Ha OCHOBI YyTJIMBOCTI 3JaTHUI 3MEHILUTH BEJINUUHY
KOJIMBaHb YepPTH (K MOKa3ye 3Ha4YeHHs JUCTepcii B
Tabnui), aje He MOXKE MOBHICTIO YCYHYTH KOJIU-
BaHHJ. BuxopucraHHs dyTauBOCTI (YHKUIl Tpo-
JNYKTUBHOCTI CHUCTEMH JIO3BOJIIE BHSBUTH 3aTOP
CBOEYACHO, 1 IIe BeJle 0 CBOEYACHOI peakilii Kepy-
BaHHS 3BOPOTHUM 3B'SI3KOM 13 JDKEpelIaMu JIaHHX.
BukopucTtanHs HEWPOHHOT apXiTEKTypu JJIsl pealri-
3amii (QyHKUii YyTIUBOCTI 1 Trpagi€eHTa LiTbOBOI
(GyHKIIT 1Mig 9ac 30UIbIIEHHS TOPU30HTY Iepeada-
YeHHs 320€3MeYyI0Th NPUIHHATHI 3HAUCHHS 3aTPUMKH
MOBIIOMJICHb 3BOPOTHOTO 3B'S3KYy 1 THM CaMuM
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MOKPAIIYIOTh TOYHICTh MepeadadyeHHs i BUSIBICHHS
MEPEBAHTAXKECHh Y TEIEKOMYHIKalliHHUX Mepekax.
Po3pobneno meron KepyBaHHS IE€peBaHTaKCHHSIMH
TENEKOMYHIKaIliifHOT MepexXi 3 BHKOPHUCTaHHSIM
HEHPOHHOI Mepexi SIK CHCTEeMH MOHITOPHHTY Ta
KepyBaHHA. 3alpONOHOBAHO i OOTPYHTOBAHO CXEMY
0araToKpoOKOBOTO TepeadaueHHs cTaHy uyepru. Jms
nepenOayeHHs Ta 3aBYaCHOTO BHSBJICHHS IIepe-
BaHTA)KCHHS BUKOPHCTAHO amapar 3arajibHOi Teopii
YYTJIMBOCTI 3 HENPSMHUM 3BOPOTHHM 3B'SI3KOM 1
KEepyBaHHAM aKTUBHICTIO JKEpesl MOBiJOMIICHB.
PesynpTaty miei Teopii BUKOPUCTaHO ISl TOOYIOBH
CHCTEMH KepyBaHHS 3 HENPSMHM 3BOPOTHHM 3B'f3-
KOM, IO JO3BOJISIE EKOHOMUTH KaHAIBHUHA Ta
O0YHCITIOBATIFHUN pecypcH. Y pe3ynbTaTi mepeBipku
TEOPETUYHUX PE3YJIBTATIB IUISIXOM KOMII IOTEPHOTO
MOJICTIIOBAHHS OTPUMAaHO KUIBKICHI TOPIBHSUIBbHI
OIIHKN e(eKTHBHOCTI (TOYHOCTI Ta MOTPIOHOTO
00YHCITIOBATILHOTO PECYPCy) PO3pOOJICHOIO METOAY
Ta METOMiB, IO IiCHyBajmW panime. MoxHa
CTBEP/XKYBaTH, L0 3 JOBEPIICHOI apXiTEKTypOIO
HellpoMepexi, TpPUAATHOI s  MOJCIIOBaHHS
OUHAMIKHA CHCTEMH, MOXXHAa OTPUMATH YIIOBHI
3aJI0BIJIbHY TPOJYKTUBHICTh TEJIEKOMYHIKAIiHHOT
CUCTEeMH SIK 00'€KTa KEpyBaHHS.
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Comparative analysis of the efficiency
of telecommunication network overload detection schemes

The scheme of congestion detection and regulation of input data flow based on the analysis of the sensitivity function
of the telecommunication network performance is considered. The gradient of the sensitivity function characterizes the
rate of change of this function and provides the optimal direction for adjusting the speed of the data source. To determine
the sensitivity function, the use of a simple neural network model of a dynamic system is proposed. Determination of the
gradient on the current value of the sign of the sensitivity function of the performance indicator is based on the algorithm
of additive increase / multiple decrease. This algorithm is an alternative to the system of overload prediction and flow
control, based on the control of the current value of the queue in comparison with a given threshold. The neural model
for multi-step prediction of the queue state on the side of the telecommunication network receiver is considered.

The results of comparative analysis of congestion control methods based on queue length analysis and sensitivity
analysis with 1-step and 3-step horizons predicting network status are presented. The study was conducted for sinusoidal
function of the narrow queue. It is shown that the key performance indicators for the sensitivity function-based scheme
are better than for the queue length analysis scheme. The queue size-based scheme is more sensitive to changes in queue
maintenance speed, and data source speed fluctuations are less sensitive for the sensitivity-based scheme. For systems
based on sensitivity function analysis, a 3-step horizon predictor provides better performance and a smaller maintenance
queue than a 1-step horizon scheme.

Keywords: telecommunication network; congestion forecasting; sensitivity function; gradient; neural system; queue
management; prediction horizon.
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