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Background. Contemporary distributed systems tend to leverage complex network topologies and intercommunication
technologies for performing complex computational tasks. It is quite common for such systems to rely on centralized coordination
where one or a group of designated servers serve as a management plane for the entire network. While this approach may simplify the
consensus process, it introduces additional requirements for infrastructure engineering and maintenance. Nodes serving as a control
plane require additional hardware resources as well as human effort and competence to manage external services capable of providing
basic coordination primitives. Most cases requiring consensus could be reduced to simplistic procedures like gathering knowledge
about network participants and dividing deterministically state slices between them. Therefore, implementing a complex coordination
solution that requires an additional maintenance method could be inefficient. The Replica State Discovery Protocol stands as a
lightweight coordination solution presenting a simple interface for achieving consensus between nodes within a cluster.

Methods. Within the ambit of this research, a set of cluster state reducers is described, providing basic coordination
capabilities, including the formation of a network participants list and task division between them. Using mathematical modeling, we
describe the procedures necessary for performing the said coordination tasks. Implementation and testing of reducers is done with
the Node.js platform capable of running JavaScript code on the server side. A theoretical analysis and description of the proposed
methods for distributed coordination are provided within this work to facilitate their integration into modern systems.

Results. As aresult of this research, we propose three new cluster state reducers serving as methods of basic coordination
capabilities as an exemplary application of RSDP. The first reducer is responsible for gathering the directory of participating
nodes within a cluster and maintaining their statuses based on the received data. The second reducer performs a timeframe
division within a cluster between the nodes to coordinate their execution in a mutually exclusive environment. Lastly, the rate
limit reducer describes a logic to perform consensus regarding a single value that should be shared throughout the system as
well as promptly updated if needed.

Conclusions. While engineering a complex distributed system requiring consensus among its subsystems or a set of
homogenous components, it's important to avoid complexities related to the management of additional infrastructure while still
providing a required level of consistency and availability. Having said that, the Replica State Discovery Protocol provides essential
lightweight capabilities to resolve the said problem through the means of its flexible state reducers system. RSDP is built with a layered
architecture in mind, capable of adjusting to the particular needs of the network as shown in this paper. By leveraging existing
communication infrastructure and avoiding redundant management layers, RSDP allows for significantly reducing the computational
complexity of coordination as well as costs associated with hardware needed for running a dedicated control plane. State reducers
described within this article provide basic capabilities required for the most common coordination tasks, including the construction of
a participants directory, task splitting and assignments, as well as consensus regarding the configuration parameters.

Keywords : distributed computing; device coordination; state synchronization; cluster management; service availability;

security incidents; Replica State Discovery Protocol (RSDP); RSDP cluster state reducers.

Background

The rise of the information technology age has led to
the development of numerous automated systems for data
gathering and processing. It is quite common nowadays to
have shops or government services available directly on
personal computers or phones. As a result, the demand for
the availability of such services rises every year. The larger
the number of clients trying to gain access to the system,
the more it is evident that every large system must be
capable of scaling both vertically and horizontally.

Vertical scaling is straightforward; increasing the number
of CPUs or available RAM can provide a way of improving
the system's productivity without modifying the software.
Modern server stations can reach significant capabilities in
their computational capacities, and the ceiling keeps getting
higher. Although, vertical scaling is still quite limited when it
comes to high-end, in-demand services such as AWS or
Google Cloud. In cases where millions or billions of potential
clients must be supported, vertical scaling is limited and will
not be sufficient (Ali, 2019).

Horizontal scaling, on the other hand, promises nearly
limitless growth potential where there are no commonly
shared bottlenecks. Distributed systems primarily rely on
such principles to provide both efficiency and availability
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through redundancy and coordination mechanisms. It
comes with the cost of having to establish a consensus
mechanism on a software level which is a non-trivial task
tackled from the dawn of the global interconnection era
(Ali, 2019; Millnert, & Eker, 2020).

With that, the Replica State Discovery Protocol serves
as a solution, providing basic simplified interfaces for
establishing a consistent and coordinated cluster
environment. The purpose of this protocol is to abstract
out the common steps required to aggregate a shared
state among multiple nodes. Firstly, such steps include
the discovery phase called “DEBATE”. Its purpose is to
introduce a node to the network by broadcasting its initial
configuration along with its identifier and network
address. As a result, every node after receiving such
notification will respond with its own configuration to
complete the discovery process. The following step
includes state derivation and consensus based on the
statuses received from the peers. After initial
aggregation, the nodes share their perspective with other
participants to achieve consensus. This essentially is a
security mechanism to avoid both accidental and
intentional discrepancies within the cluster state (Toliupa
et al., 2024; Kotov et al., 2024).

© Kotov Maksym, 2025
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Comparing RSDP with other coordination solutions like
Apache ZooKeeper and ETCD, the difference becomes
apparent (Junqueira, & Reed, 2013; Toasa et al., 2019;
Nalawala et al., 2022; Larsson et al., 2020). The said
services act as a central management layer distinct from the
operational plane. As such, they require additional
maintenance and resources tied to the deployment of the
control-plane servers. In contrast, RSDP is a lightweight
protocol that does not require deployment and management
of any additional infrastructure. In that regard, it is more
comparable to other consensus protocols such as Paxos
and Raft (Kirsch, & Amir, 2008; Hu, & Liu, 2020; Ni et al.,
2024). Though, a significant difference is that these
protocols serve as a solution to elect a single value within
the network, while RSDP, besides consensus as a final
stage, provides capabilities to establish complex state
derivation logic based on the available cluster perception.

RSDP itself is based on a layered model described
within its own dedicated articles. In essence, there are
application-level state reducers, a consensus layer, and
media access layers. This article primarily concentrates
on the first, but for completeness, we will briefly cover
other interaction layers. We've already described the
consensus layer and its operation principles above, when
discussing the steps the protocol engine takes to
exchange the information among nodes and establish a
consistent environment.

The communication media layer is primarily
responsible for providing two simple methods to the upper
layers: send to and broadcast. These could be
implemented in multifarious ways by leveraging existing
interconnection protocols for security or reliability. The
initial version of RSDP utilized the AMQP protocol and
RabbitMQ implementation to establish such operations.
AMQP is an asynchronous communication protocol based
on queues and provides complex message routing
capabilities for its clients. Though RSDP does not require
AMQP nor RabbitMQ, the same logic could be
implemented with simple HTTP requests or even based on
bare TCP connections, which in effect removes
dependency on any additional external services and
reduces complexities tied to their management.

Having said that, within this article, the aim is to
develop a set of coordinating state reducers in cases
where interval services rely upon the availability of external
servers. That is a quite common pattern nowadays, when
most applications are some sort of combination of external
tools. Such tools often implement their own security
policies to guarantee availability in the face of potential
DOS attacks. Hence, they implement various rate-limiting
strategies to stifle any potential malicious activities. On top
of that, it is quite common for such external services to
provide their internal state data as snapshots. For
example, some aggregates of financial or crypto-related
information on centralized exchanges have limited
historical availability or none.

In such cases it is important to establish data
redundancy techniques where multiple internal processes
within the controlled environment poll the external data
provider. In case one polling process fails, the other would
gather information successfully. Implementation of such
logic becomes quite complex since the external service
might impose rate-limiting restrictions, which necessitate
the creation of internal coordination logic to avoid violation
of such policies by a pool of uncoordinated parallel
execution entities.

The purpose of the article. The purpose of this
article is to provide examples of potential RSDP
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application within coordination-related problems. To do
so, we've chosen a commonly met problem while
designing a system requiring data redundancy and at the
same time relying on third-party servers. An architectural
description of such a case is provided with diagrams to
establish the necessary context. This paper presents
three state reducers providing functionality required to
establish a managed and compliant gathering of data
from an external limited source.

Starting with a directory-gathering reducer, responsible
for maintaining a real-time list of current cluster members.
As will be shown later, such a primitive operation is the
basis of most coordination-requiring tasks since, in order
to partition the task, a holistic view of the network is
required in most cases. Given that capability, we develop
a second state reducer tasked with timeframe division
among the nodes, allowing us to mitigate risks associated
with potential violation of security policies imposed by
external services. Lastly, we develop a rate-limit state
reducer responsible for maintaining a synchronized
configuration of remote security policy. Since that
configuration could be dynamic, we describe the
communication channels and methods that could be used
to keep the cluster state in a consistent manner.

Analysis of literary sources. Consensus and
coordination have been actively studied in numerous
works throughout the world and are extremely relevant
topics especially in context of emerging blockchain
technologies (Yaga et al.,, 2019). Nevertheless, the
category of state management methods that do not involve
external coordination plane remains an open area
requiring additional effort and discussion.

The description and evaluation of centralized coordination
methods based on ZooKeeper is done within works of
Junqueira, F., & Reed, B. (2013). Similarly, contribution
towards utilization of ETCD service and its capabilities are
provided within works of Nalawala, H. S. et al. (2022).

Studies of Paxos consensus protocol were conducted
within the works of Van Renesse, R., & Altinbuken, D.
(2015). Respectively, research on Raft consensus protocol
and its properties is described within papers of Hu, J.,
& Liu, K. (2020); Ni, L. et al. (2024).

Research on DDOS and its variations has been going
on since the early 2000s. Significant contributions within
the scope of taxonomy, detection and prevention methods
are provided by the works of Mirkovic, J., & Reiher, P.
(2004); Douligeris, C., & Mitrokotsa, A. (2004). Farther
improvement of protection models and methods are
discussed in Srivastava, A., et al. (2011). More recent
papers involving descriptions of using artificial intelligence
capabilities to detect DDOS attacks are done within works
of Zhang, B., Zhang, T., & Yu, Z. (2017).

The Replica State Discovery Protocol, its implementation
details, terminology and phases are described within the
works of Toliupa, S. et al. (2024). The media access layer
based on AMQP, its architecture, properties, and
characteristics are discussed in Kotov, M. S. et al. (2024).

Methods

Within the ambit of this research, a set of cluster state
reducers is described, providing basic coordination
capabilities, including the formation of a network
participants list and task division between them. Using
mathematical modeling, we describe the procedures
necessary for performing the said coordination tasks.
Implementation and testing of reducers are done with the
Node.js platform capable of running JavaScript code on
the server side. A theoretical analysis and description of
the proposed methods for distributed coordination are
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provided within this work to facilitate their integration into
modern systems.

Additionally, this paper provides a description of
coordination-requiring tasks related to the rate-limited
external services. The architectural model of the potential
clustered data-gathering solution is laid out and evaluated
using diagrams and mathematical notations. As we
propose new coordination methods based on RSDP's
reducer interface, we've described their potential
integration within the scope of such systems.

Results

The following section presents a description of the
proposed state reducers aimed at facilitating cluster
coordination. We will first start with the description of the
cluster requirements and the general architecture that could
be encountered in cases where there is a combination of

Save request +
|dempotency token

Sync worker 1

Save regquest +
|dempotency token
* ______________________________________
Database Sync worker 2
A

i Save request +
i Idempotency token

Sync worker 3

external service, temporary availability of data, and rate-
limiting security policies in place. We will define the general
approach towards request limitation commonly done by
external service providers. In addition, a diagram of
architecture will be used to further clarify the setup.

Architecture of a system with external limited
dependencies. Let us start the discussion of results with the
definition of the target distributed system. Before proceeding
with the description of cluster state reducers, we will first
define the network topology and its constraints. We will
shortly discuss external security policies and their
implications while building data-gathering or synchronization
services for temporarily available aggregates.

The following Fig. 1 depicts the architecture of such a
system:

FPaolling request

e

External service

Fig. 1. Architecture of the target distributed system

This system is comprised of multiple synchronization
workers that form an RSDP cluster. Their main task is to
continuously poll data from an external service provider.
The conditions that make this task complex are as follows:

e The external service provides data aggregations
temporarily, meaning that historical reconciliation is impossible
since older records will not be available in the future.

e At the same time, the service has a security policy
that restricts incoming requests with a shared identifier
within a time window.

e Controlled service is supposed to minimize data
loss through any available means.

Hence, the architecture of a controlled network is
comprised of multiple duplicate polling processes allocated
on different machines or even availability zones. At every
collection period, all three must try to retrieve the data from
the target service. If one of them failed, the other would try
to save the records received.

Overall, the idea is to leverage redundancy to mitigate
potential risks associated with data loss. This is a typical
strategy met within many distributed systems.

In order to avoid data duplication inside the database,
the idempotency token could be used to check the
availability of the record. In the case of the described
system, polling interval start and interval end, along with
specific request type parameters, could be used as such
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tokens. Before inserting a new record in the database,
every worker would first look to see if there is already a
record stored with the mentioned field. To further
strengthen consistency guarantees, a unique constraint
policy could be implemented, which is commonly
supported in RDBM systems and other databases.

The problem arises due to the potential security
policies on the provider's side. Since rate limits block
excessive requests to the service, our task is to ensure that
all the parallel polling processes work in a coordinated way
to avoid violations and possible further restrictions. This
problem could be generalized to any type of access or work
with a shared resource. When multiple parallel actors try to
work on the same problem, coordination is required to
avoid inconsistent behavior.

Rate-limiting policies come in multiple variations but
could be generalized as an access sliding window. In that
case, the external service would define a number of
requests allowed within a specific timeframe. If that amount
is exceeded, the sender might be subjected to additional
restrictions or even a permanent ban from accessing the API
(Serbout et al., 2023; Firmani, Leotta, & Mecella, 2019).

To describe how such policies work, let us declare the
following:

e R € R*:maximum request rate (requests per second);

e T € R*: time window (in seconds);
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e N(t): number of requests made in interval [t - T, t];
e u(r)e{0,1} :unit impulse indicating a request at

time ¢.

e Now the constraint, or the rate limit condition could
be expressed as:

[l u(®dt<R-T, vteR" 1)

Equivalently, in discrete time (e.g., if requests occur at
discrete timestamps t;):

Let {t;}, € RY, t; < t;41. Now define the windowed
count:

N(t) = Xitg Ljer g (L), (2)
The rate limit condition could be expressed as:
Nt)< R-T. (3)

The acceptance function a(t;) € {0,1} could be defined as:

_(1if N(t;) < R ‘T,
a(t) = {0 if otherwise. “)

That being said, we can proceed with the definition of
coordination mechanisms capable of working with such
external constraints to avoid potential security incidents.

The state reducer interface notation. Before
proceeding with descriptions of the proposed state reducers,
we will first have to establish a mathematical notation basis
that will be used throughout these definitions.

Firstly, the cluster itself could be defined as a graph
Gouster = (V, E), with a set of replicas V = {vy, vy, ..., U}
and a set of directed edges E < V x V. In this network each
node has its own initial state s; used to later derive an
aggregated state s; along with incoming initial states from
in-neighbors V"~ (v;). The process could be defined as
follows (Toliupa et al., 2024):
Si* = faggstatus(si:{Mstatus(vj) | Vj € N_(Ui)}) (5)

Here, Mstams(v]-) represents an incoming message from
in-neighbor in response to initial My (v;). This message
could be then defined as Mstarus(v;) = (fia(v)), frneta(vi), ;)
We've additionally defined utility functions f;4(v;) that returns
a routable identifier for v; and fiea(v;) that returns meta
information about participating node (Toliupa et al., 2024).

Later, we will use s; = f,g0 saeus NOtation to describe every
subsequent state reducer aggregation function. Having said
that, let us proceed with the state reducers definition.

Cluster members state reducer. This reducer is one of
the most commonly used to resolve any coordination task.
That becomes apparent since, in order to distribute tasks
between participants, their complete list is required along with
the metadata, such as their capacity and capabilities.

The reducer could be described as follows:

s; = {fid(vj)'fmeta(vi)' silveN~(w)uy } (6)

Its implementation is quite simple but equips the
network with an important ability to discover peers.

Timeframe division state reducer. Now, when we
can get a list of network participants, we can create an
additional state reducer that is capable of dividing

st = (o) - rank (1) )

where, A ={fy(v;))Iv;eN" W)UV}, [Al is the
amount of node addresses registered within 4. Then
rank(fi4(v;), A) is a function that returns the position of
fia(v;) within a sorted set A for a given node v;.

AT =

where inverse of R basically represents how many
seconds a process should wait before it can issue another
request in compliance with the restriction policies.

This reducer could be farther improved to support
multiple parallel limitation scopes. Let's say that within the

s; = {(ﬂd(vj)'m . rank(ﬁd(vj), Cﬂ(fgroup(vj))))

where A(L) is now a function that returns a subset of
nodes belonging to a particular subset of A where each
member is associated with a label Ly. Here, fpou,(v;)
would return L, associated with v;.

With that setup it is now possible to distribute tasks
among nodes in several groups. Each group would have
its own isolated access context and would still be capable
of coordinating separately.

si ={fulvj) v € N~ Uwi }

where f;(v;) returns rate limit value observed at node v;.

The RSDP has undergone multiple iterations, some of
which perform popular vote decisions on aggregated
states. That implies that propagation of the rate limit value
should be done through side channels as shown in the
following Fig. 2.
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timeframes among nodes. Its implementation could be
farther augmented by introducing sharding categories, in
case there are multiple API keys, but the general approach
could be defined as:

Uj € N_(vi) U v; }, (7)

Also, AT is a synchronization period that could be
obtained either as a static configuration shared in the cluster,
or dynamically calculated based on rate limit as follows:

A - =, (8)

observed architecture there are multiple access keys, each
having its own dedicated rate limit policy and counter. In
that case, it would be more efficient to separate
coordination tasks in the following manner:

Uj € N_(Ui) U v; }, (9)

Rate limit state reducer. It is quite common for the R
value to be dynamic itself. These policies tend to get
updated over time due to the demand and capability
factors on the external service's side. Hence, one of the
key state reducers is responsible for maintaining this value
in a consistent manner:

(10)

Since a new value in such RSDP version would only be
accepted if most of nodes share it, without side channel
such propagation would be slow. Another approach is to
pass timestamp ¢ along with f,(v;) and make the state
derivation function find such f,(v;) that is associated with
the largest value t.
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Fig. 2. RSDP initial state updates propagation

Discussion and conclusions

While engineering a complex distributed system
requiring consensus among its subsystems or a set of
homogenous components, it's important to avoid
complexities related to the management of additional
infrastructure while still providing a required level of
consistency and availability. Having said that, the Replica
State Discovery Protocol provides essential lightweight
capabilities to resolve the said problem through the means
of its flexible state reducers system. RSDP is built with a
layered architecture in mind, capable of adjusting to the
particular needs of the network as shown in this paper. By
leveraging existing communication infrastructure and
avoiding redundant management layers, RSDP allows for
significantly reducing the computational complexity of
coordination as well as costs associated with hardware
needed for running a dedicated control plane. State
reducers described within this article provide basic
capabilities required for the most common coordination
tasks, including the construction of a participants directory,
task spliting and assignments, as well as consensus
regarding the configuration parameters.

Within this paper, we've covered a common architectural
problem we met while integrating with myriads of external
services. Since most SaaS platforms encounter spamming
and DoS problems, most utilize rate-limiting policies for each
connecting client. While mitigating availability risks on the
server's side, it significantly complicates data redundancy
techniques and distributed polling for clients, which require
coordination capabilities.

As such, the proposed state reducers provide all the
necessary information for running polling processes to both
retrieve the data and comply with external security
restrictions. The demonstrated reducers allow you to gain a
complete network view, starting with the participants list. The
list serves as basic information for more complex state
division among nodes. By knowing how many nodes there
are in the network and being able to dynamically adjust the
list according to their health or availability, it is possible to
construct more complex coordination methods. Hence, the
second state reducer, based on the list, divides the available
timeframes among the participants, allowing them to avoid
collisions and accidental bans from the target API. At the
same time, the third reducer provides a real-time
configuration for the available rate limit policy.
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Overall, the purpose of this article is to show examples
of RSDP's potential application in solving coordination-
related tasks. We've laid out the direction of the state
management capabilities available through RSDP interfaces
and their versatility. It is the intent of this paper to spark
further research into the application of RSDP's capabilities
in solving non-trivial tasks in contemporary parallelized
systems requiring access to a shared resource.

Author's contribution: Maksym Kotov — conceptualization,
methodology, formal analysis, development of software, analysis
of sources, preparation of a literature review and theoretical
foundations of research, editing and reviewing.

Sources of funding. This study did not receive any grant
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KuiBcbkui HauioHanbHUM yHiBepcuteT iMmeHi Tapaca LUeBueHka, KuiB, Ykpaina

PEQYKTOPU CTAHY AN KOOPOUHALYI KNACTEPA HA OCHOBI RSDP

B ¢ Ty n. Cy4acHi po3nodineHi cucmemu, 3a3euyali, uKopucmoeytoms CkiiadHi MepexHi mornosozii ma mexHosnoeil éHympiwHb020 38 'A3Ky onsi
BUKOHaHHS cknadHux ob64ucntosanbHux 3aedaHb. [locumb Yacmo maki cucmemu noknadarombcsi Ha yeHmparizoeaHy KoopduHauito, Kosu oOuH abo
2pyna npusHa4YeHUX cepeepie € MIOWUHOI yrnpaesliHHa Ons eciei Mepexi. Xo4ya yel nioxid moxe crnpocmumu npoyec G0CsA2HEHHS] KOHCEHCYCY, 8iH
8800umb dodamkoei suMo2u Ao NPoeKkmMyeaHHs1 ma o6cr1y208yeaHHs iHgppacmpykmypu. By3nu, siki € NIoWuHoO yrpaeniHHs, uMazaromb 000amKosux
anapamHux pecypcie, a makox /Il00CbKUX 3ycusnb i KoMnemeHuii Ans ynpaeniHHs 308HiWHIMU cryx6amu, 30amHumMu Hadaeamu 6a3oei npumimusu
koopduHaujii. Binbwicmeb eunadkie, w0 suMazarome KOHCEHCYCY, MOXHa 38ecmu A0 cripouwjeHux npoyedyp, makux sik 36ip iHghopmayii Npo y4acHukie
Mepexi ma po3nodin demepmiHoeaHux 3pizie cmaHy Mk Humu. Omike, enpoeadKeHHsI CKNadHO20 KOOPOUHaYillHo2o piwleHHs, sike eumazae
dodamkoso2o0 Memody 06ciry2o8yeaHHsl, Moxxe 6ymu HeegekmueHuM. [Tpomokon eusieneHHs1 cmaHy penniku (RSDP) eucmynae sik "lightweight”
piweHHs1 Ons koopAuHayii, wo npedcmaernsie npocmutli iHmepgbelic Onsi ocsizHeHHs1 KOHCEHCYCY MiXK 8y3/1aMu y Knacmepi.

MeToAau.Y mexax ybo20 docnidxeHHs1 onucaHo Habip pedykmopie cmaHy knacmepa, wo 3abesneyye 6a3oei Moxsueocmi koopOuHaui,
8KJIH0YarOYU ¢hopMy8aHHsI CMUCKY y4acHUKie Mepexi ma po3nodin 3aedaHb MiX HUMU. 3a AONTOMO20I0 MameMamu4Ho20 Modes1t08aHHs ONuUcaHoO
npoyedypu, HeobxiOHi OnsA euKoHaHHs 3a3Ha4yeHUX KoopOuHayiliHux 3aedaHb. BnpoeadxeHHs1 ma mecmyeaHHs1 pedyKmopie euUKoHyembcs 3a
donomozoro nnameopmu Node.js, 30amHoi 3anyckamu kod JavaScript Ha 6oui cepeepa. Teopemu4Huli aHani3 i onuc NPonoHoeaHux memodie
po3nodineHoi koopduHayii npedcmaeneHo e yili po6omi Onsi none2weHHs ixHboOI iHMezpauyii e cy4acHi cucmemu.

PesynbTaTtu. Y pesynbmami yb020 00C/iOXeHHSI MU MPOMOHYEMO MpuU Ho8UX pedyKmopu cmaHy Kiacmepa, siki siensilomb co6oro
mMemodu 6a3oeux Moxnueocmeli koopAuHayil sik 3pa3koee 3acmocyeaHHsi RSDP. lMepwuii pedykmop eidnoeidae 3a 36ip kamanoz2y ey3nie-
yuYacHukie y knacmepi ma ni@mpumky ixHix cmamycie Ha ocHogi ompumaHux daHux. [pyauli pedykmop 8UKOHY€ po3odin Yacoeux mepmiHie y
weudkocmi onucye 51o2iKy 05151 00CsAi2HeHHSI KOHCEHCYCcy w000 €GUHO20 3Ha4YeHHsI, sike Mae 6ymu cninbHUM OJ1s1 8ciel cucmeMu, a makox He2alHO
OHoeslrveamucs 3a nompe6u.

BucHoBku. [1i0 yac npoekmyeaHHsi cknadHoi po3nodineHoi cucmemu, wo nompebye KoHceHcycy MiX 1i nidocucmemamu a6o Ha6opom
0OHOpPIGHUX KOMIMOHEHMIB, 8aXJIUBO YHUKamMu cknadHouwie, noe'si3aHux 3 ynpaesiHHsIM dodamkoeoro iHghpacmpykmyporo, 3abesneyyoyu eodHo4ac
Heob6XxidHull pieeHb y3200xeHocmi ma docmynHocmi. 38a)aro4u Ha ye, MPOIMOKOJ1 8usiesIeHHs] CMaHy penniku Hadae eaxuei noneaweHi MoXxnueocmi
0n1s1 po3e‘A3aHHs 3a3HavyeHoi npobriemMu 3a OMoOMO20H0 c80€i 2Hy4YKol cucmemu pedykmopie cmaHy. RSDP cmeopeHo 3 ypaxyeaHHsiM 6azamopieHegol
apximekmypu, 30amHoi adanmyeamucsi 0 KOHKpemHux rnompe6 mepexi, sIK rnokazaHo e yili cmammi. Bukopucmosyroyu HasieHy KOMYHikauilHy
iHgppacmpykmypy U yHuKaro4u Hadnuwkosux pigHie ynpaesiHHs, RSDP do3eossie 3Ha4HO 3MeHWUMU 064ucsito8asnibHy CKadHicmb KoopOuHauii, a
makoX eumpamu, noe'a3aHi 3 anapamHum 3abe3ne4yeHHsIM, Heo6xiOHUM Ansi po6omu cneyianbHOI NIOWUHU ynpaeniHHA. PeAykmopu cmaHy, onucaxi e
yiti cmammi, Hadaromb 6a30ei MoxJ1ueocmi, Heob6XiOHi Onsi HalimowupeHiwux 3ae0aHb KOOPOUHaUii, 8KITFOYalOYU CMEOPEHHSI Kamasozay y4YyacHukie,
po3rodin 3aedaHb i NPU3Ha4YeHHsI, a MaKOoX KOHCEeHCYC w000 napamempie KoHgi2ypauii.

KnwoyoBi cnoBa:po3nodineHi o64ucneHHs; y3200)KeHHs1 MPUCMPOIO; CUHXPOHI3ayis cmaHy; ynpaesiHHs1 knacmepamu; docmynHicmb
cepeicie; iHyudeHmu 6e3neku; NPOMoKos ausiesieHHs cmaHy peniku (RSDP); pedykmopu cmaHy knacmepa RSDP.

ABTOp 3asBnsie NPo BiACYTHICTb KOHGNIKTY iHTepeciB. CnoHcopy He Bpanu yvacTi B po3pobneHHi 4ocnimpkeHHs; y 36opi, aHanisi un
iHTepnpeTaLii 4aHWX; y HanMcaHHi pykonucy; B pilleHHi npo nybnikaLito pe3ynbTaris.
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APXITEKTYPA CUCTEM BUABJIIEHHA ABTOMATU3OBAHUX AKAYHTIB (BOTIB)
Y COUIANIbHUX MEPEXAX

BcTyn. CouyianbHi Mepexi € 0OHUM 3 OCHOBHUX O)kepes1 ompuMaHHs iHghopmauii. lfpome 3i 3pocmaHHAM dosipu 8o Hux
3pocmae i suKopucmaHHsi agmomMamu308aHUX akayHmie Onsi nowupeHHs1 desiHghopmayii ma ennuey Ha cycninbHy OyMKY, W0 €
eghekmusHUM MemodoM maHinynsuii. s eusiesieHHs1 maKux akayHmie 3acmocoeyromb cuUcmeMu eUsi8JIEHHSI aeémoMamu308aHUX
akayHmie. Memoto cmammi € po3250 apximeKkmypu cucmeM eusie/ieHHsl agmoMamu308aHuUx akayHmie (6omie) y couianbHux
Mepexax i 8u3Ha4YeHHsI OCHOBHUX HarpsiMie uj000 8 00CKOHa/IeHHs1 maKoi apXimeKkmypu 3 ypaxyeaHHsIM ausiesieHux HedorliKie.

MeToawu. BukopucmaHo memodu aHanizy, cucmemamus3sauyii ma y3a2anbHeHHsI Orfisl eu3HayeHHsl Hedoslikie i Hanpsivie
yOocCKOHaseHHs1 cucmem i Memood ModesTto8aHHs1 Or1s1 po3pobrieHHs1 3a2asibHOI Mma 8 0CKOHasIeHOI apXimekmypu cucmem.

Pe3ynbTaTtu. 3anponoHoeaHo 800CKOHasleHy apXimekmypy cucmemMu eusie/ieHHs1 asmomamu30o8aHux akayHmie (6omis)
y couianbHili Mepexi x.com, w0 euKopucmoeye 3miwaHy Modesib aHanizy 0aHux 3a OOMTOMO20H WMy4YHO20 iHmesekmy i
06'edHye eebckpeliniHz ma APl 3anumu Ons 36opy 0aHuXx.

B u c H 0 B Kk U . Po3anistHymo 3azasnbHy apximekmypy cucmem 8usie/IeHHs1 agmomaimu3oeaHux akayHmie (6omig) y coyianbHux
Mepexax i su3Ha4eHO OCHO8HI HedoJliKku ma HanpsiMu 8 0CKOHaJIeHHSI, ceped sIKUX MOXXHa eudinumu obmMexxeHHs1 3anumie 0o APl eid
e/1acHUKie coyianbHUX Mepex, HecmpykmypoeaHuli i einbHuli cmusib donucie y coyianbHUX Mepexax i mocmitiHy 3MiHy anzopummie
2eHepayii donucie aemomamu3oeaHUMU akayHmamu. 3arnporioHo8aHO 60OCKOHasleHy apXximeKkmypy cucmeMu euUsI8/IeHHS
asmomamu3soeaHux akayHmie 6omie, wjo rnoedHye eebckpelinivz ma APl 3anumu dns 360py OaHux i Oo3eosisie napasnesibHe
BUKOHaHHS1 aHani3y daHux coyianibHUX MEPEX.

Knw4yoBi cnoB.a: komn'rtomepHa cucmema, 36ip aHux, aHasnis daHuUx, MawWuHHe HagYaHHsl.

BcTyn 00TV BUMMSIAAOTb SIK CMPaBXHI KOPUCTYBaYi, LU0 YCKIaHIoe
CouianbHi Mepexi ctanu ogHUM 3 OCHOBHUX OXKepen X BUSIBNEHHS Ta [J03BOMsE M npauioBatM B TakoMy
iHbopmalii, 3abe3nedvyoun Mamke MUTTEBY JOCTaBKy Ta mMacLwtabi, akuin 6yB 61 HEMOXNMBUIA ANA caMuX NOAEN.
4YacTO aHOHIMHE BUMKOPUCTaHHSA. BOHW cTann OCHOBHUM Taki mepexi y Benukux obcarax 3agoKyMeHTOBaHO nif vyac

KOMMOHEHTOM 3acobiB KOMyHiKaLil Ang okpemux ocib Ta npesunaeHTcbkux Bubopie y CLUA 2016 p. (Bessi, & Ferrara,
opraHisaui. Hanpuknag, y «ksiTHi 2024 p. wmepexa 2016), i ui obcArm 3pocrm nicns MOBHOMAacLUTAOHOrO
"FacebookC HaniyyBana 3 mnpg KopucTyBauiB, ski 6ynu BTOPrHeHHs pocii B YkpaiHy (Fredhaim, & Stolze, 2022).

aKTMBHUMMU xo4a 6 pa3 Ha micaub (Dixon, 2024). Cuctemn  BUSIBMIEHHST  aBTOMAaTU30BaHWX  akayHTIB

3i 3pocTaHHsIM BNNMBY coLjianbHUX Mepe, BOHW cTanu [AO3BOMNSAIOTL  BUSABMASTM Ta NPUAMATK  PIlLEHHS  LWOAO
36poeto, poctynHo Ans Oyab-koro. Xouva 6GinbLlicTb LWKIANMBOT  aKTUBHOCTI, $ka 3AiNCHIETbCA OoTamu y
KOPUCTYBaYiB BMKOPUCTOBYIOTb Ui nnaTdopMu  Ans couianbHux Mepexax. EdektuBHe BusiBneHHs 60TiB €
nobyToBMX LiNen, iCHyTb Taki ocobu i opraHisadii, aki KPUTUYHO  BaXNMBUM  AnS 38.683I1€.‘|.8HHF| 6g3nekm
BMKOPUCTOBYIOTb coujanbHi  Mepexi [Ans NpuxoBaHMX KopucTtyBauis, §6epe»<eHHﬂ AOCTOBIPHOCTI iHpopmaLLiiHOro
uinen. o6 BMKOPUCTOBYBATW CUMY COLaMbHUX MEpPEX, MpocTopy Ta MiATPUMKA AOBIPY A0 LMPOBUX MAaThopM.
okpeMmm ocobam abo opraHizaLisiM HeoBXiHO BMIIMHYTH Heski  pocnigHvkM — MpaloloT  Had  Knacudikatlieto
Ha xHi anropuTMI TPEHAIB | B3AEMOAT 3 4ONMcaMu, TOMy aBTOMAaTU4YHO CTBOPEHMX OOMUCIB, @ He Hag BUSBIEHHAM

aBToMaTM3oBaHuUx akayHTiB (Almerekhi, & Elsayed, 2015).
IHWI 30cepedykeHi Ha NPOrHO3yBaHHI NOTEHLIVHNX Linemn atak
Ak nigxogn 3axucty (Boshmaf et al, 2016). Ane
HaMnoNymnsApHILULMM  MEXaHI3MOM  3aXWUCTy € BUSIBIEHHSA
obnikoBMX akayHTiB 06OTIB, HAMBIQyanbHUX YU PYMNOBMX
(6oTHETIB), Ha paHHiX CcTaAisx (CTBOPEHHS 0OMIKOBMX 3annCiB)
abo nicns novaTky IXHBOT pobOTM B coLliarnbHNX Mepexax.
Memoro Ui€i cTaTTi € po3rnag apxiTektypu cuctem
BUSIBMIEHHS  aBTOMAaTM30BaHUX akayHTiB  (6oTiB) Yy
coujanbHUX Mepexax i BU3HaYeHHS OCHOBHMX HanpsiMiB

CTBOPIOKOTbL aBTOMATM30BaHi akkayHTM abo 6otu. Botum
couianbHUX MepeXx — Le KOMN'HTEepHi anroputMmu, ski
CTBOPIOKOTb KOHTEHT | B3aeMOfil0Tb i3 KopucTyBavamu
(Ferrara et al., 2016). 3rigHo 3i cTaTUCTUYHUMU JaHUMU, B
ocTaHHboMy kBapTani 2023 p. 3 mepexi "Facebook" 6yno
BuaaneHo 691 mMnH derikoBux obnikoBux 3anucie (Dixon,
2025), Toai gk 3a oujiHkamn y 2020 p. y mepexi "X" (paHiwe
"Twitter") 6yno 48 mnH obnikoBux 3anuciB 60TiB, WO
ctaHoBuno 15 % ycix obnikoBux 3anucis (Guy et al., 2012).

Lla npucyTHicTb po3mMuBae UuinicHIiCTb iHbopMmauii, ska YAOCKOHAneHHsi Takoi apXiTeKTypu 3  ypaxyBaHHsIM

MOLUMPIOETBCS Ha UMX nnaTtcopmax i cnpusie CTBOPEHHIO BUSIBIEHUX HEAOMIKIB.

cepefosuiia, B AKOMY KOP“CT}_’B_a‘*i Bi-ﬂ‘*YPa*OTb OG'ekToM  OOCNIOKEHHsT €  MpPOUEC  BUSIBIIEHHSI

HEBMEBHEHICTb LOAO aBTEHTUYHOCTI iHLWMX OBMiKOBKX aBTOMaTM30BaHMX akayHTiB (6OTiB) y coLianbHUX Mepexax.

aKayHTiB i BMICTY. MpeoMeToM [OCRIMKEHHS € apXiTeKTypu Ccuctem
OpHMM i3 cnocobiB BUKOPUCTaHHA Taknx mepex 6oTiB BUSIBMIEHHA  aBTOMaTM30BaHMX akayHTiB  (6OTiB) Yy

€ KamnaHii gesiHopmauii. BoHM cTanu iHCTpyMEHTOM, coujianbHUX Mepexax.

AKAN [OO3BONSE [OEPXaBHUM i HedepXXaBHVMM akTopam OTXe, OCHOBHE 3aBAaHHs MoNsrae B yOOCKOHareHHi

nowmpioBaT¥ HenpaBauBI  HapaTWBW, MaHinynoBaTu apxiTeKTypy  CUCTEM  BUSIBMIEHHA  aBTOMaTU30BaHUX

rpoMajCbKko AYyMKOk Ta AectabinidyBatu cninbHoTu. Lli akayHTiB (60TIB) y coujianbHUX Mepexax.

1 © Byuuk Ceprin, M'aTurop Bitanin, 2025
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Metoan

B po6oTi BUKOpMCTaHO Taki METOAN AOCHIAKEHHS.

1. MeTog aHanizy 3actocoBaHO And AeTanbHOro
po3rnsigy iCHYHOYMX CUCTEM BUSIBIIEHHS] aBTOMaTU30BaHNX
akayHTIiB y couianbHux Mepexax. BiH go3BonvB BUABUTK
iXHi CKNagoBi YacTUHW, NPUHUMNN PoBOTM Ta MOTEHLiMHI
HeOonikun.

2. MeTopa cuctemaTm3adii BUKOPUCTaHO A1 BMOPSOKY-
BaHHS iHopMaLii, oTpuMaHoi B pesynbTati aHanisy. Lle
[03BONUITO KnacudikyBatM HeLOMiKN iCHYHOYMX CUCTEM i
BM3HAYUTK 3arasnbHi HANPSMK AN IXHBOrO BAOCKOHAMNEHHS.

3. MeTon y3aranbHeHHsi, 3acTOCyBaHHsl SKOro garno
3mory copmyrnoBaTy 3arasibHi BUCHOBKM LLOAO Npobrnem
i MepcnekTMB PO3BUTKY CUCTEM BUSIBMEHHsI OOTIB, @ TaKoX
3anporoHyBaT  LUMPLWI  HanpsaMu Ons  BOOCKOHANEHHS
apXiTEKTYpW.

4. MeToq MofeNtoBaHHS BUKOPUCTaHO Anst po3pobreHHs
SIK 3aranibHOi apXiTEKTypu CUCTEM BUSIBMNEHHsI OOTIB, Tak i

OCHOBHUMM MeToAaMM1 OOCHIIKEHHS!, BUKOPUCTAHUMU B LLi
poboTi, € aHani3, cuctemaTun3sallis, y3aranbHeHHst Ta Mofe-
noBaHHA. Lli MeTtogn po3sonunn  aBTopam  OOChiavTv
iCHYIO4MIN CTaH Npobnemu, BUSBUTY HeOONIKN Ta 3anporoHy-
BaTW BNacHe pilleHHs y BUTMAAI BAOCKOHaNEHOT apXiTekTypu
CUCTEMU BUSIBIIEHHSI aBTOMATU30BaHUX aKayHTIB.

Oans10 nimepamypu. Y nonepegHix pobotax aBTopis
PO3rNSAHYTO OCHOBHI €Tanu CUCTEM BUSBIEHHS aBToMa-
TM30BaHMX akayHTiB i npobnem, ski HeobxigHO po3B'a3aTu
Anst po3pobrnieHHs Takmx cuctem (M'aturop, & Byuuk,
2025). byno BugineHo Taki etanu: 36ip AaHux, nonepegHe
06pobrneHHa 1 aHani3a gaHux. 3 ypaxyBaHHSAM [OaHuX,
npeacTaBneHnx y poboTi, MOXemo nogaTtu 3ararnbHy
apxiTeKTypy  CUCTEM  BUSIBIIEHHSI  @BTOMaTU30BaHUX
akayHTiB, Lo 300paxeHa Ha puc. 1. [logaTkoBO BUAINeHo
eTan npeacTaBreHHs pe3ynbTaTiB i KOMMOHEHT 06a3n
OaHux. Ycnix TakMx CcucTeM 3anexuTb Big iHTerpauii
CyYacHUX TEXHOJIIOri, BpaxyBaHHSA HOBUX MeToAiB 06xoay

3anpornoHOBaHOI YAOCKOHANEHOI apXiTEKTYpU Anst KOHKPETHOT 3aXMCTy Ta MOCTINHOrO OHOBMEHHA MoJenewn, Lo
coujanbHOi Mepexi (x.com). Lle mossonuno BisyanisyBatu BUKOPUCTOBYOTbLCS A5 aHani3sy.
3anporoHOBaHi 3MiHM Ta iXHi NoTeHuinHuiA Bnnme. OTXe,
API-
. 36ip paHmx MonepegHA o6pobka ( AHania gaHmnx
API zanut
H P I" Bl MpuyKnagHui . . .
nporpamHuit iHTepdeiic QuuLeHHA IHTerpauin Ha OCHOBI Ha ocHosi .
(API) AaHUX AaHnx aTpubyTis TeKCTy
Facebook API
N MpepcTasneHHs
- - |
pesynbTaty
|«—HTTP 3anuT— Bebckpeininr I'Iepu;;a&pxewn CK?ﬂ%‘;iHHﬂ H?;%C&gai 3miwani
https:/fx.com

Puc. 1. 3aranbHa apxiTekTypa CUCTEM BUSBMEHHS aBTOMAaTU30BaHNX akayHTIB Y COLjianbHUX Mepexax

Ha eTtani aHanisy gaHux okpeMuM nigetanom MOXHa
BUOINMUTN  KOMMOHEHT HaB4YaHHA  Mofeni, OCKiNbKu
BinNbLUICTb i3 METOAiB BUKOPUCTOBYHOTE 3aCOOM MaLLMHHOIO
HaBYaHHA Ans  aHanidy pgadHux. Llen  komnoHeHT
6e3cyMHIiBHO MoTpibeH y BUNagKy, KONMM MoAenb He
BMKOpMCTOBYBanacs A0 LbOro i He Oyna HaB4yeHa, abo
MoJernb € eBOMOLiNHO, TODTO Takow, Lo MOCTINHO
HaBYyaeTbCs. HaByanbHa moaernb — Le Habip gaHux, kUi
BUKOPUCTOBYETLCS ANl HABYAHHS anropuTMy MalLMHHOIO
HaBYyaHHs. BiH cknagaeTbca 3 BUBIpKM BUXIOHUX OaHUX i
BiANOBIAHMX HabOpPIB BXiOHUX OAHWX, AKi BNAMBalOTb Ha
BMXid. HaByanbHy  Mogdenb  3aCTOCOBYHOTb AN
NPOXOKEHHSA BXiAHMX OaHWX 4Yepe3 anropuTtm, LWwob
cniBBigHeCTn obpobneHnin Buxig i3 3paskoM. PesynbtaT
uiei kopensuii BUKOpUCTOBYOTb ANst Mogudikauii moaeni.
Llen iTepatvBHuM npouec Ha3uBawTb "AoOMacoByBaHHSA
mogeni". HaByaHHA MoAeni MalWHHOK MOBOK — L€
npouec nogadi gaHux B anropuTtm, Wo6 [onomMorTtu
BU3HAYMTM Ta BMBYUTU BMNIIMBOBI 3HAYEHHS OIS BCiX
3agigHux aTpubyTiB. IcHye kinbka TuMiB  Mogenen
MAaLUMHHOIO HaBYaHHS, 3 SKUX HaWMNoOLMpEHIWnMn €
KOHTPONbOBaHE Ta HEKOHTPOSIbOBaHE HaBYaHHS.

KoHTponboBaHe HaBYaHHSA MOXMMBE, KONMW HaBYarbHi
OaHi MicTaTb | BXigHi, i BUXigHI 3Ha4YeHHsi. KoxeH Habip
JaHUX, 9KMA Mae BXigHI 1 odikyBaHi BWUXigHI AaHi,
Ha3nBalTb KOHTPOSIbHUM CUrHanom. HaBvaHHS BUKO-
HYETbCS Ha OCHOBI BiaXUINeHHs 0OpobreHoro pesynbTtaty

Bij 3a40KyMEHTOBAHOro pesynbTaTy, KONV BXiAHi OaHi
BBOAATb Y MOAESb.

HaBuaHHa ©0e3 Harnmagy nepenbayae  BM3HAYEHHsI
3akoHOMipHOCTEW Yy pdaHux. [loTim pgogaTkoBi  OaHi
BMKOPUCTOBYIOTb Ansi MiArOHKM LWwabrnoHiB abo knacTepis.
Lle Takox iTepauiHuin NpoLec, KA NOoKpaLlye TOYHICTb
Ha OCHOBI Kopensuii 3 odikyBaHMMKU LwabnoHamu abo
knactepamu. Y UbOMYy MeTOAi Hemae eTaroHHOro
BUXIiAHOro Habopy AaHWX.

3a MOXIMBOCTI, B CMCTEMaxX BapTO BUKOPUCTOBYBATU
anroputMM CaMOCTIHOTO HaB4yaHHA abo HaB4YaHHA 6e3
Harnsgy ons nigBUeHHsT edeKTUBHOCTI BU3HAYEHHS
aBTOMaTM30BaHUX akayHTiB, MpoTe Tpeba nam'atatu, Lo
HaBYaHHA 6e3 Harnsay 3anexuTb Big SKOCTI AaHWX, ki
HafalTbCcs Ans HaBvaHHs. Lle o3Havae, o Bce Ginbluy
yBary BapTo npvBepTtatu [0 eTany nonepeaHboro
00pobneHHss aaHux, ki noTim OyayTh nepegaBaTUca Ha
HaBYaHHSA 11 aHari3 Yepes3 BeNnKY HeY3ro4XXeHiCTb AaHUX y
couianbHUX Mepexax.

IHWKM onuioHanbHUM KOMMOHEHTOM € 6asa AaHux.
Xoua BCi AaHi, ski 06pobnsatTeesa Ha byab-akoMy 3 eTanis,
MOXHa 30epiraTm B onepatuBHiN nam'aTi, GinbL
NPakTUYHUM MNiOXOOOM € BUKOPUCTaHHS 6a3n gaHux ans
36epexeHHss MPOMIKHUX pe3ynbTaTiB. AK MiHIMym, BapToO
30epiraTv ocTaTouHi pe3ynbTati aHanidy gaHux y 6asax
OaHuX, WO [O03BONUTbL  30uMpaTM  CTaTUCTMYHI  AaHi
OTpMMaHuX pesynbTaTiB. OCHOBHUMY MOAENAMN 6a3 AaHnx
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Ana 3agad 36epiraHHsa BENUKOT KiNbKOCTi AaHWX € pensiLinHa
i NoSQL. PensuinHa mogenb € HafinHiwow 3 nornsagy
LinicHoCTi AaHuXx, ane AaHi, siki 36epiratoTbcsi, MaloTb OyTU
npeacrtaesneHi B HopMarnbHWX opMax i maTu  YiTko
BM3Ha4YeHUn copmat. Taka 6asa gaHux Moxe OyTu
BUKOpUCTaHa Ans 30epiraHHs iHanbHUX pes3ynbTaTiB Y
dopmati — onuc AaHux i pesynbTaTt aHanidy, npote Ans
30epiraHHa AaHuX i3 nonepeaHix eTanis, Taka 6asa AaHUx
He € OOCTaTHbO TFHYYKOK i ONTUMI3aLis 3anuTiB € AoBOfi
CKIagHO0 3aJadyeto.

NoSQL 6a3n paHux abo [OOKYyMEHTO-OpPieHTOBaHi
6a3n JaHnx He MalTb BUMOMM OO CTPYKTypusaLii faHux
y HopManbHuUX chopmax i B GinblioMy npeacTaBneHH y
cdopmarti Kn4y-3HaYeHHs. Taki 6asv gaHux € gyxe
rHyYkKumMm 4o opmMaty Ta po3Mmipy AaHuX i € BigKpUTUMM
00 [OOMOBHEHHs1 GrOKy AaHMX HOBOK Mapow — KIlou-
3HayeHHs. Lle o03Hauvae, WO Ha KOXHOMY eTani
00OpobGrieHHss MU MOXemo  Jojaeatv  pesynbraT
0BpOBneHHA AK KIY-3HAYEHHS OO0 iCHYHYOro 3anucy.
Ockinbkn OOKyMEHTU HanyacTiwe matTb dopmaT JSON,
X HabaraTo nerwie 4ynMTaTM Ta PO3yMITU KOPWUCTYBa4eEBi.
[okymeHTn, siki 30eprialoTbCs, TaKOX € LinuMm 3anucom,
TO6TO HeMae HeobXigHOCTI nocunaTucs Ha pisHi Tabnuui
ONns BifobpaxeHHA pesynbTaTty, WO € npobrnemolw B
pensauinHnx 6asax. basn gaHux 4OKYMEHTIB TakoX MalTb
BMCOKY MacwTaboBaHicTb. Ha BigmiHy Big pensauinHmx

6a3 paHux, Oe TpaguuinHO MoxHa MacwTabyBaTtu
nviwe BepTuKanbHO, HepensuinHi 6asn gaHux, 3okpema i
0a3n paHux [OKYMEHTIB, MOXHa MacliTabyBatu ropu-
30HTanbHo. Lle o3Havae, wo 6a3n gaHmx AyonoTbes Ha
KiNbKOX cepBepax, ane 3anuwarTbCa CUHXPOHI30BaHMU.

OcTaHHiM eTanom OMoBILLEHHSA CUCTEMU € NMpeacTaB-
NeHHs pe3ynbTaTty KopucTyBayesi. Lie Mmoxe ByTn i TekcT y
KOHCOMi 3aCTOCYHKY Mpo Te, WO KOpuUCTyBay € GoTom,
abo popaTok, SAKMA OTpUMyeE [daHi Ta npeacTaBnse
pesynbTaT aHanisy, BMeBHEHICTb CUCTEMW B pesynbTarTi,
OaHi WoJo TOro, Ha OCHOBI SKMX napameTpiB Oyno
NPUAHATO pilleHHs, Towo. BukopucTaHHa 6a3 gaHux
0aloTb MOXIUBICTb 3aCTOCYHKY BigobpaxaTu He TinbKu
OCTaHHIN pe3ynbTaTt aHaniady, a v iCTOpUYHI AaHi NPoTsArom
yCbOro Yacy poboTu cuctemMu. Takox pesynbTaTv MOXyTb
OyTM npeacTaeneHi y Takux 3acobax Bidyanizauii sk
PowerBl abo Google Charts. Lle nossonse reHepysaTu
iHporpadhikm Ta  3BiTM, $Ki € KOMMNAKTHUM Ta
iHpopmaTMBHUM cnocobom MpeacTaBuUTU  pesynbTaTtu
poboTn cuctemm 6e3 HeoOXigHOCTI, WO6 KiHLEBUN
KopucTyBay po3yMiB BeCb 06CSr AaHuX.

PesynbTaTtn

3 ornagy Ha He[oniKW, ONMCaHi BULLLE, MOXHa BUAINMUTH
MOXIMBI HanNpsiMM AN BAOCKOHANEHHA TakMX CUCTEM.
[deski 3 Takmx HanpsiMiB YAOCKOHANeHHs aBTopamu
npeacTaeneHo y Tabn. 1, dki noginexi noetanHo.

Ta6bnuuys 1

HanpsiMu BAOCKOHaNeHHs1 KOMMNOHEHTIB CUCTEMU BUAIBIIEHHS aBTOMaTU30BaHUX aKayHTiB

ETtan

Hanpsm YAOCKOHaneHHs

OnTumizauis 3anutie go API

MipBULLEHHNA byHKLioOHany Bigkputux Ao 3MiH AP| Ta iXHbOI AOKyMeHTaLli

36ip gaHmx

MocTiHa apanTauis MeToaiB BeGCKpenniHry 10 OHOBMNEHb An3aliHy BebCTopiHOK

B3akoHoaaBye BperyrntoBaHHsi 3acobiB BeGCKperniHry B YkpaiHi

MonepeaHe 06pobneHHs

ApanTauis MeToAiB nonepenHLoro 06podneHHs 40 AaHMX CoLlianbHUX Mepex

MNocTiiHa aganTauisi MeToaiB 4O 3aMacKOBaHUX AaHUX

BMKOpMCTaHHH 3acobiB nonepegHbLOro OGpOGﬂeHHﬂ OnNsA BUINy4YeHHA 3aMacKoBaHUX JaHUX

AHania gaHmnx

B3acocyBaHHS XMapHUX TEXHOMOT

BukoHaHHs1 3aga4 aHanisy po3nofineHumy cuctemamm

3MeHLUeHHs 06cary AaHnx abo 36inbLUeHHst Yacy 06pobneHHst

Ak 3ragysanock y poboti (M'aturop, & byunk, 2025),
oOHUM i3 HeponikiB 36opy AaHux 3a gonomorot APl e
0BMEXEHHS! Ha KinbKiCTb, YacTOTy 3anuTiB abo obcsr oaHnx,
SKi MOBEPTalTbCS B pe3ynbTaTi BUKOHAHHSA 3anuTy. Tomy
cuctemmn 36opy matoTb Oyt aganToBaHi Jo Bumor API.
OnTtumisauist 3anuTiB Monsrae y 3ByXeHHi 06cAry AaHuXx, SKi
noeseptatotbcst APIl, g0 nuwe Tux, gki HeobxigHi ans
aHanizy, 3a [JONnoMorotd BUKOPUCTAHHS inbTPiB, AKi
HagatTbcs BnacHukamu APl Lle Bumarae pgetanbHoOro
PO3yMiHHS iHTepdelicy, Ik HaJae pPo3pobOHUK, a TaKoX
3B'A3KiB MiXk 4aHnMK. Kpim Toro BapTo 3HaTu, 3a 40NOMOrow
SAKMX MeToAiB iHTepdpelicy Ui AaHi MOXyTb ByTn OTpUMaHi.
Axwo API posmiLeHo y BiAKpUTOMY AOCTYMI | HE € 3aKPUTUM
00 peparyBaHHs, po3LMpeHHst dyHKuioHany APl moxnvee
i 3MOXe CnpoCTUTK 3anuTn y cucTemMax 30opy AaHux abo
noaatn HeoOxigHy iHdopMauiio 4o pe3ynbTaTty 3anuty Ao
API, sika oo uboro BumMarana gogaTkoBux 3anuTis Ao API.

Ockinbkn cuctemu BebCkpenniHry 3anexatb Big
OusaiiHy BebCTOpiHKKM, 3 sKOi 36upaeTbes iHopmalis,
NnocTiNHa aganTauis 0O HOBMX Bepcin i 3MiH Ou3ariHy €
060B'A3KOBUM HaMPsSIMOM YJOCKOHAsIEHHSI TaKMX CUCTEM,
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AKWO cucTema 36opy € nocTilHoo i 6e3nepepBHot0. [ns
3abe3neyeHHs Ge3nepepBHOCTi, HEODOXiAHO HanaroguTu
Joctyn no  paHux 6e3  3anexHocTi [o  Av3aiiHy
BeOCTOpPIHKK, HAaMpUKNaza 3a 4OMOMOrol TUMYacoBOT 3MiHK
MeToay 36opy Ha 36ip yepe3 API, abo gorosBopamu 3
BIACHMKaMKN  COLianbHUX Mepex 3aans OTpUMaHHSA
nonepeaHboi iHopmalil NPO OHOBIIEHHST CcepBicy, o6
MaTu Yac OHOBUTU CUCTEMMU 360pY.

Ha BigmiHy Big opraHi3auin, Ae K AaHi, Tak i iepapxis
OaHUX € CTPYKTYpOBaHWMW, OaHi i3 couianbHUX Mepex
HanMcaHo Yy BiNMbHOMY cTuni. 3 ornggy Ha Te, WO
KOpUCTyBaui couianbHUX Mepex MOXyTb nMcaTu BCe Lo

3aBrogHoO, $KiCTb JaHuMxX Yy Takmx cepegoBuLiax
KONMMBAETBLCA Bif LiHHMX 4O peknamu Ta HenoTtpiby. Tomy
3acobu nonepegHboro  00OpobGMneHHs MaTb  OyTu

ajanToBaHi 0O crneundiki JaHuX, He TiNbKW 3aranbHUX
Ona BCiX couianbHMX Mepex, a TakoX [0 couianbHol
Mepexi, AaHi kol 06pobnstoTbes B cuctemi. Yum GinbLue
oxepen faHux obpobnsieTbesi, TUM CKNagHiwe yHidiky-
BaTW Ta CTPYKTypyBaTu TaKi AaHi.
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OpHuMm i3 HeponikiB eTany aHanisy AaHWX, € CUCTEMHI
BMMOMM [0 anapaTHOro 3abesneyeHHs Ans BMKOHAaHHS
uboro aHanizy. 3anexHo Big o06cary AaHux, LWo
0bpo6nATLCA, BUMOrM MOXYTb 3MIHIOBATUCS, ane 4acto
aHanisa Benukoro obcAry [[aHux BuMMarae HasBHOCTI
BMCOKONPOAYKTMBHOT ~ cucTemu 3 BaratosgepHum
npoLEecopoM sl po3B'si3aHHA MyNbTUMNOTOKOBMX 3adau i
rpadpivHOro npoLecopa 3 BENMKMM 3anacom Bigeonam'aTi
Ta NiATPYMKOK BUCOKOMPOAYKTMBHMX obuncneHb. Lle
obmexye MOXNMBOCTI pO3pOONEHHST Ta PO3LUNPEHHS
BENVKMX CUCTEM Ha BNacHOMY anapaTtHoMy 3abe3neyeHHi.
MoxnmBum yaockoHaneHHAM 3abe3neyeHHs anapaTHuX
BUMOT [0 eTany aHanidy gaHUX € BUKOPUCTaHHS XMapHUX
TEeXHOIOrIN, SKWO AaHi, ki 06pobnsAwTbLCA, 4O03BONAIOTh
nepegady AaHux Ha obpobKy TpeTiM cTopoHaM. 3a3Buyai
npoBangepy  XMapHUX  TexHomnorin  3abeanedvyloTb
nnatdopmy Ans BUKOPUCTaHHS abo anapaTHWX pecypcis,
abo HaBiTb MOBHI cepBicy AnA aHanidy aaHux. Lle Hagae
MOXIMBICTb  LUBMOKOMO  PO3LUMPEHHS CUCTEMM  ONs
3abesneyeHHss obOcaAriB gaHuMx, a TaKoX MOXITMBOCTI
rHYYKOro perynioBaHHs PeCcypcCiB, siki BUKOPUCTOBYHOTb A1
aHanidy. Taka rHy4kiCTb TaKoX MOXe 3MEHLUNTU NOYaATKOBI
BUTPaTK Ha anapaTHe 3abe3neyeHHs BKa3aHNX CUCTEM.

Ha popavy [0 BepTUKanbHOrO pO3LUMPEHHSA CUCTEM
aHani3y faHux, XMapHi TeXHomorii MoXyTb 3abe3nevyBaTtu
i ropusoHTanbHe po3LMPEHHs. Y po3pobreHHi cuctem
aHanizy BapToO BpaxoByBaTu, Y/ MOXHa NOAINUTL npouec
aHanizy Ha nignpouecu, SKi  MOXHa  BWKOHYyBaTuh
napanenbHo i He3anexHo. Lle po3Bonse He Tinbku

3MEHWNTU Yac oOpobneHHs p[aHux, ane TakoX |
HaBaHTaXXeHHS Ha 3aranbHy cucTemy. 3as3HayvMmo, Lo
4YacTO rOpU3OHTarnbHE PO3LIMPEHHS € Binbll LWBUAKAM i
NerkumM npoLecoM MOPIiBHSIHO 3  BepTUKanbHUM, arne
po3noaineHHs 3agad Ha nignpouecu Mmae 6yTn BpaxoBaHe
Yy pO3p0o6reHHi Taknx CUCTEM.

AKLIO po3LWMpeHHs anapaTtHKX 3acobiB cuctem aHanisy
OaHVX HEe € MOXIMBMM, TO SIK ONTUMM3ALLil0 CUCTEM aHanisy
MOXXHa BUKOpUCTaTK Nepernsaz HedyHLUioHanbH1X BUMOT 4O
cucteM. 3MeHLUeHHs1 obcary AaHux, Wwo obpobnstoTbes,
abo 36inblueHHs Yacy Ha o6pobneHHs OaHuX 3moxe
3MEHLUNTN CUCTEMHI BUMOTMM OO TakKMX CUCTEM. AKLO npu
LbOMY He 3MeLLyETbCA TOYHICTb BWSIBIIEHHS aKayHTiB i
cuCTEMA He € KPUTUYHOLO, TO Taki 3MiHW 40 CUCTEMU MOXHA
BBaXXaTW BOOCKOHANEHHSAM CUCTEMMU.

BusHaumBLUM  MOXNKMBI  HanpsMM  BOOCKOHArEHHS,
aBTOpW NpeacTaBUNy Ha pUc. 2 apxiTekTypy CUCTEMU, Ska
Oyne BMKOpUCTaHa AnA nojanbLlunx AOChimxeHb y cdepi
BUSIBNIEHHS aBTOMATU30BaHMX akkayHTiB. Lisa apxiTekTypa
Mae Ha MeTi noegHatu Bebekpennep 3 AP| 3anutamum gns
360py iHbopMmalLlii, a TakoX po3noainuTy eTan aHanisy Ha
He3amnexHi KOMMOHEHTU, $Ki MOXYTb BWKOHyBaTUCSH
naparnernbHo. BUKOPUCTaHHA XMapHUX TEXHOSONi Ha BCiX
eTanax, a TaKoX PO3MOAINEHHs eTany aHanisy Ha
HesanexHi nignpouecu, siKi BUKOHYIOTBCA MNapanernsibHo,
003BONMUTL  €(PeKTUBHO KOHTPOINOBaTUM pecypcu,  SkKi
BUKOPUCTOBYE CUCTEMA BUSIBIIEHHSI aBTOMaTU30BaHUX
aKKayHTIB, i 3BMEHLUUTY Yac Ha aHani3 gaHux.

KopucTyBay Hagcunae

3anuT 3 NOCUNaHHAM Ha

aKkayHT
Y
36ip paHux
H P I<—API sanur API KnieHT
X API
@%HTTP 3anuT > Bebckperinep
https://x.com
MonepepHs
obpobka
[ AHaniz gaHux ¥
) . . AHani3
AHaniz AHanis AHaniz 306pa)ceHHs
YacoBUX aTpubyTis TeKeTy n pod:imo
3anexHocTen npodino nonucy KopaCTyBaHa
NoSQL baza

MNpeAcTaBneHHs pesynbTaTiB

dopmMyBaHHA BUCHOBKY Mpo

aKayHT Ta NosiCHeHb LWoA0
NPUAHATOrO PiLIEHHS

KopucTyBaubkuin
iHTepdenc

MoBepHeHHA

pesynbTarty
KOpUCTYBayeBi

Puc. 2. 3anponoHoBaHa apxiTekTypa CUCTeMU BUSIBIIEHHS aBTOMAaTM30BaHMX akayHTIB y coujianbHin mepexi "X"
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3anponoHoBaHa apXiTeKTypa CUCTEMU BUSIBIIEHHS aBTO-
MaTM30BaHUX akayHTiB (6OTiB) y couianbHin mepexi "X"
CKIMafaeTbCA 3 KiflbKOX OCHOBHYX €TarliB i KOMMOHEHTIB (pucC. 2).

Ha etani 36opy gaHux BukopuctoByemo gk API knieHT,
Tak i Bebckpennep. Cructema BukopucToBye API couianbHoT
mMepexi "X" Ona  OTpUMaHHA [aHWX Npo  AOnucw,
KOPWCTyBaYiB Ta iXHIO aKTMBHICTb. KopucTyBay Hagcunae
3anuT i3 NoCUaHHaM Ha akayHT, i API knieHT 3gincHioe API
3annTM  Ons  OTPUMaHHSA  BIigNoBiAHOT iHpopmauii. Ha
popatok oo API, cuctema BMKOPUCTOBYE BEOGCKpeNniHr Ans
36opy AaHux 6e3nocepenHbO 3 BeOCTOPIHOK couianbHOT
mepexi "X" 4yepes HTTP 3anutn. Lle HeobxigHo Ans
OTpUMaHHA  iHopmauii, ska He HagaeTbca Yepes
ny6niyHni API, abo ans o6xony oomexeHb AP| Ha KinbKicTb
3anuTiB. Bebckpanepom TakoX 30INCHIOETLCS OYMLLIEHHSI
OaHVX Bif HenoTpibHMX OaHuX Mpo PO3MiTKy Ta CTuni
CTOPIHKKM, CKPUMTW, K NpUCYTHi Ha BebCTOpiHUI Ta
BUAINSETLCS KOopucHa iHopmalis. 3ibpaHa iHdopmalis
36epiraetbea B NoSQL 6a3i AaHuX | KOHTPONb NepefaeTbes
[0 eTany nonepeaHLoro 06pobneHHs.

Ha eTani nonepeaHL0ro 06pO6NEHHS BUKOPUCTOBYIOTb
AaHi, ski 6ynu 3ibpani Ha nonepegHbOMy eTani i 36epexeHi
B 6asi gaHux. Hanpsimy gadi 3 nonepefgHboro etany He
BUKOPUCTOBYIOTb, YCA KOMYHiKaLisi 30INCHIOETLCS Yepes
6a3y gaHux. Ha upomy eTani gaHi oumLaTb, opMaTyroTbh
i 3B0AATH OO €QMHOrO BUIMSAY ANs NoAaarnbLIoro aHanisy.
O6pobneHi gaHi 30epiraloTb B OKpemy Komnekuito B 6asi
OaHuX, [e KOXeH 3anuc MaTtume BWrMsh  npodinto
KopucTyBaya 3 artpubytamu, $Ki BMKOPUCTOBYIOTb [AnNS
aHaniay, Ta CnMcKoM AOonuciB kopucTyBada. [ani KOHTponb
nepenaeTbCcs Ha eTan aHanisy gaHux.

ETan aHanidy gaHux BUKOPUCTOBYE 3MilLaHUA Nigxig, i
BKMOYaE Kifbka MoAyniB, SiKi mapanenbHO OOCHiAXYTb
Pi3Hi acnekTn NoBediHKN Ta XapaKTepPUCTUK KOPUCTYBaYiB:

e gHarni3 4acoBUX 3anexHoCTel — OOCHiAXyeETbCH
yac nyonikauin, iXHA NepioguYHICTb, IHTEPBANU MiX HUMM,
LLIO MOXe€ BKa3yBaTW Ha aBTOMaTU30BaHy OiSTbHICTb;

e aHaniz atpubyTiB Npodinto — aHani3ylTbCs Taki
XapakTepucTukn npodpinto:  iM'a  KopucTyBada, OMnuc,
KiNbKICTb  MIANWCHUKIB | NigNUcoK, Adata peecTpauil,
HasiBHICTb / BiACYTHICTb aBaTapa 1 iHWwa iHdopmauisa, ska
Moxe ByTi TMnoBoto ANns 6OTIB;

e aHani3 TekCTy Jonucy — 3MICT, CTUnb, TeMaTuka,
HasIBHICTb NEBHMX KIMOYOBUX cMiB abo wabnoHHMX dpas y

gonvcax MOXyTb OyTM 0O3HakamMuM aBTOMAaTU30BaHOI
reHepawii KOHTEHTY;
e aHani3 300paxeHHs npodpinto KopucTyBava —

OOCTIKYIOTECA  XapaKTepUCTUKM  300paxkeHHs npodinto
(Hanp., cTaHgapTHi 300pakeHHs!, 3reHepoBaHi LUTYYHUM
iHTenekTom, abo IXHA BiACYTHICTb), IO TakoX Moxe OyTu
iHgvkaTopom 6oTa.

PesynbtaT aHanisy 36epiraetbcsa y 6a3i gaHux, 3anuc
npocpinto  kopucTyBada y 0asi OaHMX OHOBMHOETLCS 3
NMoKasHUKaMy KOXHOTO MOZYMs aHanidy B  YUCMOBUX
3HaYEHHSIX. KoHTponb nepenaeTbcsi Ha eTan
npeacTaBrieHHs pe3ynbTarTiB.

Micns 3aBeplueHHA aHanisy daHux cuctemMa dopmye
BMCHOBOK LLIOAO WMOBIPHOCTI TOro, WO AOCHifKyBaHUN
aKkayHT € aBTOMAaTW30BaHVM, BUKOPUCTOBYHOYM OTPUMaHI
3HaYeHHs, Lo Oy 36epexeHi Ao 6a3n AaHnx. PopmMyBaHHsI
BWCHOBKY Mae OyTn 3BaxeHum, Tpeba BpaxoByBaTW, A€
NeBHi 3HAYeHHs pesynbTaTiB MoAyNiB aHanisy MatroTb
GiNbLUXIA Y MEHLLMIA BNIMB Ha OCTaTOYHUIA pe3ynbTart. Lien
BMCHOBOK TaKOX Mae BKMYaTU nepenik Kputepii, siki
BkasyBanu 6 Ha Te, LLO akayHT € aBTOMAaTU30BaHMM, SKLLO
Take pilleHHs Byno npuiiHaTe. [na ogaTkoBOT NPO30poCTi,
BVMCHOBOK Ma€ TaKOX BKIOYATM BIiACOTOK YMNEBHEHOCTI
CUCTEMU Y MPUAHATOMY PiLLIEHHI.
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Ha ubomy eTani TakoX NPUCYTHIA KOMMOHEHT KOPUCTY-
BaLbKOro iHTepdpency, skun dopmye BignosiabL Ans
KopuctyBaya y opmaTi BeOKOMMOHeHTa, skun byae
NMOBEPHEHUI Ha CTOPIHKY, 3 AKOT KOPUCTYBay pobyB 3anuT.

NoSQL ©6asa pJgaHuMx € OKPeEMUM KOMMOHEHTOM
CUCTEMW, SIKMA BUKOPUCTOBYIOTb Ha BCiX eTamax Ans
30epexXeHHss NPOMDKHMX  [aHuX, $Ki  BUMKOPUCTOBYE
cuctema. [ani 6asv paHux pobpe nigxoasats  Ans
36epiraHHA HECTPYKTYpOBaHNX abo HamiBCTPYKTYpOBaHMX
OaHuX, SKi 4YacTo 3yCTpivaloTbCs B COLlianbHUX Mepexax, a
Takox Ansa 36epiraHHA BENWKOI KinbKocTi iHdopmauii Ta
onTuMm3aLii po3noaineHoro BMKOpUcTaHHA AaHux. basa
OaHVX Mae MaTtu [ABi Konekuii gaHux, ogHa 306epirae
HeoOpobneHi gaHi, ski 6ynu oTpuMaHi Ha eTtani 36opy
OaHux, iHWwa — o6pobneHi 3anucu npodinis kKOpUCTyBauiB,
AKi B XOAi BWKOHaHHS cuctemu OyayTb [AOMNOBHEHI
pesynbTaTaMu aHaniay.

Ak XMapHe pilleHHA MNPOMOHYETHCS BUKOPUCTaHHSA
Microsoft Azure, WO Mae BENUKUIA CNEKTP CepBiciB i ans
nobyaoBM CUCTEMM 3 BUKOPUCTAHHSAM IuLle CepBiciB
AaHoro npoeangepa, i 6inbl kpocnnatOpPMHi piLEHHS,
Taki Ak opkecTpaTtop koHTenHepiB Kubernetes. Azure App
Service 0Oyane BUKOPWUCTOBYBATUCHA [NS  PO3ropTaHHS
BeGiHTepdhency, WO OTPUMYE MOYaTKOBUA  3anuT
KopucTyBaya, Bigobpaxae pesynbtat aHanizy Ta
BUCHOBKU. Ak 6a3a faHNX BUKOPUCTOBYBATMMETLCHA CEPBIC
Azure Cosmos DB, uo € NoSQL 6asoto aaHux, Wo Mae
BMCOKY LUBMAOKICTb [OCTyny [0 [JaHuX, a Takox
ONTUMI30BaHUA ONs BenuKMX o6cAriB HamiBCTPYKTypoO-
BaHux gaHux. Azure Functions nigxoguTb ana peanisauii
norikn APl knieHTa Ta 3anycky BebCKpenniHroBmx
cueHapiiB. Xo4a npaBwna nonepegHLoro o6pobreHHs
MatoTb OYTV BM3HAYEHI BiAMNOBIAHO 4O OTPUMAHUX OaHUX,
OesiKi 3afadi OYMLLEHHS Ta 3BeAEeHHS AaHUX A0 €OUHOro
domaty MoxHa noknactm Ha Azure Databricks -
nnartgopmy Ans o6pobneHHst BENMKNX OAHUX, BKITHOYHO 3
OYMLLEHHSIM | 3BEEHHSIM [aHuWX OO0 eauHoro dopmary.
Ockinbkn anropuTMm aHanisy gaHux OyayTb BRacHoO
peanizauito 6€3 BMKOPUCTAHHA HasIBHUX CEepBICiB, And
XocTuHry 6yae BukopuctoByBatuca Azure Container
Instances — cepBic Ans 3anycky okpeMux KoHTenHepiB 6e3
HeobOXigHOCTI B ynpaBniHHI iHdpacTpykTypolo, ane 3
NiGTPMMKOK FOPU3OHTaNbHOMO PO3LUMPEHHS 3aNeXHO Bif
HaBaHTaXeHHs. [Ing 3aranbHOro KepyBaHHs cuctemu byae
BuKopuctoByBaTuca Azure Event Grid — cepsic ans
MapLUpyTU3aLii NoAir Mixk KOMNOHEHTamu cuctemu, Ta Azure
Logic Apps — nnaTtcopma aBToMaTu3aLii poboymx NpoLiecis.
[na MoHiTopuHry poboTv cucTemu, BKIIOYHO 3i 360poM
MeTpuUK i roris, 6yae BukopucTaHuii Azure Monitor.

[nsi po3po6rneHHs KOMMOHEHTIB 360py, 0O6pobneHHs,
aHanisy Ta popmyBaHHs pe3ynbTaTiB Oyae 3acTtocoBaHa
MoBa nporpamyBaHHsi Python. Lig mosa 6yna BnbpaHa ans
HanucaHHA CKPWNTIB Yepe3 HasiBHICTb BENWKOI KifbKOCTI
6ibnioTek AnNa NiATPUMKM aHani3y AaHux, BoHa 3abe3nedyye
FHYYKiCTb Y po6OTi 3 Pi3HUMK TUNAMK JaHWUX | Mae BUCOKY
NPOAYKTUBHICTb 3aBOSAKM XMapHOMY cepefoBully. Python
nobpe nigxoantb Ans obpobneHHss HECTPYKTYPOBAHUX i
HaniBCTPYKTYPOBaHWX [[aHUX, SIKi € XapakTepHUMU Anis
couianbHuUx Mepex. CKpunTK, HanucaHi Ha Ui MoB,
MOXYTb nerko 06pobnaTtu sk JSSON-gaHi, oTpumaHi Yepes
API, Tak i HTML-gaHi, 3i6paHi BebckpenniHrom. BkasaHa
MOBa Mae Benukui Habip cneuianizoBaHux 6ibnioTek, ski
pobnATe aHania gaHux edekTMBHMM | npocTum. [o
OCHOBHUX GibnioTek Hanexartb Taki: Pandas — ans po6otu
3 Tabnuuyammn, 06pobneHHa i aHanizy gannx; NumPy — ans
obuyncreHb i3 BenMKMMU MacumBamMu AaHux. Ha pgopady
Python mae odiuinHy niaTpumky B cepsicax Microsoft
Azure: Azure SDK gns Python gng iHTerpauii 3 Azure
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Cosmos DB, Azure Functions, Azure Container Instances
Ta iHWKMK cepBicaMu.

[ns po3pobrneHHsa Bebcepsicy npeacTaBneHHs AaHuX
O6yne Bukopuctanun Flask — wmikpodperimBopk Ans
Bebpo3pobkM Ha MoBi nporpamyBaHHs Python. BiH
3abe3nedyye MNpPOCTMI i THYYKMIA MigXia OO CTBOPEHHS
BebgogatkiB. Takoxk uUeln  (PerMBOPK  MOBHICTHO
niaTpumyetbcs Azure, i NOro MOXHa BWKOPUCTOBYBATU
MOro Ans CTBOPEHHA Ta po3ropTaHHA BebaopatkiB Ha
Azure App Service. OckinbkM OCHOBHOK 3ajavero
Beb63actocyHky Oyae nuwe  OTPUMMaHHa  3anuty
KopucTyBada Ta pesynbTaty 3 6a3u  gaHux nicns
BUKOHAHHSA aHanisy, To uen dopenmBopk Jobpe niaxoantb
[ONsi pO3B'A3aHHS LUX 3agau.

OCHOBHVMMMK  XapakTepucTukamm
apXiTeKkTypu €:

e ribpuaHuI Nigxig oo 36opy AaHux — noegHaHHA AP
3anuTiB i BeBCKpenniHry [03BOMNsiE OTpMMaTK MOBHILLIWA
obcar gaHux, oBINLWOBLLM MOXNBI 0OMexeHHsA API;

e napanenbHW aHani3 4aHux — po3buTTs aHanidy Ha
Kinbka HesanexHux MopyrniB (4acoBuX 3anexHoCcTen,
aTpubyTiB Npodinto, TeKCTy Aonucie, 306paxeHb Npodinto)
[O3BOMSE BUMKOHYBaTW X MNapanenbHo, WO MiaBULLyE
eEeKTUBHICTb i LUBMAKICTb POBOTU CUCTEMU;

e BUKOPUCTaHHSA LUTYYHOrO iHTENeKTy: Mogyni aHanisy
OaHnx, ocobnvMBO aHania TekcTy Ta 300paxeHb, MOBWHHI
BMKOPUCTOBYBAaTV METOAN MALLMHHOTO HaBYaHHSA Ta LUTY4HOrO
iHTENEKTY ANsA BUSIBIIEHHS NAaTEPHIB, XapaKTepHux Ans 60TiB.

MpencrtaeneHy cuctemy, ii eTann Ta KOMMOHEHTU
MOXHa NpeacTaBuUTM Yy BUMA4I MHOXMH. BuadHaunmo
MHOXWHY eTaniB E, fka cknapgaeTbcs 3 eTaniB 36o0py
AaHux, nonepeaHbLoro obpobneHHs, aHanidy AaHux i
npeacrtaeneHHs gaHux. MHoxuHa KomnoHeHTiB K
CKIagaeTbCs 3 YCiX KOMMOHEHTIB CUCTEMU: KOPUCTY-
BaLbkuii iHTepdeiic, 6asa gaHux, API knieHT, BeGckpanep,
3acobu nonepegHboro o6pobrneHHs W obGpaHi 3acobu
aHanizy gaHux. Takox eTanu cuctemu 3anexartb Bif
pe3ynbTaTiB MoMepefHix eTanis, ToMmy iX Takox Tpeba
BKMOUYNTM B MoAenb. [Ans KOXHOro 3 ertanis BU3HAYMMO
KOMMOHEHTWN, $Ki BiH BMKOPUCTOBYE i nobyayemo ix
BigobpaxeHHsi. Lito 3anexHicTb nogaHo y cdoopmyni (1).

f(El) = {Kl'KZ'K3'K4}:

f(Ez) = {Ky, Ks, result(E;)},

f(E3) = {KZ' K6'K7' KB! K9' reSUIt(EZ)}I (1)

f(E4_) = {Kl' Kz, reSult(E3)},
ne E1 — etan 36opy paHux; E2 — eTtan nonepegHboro
06pobneHHs; Es — etan aHanisy paHux; Es4 — eTan
npeacTtaBrieHHsa  aanumx;  Ki KOMMOHEHT KOPUCTY-
Baubkoro iHTepdericy; K2 — KOMMOHeHT 6asu paHux;
Ks koMmnoHeHT APl «knienTa; Ka KOMMOHEHT
BebckpenniHry; Ks — KOMNOHeHT 3acobiB nonepeaHbLOro
06pobneHHs gaHux; Ke — KOMMOHEHT 3acobiB aHanisy
YacoBux 3anexHocTen; Kz — KOMNOHeHT 3acobiB aHanisy
aTpubyTiB npodinto; Ks — KOMMNOHEHT 3acobiB aHanisdy
TekcTy gonuciB; Ko — KOMMOHEHT aHanidy 306paeHHs
npodinto  kopuctyBaya;  result(E1) pesynbTart
BMKOHaHHA eTany 36opy gaHwux; result(Ez) — pesyneTtat
BMKOHAHHS eTany nonepeaHbLoro oopobneHHs; result (Es) —
pe3ynbTaT BUKOHAHHSA eTany aHanidy gaHuX.

Omxe, 3aranbHy CUCTEMY MOXHa onucaTtu sk 06'eaHa-
HH$1 BCiX eTaniB, BiANOBigHWX IM KOMMOHEHTIB i pe3ynbTaTiB
BUKOHaAHHS nonepeaHix etanis. Lle 06'eaHaHHs npeacTas-

neHo y dopmyri (2).
S = UEiGE(Ei X f(El))

3anpornoHoBaHoOI

)
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Take npeAcTaBreHHs [Jonomarae uiTko noginutu
eTanu CUCTEMW Ta KOMMOHEHTU, Bif SIKMX 3aNeXUTb KOXEH
3 eTanie. Lle pobutb mMogenb NpoCTO AMA PO3YyMiHHS,
aHanizy 1” obpobneHHs, [03BOMSE  ONTUMI3yBaTh
CTPYKTYpy cucTemm Ta nepepbavaTv Hacnigku 3MmiH.
Onuncana mMogenb nonerwye posLnpeHHsi, MoaundikaLlito
Ta aBTOMaTM3aLito.

Ounckycis i BUCHOBKM

3a pesynbTaTamm JOOCHISKEHHS BCTAHOBMEHO, LUO
apxiTekTypa cuUCTeM BUSIBMEHHs OOTIB BKIOYa€E Kinbka
eTanis: 306ip gaHux, IXHE nonepedHe obpobGreHHs, aHani3
XapaKTepuUCTMK KOpUCTyBauiB i knacudikauito obnikoBmx
3anuciB 3a AOMOMOro anropuTMIB MALUMHHOMO HaBYaHHS.
[onaTkoBo B crcTeMax MOXIMBMMW KOMMOHEHTaMU MOXYTb
Oy 3acobu HaByaHHA Mogeni, 6a3n gaHuMx i 3acobu
npeacTaBneHHs AaHux KopucTyBadeBi. [IonoBHeHO nepenik
He[OoniKiB Ha KOXXHOMY 3 eTaniB, MOPIBHSAHO 3 NpecTaBneHnm
y nonepeaHin poboTi astopis (M'aturop, & Byuuk, 2025), Ta
HaBe[EeHO OCHOBHI HaNPSAMM BOOCKOHANEHHS.

3 ypaxyBaHHAM BUSIBNEHUX HEAOMIKIB 3anporoHOBaHO
BZIOCKOHAIIEHy apXiTEKTypy CUCTEMU BUSBIIEHHSI aBTOMaTu-
30BaHNX akayHTiB, Lo noeaHye BebekpenniHr Ta APl 3anuti
ans 6esnepepBHOro 36opy AaHUX i BUKOPUCTOBYE XMapHi
TEeXHONOrii Ans THYYKOro YnpaemiHHA pecypcamu, SKi
BMKOPWCTOBYE CUCTEMa, i [O03BOJISIE BWKOHYyBaTW aHanis
OaHnx napanensHo. CucteMa Takox Oyna npeacraeneHa y
BUMSAAI MHOXWH, LLO [03BOMSIE BidyanidyBaTh 3anexHoCTi
KOMMOHEHTIB Big eTaniB, L0 CMNpoLLlye NMaHyBaHHS Ta
po3pobneHHs BKka3aHoi cuctemu. MNpeactaBneHa cuctema y

noganbwomy Oyae  BMKOpUCTaHa  AnNs  BMKOHaHHS
JOCTifKeHb Yy ranysi BUSIBNEHHA aBTOMaTWM30BaHWX
akayHTiB Ta IMMMemMeHToBaHa [AONd  OUHIOBHHA 1T

eeKTNBHOCTI y peanbH1X ymMmoBax.

BHecok aBTtopiB: Bitanin [M'aturop — koHuenTyanisauis,
MeTOAOrOrisA, HanMcaHHs (opuriHanbHa YepHeTka); Ceprii Byunk —
HanucaHHst (nepernag i pedaryBaHHs), BU3HAYeHHS MeTOoAiB
OOCTiPKEHHS, OMUC 3aMpONOHOBaHOI apXiTEKTYpu.

Dxepena ciHaHcyBaHHA. Lle pocnigkeHHs He oTpumano
XKOLHOTO rpaHTy Bif PiHAHCOBOT yCTaHOBM B AepXKaBHOMY,
KOMepLiHOMy abo HEKOMEpLIHOMY CeKTopax.
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SOCIAL MEDIA AUTOMATED ACCOUNT (BOT) DETECTION SYSTEM ARCHITECTURE

Background. Social networks are one of the main sources of information. However, as trust in them grows, so does the use of automated
accounts to spread disinformation and influence public opinion, which is an effective method of manipulation. Automated account detection
systems are used to detect such accounts. The purpose of the article is to analyze the architecture of automated account (bot) detection systems
in social networks and to identify the main directions for improving such architecture, taking into account the identified shortcomings.

M et h ods.Methods of analysis, systematization, and generalization were used to identify shortcomings and areas for system improvement,
and a modeling method was used to develop generalized and improved system architecture.

Results. Animproved architecture of a system for detecting automated accounts (bots) in the social network x.com is proposed, which
uses a mixed model of data analysis using artificial intelligence and combines web scraping and API queries for data collection.

Conclusions. The general architecture of automated account (bot) detection systems in social networks was analyzed and the main
shortcomings and areas for improvement were identified, among which the following can be distinguished: restrictions on APl requests from
social network owners, unstructured and free style of posts in social networks, and constant changes in post generation algorithms by automated
accounts. An improved architecture of the automated account (bot) detection system was proposed, which combines web scraping and API
requests for data collection and allows parallel execution of social network data analysis.

Keywords: computer system, data collection, data analysis, machine learning.
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KINMbKICHE AOCNIAXKEHHA PU3UKIB METOAOM HEYITKNX MHOXWH

BcTtyn. [IpedcmaeneHo Memod KinbKicHO20 OOCIidKeHHs1 pu3ukie, wjo 6a3yembcsi Ha aHani3i U oyiHreaHHi pPu3ukie
iHghopmauiliHux cucmem. 3anpornoHoeaHuli Nidxid 0o380JIsie UKOPUCMOBYy8amu WUpPOKUll Criekmp napamempis, siki 3abesneyyroms
cmeopeHHs1 2Hy4YKux 3acobie ouiHroeaHHs. Lleli memod dae Moxuiugicmb po3paxogyeamu pu3uku sIK Ha OCHO8i crmamucmuYHuUx
OaHux, mak i Ha OCHO8i eKcriepmHux oyiHOK, 3pobrieHuUx 8 yMoeax Hegu3Ha4YeHocmi ma crabkoghopmarnizogaHo20 cepedosuuja.

Po3pobneHi memodu 3abe3nevyyromb npedcmassieHHss pe3y/lbmamie y 4ucsiosil i crnoeecHil ¢gopmax. Hanpuknad,
MOXJluU8e 8UKOpPUCMAaHHS JliH2eicmMu4YHUX 3MIHHUX, SIKi Yacmo 3acmocogyromb O/ Ofnucy CckiIadHUX cucmeM, uwo
Xapakmepu3yrombcsi napamempamu He fuwe y KinbKicHomy, ane U y sikicHomy euansidi. Pusuku iHghopmauyiliHux cucmem
MOXymb 6ymu onucaHi Yepe3 KOHUyenmyasbHy MoOeslb HeYimKuXx MHOXUH, slka epaxoeye HeeU3HayeHicmb, HemoYyHicmb i
cy6'ekmueHicmb nid Yac iXHb020 OUiHO8aHHS.

M e T o A u . [ns docnidxeHHs1 pu3ukie iHghopmauyiliHux cucmem 3acmocogaHo Memoo0 Heqimkux MHOXUH. Ljeti Memod do3eorsisie
npoaHo3yeamu MOXJluei eKOHOMi4Hi 36umku. 3arnpornoHoeaHuli nioxio 3abesneyye Moxsiugicmeb iHMezpayil pizHuUx ¢hakmopie
PU3UKY 8 €GUHY MOOeJIb, 8Paxoe8yroYU sIK KifTbKICHI, MakK i sIKiCHi acriekmu ixHb020 OUiHI08aHHSI.

PesynbTatu. Y x00i OocnidxeHHss po3pobrieHO KinbkicHul nidxi0 6o ouiHroeaHHs pu3ukie iHghopmauyiliHux cucmem
nidnpuemMcme, wjo 00380J15I€ KOMIUIIEKCHO aHaslisyeamu (i oyiHro8amu ernsue pizHoMaHimHux ¢haxkmopie pusuKxy.

Modenb, sika epaxoeye Hegu3HavyeHicmb, HemouYHicmb i cy6'ekmueHicmb OaHUX, W0 OCO6/IUBO BaX/IUBO 8 YMOoe8ax
HecmabinbHoz20 cepedosuuya. Lle 3abesneyye sucoky adanmueHicmb Memody 4o pi3Hux cehep disnibHOcmi nidnpueMcmea.

3anponoHosaHo MemoAuKy, sika 0o38oJisie 30ilicHro8amu KinbKiCHe OUiH8aHHs1 MOMeHUiliHUX empam, roe 'si3aHux i3 pusukamu
8 iHghopMauiliHux cucmemax, Ha OCHO8i CIamuCMUYHUX Ma eKCrepmMHUx 0aHux.

Ha ocHoei pe3ynbmamie oyiHo8aHHs1 pu3ukie MOXymb 6ymu po3pobirieHi pekomeHOauii w000 eG0CKOHasIeHHs1 3axodie i3
3axucmy iHghopmayiliHux akmueie nidnpuemcmea. Lle exknroyae cmeopeHHs1 aGanmueHux cmpamegili 3axucmy, opieHMo8aHuUx Ha
3MEHUWEHHS1 EKOHOMIYHUX empam.

BucHoBKMW. BukopucmaHHsi Memody HeYimKux MHOXUH Ofisl KiflbKiCHO20 OUiHro8aHHs pu3ukie iHghopmayiliHux cucmem
doeesio ceor eghekmueHicmb 3ae0siku 30amHocmi epaxoeyeamu Heeu3HayeHicmb i cy6'ekmueHicmb e ouiHreaHHi OaHuXx.
Po3po6neHuli nioxid do3eosisie He uwe npo2Ho3yeamu pu3uku, ane U npulivamu ob6rpyHmoeaHi pileHHs1 w000 3MEeHWEeHHS
rnomeHuitiHux empam, w0 € 8a20MUM 8HECKOM Y PO38UINIOK cUuCMeM yrnpaeJliHHs1 iHghopmayiliHoro 6e3nekoro nidnpuemcmae.

Knw4yoBi cnoBa: pusuku, npo2Ho3yeaHHs, empamu, cucmema 3axucmy, kibepbesrneka, 3axucm iHghopmayii.

BcTyn Y UbOMYy KOHTEKCTi 0cObnMBOT akTyansHoCTi HabyBatoTb

Y cyvacHoMy CBITi iHbOpMaLirHi cucTeMy BidirpatoTb nigxoan, WO [03BOMSAIOTb IHTErpyBaTh KiSbKICHI Ta SIKICHI
KIOYOBY pOfb Y AisiNbHOCTI NIANPUEMCTB Pi3HUX ranysen, acneKkT! OUHIOBaHHS, BKIOYalouM Cy6'eKTVMBHI - OyMKU
3abesneyvytoun 00OpobneHHs, 30epiraHHs Ta nepepavy eKcnepTiB i CTaTUCTUYHI AdaHi. BukopuctaHHs wmeToaiB
pJaHux. BogHouac 3pocTtae cknagHicTs i baraTorpaHHicTb HEYITKUX MHOMXWH € TMEPCrNEeKTUBHUM  PilEeHHAM  Uiei
pu3MKiB, SKi  MOXyTb CYTTEBO BNNMBaTM Ha  iXHIO npobriemMun, OCKifbKM BOHM [03BOMAOTL MpauoBaTn 3
edheKTuBHICTb Ta 6e3neky. IHdopMmaLLiiHi pu3nKK, NoB'A3aHi HEBM3HAYEHICTIO, HETOYHICTIO Ta CYG'EKTUBHICTIO Y MPOLEC
3 BTpaTamu, BUTOKAMW abo MOLUKOAKEHHSIMU OaHMX, I'IPVIVIHF'T_TF' piUJeHb.- o
CTalTb yCe KpUTWMYHIlLMMK Ans BisHecy yepes MoCTiHO y_ uin  poGori /3amnporoHOBaHO  METOA  KINBbKICHOTO
3poCTatovy 3anexHicTb Bif iIHpOpMaLiNHUX TEXHONMOTIN. AOCNIAXKEHHA PU3UKIB, AKUN [O3BONAE! .

HuHi edpekTBHE OLIIHIOBAHHS PU3KMKIB iH(OpMAaLLiHIX * BpaxoByBaTW LUMPOKMA  CMEKTp  napameTtpis,
CUCTEM € CKMagHWM 3aBOAHHAM, OCKIMbKM BuMarae BKITHOYaYM EKOHOMIYHI, ypaBniHChKi Ta TEXHIYHI acnekTy;
BpaxyBaHHA HU3KM (paKTOpiB: HEBU3HAYEHOCTI [OaHuX, e 3AifICHIOBATM  PO3pPaxyHOK PVl3lf|KiB Ha OCHOBI
6araToBUMIPHOCTI  PU3WKIB, EKOHOMIYHMX | TEXHIYHMX CTATUCTUHHNX AaHUX Ta eKCMepPTHUX OLIHOK, 0co6nmBeo y
acnekTiB, a TaKOX BMIMBY 30BHILUHLOrO CepefoBuLLA. cnabkodpopmaniaoBaHoMy cepefoBuLL;
TpaguuinHi  MeToaM OUIHIOBaHHS 4acTo He 34aTHi e TMPEACTaBNATM pesyfbTaTyi  OUHIOBAHHA K Y
MOBHICTIO BpaxoByBaTH Lji acnekTu, 0cobnmeo y BUnaakax, YMCMOBIN, TaK i B CNOBECHIA popmax, BUKOPUCTOBYIOUM
KONV BiACYTHi TOYHI aBo MoBHI AaHi. NIHrBICTUYHI 3MiHHI A71A ONWUCY CKNagHMX CUCTEM.
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MeTog Takox 3abesnevye aganTMBHICTb 40 cneundiku
NiANPUEMCTB PI3HWUX rany3ew i yMOXIMBIOE BPaxyBaHHSA
BMSIMBY Yacy, 30BHILLHIX )aKTOPIB i BHYTPILLHBLOT CTPYKTYpK
opraHi3auii. 3anponoHoBaHWI niaxig BiOKPMBAE HOBI
MOXTMBOCTI ANA aHani3y pusuKiB, IXHbOro MoAerntoBaHHs
Ta NPOrHo3yBaHHS €KOHOMIYHUX Hacnigkis.

OTmxe, y poboTi po3rnsHyTO akTyanbsHy npobnemy aHaniay
PU3MKIB IHPOPMALRHMX CUCTEM i3 BUKOPUCTAHHSAM CyYaCHMX
MeToAiB, SKi CNpUsiOTb  TOYHILLOMY MPOrHO3yBaHHIO Ta
edekTMBHILLIOMY ynpaBniHHIO puankamu. OTpumaHi pesyrb-
TaTm MOXyTb OyTu iHTErpoBaHi B CUCTEMY YMNpaBmiHHSA
NiANPUEMCTB, CNPUSIOYM MIABULLEHHIO TXHBOT KOHKYPEHTO-
CMPOMOXHOCTI Ta CTIMKOCTI 40 IHOPMaLiNHKX 3arpos.

Memoro cTaTTi € po3pobrneHHs W O6rpyHTYBaHHSA
MEeTOAY KifbKICHOro AOCiAKEHHS PU3KKIB iHGbopMaLinHNX
cucTeM MiANPUEMCTB, SIKMA BpaxoOBYE HEBU3HAYEHICTb,
Ccy6'eKTUBHICTb | GaraToakTOpHICTb OLIHOK, a TaKoX
3abe3neyye MOXMMBICTb MPOrHO3yBaHHA EKOHOMIYHUX
HacmnigKkiB PU3NKIB | BOOCKOHANEHHS CUCTEMU 3axuUcTy
iHbopMaLiNnHNX aKkTUBIB.

Ozansd nimepamypu. Y ctatTti (Korystin et al., 2024)
lMpoBegeHo couianbHe ONUTYBaHHA Ta [OOCNIMAXEHHA
eKcnepTHoi AyMKM 3 MeTol peanisauii  3aranbHofi
KOHUenuji cTpaTeriyHoro aHanisy kibepbesnekn B YkpaiHi.
3a [pornomorol MeToAy, 3aCHOBaHOrO Ha BU3HAYEHHI
cepeaHboro 3Ha4yeHHs B MeBHOMY Habopi OLIHOK, a TakoX
MeToAy, 3aCHOBAHOrO Ha Teopii HEeYiTKUX MHOXWH, Byno
OLIHEHO PU3MKM MOLUMPEHHS OKpemux kibep3arpo3 B
YkpaiHi. Pesynbtatu 3BefeHO Ans MOPIBHAHHSA. Xoua
BMKOPUCTaHHSI Pi3HNX METOZIB BUMIPOBAHHS MPU3BENO [0
NeBHVX BIOMIHHOCTEW Y KiNbKICHUX MOKa3HUKax PUsmKy,
NOPIBHANBHUIA  aHani3 ChniBBI4HOLWEHHSA pPIiBHIB  Pi3HUX
Kibepsarpos cyTTeBO He 3MmiHMBCS. BopgHodac wmeton
HeviTknx HabopiB 3abesneudrB rHyuYKilWy iHTepnpeTaLito
pe3ynbTaTiB A4Ns XapaKTepucTuku kibepaarpos i3 nornsaay
TXHBOro BMCXigHOro abo HU3XIAHOro TpeHay.

Y craTTi (Korchenko et al., 2021) BigmiyeHo, Lo oauH
3 aKTyanbHUX HanpsamiB, WO PO3BMBalOTbCA B obnacTi
iHpopMmaUinHoi 6e3nekn, NoB's3aHUA i3 BUKOPUCTAHHAM
Honeypots (BipTyanbHMX NpUMMaHOK, OHMNAWH-NacTok), a
BUOIp KpuTepiiB AN BU3HAYEHHS HanedeKTUBHILLNX
Honeypots i ixHbOT noganbLoi knacudikauii € akTyanbHUM
3aBAaHHAM. [peacTaBrneHo OCHOBHI MPOAYKTU, B SIKUX
peanizoBaHO TexHonorii BipTyanbHOI MNpuUMaHku. BoHu
4acTO BUKOPUCTOBYKTLCA [f11 BUBYEHHS MOBEIHKM,
niaxoAdis i MeTodiB, sIKi 3aCTOCOBYE CTOPOHHS CTOPOHa AN
OTPVMMaHHS HeCaHKLiOHOBaHOro [JOCTyny A0 pecypciB
iHdopmauinHoi cuctemu. OHNamH-XykM MOXYTb iMiTyBaTu
Oyab-SkuiA pecypc, arne uvacTille BOHW BUMMsgalTb siK
crpaBXHi NpoAakLLH-cepBepyn Ta poboui cTaHLuii. Binomun
psSA BOCUTb eeKkTUBHUX PO3pobOK, siKi BUKOPUCTOBYIOTb
0N pO3B'A3aHHs 3aBAaHb BUSBIIEHHSA aTak Ha pecypcu
iHdopmauinHoi cuctemn (Barabash et al., 2025), B ocHoBI
AKX NEXWUTb anapaTt HeYiTKUX MHOXWH. BoHW nokaszanu
e(EeKTMBHICTb BI4MOBIAHOrO MaTemMaTM4yHOro anapary,
BUKOPUCTaHHSI SIKOTO, Hanpuknag, Aans dopmanisadii
nigxogy £o ¢opMyBaHHA Habopy eTamoHHWX 3Ha4yeHb,
[03BOMUTL MONINWNUTK NPOLIEC BM3HAYEHHS HanedeKTuB-
Hilwmx Honeypots. [Ons uboro cdopmoBaHo 6e3niy
XapaKTepuCTUK (MpoLLeC BCTAHOBMNEHHSA Ta HanaLUTyBaHHS,
npoLec BUKOPUCTaHHSA Ta NigTPUMKM, 36ip AaHuX, piBeHb
JIOryBaHHs, piBEHb MOAENOBAHHS, PiBEHb B3aEMOLIT), SIKi
BM3Ha4YalOTb BMACTMBOCTI OHNawH-nactok. Lli xapakte-
PUCTVKM CTanW OCHOBOW [Ans pO3pobneHHs MeToay
(POpMyBaHHA CTaHOapTIB MIHrBICTUYHMX 3MIHHUX ON4
nofansLioro Bigbopy Hanbinbw edekTuBHNX Honeypots.

Y crarTi (KoueTkos, Mayp, & MauiH, 2019) posrnsHyTo
NpoLLeC CTBOPEHHS! HEYITKOT NpoAYKLUINHOT MoAeni OLiHIOBaHHS

ISSN 2707-1758

19

pU3KKy iHopMaLiiHOT 6e3nekn nignpuemcTaa. MokasaHo,
o TpaguuiviHi MeToaM HegoCcTaTHbO npuaaTtHi  Ans
po3B'A3yBaHHA MoAibHNX 3aBAaHb came TOMY, L0 BOHU He
3aBXAN MOXYTb YiTKO onucaTy YMOBW i Hagatu HeoOXiaHi
OaHi Ans NPUAHATTS  BIANOBIOHWMX pilleHb, 3a3Buyan,
BVHWKAE HeBM3HA4eHiCTb. [lokasaHo, Lo iCHyKui MeToam
BpaxyBaHHs! 1 OLHKM pU3uKiB He No3baeneHi cyb'ekTuBiaMy
1 CYTTEBMX YMOB, LLIO MPU3BOAATb 4O HEMPaBUIIbHUX OLIHOK
pu3nkiB NpoekTiB. CyTTEBO, IO AKICHO BMKOHaHWI aHani3
iHbopMaLiHUX PU3UKIB 4O3BOMSIE MPOBECTU MOPIBHAMNBHUN
aHania "eeKT1BHICTb — BapTiCTb" Pi3HMX BapiaHTIB 3axuCTy,
obpaTn apgekBaTHi KOHTp3axoau i 3acobu  KOHTPOrto,
OUIHUTX  piBEHb  3anuWKoBMX puankie. Kpim  TOrO,
iHCTpyMeHTanbHi 3acobu aHanidy pusukis (Cobuyyk Ta iH.,
2023), WO TrpyHTYOTbCA Ha cy4yacHuMx 0asax 3HaHb
(Yevseiev et al., 2022) i npouenypax noriYHOro BUCHOBKY,
003BOMNsAOTb  nobyayBaTn  CTPYKTYpHi M OB'eKTHO-
opieHTOBaHi Mofeni iHOopMaUiNnHUX aKTUBIB KOMMaHii,
MoAeni 3arpo3 i Moaeri pu3nkiB, NOB'A3aHUX 3 OKPEMUMMU

iHpopmauiiHumMn  Ta  Gi3Hec-TpaH3akuigsMu i, OTxe,
BUSBNATA Taki iHOPMaLiNHi  akTMBM KOMMaHii, pU3nK
MOPYLUEHHS 3aXWLLEHOCTI SKUX € KPUTUYHUM, TOoOTO

HEMPUNHATHUM.
HeuiTKOI Joriku ANS  OUiHIOBaHHSA  PU3UKIB
Laptiev, & Grushina, 2023).

[nsa mopentoBaHHA pu3nkKy iHdopMauinHoi Gesneku
niANpMeMCcTBa 3anponoHOBaHO HeYiTKi MoAeni HagaBaTn y
BUMMSIAI HEYITKUX Mepexk (XopoLuko Ta iH., 2024). Mogenb
MicTUTb  6asum npaBun i [O3BONSE  MPOBOAWTH
NIHrBICTMYHMI aHani3 puW3NKiB, AKi HeCyTb MOTEHLiVHI
3arpo3m i 30uMTOK oOpraHisauii. B3aemosB'A3ok  Mix
dakTopamn  (aHTeLedeHTOM) | MOKa3HWKaMu  PU3NKY
(koHCekBeHTOM) sBnsie  coboto  BiHapHe  HeudiTke
BiJHOLIEHHS Ha [OeKkapTOBOMY MHOXEHHI BiAnoBigHNX
HEYITKMX  MHOXMWH.  HeudiTke  nNpuWYMHHO-HacnigkoBe
BiJHOLLEHHS MiXX aHTELLeJeHTOM i KOHCEKBEHTOM 3aJatoTh
y BUMMAAi HEYiTKOT NPOAYKLT.

Y cratTi (Yevseiev, Shmatko, & Romashchenko, 2019)
BKa3aHO Ha Te, WO OAHUM i3 HOBUX i MEPCMNEKTUBHUX
nigxo4iB OO  pO3B'A3aHHSA  Npobnemy  OuiHIOBaHHA
kibepbesnekn Ha 06'ekTax KpUTUYHOI iHPaCcTpyKTypu €
BMKOPUCTaHHSI Teopii HEYITKMX MHOXWH, Hanpuknag, Ans
ouiHlOBaHHA iHopMmauiiHOT Ge3nekn. Ha npakTuui
TPannaTbCs CUTyaLii, KON Ha po3paxyHOK KiHLEeBMX
pesynbTaTiB  ICTOTHO  BMAMBalOTb  HEBI4NOBIAHOCTI
BMCHOBKIB 260 NOMUITKM eKCnepTiB.

Y cratTi (Varela, & Domingues, 2022) BigmiyeHo, Lo
pPU3NK € OOHIE0 3 HaMBaXKIUBILLMX CKNafAoOBUX MPOEKTY.
Moro npaBunbHe OLiHIOBaHHSA Ta MiKyBaHHS 36iMbLUyoOTh
LaHCKM Ha ycnix MNpoekTy. Y Ui ctaTTi npeacTtaBreHo
pu3unkn B npoekTax 3 Data Science, ouiHeHi 3a gonomoroto
OOCHidXXeHHs, npoBegeHoro 3a metoaumkoro Delphi, wo6
BiAMOBICTM Ha nuTaHHA: "Aki puamkm npoektie 3 Data
Science?". [ocnigpKeHHs 0O3BOSUIIO BUSBUTU KOHKPETHI
pu3nkKn, noe's3aHi 3 npoektamyn 3 Data Science, npote
BOAnocsa nepeBipuTU, WO Oinblue MOMOBUHM HaMbinbL
3raflyBaHuX pU3NKIB CXOXi 3 IHLIMMK TUNnamu I T-NpoexTiB.

Metoau

[Ons pgocnigXeHHs puaunkiB  iHOpMaUIMHUX CUCTEM
3aCTOCOBaHO MeTO[ HEYITKMX MHOXWH. Lieln meToa 1o3Bonsie:

e [POrHO3yBaTW MOXIMBI EKOHOMIYHI 30UTKY;

e pO3pobnATM cTpaTerii NokpalleHHst M onTumisauii
cucTeMun 3axucTy iHgopmaldii (Jlantes Ta iH., 2024).

3anponoHoBaHui nigxig 3abe3neyye MOXIUBICTb
iHTerpavuii pisHUX akTopiB pU3MKy B €OuHY MOLENb,
BPaxOBYHUM SAK KiNbKiCHi, Tak i SIKICHi acnekTn iXHbOro
OLiHIOBAHHA.

3anponoHOBaHO BUKOPUCTaHHS  Teopii
(Barabash,
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Pe3ynbTaTtn

OCHOBHi acnekTn onucy:

1. Heuimkicmb pusukis.

Pusnkn pocutb 3pigka MakTb YiTKi MexXi, a ixHi
HacnigkM 3anexartb Big 0Garatbox akTopiB, 4acTo
HeLoCTaTHbLO BU3HAYEHUX.

Hanpuknag, pusuk BTpaTu AdaHWX MOXHa onucatu
HEYITKOK MHOXMHOH: "BMCOKMI pU3mnK", "cepeaHin puaunk”,
"HU3bKMI PU3NK", O GasyeTbCa Ha eKCnepTHUX OLiHKax
abo icTopu4HUX JaHuX.

2. JliHagicmuy4Hi 3MiHHI.

[na moaentoBaHHs PU3MKIB BUKOPUCTOBYHOTb FIHMBICTUYHI
3MmiHHI (JlykoBa-Yywiko, & lanTesa, 2024), Taki ak:

e iMOBIPHICTb PU3NKy (HM3bKa, CepeaHs, BIUCOKA);

e  BMAMB PU3MKY (HE3HAYHUI, NOMIPHUIA, KPUTUYHUN).

Lli 3MiHHi nepeTBOPIOIOTLCA Ha HEYiTKi MHOXWHK, SKi
BM3HAYa0TbCA PYHKLISMU HANeXHOCTI.

3. ©yHKUIT HanexHocmi.

PyHKLUiT HanexHocTi BifobpaxatoTb, HACKIMbKN NEBHUIA
PU3MK HaneXxmTb OO0 KOXHOI KaTeropii. Hanpuknag, ons
"BNCOKOrO puU3nKy":

0; x<a;
}.l(l'): x—a a<dx<b;
b-a x> b,

L

Oe X — OuiHKa pusuky; a i b — mexi kaTeropiit.

4. Komnosuyisi pusucis.

BukopucToBytoTb NpaBunia HeYiTKOT NOrikv Ansa aHanisy
B32EMO3B'A3KIB MK pyankamMmn. Hanpuvknag, sKwo AMOBIPHICTb
PY3MKY BUCOKA i BMIUB KPUTUYHWUIA, TO 3arpo3a € CEPRO3HOLO.

5. PaHxysaHHs ma rnpulHAmMms pilueHb.

Ha ocHoBi iHTerpanbH1x MokasHuKiB (Hanp., MeToay
LieHTpa Barv) 34iNCHIOI0Tb paHXyBaHHsS puaukiB. MpunHaTTA
pilleHb BpaxoBye HEYITKICTb OLIHOK, O [03BONsSE BMOpaTtn
HavikpaLli cTpaTerii Ans iXHbOI MiHimMi3aLji.

Hanpwuknag, pusuk kibepatakv MOXHa onucaTu siK

e imoBipHicTb: cepegHs (0.5), Bucoka (0.7);

e BB KpuTnyHMI (0.8).

BrCHOBOK — pu3nK po3MiLLIEHO B 30Hi BUCOKOI Hebe3neku
(3a HeuiTkMMK NpaBunamn).

HeuiTki MHOXVHY 003BONSIOTL e(PeKTMBHO npautoBaTti 3
HeJoCTaTHbO CTPYKTYPOBaHNUMU JaHVMW, BPaXOBYHOUM CKIag-
HiCTb | GaraTohaKTOpHICTb PU3VMKIB IHOPMALHAX CUCTEM.

Memodu mpaneuii ma mpuKymHuka LUMPOKO BUKOPUC-
TOBYKOTb Yy TeOpii HEYITKUX MHOXWH ONA BU3HAYEHHS
YHKLi HaneXHOCTi pu3unkiB. Hanpuknaa:

1. Memo0d mpukymHuka.

DyHKUIS HanNexHocTi y hopMi TPUKYTHUKA BU3HAYAETHLCA

TpbOMa napameTpamu: (@, b, ¢), TyT a — nisa mexa
(MiHiManbHe 3HaueHHs, Ae HamexHicte = 0); b — nik
TPUKyTHMKa (MakcumMarnbHa HanexHictb = 1); ¢ — npasa
MeXa (3HauYeHHs1, Ae HanexHicTb 3HoBy = 0):

0, x<a abo x;
X—

u(x) = a’ a<x<b;
b—a
c—x’ b<x<ec.
c—b

PosrnaHemo npuknag.

Hexan iMOBIpHICTb PM3NKy BTpaTK AaHMX OLIHIOTL 3a
wkanoto 0-10. Toai "cepefHin pusuk" Mae TPUKYTHY
copmy 3 napameTpamu (3, 5, 7):

4-3
n#) =55=05npn x=4;
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7_
H6)==5=%=0.5 npn x=6.

N

Otxe, korm x=4x i x=6x, TO BOHU HanexaTb
0o "cepegHboro puauky" Ha 50 %, a konn x=5x, TO
ue signogigae 100 % "cepeaHboro pusuky", 60 Le nikose
3HaYEeHHs.

2. Memod mpaneuji.

PyHKUiO HanexHocTi y dopMi Tpaneuii BU3Ha4alOTb
yoTupma napameTtpamu: (a, b, ¢, d ), ne a — nisa mexa
(Hanexwicte = 0); b — nouyaTok nnaTto (HanexHicTb
noysHae = 1); ¢ — KiHeub nnaTto (Hanexwicte = 1);

d — npaBa Mexa (HanexHicTb 3HoBy = 0):

0, x<a abo x;

=
|
Q

, a<x<b;

S
|

u(x) =

J—‘
o>~

<x<gc;

QU

=

d-c

Posrnanemo npuvknag.

OujiHMMO piBeHb kibepaTakmn Ha iHopMaLLiiHy cucTemy.
"KpuTuaHuii BNnme" onmucyemMo Tpaneuieto 3 napameTpamm
(6, 8,10, 12):

-6

1.1(7):%:0.5 npu x=7;

w9 =1, ockinbkm 8 <x<10;

1211
v =150 =

OTmxe, konu x=7x, TO BOHU Hanexatb [0
"KputnyHoro Bnnmey" Ha 50 %, a npu x =9x BUXOOUTb
"kpuTnyHun Bnnme" 3i 100 %.

3. KombiHauis memodis.

AHanisytoun pu3nKM 4acTo KOMOIHYHOTb TPUKYTHI Ta
TpaneuienodibHi dyHkuii. Mpuyomy, 3a3Buyan iMOBIpPHICTb
PY3NKYy MOAEMNIETLCA TPUKYTHUKOM, 6O BOHA Mae MikoBy
OLliHKY, a BMNMB PU3UKY MOOENIOETLCA TpaneLwieto, 60 BiH
cTabinbHO BUCOKUIA Y NEBHOMY [iiana3oHi.

4. Bigyanizaujsi.

TPWKYTHUK BUKOPUCTOBYIOTb, KON MOTPIOHO aKueHTy-
BaTW Ha EAVHOMY NiKOBOMY 3Ha4eHHi. Tpaneuis nigxoantb
Anst onucy cTabinbHOro PiBHA PU3MKY B MeXax MeBHOro
iHTepBany.

Lli meTtoon pos3BonsloTb aganTMBHO MoZentoBaTut
PU3UKK 3 ypaxyBaHHAM HEUITKUX MEX i MonerwyoTb IXHI0
iHTepnpeTauito.

Qasugpikauis ma Oeghasughikauisi Ha OCHO8I OUiHH-
8aHHS pU3UKie IHghopMauiliHOI cucmemu.

1. lNocmaHoska 3adaui.

OuiHnMo pu3uk KibepaTakm Ha OCHOBI ABOX 3MiHHUX:
imoBipHicTe aTaku (P ) y BigcoTtkax (0—100 %); BnnuB
ataku (/) 3a wkanotwo 0-10. BuxigHa 3MmiHHa — piBeHb
pusuky (R ) 3a wkanoto 0-10.

Buikopuctaemo Tpy NiHrBICTUYHI 3MiHHI ANS KOXHOMO 3
napameTpiB: 1) iMOBIpHICTb aTaku: Hu3bka (Low), cepeaHs
(Medium), Bucoka (High); 2) Bnnue ataku: HeaHa4yHui (Low),
nomipHuin (Medium), kputuynun (High); 3) piBeHb puanky:
Hu3bku (Low), cepeaHini (Medium), Bucokun (High).

2. ®asudhikauisi.

Mig dasudikauieto po3ymiTumemo npouec nepeTBo-
PEHHS YMCMOBUX AAHUX HA HEYITKI MHOXUHW.

BisbMemo, Hanpuknag Taki gaHi: P=65 %; I =7 Ta
OLIHUMO OYHKL,iT HaneXHOCTi.

, b<x<ec

~

0.5 npn x=11.
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Ons nmosipHocTi P :

Low: TpukyTHuk (0,20,40) —p, . (65)=0;

Medium: tpaneuia (30,50,70,90) — ;.4 (65) =

High: TpukyTHuk (60,80,100) — ;. (65) =

Onsa snnuey /1 :

90-65 —0.25:

90-70
wzo.zs,
80-60

Low: TpukyTHuk (0,2,4) = 1, . (7)=0;
Medium: tpaneuia (3,5,7,9) = tyegum (7) = 0.5;
High: TpukyTHuk (6,8,10) = py,, (7) =0.5.

dasudpikoBaHi 3Ha4YEHHS:
ansa P : Medium = 0.25; High = 0.25;
ansa 1 : Medium = 0.5; High = 0.5.

3. lMpasuna He4imKoi rioaiku.

Ha ocHoBi dasndikoBaHux MpaBuil BUKOPUCTOBYEMO
Taky 6a3y npaswun:

1) akwo B i1,

i

2) akwo P,
3) AKwo PHigh [ IHigh - RHigh ;

>R ..
—> R

Medium Medium Medium ?

4) akwo By 1 Lyiegiom = Rusign »

a TakoX iHWi ABa npaBuna (3 ypaxyBaHHAM CTyMeHiB
HanexHocTi):

5) ona npasuna 2): min(0.25, 0.5) = 0.25;

6) ona npasuna 4): min(0.25, 0.5) = 0.25.

4. Aepezauis.

Arperauis 06'egHye BUXiOHI CTyMeHi HanexHocTi Ans
Pi3HMX NPaBWM Y HEYITKY MHOXWHY BWXIOHOT 3MiHHOI R .
B pesynbTari:

R =0.25;

Medium

Ry = 0.25.

High
5. egpasucpikauisi.
Hedasudpikauis nepeTBoptoe HEYiTKy MHOXMHY R Ha
KOHKPETHE 4uMCrioBE 3HayeHHsi. BukopucTtaemo MeTtop
LeHTpa Baru (centroid):

- unR (x)dx
@

lNposedemo po3paxyHKU.

Mpunyctumo, wo R 3apaHo Tpanedieto (4, 5, 6, 7);

Medium

a Ry, — TpukyTHMKOM (6, 8, 10), Toai Baru:

ptediom (X) = 0.25;

Higign (X) = 0.25.

OO6uncneHHs LeHTpa Barv gae
~55:0.25+8-0.25

0.25+0.25

BucHosok. PiBeHb pusnky cTaHoBUTb 6.75 3a LuKano
0-10. Le Bkadye Ha MOMiIpHO BMCOKWUI PiBEHb PU3MKY.

PosrnaHemo aBa npuknaam.

lMpuknad 1.

HeobxigHo nigpaxyBatu 36UTOK 3a pik OaHKy y pasi
NPOrHO30BaHMX MOKa3HWKIB, CMUpPaKYUCh Ha nonepeaHi
CTaTUCTUYHI JaHi nignpvemcTBa, a came: MMOBIPHICTb

=6.75.

36utok = CepefHsi KinbkicTb aTtak x CepefHinn 36UTOK x

CepefHs KinbKicTb atak 064MCIIOETLCS SIK CepeHe
3Ha4yeHHs AianasoHy aTak.
4) Po3paxyHOK MOXIMBOro 301TKY.
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24 atak; BMMAVMB aTakn — KPUTUYHUK; PiBEHb PU3UKY —
Hu3bkuii (Low); imoBipHicTe 250 atak; BNNMB ataku —
cepefHin; piBeHb pusnky — cepedHii (Medium); iMoBipHiCTb
3250 aTtak; BNNuB ataku — HU3bKUIA.

KputnyHuia piseHb — 36UTKM Big OAHIET aTaku Big, 1 MnH gon.
0o 500 mnH gon. CLUA.

CepepHii piBeHb — 30UTKM B oaHiei ataku Big 50 Tvc. gon.
0o 500 tuc. gon. CLUA.

Husbkuin piBeHb — 36UTKKM Big ogHiel aTakm Big 200 gon.
no 10 Tuc. gon. CLA.

BigcoTok HerTpanisauji atak 3a paxyHOK CUCTEMW 3aXUCTY
(99-99,9) %.

ImoBipHicTb atakm (P )y BiacoTkax (0-100 %).

Bnnue ataku (1 ) 3a wkanoto 0-10.

[ns po3paxyHKy MOXnuBOro 36uTKy 3a pik poboTu
6aHKy HeobXiAHO BUKOHaTW TaKi KPOKW:

1) Bu3Ha4eHHs napaMeTpiB i HEYITKUX MHOXWH:

e |MOBIpHICTb aTak (KiNbKiCTb atak Ha pik);

e BMMMB aTaku (po3mip 30UTKIB Big ogHiel aTaku);

e piBeHb pusmky (Low, Medium, High);

e BIOCOTOK HeWTpanisauii aTak.

2) dopMyBaHHSI HEHITKNX MHOXMWH A5 OLIIHIOBaHHS 30UTKIB.

[ns koxHoro piBHa pusuky (Low, Medium, High)
3agaemo gianasonu. Ans kputndHoro pieHa (High Risk):

e 30MTKM 3a 0gHy aTaky (1 mnH gon., 500 mnH gon. CLUA);

e KinbkicTb aTak (1, 24);

e 3aranbHi 30MTKK

(1 10% gon. CLUA, 24500 108 gon. CLUA);

e cepeaHin 36uTtok 250 500 000 gon. CLUA;

e ycniwHo peanisyetbest 1 % atak.

[ns cepepHboro pieHa (Medium Risk):

e 30UTKM 3a OfHY aTaky

e (50 Tnc. pon., 500 Tuc. gon. CLLA);

e kinbkicTb atak (10, 250);

e 3aranbHi 30MTKK

(10 10° gon. CLUA, 250500 10° gon. CLUA);

e cepeaHin 36uTtok 275 000 gon. CLUA;

e ycniwHo peanidyetbca 1 % aTtak.

[ns Husbkoro piBHS (Low Risk):

e 30UTKM 3a ogHy aTaky (200 gon., 10 Tuc. gon. CLUA).

e kinbkicTb atak (300, 3250);

e 3aranbHi 30MTKK

(300200 mon. CLUA, 3250 10 10° gon. CLLUA);

e cepeaHin 36uTtok 5 100 gon. CLUA,;

e ycniwHo peanidyetbcsa 0,1 % atak.

3) PospaxyHkoBa popMyna Ansi KOXKHOro piBHA pU3MKY:

1—BigcoTok HenTpanisauii
100 '
Ona kputnyHoro pisHs (High Risk):
P =24; |=10; cepegHin 36utok 250 500 000 gon. CLUA,;
HenTpanisauiga 3arpo3 99 %.
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306umTOK KpnTUYHMn = 24x1x10%250500000%0,01=601 200 000 gon. CLLA.
[ns cepepHboro piBHa (Medium Risk):
P =250; I =10; cepegHin 36utok 275 000 gon. CLUA; HenTpanizauis 3arpo3 99 %.
36uTok cepepHii = 250x1x5x275000%0,01=3 437 500 gon. CLUA.

[ns Hu3bkoro piBHs (Low Risk):
P =3250; | = 1; cepegHin 36utok 5 100 gon. CLUA; HerTpanisauisa 3arpo3 99,9 %.
30UTOK HU3bKMN = 3250%1x5100%0,001=16 575 pon. CLLUA.
3aranbHuin MOXIMBUI 36MTOK OLIHMMO 3a (hOpMYIIoHD
3aranbHui 36UToKk = 30UTOK KPUTUYHUIA + 3OUTOK cepefHih + 30UTOK HU3bKUIA;
3aranbHuit 36utok = 601 200 000 + 3 437 500 + 16 575 = 604 654 075 pon. CLUA.

Mpuknap po3po6reHoi nporpamMu AnsA o64YncneHHs1 36UTKIB MOBOI nporpamMyBaHHsA Python

# llapaMeTpu 3aBIOAaHHS
# 306uTkM 3a omHy aTaky (y mojapax CIIA)

loss per attack = {
"High": (le6, 500e6), # KpuTuuHui piBeHb
"Medium": (50e3, 500e3), # Cepemuil piBeHb
"Low": (200, 10e3) # Huspkut piBeHb

}
# Mporpama Ha Python, sxa BMKOPUCTOBYETHCS INJIA PO3PAXYyHKIB

# KinmpkicTb arax

attacks range = {
"High": (1, 24), # KpuTuuHMII piBeHb
"Medium": (10, 250), # Cepemuim piBenHb
"Low": (300, 3250) # Husbkuii piBeHb

}

# IMpouenT HeMTpasgizauii arak (y yYacTkax)
protection efficiency = (0.99, 0.999) # Bimg 99% mo 99.9%

# Po3paxyHOK 3arajibHUx 30MTKI1B
def calculate losses(loss range, attack range, protection range):

# PoBpaxyHOK KI1JBKOCT1 NPOMNyMEeHUX aTak

min attacks = attack range[0] * (1 - protection range[l]) # Minimym arak, gki
# mpopBanuch

max attacks = attack range[l] * (1 - protection range[0]) # MaxcumyMm aTak, Axi
# mpopBanuch

# Po3paxyHOK 30MTKIB

min loss = min _attacks * loss range[0] # MinimanbpumMM 36MTOK

max loss = max attacks * loss range[l] # MaxkcuMaJbHMI 30UTOK

return (min loss, max_ loss)

# PO3paxyHOK HIJid KOXHOT'O PiBHS PUBUKY

total losses = {}
for risk level in loss per attack.keys():
total losses[risk level] = calculate losses

(
loss range=loss per attack[risk level],
attack range=attacks range[risk level],
protection range=protection efficiency

)
# Baranbui 36uTkM no BCix piBHAX
overall min loss = sum(loss[0] for loss in total losses.values())

overall max loss = sum(loss[1l] for loss in total losses.values())

# BuBinm pesynbTaTis
total losses, (overall min loss, overall max loss)
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Llsa nporpama cnoyaTtKky 3aga€ QAiana3oHn KinbKOCTi "Mana" kinekicTb atak:
aTtak i 36MUTKIB ANS KOXHOro piBHA pusmky. lNMoTim BoHa L x>1000:
06YMCIIOE  KIMbKICTb  MPOMYLLUEHNX aTak, BpaxoBYH4M ’ - ’
e eKTUBHICTb 3axuCTy, i MigpaxoBye 3aranbHi 36UTKM ANs ~]2000-x _
KOXHOTO PiBHA PU3MKY, @ TaKoX CyMy BCIiX PiBHIB. HL(x) = 1000 1000 < x < 2000;
IMpuknad 2.
OuiHrosaHHs1 36umkie baHKy 3a O0rMOMO20K HEeYimKUX 0, x> 2000.
MHOXUH. _ "CepepnHsa" KinbkicTb atak:
Onuwemo noyaTKoBi YMOBW. S i
BaHk cTukaeTbca 3 kibepaTakamy MNPOTSArOM POKY. 0, x=2000;
CratucTnuHi daHi  ceigyaThb, WO 3aranbHUA  NPOrHoO- x—2000
30BaHUIl  3BMTOK 3a MaKcUManbHOi KinbkocTi  aTak ————, 2000 < x <3000,
cTaHoBUTb 5 MiH aon. CLUA. KinbkicTb aTtak ouUiHIOETLCS B UM (x) = 1000
pianasoHi Big 0 go 5000. Heo6xigHO ouiHUTK 36UTKKM And 4000 —x 3000 < x < 4000:
KOHKPETHOro BWMafKy, Hanpuknag, Konu oOdikyBaHa 1000 r= ’
KiNbKiCTb atak 3a pik ctaHoButb 3000.
Po3g'szaHHs. 0, x> 4000.
1. BudHa4eHHs HeYimKuX MHOXUH. "Benuka" KinbkicTb aTak:
1) KinbkicTb atak (X ): 0, x<3000;
"Mana" (L ): x <2000; 2000 x
"CepegHsa" (M ): 2000 < x < 4000, MH(X) = W, 1000 < x < 2000,
"Berwmka" (H ): x>4000.
0, x>2000.
2) 36uTok (S ): '
"Huaokui” (L ): S <2 man gon. CLUA: 'I'Dospaxyﬂfm.nnﬂ ::!6I/ITKIB.
N Hu3bkuin" piBeHsb:
"CepegHiit" (M ): 2< S5 <4 mnn gon. CLUA; L S<2
"Bucokui” ( H ): S >4 mnu gon. CLUA. T
2. OyHKYiT HanexHocmi. pL(S) = ﬂ, 2<8<4
PosrnsaHemo dyHKLUiT HanexXHOCTi ANs pi3HUX KinbKocTen 2
arak. 0, S>4.
"CepepHin" piBeHb:
0, §<2
S-2
—, 2<85<Z4
nM(S) = 6_s (1)
—, 4<S5<6;
1000
0, S>6.
"BMCOKMIN" piBEHb: 4. PospaxyHok 36umkis.
0, S<4 Ona x = 3000 :
e "Mana" kinbkicte: HL(3000) =0 (nosa mexamu);
S—-4 o
uH (S) = — 4<85<6; e "CepepHs" KinbkicTb: uM(3000)=1;
L S>6 e "Benuka" kinbkictb: pwH(3000)=0.
] ’ ' Omxe, akTuByeTbCca npasBuno: "sakwo atak "CepegHs"
3. basa npasunn: . . . Y KinbKicTb, TO 36uTOK "CepegHin™, Tomi ans 36UTKIB
®  FKLO KINbKICTL aTaIiCMana ’,TO 36'%TOK l:'(M;3bKMM.L.._ cepeHin piBeHb S 3HaxopaTb i3 copmynu (1).
® KO KINbKICTL aTak . epe,qHﬂ",Tos VITOK " epe,uHu:l", Bukopuctaemo gedasmdikadito METOAOM LEeHTpyBaH-
e  SKWO KiNbKIiCTb aTak "Benuka", To 36utok "Bucokuin. s Barm:
6
j SHM(S)dS
S = 26— — - —3.5 mnH gon. CLIA.
j MM (S)dS
Bidrosidb. MporHo3oBaHuii 36uTok 6aHky ana 3000 atak BiCTb PO3paxoByBaTU PU3UKU SK HA OCHOBI CTaTUCTUYHUNX
ctaHoBuTb 3.5 mnH gon. CLUA. OaHUX, TaK i Ha OCHOBI eKCNepTHUX OLHOK, 3pobneHnx B
Ouckycia i BACHOBKU yMOBax HEBW3HA4YeHOCTi Ta crabkodgopmanisoBaHOro
Y pobGoTi npeacrtaBneHo  MeTond  KinbKiCHOro cepeposuLla (Jlykosa-Yyiko, & Jlantesa, 2024).
OOCNIMXEHHST pU3UKIB, WO 06a3yeTbcs Ha aHanisi 1 OcobnuBicTio NiOXOAY € BpaxyBaHHA Takvx hakTopis:
OLiHIOBaHHI pU3uKIiB iHOpMaUiiHUX cucTeMm. 3anpono- e nepiog vacy;
HOBaHWM Nigxid [O03BONSE BUKOPUCTOBYBATU LLMPOKUIA e ranysb JisSNbHOCTI;
CnekTp napameTpiB, ski 3abesneuyloTe  CTBOPEHHS e eKOHOMIYHA ¥ ynpaBniHcbka cneuudikn nig-
rHy4kux 3acobiB ouiHoBaHHA. Llen meTon pnae moxnu- npuemcTaa.
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Kpim uboro, po3pobneHi metoan 3abesnevyioTb npea-
CTaBMEHHsI pe3ynbTaTiB Yy YAUCIIOBIN | CrOBECHIN hopmax.
Hanpviknag, MoXnvBe BUKOPUCTAHHSA NIHMBICTUYHUX 3MiHHMX,
SIKi YaCTO 3aCTOCOBYHOTb AN OMUCY CKMadHUX CUCTEM, LLO
XapaKkTepu3yTbCa napaMmeTpamn He NuLle Y KiflbKiCHOMY,
ane n y akicHomy BUrmMsAi. Pyankn iHdbopmMauiiHix cnuctem
MOXyTb OyTM oOMucaHi Yepe3 KOHLENTyanbHy MOAEMb
HEYITKNX MHOXVH, sika BPaxOBY€ HEBU3HAYEHICTb, HETOYHICTb
i cyB'eKTMBHICTb Mg, Yac IXHLOrO OLLIHIOBAHHS.

Y xoai pocnigpXeHHs po3pobrneHo KinbKicHWIA nigxig go
OLIHIOBAHHSA PU3UKIB iHCpOpMaLIMHUX CUCTEM MISNPUEMCTB,
LLIO JO3BOISIE KOMIMMEKCHO aHanidyBaTu 1 OLiHIOBaTK BNvB
pisHOMaHITHUX bakTopiB pu3nKy. OCHOBHI pesynbTati
poboTK BKIHOYAOTb Take.

Po3pobneHHsa mogeni OuiHOBaHHSA PU3WKIB HA OCHOBI
HEYITKUX MHOXWH:

1. Mopgenb BpaxoBye HEBU3HAYEHICTb, HETOYHICTb
i cy0'eKTMBHICTb [aHux, WO O0CO6NMBO BaxnMBO B
ymoBax HecTabinbHOro cepegosuwa. Lle 3abesneuye
BWCOKY aganTuBHICTb MeToAy A0 Pi3HUX cdep QisnbHOCTI
nignpuemcraa.

2. TlporHo3yBaHHsi EKOHOMIYHMX 3OUTKIB.

3. 3anponoHoBaHa MeToAuKa 403BONSE 3A4iMCHIOBATH
KiflbKiCHE OLjiHIOBaHHA NOTEHLiMHMX BTpaT, NOB'A3aHuX i3
pusmkamm B iHOpMaLiMHMX CUCTEMax, Ha OCHOBI
CTaTUCTUYHUX Ta ekcnepTHUX AaHux. Lle cnpuse kpaiomy
pPO3yMiHHIO MacwTabiB  MOXNMBUX HacnigkiB  iHAOP-
MaUiRHNX iHUMAOEHTIB.

4. Ha ocHOBI pe3ynbTaTiB OLiHIOBaHHSA PU3UKIB MOXYTb
O6yTM po3pobneHi pekoMeHaauii OO0 BLOOCKOHANEHHS
3axopfiB i3 3axuUcTy iHPOpMaLIMHMX aKTUBIB NignNpuemMcTaa.
Lle Bkmtovae CTBOpPEHHS afjanTMBHMX CTpaTerin 3axucTy,
OpIEHTOBAHUX HA 3MEHLLEHHSI EKOHOMIYHUX BTpaT.

5. Po3pobneHa cuctema BigobOpakeHHsi pe3ynbTaTiB
[03BOrSE NpeACcTaBNsaT AaHi B YXCIIOBOMY i CITIOBECHOMY
BUMMSAAax, WO MiABULLYE 3PO3YMIMICTb i 3Py4HiCTb AnA
Pi3HMX KaTeropi KOPMCTyBaYiB, BKIOYAKOYM YNPaBNiHLIB i
TEXHIYHMX dhaxiBLiB.

6. MeTtoaouka apganTyeTbCd [0 cCneumdiku pisHUX
nignpuemMcTB i ranysen, 3abe3neyvylun THYYKICTb Y
3acTOCyBaHHI AN KOMMaHi i3 pi3HOK CTPYKTypol Ta
MacLiTaboMm AiffbHOCTI.

3a pesynbTatamu poboTn MOXXHa 3p0OUTU TaKi BUCHOBKM:

1. EdekTMBHICTb 3anponoHOBaHOro MeToay.

BuvikopucTaHHa MeToay HEeYITKUX MHOXWH AnS KirbKiCHOrO
OLIHIOBaHHS PU3KKIB iHDOPMaLiiHMX CUCTEM [OBEMO CBOH
edeKTMBHICTb 3aBASKM 34aTHOCTI BpaxoByBaTW HEBU3-
Ha4eHICTb i CyD'eKTUBHICTb B OLjiHLI AaHUX.

2. TlpakTu4yHa UiHHICTb AOCHIOKEHHS.

Po3pobneHui niaxig 403BONSAE He nuvLle NpOorHo3yBaTu
pu3nKK, ane 1 npuiMaTy OOr'pyHTOBaHI pPIlLEHHs LWoAo
3MEHLUEHHST MOTEHLiHUX BTpaT, WO € BaroMMM BHECKOM
Yy PO3BUTOK CUCTEM YMpaBMiHHS iHdOopMaLjiiHo 6e3-
nekor NianpuemMCTB.

3. IHTerpauis pe3ynbTaTiB y NpaKkTuKy.

OTpuMaHi pesynbTaT MOXyTb OyTu iHTErpoBaHi Yy
npouecu  ynpaeniHHA  MiANPUEMCTBOM,  CMPUSIOYN
NiABULLIEHHIO TXHBbOT CTIMKOCTI OO PU3MKIB, MOB'A3aHMX 3
iHopmauiiHuMn cuctemamn. 3anponoHOBaHiI BUCHOBKM
OEMOHCTPYITb  3HaYyLiCTb i MOTeHuian noaanbLoro
pPO3BUTKY METOZIB OLHIOBaHHA PU3WKIB ANS MiABULLEHHSA
edeKTMBHOCTI yNpaBriHHS iHopMaLiiHo 6e3nekoto.

Hanpsmy noganbLlumx AOChiMKeHb i noganbLi poboTn
MOXYyTb OyTV CrpAMOBaHi Ha PO3poOneHHs aBTomaTtu-
30BaHUX iHCTPYMEHTIB A5 OLIHIOBAHHS PU3VMKIB HA OCHOBI
3aMponoHOBAHOIO MeTody, a TakoX Ha nornubneHe
OOCTKEHHA  rany3eBMX OCOONMBOCTEN pPU3UKIB B
iHbopMaLinHUX cucTemax.
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BHecok aBTopiB: Bonogumup AxpamoBuM4 — KOHLEMTY-
anisauis; metogonoris; aHania oxepen; Bagum AxpamoBuy — 36ip
eMnipyyHnX  JaHux | Banigauis; emnipuyHe  OOCNIMKEHHS,
nigrotyBaHHsa ornagy nitepatypu; Mwukona bBpainoBcbkun —
NPOEKTYBaHHSA KOMM'FOTEPHMX nporpam; peanisadis
KOMM'toTepHOro kogy Ta AOMOMiKHUX anroputmi; HOpini Mena —
TECTyBaHHS1 KOMMOHEHTIB kogy; TeTaHa JlanTeBa — HanmcaHHs
no4yaTKOBOro BapiaHTa (4YepHeTKu) cTarTTi.

[xepena ciHaHcyBaHHA. Lle gocnigXeHHs He oTpumarno
XKOAHOrO rpaHTy Big (OiHAHCOBOI YCTAHOBM B AepXKaBHOMY,
KOMepLiiHOMy abo HEKOMEpLINHOMY CeKTopax.
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QUANTITATIVE RISK ASSESSMENT USING THE FUZZY SETS METHOD

Background. This paper presents a quantitative risk assessment method based on the analysis and evaluation of risks in information systems.
The proposed approach enables the use of a wide range of parameters, providing the creation of flexible assessment tools. This method allows calculating
risks based on both statistical data and expert evaluations conducted under conditions of uncertainty and poorly formalized environments.

Additionally, the developed methods provide the representation of results in both numerical and verbal forms. For example, linguistic variables, which
are often used to describe complex systems characterized by both quantitative and qualitative parameters, can be utilized. The risks of information systems
can be described through a conceptual fuzzy set model that accounts for uncertainty, imprecision, and subjectivity in their evaluation.

Methods. Thefuzzy sets method was applied to study the risks of information systems. This method facilitates the prediction of potential
economic losses. The proposed approach allows the integration of various risk factors into a unified model, considering both quantitative and

qualitative aspects of their assessment.

Result. During the study, a quantitative approach to assessing the risks of enterprise information systems was developed, enabling a
comprehensive analysis and evaluation of the impact of various risk factors. The main results of the work include:

The model accounts for uncertainty, imprecision, and subjectivity of data, which is especially important in unstable environments. This
ensures high adaptability of the method to different areas of enterprise activity.

The proposed methodology enables the quantitative assessment of potential losses associated with risks in information systems based on

statistical and expert data.

Based on the risk assessment results, recommendations can be developed to improve measures for protecting the enterprise's information
assets. This includes the creation of adaptive protection strategies aimed at reducing economic losses.

Conclusions. The use of the fuzzy sets method for quantitative risk assessment of information systems has proven its effectiveness due
to its ability to account for uncertainty and subjectivity in data evaluation. The developed approach not only predicts risks but also supports informed
decision-making to reduce potential losses, contributing significantly to the development of enterprise information security management systems.

Keywords:

risks, forecasting, losses, protection system, cybersecurity, information protection.
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METOOM BUABJIEHHA U AHAJNI3 ATAK
HA OCHOBI MICKOH®II'YPALIIK Y XMAPHUX CEPBICAX

B c Ty n. 3 po3sumkom xmapHuUx mexHosiozill ece binbuwe opaaHizauili nepexodssme G0 UKOPUCMAaHHS XMapHUX cepeicie onsi
36epicaHHs1 0aHUX | BUKOHaHHS o64ucrieHb. [I[pome HenpasusibHa KOHgi2ypauisi (MickoHgbi2ypauyisi) xmMapHux cepeicie cmae odHietro
3 20J/108HUX MPUYUH BUHUKHEHHs epa3ssiueocmell, W0 MOXymb 6ymu euxkopucmaHi 35108MUCHUKamu Osisi 30iliICHEeHHs1 amakx.
MickoHepizypauii Moxxymb npu3zeecmu Ao HecaHKUioHoeaHO20 docmyny 00 KOHghideHyiliHux daHux, Komnpomemauii cucmem ma
iHwux ceplio3Hux Hacnidkie Ans 6e3neku. Memoro yiei po6omu € docnidxeHHst Memodie eusiesieHHs Ui aHasli3y amak, W0 UHUKaroMb
8HacJ1i0ok MicKOHi2ypauili y XMapHuUXx cepeicax, a makox po3pobrieHHs1 pekoMeHOayill Onsi nidsuwjeHHs1 pieHs1 6e3neku.

MeTtoawu. [lpoaHanizogaHo icHyro4i nidxo0u OG0 eusienieHHs MiCKOHGbi2ypauili, eK/IoYarYu B8UKOPUCMAaHHS
asmomMamu308aHux iHCmMpyMeHmie CKaHyeaHHS, aHasli3 )ypHasiie nodili i 3acmocyeaHHss Memodie MalWUHHO20 Has4YaHHsS1 Onsi
susiesieHHs1 aHomanil. 3arnpornoHoeaHo 2i6pudHuli Memod, wWo MoedHye cmamuyHull aHaini3 KoHpicypauil i3 OuHaMiYyHUM
MOHIMopuHa0M MepexHo20 mpadpika. [ns ybo2o0 po3pobrieHo creyianizoeaHull anzopumm, sikuli do3eosisie ideHmudbikysamu
nomeHuitiHi epasznueocmi Ui oyiHUMU iXHO Kpumu4Hicmb. TakoX nNpoeedeHO cuMysnsyiro Pi3HUX murnie amak Osisi OYiHIO8aHHSI
eghekmueHocMi 3arnpPornoHoeaHo20 Memody.

PesynbTaTtu. Pesynsmamu OocnideHHs MokKasanu, wjo 3arnporioHoeaHuli 2i6pudHuli Memod G03e0JIsi€ 3 8UCOKOH
eghekmueHicmro susiensimu micKoHi2ypauyii, uyo MoXXxyms npuseecmu do amak. BukopucmaHHsi 2i6pudHo20 memody nidsuuwyusio
MoyHicmb eusiesieHHs1 aHomanil Ha 23 % nopieHsIHO 3 mpaduyiliHumMu Memodamu. AHani3 eunadkie peasibHUX amak niomeepdue
eghekmueHicmb Memody y eusienieHHi ma 3anobizaHHi 3a2po3aM. Po3pobneHi pekomeHOauii wjo0o KopuayeaHHs1 KoHbicypauit
00380J151I0Mb 3HU3UMU PU3UK YCMiWHUX amak Ha OCHO8i MiCKOHbieypayil.

BucHoBku. 3anponoHoeaHi memodu eusierieHHs1 U aHanizy amak Ha OCHoe8i MiCKOHbieypayili y XxmMapHuUXx cepsicax
npodeMoHcMpyeasnu 8ucoKy eghekmueHicmb i MOXXymb 6ymu iHmezpoeaHi 8 cucmemu 6e3neku opzaHizayili. BoHu do3eonsiroms
ceoeyvacHo ideHmudpikyeamu epa3zniueocmi, 3arnobicamu nomeHyiliHuUM amakam i nideuujyeamu 3a2anbHull pieeHb 6e3neKu XMapHUX
iHgbpacmpykmyp. [Modanbwuii po3eumok yux memodie, 30Kkpema 8 0CKOHasIeHHSI afl2opuimmie MalluHHO20 Had4YaHHSI, cripusimume
eghekmueHiwomy 3axucmy eid Hosux eudie 3a2po3.

KnwuyoBi cnoBa: mickoHgiaypauyis, xmapHi cepeicu, eusiesieHHs1 amak, 6esrneka, aHasi3 epassiueocmel, MaWuHHe
Hag4aHHs1, MOHIMopuHe.

BeTyn e OBMEXEHICTb iCHYIOUNX IHCTPYMEHTIB: 6araTo 3 HuX

3 NosiBOIO Ta LUBMAKMM PO3BUTKOM XMapPHUX TEXHOMOTIN, 30CepekeHo Ha OKpeMux acnekTax beaneku i Tomy Ui
Takmx 9k Amazon Web Services (AWS), Microsoft Azure iHCTPYMEHTU HEe MOXYTb 3a6e3ne4nT KOMMNIEKCHWI NiaxXia
Ta Google Cloud Platform, opraHisauii BcbOro CcaiTy [0 BMABIIEHHA 1 YCYHEHHS MiCKOHirypauin.
aKTUBHO NEPexoanTb A0 BUKOPUCTaAHHS XMapHUX CepBiciB MQTOD uiei DOGOIVI € 9039061"8“”9' €EKTUBHUX
ana 36epiraHHa, 0B6po6MeHHs 1 ynpaBRiHHA JaHWUMMW. METOAIB BUABNEHHA W aHanisy arak, lo BUHWKAIOTL
XMapHi cepBicu HagatoTb YUCTIeHHI nepeBaru: MacluTato- yHacninok MickoHdirypauii y xmapHux cepsicax. Mwu
BaHIiCTb, THYYKICTb, EKOHOMisi PECypCiB i MOXIMBICTb MPOMOHYeMO rGPMAHWIA MiaXia, SKMA NOEAHYE CTaTUHHNIA

aHania KoHdirypauii i3 AMHaAMIYHMM  MOHITOPUHIOM
MepexHoro Tpadpika Ta 3acTOCyBaHHAM  MeTofiB
MaLUWHHOrO HaBYaHHSA ANs BUSBIIEHHS aHOManin.

Mu nponoHyemMo HOBUI Miaxia, SKWIM BKIOYaE Take.

e Po3pobneHHst ribpugHoro MeTody  BUSIBIIEHHS
MiCKOHQpirypawin:  MoedHaHHA  CTaTMYHOro  aHanisy
HanawTyBaHb i3 OUHAMIYHUM MOHITOPUHIOM [O3BOSISE
TOYHiWe igeHTUdikyBaTM MNOTEHUiVHIi  BpPasnMBOCTI Y
XMapHu1X cepBicax.

e 3acTocyBaHHA METOAIB MAaLUMHHOMO HaBYaHHS:
BVMKOPUCTAHHS anropuMTMiB MAaLUMHHOIO HaBYaHHS Ans

WBKMAKO apanTyBatuca OO 3MiH Gi3Hec-cepepoBuia.
OpHak pasom i3 UMMM nepeBaraMmu 3pOCTakTb i HOBI
BUKNNKKN y cdhepi kibepbeaneku.

OpgHieto 3 HaMCepro3HilMX 3arpo3 Yy XMapHUX
cepefoBuax € MickoHdirypauii — HenpaBunbHi abo
HEKOPEKTHI HanawTyBaHHA XMapHUX cepsiciB. MickoHi-
rypauii MOXyTb BWHMKATM 4epe3 JACBKUA  dakTop,
CKNagHiCTb HanawTyBaHb abo HefoOCTaTHE PO3YMiHHS
HalKkpallmx npakTuk 6e3nekn. 3MOBMUCHUKU aKTUBHO
BMKOPUCTOBYIOTb Taki BPa3nuBOCTI ANSA 3AINCHEHHS aTak,

LLO MOXYTb NPU3BECTN [0 HecaHKLI,iOHO.BaHOI’O Aoctyny Ao aHanisy MepexHoro Tpadika Ta BUSBMEHHS aHoMmaniii
KOHOPIAEHLAHNX AaHMX, KOMMpOMeTaLii cucTeM Ta 3Hau- NiABULLYE TOYHICTb BUSIBNEHHS aTak i 3MEHLUYE KinbKiCTb
HMX (PiIHAHCOBMX i penyTauiiHuX BTpaT Ans opraHisauin. XUBHUX CMPaLbOBYBaHb.
MeTtoau e [EKcnepumeHTanbHe OUiHIOBaHHA e(EeKTUBHOCTI
PosB'sizaHHs npo6nemun MickoHirypauiit € cknagHum MeTO/ly: NPOBEAEHO CUMYIMSALO Pi3HUX TWUMIB aTak Ha
3aBAAHHSAM i3 KiNbKOX MPUYKH. TECTOBOMY CepefoBULLi, WO MiATBEPAWUNO NiABULLEHHS
e CknagHicTb i MacWTabHICTb XMapHUX CepeaoBULLL: TOYHOCTI BUSIBNEHHS aHomanin Ha 23 % nopiBHAHO 3
BenvKa KinbKiCTb CepBiCiB | HanawTyBaHb YCKMNafHIE TpaauUiitHUMn MeTofamu.
NpoLEeC yNpaBriHHS Ta MOHITOPUHTY 6e3neku. e Po3pobrieHHs NpakTUYHNX PEKOMEeHAAL: Ha OCHOBI
° ,D,VIHaMiLIHiCTb KoHcpirypauiﬁ; x|v|ap|-|i iHcppa- OTpUMaHUX pesyanaTiB CCbOpMyJ'IbOBaHO peKOMeH}:l,aLl,i'l'
CTPYKTYPU MOCTIMHO 3MIHIOKOTbLCS, WO CTBOPKE A0OATKOBI LLOAO KopUryBaHHs KOHCbiFyPall-liVll. AKi AOMOMOXKYTb 3HU3UTH
TPYZAHOLLi Y MiATPUMLUI akTyanbHMX HanawTyBaHb 6e3neku. PU3VK yCTILLIHMX aTaK Ha OCHOBI MICKOHirypaLiii.

2 © MapxomeHko IBaH, CaBoHik Muxanno, 2025
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PesynbTaTtn

[Ons nepeBipkM edEKTUBHOCTI  3anpornoOHOBaHOIO
nigxogy Mu CTBOpPWINM TeCTOBE cepefoBuLle, WO iMiTye
peanbHi  XMapHi iHpacTpykTypu, Ta npoBenn psg
EeKCMepVMEHTIB i3 CUMYnsUiel0  pisHWX TuniB  aTak.
Pesynbtat nokasanu, WO Haw MeTod [AO3BOMSE
CBOEYaCHO BUSIBMNATY BPa3NMBOCTI Ta NOTEHLiMHI 3arposu,
3abe3neyyoun BULLMIA piBeHb Besneku.

Y mMarbyTHbOMY MU NaHyEMO BUKOHATK Taki poboTu.

e BpockoHanuTth anropuTMu MaLUMHHOIO HaBYaHHS:
noninwuT  Moaeni Ana  NiABUWEHHS TOYHOCTI Ta
LUBMAKOCTI BUSIBIIEHHS aHOMarin.

e Poswunputn 6a3y 3HaHb Npo BPa3nNMBOCTI: NOCTINHO
OHOBIOBATU IHbopMaLito MPO HOBI TUNWM MICKOHCIrypauin
i MeToau aTak.

e |HTerpyBaTv meTod y cuctemm Gesneku opraHisauii:
pPO3pobUTU pILLEHHS ONS NErkoro BNpoOBa[KeHHA MeToay
B iCHYt0MI iIHCDpPaCTPyKTypuU.

OmxKe, Halli OOCHi@KEeHHS1 CNpsiMOBaHi Ha NigBULLEHHSI
piBHS 0GesnekM XmapHMX CepBiCiB 32 [OMOMOrow
e eKT1BHOTO BUSBIEHHS 1 aHanidy aTak, wo 6a3ytoTbCs Ha
MiCKOHdirypauisix. 3anponoHoBaHWi MeTof, Mae noTeHujian
CTaTu BaXNMBWM (HCTPYMEHTOM [Anfs OpraHisauin, ki
nparHyTb 3axucTuTM CBOI AaHi 1 IHPaCTPyKTypy Y
Cy4aCHOMY AMHAMIYHOMY XMapHOMY CepeaoBuLL.

Mpobnema MickoHdirypauii y XmapHUX cepBsicax
npvBepHyna 3HayHy yBsary pJocnigHukie y cdepi
kibepbesnekn. Y poborti Butt et al. (2019) pocnigxeHo
BM/MB HEMPaBUIbHUX HanalwTyBaHb Ha 6e3neky XMapHUx
iHpacTpykTyp. ABTOPU NIAKPECNIOTb, WO CKMagHICTb
Cy4acCHMX XMapHUX CUCTEM YacTO NPU3BOAMUTL A0 MOMUMOK
KOHdpirypauii, saki  MoxyTb  OyTM  eKkcnnyaToBaHi
3noBMUCHUKamMn. BoHu 3anponoHyBanu iHcTpymeHT ACMC
ONS aBTOMaTM30BaHOro BUSIBMEHHSA MiCKOHirypauin 3a
OOMOMOrot0 aHarisy nomiTmk 4oCcTyny.

IHWwW nigxig npeactaeneHo B poboTi Zhang et al.
(2020), pme pospobneHo cuctemy ConfigAuditor, ska
BMKOPUCTOBYE NpaBuria Ha OCHOBI 3HaHb AN1S NepeBipku
KOHdpirypauin  xmapHux cepsiciB. Lle  iHCTpymeHT
[03BONsE igeHTUdikyBaTh BigOMi BpasnMBOCTI, NpoTe
noro edeKkTBHICTb OOMeXeHa BUSABIMEHHAM HOBUX abo
HEeBIOOMUX TUMIB MiCKOHIrypaLin.

MeToan MalIMHHOrO HaBYaHHS LUMPOKO 3aCTOCOBYOTb
0N BUSIBNEHHA aHOMarnin y pisHUX cdepax, BKoYar4um
Ge3neky xmapHux cepsiciB. Y gocrnimkeHHi Fotiadou et al.
(2017) 3anponoHoBaHO MoOAernb Ha OCHOBI rNMOOKOro
HaBYaHHSA ANg aHani3y MepexHoro Tpadika Ta BUSIBNIEHHA
nifo3pinoi akTMBHOCTI B peanbHoMmy uvaci. Llen nigxig
[03BONSE BUSBNATM HEBiAOMI aTaku, ane BuMarae
BENMKMX 0OCAriB  HaBYanbHUX AaHUX | 3HAYHUX
ob4mcnoBanbHUX pecypciB.

Y poboti He, & Lee (2021) BuKkOpUCTaHO anroputMu
Kknacrtepusauii gns igeHTudikauii aHomanbHuUx KoHI-
rypaudin y xmapHux cepeposuwiax. BoHu nokasanu, wo
MeToaM Knactepusauii MOXyTb eqeKTUBHO BUSIBNATU
BiOXWIIEHHA B4 HOpManbHUX KOHQirypauini, npote
TOYHICTb LMX METOAIB 3HWXKYETbLCA B YMOBax BUCOKOI
ONHaMIYHOCTI XMapHUX CepBiCiB.

Ha BigmiHy Big meTogiB, L0 30CepeXyTbC BUKIIOYHO
Ha cTaTMYHOMY aHanisi KoHdirypauin (Butt et al., 2019;
Zhang et al., 2020), abo nuwe Ha AUHAMIYHOMY MOHITO-
puHry mepexHoro Tpadika (Butt et al., 2019; Torkura et al.,
2020) Haw nigxig noegHye obuaea metoau. Lle nossonse
HaM BpaxoByBaTU SIK CTATUYHI HanaLuTyBaHHA CUCTEMU, Tak
i il QguHamiyHy NoBeaiHKy, WO NiABULLYE TOYHICTb BUSIBMEHHS
MiCKOHirypaLin i moB'a3aHnx i3 HUMK aTak.
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Kpim Toro, Ha BiamiHy Big nigxogy He, & Lee (2021),
Haw MeTod edEKTVBHO Mpauloe B yMOBaxX AWHAMIYHUX
3MiH XMapHOi iHpacTpyKTypu 3aBASKM BUKOPUCTAHHIO
afanTUBHMUX anropuTMiB MaLLMHHOTO HaBYaHHS.

Haw nigxin 6a3yeTbca Ha Teopii BUSIBNEHHS aHOManin
i MalMHHOMY HaB4YaHHi. BwukopuctaHHa anropuTmy
Random Forest (Breiman, 2001, pp. 5-32) posBonsie
edekTUBHO KracudikyBatu faHi Ta BUABNATU CKNagHi
3anexHocCTi MixX napameTpamm KoHdirypauin. Anroputm K-
Means (MacQueen, 1967, pp. 281-297) BUKOPUCTOBYOTb
ONs Knactepusauii JaHuX | BUSIBMIEHHSI TPYM CXOXMWX
KOHdirypadin, Wo gonomarae ineHTudikyBaTtu BiX1neHHs.

TakoX MU CMpPaEMOCs Ha METOAM CTaTUYHOrO aHanisy
KOHirypauin, siki 4O3BONSITbL BUABNATI BiJOMI BPa3fMBOCTI
3acTocyBaHHAM npasumn i wabnoxis (Zhang et al., 2021).

Hexan 3agaHO MHOXMHY XMapHUX CepBICiB

Q = {qlr q2, "'rqn}J (1)
Oe KOXeH cepBiC q; Mae KoHdirypauito C; Ta reHepye
MepexHu Tpadik T;. MickoHdirypauis BU3HayaeTbes sk
Taka KOHdirypauia C;, fika MICTUTb BPa3nMBOCTI, LIO
MOXYTb €KCrryaTyBaTUCS ONA 30INCHEHHS aTak.

3apava: po3pobuTtn MeTog M, kUil [O3BOMSE BUSBUTU
MHOWHY MicKOHirypaui {C,,} € {C;} Ta noB'a3aHi 3 HUMK
aHomanii y mepexHomy Tpadiky {Tp,} € {T;}.

MeToto € NOEAHaHHA CTaTUYHOMO aHanidy KoHdirypauin
i3 AMHaMiYHMM MOHITOPUHIOM MepexHoro Tpadika Ta
3aCTOCYyBaHHAM METOAIB  MalUMHHOTO HaBYaHHSA Anis
NiOBULLEHHS TOYHOCTI BUWSBMIEHHA MiCKOHirypauin i
NnoB'sA3aHnX aTak.

MpunyLweHHs:

e KOHQirypauii MOXyTb MICTUTU BpPasnUBOCTI: MNpu-
nyckaemo, WO Jeski KoHdirypauii C; MIiCTATb MiCKOHDI-
rypadii, gki MOXyTb OyTV BUSIBNEHI LUNSXOM aHaniay;

e aHomanii BigoOpaxalTb aTaku: BBaXKAEMO, LLO aHO-
ManbHi MaTepHU Y MepexHomy Tpadiky T; MOXyTb CBigYUTL
Npo HasBHICTb aTak, MOB'A3aHUX i3 MiCKOHIrypaLisamu;

e [JOCTYMHICTb AaHWX: NPUMyCKaemo, Lo AaHi npo
KOHdpirypauii Ta mepexxHuin Tpadik JOCTYNHi Ans aHaniay.

IcHytodi  mMeTogum He 3abes3nevyloTb  [OCTaTHLOI
e eKTMBHOCTI y BUSIBNIEHHI MICKOHirypauin y AuHamiqHux
XMapHUx cepepoBullax. [loegHaHHst cTaTMyHOrO Ta
OVHaMIYHOro aHarni3y [403BOSIsSiE BPaxoBYyBaTW K MOTOYHI
HanalwTyBaHHS cUCTeMu, Tak i ii NOBeAiHKy B pearnbHOMY
yaci. Lle nigBuLlye TOYHICTb BUSIBIIEHHSI BPa3nuMBOCTEN i
3HVKYE PU3UK MPOMYCKYy MOTEHUiNHMX aTtak. Haw nigxig
CNpsIMOBaHO Ha CTBOPEHHS MPOAKTUBHOI cuctemu 6esneku,
fKa aganTyeTbCa A0 3MiH Y XMapHin iHdpacTpykTypi Ta
3abe3neyye BUCOKMI PiBEHb 3aXUCTY AaHUX.

[na ouiHoBaHHA edeKTUBHOCTI  3anpornoHOBaHOIO
iHTErPOBAHOr0 METOAY BUSBIIEHHS W aHarnidy aTtak Ha
OCHOBI MIiCKOH(pirypauin y xmapHux cepBicax CTBOPEHO
TeCcToBe CepeioBuLLe, SKe IMITYE pearnbHy XMapHy iHpa-
ctpykTypy. CepemoBulle ckrnaganocs i3 48 BipTyanbHUX
MalLlVH, Ha SKUX PO3ropHYTO TUMOBI XMapHi CepB.icu, Taki
sk Bebcepsepu, 6a3n gaHnx Ta API-cepsicu. KoHdirypadii
CepBiCciB HaBMWCHO BapitoBanucsa AN BKIIOYEHHS $K
NpaBumbHUX, TaK | HenpaBUIIbHUX HanawTyBaHb, L0
A03BONUIIO MOAENOBATU Pi3Hi cLueHapil 6e3neku.

Onuc daHux. Byno 3ibpaHo Ta NnpoaHani3oBaHo Taki AaHi.

o KoHgirypauii xmapHux pecypciB: 1560 dannis
KOHdpirypaujn, wWwo MICTATb HanawTyBaHHA [OOCTyny,
MepeXxHi npaBuna, naposi i iHwi napameTpu 6esneku.

e Mepexnui Tpacdik: noHag 10 wMnH 3anuciB
MepexHoro Tpadika, 3ibpaHoro NPOTSAromMm ogHOro Micsius.

e KypHanu nogin: 200 Tuc. 3anucis xxypHanis Noaiwn,
Lo BKIHOYaOTh iHhOpMaL,ito Npo BXOAM B CUCTEMY, 3MiHU
KOHGpirypaui Ta iHwwi Baxnusi aii.
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[na ouiHoBaHHA eeKTMBHOCTI MeTody BWKOPUCTO-
BYBanu Taki METPUKK:

e TouHicTb (Precision): YacTka NpaBUMbHO BUSBNEHUX
HenpaBUNbHUX KOHQIrypaLin cepes ycix BUSBIIEHUX.

.. True Positives
Precision =

True Positives+False Positives * (2)

e [loBHoTa (Recall): yacTka npaBubHO BUSIBMNEHUX

HenpaBWUNbHUX  KOHCIrypauin cepen  YyCiX  iCHyruUMX
HenpaBUNbHUX KOHAIrypaLin.

Recall = True Positives

True Positives+False Negatives (3)

e F1-Mipa: rapmMOoHiiHe cepeHE TOYHOCTI Ta MOBHOTW.

F1=2x Precision+Recall ’ )

e PiBeHb NOMUIKOBMX CrIPaLioBaHb: KirnbKiCTb NpaBurib-
HUX KOHQDirypaLivi, TOMUIKOBO MO3HAYeHMX SK HeNnpaBuIibHi.

CratuyHuin aHania KoHdirypadii npoBefeHo 3a Jono-
MOFOI0  Creuiani3oBaHuX IHCTPYMEHTIB, $Ki BUKOPUCTO-
BYyBanu po3pobneHuii Habip npasun i wabnoHis (NIST, 2011)
0N aBTOMaTM30BaHOIO CKaHyBaHHA HamnawTyBaHb. Lli
iHCTpYMEHTM aHanisyBanu KOXHY KOHQirypauito Lioao
BiJOMMX BPa3nvBOCTEN i HEKOPEKTHUX HanalUTyBaHb.

[vHaMi4HUA  MOHITOPUHF  MepexHoro Tpadhika 1
aKTUBHOCTI 34i/CHIOBaBCS 3a AOMOMOroK CUCTEM MOHITO-
puHry B peanbHomy 4Yaci (Paxson, 1999, pp. 2435-2463).
[Ona BuWsBMNEHHs aHOMarni  BMKOPUCTAHO  anroputMu
MalUMHHOTO HaB4aHHsA, Taki Ak Random Forest i
K-Means, siki aHanidyBanv noseniHKy MepexHoro Tpadika
Ta [iin KopucTyBauiB.

PosrngHemo cknagHuii cueHapi, y SKOMy Maemo
Habip i3 N = 5 BipTyanbHux MaLumH (BM), KoxHa 3 skmMx Mae
pi3HOMaHITHI  KOH(irypauii cepsiciB i HanawTyBaHb
6e3nekn. KoxxHa BM Moxe maTtu Kinbka HanaliTyBaHb,
NoB'A3aHMX i3 MEepexHVMu napameTpaMu, KOHTPONeM
JocTyny, MeTogamu aBTeHTUdiKauili Ta npasBuniamu
6paHomayepa. [Ons nNoBHOro OXOMMEHHS KOHdirypadii
BM3HAYMMO LLUMPOKNIA Habip O3HaK.

Bu3Ha4eHHs1 o3Hak. Hexai:

P ={p1,p2, ., Pu} — MHOXUHA MOXIMBUX BIOKPUTUX
nopTiB, Ae M — 3aranbHa KinbKiCTb pPi3HUX MOpPTIB
(Hanp., M = 10).

S ={s4,82, ...,Sg} — MHOXMHa HanawTyBaHb Ge3neku,
ae K — 3aranbHa KinbKiCTb pi3HNX 03HaK 6e3neku.

Onsa koxHoi BM v; BU3Ha4MMo BeKTOp KOHdirypauii x;
poaMipHocTi D = M + K, e

e nepwi M enemMmeHTiB NpeacTaBnsiloTb CTaTyC
KOXXHOro nopTy (1, SIKLO BigKpUTUIA; 0, SIKLLO 3aKpUTUiA);

e HacTynHi K enemeHTiB NpeACcTaBnsiioTb HanawTy-
BaHHs 6e3neku.

dopmanbHo, BEKTOp
NpeacTaBnseTbCs K

Xi = [pill Pi2s -+ Pim> Si1r Siz» ""SiK] ’

PrecisionxRecall

KoHQirypauii gna BM v
)
ne
e p;; =1, AKWo nopT p; BigkputKiA Ha BM v, i 0 — B
iHWOMY pasi;
e 5;j —3Ha4YeHHs HanawTysaHHs 6eanekn s; Ha BM v;
(moxe OyTu GiHapHMM, kaTeropianbHUM abo YMCIOBUM).
Onuc koHgpicypayiil. PO3rngHemMo KOHKpeTHI AaHi Ans
n'atu BM:
e BM1:
= BigkpuTi noptu: 22 (SSH), 80 (HTTP).
= HanawTyBaHHsa 6e3neku:
°  CkragHicTb naponis: cnabki (1).
°  [ocTtyn i3 6yab-akoi IP-agpecu: gossoneHo (1).
° HanawTyBaHHs 6paHamayepa: BiacyTHi (1).
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° BbaratodakTopHa aBTeHTUIKaLis: BUMKHEHO (1).
°  lndpysBaHHA gaHnx: BUMKHeEHO (1).
e BM2:
= BigkpwuTi noptu: 21 (FTP), 25 (SMTP), 110 (POP3).
= HanawTtyBaHHsa 6e3neku:
° CknagHicTb naponis: cunbHi (0).
°  [Hoctyn 3 6yab-sikoi IP-agpecu: 3abopoHeHo (0).
° HanawTyBaHHs 6panamayepa: HasBHi (0).
° BbaraTtodakTopHa aBTeHTudIKauisd: yBiMKHEHO (0).
°  lndpysaHHA gaHux: yBiMkHeHo (0).
e BMS3:
= BigkpuTi noptu: 23 (Telnet), 3389 (RDP).
= HanawTyBaHHsA 6e3neku:
°  CknagHicTb naponis: cnabki (1).
°  [Joctyn 3 6yap-sikoi IP-agpecu: nossoneHo (1).
° HanawTtyBaHHs 6paHamayepa: BiacyTHi (1).
° BbaratodakTopHa aBTeHTUdikaLis: BUMKHEHO (1).
°  lWndpyBaHHA AaHNX: BUMKHEHO (1).
e BM4:
= BigkpuTi noptu: 80 (HTTP), 443 (HTTPS).
= HanawTtyBaHHsa 6e3neku:
°  CknagHicTb naponis: cunbHi (0).
°  [HocTtyn 3 6yab-sikoi IP-agpecu: go3soneHo (1).
° HanawTyBaHHs 6paHamayepa: HasBHi (0).
° BbaratodaktopHa aBTeHTudiIKaLisa: yBiMKHEHO (0).
°  lWndpyBaHHA AaHNX: BUMKHEHO (1).
e BMS:
=  Bigkputi noptu: Hemae.
= HanawTtyBaHHsa 6e3neku:
°  CknagHicTb naponis: cunbHi (0).
°  [Hoctyn 3 6yab-sikoi IP-agpecu: 3abopoHeHo (0).
° HanawTyBaHHs 6pangmayepa: HasBHi (0).
° BbaratodaktopHa aBTeHTuIKauid: yBiMKHEHO (0).
°  ndpysBaHHA gaHnx: yBiMkHeHo (0).
IHdekcauis nopmie i HanawmyeaHs. MNopTn (p;):

o p;:21(FTP);

e p,: 22 (SSH);

e p3: 23 (Telnet);

e p,: 25 (SMTP);

e ps: 53 (DNS);

e e 80 (HTTP);

e p;: 110 (POP3);
e pg: 143 (IMAP);
° po: 443 (HTTPS);
e po: 3389 (RDP).

HanawTyBaHHsa Gesnekm (s;):

e 5;: cknagHictb naponis (0 — cunbHi, 1 — cnabki);

e s,: ooctyn i3 byab-sikoi IP-agpecm (0 — Hi, 1 — TaK);

e s3: HasiBHICTb MpaBun 6paHamayepa (0 — HasiBHI,
1 — BigcyTHI);

e s,:BaratochakropHa aBTeHTUIKaList (0 — yBIMKHEHO, 1
— BUMKHEHO);

e S5 WMdpyBaHHA AaHNX (0 — yBIMKHEHO, 1 — BUMKHEHO).

®dopmyeaHHsT Mampuui KoHgbicypauyiti. MaTpyusi KOHI-
rypauin X poamipHicto N x D, ge D = M + K = 15:

P11 P12 Pi10 S11 S12 S15
P21 P22 P210 S2 S22 S25
X=1. : : :1 : : (6)
P51 DPs2 Ps10 Ss1 Ss2 S55
3anoBHEHHSA MaTpULi 3HAYEHHSIMU:
|'0 10 00 1 00 O0OT1TT111 1'|
It 0 01 001 0 O0O0O0O0O0 0O O]
X=1]0 01000 0001111 1 1} (7)
000 O0O0OT11TO0O0OT1TUO0O0T1TTUO0O0 1
0 00 0 00O O O0OO0OO0OTUODOTUO0OTU OO
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lMosicHeHHs1 Mampuyi.
e Crosnui 1-10 (p;;): BinobpaxatoTb BigKpUTI NopTy
Ha KOXHin BM.
= BM1: noptn 22 Tta 80 BigKkpuTi.
= BM2: noptn 21, 25 ta 110 BigkpwuTi.
= BM3: noptn 23 ta 3389 BigkpuTi.
= BM4: noptn 80 Ta 443 BigkpuTi.
=  BMS5: yci nopTn 3akpurTi.
e Crosnui 11-15 (si;): BinobpaxatoTe HanawTy-
BaHHs1 6e3neku.
= 5, (cknagHicTb naponis): 1 — cnabki, 0 — CUrbHI.
= 5, (moctyn i3 6ygp-akoi IP): 1 — gosBoneHo,
0 — 3a6opoHEHO.
= s3(HasBHiCTb NpaBun 6paHamayepa): 1 — BiacyTHI,
0 — HasBHiI.
= s, (baraTodpakTopHa aBTeHTUDIKaLiA): 1 — BUMK-
HeHo,0 — yBIMKHEHO.

= 55 (wundppyBaHHa gaHux): 1 —  BUMMKHEHO,
0 — yBIMKHEHO.
MamemamuyHe npedcmaeneHHsi. Bektopusauis
KoxHoi BM v; BinbyBaeTbcsa 3a hopmynoto
Xi = [pilrpiZ' "'rpiM'SilfsiZ'""SiK]l (8)

e

e p;; €{0,1} — 1, AKWO NOPT p; BIAKPUTUA Ha v;,
B iHLWIOMY pa3i — 0;

e 555 € {0,1} — 3HaueHHA HanawTyBaHHs Gesneku s;
Ha Vi.

BukopucTtaHHa maTpuui B aHanisi. OTpumaHa maTpuus
X cnyrye BXigHUMW OAaHUMWU ONS anropuTMiB MalLMHHOTO
HaBYaHHA, Takmx 9k Random Forest i K-Means. Li
anropuTMy  BUKOPUCTOBYKOTb  YUCIIOBI  MPEeACTaBMNEHHS
KOHGpirypauiv 4ns BUSBNEHHS naTepHiB Ta aHomanin.

lNpuknad 3acmocyeaHHs1

e BM1iBMS3 mMaloTb BUCOKUIA PUBUK:

= BigkpuTi HeGe3neuHi noptu (22, 23, 3389).

= Cnabki naponi.

= [ocTyn i3 6yab-sKoi IP-agpecn oossoneHo.

= BigcyTHi npaBuna 6paHamayepa.

= BaraToakTopHy aBTeHTMIKaLit0 BUMKHEHO.
= lndpyBaHHA AaHUX BUMKHEHO.

° BM2, BM4 Tta BM5 wmaoTb 6e3neyHili
KoHdpirypauji, ane BM4 mae BMMKHeHe LWNGPYBaHHA
AaHux, Wo mMoxe byTu BpasnmBicTio.

BukopucToBytoun Benvkvin Habip O3Hak i maTpuuio
KOHGDirypauini, MM MOXXeMO TOYHiLLEe MOoAentoBaTh pearbHi
cueHapii Ta ckrmagHiCTb XMapHMX iHdpacTpykTyp. Taka
BEKTOpM3auis  [O3BONSE  anropytMam  MalUuMHHOTO
HaBYaHHA egeKTMBHO aHanisyBaTu [faHi, BUABMSATU
MicKoHairypauii Ta noTeHLUiiHi 3arpo3u 6eaneu;.

Ller getanbHui npuknag AeMOHCTPYE, SK Hall MeTos,
onpauboBYe CknagHi KoHdirypauii Ta BMKOPUCTOBYE
BenuKi matpuui Ang axanisy. Lle nigkpecntoe MoOXnmBoCTi
MEeTOAY B pearbHUX YMoBax, ie KoHirypauii MoxyTb ByTu
ayxe cknagHummn Ta 6aratosumipHumuy (Tsai et al., 2009,
pp. 11994—12000).

Random Forest (Liu, Ting, & Zhou, 2008, pp. 413—422)
BMKOPMCTOBYBaBCS ANa  Knacudikauii  KoHdirypauin i
MEPEXHOI aKTMBHOCTI Ha HOpManbHi N aHoMarbHi.
Anroputm GyaoyBaB aHCcamMbrib pilleHb Ha OCHOBI Pi3HUX
NiAMHOXWH O3HaK | JaHUX.

K-Means  3actocoByBaBcs  And Kractepmaauii
MepexHOro Tpadika, 4O3BONAYM BUSBUTUA FPYMN CXOXKMX
naTepHiB i BUAINUTU aHOManii, SKi He BNUCYOTLCS B XXOAEH
Knacrep.

PesynbTaTy 3anponoHoBaHOro MeToAy nopiBHIOBanu 3
TpaauuinHuMn nigxogamu:

e CraTmyHun aHanis 6e3 AMHaMIYHOrO MOHITOPUHIY
(CIS, 2020).

e [IMHaMi4YHMI MOHITOPUHT 6e3 CTaTU4HOro aHaniay.

e PyyHuin ayauT KoHdirypauin.

3a [onoMOrow CTaTMYHOrO aHanidy nepesipeHo
200 «koHdpirypauii xmMapHux pecypciB. BusBneHo
180 mickoHdpirypauin:

e HenpaBunbHi HanawTyBaHHa goctyny (ACL):

70 Bunapgkis.

e BigkpuTi HeBukopucToByBaHi nopTu: 50 BUNaakiB.

e BukopuctaHHs cnabkmx abo gedonTHUX naponie:
40 Bunapgkis.

e HenpaBunbHO HanaliToBaHi bpaHaMayepu:

20 Bunagkis.

BukopucTtaHHs cneuianizoBaHoro anroputMmy nigBu-
L0 TOYHICTb BUSABNEHHSA MicKOHpirypauin Ha 25 %
MOPIBHAHO 3 TPaauUIiMHUMU IHCTPYMEHTaMU CKaHyBaHHS
(Landauer, Onder, & Skopik, 2023, pp. 6-8).

OWHaMiYHMI  MOHITOPUHT | BUSABNEHHA aHoMarniun.
MpoTarom Micsiua 3idbpaHo Ta npoaHanisoBaHoO MNoHazA
1 MnH 3anuciB MepexHoro Tpadika Ta XypHanis nogin.
ANropuTMM  MaLLUMHHOTO  HaBYaHHA  iOeHTUdIKyBanu
95 aHOMarnbHUX aKTMBHOCTEW, 3 AKX MIATBEPAXKEHO $K
MOTEHL,HI aTaku:

e Cnpobu HecaHKUiOHOBaHOro goctyny: 35 BUNaakis;

e ataku Tuny "Brute Force": 25 Bunagkis;

e cnpobu eckanauii npusineis: 20 Bunagkis;

e Nigo3pinun mepexHun Tpadik: 15 Bunaakis.

ToyHiCTb BUSIBNEHHsS aHomanii cknana 93 %, a
KinbKiCTb XMOHOMNO3UTMBHMX CMpaLbOBYBaHb 3HM3KMacs 40
7 % (Quiao et al., 2021, pp. 13-15).

MopiBHAHHA 3 6as3oBUMMM MeTOAaMu HaBEeLEHO B
Tabnuui epeKkTMBHOCTI MeTOIB.

Tabnuuys
Harkpalli focArHyTi pe3ynbTaTi ANsi KOXHOTO 3 METOAIB
MeTop TouHicTb MoBHOTa F1-mipa Nomunkosi o
cnpautoBaHHs, %

3anponoHoBaHui MeTog 0.93 0.90 0.92 7
TpaguvuinHum cTaTUYHUA aHania 0.70 0.65 0.67 20
OuHamivHun MOHi_TopMHr 6e3 0.75 0.70 0.72 15
CTaTU4YHOro aHanisy

Pyynun aygur 0.85 0.80 0.82 10
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3anponoHoBaHMin  MeToq nepeBepLlye  TpaguuiviHi
nigxoouM 3a BCiMa MeTpuKamu, WO MigTBEPOXKYE MNOro
ePEeKTUBHICTb.

O6MmexeHHst meToay:

e obumcnioBanbHa CKNagHiCTb: anropuTMy MaLLMHHOIO
HaBYaHHS BUMararoTb 3HAa4YHUX 00UNCITIIOBANbHNX PECYPCIB
ana  obpobneHHs Benukux obcariB  gaHux  (Zhao,
Nasrullah, & Li, 2019, pp. 1-7);

e 3anexHiCTb Big SAKOCTI OaHUX: HETOYHOCTI abo
Npomnyckn B OaHWX MOXYTb BMMBaTU Ha e(EKTUBHICTb
BUSIBMEHHSA aHOManin;

e notpeba B HanalwTyBaHHi: anroputmMun NoTpedyoTsb

HanalwTyBaHHsi  rinepnapameTpiB  AnNs  [AOCArHEHHS
ONTUMarnbHWUX pesynbTaTiB.
PesynbtaTtn eKkcnepuMeHTy nokasanu, Lo

3anpornoHoBaHWI TiOpuaHUA MeTon ePeKTUBHO BUSIBISIE
MiCKOHdpirypauii Ta MoB'A3aHi 3 HUMW aTakM B XMapHUX
cepsicax. [MoegHaHHA cTaTUYHOro aHanidy KoHdirypauin i3
OVHaMIYHUM MOHITOPUHIOM | BUKOPUCTaHHSM anroputMis
MALLUMHHOTO HaBYaHHA [O3BOMWIO MiABMLUNTUA TOYHICTb
BUSIBMIEHHA aHomanii Ha 23 % Ta 3HW3UTK KiNbKiCTb
XMOHOMO3UTUBHMX CcrnpauboByBaHb Ha 13 % MNOpiBHAHO 3
TpaaulinHUMM MeTogamu.

3anponoHoBaHun  NigXig ~ CNpUsSe  CBOEYACHOMY
BUSIBMIEHHIO BPa3nMBOCTEN | MNOTEHUIMHUX 3arpos, Lo
nigBvllye  3aranbHUN  piBeHb  6e3nekn  XmMapHUX
iHpacTpyKTyp. MpoTte HeobxigHo BpaxoByBaTu
obmexeHHss MeTogy Ta 3abesnedyBaTu  BignoBigHI
pecypcu ons noro peanisadii.

[uckycis i BACHOBKM

B pesynbTati mpoBefeHoOro AOCHiAXEHHA po3pob-
neHo 1 anpoboBaHO iHTErpoBaHWN MeTon BUSIBNIEHHA
aHanidy aTtak Ha OCHOBI MiCKOHirypauin y XxmapHux
cepBicax. 3anponoHoBaHUW nigxig, WO MNoegHye
CTaTUYHUI aHani3 KoHIrypauin, AMHaMiYHUIA MOHITOPUHT
MepexHoro Tpacdhika I aHami3 KypHanis nogin i3
3aCTOCYBaHHAM  METOAIB  MaLUMHHOTO  HaBYaHHS,
NPOAEMOHCTPYBaB BWCOKY €EKTUBHICTb Y peanbHuX
ymoBax ekcnnyarauii XMapHuX iHbpacTpyKkTyp.

OCHOBHi BUCHOBKM JOCHIIKEHHS:

1. TigBULLEHHST TOYHOCTI BUSABMEHHS aTak: 3acTocy-
BaHHS METOAiB MAaLUMHHOIO HaBYaHHA AN OUHaMIYHOro
MOHITOPVMHIY ~ MepexHoro  Tpadika W  aKTUBHOCTI
KOpUCTyBa4iB 30iMbLUMIIO TOYHICTb BUSIBNIEHHS aHOManii
0o 93 %, 3HM3MBLUM  KifbKICTb  XMOHOMO3UTUBHUX
crnpauboByBaHb A0 7 %. Lle cBiguntb Npo edekTnBHICTbL
iHTerpauii iHTenekTyanbHUX CUCTEM aHanisy y npouecu
3abesneyeHHs 6esneku.

2. Kopensuis MickoH@irypauin Ta artak: aHanis
XypHaniB nogin nokasas, wo 80 % BuABneHWx atak bynu
6esnocepeHbO MOB'A3aHI 3 ekcrnyaTauielo MiCKOHdiry-
pauin. Lle nigTBepaXye KpUTUYHY poOfb MpaBUbHUX
HanawTyBaHb Yy 3anobiraHHi HecaHKUiOHOBaHOro AOCTyny
1 iHWKWX 3arpoas.

3. YHiBepcanbHiCTb Ta MaclwTaboBaHiCTb MeToay:
3anponoHOBaHUA nigxig Moxe OyTu aganToBaHUA [0
Pi3HUX XMapHUX nnatdopm i cepsiciB, WO pobuTb horo
3aCTOCOBHMM  Afsl  LUMPOKOrO  CMEeKTpa opraHisauin,
He3anexHo Bif IXHbOro po3mipy Ta ranysi QisinbHOCTI.

MoxnmBOCTI AN noaanbLUNX AOCHIMKEHb:

e ABTOMAaTV3aLis MPOLECIB YCYHEHHST MiCKOHAIrypaLlin:
pPO3pOONEHHS IHCTPYMEHTIB, siKi He nulle BUSBNSIOTH,
ane 1 aBTOMaTU4HO BWUMNPAaBMsIOTb BUSIBIIEHI Mpobrnemu
KOHdirypauii.

e BpockoHaneHHs anropuTMiB MaLUMHHOMO HaBYaHHS:
onTumi3auia mogenen ONA NIABULLEHHS LUBMAKOCTI Ta
TOYHOCTI aHani3y, a TakoX aganTauis 4o HOBUX TUMIB aTak.
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e Po3wunpeHHss 6a3n 3HaHb MNPO aTaku: MOCTiNHe
OHOBMEHHSA iHopMaLiil Npo HOBI BpPasnMBOCTI Ta MeToau
aTak ans  3abe3neveHHs  akTyanbHOCTI  cuUcTemu
BUSIBITEHHS 3arpoa3.

e [|HTerpauis 3 icHyluMMKM cucTemamu Gesneku:

OOCTIIKEHH  MOXMMBOCTEN  B3aemopili 3 iHWUMK
iHCTpyMeHTaMu Kibepbeaneku ans CTBOPEHHS
KOMMJEKCHOI CUCTEMU 3axXUCTY.

PesynbTat  OOCnigXeHHS  MiOTBEPOXYHOTb,  LWO

KOMMSIEKCHUI NigXi4 A0 BUSIBMEHHS N aHanisy atak Ha
OCHOBI MiCKOHQpirypauin € ecekTMBHUM 3acobom nigsu-
LLeHHs piBHA Ges3nekn XxMapHUX cepBiciB. BukopuctaHHs
3anpornoHoBaHWX  MeTOoAiB  [A03BONSAE  OpraHisauism
CBOEYaCHO iAeHTU(IKyBaTM BpasnMBOCTi, 3anobiratu
NoTeHLiIH1M 3arpo3am i 3abesnevyBaTtn HagiliHy poboTy
CBOIX iHbOpMaLINHNX CUCTEM Y XMaPHOMY CEPEAOBMULL.

BHecok aBToOpiB: IBaH [lapxoMeHko — KoHLenTyanisauis;
MEeTOAONOris; aHani3 gpKepen, NigroTyBaHHs ornsay nirepatypu
abo TeopeTU4HMX 3acag gocnimkeHHs; Muxaino CaBoHik — 36ip
eMMipUYHMX JaHuX Ta iXHS Banigauis; NpoBeAEeHHS eMMipU4HOro
DOCHIDKEHHS.

[xepena ciHaHcyBaHHA. Lle gocnigkeHHs He oTpumarno
XOOHOro rpaHTy BiA4 (iHAHCOBOI YCTaHOBM B [AEpPXXaBHOMY,
KOMepLiiHOMYy abo HEKOMEpLHOMY CeKTopax.
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METHODS FOR DETECTION AND ANALYSIS OF
MISCONFIGURATION-BASED ATTACKS IN CLOUD SERVICES

Background. With the advancement of cloud technologies, an increasing number of organizations are transitioning to the use of cloud
services for data storage and computations. However, incorrect configuration (misconfiguration) of cloud services has become one of the main
causes of vulnerabilities that can be exploited by malicious actors to carry out attacks. Misconfigurations can lead to unauthorized access to
confidential data, system compromises, and other serious security consequences. The aim of this work is to investigate methods for detecting
and analyzing attacks arising from misconfigurations in cloud services, as well as to develop recommendations for enhancing security levels.

Meth ods. The study analyzes existing approaches to detecting misconfigurations, including the use of automated scanning tools, analysis
of event logs, and the application of machine learning methods for anomaly detection. A hybrid method is proposed that combines static
configuration analysis with dynamic monitoring of network traffic. A specialized algorithm has been developed to identify potential vulnerabilities
and assess their criticality. Simulations of various types of attacks were conducted to evaluate the effectiveness of the proposed method.

Results. The research results showed that the proposed hybrid method allows for highly effective detection of misconfigurations that can
lead to attacks. Using the hybrid method increased the accuracy of anomaly detection by 23% compared to traditional methods. Analysis of real
attack cases confirmed the method's effectiveness in detecting and preventing threats. The developed recommendations for configuration
adjustments help reduce the risk of successful misconfiguration-based attacks.

Conclusions. The proposed methods for detecting and analyzing misconfiguration-based attacks in cloud services demonstrated high
effectiveness and can be integrated into organizations' security systems. They enable timely identification of vulnerabilities, prevention of
potential attacks, and enhancement of the overall security level of cloud infrastructures. Further development of these methods, particularly the
improvement of machine learning algorithms, will contribute to more effective protection against new types of threats.

Keywords : misconfiguration, cloud services, attack detection, security, vulnerability analysis, machine learning, monitoring.
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risPMOHMA NIAXIA OO YNPABNIHHA PU3UKAMMU IHOOPMALIIMHOI BE3NEKU

B c Ty n. Po3ansHymo 2i6pudHuli nioxio o ynpaeniHHA pu3ukamu iHghopmayiliHoi 6e3neku, wo noeodHye KinbKiCHi ma siKicHi
mMemodu ouiHroeaHHs1 eidnoegidHux pu3sukie. Lle do3eonsie nideuwjumu mMoYHicmMb, 3MeHwumu cy6'ekmueHicmb OUiIHOK i
3abe3neqyumu asmomamu3ayito npoyecy yrnpaesliHHA pu3ukamu. AKmyasnbHicmb memu roesi3aHa 3 MOCMIilHUM 3POCMaHHSIM
KinbKocmi ma cknadHocmi Kibep3aepo3, wjo suMazae po3pobrieHHs ma ernposadKeHHs1 egheKmu8HuUX iHcmpyMeHmig Orisi ynpaeiHHS
Ppu3uKamu ma 3MeHUWEeHHS1 8rusy J1lo0CkLKo20 ¢hakmopa.

Me Toau. 3acmocoeaHo iHmezpoeaHuli nioxid, wjo 6azyemncss Ha memodax FAIR, MoHme-Kapno Onsi KinbkicHOI OuiHKU
timoeipHocmeli i CRAMM dnsi sikicHo2o aHanizy pu3ukie. BpaxoeaHo MixHapoOHi cmaHAapmu ISO 31000 ma ISO/IEC 27005, siki
peanameHmyroms ynpaeJsiHHsa pusukamu. lMpoeedeHo ideHmudbikauyiro akmueie, eusHa4yeHO epa3ssiueocmi i kKnacugpikayito 3a2po3
eidnoeidHo do kpawux npakmuk iHgpopmayitiHoi 6e3neku. O6rpyHmMoeaHoO 3acmocyeaHHs1 Memoadosiozii Onsi gpopmyeaHHs1 Modesti
ouyiHro8aHHs pu3ukie, sika 00380J1sie 8paxyeamu Pi3Hi pieHi MOMeHUiliHuUX 3a2po3.

PesynbTaTtu. Pesynomamu nidmeepounu adekeamHicmb ma egekmueHicmb 2i6pudHo2o nidxody. 3anpornoHoeaHa
MoOerib do3eorusia ideHmudbikyesamu KpumuYHi akmueu, oyiHuUmu pigeHb pu3ukie i po3pobumu pekomeHOayii ;o000 8rpPosad)KeHHs!
KoHmp3axodie. BukopucmaHo memod Moxnme-Kaprno Onsi oyiHroeaHHs1 (iMO8ipHOCMI ycrniwHUX amak i po3paxyHKy MomeHyiliHux
36umkie. AHaniz 3a CRAMM Odoseonue eusHayumu epassiueocmi cucmemu ma 3arnporioHyeamu eionoeioHi 3axodu 6e3neku.
lpoeedeHo nopieHANbHUU aHani3 mpaduyiliHux Memodie oyiH8aHHsI puU3uKie, W0 Mokasae rnepeeaau iHmezposaHo20 nioxody e
yMoeax QuHaMi4Ho20 iHghopmayiliHo20 cepedosuuya.

BucHoBKkU. 3anponoHosaHuli 2i6pudHull nidxid cnpusmume MiHiMi3ayii ennuey /0OCbKO20 ¢hbakmopa, MieUUeHHIO
moyHocmi ouiHoK i aemomamus3auii ynpaeniHHs pusukamu. Lje do3eonumb onmumizysamu pecypcu opaaHizauii ma 3abesnedyumu
cmpameeziyHe nnaHyeaHHs 3axucmy iHghopmauil. [Modanbwi docnidkeHHs1 MOXXymb 30cepedumucsi Ha po3pobrieHHi iHcmpymeHmie
asmomamu3sayii onsi iHmezpauii 3anpornoHoeaHo20 Midxody e peasnbHi iHghopmauiliHi cucmemu. PekomeHdoeaHO nodanbuwiuli
po3sumok memodoriozii yepe3 adanmauiro Ao pi3HUX cyeHapiie 3a2po3 y Mexax op2aHi3zayil i3 pisHuMu npoginamu 6e3mneku.

Knw4yoBi cnoBa: iHpopmayiliHa 6e3neka, ynpaeniHHa pu3sukamu, memodu CRAMM, Moxme-Kapno, FAIR, noka3Huk
epcma, oyiHrO8aHHS1 PU3UKis.

BeTtyn 30KpeMa i Yepes 3anexHicTb Big py4HOI poboTH Ta BEMNMKUX

OpraHisauii, Lo npauiTb Y cydacHOMY LndpOBOMY YacoBUX BUTPAT. Y BIAMNOBiAb Ha BKa3aHi BUKIUKN akTyarb-
cepepoBuLi, aepani Ginblwe 3anexaTtb Big iHopma- HVM CTa€ NUTaHHS BNPOBaaXeHHsA aBToMaTun3allii y npoLecu
LiHMX TEXHOMOTrIi, Wo pobutb X 0COBNMBO Bpa3nMBUMM ynpaeniHHA pU3ukamu, L0 [03BOMSAE 3MEHLIMTU Cyb'eKTUB-
[o kibepsarpos. beanepepBHe ycknagHeHHs Ta 36inb- HICTb OLJiHOK, MPUCKOPWTM MPOLIEC pearyBaHHs Ha 3arpo3u Ta
LWEeHHS KifbKOCTi 3arpo3 CTBOPIOKOTb HOBI BUKMWKWA ANSA niaBAWMTI 3aranbHy ePeKTUBHICTbL Ge3neku.
e(PEKTMBHOIO YMNpaBiHHA puU3nKaMuM B iHCpOpMaUiiHIn Mema ybo20 docnidxeHHs1 nonsrae y po3pobneHHi
6esneui. TpaguuinHi MeToan yNpaBmiHHA pU3MKamK, Taki HOBOrO riGpMAHOrO MeToAy YMNpaBniHHA pU3nNKaMu, SKUNA
SIK KinbKiCHIi abo sKiCHI nigxoau, Hepigko BUSBMSHOTHCS NOEAHYE KINbKICHI Ta SKIiCHI nigxoaw, cnpsMoBaHi Ha
HeoCTaTHbO edEKTUBHUMM AN BUPILLEHHS CKNagHuX NiABULEHHSA TOYHOCTI, LWBMAKOCTI i HAAIMHOCTI ynpaBsiHHS
3arpos, Lo nocTalTb nepes cy4yacHUMU opraHisauigmu. pusvkamu B opraHisauisx.

3abesneyeHHst iHopmaLiiiHoi  Ge3neku BuUMarae OG'eKTOM [OCMIIKEHHS € MPOLEC YNPaBMiHHA pU3n-
3aCTOCYBaHHA KOMMMEKCHMX Miaxodis A0  ynpaemiHHS kKamu B iHcopmalLliiiHii Geanedli. .
pusnMkamun, Sk O03BOMSAKOTb BYaCHO igeHTudikyBaTn .HpenmeTOM AOCNIKEHHA € MOEAHaHHA METO/IB
3arposu, OuiHIBaTH iXHili BNMB i po3pobnsT ePekTUBHI OLIHIOBAHHA PU3NKIB Yy MeEXax npouecy 3abesrneyeHHs
cTparerii ansa  iXHbOi  MiHimizauii. KinbkicHi MeToam, iHchopmaLliiHoT Gesnekn Ans BAOCKOHANEHHs MeToay
3okpema MoHTe-Kapro, FAIR un NIST 800-30, HagatoTh YNPaBITIHHA PU3NKaMU. _ _
TOuHi YMCMOBI AaHi LLOAO MMOBIDHOCTEN PU3MKiB, NpoTe [na 0OCArHEHHS MeTU OOCHIMKEHHST MOCTaBIEHO Taki
4acTo BMMAaraloThb 3HAYHUX PecypciB Ans 360py JaHMX. saBliaHHs: _ _
BogHouac siKicHi mMeToau, Taki K eKCrnepTHi  OLiHKK _® TMpOBEcTV aHania cy4acHnux mkepen y cdepi
(COBRA, OCTAVE), 3anexaTtb Bif Cy6'eKTUBHOI AyMKM iHchopmaLiiiHOT 6eaneku i ynpaBniHHs pusikamu;
haxisLiB, LLO MOXe BNINHYTU HA TOYHICTb OLLIHOK. ® BMBYMTW NPOLIECU YMPABIIHHSA PU3MKaMKU Ta XHIO

Y 3B'Asky i3 UMM yce OGinblue yBarv NpUAINAETHCA ponb y 3abeaneyeHHi iHhopmaLinHoi 6esneku;
riopuaHUmM MeTodaMm, siKi MOEAHYIOTb CUMbHI CTOPOHM 060X e cucTemaTusyBaTu Nigxoam 4o Knacudikauii pusmkis
nigxoni. OgHak HaBiTb Ui MeToOuM MaloTb OOMEKEHHS, i eTanu 3abe3neyveHHs1 iHdhopMaLiiHOT 6e3neku B opraHisaLisix;
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e [0OCNANTM B3aEMO3B'A30K MiX yrpaBniHHAM iHpopma-
LiHoto 6e3nekoto Ta GisHec-npouecamy;

® pPOBECTU TMOPIBHANBHUIA aHania MeTOAIB OLjiHI0-
BaHHSA PU3KKIB, TaKMX K KiNbKiCHI Ta AKICHI nigxoau;

®  po3pobuTu riGpUAHWIA MeTon YNpaBniHHA pUsnKamu
Ha OCHOBi KOMOiHaUii icHyluMx nigxoAiB [0 1XHBOro
OLliHIOBaHHS;

®  OUHUTM edeKTUBHICTb 3anpornoHOBAHOrO ribpua-
HOrO MeToAdy YNnpaBriHHA puU3MKaMy Ta WOro BMNUB Ha
npakTuKy 3abeaneyeHHs iHpopmauiiHoT 6e3neku.

HaykoBa HOBM3HaA AOCHIOKEHHS Monsirae B po3pob-
NeHHi BAOCKOHANeHoro npoLecy yrnpasniHHA pu3nkamn 3a
[OMOMOTOl0  CTBOPEHHS  TiBpuaHOro metody, SKuA  BUKO-
PUCTOBYE NepeBary BigOMUX NiAX0AIB 4O OLIHIOBaHHS pU3MKIB
i KOMOiHye TX [Ons TOYHILIOro aHanisy Ta LUBMAOKOro
06pobneHHs. OCHOBHOK OCOOMUBICTIO  3anpPOMNOHOBAHOTO
meToay € BukopuctaHHsa anroputmie CRAMM, FAIR i MoHTe-
Kapro, a Takox iHTerpauis HankpaLmx npakTuk yrpasniHHA
py3viKamu, L0 [O3BOSSIE 3MEHLUNTY CY0'€EKTUBHICTb OLJHOK i
NiABULLMTY €DEKTUBHICTb NMPUAHATTS PiLLIEHb.

Oans10 nimepamypu. YnpaeniHHa iHpopMaUiiHMm
pusmMkamm €  OOHIED 3 KIYOBUX  CKIagoBMX
iHdbopmaLiiHoT 6e3nekun Byab-akoi opraHisauii. MpoTsrom
OCTaHHIX OeCATUNITb Liei HanpsiMOK aKkTMBHO PO3BUBABCSA
3aBAAKM pagy OOCMigXeHb | NPakTUYHUX Nigxonis, siKi
NMOKpaLLytoTb OLHIOBaHHS PU3VIKIB.

YkpaiHceki gocnigHukn KOgiH O. K. i Byunk C. C.
NigKPECTIOTb, L0 FOMOBHOK NPo6remMo B ynpaBniHHI
iHopmaUiiHUMK pusmMKaMu € npaBuibHa igeHTUdIKaLisa
3arpo3s i ixHa knacudikauia. JocnigxeHa UMK BYEHUMU
mMeTogonoria nobyoBu knacudikatopa 3arpo3 € OOHie0 3
OCHOB Ansi po3pobneHHs1 aep)kaBHMX iHbopMaUiiHMX
pecypciB, ane, siK 3a3HavalTb aBTOPWU, Len MeToq
notpebye [oOaTKOBMX IHCTPYMEHTIB AN iHTerpauii i3
cy4acHuMu BumMoramu ao 6esneku (KOgiH, & Byuuk, 2015).

IHWi BYeHi — McCumber, Wheeler, Graham, Takox
aKTMBHO  OOCMigXyBanu  ynpaBfiHHA  pusMkamu B
iHdopmauinHi 6esnei.

Wheeler y cBoix po6otax (Wheeler, 2014; Wheeler,
2015) posrnagae ynpasriHHS pU3vMKaMu Yepes npuamy
KinbKiCHMX niaxonis. BiH BBaXkae, WO CcTaTUCTUYHI Moaeni,
Taki sk MoHTe-Kapno, € eekTBHMMM ANS OLiHIOBaHHS
PU3KKIB, OCKIfIbKM BOHW [03BOMAATE OTPUMATKM TOYHI
YMCNOBI 3HAYEeHHA WMMOBIPHOCTEN BWHWKHEHHSA 3arpos.
MpoTe ui Mmogeni 3Ha4YHOK MipOKo 3anexaTtb BiJ HassBHOCTI
BENUKMX OOCAriB HeobXigHWX AaHuX, WO He 3aBxau
[OOCTYMNHO, 0COBNMBO ANt Manux i cepeHix opraHisadii.

McCumber nponoHye KOHUENUito pU3NK-MEHEMDKMEHTY,
[e OCHOBHY yBary npuainieHo mnpouecy KinbKiCHOro
OLiHIOBaHHS pu3nkiB. ABTOp BBaXae, WO TpaguuinHi
KinbKiCHI MeToAu, Hanpuknag adania iMoBipHOCTEN, €
HEe3aMiHHUMW ANa BENUKUX nignpuemMcTB i hiHaHCOBUX
YCTaHOB, SIKi MalTb 3Ha4Hi 0OCsArM JaHux Ons aHanisy
(McCumber, 2011). OgHak BiH TaKOX BM3HAE, LLIO KiSTbKiCHI
nigxoan marwTb psa obmexeHb, 3okpema i noTpeby B
TOYHOCTI BBELEHMX [OaHUX i BUKOPUCTaAHHI crnewianiso-
BaHWUX iHCTPYMEHTIB Ansi IXHbOro o6pobneHHs.

HocnigHuk Graham akueHTye yBary Ha HeoOXigHOCTI
nofanblloi aBToMaTtusauii ynpasniHHS puavkamu ans
NiABULLEHHA TOYHOCTI M OMepaTMBHOCTI  OLHIOBAHHS
(Graham, 2014). BiH BBaxae, WO py4YHe BBEOAEHHS OaHUX i
npoBeAeHHS aHanidy 30inbllye pyU3uK NIOACLKMX MOMMUITOK
i 3BHWKyE ePEeKTUBHICTb NpoLecy yrnpaBniHHS pU3vkamu.

MeTtoau

BaxnuBum etanom y po3BUTKY METOAIB YynpaBmniHHs
pu3nKammn ctano BrPOBaKEHHSA TakUX IHCTPYMEHTIB, SK
NIST 800-30, FAIR, CRAMM, Risk Watch, COBRA i
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OCTAVE, koxeH 3 sIKnX mae CBOi nepesaru i Hegomniku.
BoHun 3a6e3neyytoTb opraHisauisM CTpyKTypOBaHi nigxoau
00 ynpaBniHHA pU3nKamu, BPaxoBYHOUN i KifbKICHI, i SIKICHI
acneKkTn OLiHIOBaHHS.

Metog NIST 800-30 € wWWMPOKO BU3HAHUM i
CTaHOapTU30BaHMM MiAXOAOM A0 OLiHIOBaHHSA PU3MKIB B
iHbopMaLinHin 6e3newi, 0cOONMBO Y AepPXKaBHUX | BENUKNX
opraHisauisx. Llen meton pospobneHo ans igeHTudikauil
3arpos, BpasnuBOCTEN i OLIHIOBaHHS BNNMBY PU3WKIB Ha
opraHisauito. BiH Bkntovae petanbHWA aHania akTuBiB,
MOXMMBMUX CLeHapiiB aTak | nponoHye nigxia Ago
yNpaBniHHA pu3MKkaMu 4Yepe3 KOMMSEKCHUA  aHanis.
OpHieto 3 ronoBHUX MNepeBar LbOro MeTody € WMoro
CTPYKTYPOBAHICTb | MOXMMBICTb iHTerpauii B cuctemmu
iHpopmaLiiHoT 6e3neku pisHux macwTabis (NIST, 2012)

FAIR (Factor Analysis of Information Risk) nponoHnye
KinbKicHe OLLiHIOBaHHS pU3KKIB Ta aKLEHTYeTbCA Ha bBisHec-
aHanitTuui. Llen metoa nepeTBOpHOE AKICHI AaHi Ha KiNbKICHI
MOKa3HMKK, L0 O03BONAE NMPOBOAUTU (DiIHAHCOBUIA aHani3
pu3nkiB, ouiHioBaTK ixHiIK BnnuB Ha 6GisHec. FAIR
3aCTOCOBY€E (haKTOPHUI aHani3 Ang OuiHIBaHHA 3arpos,
o pobuTb KNOro ocobnmMBO KOPUCHUM AONs BENUKUX
opraHizauin, Oe pu3nKM MalTb 3HAYHWUIA iHAHCOBUI
BnnvB. [lpoTe uUen meTod BuMarae BeNMKUX MacuBiB
OaHuX | geTanbHol iHdopMauii ans edekTnBHOI poboTn
(FAIR Institute, 2022).

CRAMM (CCTA Risk Analysis and Management
Method) — ue meTon, WO MOEOHYE KINbKICHI Ta SAKiCHI
acnekTy OUHIOBaHHSA pwusunkiB. BiH pospobnenunni ans
rmnbokoro aHanisy akTtueiB | 3arpos, 3okpema W
ineHTMdIKaLiil BpasnuBocTen i OLiHIOBaHHA e(PEeKTUBHOCTI
3axoniB  Gesnekn. OcHoBHa WoOro nepeBara — Le
CTPYKTYpPOBaHUi nigxia 0o Bubopy KOHTP3axoAdiB Ha OCHOBI
pusukiB. OgHak BiH mMoxe OyTu Oyxe TpyAOMICTKMM i
BMMaraTtu 3Ha4yHVX pecypciB Ans peanisalii yepes Benuky
KiNbKIiCTb py4HOi poboTw.

Risk Watch — ue aBTOmMatM3oBaHa cuctema [Aans
OL|iHIOBaHHS PU3WKIB, SKka BUKOPUCTOBYE NPOrpamMHi Mogyni
ansa 36opy 1 0bpobneHHs gaHux. Meton 6asyetbcsa Ha
LLBWOKOMY OLHIOBAHHI 3arpo3 i reHepyBaHHi 3BiTiB And
noganbLmx Ain. BiH ocobnmneBo kopucHMA Ans opraxisadin,
AKi He MalTb [OCTaTHbO PecypciB Ans KOMMIIEKCHOro
aHani3y, OCKiNbKu [O3BONSE€ aBTOMaTu3yBatu OinbLuy
YacTuHy npouecy ouiHoBaHHA. OpfHak uen MeToq
3anexuTb Big SIKOCTI BBeAEHUX AaHWX i BUMarae npaBusb-
Horo HanawTyBaHHs (RiskWatch International, n. d.).

COBRA — ue iHCTpYyMEHT Ans LUBUOKOTO OLiHIOBAHHS
PU3VKIB, SKUIA Jonomarae BU3HA4YaTy MOXIMBI 3arposu i
NpoMoHyBaTK BIANOBIAHI Ail  Ana  iXHbOT  MiHiMi3auil.
COBRA npusHadyeHu [ns  opradisauiin, ki marTb
obmexeHi pecypcu i noTpebyoTb WBMAKOro aHanisy. BiH
A03BOSISIE TOYHO ieHTUIKYBaATU PU3UKN Ta TIXHI HacnigKu,
OfHaK 1Moro dyHKUioOHan Moxe OyTu obmexeHum AOns
BENUKMX OpraHisauii, Ae noTpibeH Oinbll KOMMMEKCHUIA
nigxig. (COBRA, n. d.).

OCTAVE (Operationally Critical Threat, Asset, and
Vulnerability Evaluation) po3po6nexuin ons crparteriyHoro
nnaHyBaHHs iHpopmauiiHoi  6esnekn. BiH  Bknovae
iaeHTudikaLito akTuBIB, 3arpo3 i BpasnmMBOCTEN opraHisauii
Ta (POKYCY€ETbCA Ha BU3HAYEHHI cTpaTeriyHux pilleHb ans
MiHimi3auii pusukie. MeTog nigxoguTe Ans opraHisadin, ski
XO4yTb IHTErpyBaTu YnpaeniHHA puU3vMKaMu B 3ararbHy
cTpaTerito 0e3nekn, OAHaK BMMAarae 3HaYyHOI Yy4yacTi
nepcoHany i Bucokoro pisHsi nigrotoku (OCTAVE, 2003).

OTxe, BUOIp MeToay OLiHIOBaHHS PU3UKIB 3anexuTb
Big noTpeb i MoXnMBOCTeN opraHisauii. Huxye npeacrae-
NIEeHO MOPIBHANBHY Tabnuuto nepesar i HeJonikiB KOXHOro
i3 3a3Ha4YeHNX MeToaiB.
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Ta6bnuys 1
MepeBaru Ta HeAOMNIKM KOXXHOIO MeTOAY OLiHIOBaHHA PU3MUKIB
MeTopn ouiHlOBaHHA MepeBarn Heponiku
KomnnekcHuin aHanis, LWo BKYaE KifbKiCHi . .
MipxoauTb NepeBaxHO ANs BENUKUX NiANPUEMCTB
NMoKa3HUKM
Bucoka etheKTUBHICTb Y BENUKNX opraHisauisx Bumarae BMCOKOro piBHS TEXHIYHUX 3HaHb
FAIR TOYHICTb B OLIiHIOBAHHI pU3NKiB MoTpebye 3HayHOro Yacy Ha BNPOBaKEHHS
OpieHTOBaHICTb Ha CNiBNPALO MK Pi3HUMMU OpieHTauis Ha TOYHI AaHi Ta NPUNYLLEHHS, L0 MOXe
Bigainamu ByTV cknagHo Anst MEeHLMX opraHisaliin
. L OpieHTauist Ha TOYHI AaHi Ta NPUNYLLEHHS, L0 MOXe
Jlerke HanawTyBaHHA 11 aganTauis nig pisHi BUMOru 7
OyTV cknagHo Ans MeHLMX opraHisayiin
[eTanbH1n onuc pu3ukKiB Ans iHopmauinHnx Mpouec oujiHOBaHHA 3arimae 6araTo yacy 4Yepes
aKTUBIB obcar gaHux
MigpxoanTb Ansa opraxisadin .
AXOAVTL ANA OpraHisal Oeski dyHKUii 3anuwaoTbca He aBTOMaTU30BaHNMMU
Oyab-sikoro macLutaby
NIST 800-30 — —
. . BceocskHuin xapaktep MeTody Moxe 3pobuTu noro
[Hy4KicTb y 3acTOCyBaHHi . .
CKIMagHVM Yy BMPOBaJKEHHI Ansi HOBAYKiB
BusHaHui ranysesui ctaHaapT ANS ynpasniHHA BiacyTHicTb iHTerpauii 3 iHLLMMK cyvacHuMun
iHdbopmauinHoto 6e3nekoto MeToAamu ynpaBriHHA pusvkaMmm
) . Bucoka TpygoMicTKicTb npouecy Yepes
I'DYHTOBHE BUSIBMEHHS PU3NKIB Ta aKTUBIB ot X
HeobXiaHICTb pyyHOT poboTun
CRAMM KomnnekcHui nigxig Ao ynpasniHHA pusukamm Bumarae 3HauHMx pecypciB Ans BNPOBafKeHHS
OpieHToBaHICTb Ha 6e3neky i ynpaBniHHs MoTpebye 3anyyeHHs ekcnepTiB Ansa aHanisy i
KOHTp3axogamu OL|iHIOBaHHSA PU3KKiB
lMpocToTa BNpoBagXeHHS Ta BUKOPUCTaHHS Bucoki BUTpaTy Ha BNpoBaMKEHHS Ta TEXHIYHY
3aBOsAKV aBTOMaTm3auii niaTpuMKy
. . AHarni3 pu3ukiB 3ocepeaXeHo NepeBaxHo Ha
Risk Watch MigTpumka Kpalmx ranyseBumx NpakTuk P ocepen P
NPOrpaMHO-TEXHIYHNX acnekTax
IHTYITMBHO 3po3yminuii iHTepdeinc ans MoxnuBocTi Ans kacTomisauii cuctemu €
KOpUCTyBaYiB obmexeHnmmn
CTpykTypoBaHuii niaxia i3 Benuknum Habopom 3HaHb |He nigxoauTtb Anst opraxisauin 3i cknagHo
npo 3arpo3u Ta Bpa3nuBOCTi CTPYKTYpPOIO aKTUBIB
TNerxicTb aganTauii oo cneumdivHux noTped . . . _
COBRA °Tb af} A ucp P BiacyTHiCcTb AeTanbHOro aHanisy piBHIB pU3mnKy
opraHisadii
YiTki 3BiTW 3 pekomeHAaLiAMM LWOAO YCYHEHHS MoTpebye cnewjianbHOro HaB4YaHHA NepcoHany Ans
pu3uKiB e(PeKT1BHOrO BUKOPUCTaHHS
KomnnekcHuiA nigxia, Lo BpaxoBye sik TEXHIYHI, TaK i | TpyAOMICTKUIA NpoLiec BNPOBaKEHHS!, 0COBNUBO
OopraHisauinHi pu3uku ONs1 BEMWKMX OpraHisadin
OCTAVE OpieHTOBaHICTb Ha KPUTWYHI aKTMBU opraHisadii CknafHicTb y HanawTyBaHHi Ta nigTpumLi
3paTHICTb BUSIBMATM OpraHi3auinHi Ta TEXHIYHI . . . .
CknagHicTb y HanawTyBaHHi Ta nigTpumui
3arposu 0gHOYacHoO
PesynbTtaTtn NMOMMWIIKM Ha npouec ynpasriHHA puavkamu. Jani getanbs-

Y cydacHoMy UMppPOBOMY CepedoBuLLi YNpaBriHHS
puankamun B iHbopMaUiiHii 6e3neui BUMarae He TinbKu
rmMBOKOro po3yMiHHS PiBHOMaHITHUX 3arpos, ane W
e(eKTBHNX METOAIB IXHbOrO OLIHIOBaHHA Ta MNOM'sk-
LWeHHsi. BpaxoBytoun cknagHiCTb pU3UKIB i HEOOXiaHICTb
LUBMAKOrO pearyBaHHS Ha HOBI Kibep3arpoau, TpaguuinHi
KinbkicHi abo sKiCHi migxoouM 4acTo BUSBNANOTHCA
HegocTaTHIMKU Ansg 3abe3neyeHHst JOCTAaTHbOrO 3axXMUCTy.
l6puaHi MmeToam, ki 06'eQHYOTb YMCNEHHI nigxoau Ao
yNpaBriHHSA  pu3vMKamu, [03BOMSAITb  ONTUMMI3yBaTu
NpoLIeCK OLiHIOBAHHA 3arpo3 i Bpas3nNMBOCTEN MOegHaH-
HAM nepesar 060X MeTofiB.

3anponoHoBaHun  ribpuaHWin  mMeTod  ynpaBmniHHA
pu3nKamm NOEJHYE KiNbKiCHI Ta AKiCHI nigxoau, 3okpema n
BUKOpPUCTaHHA Mogeni MoHTe-Kaprno ansa  kinbkicHoro
OuiHOBaHHA pusmky Ta MeTogonorio CRAMM ans
SIKICHOrO OUjiHIOBaHHA. Takui nigxig Ao3Bonsie oTpymatu
TOYHIWI pe3ynbTaT Ta 3MEHLYe BNUB IHOACHKOT
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HO OMMCaHO OCHOBHI eTanu peanisadii ribpugHoro metoay.
Cxemamu4yHe 306paxkeHHs1 2i6pudHo2o Memody
ynpaesniHHsa pu3ukamu. [iGpuaHuii MeTon ynpasniHHSA
pU3MKaMKn BKITKOYAE TPM OCHOBHI eTanu: opraHisauinHum
eTan, eTan aHanisy puaukis i eTan ynpasriHHS pUuankamu.
Bin 6a3yeTbcs Ha mikHapogHux ctaHgapTax ISO 31000
Ta ISO/IEC 27005, saki permamMeHTylOTb YnpaBriHHA
KOpropaTMBHUMU 1 iHPOPMaLiNHUMU PpU3NKaMu BiAMO-
BiAHO. OCHOBHOK METOK MeTOAy € HafaHHSA KOMMNeKc-
HOT OUIHKM pu3uKy, sika oxonmne i 6i3Hec, i acnekTu
iHdopmauinHoT 6e3nekun (ISO/IEC 27005, 2018).

Ha puc. 1 306paxeHo 3aranbHy CTPYKTypy ribpuaHoro
MeToAdy YNpaBfiHHA pU3MKamu, WO [AEMOHCTPYE Tpu
OCHOBHI eTanu: opraHi3auiiHuin, eTan aHanidy pu3uKiB i
eTan ynpaeniHHs puankamu. KoxeH i3 Lumx eTanis BUKOHYE
KOHKPETHI 3aBAaHHs, CrpsMOBaHi Ha igeHTudikaLito,
OLHIOBaHHSA Ta MiHiMi3aLito pU3uKiB.
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OpraHizauinHui etan

iyl

ETan aHanisy pusukis

NS

ETan ynpaBniHHA pusnkamu

Puc. 1. Etanu ribpuaHoro MeTof ynpasniHHs pusukamm

PucyHok 2 Bigobpaxae nepwun etan ribpuaHoro
mMeTody YNpaeBniHHA pu3MKamMn — opraHisauinHui eTan,
SKUA OXOMITKE Mpouec 36opy AaHMx Ang iX noganbLioro
aHanizy. [logginHi  niHii  Ha  cxemi  O3Ha4alTb
napanenbHiCTb KpokiB abo rpynyBaHHs AaHMWX.

Ha ubomy eTani igeHTudikauia akTuBiB opraHisawii
BUKOHYETbCA 3a meTogonorieto OCTAVE, wo
nepenbayae knacudikawiio akTUBIB 3a TakMMK
kpuTepiammn (OCTAVE, 2003):

1. MatepianbHi aktTuBu: i3nyHi 06'ekTn, Taki SAK
Oygpieni, obnagHaHHSA, iHBEHTap, WO MalTb LiHHICTb AnA
opraHisauii.

2. HemartepianbHi akTuBu: Hedi3nyHi  06'exTn,
30Kpema 1 iHTenekTyarnbHa BNacHiCTb, AaHi NPO KMiEHTIB,
BisHec-npouecw.

3. IudopmauinHi akTmBm: gani abo iHpopmauis, aki
MalTb LUiHHICTb, Hanpuknag, ¢iHaHCOBI 3BiTWM, CNUCKK
KIIEHTIB, KOMEPL,iNHI TAEMHULL.

4. AKTMBM, WO CTOCYHOTbCS NMEpPCOHany: 3HaHHS,
HaBWYKM Ta AOCBIA MpauiBHUKIB, SKi BUKOHYIOTb KPUTUYHI
YHKLi B opraHisauii.

5. AxktuBwm iHdpacTpykTypm: IT-cuctemn, mepexi,
iHLLIi TEXHOMOTIYHI KOMMOHEHTU OpraHisadii.

1eHTHDIKALIA aKTHEIR
{3rigHO 3 Octave)

Opranizaifibui eTan:
36ip panux Ana
nofankLLCno aHanisy

—

CTBOpEHHA WaldnoHy

onuey 1C opranisauir
{3rigHo 3 RiskWatch,

il NporpamMEdi Mogynb)

36Ip NOTRIGHOT
iHchopMaLil 3 IHUWAEHTIS
Ta NPOBENSHHX aYAUTIE

| laeHTUDiKaLA
arpos (srigHo 3NIST)

YacToTa BMHHMEHEHHS
3arpos (arigHo 3 RiskWatch))

BH3HEUEHHA ENNUEY B
peanizaujl 3arpos (3riaHo 3
CRAMM)

laeHTrdIKaLia
Bpa3NMEOCTER
(3riaHo 3 NIST)

AmoBipHIiCTE

peanizauii 3arpos
(3rlaHO 3 CRAMM)

Puc. 2. MNepwwnin etan ribpuaHoro Metoay ynpasniHHS pyu3vkamu

Micna igeHTUdikauii  akTMBiB 3a MeToaonorieto
OCTAVE, KpUTUYHICTb KOXHOIO akTMBY OUIHIOWTb A5iS
BM3HAYeHHs1 HeobXigHoro piBHS 3axucTy. Lle ponomarae
opraHiszauii BU3HAQYMTWU MpiopuUTETU LWOAO pecypciB Ans
edEeKTUBHILLOro ynpasBniHHA pU3nkamu.

MeTtopgornoria NIST BusHavae n'aTb KaTeropin 3arpos,
AKi  BKIMIOYAKOTb MNPUPOAOHI  PU3UKW, TIOACLKUN  hakTop,
eKomnorivyHi 3arpo3n, kibep3arpo3n Ta PW3UKM MaHLIoriB
nocTayaHHs. YCi Ui 3arpo3n OUIHIOTL 3 ypaxyBaHHAM
TXHBOTO MOTEHUINHOro BNNMBY Ha OGi3HecC-OisanbHICTb i
penyTauito opraHisauii.

MeTtog NIST 800-30 B1KOPUCTOBYIOTL Ans ieHTUdikaLii
Bpa3nuMBOCTEN y cuctemax. BiH € yHiBepcanbsH1M i NigxoanTb
Onsi opraHisauin 0yab-skoro po3mipy. [nst KoxHoT iHopma-
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LiMHOT CMCTeMM 3acTOCOBYIOTh LUAGIIOH oMUy, Lo MICTUTb
[JaHi Npo BracHMKa cUcTeMu, ii NpusHadYeHHs Ta MacLLTab.

3a ponomoroo metopie Risk Watch i CRAMM
BM3HAYalOTb 4acTOTy BWHWKHEHHS 3arpo3, CTyMiHb
YpasnuMBOCTI Ta LUiHHICTb akTMBiB, Ha OCHOBI 40ro

pPO3paxoBytOTb €(PEKTUBHICTb 3aC0BiB 3axXuUCTy.

MeTton CRAMM oujiHtoe MMOBIPHICTb peanisalii 3arpo3
3a wkanoto Big 1 oo 5. OuiHOBaHHA BMMBY 3arpo3 Takox
npoBoaATb 3a wWkanow Big 1 go 5, 3anexHo Big
NOTEHUiMHNX HacnigkiB ansa GisHecy.

Opymmii eTan ribpyaHOro MeTody ynpaBmiHHSA py3vikamum
(puc. 3) BKItOYaE aHarni3 pusnkiB Ha OCHOBI 3ibpaHKX JaHMX.
BaxnuBi pu3nKn OUHIOIOTb SKICHO | KiNbKICHO, @ MeHLL
KPUTWUYHI — irHOPYHOTb AAnsi EKOHOMIT pecypciB.
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Knacudbikaujs puankis

Tan aHaniay puankie
3rigHo 3 IS0 27005

BuropucTanHA roroeoi
Ga3m YOI MOWNKMEMK
PU3MKIE HChOMALIAHIK

BW3HaueHHA CTYNeHA

EXPUTHYHI PU3N BaXMWBOCTI pUanKs

He GepyTh Ao

4nA opraisauii

BM3HAYEHHA DIBHA
DHIMEY (3rigHo 3

A

NoAEnNsLCro aHaniay| nenepegHi naxi)

artveis NIST

i

JKypHanBaHH# @opMyBaHHA |
KPUTHYHIX PU3MKB 7K .| cueHapiie (arigHo 3 ;
KOPNOPATUEHUX, ANA Falr, B OCHOE] |
i

|

|

|

‘

Budip koHTpOnNis QUIHIOBaHHA

CRAMM)

(3rinHo 3 CRAMM) CLEHEDIB

Pwuc. 3. [ipyrvii eTan ri6pugHOro MeToAy yrnpasniHHSA pu3vnkamu

[nsa 36epexeHHs1 pecypciB i Yacy cnewianictis aBTopu
NPOMOHYIOTb He 00pPOGNATM PU3UKM 3 HU3LKUM PiBHEM
KPUTUYHOCTI, KOHLEHTPYUMCh nule Ha  3HaYyLUmMX
3arpo3dax pAana 6GisHecy. OOGpobOneHHs Takux puU3NKiB
BKINIOYAE NOEAHAHHS SIKICHUX | KiINTbKICHUX METOAIB TXHbOro
OUiHIOBaHHSA, WO BMMarae peectpadii y 6asi kopnopa-
TUMBHMX PU3UKIB Yepe3 TXHi BMnIMB Ha 0Oe3nepepBHICTb
Gi3Hec-npoueciB Ta iHhopMaLiNHUX CUCTEM.

CtaHgapT ISO 27005 nponoHye knacudikaLito pusnkis
3a 4YoTMpMa PiBHAMM: Bi Oy»Ke HU3bKOro A0 BUCoKoro. Lis
Knacuikalis BUKOPUCTOBYETbCA B MpoLECi ynpaBniHHA
pusvkamu i gornomarae  opradisauisMm  epeKkTUBHO
PO3CTaBMATU NPIOPUTETU LLLOAO MOTEHLINHNX 3arpos.

MeTton FAIR nepenbavae BUKOpPUCTAHHSA cuUeHapiiB
PU3KUKIB NS LEeTanbHOro OMMUCY 3arpo3 i OLiHKM IXHbOT
MMOBIPDHOCTI Ta MOTEHUINHOrO BNAMBY Ha aKTMBM
opraHizauii. Lle [possonsie npuimaty  ob6rpyHTOBaHI
PiLLEHHA Ta 3HMXKYBATU 3aranbHUN PiBEHb PU3KKIB.

MeTton CRAMM 3a6esneyye B1GIp Ta OLiHKY KOHTPOMIB
ONA  NOM'AKWEHHA BUSIBMEHUX PU3MKIB, LIO BKIOYae
nepernag iCHyr4Mx 3acobiB KOHTPOIO, BMNPOBa[XEHHS
HOBWX Ta PerynapHUA MOHITOPYHT iIXHbOT €(DEKTUBHOCTI.

Ha tpetbomy eTani ribpyaHoro metogdy ynpasniHHS
pusnkamm (puc. 4) BigbyBaeTbCA KinbKicCHa OLjiHKa 36UTKIB
Ta reHepadiqa 3BiTiB, WO gonoMarae oprasisadii po3nogi-
NSTN pecypcu Ta 3MeHLLYyBaTy BB PU3MKIB Ha BisHecC.

BmHaqEHHF piaHA " Budip KoHTPONIB QUiHKOBaHHA
pravky (3riaHo 3 - < (2rigHo 2 CRAMM) cLeHapTia
CRAMM) a HeHdp

QOiHaNEHWA eTan:
peayneTaTy Ta
KOHTP3axoan KinbkicHe
OuiHIOBaHHA
36uTKiB
v
Po3paxyHor "
BEMMYMHE PMZUKY fp orpaFr-xlmRTUMuﬂvnb
(meton MoxTe-Kapno)
»  [eHepauid 3siTy [«
PexomeHgoeaHi v CTBOpPEHHA EMACHHUX
30 (arigHo 2 KOHTp2ax00ie
NIST) (Risk\Watch/CRAMM)
3MEHLUEHHA v 3MEHLEHHA
AMOBIPHOCTI PUZMEY HACnigKe puauey

Puc. 4. TpeTili eTan ribpygHoro Metoay ynpasriHHA pusnkamu

KinbkicHe oUiHIOBaHHA 30UTKIB € BaXKNMBMM eTariom,
OCKiflbKM [03BONSAE OpraHisauii npaBunbHO pPo3noginuTu
pecypcu Ta 30cepeamtu yBary Ha Oinbll  KPUTUYHKX
pusnkax. MogentoBaHHsa 3a meTogoMm MoHTe-Kapno gae
peaniCTU4Hy OLUiHKY PW3uKIB i gonomarae y MpUrRHATTI
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piweHb. Meton FAIR-U cnpolye HanawTyBaHHS
MOZJENOBaHHA CLEHapiiB pu3uky, 3abeanevytoun TOuHI
pesynbTaTyt AN NPUAHSATTS PilLeHb.

NIST 800-53 Hagae komnnekc 3axopiB 6esneku, Lo
BKIMOYAOTb pekoMeHaauil Ansi BNpoBa)KEHHST KOHTPOTIB.
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OpraHisauii MoXyTb BukopuctoByBatn Metoam Risk Watch
abo CRAMM anga BnpoBagXeHHS BriaCHUX KOHTP3axoaiB.

ICHytOTb TPU TUMW KOHTPOSIB: NMPEBEHTMBHI (3anobiraHHs
pY3KKy, Hanp., KOHTPOMb JOCTYNY), AETEKTUBHI (BUSBNEHHS
pU3NKIB MiCNst  TXHBOTO  BUHUKHEHHS, SK-OT  CUCTEMMU

BUSIBNIEHHS BTOPrHeHb), | KopuryBanbHi  (MiHimMi3aLis
Hacnigkie, SIK-0T pe3epBHE KOMitoBaHHS AaHUX).
Perynapuuin  nepernsg i OHOBREHHS  npoLuecy

yNpaBniHHS puU3MKamMn € BaxnuBuMM Ans 36epexeHHs
e(PEeKTUBHOCTI KOHTPONIB | BUSIBIIEHHSA HOBUX pU3UKIE.
SlkicHe oyiHroeaHHs1 pu3ukie 32i0Ho 3 CRAMM y
2i6pudHomMy memodi ynpaesiiHHs pu3ukamu. FKicHe
OUiHIOBaHHSA pu3ukiB € Baxknueum etanom y CRAMM, wo

ansa  iHgopmadinHoi 6e3nekn (Major, 1995). [Mpouec
MiCTUTb Taki KPOKK:
1. BusHayeHHs aKTuBIiB: BkMoyawTb IT-iHdpa-

CTPYKTYPY, KOHMIAEHLIVHI AaHi Ta nepcoHan i3 JOCTYrnom
00 LUMX pecypciB.

2. Bu3HaveHHs 3arpo3: 30Kkpema, aTaku LUKiOInMBUX
nporpam, QIWWHIOBI aTakW, IHCanWAaepcbki 3arpoau,
nepeboi B enekTponocTayaHHi, CTUXinHi nuxa.

3. BusiBNeHHA BpasnMBOCTEW: Hanpuknag, 3acTa-
pine nporpamMHe 3abeaneveHHs, criabka nonitvka naponis,
BiACYTHICTb KOHTPOMIO AOCTYMNy, HeOOCTaTHE HaBYaHHA
npawiBHUKIB.

4. OuiHoBaHHA BNAUBY Ta MMOBIPHOCTI PU3MKIB:
NpoBOANTLCS Ha OCHOBI Tabn. 2.

[03BONSE BUSBATM N OUHUTM  MOTEHUiVHI  3arposu
Ta6nuuys 2
SAkicHe OLiHIOBaHHS pU3MKIB
Puauk OuiHka BNnuBy IMoBipHicTb

ATaku WKIANMBMX Nporpam Bucoka CepepHs

PilMHIoBI ataku CepepgHs Bucoka
BHyTpiLwHi 3arpoaun Bucoka CepenHs

[Mepeboi B enekTponoctavyaHHi Bucoka Husbka

CTuxinHi nuxa Bucoka Hunabka

5. TpiopuTeTHICTbL PU3MKIB: HA OCHOBI OL|iHKV BNIUBY
Ta VIMOBIPHOCTI PU3MKN KNnacugikytoTb 3a NPIOPUTETHICTIO.

6. BusHayeHHA 3axopfiB Ans 3MEHLUEHHS PU3KKIB,
BKITHOYaIOUM BCTAHOBIEHHS aHTMBIpycHoro M3, KoHTporb
[OCTyny, HaBYaHHA CMiBPOBITHWKIB, pe3epByBaHHSA OaHMX,
NiAroToBKa 4O CTUXIMHUX NNX TOLLIO.

7. KoHTponb edeKTUBHOCTI 3axopiB: perynspHe
OLiHIOBAHHS 11 OHOBIIEHHS 3axoAiB Ans NiATPUMAaHHS
aKTyarnbHOCTi 1 e(peKTUBHOCTI.

[na nigBULLEHHST TOYHOCTI KiNTbKiICHOT OLLIHKN PU3KKIB Y
ribpyaHMX MeTofax BaXMBO BMKOPUCTOBYBaTWM MaTema-
TUYHI MOAeni, Wo A03BOMSATbL MOAENBATU NMOBIPHOCTI
BUHVIKHEHHSA 3arpo3 i ixHi NoTeHUinHi Hacnigku. Mpuiomy
ocobnuey yBary BapTO NPUAINMTA OUiHLUiI ¢hiHaHCOBOro
BMIMBY PU3WKIB, sIKa € KIMOYOBMM acrnekToM Takux MeTOAIB.
B npencraBneHoMy AOCHIIKEHHI PO3IMISHYTO 3acTOCyBaHHS
copMyn y KinbkicHUX nigxogax, 3okpema B Metogax FAIR i
MoHTe-Kapno, anst aHanidy Ta NporHo3yBaHHsi PUSKKIB.

OuiHroeaHHs1 piHaHCcosux empam (FAIR). Mogenb
FAIR posBonsie ouiHUTU DiHAHCOBMI BNAWB PU3UKY Ha
OCHOBi [BOX OCHOBHMX KOMMOHEHTIB:  iMOBIPHOCTI
peanisauii pu3uky Ta cepefHix BTpar.

dopmyna 3aranbHUX BTparT:

Ltotas = P % (Lp+Ls), (1)
ne Liotas — 3aranbHi giHaHcoBi BTpaTu; P — iMOBIpHICTb
peanisauii pusuky (Big 0 4o 1); Lp — cepeaHi npsimi BTpatu
(Hanp., BapTiCTb BiOHOBMEHHs cuctemu); Ls — cepenHi
HenpsiMi BTpaTy (penyTauiiHi 36utku, wtpadu ToLLo).

Hasedemo npuknad po3paxyHKy:

1. ImoBipHicTb peanisauii pusuky (P) = 0.25.

2. Mpsawmi BTpatn (Lp) = $500,000.

3. Henpsmi BTpatu (Ls) = $200,000.

Liotar = 0.25 x (500,000 + 200,000) =
=0.25 x 700,000 = 175,000.

OTxe, NPOrHo30BaHi hiHaHCOBI BTpaTK CTAHOBNATb
$175,000.

Cumynsiyia 3a Mmemodom Monme-Kapiio. BkazaHuii
meToz MoHTe-Kapno BUKOPMCTOBYHOTb ANS MOAEN0BaHHS
CUeHapiiB PpW3NKIB 3 ypaxyBaHHAM HEBW3HAYEHOCTI
(KpaBuyeHko, TpowwmHebkuin, & IsaHoB, 2022). Llei nigxig
O03BOJISAE OLIHUTU MOXIMBI HacCMigKM PU3UKIB LLMSXOM
©araTopa3oBoi cMMynsLUii i3 BUKOPUCTAHHAM BUMAOKOBUX
3HayeHb, LWO TEHEepPyTbCS B Mexax BU3HAYEHUX
gianasoniB. Takum cnocobom wmeTtonq MoHTte-Kapno
3abe3nedye TOYHI MPOrHO3W, AO3BOSAYM OpraHizauism
OL|iHIOBATM MOTEHLiHI BTPATN Ta MMOBIPHICTb BUHUKHEHHS
KpUTUYHMX nofii. OCHOBHI po3paxyHku 0asytoTbcs Ha
BM3HAYEHHI CepeHbOro 3Ha4YeHHs BTpaT i CTaHa4apTHOro
BiOXWINEHHS NS aHanidy BapiaTMBHOCTI pe3ynbTaTiB.

dopmyna cepefHbOro 3Ha4YeHHs BTparT:

YL

Lavg = =51, )

ae Layg — cepegHe 3HauveHHs BTpaT Micns CUMyNAUT;
Li— BTpatu gna itepauii iii; n — KinbKicTb iTepauin.
dopmyna cTaHgapTHOTO BiAXMIEHHS:
2
5 = Z’;l(Li—Lavg) ’
n
[e O — cTaHOapTHe BiOXWIEHHs BTpaT.
Haeedemo npuknad po3paxyHKy:
1. TpoBeaeHo 5 cumynauin:
L+=150,000, L2 = 180,000, Ls = 200,000,
L+=170,000, Ls = 160,000.
CepepgHe 3Ha4yeHHs BTpaT LWyKaeMo 3a hopmyIoro (2):

@)

860,000

Lavg P

CraHgapTHe BiOXWUMEHHS LWyKaemo 3a hopmMyrnoto (3):

_ 150,000+180,000+200,000+170,000+160,000 _

172,000.

5

_\/(150.000—172.000)2+(180,000—172,000)2+(200,OOO—172,000)2+(17O,000—172,000)2+(160,000—172,000)2

ISSN 2707-1758

37

5



Information Systems and Technologies Security, No 1(9)/2025

(—22,000)2 + (8,000)2 + (28,000)2 + (—2,000)2 + (—12,000)2

Cumynauis nokasye, WO cepefHi BTpaTu CTaHOBMATb
$172,000, a ctaHgapTHe BigxuneHHa $17,205.
EdektnBHiCTb  3axomiB  6e3nekn  OUiHOWTL  3a
dopmynoto (4). Ansa ouiHoBaHHA BNNvBY 3axofiB 6e3neku
MOXXHa BUKOPUCTOBYBATU KOEMILEHT ePEeKTUBHOCTI:
E = Lunmitigate'd.—Lmitigated’ (4)
Lunmitigated
ne E — edekTuBHiCTb 3axopiB Gesneku (y BigcoTkax);
Lunmitigated BTpatu ©6e3 BNpoBagXeHHs1 3axonis;
Lmitigated — BTPATU MiCNSA BNPOBaAXEHHS 3axX0iB.
Haeedemo npuknad:
1. BtpaTu 6e3 3axofiB Lummitgated = $700,000.

2. BTtpatu nicnsa 3axoniB Lmitigated = $300,000.

700,000-300,000 _ 400,000 0,57 (57 %).
700,000 700,000
3axoan 6e3nekun A03BONSATb 3HU3UTU PU3KK Ha 57 Y.
BukopuctaHHa MaTemMaTuyHux chopmyn y ribpugHmx
MeTodax OLUiHIOBaHHA pu3vkiB 3abe3neyye TOYHICTb i
npo3opicTb aHanisy. Lle gae 3amory opranisadiam He nuwe
OUiHWTXM  MMOBIpPHICTb  peanisauii  pusMKiB | TXHIn
iHaHCOBMI BMNUB, a M MOPIBHATU €(PEKTUBHICTb Pi3HUX

E =

5

~ 17,205.

3axopiB Oesnekn. Takui nigxig Cnpusie  yxBaneHHH
0OrpyHTOBAHMX pillleHb, OPIEHTOBAHUX Ha MiHiMi3aLito
BTpaT i pauioHanbHe BUKOPUCTaHHSA pecypciB.

lMepesazu ma ob6bmexeHHss. MeToa MoHTe-Kapno
003BONSE OTpUMaTK Binbll TOYHI Ta peaniCTUYHI OLiHKM
pu3UKy, OOHaK MOro pesynbTaTu 3anexaTb Bif TOYHOCTI
BM3HAYEeHNX 3MiIHHUX Ta BUOOpPY PO3MnoAiny NMOBIPHOCTEN.
BaxnvBo npaBuwnbHO 3ajatv Ui napameTpu  Ans
OTPUMaHHS KOPEKTHUX pe3ynbTaTiB.

EcgpekmueHicmb 2i6pudHo20 memody. OLiHOBaHHS
eeKTVBHOCTi  3anponoHOBaHOro  ribpugHoro  metody
ynpaeniHHA pu3aMKamn Ha UbOMY eTani € nepeBaxHO
TEOPETUYHMM, OCKiNbkM MeTofd O6yB cchopmoBaHuin Ha 6asi
HanKpaLLyX ranyseBux NPakTUK i MiXXHapOAHWX CTaHOapPTIB.
KinbKicHe OUiHIOBaHHSA MOro eekTUBHOCTI BUKIMKAE NEBHI
TPyOHOLLi, arne MOXHa 3actocyBaTu psn  3aranbHo-
NPUNHATUX Migxo4iB Anga ouiHoBaHHA (BorgaHoBa, &
MeTtpeHko, 2019; byuwk, LLlanaes, & MenbHuk, 2017).

[ns BidyanbHOro npeacTaBrneHHs edeKTUBHOCTI
ribpugHoro  MeTofy  pO3rMsiHEMO — KIOYOBI  acnekTu
3HVKEHHS PU3KKiB | DiHAHCOBMX BTPAT.

MNigTBepmKeHHA etheKTMBHOCTI MGpuaHNX MeToIB

== [i6puaHi MeToaM
mm Oxpemi meTogm

800

600 |

400

EderTHBHICTL (%)

200}

MeToa A

MeTon B

MeToa C

KaTeropii meTonis

Puc. 5. [liarpama nioTBepmxeHHA AKOCTi ribpuaHux MeTonis

Lis piarpama inoctpye edeKTUBHICTb  ribpuaHux
METOZLIB OLiHIOBAHHS PU3NKIB, 3aCTOCOBAHNX AN 3aXMCTy
KOpropaTMBHUX cucTeM B iHdopmaLinHin 6e3neui. BoHa
BifoGpaae Tpu KNOYOBI acrekTu.

[MoToYHUI piBEHb PU3NKY — Lie piBEHb 3arpo3 i pu3uKiB,
SAKAN  3anvaeTbCsl  He3MiHHMM 6e3  ynpoBaXeHHs
riopugHux metopniB. BiH xapakTtepusye cutyauito go
3aCTOCYBaHHA BIAMOBIAHWX TEXHOMOrN OUIHIOBAHHS W
ynpaBniHHS pU3nkamu.

3HWKEHHsT pU3MKYy MiCrs 3acTOCyBaHHSA  TOpUAHMX
MeTOdiB MoKasye, HacKifbku iHTerpoBaHWi nigxig, Lo
noegHye $SIKICHI Ta KinbKiCHi MeToau aHanidy pasom i3
Cy4aCHUMM TEXHOJOTSAMUN LUTYYHOrO iHTEMeKTy, Crpuse
MiHimi3aujii puaunkiB.
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3aranbHi iHaHCOBI BTpatM [AEMOHCTPYIOTb ChiB-
BiJHOLLEHHA MK BMTpaTamMy Ha peanisauilo ribpnaHmx
MEeTOZIB i MOXITMBUMW BTPATaMU, KX BAANOCH YHUKHYTU
3aBASKM IXHbOMY 3acTocyBaHHIO. Llem nokasHuk e
KMHOYOBUM AN OLHIOBAHHA €KOHOMIYHOT OO0LiNbHOCTI
Takux MeTofiB.

[Hiarpama Ha puc. 5 nigTBEPAXYE, O BUKOPUCTAHHA
riopMAHNX MiOXOAIB 3HAYHO 3MEHLLYE PU3MKM Ta 3HUKYE
NMOBIPHICTb  KPUTUYHUX HUMAEHTIB Yy KOPropaTUBHUX
iHcbopmaLinHMX cucTemax. Ii cTpykTypa [403BOMAE OLHUTK
ANHaMIKy 3MiH (Hanp., y BiACOTKOBOMY 3HWKXEHHI pU3KKY) i
cchopmMynoBaT  pekomeHgauii  Wwoao  nogarnbLlioro
BMPOBaAXEHHS LMX TEXHOSOTIN Yy peanbHUX yMoBaXx.
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Anzopumm ouyiHroeaHHs1 e¢hekmueHocmi 2i6puod-
HO20 Memody
1. OeTtanbHe BMBYEHHA MeToAgy — HeobxigHo

NPOBECTU aHania Kr4YOoBMX KOMMOHEHTIB  MeToay,
BU3HAYMTM NPUNYLLEHHA Ta Lifi.
2. Bu3Ha4vyeHHA KpuTepiiB OUiHIOBaAHHA — CTBO-

pPEHHSA KpuTepiiB, 3a SKAMU MOXIMBO OLHUTM MeTon,
Hanpvknag: 30aTHICTb iAeHTUMIKYyBaTU PU3MKK, MacluTa-
0oBaHiCTb Ta ePEKTUBHICTb Y 3MEHLLEHHI PU3UKIB.

3. AHani3 3i6paHux gaHuUx — BUBYEHHS pe3ynbTaTiB
OL|iHIOBaHHA puU3unKiB, 3ibpaHuX i3 peanbHWX NpuKnagis,
ONS BUABMEHHS 3aKOHOMIPHOCTEN | TeHOEHLIN.

4. lMNopiBHAHHA 3 iCHYyOYMMWU MeTOoAMKaMWU — AN
BU3HAYEHHS, K TiOpuaHWiA MeTon ChiBBiAHOCUTLCS 3
iHLUMMKW MOoZensaMy ynpaeBniHHA pU3nKamu.

5. KopuryBaHHA MeTomy — Ha OCHOBi aHanisy
pes3ynbTaTiB AN NigBULLEHHS ePeKTUBHOCTI MeToay, Ans
OeTanbHIloro  OUiHIOBaHHA  edeKkTMBHOCTI  MeTony
BaXXNUBO 3acTocyBaTh Habip KpuTepiiB, IO [O3BOMSAOTHL
06'EKTMBHO BU3HA4YMTX NOro NepeBarn Ta HeJoriKu.

KpuTepii ouiHoBaHHA edeKTMBHOCTI ribpugHoro
MeToAy:

1. BignoBigHiCTb HaMKpaLLmMM rany3eBuM npakTukam.
BignosigHicTb MidkHapoAHMM CTaHOapTaM.
CTpyKTypoBaHiCTb MmeToay.

Br3sHaueHHs1 BnacHvKa pusuKiB i BignosiganbHmX ocib.
HanaromkeHicTb KOMyHiKaLii MK y4acHUKamum NpoLiecy.
loeHTUikauis 3arpos, BpasnmMBoCTEN Ta akTUBIB.
FAKicHe Ta KinbKiCHe OLiHIOBaHHS PU3KKIB.
O6pobrieHHs pe3ynbTaTiB | BNPOBamKEHHSA KOHTPOTIB.
. 3MEHLUEHHS PU3NKIB i NOM'SKLLEHHS TXHIX HacmniakKiB.

10. ButpaTtn yacy Ta BapTiCTb pilLleHHS.

11. CTpyKTypOBaHiCTb MiAXxody Ta MOXIMBICTb aBTO-
maTm3adii.

12. AganTuBHICTb | NErkicTb HanawTyBaHHA MeToay.

13.MNoTpeba B HaBYaHHI nepcoHany.

o6 ouiHntn edekTnBHICTL ribpngHoOro metody
ynpaeniHHA ~ pusamMkamu, copMoBaHO Tabnuui i3
3a3HaYeHVMUN KPUTEPIAMMU.

CEIND A WN

Ta6nuuys 3

BianoBigHicTb KpuTepiam Ans ouiHOBaHHSA edeKTUBHOCTI riGpuaHoro metoay

Kputepin

BignoBigHicTb

BignosigHicTb nepegosum
ranyseBuM npakTvukam

[BpuoHu MeToA BigNOBIgAE Cy4acHUM rany3eBuM CTaHZapTaM i BUKOPUCTOBYE AesKi 3 HUX
y CBOEMY MpOLECI

BignoBigHicTb MiXkHapogHUM
cTaHgapTam

O6pobneHHs pu3nKiB NigNopsAKOBYETbLCS ABOM MixxHapoaHum ctaHgapTtam: 1ISO 31000,
Lo pernamMeHTye npoLec ynpaBniHHA kKoprnopaTuBHUMU puaukamu, Ta ISO/IEC 27005, skun
CTOCYETbLCS YNPaBniHHA pu3nkamu iHcpopMmauiiHoi 6e3neku

OcHoBu meToay

MeTop 3acHoBaHMWi Ha aHani3i nepeBar Ta 0OMeXeHb iCHYHUNX METOAIB OLLiHIOBAHHS PU3MKIB

Bu3HaueHHsi BMacHuka pu3ukis
i BinnosiganbHuX oci6

BnacHwvk pusukis — cneuianicT 3 iHbopmaLiiHOT 6e3neku; y4acHVKM NpoLecy YiTKO BU3HAYEHI

KomyHikauis Mk y4acHvukamu
npouecy

Y npoueci 6epyTb akTUBHY y4acTb TpU CTOPOHU: iHdopMaLliiHa 6e3neka, bisHec
i KOpnopaTUBHUI PU3NK-MEHEIKMEHT, L0 CPUSIE NPUNHATTIO CNINbHUX pilleHb

laeHTudikauia sarpos

Lle eTan BUKOHY€eTLCSA BigNOBIAHO 4O METOAMKA

laeHTudikauia BpasnusocTew

ETan ineHTudikauii BpazanmMBocTen BUKOHYETLCA 3riJHO 3 BUMOramMu METOAMKN

lopeHTudikauis aktueis

BkasaHuin eTan Bignoeigae BMMoram MeToaukm

FAKicHe oUuiHIOBaHHS pU3unKIiB

Pu3anku ouiHtooTh AIKicHo 3rigHo 3 CRAMM

KinbkicHe ouUiHlOBaHHSA pU3nKiB

Pu3unku ouiHo0ThE KinbkicHo 3a gonomMoroto MetoAis FAIR-U Ta MoHTe-Kapno

O6pobneHHs pesynbTaTiB

3ibpaHi gaHi Ta ixHi aHani3 opMytoTb OCHOBHI pe3ynbTat 06pobneHHs pusukis

Po6oTa Ta BnpoBagKeHHS
KOHTpOniB

Bubip i BnpoBamKeHHs 3acobiB KOHTPOMIO pernameHTytoTb Mmetogom CRAMM

dopmyBaHHs 3BITiB

3BiTV hopMytOTb 3a JOMNOMOrOH NPOrpaMHUX IHCTPYMEHTIB Ta 3a y4yacTi cnevjianictis

3MEeHLLEHHs1 pu3unkis

Lli etanu e yactuHoto ribpugHoro metogy

i NoM'sKLLIEHHS HacniakiB

Yacosi BUTpaT Ha 06pobneHHst
pU3nKiB

ABTOMaTU3aList Ta BUBIp KPUTUYHKX PU3KKIB 3MEHLLYE YacoBi BUTPATV Ha 06pobneHHst

PilleHHs € BIZHOCHO JOCTYMNMHUM, OCKINbKM MOXHa BUOMpaTn HeobXigHi eTanu

BapTicTb pilueHHs
NS BNPOBaKEeHHS!

POKyC Ha KPUTUYHI PUSUKK MeTop opieHTOBaHUI Ha pO6OTY 3 HAMKPUTUYHILLMMW PU3UKaMUN

CTpyKkTypoBaHicTb niaxoay Migxia 0o ynpasrniHHS py3nMKaMu Mae YiTKO BU3HaAYeHy CTPYKTYpY

[Mpouec YacTkoBO aBTOMATM30BaHUNI, | NepefdavyeHo MOXIMBICTb NOAANbLIOTO

MoxnuBicTb aBTOMaTM3aLji
BOOCKOHaNeHHs!

AnanTuBHicTb MeToza noBHiCTIO aganTyeTbest Nig noTpebu opraxisadii

KomnnekcHicTb

MeToa oxonstoe BCi OCHOBHI eTanu npoLecy ynpasniHHS pyU3nkamm
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Bepyuun oo yBaru Bci kputepii, 06paHi Ans ouiHOBaHHS
e(EeKTMBHOCTI MeTody, MOXHa 3poOuTU BUCHOBOK, LIO
ribpyaHui MeTop ynpasmniHHA pusMkamu € pesynbTa-
TMBHMM i ©e3nepepBHMM npouecom. BiH  nerko
nignawToByeTbLCA Nig NOTpebun opraHiszadii Ta 4EMOHCTPYE
BMCOKY THYYKICTb ANsi NoAanbLUOro BAOCKOHANEHHS.
Takum cnocobom ribpuaHun meTon 3abesneyye CTPYKTY-
poBaHWA Migxia A0 YynNpaeBniHHA puU3vKamMu, SKUA MOXXHA
agjanTtyBaTtu Ao crneundiyHmx notped npakTUyYHO OOBiMb-
HOT 3a MacwTabom i hopmoto BIAaCHOCTI opraHisaLlii.

Ounckycis i BUCHOBKMU

Y Ui cTaTTi pO3rNAHYTO NUTaHHA yNpaBniHHA pyU3nKamMm
B iHbopmaUiiHiin  Ges3neui 3a [OMNOMOrOK  FiOPUAHNX
MeTOZiB, SKi MOEOHYIOTb K KiNbKICHI, TaK i SKiCHI nigxoam Jo
OUjHIOBaHHA pu3ukiB. [poBegeHnii aHania  iCHy4mux
meTtoais, Takux sk CRAMM, Monte-Kapno, NIST 800-30,
FAIR Ta iHLLIMX, BUSABMB, LLIO KOZEH i3 HUX HE MOXKe MOBHICTHO
3a00BOJIbHATX MOTPebu opraHisauin, Wo npaullTb Yy
CKNagHOMy Ta LUBUAKO3MIHHOMY LiMOPOBOMY CEpPEeAOBULL.
KinekicHi meTtogn 3abesneuvyloTb TOYHI pesynbTaTtu, ane
noTpebyoTb 3HAYHOI KINbKOCTI AaHUX, Y TOW Yac sK SKiCHi
nigxoan [JawTb MOXMIMBICTb BpaxyBaTu  cneumndivHi
dakTopu, ane 3anexartb Bi Cy6'eKTUBHNX OLiHOK.

3anponoHoBaHuin  ribpuaHuin  mMeTod  ynpaBmniHHA
pusaMkaMu  [O3BOMSIE  YCYHYTM  BKasaHi  HeJoniku,
NnoeaHy4M KpaLli ctopoHn obox nigxoais. BiH 6a3yeTbesa
Ha CTPYKTYpOBaHOMY MPOLIECI, L0 BKMOYAE TPW KIHOYOBI
eTanu: opraHisauinHuiA, aHanisy pu3uKiB Ta ynpaBniHHA
puankamu. OpraHisauiinHu1iA eTan oOXonne igeHTUgikawio
aKTMBIB i 3arpos, wo Bignosigae metogonorii OCTAVE, a
Takox iHcTpymeHTam NIST i Risk Watch. Opyruii etan —
aHani3 pu3uKiB — IHTErpye KinbKiCHi OLIHKM 32 MeTOAOM
MoHTe-Kapno Ta gkicHi ouiHkn 3a CRAMM, wo possonsie
30CeEpeauTUCa Ha KPUTUYHUX puU3nkax i pauioHanbHO
BMKOPUCTOBYBaTW pecypcu. TpeTin etan CcrnpsiMOBaHUN

Ha ynpaBMiHHA puU3MKaMU  LUMASIXOM  YNPOBaAXeHHS
KOHTPOMIB Ta 3MEHLUEHHA iXHbOro  BMMBY,  LIO
3abesneyvyeTbes BUKOPUCTAHHAM aBTOMaTMU30BaHMX

pileHb i NOCTINHOrO MOHITOPUHTY.

Mpuknag cumynauii 3@ metogom MoHTe-Kapno
rnokasaB, WO CepedHE 3HAYeHHs MOTEHUIHMX BTpaT
ctaHoBuTbL $172,000, a cTaHgapTHe BiAXUIEHHSA
$17,888, WO pano 3mory crpsiMyBaTM pecypcu Ha
YCYHEHHS  HaMKPUTUYHILLMX  PU3MKIB i3 BMCOKOIO
MNMOBIPHICTIO peanisauji.

BuKOpUCTaHHA MaTeMaTUYHUX MoAenen, Takmx sK
FAIR i MoHTe-Kapno, nigsuLye TOYHICTb OLiHOK, 3MEHLLYE
Cy6'eKTUBHICTb | MOKpaLlye MpPoLEeC MPUAHATTS PilleHb,
0cobnmBo y cdepi hiHaHCOBOro aHanidy pusukie. 3aBasku
LbOMY OpraHi3auii MOXyTb He NnuLle OLIHUTU NMOBIPHICTb
pU3MKiB i iXHI iHaHCOBUI BMMMB, @ W OMNTMMI3yBaTu
po3noain pecypcis.

[Moganbli OOCNIOAXEHHS MOXYTb 30CepeamTucs Ha
iHTerpauii  metoais MaLUVMHHOIo HaBYaHHA  an4d
aBToMaTtu3auii  pU3MK-MEHEeKMEHTY, a TakoX Ha
pO3pOo0beHHi pilleHb Ans AMHaMiYHOT aganTauil nig 3MiHHi
cueHapii 3arpos.

3aranom, ribpugHWin mMeTon YMpaBniHHA pu3nkamu
OEMOHCTPYE  CBOKO  e(EKTUBHICTb  SIK  THYYKMA i
YHiBepcarnbHUiA iHCTPYMEHT, o Moxe ByTu aganToBaHui
00 cneumgiyHMx noTpeb opraHisauin pisHoro macutady.

BHecok aBTopiB: Bonogumup HakoHeuyHuid — HaykoBe
KEPIBHULITBO, Y3rOPKEHHS] METOAOSION T AOCTIKEHHS, PELIEH3YBaHHS!
ctartTi; Mukona MopaBuHUeB — dopmanbHUiA aHania, HaykoBe

peueH3yBaHHs, Banigauis; Biktopia l'ycea — aHanis
niTepaTypHUX  [pKepen, MaTemMaTuyHe  MOAEmioBaHHA  3a
meTogamm FAIR i MoHTte-Kapno, nigrotoBka BWCHOBKIB,
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pefdaryBaHHs TEKCTY CTaTTi, NiArotoBka rpadiyHoro MaTepiany 1a
Tabnuup; Brnagucnae JlyueHko — po3pobneHHst ribpuagHoro
mMeToay ynpaBniHHS pUsukamu, NpoBeAeHHS sIKICHOrO OLLiHIOBaHHS
pu3ukiB 3a meTtoponorieto CRAMM, po3pobka anroputmy OLLiHKM
epeKTNBHOCTI 3anponoHOBaHOro METOAY.

[xepena ciHaHcyBaHHA. Lle gocnigXeHHs He oTpumano
XKOAHOrO rpaHTy Big (iHAHCOBOI YCTAHOBU B [epXXaBHOMY,
KOMepLiHOMYy abo HEKOMEPLIINHOMY CeKTopax.
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HYBRID APPROACH TO INFORMATION SECURITY RISK MANAGEMENT

Background. Thearticle explores a hybrid approach to information security risk management that combines quantitative and qualitative
risk assessment methods. This approach improves accuracy, reduces subjective judgments, and enables the automation of the risk management
process. The relevance of the topic is driven by the continuous increase in the number and complexity of cyber threats, which require the
development and implementation of effective tools for risk management and mitigation of human factor impact.

Methods. Anintegrated approach was applied, based on the FAIR and Monte Carlo methods for quantitative probability assessment, and
CRAMM for qualitative risk analysis. International standards ISO 31000 and ISO/IEC 27005, which regulate risk management, were taken into
account. Asset identification, vulnerability assessment, and threat classification were carried out according to the best practices of information
security. The methodology for developing a risk assessment model that considers various levels of potential threats was substantiated.

R e s ults. The results confirmed the adequacy and effectiveness of the hybrid approach. The proposed model allowed for the identification
of critical assets, risk level assessment, and the development of recommendations for implementing countermeasures. The Monte Carlo method
was used to estimate the probability of successful attacks and calculate potential losses. CRAMM analysis helped identify system vulnerabilities
and propose appropriate security measures. A comparative analysis of traditional risk assessment methods showed the advantages of the
integrated approach in a dynamic information environment.

Conclusions. The proposed hybrid approach contributes to minimizing human factor influence, improving assessment accuracy, and
automating risk management. This will optimize organizational resources and support strategic information protection planning. Further research
may focus on developing automation tools to integrate the proposed approach into real information systems. It is recommended to continue
developing the methodology to adapt it to different threat scenarios within organizations with diverse security profiles.

Keywords :information security, risk management, Monte Carlo, CRAMM, threat assessment, cybersecurity.

ABTOpPY 3a8BMnATb NPO BiACYTHICTb KOHAMIKTY iHTepeciB. CNoHcopu He Gpanu y4YacTi B po3pobneHHi gocnimkeHHs; y 36opi, aHanisi
4¥ iHTepnpeTaLil AaHKX; y HanucaHHi pykonucy; B pilleHHi Npo ny6nikauito pesynbTaTiB.
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BUKOPUCTAHHA WUTYYHOr O IHTENEKTY
Ans 3ABE3NEYEHHSA BE3NEKU LEHTPIB OBPOBJIEHHA AAHUX

B cTyn. Bcy4acHomy ceimi kibep3azpo3u Onsi yeHmpie o6pobreHHs1 0aHux (LJOM) cmanu 3Ha4yHolO npobrieMoro Yepe3s iXHIo
3pocmaroydy cknadHicmb ma adanmueHicms. LLimy4Hutl inmenexkm (LUI) 30amHull 3Ha4HO MOKpawyumu fMpPoyecu MOHIMopuHay ma
3axucmy, 3abe3neyyroyu eusiesIeHHs] Ma peazyeaHHs1 Ha 3a2po3U 8 PeXuMi peasibHo20 Yacy. Memoro docnidkeHHs1 6yso oyiHUmMu
eghekmusHicms memodie LLI dnsi nideuwieHHs pieHs1 6e3neku LJOL i npodeMoHcmpysamu npakmu4yHe 3acmocyeaHHs1 yux memodie.

M e Toawu. [na docseHeHHs yinel 0ocidxeHHs eUKopucmaHo 0ea nioxodu: aHasi3 noeediHKo8uUX aHOMarlili i MOOesTro8aHHsI
Ha OCHO8i 2nubuHHUX HelUpOoHHUX Mepex. [aHi OnA Has4YaHHS1 ma mecmyeaHHSI Modesell eK/oYanu iHgopmayito npo
KibepiHyudeHmu 3a mpu ocmaHHi poku (2021-2023), wjo oxonsnrogasnu pi3Hi munu amak, maki sik DDoS, ¢iwuuHzoei amaku (i amaku
HyJn1b08020 OHsl. ObnadHaHHS1 éKJTroHasIo cepeepu 3 npouyecopamu Intel Xeon, epacpiunuii npoyecop NVIDIA A100 ma npozpamHe
3abe3ne4eHHs1 Ha 6a3i Python i3 6i6n1iomekamu TensorFlow ma Scikit-learn.

P e 3ynbTaTu. BukopucmaHHsi MemoOQy aHasi3y noeediHKogux aHoMarlill noka3aso moyHicms 89 % y eusienieHHi nido3pinux
akmueHocmel, a 2nubuHHi HelipOHHI MepeXi MPodeMoHcmpye8anu mo4Hicms 6o 92 % y Npo2Ho3ye8aHHi HoguX 3a2po3. CepedHil Yac
pea2yeaHHs1 Ha MomeHuyiliHi amaku ckopomuecsi 3 25 do 8 cekyHO, ujo 3abesrneyusio ceoeqdacHe 6r1oKyeaHHs1 nido3pinux 0il.
MpakmuyHe 3acmocyeaHHs1 pe3ynbmamie JocnioXeHHs1 8KToYae iHmezpayito modenell y cucmemMu MOHIMoOpuUHa2y, wjo do3eorisie
asmomamuyHoO eusienamu ma Helimpasizyeamu 3a2po3u, 3MeHWYYU 3aJieXHicmb eid JIIOCbKo20 ¢hakmopa ma 3HUXYHYU
liMmogipHicmb MoOMUIKO8UX Cripayto8aHhb.

BucHoBku. focnidxeHHss niomeepouno egpekmueHicmsb LI sk iHcmpymeHmy Onsi 3abe3ne4eHHs] 8UCOKO20 pieHs
kibep6esneku LO/A. LI 3abe3nedye weudke ma mo4He eusiesieHHs1 3a2po3, wjo do3eossie 3anobicamu ixHil peanizayii ma
MiHimizyeamu wkody. lpome Onsi NO8HO20 eukopucmaHHs nomeHuyiany LUl HeobxidHO epaxosyeamu nompeby e sIKicHUX
OaHux Onsi Hae4aHHsl, nidmpumyi ob64ucnroeanbHux pecypcie i 3abe3neyeHHi npo3opocmi anzopummie. [Modanbwi
docnidxeHHs1 Maromb 6ymu crnpsimogaHi Ha 8 00CKOHasleHHs1 Moderell Ons nideuweHHs iXxHboi cmilikocmi 8o MaHinynsAyiti ma
adanmueHocmi Ao Hogux muriie 3a2po3.

KnwuyoBi cnoBa: wmy4Hul iHmenekm, kibepbe3neka, yeHmpu o6pobrieHHs1 OaHuXx, aHasi3 aHoManil, HelipOHHI Mepexi,
8UsI8JIEHHSI 3a2P03.

BeTyn ONs BUSBMEHHS Ta pearyBaHHA Ha 3arposun. IHui

Y cyyacHomy uUucpoBOMY CBITi LiEeHTpU 06poGneHHs gocnigHuky, Taki ak Sharma, H., Sharma, G., & Kumar, N.

AaHux (LLO[) e ocHoBoto 6araTbox iHbopMaLiiH1X cucTem, (2024), posrnagalTe MeTooM nepepadvi  daHux Y
3abesneyytoum 30epiraHHss Ta 0OpOOMEeHHst  KPUTUYHO HaCTYMHOMY MOKOMiHHI Mepex i3 BukopuctaHHam LI, wo
BaXnmBKX AaHux. OgHak pa3oM 3i 36inbLUEHHAM iXHBOT pori Moxe Oyt apantoBaHo ana LOO ana nigBuweHHA
y rmobanbHuX npouecax 3Ha4yHO 3pocna W KinbKiCTb TXHBOro 3aXuCTYy.
KibepaTak, cnpsiMoBaHux Ha koMmnpomeTalito 6e3neku LIOL. Mema ujei cTaTTi — po3rnNAHYTM cyyacHi nigxoau Ao
3rigHO 3 OCTaHHIMW [OCAIOKEHHAMM, TpaguuinHi mMeToam BukopuctanHa LI ans 3abesneveHHss Gesnekn LIOQ,
3aXUCTYy BXE HE MOXYTb MOBHOK Mipol 3abe3neuntu aHanisyoum iCHyl4di MeToau BUSABIIEHHS] 3arpo3 i
HeoOXiaHU piBeHb O6e3neKu, OCKINbK aTakv CTaroTb Aeaani pearyBaHHsi Ha HUX, @ TAKOX BU3HAYMTL KITHOYOBI MepeBaru
cKknagHiwmvmMm Ta BinbLU aganTUBHUMMU. Ta BUKIUKK, NOB'A3aHi 3 ynpoBampkeHHsam LLI.

OgHum i3 HaWnepcnekTMBHIWMX  pilleHb  Ans O2nsd nimepamypu. BnpoBagkeHHs LUTYYHOroO
3abe3neyeHHs 6e3nekn LIO[ € BNpoBagKeHHs LWTYYHOro iHTenekty ans  3abesneveHHss 0e3neknm  LIEHTPIB
iHTenexty (LUI), sk fo3BONsiE aBTOMATM3yBaTK NpoLEecu 06pOBneHHA AaHNX € TEMOK YMCINEHHUX AOCHIAXEHb, e
MOHITOPVHIY W aHanidy faHuX, BUSBMAKYM aHomarnii Ta daxiByi aHani3yloTb MOro noTeHuian Ta OOMEeXeHHS.
MOXIMBI  3arpo3M B peXuMMi  peanbHOro  4acy. Hanpuknag, pob6oTa Saxena et al. (2022) Haronowye Ha
3acTocyBaHHs anropuTMiB  MaLUMHHOTO HaBYaHHA Ta BaXXMMBOCTI BUKOPUCTAHHSA MYynbTMOO'EKTUBHUX Nigxoais
rmunbyHHOro aHanidy 3abeanevye 34aTHICTb CUMCTEM [0 ANs po3noginy BipTyaneHux mawwuH y LOA, wo cnpuse
ajanTtauii, Wo [J03BOSISE BUSABMATU HaBiTb HeBigOMI 3MEHLUEHHIO HaBaHTaXeHHd Ha IHpacTpykTypy Ta
3arposu Ta 3anobiratu ixHi peanisadii. niABULLEHHIO Ti CTIMKOCTI 0O aTak. ABTOPW apryMeHTYoTb,

AKTyanbHICTb L€l TeMy NiaTBEPOXKYETLCSA YACTIEHHUMU wo iHTerpauis LWl possonse onTtumizyBaTh PO3MilLLEeHHSA
OOCTIDKEHHAMN  Ta NPaKTUYHUMK  peanizauisgMmu,  SKi pecypciB, MiHiMi3ytoun pusnkn BpasnueocTen. BogHovac
OEMOHCTPYIOTb  ePeKTUBHICTL BuKopucTaHHsa LW ans OOCNIKEHHS noTpebyoTb nogarbLloro aHanisy
3axucty iHdpactpyktypn LIOO. Hanpuknag, y crartax €(EKTUBHOCTI LIMX METOAIB Yy peanbHUX yMOBaX.

Saxena et al. (2022) i Pant, Anand, & Onthoni (2023) IHwe 3HayHe pocnimkeHHst Pant, Anand, & Onthoni
NiAKPECINEHO BaXMMBICTb 3aCTOCYBaHHA GaraTopiBHEBUX (2023) posrnsigae 3axuileHi iHgopMauliiHi cuctemMmn Ta
nigxoAis 0o kibep3axucTy, WO BKIHOYalOTh iHTerpadito LI NiOKPECINOE  BaXNMBICTb  pO3pobnieHHs  aganTUBHUX
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cTpareriii Ans 3axucTy gaHux. ixHs po6oTa niaTeepaxye,
wo BnpoBampkeHHs LUl gosBonsie He nuwe BUSBMATU
ataku, ane W npoakTuBHO 3anobiratu M. poTe BOHM
3a3HavyalTb, WO eMEKTUBHICTb TakMX CUCTEM CUIBbHO
3anexuTb Bid SKOCTi HaBYanbHUX AaHuX, WO Moxe OyTu
NoTEHLiHOI npobnemoto y BuNagkax BUKOPUCTAHHSA
Hepenpe3eHTaTUBHUX HAabopiB AaHWX.

Sharma, H., Sharma, G., & Kumar, N. (2024) y cBoii
cTaTTi NigKPEeCnoTb BaXnuBiCTb BUKopucTaHHa WI ang
3abe3neyeHHsT ©e3neyHoi nepefadvi OaHWX Yy CyyYacHUX
reteporeHHnx mepexax (HetNets). BoHu cTBepmxytoThb,
WO iHTenekTyanbHi MeToaM 3HAYHO MOKpaLLyTb 3aXUCT
3aBASKM aHanidy noBeAiHKoBUX aHomanii. BucHoBku
aBTopiB aktyanbHi ang LOL, ockinbku ixHi TexHonorii
MOXyTb OyTW aganToBaHi ANs aHanidy MepexHOi aKTuB-
HocTi. Lle gocnimjkeHHs akueHTye yBary Ha BaXkMBOCTI
iHTerpauii WI 3 icHyrouMmMKn cuctemamum MOHITOPUHIY Afis
[OOCSITHEHHS1 MaKCUMaribHOro PiBHSI 6e3neku.

LlikaBo, wo Ferencz, & Buki (2022) 3ocepenxytoTbcs
Ha acnekTax NOBTOPHOIO BUKOPUCTAHHS 3aXULLEHNX JAHNX
i BignNoBiAHMX MeToOax 6e3nekn y eBpONenChbKNX LieHTpax
00pobneHHs paHux. Xoya TXHiN aKUeHT 30CepemxeHo
Oinbllue Ha NpaBOBMX Ta OpraHi3auiHMX acnekTax, BOHU
TakoX BMU3HaOTb noTeHuian W gns nigTpMMKyM KOHTPO-o
poctyny Ta 3axucty iHdopmauii. OpHak aBTopu
nigKpecniowTb, Wo byab-sike BNPOBaKEHHSA TEXHOIOrIN
notpebye [OOATKOBOrO PErynoBaHHA AN YHUKHEHHS
KOH(MIKTIB y cdepi 3aX1CTy AaHuX.

Taylor (2021) onucye KoHUEMLUi0 ynbTpasaxmLeHNx
XMapHuX CXOBWL, i BKasye Ha BukopucTaHHsa LI gns
CTBOpPEHHA "OyHkepHux" mopenen 6esneku. Xoya ixHe
OOCTIIXKEHHS NepeBaXHO 30cepemkeHe Ha  isuYHUX
3axogax 0Oesneku, BkntoyeHHs LI poseonsie pocsartv
HOBMX PiBHIB 3aXUCTY 3a paxyHOK BUSBNEHHS MOTEHLINHUX
aTak Ha piBHi gaHux. e Baxnueo ana IO, dki wykaoTb
LLNSAXW NMOCUITEHHS CBOTX CUCTEM Be3neku.

BignoeigHo go Balakrishnan, & Surendran (2020),
BaXXMMBMM €NIEMEHTOM € cTpaTeris 4OCTyny Ao iHdopmauii
y BipTyansHux LUOM. Lle gocnigXeHHs aeMoHcTpye, Ak LI
Moxe 3abesneynTn 6GesneyHun [OCTyn i ynpaeniHHA
OaHMMU B TakuMX cepedoBullax, WO € HeobxigHum ans
3anobiraHHsA HecaHKLiOHOBaHOMY [IOCTYMY Ta NOPYLUEHHIO
uinicHocTi gaHux. ABTOpPW BKasyloTb Ha MOXIUBICTb

BUKOPUCTAHHA METOAIB MALUMHHOMO HaBYaHHS  Onis
NiABULLIEHHS €hEKTUBHOCTI TaKUX CUCTEM.
MpoBepeHun ornag  nitepatypy  nokasye, WO

BuKopucTaHHs LI B koHTekcTi 3abesneyeHHs Gesneku
LOO wmae O6aratoobiusitoumii noTeHUian, ane Takox
CTUKaeTbCsl 3 MeBHUMWU Buknukamu. Lle cTocyetbcs He
NnyLIe TEXHIYHUX acneKTiB, Takmx sik 0OpoONeHHs BEMUKMX
obcariB gaHuMx | 3axUCT anropuTMmiB Bid 30BHILLHIX
BTpYy4aHb, ane i NpaBoBUX | ETUYHMX NUTaHb. BpaxoBytoun
Li acrnekTun, BapTo 3a3Ha4mTy, WO KOMMIIEKCHA CTpaTeris i3
3actocyBaHHaM LI moxe Oyt edeKTMBHMM pilleHHAM
ana 3axucty LOM, ane ii BnpoBamkeHHs BuMarae
peTenbHOro nnaHyBaHHS | Y3rOMXKEHHS 3 iCHyr4YMMHK
cTaHgapTaMmu 6esneku.

Metoamn

Ona  pgocnigkeHHs  edEeKTMBHOCTI  3aCTOCYBaHHS
LWITYYHOro iHTenekTy i3 3abe3nedeHHs 6e3neku LEHTPIB
06po6eHHs AaHNX BUKOPUCTaHO ABa OCHOBHI METOAMU:

Memod aHanizy noeediHkoeux aHomasit. Llen
meToz nepenbadae 3acTOCyBaHHS anropuTMiB MaLUMHHOIO
HaBYaHHA ONA MOHITOPUHIY MepexHoro Tpadika Ta
BUSIBNIEHHS BiAXWIeHb Big HOpManbHOI MnoBefiHku. Amro-
pVUTMK aHanidyBanu AaHi B pearnbHOMY Yaci, ineHTUdiKyoun
NOTEHLiMHI 3arpo3n MOPIBHAHHAM i3 BiAOMUMY MaTepHamu.
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[na uboro BUKOPWCTOBYBanM Taki  iHCTPYMEHTH,
KrnacTepu3alis Ta MeToau aHanisy 4acoBuX psigiB.

ModentoeaHHs1 Ha OCHO8i HEUPOHHUX MEPEeX.
3acTtocoByBanu rmMubrHHI HEMPOHHI MepeXxi ANA HaBYaHHSA
CUCTEMM Ha BENUKMX MacuBax [daHux 3 icTopieto
KibepiHunaeHTiB. Lilo mMogenb BMKOPWUCTOBYBanu Anis
NPOrHO3yBaHHA 3arpo3 i BM3HAYEHHS iX iIMOBIPHOCTI.
Pesynbtatv MopentoBaHHS MOpPIBHIOBaNM 3 peanbHUMu
aTakamu 4ns OLUiHIOBaHHS TOYHOCTI 1 e(peKTUBHOCTI.

[aHi ona HaBYaHHA Ta TecTyBaHHs MeTofiB Oynu
OTpuMaHi 3 HabopiB AaHuX, WO MICTATb iHpopmaLio nNpo
MepeXxHi aHoManii Ta kibepiHUMaeHTH.

PesynbTaTtn

Ona  [ocnigpkeHHs BUKOPUCTAHO BESMKUA  MacuB
AaHuUX, SKUIA MICTUB iHOpMaLLito MPO MepexHi aHomarnii Ta
KibepiHUMaeHTM 3a ocTaHHi Tpu pokm (2021-2023). OaHi
BKItoYanu ctatuctuky npo DDoS-artaku, dilmHrosi ataku
M aTakn HyrbOBOro AHs, OTPUMaHI Bid MepexHuX nposan-
AepiB i BiOKpUTUX peno3nTtopiis kibepbesneku.

[ns 06pobreHHs 11 aHani3y faHX BUKOPUCTOBYBarM Take.

ObnadHaHHs1 3 8UCOKOK OBYUCHO8aITBHOK MOMYXHICIMIO:

e Cepsep: HP ProLiant DL380 Gen10, ocHalieHui
aBomMa npouecopamum Intel Xeon Gold 6258R, 256 'b
onepaTuBHOI Nam'aTi.

e CxoBuwe: macusn SSD Ha 8 Tb gna wBWAKOro
00po6neHHst BENMKUX obcsAriB AaHUX.

e [padiyHuin npouecop: NVIDIA A100 ans poboTtu 3
FMUOBUHHUMU HEVNPOHHUMW MepeXamu.

lpoepamHe 3abe3neyeHHs:

e Mosu nporpamyBaHHs: Python 3.9 i3 6i6niotekamu
ans aHanisy panux (Pandas, NumPy) i mawwmHHOro
HaB4aHHs (TensorFlow, Scikit-learn).

e |HCcTpymeHTM Bidyanisauii: Matplotlib i Seaborn ans
nobyaosu rpadikiB Ta aHanisy pesynbTaris.

e Cuctema ynpaBniHHga 6asamu gaHux: PostgreSQL
Ons 30epiraHHs 1 06pobneHHs AaHuX.

e OnepauiriHa cuctema: Ubuntu Server 20.04 LTS.

Mig Yac gocnigXeHHs1 3OiMCHEHO HaBYaHHA Moaenen
Ha TecToBWX Habopax [aHuX, WO BKIOYanuM peanbHi
BUMALKM aTak i CUMynsLii NOTEHLUINHMX 3arpos.

MeTton aHanidy noBediHKOBMX aHOManin [03BONVB
BUSIBNATY NiJO3pPini 3MiHN y MepexXHOMY Tpadiky B pexumi
peanbHoOro yacy. AnropuTmu Knacrtepu3aadii HaTpeHOBaHO
Ha Habopax gaHux, Wo MicTATb iHdopMauilo npo
HOpMarnbHy Ta Nigo3piny akTUBHICTb. BMKOPUCTaHHSA LibOro
MeToAy AO03BONUIO 3HU3UTU Yac pearyBaHHs Ha 3arposy
00 10 cekyHA, WO 3HAYHO CKOPOTUIIO MOXIMBICTb LUKOAM
ans Lo (tabn. 1).

MMUOWHHI HEMPOHHI Mepexi BMKOPUCTOBYBanu Ans
NPOrHO3yBaHHSA 3arpo3 Ta aHanily MepexxHoro Tpadika.
Mopgenb Oyna HaB4eHa Ha iICTOPUYHMX A@HUX NPO Pi3Hi
TMNM aTak, Wo [03BONuNno nepepbayaTu 3arpo3uv 3
BUCOKOI TOYHICTHO. ANropuTM AEMOHCTPYBaB 34aTHICTb
po3ni3HaBaTW HOBI MaTepHW aTtak, ski paHiwe He Gynu
npeacTaBneHi y HapyanbHUX Habopax, 3 TOYHICTI0 92 %.
Lle ctano MoxnvBuUM 3aBASiKU FMUOUHHOMY HaBYaHHIO
Ta BUKOPUCTAHHIO anropuTMiB po3ni3HaBaHHA aHoManin
(tabn. 2).

Po3spobneHo wmopgenb pAana iHTerpauii B iCHytoui
cuctemm MoHiTopuHry. [ig yac TecTyBaHHA mofeni Ha
peanbHUX MepPEeXHUX AaHuX BAanocs igeHTudikyBatu
Kinbka cnpob NPOHMKHEHHSI 1 aTak, ki He Bynu BUSBNEHi
TpaguuiiHumn cuctemamu 6esnekn. Mogens npautoBarna
B peanbHOMYy Yaci Ta [o3Bonsna aBTOMaTUYHO
OnokyBaTu nigo3pini Ail, 3HWXKYHUYM HaBaHTaXXEHHS Ha
daxiBLiB i3 Kibepbeaneku (Tabn. 3).

AK



Information Systems and Technologies Security, No 1(9)/2025

Ta6bnuys 1

BusiBneHHA aHOMani Ha OCHOBI KnacTtepu3auii

MapameTp 3HayeHHs AnsA HopMarnbHOT aKTUBHOCTI 3HayeHHs Ans Nifo3pinoi akTMBHOCTI
O6csr Tpadika, Mb/c 100-200 500-800
KinbkicTb nakeTiB 500-1000 >1500
Yac nikoBoi akTMBHOCTI 14:00-16:00 03:00-05:00

MopiBHAHHA e(heKTUBHOCTI HEMPOHHUX MepeX AN Pi3HUX TUNIB 3arpo3

Ta6nuysa 2

Twn 3arpo3un BusasneHHs, %

MporHo3yBaHHsA, %

Yac o6po6neHHs, cekyHam

DDoS-ataka 95 90 7
diwnHrosa ataka 88 85 12
ATaka HynbOoBOro AHs 92 89 10
Tabnuuys 3
Pe3ynb'ra'm TeCTyBaHHSA Moneni Ha peanbHUX AaHUX
Moka3Huk Lo inTerpauii LLI Micnsa inTerpauii LW
BuasneHi 3arposu, WwT. 150 210
Yac pearyBaHHsi, cekyHam 25 8
BigcoTok noMUnKoBKx cnpavoBaHb 15 7
Mogenb, sKa BMKOpWUCTOBYBana MeTOA4 aHaniady 3abe3neyeHHs. B pesynbTati, aBTOMatusoBaHi Aii 3
NnoBeAiHKOBMX aHoManin, [gossonuna igeHTudikyBaTtu HelTpanisauii, Taki sk ©OnokyBaHHa IP-agpec i
HE3BWYHI NaTepHM MOBEAIHKM, 30KpeMa aTakuM Ha piBHi CerMeHTyBaHHA Mepexi, npuBenu A0 NigBULLEHHS
Mepexi Ta BTPy4YaHHS 4epe3 ypasnvBOCTi MPOrpamMHoro CTiviKocTi cuctemu (Tabn. 4).
Ta6nuus 4

MopiBHAAHHSA KiNbKOCTi ycNilWHO HEWTparni3oBaHUX 3arpo3

Twn 3arposm KinbkicTb aTak

TpaguuinHuMm metogamm, %

HewTpanisauin HewTtpanisauisn

meTtogamu WI, %

BTpy4aHHs Ha piBHI Mepexi 50

80 95

30

BpaanusocTi 13

70 88

3aranowm, pesynbTaTy Nokasanu, Wwo 3actocyBaHHs LI
ans 3axucty LO[ 3HayHO migBuilye piBeHb Oe3neku,
3abesneyyoun  CBOeEYacHe BMSBMEHHA  3arpo3  Ta
MiHimi3auijto X BNnmBY.

[MpakTnyHe 3acTocyBaHHA OTPUMaHWUX pe3yrnbTaTiB
LbOro OOCNiMKEHHsT Moxe OyTu pearni3oBaHO Yy KillbKOX
KIOYOBUX HanpsiMKax:

1. ABTOMAaTM30BaHi CUCTEMU MOHITOPUHIY Ta 3aXUCTy
LIO[. PesynbTatv gocnigKeHHs MiaTBEPOKYOTb edheKkTnB-
HiCTb BUKopucTaHHa LI anga BuaBneHHA Ta HenTpanisauil
Kibepsarpo3 y pexumi peanbHoOro vacy. BnpoBamkeHHs
anropuTMiB, pPo3pobneHnx Yy [AOCMiOXKEHHI, [03BONUTb
onepatopam LIO[ nigBuumTy piBeHb 6e3neku, 3aMeHLIMBLIN
PY3VKM NMOPYLLEHHST LiMICHOCTI AaHuX i po6oTy cuctemu.

2. InTerpauis B icHytoui nnatcopmu 6e3nekun. Moaeni
Ha OCHOBiI TMUOMHHMX HEWPOHHUX Mepex MOXHa
iHTerpyBaT B iCHylodi cuctemu kibepsaxucTy Ans
nigBULLIEHHS edeKTMBHOCTI IXHbOT poboTu. Lie fo3sonuTb
3HU3UTU KiNbKICTb MOMUIKOBUX CrpautoBaHb i NigBULLNTY
TOYHICTb i LUBMAKICTb BUSIBIIEHHS 3arpo3.

3. Apantauis B KopnopaTuUBHUX Mepexax. BussneHi
MeToaN MOXYTb OyTW 3acTOCOBaHi AN 3aXUCTY He TiNbKu
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Benuvkux LIOM, ane ©” kopnopaTMBHUX Mepex, Lo
30epiratoTb koHpigeHUinHI gani. BukopuctanHa LI ons
BUSIBIIEHHA  MOBEAIHKOBUX  aHoManin i  LWBMAKOro
pearyBaHHsi JOMOMOXEe 3MEHLUMTY BB aTak Ha Manuw i
cepenHin GisHec.

4. Po3pobreHHsa HaB4vanbHuUX nporpam. OpepkaHi
pesynbTaT MOXYTb OyTW BUKOpPUCTaHi ANs HaBYaHHSA
axiBuiB y ranysi kibepbesnekn, OEMOHCTPYHOUU
NpakTU4Hi acnektu 3actocyBaHHs LWl agng 3axucty
iHdbopMaLinHOT iHpacTpyKTypW.

Ouckycis i BUCHOBKM

JocnigxeHHst BUKOPUCTaHHS LITYYHOrO iHTENEeKTy Ans
3abesnevyeHHs Ge3nekn ULEHTpPIB 00poGReHHs1 AaHux
nokasano 3Ha4YyHM noTeHuian Ans  nigBULLIEHHS
e(heKTUBHOCTI MOHITOPUHTY, BUSIBMEHHS Ta pearyBaHHs
Ha kibep3arposu. [lpakTMyHa nepeBipka 3acTocyBaH-
HA MeToAiB  aHanisy noBediHKOBUX aHomanin i
MOZENIOBAHHSA Ha OCHOBI MMUOVHHUX HEMPOHHUX MEpPEeX
nigTeepamna BUCOKY TOYHICTb i LUBUAKICTb pearyBaHHs Ha
3arposu, Lo 0cOBNNBO BaXITMBO AN 3aXUCTY KPUTUYHUX
iH(pbopMaLUiNHMX CUCTEM.
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OcHoBHMMK nepeBaramu 3actocyBaHHs LUl € 1ioro
3paTHicTb Ao Ge3nepepBHOr0 HaBYaHHA 1 ajanTadii, LWo
[03BOMsSiE CUCTEMaM He nuile BUSBNATU BiAOMi aTaku, ane
1 NporHo3dyBaTu HoBi. [ig Yac ekcneprMeHTiB BCTaHOBMEHO,
WO FNMBUHHI HEMPOHHI Mepexi MOXYTb BUSBNATU aTaku
TUMY HyNbOBOIO [HS, BWKOPUCTOBYHOUM aHami3a mnoBefiH-
KOBMX MaTepHiB, O HEAOCTYMHO ANA TPaaWLiNHUX CUCTeM
3axucty. Kpim Toro, 3actocyBaHHsa LUl 3Ha4yHO ckopoTWo
Yyac peakuii Ha 3arposu, Lo AO3BONUMO aBTOMAaTu3yBaTu
npowecu HenTpanisauii atak i SMeHLUNTN HaBaHTaXEHHS Ha
chaxisLiB i3 kibepbe3neku.

MpoTte BnpoBamkeHHs LI y cuctemn 6Gesnekmv LIOA
CTUKAETLCA 3 HU3KOK BUKIUKIB. [0 HMX BKITHOYEHO BUCOKY
3aneXHiCTb Bif AKOCTi HaBYaNbHUX AaHWX, SKi MOBUHHI OyTH
penpeseHTaTUBHYMU 1 OHOBMOBATHCS, LWOO 3abe3neynTn
HanexHy poboTy anroputMmiB. Kpim Toro, npouec iHTerpauii
LI y Bxe icHytoui cuctemn Gesneku noTpebye 3HaYHMX
pecypciB i HanexHoro mMraHyBaHHSA. [HWMM BaXNMBUM
acnekToM e 3abe3neyeHHsi NPO30POCTi I iIHTEPNPETOBaHOCTI
anropuTtmis LI, 106 yHUKHYTM MOMMIKOBMX CMpaLioBaHb i
niaBUWLMTL JOBIPY A0 TXHBOT poboTu.

MpakTuyHe  3Ha4yeHHA  OOCHiMKEHHs nomnsdrae y
MOXIMBOCTI iHTerpauii po3pobrneHnx MeTogiB y Cy4acHi
cuctemn kibepbesnekun. Lle [o3BonvTb MiABULLMTY PiBEHb
saxuweHocti LIOL 3aBoskm aBTomMaTtusauii  npoueciB
BUSIBNIEHHS Ta pearyBaHHA Ha 3arpo3n. OTpuMaHi
pesynbTaty MOXyTb OyTv BWKOpWUCTaHi AnA ajanTauii
anropuTMiB 'y KOPMOpaTMBHUX Mepexax i po3pobreHHs
HOBMX HaBYarbHWX NporpamM Ans daxisLis i3 kibepbesneku.

JocniopkeHHss nigTBepauno, wo 3actocyBaHHs LI e
NepPCneKkTVBHUM  HaMNpPsSIMOM  Arfsi  MOKPALLEHHSA  3aXUCTy
iHcbopMaLliiiHMX cucTeM BiA cydacHux kiGepsarpos. Vloro
iHTerpauisi JO3BONSE He NuLle onepaTVBHO pearyBaTy Ha
3arpo3u, ane n nepegbadatu ix, Wo 3abe3neyye BUCOKUN
piBeHb ©e3neku Ta HagiiHocTti pobotn LIOL. lMpote gns
e eKTMBHOrO  BMKOPUCTaHHS HEOOXigHO BpaxoByBaTh
TEXHIYHI BUMOIV Ta MOCTIHO BAOCKOHAaNoBaT! anroputMm
BiQMNOBIOHO 0 3MiH Yy 3arpo3ax Ta iHppacTpyKTypi.

3actocyBaHHs LI y «kiGepbe3neui BigkpvBae HOBI
rOpU30OHTY ANs AOCTiMKeHb, 30KpeMa 1 y HanpsiMi iHTerpauii
3 iHwumm  cuctemamm  Gesnekn Ta  poO3pOBMEHHSs
anropuTMIB, CTIMKUX A0 30BHILWHIX MaHinynauin. MNoganbiui
OOCTIHKEHHA MOXYTb OyTW CnpAMOBaHi Ha CTBOPEHHS
6inbLU afanTUBHKWX i 3aXMLLEHKX Bi MaHINynaLuin moaenen,
LLI0 O3BONUTL 326e3neYnTH LLie BULLMIA piBEHb 3aXUCTY ANS
L0 Tta iHWMX KpUTUYHKX iHDOPMALiNHMX CUCTEM.

BHecok aBtopiB: Ceprii Tontona — KoHUeNTyanisawis;
MeTogororisl; AHiHa Lectak — aHania mxepen, NigrotyBaHHs
ornsgy nitepatypy abo TeOpeTWYHMX 3acaj  AOCHiOXKEHHS;
Ceprin [JakoB — 36ip eMnipuyHux [aHux Ta ixHS Banigauis;
eMnipuyHe SOCTiKEHHS.
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[xepena ciHaHcyBaHHA. Lle gocnigXeHHs He oTpumano
)KOOHOro rpaHTy Big «iHaHCOBOI yCTaHOBM B [AEpPXKaBHOMY,
KOMepLiiHOMy abo HeKOMepLiHOMY CeKTopax.
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THE USE OF ARTIFICIAL INTELLIGENCE FOR ENSURING THE SECURITY OF DATA CENTERS

Background. Intoday's world, cyber threats to data centers (DCs) have become a significant concern due to their growing complexity
and adaptability. Artificial Intelligence (Al) can greatly enhance monitoring and security processes, ensuring real-time threat detection and
response. The aim of this study was to evaluate the effectiveness of Al methods for improving DC security and to demonstrate their practical
applications.

Methods. In today's world, cyber threats to data centers (DCs) have become a significant concern due to their growing complexity and
adaptability. Artificial Intelligence (Al) can greatly enhance monitoring and security processes, ensuring real-time threat detection and response.
The aim of this study was to evaluate the effectiveness of Al methods for improving DC security and to demonstrate their practical applications.

Results. The use of the behavioral anomaly analysis method achieved an accuracy of 89% in detecting suspicious activities, while deep
neural networks demonstrated up to 92% accuracy in predicting new threats. The average response time to potential attacks was reduced from
25 to 8 seconds, enabling timely blocking of suspicious actions. Practical applications include integrating these models into monitoring systems,
allowing automatic threat detection and mitigation, reducing reliance on human intervention, and minimizing false positives.

Conclusions. The study confirmed the effectiveness of Al as a tool for ensuring high levels of DC cybersecurity. Al enables quick and
precise threat detection, preventing their realization and minimizing potential damage. However, to fully harness Al's potential, it is essential to
consider the need for high-quality training data, computational resources, and algorithm transparency. Future research should focus on refining
models to enhance their resistance to manipulation and adaptability to new types of threats.

Keywords: artificial intelligence, cybersecurity, data centers, anomaly analysis, neural networks, threat detection.

ABTOpM 3asBNSAOTL NPO BiACYTHICTb KOHMIMIKTY iHTepeciB. CnoHcopu He Bpanu yyacTi B po3pobneHHi gocniaxeHHs; y 36opi, aHanisi
4n iHTepnpeTauil 4aHuX; y HanucaHHi pykonucy; B pilleHHi Npo nybnikauito pesynbTaTis.
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METOA MOAENIOBAHHSA risPUAHONO BrNJaBY HA OEPXABHI CEPBICU
3 BUKOPUCTAHHAM ArEHTHO-OPIEHTOBAHOIO NigxonQy

BcTyn. Y koHmekcmi 2i6pudHoi giliHu 3pocmae posnb iHghopMayiliHo20 ennuey Ha Kpumu4Hy iHghpacmpykmypy Oepkasu.
@elikoei MoeiOOMIIEHHST MOXYmb CIPUYUHSIMU Xxeusli rnoeediHkoeoi akmueHocmi kopucmyeadie, wo imimye DDoS-amaku i
npuzeodums G0 nepesaHMaxkeHHs1 OepxxasHUX Uyughposux cepsicie Hasimb 6e3 mexHiYHO20 empyyaHHsi. BuHukae nompe6a y
MoQderTr08aHHIi makux cyeHapiie 3 ypaxyeaHHsIM MeXHIYHUX i coyianibHO-M08ediHKO8UX YUHHUKIE.

M e ToAawu. 3anpornoHoeaHo aceHMHo-opieHMoesaHy Mooesib 2i6pudHO20 enusy, W0 8KIt0Yae Kopucmyeadyie, 6omie, dxepena
¢pelikie i 3axucHi mexaHiamu. Modenb peanizoeaHo y eu2nsidi Mamemamu4HUX Criee8iOHOWEHb i cueHapHO20 MOOesIto8aHHs,
eK/royaroyu 6asoeull cuyeHapili, cyeHapili i3 3ampumaHorO peakyicto, cuyeHapilli i3 MexHiYHUM empyyYaHHsIM i cuyeHapil 3
iHghopmayiliHum crnpocmyeaHHsIM. AHani3 30ilicHeHO 3 ypaxyeaHHsIM Mnapamempie HasaHMa)ieHHsi, noeediHKkosoi akmueauil ma
peakuii 3axucHoi cucmemu.

PesynbTatu. BcmaHosneHo, wo noeediHKkOBa aKmMueHiCMb Kopucmyeadie MOXe Ccmeopumu HasaHMa)KeHHsl,
ekeiganenmHe DDoS-amaui. HaliegpekmueHiwum eusieuecsi kom6iHoeaHuli cyeHapil, uwjo rMoedHye mexHidHe O6JI0Ky8aHHs1 U
iHghopmayiliHe cripocmyeaHHs1, sikuli 00380/1U8 3HU3UMU HagaHMa)KeHHs1 00 cmabinbHo20 pieHs. BusHayeHo, wjo Kracu4Hi modesti
Kibep3axucmy He epaxosyromb 8i0kiadeHy peakuyito Kopucmyeadie abo xeunbog8y OuHamiKy, uwjo o6mMexye ixHIo eghekmueHicmb y
2i6pudHomy cepedosuuyi.

B u cHoBKkKWU. 3anponoHosaHa Modesib 00380J1UMb He Jluuie 3Modesiroeamu 2i6pudHul ennus, ane U oyiHUmMu eghpekKmugHicme
makmuk pea2yeaHHs1 Ha yel ennue. BoHa moxe 6ymu eukopucmaHa e CERT-nnamgopmax, cumynsiyisax Red Team / Blue Team, a
makox y cucmemax paHHb020 rnorepedxeHHs1. lodanbwi docnidkeHHs MOXymb 30cepedumuch Ha adanmauyii modesti 0o peasibHO20
cepedosuwja Ui asmomamu30e8aHoOMy pea2yeaHHi Ha iHghopmauiliHi 3a2po3u.

KnwuyoBi cnoBa: 2i6pudHa eiliHa, aceHmHe ModestoeaHHs, ¢helikoei nosidomneHHs1, yugpoea besrneka, noeediHkoge
HagaHMa)KeHHsl.

BeTyn

Y cyydacHMx ymoBax 3pocTayoi LdpoBisaLlii AepKaBHi He nue ANs TEXHIYHOro, a i Ansa couianbHOro KOHTPOIO
iHdbopmaLiiHi pecypcy fefani yacTiwe cTaTb 06'ekTamm 3a iHdopmauinHmmn notokamu (David et al., 2018).
cknagHux 6aratoBekTopHux atak. OgHMM i3 NPOSABIB TaKUX B Takmx ymoBax BuHukae notpeba y MoOAentoBaHHi
3arpo3 € ribpuagHui BNnuB, L0 NOEAHYE TEXHIYHI 3acobu riopyaHoOro BMNUBY 3 ypaxyBaHHAM poONen  OKpemumx
(3okpema, DDoS-ataku — Distributed Denial of Service) 3 areHTIiB: KOpUCTyBauiB, mxepen gerikiB, 60TiB i 3axXMCHUX
iHbopMaLinHUMKM  KamnaHiaMu,  CAPSIMOBaHUMM  Ha cuctem. AreHTHO-opieHTOBaHe MogentoBaHHs (ABM —
opmMyBaHHS MEBHOI NOBEAIHKOBOI peakLii KopucTyBauiB. Agent-Based Modeling) gae 3mory peanidyBaT Taky
BHacnigok nowwuvpeHHs denkoBux nosigomneHs abo baratowapoBy cuctemy. Llen nigxin ~ possonsie
BVKPVBIEHOI iHOpMaLLii KOpUCTyBadi MacoBO 3[INCHIOTb BPaxoByBaTU iHAMBIQyanbHY peakuitlo areHTiB, 4acoBy
3anuTy OO CEPBICIB, WO NPU3BOANTL 0 NepeBaHTaXEHHS 3aTPUMKY B aKTMBHOCTI, €DeKT Bif, CNPOCTyBaHHSA (DEVIKIB i
HaBiTb 3a BIOCYTHOCTI CyTO TexHiYHOi artaku. Cxoxuin MO>XITMBICTb KOMBIHOBAHOIO HaBaHTaXEHHS.
edekT onncaHo gk “iHdoaemito” y poboti Matteo et al. Memoro uiei poboTn € po3pobrieHHa 1 anpobauis
(2020), pe nigkpecrneHo, WO couianbHi nnatgopmu areHTHO-OpiEHTOBaHOI MOAeri BUSIBNEHHS i CTPUMYBaHHS
MOXYTb CTaTM TPUrepoM MIiKOBOrO HaBaHTaXEHHS riGpyaHoro BNMBY, 30KpeMa 1 NOBEAIHKOBOT aKTUBHOCTI
BUKITIOYHO Yepe3 NOBeAiHKOBY peakuito ayanTopii. KOpUCTyBa4iB, BUKIMKaHOI iHOPMALiNHUMKN aTakamu.

TpaguuinHi nigxoam Ao BusiBRNeHHs i npotuaii DDoS- 3anponoHoBaHa MoAernb MOEAHYE KNacu4Hi KOMMOHEHTU
atakam nepenbavaloTe pearyBaHHs Ha Tpadik, SKuN aHanizy HaBaHTaXeHHA 3 peakuielo Ha iHdopMaLinHi
reHepyeTtbcsi 60Tamy abo aBTOMaTM30BaHMMU CUCTEMAaMMU. CTUMYIu Ta [03BONsE opmyBaTh CLeHapil, B SKMX HaBiTb
OpHak y ribpugHoMy cepefoBUMLLI 3Ha4YHa YacTuHa HeBemnuKa KinbKiCTb  (DEerKoBMX MOBIAOMIIEHb  MOXe
HaBaHTaXXEHHS1 CTBOPHOETLCS NEMTUMHUMU KOPUCTyBavamu, npu3BeCTU A0 cucTeMHoro 36ot0. Lle cTBoptoe ymoBu, 3a
AKi pearyloTb Ha [AesiHpopmauilo, nowuvpeHy 4epes AKMX 6€3 TEXHIYHOTo BTPYYaHHS LIMPPOBi CUCTEMU MOXKYTh
MeceHaKepu, couianbHi Mepexi 4YM aHOHIMHI KaHanwu. 3a3HaBaTtu CYTTEBOrO HaBaHTaXeHHS BHacnigok
Lle cTBOplOoE CEPNO3HI BUKNUKM AN CUCTEM 3aXUCTY, HEKOHTPOMbOBaHO| aKTUBHOCTI KOPUCTYBaYiB.
OCKiflbK/ MOBEAIHKOBA aKTMBHICTb HE € 3M04MHHOK 3a Oa2n50 nimepamypu. OOHUM i3 KpUTUYHUX hakTopiB
CyTTIO, ane MOXe MaTu PpYWHIBHI Hacnigku ang Yy KOHTEKCTi ribpuaHoro BMMAMBY € [OMHAMika Ta Tum
CcTabinNbHOCTI iHpaCTpyKTypWU. peakuii KopucTyBadiB Ha iHopmauiiHi NOBIAOMIIEHHS.

AKTyanbHICTb AOCNILKEHHSI MOCUITIOETLCS 3 OrNsAay Ha Y pocnigpkeHHi Glenski, Weninger, & Volkova (2018)
peanbHi iHUMAEHTW, SAKi BigOyBanucsa nig 4Yac akTUBHUX 3anpornoHOBaHO HEWPOHHY MoAesb, LWo Kriacudikye
¢a3 ribpuaHoi BiMHM B YKpaiHi. Hanpuknag, denkosi peakuii KopMCcTyBayiB Ha HOBMHWU B COLianbHUX Mepexax
NoBIZOMINEHHS NPOo “3nam” gepXaBHUX LMGPOBUX CEPBICIB 3a [fgeB'daTbMa TUNamu, 30KpeMa TakKMMW: 3anuTaHHs,
2022 p. npu3BOAUNM A0 XBWbOBUX HaBaHTaXeHb Ha YTOUYHEHHS, BASAYHICTb, €MOLiHa OLjiHKa, 3anepeyeHHs
iHPPaACTPYKTYpy,  CNPUYMHEHUX  MaCOBMM  BXOAOM, abo rymop. Taka [JeTanisauis [ossonuna aeTopam
3MiHaMu naponiB abo HagcuMnaHHSaM 3anuTiB NigTPUMKN. BUSIBUTM  BIOMIHHOCTI Yy CNPUWHATTI  OOCTOBIPHUX i
Lle cBigunTb npo HeoOXigHICTb MOAEmntoBaHHSA TaKMX JesiHopMaUinHNX  [Kepen, WO TakoX BNMvMBae Ha
npoLueciB He nuLe Ha PiBHI MepexHoro Tpadika, a i 3 LIBWAKICTb Ta IHTEHCUBHICTb peakLiii.
ypaxyBaHHAM MOBeAdiHKM KopucTyBadiB. LUBuakicts i AHanis noHag 10 mnH TBITIB i 6 MrH KOMeHTapiB Reddit
mMacwTab nowmpeHHst elikoBoi iHdopmMaLii € BUKITMKOM nokasaBs, WO peakuii Ha HeOOCTOBIPHI HOBMHM 4YacTo

a7 © Mxenpxepo Amutpo, 2025
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MalTb HWY MpUMpoAy — Hanpuknag, Yy BiAnoBidb Ha
PenkoBi HOBMHM KOPUCTYBaui 4acTiwe [OEMOHCTPYHTb
BOSAYHICTb ab0 3a4at0Tb YTOUHIOBATbHI 3aNUTaHHS, TOA| SK
OOCTOBIpHI  [Xepena BUKNUKaOTb MUOLWi  aHaniTU4Hi
BiAMNOBIAI Y/ eMOLiiHE CXBaneHHs.

3asHaveHe [JocnigKeHHs NiOTBEpPOXye, WO Moae-
TIOBaHHSI MOBEAIHKN KOPUCTYBAYiB Y KOHTEKCTI FibpuaHux
3arpo3 He MOBUHHO 3BoAMTUCA [0 OGiHapHOi Mogeni
“aKTMBOBaHO / He akTMBOBaHO”. HaTOMICTb, AOLNbHUM €
BUKOPUCTAHHS (PYHKLIOHaNbHUX IMOBIPHICHUX MoAernen,
SKi Bpax0BYIOTb Pi3HOMaHITHICTb peakLini — came e i 6yno
peani3oBaHO Yy 3anponOHOBaHIi areHTHO-OPIEHTOBAHIN
mogeni. Shu et al. (2019) nigkpecnioloTb, WO edeKTUBHE
BUSBMEHHA  enkoBoi  iHdopmauii Ha  couianbHuX
nnatgopmax HemoxnvMBe 06e3 ypaxyBaHHs  TpPbOX
B3aEMOMOB'A3aHNX aCneKTIiB: 3MICTy, peakuil KOpucTy-
BauyiB i XapakTepUCTUK xKepen.

Y pocnigxenHi Dhiman Shah, Thirunarayan (2024)
3anponoHoBaHo ribpuaHy mogens GBERT (GPT-BERT),
ska noegHye apxitektypu BERT (Bidirectional Encoder
Representations from Transformers) i GPT (Generative
Pre-trained Transformer) gna nigBuLEHHsT TOYHOCTI
BUSIBNEHHS PenkoBMX HOBUH. Mopenb noegHye ABi
HarcyyacHiwi TexHonorii: BERT Bignosigae 3a rnmbokuit
KOHTEKCTyanbHWUI aHania Tekcty, a GPT — 3a BUSABNEHHSA
[OBrOCTPOKOBMX  CEMAHTUYHMX  3B'A3KIB i JOrivyHOT
y3romxeHocTi  noeigomrneHb. OTpuMaHe noegHaHHSA
NpOTECTOBaHO Ha [ABOX pearnbHuWX Habopax paHux i3
Twitter i Reddit, ge npogemoHcTpyBano nigBuLLEHy
TOYHICTb Knacudikauii hekoBux NOBiAOMIEHb NOPIBHAHO
3 TpaguuinHUMmn  apxiTekTypamu. Takun nigxin,
niaTBEPAXYE JOUiNbHICTb noeaHaHHSA KOHTEHT-
OpIEHTOBAHOrO aHarnidy 3 MOBHMMMW MoAensMu y pasi
BUSIBNEHHS AdesiHdopmadii — came ue narfno B OCHOBY
CTPYKTYPU NOBEIHKOBOT OLLIHKM B HALUii MOAENi.

Ak nokasyloTb pesynbTatu gocnigxkeHHs Tafur, &

NOBIJOMINEHHST UM Mxepeno nybnikauii, a N curHanu, sKi
HaOXoOATb Bid aBTOMAaTU30BaHUX cucTeM Bepudikauii. Y
npoBefeHOMYy ekcrepuMeHTi i3 40 yyacHMKaMun BUSBNEHO,
O HaBiTb 3a HasBHOCTI MOMUIIOK i3 OOKy cuctemm
Knacudikauii herkoBUX HOBWH, KOPUCTyBaudi NpPOOOBXY-
Banu noknagaTtuncsa Ha ii BUCHOBKM y MoHaa 57 % Bunaakis.
Taka nosefiHka CBIgYUTL NPO BMCOKU piBEHb LOBIpU A0
anropuTMiB i JEMOHCTPYE BaXIMBY pPOrib CoLianbHOro
KOHTEKCTY, KOTHITUBHUX yNepeaXeHb i HaCTaHOB y MpoLeci
NPUAHATTS pileHb. Lli BUCHOBKM BaxknuBi ans nobyanoswu
areHTHO-OpIEHTOBaHMX  MOAenen, y SKUX peakuis
KOpUCTyBada MOAENETbCS He nuwe SK BignoBidb Ha
KOHTEHT, a i 9K pesynbTaT B3aemofil 3i CknagHow
iHbopMaLiiHO EeKOCUCTEMOIO.

AreHTHO-OpIEHTOBaHI MoAeni BUSBUIUCA edeKTUB-
HAMU [ANS MOAENOBaHHA CKMagHWX 3arpo3 y kibep-
npoctopi. ¥ poboTti Kotenko Stepashkin, & Doynikova
(2008) 3anpornoHOBaHO apXiTeKTypy CUMYNSALINHOrO
cepefoBva AnNs aHanidy arak OOTHETIB i MexaHi3miB
IXHBOrO CTPUMYyBaHHA. ABTOPU NPEACTaBUNN OUHAMIYHY
B3a€EMOJil0 MiXX areHTamu-atakamu (6oTamu) Ta areHTamm-
3aXMCHUKaMK, WO MOAENoBany KOOpPAMHALI Yy Mexax
OaratopiBHeBUX komaHg. Y OKyCi [OCNigKEHHS
npoTtucTosiHHa DDoS-aTakam i3 BUKOpUCTaHHSAM cLeHapiiB
caMoHaB4aHHs, inbTpaLii Ta 06MiHy curHatypamu Mix
areHTamu. Takui nigxig 6nusbkuii 0o peanisoBaHoi B
HalWin mMoaeni Nnoriku: noeagHaHHs NoBediHKOBUX areHTiB,
cuctemMyn OnOKyBaHHA Ta pearyBaHHs Yy CKragHOMy
iHbopmauiiHomy cepegosuLi. Lle ceigunTb npo cranictb
nigxogy A0 BWKOPWUCTAHHA  areHTHUX CTPYKTYp Y
MOZJENOBaHHI Kibep3arpos, 3okpema i B pasi BpaxyBaHHS
noBeiHk1 60TMepex Ta afanTUBHUX 3aXUCHUX CTpaTerii.

MeToau

Y mogeni po3rnsgalTb CYKYMHICTb areHTiB, KOXeH 3
SIKMX Bifirpae okpemMy porb y cLeHapii ribpugHoro Bnnvey.
KoxxeH areHT mae Habip noBefiHKOBMX NpaBuI i 3gaTHUN

Sarkar (2023), Ha hopMyBaHHs1 AYMKIU KOPUCTYBauiB LLoa0 3MiHOBaTM cTaH cuctemn. OCHOBHI TUMM  areHTiB
[OCTOBIpHOCTI iHOpMaLii BNNMBaKTb He nuwe 3MicT HaBegeHo B Tabn. 1.
Ta6bnuuys 1
OCHOBHI TUNK areHTiB y Mmoaeni
AreHT Mo3HayeHHs MoBeaiHka

KopucTtyBay Ac Pearye Ha delkoBy iHdOpMmaLito, reHepye 3anuTin Ao cepB.icy

Telegram-kaHan At Mowwmpioe enkoBi NOBIAOMIEHHS

Bot/DDoS-areHt Ab IMiTye MacoBi 3anuTn Ha NepeBaHTaXeHHS

[epxaBHuin cepsic As O6pobnsie 3anuTn, Mae obMexxeHy NPonyckHy 34aTHICTb

3axucHa cuctema Az Pearye Ha HaBaHTaxeHHs, 6rokye mxepena Tpadika

IMOBIpHICTb akTMBaLii kKOpUCTyBava po3paxoBytoTb AK
P.=a-D,+B-V,,

Ae P, — iMOBIpHICTb TOrO, IO KOpUCTYyBay 3AiMCHNTb Ajto
(nepexig, 3anuT), D, — cTyniHb OOBipM OO Axepena,
V (t) — iIHTEHCMBHICTb NOLIMPEHHS MOBIAOMITEHHS.

PosrnsHemo copmyny

a,BeE0;1], a+p=1

Lis dopmyna pfossonse 3mofentoBaTv MMOBIPHICTb
TOro, WO KOpUCTYyBaY NoBipuUTb Y heinkoBy iHdopMaLito Ta
30INCHUTL aKkTMBHY Ao (Hanp., nepexig Ha ceps.ic).
Mapametpun D, Ta V, BignosigatoTe 3a piBeHb AOBIpK A0
DoKepena noBigOMIIEHHS Ta MOro BUAUMICTb Y couiaribHOMY
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cepefoBuLLi BiAMOBIAHO. 3HayeHHs o Ta [3 3ajatoTb
Bary KOXXHOMO YMHHMKA. Take npeacTaBrieHHs O03BONSE
MOZENOBATU MOBEAIHKOBY 3aneXHiCTb KOpUCTyBaya B
ymoBax iHOpMaLiNHOro TUCKY.

3aranbHe HaBaHTaXXeHHS Ha CepBiC BU3Ha4YaloTh 5K

L(t) =Ny -p(t) -1, + Ny -1,

de N, — xinbkicTb kopucTyBadiB, Nj — kinbkicTb 60TiB,
p(t) — iIMOBIpHICTb aKTMBaLii KOPUCTyBa4yiB y MOMEHT
vacy (t), 7y, 7, — IHTEHCMBHICTb 3anuTIB Bif KOpUCTyBaya
Ta 60Ta BignosigHo.

KpuTnyHe HaBaHTaXeHHs, 3a SKOro CepBic BiAMOBISE:

L(t) > Lypyr = cepsicy CTaHi BiagmMOBM.
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Lle piBHSIHHA Mopentoe 3arafnibHe HaBaHTaXeHHA Ha
OepXXaBHUIA CepBIiC Yy KOHKPETHU MOMEHT 4vacy. BoHo
BpaxoBye SK 3anuTu Bi4 3BUMYANHUX KOPWUCTYBadiB
(napametpu N, 1, , p(t) ), TaKiBig GOTIB, SIKi BUKOHYIOTb
DDoS-ataku ( N, , 13,). i 4ac nepeBuLLEHHS KPUTUHHOTO
nopory HasaHTaxeHHsi L., cuctema moxe nepentu B

HecTabinbHWI cTaH abo NPUNMHUTM 0B6POONEHHS 3anuTiB.
Takui nigxig [o3BONA€ BUSBNATM MOPOroBi yMOBW BiAMOBU
B MeXax 3MOAeNbOBaHOro CLeHapito.

Mogenb gae 3mory BiATBOPUTM cueHapii, 3a SKux
BHacCniJoK akTMBHOCTI KOPUCTyBadiB BiAOyBaeTbCA piske
3pOCTaHHA 3anuTiB OO cepgicy. Y Tabn. 2 npeacTaBneHo
OAVH i3 Takux cueHapiiB: y noyaTkoBin dasi (0-19 xB)
cucTema (pyHKUioHye cTabinbHO, ogHaK nicnsa akTueisauii
deriky (20-30 xB) HaBaHTaXXEHHSA 3poCTae, IO CBIAYNTb
npo pU3nK NepeBaHTaXEHHSA HaBiTb 6€3 TeXHIYHOI aTaku
3 boky 6orTiB.

Ta6bnuys 2
CueHapi 3aMiHM HaBaHTaXXeHHs
Yac, AKTMBOBaHi 3anuTtun 3anuTtun 3aranbHe .
A . . - . CraH cepBicy
XBUSIUHU kopucTtyBaui, % BiA KopucTyBayiB Big 6oTiB HaBaHTa)XXeHHSA

0-19 12 1200 2000 3200 CrabinbHa poboTa

20+ 25 2500 2000 4500 Nipavwere
HaBaHTaXKeHHS

30+ 30 3000 2000 5000 Niasuuiere
HaBaHTaXXeHHA

HactynHui cueHapii mogentoe cutyadito, y Skin nicns
no4yaTKOBOrO HaBaHTaXEHHs Ha cepB.ic BigbyBaeTbecs
aKTVBaLis 3aXUCHOT cucTeMun. AreHT Az BUSIBMSIE 3pOCTaHHS
Tpadika Ta NounmHae OGMOKyBaHHA YacTUHW [Kepen, Lo
nigo3prooTbCs Y reHepauii erkoBux 3anuTiB. Y Mogeni

BPaxOBYETLCA SK BNAMB 60Ta, TaK i peakLis KOpUCTyBadiB Ha
derikoBe nosigomneHHsa. Tabnvua 3 imcTpye,  §K
3MIHIOETECS PiBEHb 3arafnibHOr0 HaBaHTaXeHHs Ta CTaH
cepBicy Micns BTPYYaHHA CUCTEMM 3aXUCTY.

Ta6nuuys 3
CueHapii i3 peakujiero 3aXMCHOI cucteMu
Yac, AKTMBOBaHi 3anutu Big 3anuTtun 3abnokoBaHi 3aranbHe .
A . . . CraH cepBicy
XBUIUHU kopucTtyBadi, % | KopucTyBayiB Big 6oTiB oxepena HaBaHTaXeHHS

0-19 12 1200 2000 0 3200 CrabinbHa poboTa

20+ 25 2500 2000 500 4000 Nipavwere
HaBaHTaXKEeHHs!

30+ 30 3000 2000 1000 4000 Ninsuuiere
HaBaHTaXKeHHs!

Y 6a3oBin MoAeni KOpUCTyBadi pearytloTb Ha herkoBy
iHbopMmaLito MuTTEBO nicna ii oTpumaHHA. [poTe Ha
NpaKTULi peakuis 4acTo € BigknageHo: Aesiki KopucTyBadi
crepLuy CnocTepiratoTb, OYiKyHOTb MATBEPMKEHHS 3 iHLLNX
okepen abo akTMBI3yOTbCS Nue Micrs MOBTOPHOro
KOHTakTy 3 cpeiikom. 3 ornsiay Ha uen edekT, y Moaernb
[04aHO CLeHapil i3 YacoBOK 3aTPUMKOK akTUBaLii.

IMOBIpHICTb Mepexody KopucTyBaya A0 akTUBHWUX Ain
OMNUCYETLCS NOFICTUYHOK (PYHKLIED

p(t) =T a0

ne t — vac 3atpumku, a k— KoediuieHT LWBMAOKOCTI
pearyBaHHs.

Y cueHapii npuknagy akTMBHICTb KOPUCTYBaYiB NOCTy-
NnoBO 3pocTae BNpoAoBX nepLumnx 24 xs: Big 10 % 0o 25 %.
Lle ctBopioe ymoOBM [Af1si MOCTYNOBOTO HaKOMWYEHHSI
HaBaHTaXeHHS, sike JocsArae KpUTUYHOTO PiBHSA He Biapasy,
a nuwe B KiHUi iHTepBany. Takui cueHapii O03BONse
MoAentoBaTn ePeKT YNOBINbHEHOTO MiKy HABAHTaXXEHHS Ta
HeobXiaHICTb Binbll paHHLOI peakuii cuctemu. [eTtanbHy
AVHaMIiKy HaBaHTaXXeHHS B LibOMY CLieHapii npeAcTaBrneHo
y Tabn. 4.

Ta6nuus 4
CueHapii 3aTpumaHoi akTuBauii
Yac, AKTUBOBaHi 3anuTtun 3anuTtun 3aranbHe .
A . . - . CTaH cepBicy
XBUINUHU kopucTtyBaui, % Big KopucTyBayiB Big 6oTiB HaBaHTaXXeHHSA
0-9 10 1000 2000 3000 CrtabinbHa poboTta
10-14 15 1500 2000 3500 CrabinbHa poboTta
15-19 20 2000 2000 4000 Nipavwere
HaBaHTaXKeHHS
20-24 25 2500 2000 4500 Ninsuuiere
HaBaHTaXeHHS
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LLle ogHum cueHapiem, peanisoBaHuM Yy MoOZeni, €
iHcbopmaLiiHe BTpy4YaHHs 3 OOKY Aep>kaBu Micrst BUSIBIIEHHS
NiKOBOro HaBaHTaXeHHsi. OdiuiiHe CnpOCTyBaHHA MOXe
Oyt peani3oBaHe 4epe3 MOBIAOMIMEHHA Ha AepXaBHOMY
nopTtarni, odiLinHi CTOPIHKM Y couianbHMX mepexax abo push-
CroBiLLleHHs y MobinbHOMY aoaatky. Llev cueHapi BpaxoBye
3MiHy dOYHKLT akT1BaUii kopucTyBadiB y Yaci. [1o 20-i XBunmHm
nmoBipHicTb p(t) 36epiraetecst Ha piBHi 0.3, micns Yoro
3HMWKyeTbca o 0.1 'y pesynbrtati BTpydaHHs. Lle
MOZENMETLCS AK KyckoBa qoyHKLIS:

p(t) = 0.3, axkmo t < 20,
0.1, axmo t = 20.

Y Mogeni TakoX BpaxoBaHO Ao areHTa Az, sKui
peanisye TexHiyHe 6rnoKyBaHHSA NiJo3pinux xepen nicns

MOMEHTY BTpy4YaHHs. Tabnumusa 5 inocTpye, K 3MiHETbCSA
HaBaHTaXEHHSA:  Creplly BOHO  JocArae  nopora
nepeBaHTaXeHHs, ane 3rogoM cTabinisyeTbca 3aBasiku
O[HOYACHOMY  3HWXEHHIO  MOBEAIHKOBOI  aKTUBHOCTI
KOpUCTYBaYiB i TEXHIYHOMY BOKYBaHHIO Jxepern.

3asHaveHu niaxig A03BONSE BpaxoByBaTW He nule
TEXHIYHi  MexaHiamMu  3axucty, ane W  BMMuB
iHpopmauiiHoro cepeposuula. 3a aaHumn ENISA (2023),
onepaTtmBHe iHPOPMYBaHHS rPOMajsH i KOHTpHapaTUBK 3
OOKy OWILiNHNX OXKepen MOXYTb CyTTEBO 3HU3UTU
NoBeLiHKOBY peakLito Ha LLKiAnMBI iIHpOpMaUinHi kKaMnaHii.
BignosigHo, iHTerpauis nogiGHoT Noriku y TexHiYHi Mogeni
€ O0OrpyHTOBaHMM KpOKOM [Ansl CLieHapHOro axanisy
riopuaHnx 3arpoas.

Ta6nuuys 5
3MiHa aKTMBHOCTI KOPUCTYBaYiB Nicns CNPOCTyBaHHA
Yac, AKTUBOBaHi 3anutu Big 3anuTtn 3abnokoBaHi 3aranbHe .
o X - . CraH cepBicy
XBUNUHU KopucTtyBadi, % | KopucTyBayiB Big 6oTiB Axepena HaBaHTaXeHHA
0-9 30 3000 2000 0 5000 CrabinbHa poboTta
10-14 30 3000 2000 0 5000 Minsuwiene
HaBaHTa)KeHHs
15-19 30 3000 2000 0 5000 Ninsmuiere
HaBaHTaXXEeHHA
20-24 10 1000 2000 500 2500 Crabinisauis
PesynbTtaTtn fo 20-i xBunMHKM, ofHak nojanblie nybniyHe

CueHapHe MoaentoBaHHSA A03BOMUIO OLIHUTK, SIK Pi3Hi
BapiaHTW pearyBaHHS KOPWUCTYBadiB i CUCTEMWU 3aXUCTYy
BM/MBalOTb HA HAaBAHTAXEHHS [epXXaBHOro iHdopma-
LjHOro cepsicy. 3aranom 3mMoAenboBaHO HYOTUPK CLEeHapii:
6a3oBui 6e3 BTpy4aHHs, 6a30Buii i3 BTpy4aHHAM 3axXUCHOT
CUCTEMMU, CLIeHapii i3 3aTPUMaHOI0 peaKLiero KOpUCTyBaYiB i
cueHapi 3 iHpopMaLiiHUM CNpPOCTYBaHHAM.

Y 6asoBomy cueHapii (Tabn. 2) kopucTyBayi MUTTEBO
pearytoTb Ha peikoBe NOBIAOMIIEHHS, LLIO NPU3BOAUTL 0
NMOCTYMOBOrO 3POCTaHHS HaBaHTaXeHHs. HaBiTb SAKWwo
DDoS-tpacik 3anuwaerbca He3MiHHMM (2000 3anuTiB),
36inMbLUEHHS YacTKM aKTMBOBaHMX kopucTyBadiB o 30 %
CTBOpPIOE JoaaTkoBe HaBaHTaxeHHs y 3000 3anuTis, WO B
CyKynHOCTi cTaHoBuUTb 5000 — KpUTWYHWIA nopir Ansg
cepeicy. Le cBiguntb mpo Te, Wwo HaBiTb 6e3 TexHiYHOT
artaku cuctemMa MoXe 3as3HaTuM  BiAMOBM BHACMiOOK
NoBeAiHKOBOT aKTMBHOCTI NETiTMMHUX KOPUCTYBaYiB.

Y cueHapii 3 aKkTUBHOK 3aXMCHOK cucTeMoto (Tabn. 3),
nicnsi BUSIBNEHHS MNEPEBULLEHHS HaBaHTaXEHHS areHT
Az ©Onokye uvactuHy [xepen 3anuTiB. BrnokyBaHHs
1000 oauHuub Tpadiika [O03BONSE 3HU3UTU 3ararnbHe
HaBaHTaxeHHs1 0o 4000, wo cTabinizye poboTy cepsicy. Lle
nigTBEPAXKYE, WO HaBiTb OOMEXeHe TEXHIYHe pearyBaHHs
3gaTtHe cTabinisyBatnm cucteMy, OCODNMBO SIKWO BOHO
3IACHIOETLCA [0 AOCSATHEHHSI KPUTUYHOTO PiBHS.

Y cueHapii i3 3aTpumaHow peakuiero (Tabn. 4)
aKTMBaLlis KopucTyBadyiB BiAOyBaeTbCA He MWUTTEBO, a
noctynoso — Big 10 go 30 % ynpogosx 30 xB. Lle Bege oo
BiJKNaQEHOro HAKOMWYEHHSI HaBaHTAXEHHS: MO4YaTKOBI
¢asn € BigHOCHO 6GesneyHnmu, ane y diHanbHin dasi
CYKyrHa KinbKiCTb 3anuTiB JOCHArae TOro CamMoro piBHS
5000, wo n y 6asoBomy cueHapii. BogHo4ac nosinbHe
3POCTaHHSA HAaBaHTaXXEHHS YCKITALHIOE BUSBITEHHST 3arpo3u
Ons cuctem, ski opieHToBaHi Ha mutTeBi DDoS-cnnecku.
Taka noBediHka BMMarae TrHYYKILIOro pearyBaHHs
3aXUCHUX CUCTEM Ha MOBEAIHKOBY AMHAMIKY.

Y cueHapii 3 iHhopMaUiiHUM BTpyYaHHaM (Tabn. 5)
peakLis KOpMCTyBayiB TakoX AocsArae MikoBUX 3HaYeHb
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cnpoctyBaHHst 3Hmkye p(t) go 0.1. OpgHoyacHo i3 uum
areHT Az B611oKye YacTuHy JXepern, WO CNpUYMHSAE LWBUAKE
3MeHLUEeHHs HaBaHTaxeHHs1 — 3 5000 go 3000 3anuTiB. Y
pesynbTaTi cuctema cTabinidyetbcs HaBiTb 6€3 NoTpedu B
rMMOOKOMY TEXHIY4HOMY BTpyYaHHi. Takui cueHapin
NigTBEPAXYE  MPaKTUYHY  edEeKTUBHICTb  KOMOGiHauil
iHbopMaLinHOi NpoTuaii Ta TOYKOBOro OrOKyBaHHSA Anis
3axuCTy Bif ribpuaHnx aTak.

MopiBHANBHMI  aHami3 yCiX YOTUPLOX CLeHapiiB
O03BONSIE 3pOOUTM BMCHOBOK, WO HaledeKTUBHILWMM i3
nornsgy CTPUMYBaHHS HaBaHTaXEHHS € KOMOIHOBaHMi
nigxin, — TexHiyHe OnokyBaHHA [xepen pasom 3
iHpopmauiinum BTpydaHHam (Tabn. 5). Came B LbOMy
BUMAAKy BAANOCS 3HM3NUTU KinbkicTb 3anuTiB o 3000, Toai
AK y 6a30BOMY cLieHapil Liell NOKa3HUK CAraB KPUTUYHOTO
pisHa 5000. HaBnaku, cueHapiii i3 3aTpymaHo peakuieto
(tTabn. 4) npogeMoHCTpyBaB, WO HaBiTb 6e3 GoTaTaku,
MoCTynoBe 3pocTaHHs p(t) Moxe NpU3BECTM 40 NoAIGHOMo
HaBaHTaxeHH4. Lle 4oBOAMTb, L0 He NuLle TeXHIYHa, ane
N MnoBefdiHKOBa AMHaMika Mae KM4oBe 3HaYeHHs AN
ctabinbHocTi cepsicy. BogHovac cueHapil i3 YacTKOBUM
BTpyYaHHaAM (Tabn. 3) 3abe3nedye nuwe 4vacTkoBe
3HMXeHHs — o 4000 3anuTis, WO € MexoBuM. BignosigHo,
came  MyJIbTUKOMIMOHEHTHI  cueHapii  JeMOHCTPYTb
HaliKpalli pe3ynbTati 3 nornagy niagTpumaHHs ctabinbHol
poboTu cepsicy.

Omxe, pesynbTatu [AEMOHCTPYHOTb, LWO areHTHo-
opieHTOBaHa MoOAenb [JO03BOMAE He nuvwe imiTyBatu
NMOBEAiHKOBI 1 TEexHiYHi 3arpo3n, a W npoTecTyBaTu
e(EeKTUBHICTb PI3HUX TakTUK pearyBaHHs. YcCi cueHapii
NiATBEPAXYIOTb, LLO LWBUAKICTL | hopma BigNoBiAi cuctemu
3aXMCTy MatTb KPUTUYHE 3HAYeHHs Ansa 3anobiraHHs
BiZAMOBI cepBicy.

0O62080peHHs1. OTpuMaHi pesynbTaTy CBig4YaTb Npo
KPUTUYHUIA BMMVB NOBEAIHKOBOI aKTUBHOCTI KOPUCTYBaYiB
Ha HaBaHTaXXEHHS LMpoBMX cepBiciB NyOniyHOro cekTopy.
Y BCix cueHapisix (Tabn. 2-5) niaTBepmpkeHo, Wo HaBiTb 6e3
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3MiH y DDoS-komnoHeHTi Mogeni (kinbkicTb 60TiB nuwanacs
CTaro), peakujis KOpUcTyBa4iB Ha peikoBi NOBIAOMIIEHHS
30aTHa BMBECTU cuCTeMy 3a Mexi i npauesgatHocTi. Lle
OEMOHCTPYE  HeOOXiOHICTb  ypaxyBaHHS  MOBELiHKOBUX
MeXaHi3MiB B OL|iHIOBaHHi kibep3arpos.

3okpema, cueHapii i3 3aTpumaHoto peakuieto (Tabn. 4)
N iHopMaLUinHUM BTpyYaHHsaM (Tabn. 5) AeMOHCTpyoTh
CKragHilly AnHaMiKy HaBaHTaXKeHHS. Y nepLuomy BUNagky
— cuctema nepebyBae B 30HI pU3MKy Yepes KyMynsaTuBHe
3pOCTaHHA 3anuTiB, Y Apyromy — ctabinisauii gocsaraioTb
nuue 3a yMOBM OAHOYAcHOro BRAMBY iHOpMaLinHOro
cnpocTyBaHHA Ta 6nokyBaHHa mkepen. Ll cueHapil
NiATBEPAXYIOTb, WO KnacuyHi DDoS-3axuctu, opieHToBaHi
Ha MUTTEBI CMNMEcKn, MOXyTb OyTV He edeKTUBHUMMK Yy
BUNagKax noBediHKOBMX XBUMb abo KOMOIHOBaHMX aTak.

AreHTHO-OpiEHTOBaHWA Nigxia [O3BOMMB  iMITyBaTU
B32EMOZI0 PiI3HNX eNEeMEHTIB — KOPUCTYBaYiB, aTaKyruux,
KaHarniB MOLUMPEeHHs Ta CUCTEeM 3axXMCTY — Y €ANHIN Mogeni.
3aBasikM UbOMY 3MOZENbOBaHO HE NWLIEe TEeXHiYHi, a i
iH(bopMaLinHO-NOBEeAIHKOBI BMAMBK. Take MOEAHAHHS €
0CcOo6NMBO akTyanbHUM Yy KOHTEKCTi ribpuaHoi BiHW, Oe
aTaka moxe BigbyBaTuca 6e3 KOOHOro KoAy 4u Bipycy —
nvwe Yyepes MaHinynsauito CIpUAHATTSM.

PeanictnyHicTb 3MoaenboBaHMX CUeHapiiB MigTBepoXy-
eTbcqd  Ha npaktuui. Y 2022 p. B yKpaiHCbKOMY
iHdbopMmaLiiHoMy npocTopi nowmpuBecs ek Npo HibKUTo
3nam gopatky “[ia” Ta BUTikaHHS AaHuX. 3aKnyKu HeramHo
nepeBipuTN 0OMIKOBI 3anNUCU CMPUYUHUAM Pi3KMIA CNeck

aKTMBHOCTI, SIKMA He OyB MOB'A3aHMIA i3 pearnbHUM
TEXHIYHMM  OHOBMEHHsIM. Jluwe nicng  ny6niyHoro
CMpPOCTYyBaHHA 3  OOKy [JOepXaBW  HaBaHTAXKEHHSsI

HopMmanisyBarocs. Llein kelc AeMOHCTpyeE, Lo HaBiTb 6e3
aTtak OoTiB cuctema Moxe 3as3HaTu DDoS-nopibHoro
HaBaHTa)XEHHS1 BUKIMOYHO Yepes NoBefiHKy KopUcTyBauiB.

Ha BigmiHy Big knacuyHux mogenen DDoS-aHaniay,
WO (OKYCYIOTbCA BUKIIOYHO Ha TEXHIYHUX MeTpukax
(Hanp., KinbkicTb 3anuTiB, obcar Tpadika abo LWBMAKICTb
reHepauii HaBaHTaXeHHs!), 3anpornoHoBaHa MoAenb
BPaxoOBYE AVHaMIKy NOBELiHKA KOPUCTYBaYiB K OKpeMUi
YnHHUK BnnuBy. Lle posBonge BuaABUTM cueHapii, Sk
€ MaronoMiTHMMM B KITACWYHIN aHanitTuui, ane MoxyTb
CTaHOBMTU He MeHWy 3arpody pAns crabinbHOCTI
cuctemun. 3okpema, cLeHapii i3 3aTpumaHo peakuieto
OEeMOHCTPYeE, Lo HaBiTb 3a BiACYTHOCTI TEXHIYHOT aTaku,
NOCTYNOBE HAKOMWYEHHS1 aKTUBHOCTI MOXe MNpU3BECTU
[0 NepeBaHTaXEHHS.

Y npakTU4YHOMY KOHTEKCTi Lie O3Ha4yae, WO CUCTeEMMU
MOHITOPUHIY, OPIEHTOBAHI NLLE Ha MiKOBi HABAHTaXXEHHS,
MOXYTb BUSIBUTUCA HeedEKTUBHUMMU 33 HasBHOCTI
NOBEAIHKOBUX XBUIb. AreHTHO-OpiEHTOBaHa MoAenb,
HaBnaku, AOO3BONSE ajanTyBaTu cTpaTerii 3axucTy .o
pi3HUx popm gectabinizadii — Big MUTTEBMX hbanbCTapTiB
[0 JOBroTpmBanmx iHopmauiiHUX KamnaHin.

MogibHui migxin peanisoBaHo B ribpuaHin mogeni CSI
(Ruchansky, Seo, & Liu, 2017), sika iHTerpye KOHTEHT
NOBIJOMIEHHS, peakuii KOpUCTyBadiB i XapakTepucTuKu
oxkepen. Lle nigtBepmxye edekTuBHiCTb — Oarato-
(haKkTOpHOro MOAEMBaHHA ANS BUSABMEHHA (ENKOoBOT
aKTMBHOCTI 6e3 HeobXxigHOCTI rpadhoBoOro aHaniay.

Kpim gocnigHuubKoro noteHuiany, Mogens Moxe 6yTu
iHTerpoBaHa B nMpuKNagHi IHCTPYMEHTU OLIHIOBaHHS
pU3MKIB i HaBaHTaXeHHs. 3o0kpema, BOHa MOXe
BMKOPMCTOBYBaTUCb B aHamniTUMHUX MOAYNSX nnatdopm
Tuny CERT-UA ons cumynsuii noBediHKOBOI akTUBHOCTI
KOpuCTyBa4iB  nig 4ac enkoBmx iHdOpMaLINHMUX
KamMnaHiv. [HWKYM MOXNNBMM HaNpPsiIMOM € BUKOPUCTaHHSA
MoZeni K  KOMMOHEHTa B CUCTEMax pPaHHbOro
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nonepemkeHHs1 Npo aHOMarnbHe HaBaHTaXEHHs — 3
ypaxyBaHHSAM He nulle TeXHIYHUX MOKa3HuKiB, a =
iHbopmauinHoro KoHTekcTy. Kpim Toro, mMopenb Moxe
cTaTu OcHOBOW AN cueHapiiB Red Team / Blue Team
HaBYaHb Yy cdoepi kibepbesnekn, [e  BaxIMBO
NPOTECTyBaTU i TEXHIYHY CTIMKICTb CUCTEM, | KOMYHIKaLiNHY
peakLito Ha 3arpoay.

Monpn nepeBarn areHTHO-OpPiEHTOBAHOro mMigxoay,
3anporoHoBaHa MoAeNb Mae NeBHi 0OMEXeHHS, Lo BapTo
BpaxoByBaTu npu ii iHTeprpeTauii Ta noganswomMy
3acTtocyBaHHi. [Mo-neplle, y MoaentoBaHHI BUKOPUCTaHO
ysaranoHeHi  napametpu  p(t), ki HaGMWKeHo
BifoOpaxalTb MNOBeAdiHKy  KOpuUCTyBadiB, ane He
BPaxoBYOTb MiXiHAMBIQYanbHi BiAMIHHOCTI, Hanpuknag,
BMAVB AeMOrpadivyHNX Y1 NCUXOMOriYHUX XapakTepUCTUK.
Mo-gpyre, mopenb nepepbayae ikcoBaHy KinbkiCTb
OoTareHTiB i He BpaxoBYe MOXNMBICTb  IXHbLOrO
caMopo3LUMpeHHst abo aganTauii, Wo BMacTMBO Cy4acHUM
6otHeTaMm. Kpim Toro, iHdopmauiiHe cepegoBuLLe
3MOoJenboBaHO K YMOBHO ofHOpiaHe, 6e3 audepeHuiauii
3a Tunamu kKaHaniB abo pieHem pfosipu. [loganblui
OOCMIOXEHHS MOXYyTb 30CEPefAMTUCb Ha PO3LUMPEHHI
MoZerni 3a paxyHoK (akTopiB COLianbHOro BMIUBY,
OaraTokaHanbHOro MOLIMPEHHs Ta peanisauii areHTiB 3
aJanTUBHOLO FIOMKOK MOBE/IHKN.

OpHuMm i3 chakTopiB, KM NOTEHUINHO NiACWUIOE BNNNB
erikoBoi iHopMaLlii, € couianbHU pe3oHaHC — edekT,
KOMM KOPUCTYBAY He pearye Ha NMoBiAOMIEHHS Yy NepLIOMY
KOHTaKTi, ane akTuBI3yETbCA MIiCNS TOro, SIK aHanorivyHy
iHbopmalLito nobaunTb y Kinbkox mkepenax. Llen edekt
Ba)XXKO MOJENoBaTh y KAACUYHUX TEXHIYHUX cucTemax,
ane Woro MOXHa BiATBOPUTM 4epe3 OGaraTodasHy
noBeAdiHKy areHTiB. [MOBTOpHE 3iTKHEHHS 3 MOBiAOM-
TNIEHHAM, MNocuneHe  aBTopuTeTOM  JKepena  abo
coujanbHUM TUCKOM, MOXE iCTOTHO 3MIHWUTW TPAaEKTOPItO
noeefiHkn. Y poboti Starbird, Arif,  Wilson (2019)
nigKpecneHo, Wo AesiHdopMaLis NOWNPIETLCA He nuLle
AK TEXHIYHMA BMMB, a | K KONMEKTUBHA [isiNbHICTb
ayauTopil, ika HeyCBiAOMMNEHO MIATPUMYE XUTTEBUN LINKI
LUKIANIMBOrO KOHTEHTY.

Y KOHTeKCTi mopgeni, Wo po3pobneHa y UbOMY
OocCnifxeHHi, nogibHa norika Moxe OyTu peanisoBaHa
3aBAsKM PO3LUMPEHHIO DYHKLT akTUBaLii p (t) 3anexHo Big
KinbKocTi noBTOpiB abo "BianyHHA" NOBIJOMMNEHHS. Takui
nigxig 0o3BONsie HaAbNM3UTM CUMYMALK [0 pearnbHOro
iHbopmaUiiHOro cepenoBULLa, e HE NMULLE KOHTEHT, ane i
YacToTa KOHTaKTy 3 HUM BM3Ha4yae MMOBIPHICTb Aii. Lie €
NOTEHUIMHUM HanpsMOM NoAanbLUIOro po3BUTKY Moaeni —
3 ypaxyBaHHSM LMKMiB MOBTOPEHHS Ta MiKareHTHOro
NoLUMpEHHst iHdbopmallii.

KpiMm cumynauinHoro aHanisy, 3anpornoHoBaHy MOAenb
MOXHa afanTyBaTM [ BUKOPUCTAHHA Yy cuUcTeMax
MOHITOPUHIY B pexumi peanbHoro d4acy. OguH i3
NEepPCrneKTUBHUX HampsaMiB — aganTauis NOrikv areHTHol
Moerni Ang CUCTEM MOonepepKeHHs iHopMaLinHUX
aHomanin. Lle ocobnvBo akTyanbHO y Bunmagkax, Komu
nowmnpeHHs  AesiHdopmadii  He  CynpoBOOXKYETbCSH
KNacu4YHUMU TEXHIYHUMU iHOMKaTopamu (Hanp., DDoS abo
MEPEXHUMU CKaHyBaHHSIMW), ane CTBOPKE BUCOKUN
piBEHb HaBaHTaXXeHHS Yepes peakLito ayanTopii.

AHanis guHamikv noBediHKM KOpUCTyBaYiB, 30Kpema i
piskux 3miH y p(t), AO3BOMsiE po3ni3HaBaTU XBUMbOBI
aHomanii, fAki  MOXyTb  yKadyBaTW Ha  3anyck
CKOOpPAMHOBaHOT (PerKkoBOi KamnaHii. Y Takux Bunagkax
cucteMa MoXe iHiuitoBaTy aBTOMaTU30BaHE CrpOCTy-
BaHHs1 abo OMoKyBaHHA NOLUMPIOBAYiB — HaBiTb O TOTO, 5K
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3'9BNATbCA TexHiYHi Hacnigkn. OTKe, Moaenb Moxe
(OYHKLIOHYBaTW HE n1LLE SK iHCTPYMEHT 4118 NNaHyBaHHS i
HaBYaHHA, ane i AK MPakTUYHUI KOMMOHEHT y cucTemax
KibepsaxucTy, Oe LWBMAOKICTb peakuii Mae BupillansHe
3HaveHHs. [MoganbLui AoCNiAXEHHS MOXYTb By T cnpsiMoBaHi
Ha BW3HAYEHHSI OMTUManbHUX MOPOroBUX 3HayeHb p(t)
ONS  3anycky Takux MeXaHisMiB 3anexHo Big Tuny
iHdpopmaUiHOT NnaTopMmn Ta XapakTepmucTuk ayauTopii.

Kpim Toro, mopenb moxe OyTv BuKOpUCTaHa Ans
BUSBMEHHA  MOTEHLUIMHO  BpasnuBux  iHpopmaLiiHnx
CEermMeHTIB Hanpuknaz, rpyn KopUcTyBadis i3 Bucokum p(t),

SKi - HariMOBIipHiWe niggagyTbCa  BRAMBY  DENKOBMX
nosigomneHs.  Lle  BigkpvBae  MOXNUMBOCTI  And
NPEBEHTMBHOIO  iHpOPMYyBaHHSA,  CNPSIMOBAHOrO  Ha

NOCUMEHHS KiBepCTIKOCTI LiNbOBUX ayanTOpIN.

3anponoHoBaHa Mofenb [03BOMSE He nulle BiATBO-
puTK 3arpody, ane " nepesipuTM edEeKTUBHICTb Pi3HUX
TaKTUK pearyBaHHs. Lle pobuts ii kopucHO He nue Ans
HayKOBOro aHaniady, a ¥ Ans NpuKnagHoro BUKOPUCTaHHSA —
Hanpuknag, y mexax Red Team / Blue Team HaB4aHb, Ans
oujiHoBaHHA pusunkie y CERT-nnatdopmax abo niarotoBku
0O iHopmauinHMX KamnaHin. Mogenb TakoX Moxe
OyTn poswmpeHa: 3 ypaxyBaHHAM edeKkTy MacoBoro
MOBTOPEHHS, 3aTPUMOK Y MOLLMPEHHI ab0 BNAUBY KIMHOHOBMX
nigepis Aymok. Taki moaumdikauii CTBOpATb OCHOBY AONs
afanTvBHUX CUCTEM MPOrHO3yBaHHS MOBEAIHKM KOPUCTY-
BayiB nig vac Kpus.

Ounckycis i BUCHOBKMN

3anponoHoBaHa areHTHO-oOpieHTOBaHa mogenb
BUSIBMEHHSA Ta CTPUMYBaHHS riGpMAHOro BNAVBY A03BONAE
KOMMMEKCHO MOAenioBatn B3AEMOLI0  KOPUCTYBauiB,
6oTareHTiB, JKepen AesiHdopMauii Ta 3aXNCHUX CUCTEM.
Ha sBigmiHy Big knacuyHnx DDoS-mopenert, BoHa
BpPaxoBY€ MOBEAIHKOBY AMHaAMIKy 11 iH(popmaLiiHi ecbektn,

30KpeMa W  3aTpPUMKYy peakuii KopucTyBadiB i BMnvBe
OQiLiNHOro CNPOCTYBaHHS.

CueHapHe MofenoBaHHA Mokasano, Lo HaBiTb
neriTMMHa  MoOBefjiHKa KOpUCTyBadiB, CMPOBOKOBaHa

enkoM, 3gaTHa CTBOPUTU KPUTUYHE HaBaHTaXKEHHS Ha
AepxaBHu cepeic. BogHovac cBoevacHe iHopMauinHe
BTpy4YaHHs1 abo ToukoBe OrOKYBaHHS J)Kepen J03BONATb
crabinisyBatu cutyauito 6e3 maclwTabHOro TexXHiYHOro
pearyBaHHs. Lle nigkpecnioe BaxnuBicTb ribpugHoro
nigxogy Ao Kibep3axucty — MOegHAHHS TEeXHIYHUX i
KOMYHiKaLiiHUX 3acobiB pearyBaHHsi.

Mogenb y3romXyeTbCsi i3 CydacHMMW nigxogamu Ao
BUSIBNEHHS DEeNkoBOi aKTUBHOCTI: KkoHuenuii 6Garato-
chakTopHOro aHanisy, peanisoBaHi B CSI, noBepiHkoBe
posranyxeHHsi peakuin kopuctyBadiB (Glenski et al.).
3asBneHe BulWe, a TakoX BNOIMB  OOBipM OO
Bepu@iKaUiiHUX cucTeM MiATBEpAXYylOTb AOUINbHICTb
iHTErPOBaAHOr0 MOAENIOBAHHS MOBEAiHKMA, KOHTEHTY Ta
TEXHIYHOI AMHAMIKN.

[MpakTMyHa UiHHICTb MoAeni nonsarae B MOXMBOCTI 1T
BUKOPUCTAHHA ANsl aHanidy HaBaHTaXeHHsA B cucTemax
CERT, cumynsuin Red Team / Blue Team, a Takox B
OLiHIOBaHHI pU3uKiB Nig Yac gesiHopMauinHUX KaMnaHin.
Ii MmoxHa apanTyBaTu [0 pisHUX KOHdirypauin: sk ans
OKpemMux cepBiciB (Hanp., eneKTPoOHHUX PEeECTpiB), TakK i
ONs MaclUTabHiLWMX LMdPOoBUX NNaTtdopM.

Y nepcnektuBi Mogenb Moxe OyTu [OonoBHeHa
MoaynsiMu  OOBipW, CcoOUianbHOro MOLUUPEHHS, BNUBY
niAepiB oyMOK Ta anroputMamMmu nNporHo3yBaHHA peakuin y
yaci. Le poswmputb Ti yHKLiOHaNbHICTb i 4O3BONUTb
BUKOPUCTOBYBATU SIK KOMMOHEHT B aAanTUBHUX CUCTEMax
iHbopMmaLinHOro 3axucTy.
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OTmxe, KIOYOBMM €MeMEHTOM Yy hOpPMYyBaHHI pPU3NKY
nepeBaHTaXeHHS BUSABMSIETbCS He caM pakT ataku, a
dopmMa CNpuURHATTS Ta peakuis ayguTopii. HasiTb
MiHiManbHa TeXHiYHa aKTUBHICTb, MOEAHAaHa 3 naHikot abo
Oe3iHPOopMYyBaHHAM, MOXE MaTW HacCrigKW, eKkBiBaneHTHI
NoBHOMAaCLUTaOHIN DDoS-aTtaui. Lle nigkpecnoe
HeOoOXigHICTb ypaxyBaHHS MOBEAIHKOBUX YMHHUKIB 00
MogAenen pusnky B iHopmauiviHin 6esneti.

[xepena ciHaHcyBaHHA. Lle gocnigXeHHs He oTpumano
XKOAHOrO rpaHTy Big (OiHAHCOBOI YCTAHOBWM B AepXKaBHOMY,
KOMepLiiHOMy abo HEKOMEPLIHOMY CeKTopax.
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A METHOD FOR MODELING HYBRID INFLUENCE
ON GOVERNMENT SERVICES USING AN AGENT-BASED APPROACH

Background. In the context of hybrid warfare, the role of information influence on critical infrastructure is growing. Fake news can
trigger waves of user behavioral activity that mimic DDoS attacks, overloading government digital services even without direct technical
interference. This creates the need to model such scenarios considering both technical and socio-behavioral factors.

Methods. Anagent-based model of hybrid influence is proposed, including users, bots, fake news sources, and protective mechanisms.
The model is implemented using mathematical expressions and scenario simulation, including a baseline scenario, delayed response scenario,
technical intervention scenario, and official rebuttal scenario. The analysis considers system load parameters, behavioral activation probability,
and the system's response.

Results. It was found that user behavior alone can generate critical system load equivalent to a DDoS attack. The most effective scenario
combined technical blocking and information rebuttal, reducing load to a stable level. Classic cybersecurity models often fail to account for
delayed reactions or wave-like behavioral patterns, limiting their effectiveness in hybrid environments.

Conclusions. The proposed model enables not only simulation of hybrid influence but also evaluation of response tactics. It can be
applied in CERT platforms, Red Team / Blue Team exercises, and early-warning systems. Further research may focus on adapting the model to
real-world environments and developing automated response mechanisms to information threats.

Keywords: hybrid warfare, agent-based modeling, fake news, digital security, behavioral load.
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MATHEMATICAL MODEL OF STEGANOGRAPHY USING SUBOPTIMAL DECISIONS
IN DATA COMPRESSION ALGORITHMS

Background. Protecting access to information in the digital age requires the development of digital tools to encrypt and hide
the information from everyone who is not meant to be able to access it. While encryption is great at preventing unauthorized people
from accessing the information, it lets people know that there is something hidden behind the transformation. Steganography instead
allows us to obscure the fact of information concealment in the first place. Unfortunately, common types of steganography rely on
altering the source signal, leaving subtle footprints of data manipulation that can be traced and detected. The goal of this research
paper is to provide a model that has the potential of preserving the source signal in its entirety, instead relying on changing the way
the source signal is represented in digital media in a way that allows us to encode secret data into the output stream.

Methods. A theoretical analysis of steganography approaches on data compression algorithms was conducted. Methods of
preserving source data stream were investigated.

Results. A new model has been developed that uses decision-making processes in data compression algorithms to encode
steganographic data in a resulting data stream. In lossless data compression schemes, it is possible to achieve perfect reproduction
of source data stream, making detection through analysis of underlying signal encoded in data compression algorithms useless.

Conclusions. The need for information security has been increasing over time, with tensions between countries resulting in
new armed conflicts around the world. The ability to embed and covertly send data through steganography may provide a competitive
economic, political, and/or military edge. The developed model can be applied to further develop specific methods of steganographic data
encoding that is resilient to analysis and detection by existing approaches that rely on statistical analysis of underlying signal stream.

K ey w o rd s : steganography, data compression algorithms, signal processing, data security, decision trees, entropy encoding,
arithmetic encoding.

Background between frames, with values of dozens of frames per

With the advent of digital computers, a need to store second being common.
information about the real world in digital form emerged. All these encoding solutions are made with decoding
This information takes a lengthy and complex route in order and reproduction back into physical phenomena in mind. A
to turn from physical phenomena of a light bouncing off of digital encoding of a photo has no use if we cannot present
the surface of a physical object or pressure waves it back into a grid of colors that we can perceive in the real
travelling through the air into a string of numbers, zeroes world with our human eyes. A sound recording is useless if
and ones, that can be stored in computer's memory, and we cannot listen back to it. The process of both capturing
then it needs additional work to be turned from those back analog signals and capturing them into digital form, and
into physical light, sound, or other form of real-life, analog reproducing these digital signals back into physical realm
phenomena — or even objects. Photosensitive diodes turn is imperfect, since the components we use to both
photons of light into electrical signals that we can register transform light, sound, and other sensations into electrical
and process, allowing us to take a photograph of the real signals, and perform the inverse of that, are subject to
world. A transducer turns pressure waves into digital distortions, noise, lack of performance, bias, and other
signals, allowing us to record sound. flaws — though the quality of devices to both capture and

Of course, without a way to represent this information reproduce those signals has been improving since their
in a digital, binary form, there is no way we can store this inception, and continues to this day (Galal, 2016; Rumsey,
information on computer systems. For photographic & Mccormick, 2013, pp. 201-256).
signals, we rasterize visual data, storing color information Storing information in digital form, however, poses a
in discrete, individual cells called pixels. This means that challenge of providing enough storage capacity for a given
we quantize the infinite precision of the real world in two media. Storing color data of a single pixel in a 24-bit image
ways: spacial and spectral. Rasterized pixels would be the takes up three bytes of storage. Multiply that by multiple
spacial quantization, while the color data of those pixels — megapixels that a commonly used 1080p display would
being limited to a finite number of bits we can use to store use, and you arrive at approximately six megabytes of raw
color information in the pixel — would be spectral. For picture data. Videos require thirty of these frames per
sound, the quantization would be temporal and amplitude: second, which quickly turns into a gigabyte of storage
the former splits the infinitely precise stretches of time into capacity being taken up by 5-6 seconds of raw video
distinct (and usually equal) durations of time, during which stream. This explosion of storage capacity that is
a single intensity of the sound signal is assumed. This necessary for storing modern pieces of media means that
signal intensity, just like with pictures, could only be we must somehow reduce the amount of data our media
encoded with a limited number of bits, leading to amplitude object requires to store in digital form. In other words, we
quantization. Video signals, therefore, are usually nothing need to compress digital data.
more than a sequence of pictures presented at equal Modern schemes of digital compression can reach file
intervals of time between one another, synchronized size reduction of dozens of times, if not more (Barina,
with a sound signal coming from one or more sources in 2021; Oztiirk, & Mesut, 2021, pp. 15-20) while preserving
physical space. There is a temporal quantization happening most (if not all) of the detail of the original, uncompressed
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data stream. To achieve high compression ratios,
compression algorithms adapt their approach for various
parts of the source media. For example, when
compressing sound, an algorithm might dedicate more
bandwidth to a more intense part of a song with lots of
different instruments all playing at once, and less
bandwidth to sections with silence or quiet sounds. In other
words, they make decisions based on the source data
stream. Encoding schemes have a limited number of ways
to decide how to compress a certain primitive structure of
the data stream, like a block of pixels or a set of audio
samples. Commonly, they tend to select the best ways of
encoding the data that they expect would take the least
number of bits. In the end, these compression algorithms
produce a smaller, more compact representation of source
media, potentially with some losses in perceptual fidelity
that the algorithm authors considered acceptable for a
given compression ratio. Importantly, these compressed
representations can be decompressed and turned back
into a raw stream of data that can be presented to the user
in the form of a picture, sound, or video.

With established methods of representing — and
compressing — analog media in digital formats, we can shift
our focus to another need: the need to covertly transmit
information. There are two ways we can achieve this:
encryption and steganography. Encryption is the process
of converting readable information into unreadable
information to prevent unauthorized access.
Steganography is the process of embedding secret data
within another object in a way that conceals the presence
of secret data from an unsuspecting observer. Encryption
is great at preventing people from accessing information
they should not have access to, but encrypted data on its
own is obvious, anyone can see there is something there,
painting a target on it. After all, why would somebody
encrypt something that is not worth protecting?
Steganography, on the other hand, does not, on its own,
prevent others from accessing the data, but instead
attempts to hide it in plain sight, preventing people from
knowing it is even there unless they know about it.

There are many different approaches to
steganography, and they depend on the cover media used.
Common types of cover media include pictures, video,
audio, and text (Anas, Ridzuan, & Pitchay, 2025). Broadly,
these techniques tend to either modify the source data
directly (i.e., manipulating pixel color or sound intensity
values by changing their least significant bits (LSB)) or
indirectly through manipulating values in the frequency
domain (Apau et al., 2024). This leads to a material change
to the underlying representation of media; in other words,
after transformation, the raw data that is transmitted to the
screen, played back through the speakers, or printed out
on a sheet of paper, is different from the original data of the
cover media. Though there exist adaptive techniques that
utilize machine learning, artificial intelligence, blockchains,
and other tools to prevent existing steganalysis and
statistical analysis techniques from being able to detect
steganography (Apau et al., 2024, p. 5), they still change
the apparent representation of carrier media. This leaves a
gap in current research, as it is difficult to find a
steganography method that would leave the apparent
representation unchanged.

The objective of this research, therefore, is to develop
a new model of steganographic encoding of data that does
not change the apparent representation of some, if not all,
media objects.
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Methods

In this article, we performed theoretical analysis and
systematization of data compression algorithms and ways
of exploiting their decision-making processes to encode a
secondary, secret message within the encoded cover
media such that apparent result is not changed. Methods
of preserving the apparent representation of carrier media
were investigated.

Results

There are many ways to represent the same data. Data
compression algorithms exploit this idea, attempting to find
a specific representation of a given set of data that takes
up as little storage space as possible. Of course, there are
many trade-offs: processing difficulty (how long does it take
to compress/decompress a file?), compression ratio (how
much smaller the file has become after compression
compared to the original output?), legal constraints (are
there any patents or licensing issues that prevent us from
being able to use this algorithm?), memory requirements
(how much RAM do we need to process this algorithm?),
and many more. There are other considerations that
influence data compression algorithm design. For
example, are there any special properties for the
underlying data we can exploit to achieve better efficiency?
With time, new data structures are discovered, new
mathematical properties are found, and new ways of
representing the same set of data are found, resulting in
innovation in data compression algorithms. One thing that
is worth keeping in mind, however, is that even within the
constraints of a given data compression/decompression
format, there are many ways of representing that data.
Compression programs try to find the best one among
many, but there are other ways to compress the data that
will allow the decompressor to decode that representation
back into the same original raw data.

What if we manipulated the way compression algorithms
worked to produce another, equally valid string of bits that
would decode into the same picture, sound, video, text, or
anything else? Better yet, what if we did so in a way that
allowed us to encode additional information, allowing us to
embed secret information into the compressed result that we
could then transmit without any changes to the source
media? That is the goal of this research.

The overall flow of many compression algorithms takes
three basic steps: take the source data object, define
certain transformations on it, change the way it should
presented through using a certain data structure; perform
decisions as to how the source object should be converted
into this new representation; and finally, convert it into a
binary form that can be stored on a digital storage medium.
For example, with pictures, instead of operating on raw
pixel data, groups of pixels could be analyzed in an attempt
to find larger structural blocks, information about which
could be conveyed not through the raw pixel data, but with
a relationship between a certain overall expectation and
the difference between expectation and reality (W3C,
2025; International Organization for Standardization, 1994;
Google, 2025). As could be seen in Fig. 1, on one of the
compression stages in WebP image format, the
compression algorithm performs various predictions on a
blocks of pixels of fixed size and then chooses the one that
has the best match with actual data (Google, 2025).

Though the original compression algorithm aims to
produce an output that takes up the least amount of space,
it does not have to. If we instead force the compression
algorithm to take different, suboptimal decisions, we could
encode additional data into the resulting compressed file.
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Fig. 2 shows a generalized view of proposed suboptimal
compression decision hijacking steganography approach.
For a given compression format, a set of decisions is
outlined. During compression stage, a steganographic
encoder performs the compression of data as normal until
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Selection hijacking engines (SHjEs) can be designed
to adapt to specific needs. The most naive approach would
be to hijack all decisions and utilize the entire decision
space available to encode the cyphertext as quickly as
possible. While it is a viable approach, it may result with
significant distortions to the beginning of the source file,
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especially if compression is lossy. Additionally, the
apparent dip in compression ratio between the start and
the end of the file may allow for some steganographic
analysis. A much better approach would be to spread the
hijacked decision points around the entire length of the file.
This would require either multiple compression passes to
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perform precisely, or a decent heuristic approach that
would predict the amount of decision points and their
capacity within a couple of percentage points from ground
truth. Additionally, SHJE can limit its decision space to
powers of two, allowing it to encode bytes directly instead
of resorting to techniques like arithmetic coding (Witten,
Neal, & Cleary, 1977).

Nonetheless, arithmetic coding, or other similar entropy
encoding techniques, could be used in cases where
maximal capacity for encoding secret data is necessary.
What is especially useful in entropy encoding is the ability
to use mixed-radix numeral systems, allowing us to
minimize losses incurred by limiting ourselves to just binary
codes. The reason it is possible to use mixed-radix
numeral systems is because the compression algorithms
tend to have a certain and well-defined set of options at
specific decision points. In other words, the number of
decisions at a specific decision point utilized to encode
secret data stream defines corresponding radix in the
entropy encoding solution. Fig. 3 provides an example
visual illustration of steganographic encoding in action. At
certain points in a compression algorithm, a decision with
multiple options needs to be made. SHJE decides to use
specific decision points to encode the data it needs.
Because selection space is well-defined, the decoder
would know the radix of this hijacked selection, allowing it
to interpret it appropriately.

[ Compression algorithm ]

wiealjsejep papoaug

Fig. 3. Encoding of data through selection hijacking
Decoding secret data stream from a steganographic

media boils down to performing the same steps in reverse:
perform the decoding process; figure out the decision
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space that was available during the encoding step; and
then derive a numerical value that corresponds to an
option that was chosen during encoding.

There are two main components of this new model:
SHIE itself and an embedding engine that integrates it into
a given compression algorithm. While the same SHE
could be wused within different data formats and
compression algorithms, it requires modifying them to
provide hooks and interfaces for the SHJE to operate on.
While specifics of these implementations are outside of the
scope of this research article (and therefore avenues for
further research), they will need to rely upon specific data
format and compression algorithm details to define valid
decision points that could be used to encode secret data.

Mathematical model. To begin expressing this model
in mathematical terms, we need to introduce some
definitions. Let us define the following:

e R =(1,¥2, Y3 -, Yy) —raw media object of length
n, where y; are media primitives (i.e., pixel brightness,
sound intensity at a given point in time, etc.)

e ¢; —i-th encoding decision with capacity c;.

e [ - encoding decision space for a given data
compression format.

e E(R) = (eq, ey e3,...,ey) — encoding decision chain
for a given raw media object R, Vi € 1,n:¢; € E, VE(R) € E*.

° eiki — resolved encoding decision with resolution
ki: 1< ki <.

o Cp(R) = (ef* ef?, el?, .., efm) — a compression of
R, which is a tuple of resolved encoding decisions which
represent the raw source object.

° CE,S(R) = (efl,eécz,e?,...,e,};m) — a hijacked
compression of R that carries a secret message S.

e D(Cz(R)) =R — a decompression of Cz(R) which
retrieves a decompressed object R.

A compression Cz(R) can be represented as a
sequence of bits B(Cg(R)) = (by, by, b3, ..., b)) of length
|B(Ce(R))|=1. An optimal compression function
Cpoptima(R) derives such a sequence of encoding
decisions e; and their resolutions k; that its length is as
small as possible. In other words, optimal compression
satisfies the condition:

min|B(Cs(R))| = B (Cooptima(®)]. ()

It is important to note, however, that for a given
lossless compression (i.e., the one for which D(Cz(R)) = R
always holds true for any Cz(R)), there is more than one
way to compress a given raw media object R. In other
words, there are many compressions C(R) that can be
decompressed back to R. We can use a subset of
encoding decisions E(R) € E(R) € E* as a carrier for our
secret message S. To do this, we can take each encoding
decision é; € E(R) and, instead of letting the compression
algorithm resolve it, give it to a SHJE, which will use it to
encode a part of a secret message.

To dig deeper into a SHjE, we first need to establish an
arithmetic coding system. Let us assume we have the
following:

e x; — an [-digit mixed-radix number with a finite
number of digits.

e d;—an i-th digit with aradixr; €N, d; € 0, (1; — 1).

e D(x) = (dy,dy, ..., d;) —astring of digits for an input
number x;.

° wl.’ — a weight assigned to the j-th value for i-th digit,

jeLn, wl elo1].
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o W ={w},w? ..., w/'} - aset of weights assigned to
each value an i-th digit could be, where:

Ti
Z wk =1.
k=1

e W(x) =W, ={W,W,, .. W}—acollection of sets
of weights for an input number x;.

o A(D(x), W(x)) = [a,b) — an arithmetic coding of
an input numberx;, 0 <a<b < 1.

The arithmetic coding system works by progressively
dividing a given range [a,b) into smaller regions

€y

A(D(xn), W(xp)) = [an, by), ag =0,by = 1.

dn-1_ d
ap = ap_q + (bpoy — an-) X2y Wh, by = ap + (byoy — ap_w, "

Equation (4) establishes the base case for recursion, and
equation (5) defines the bounds a;, and b, for a number x;,.
While this approach allows us to encode any number, we
have no way of knowing how long that number is. To solve this
problem, a stop digit can be introduced. This would increase
the radix of every digit by one and require adding a new weight
wir"+1 € (0,1). To satisfy the condition set by equation
(1), the full set of weights W; will need to be
rebalanced for each digit to produce a new set of weights W,:

Vi€ rpwh =whx(1—w ). (6)

T = A(Ces(R), Wr) = [ar, b

where W; — weight set collection for a hijacked
compression Cgs(R) defined internally as one of the
parameters of a SHJE, A(D(S), W(S)) - arithmetic coding
of secret data S.

As such, the hijacked compression €E,S(R) is, in some
sense, a byproduct of an attempt to arithmetically code our
secret value using an unconventional mixed radix
numbering system that consists of encoding decisions of a
compression algorithm.

Note that it is not necessary to have a stop digit in the
SHIE, since as soon as it encodes a value that is fully
inside one of the stop digits of arithmetically coded secret
data S, it can stop its processing.

Decoding the secret value S encoded in a hijacked
compression CAEIS(R) is therefore a simple task of letting the
embedding engine define the same subset of an encoding
decision chain E, providing the resolved encoded
decisions el.ki to the SHJE, and then using them to recreate
the value of T, and from that the value of S, assuming the
radices of D(S) and the weight set collection W(S) is
known ahead of time (either by being agreed upon by the
parties using this model to exchange steganographic
information, or being a part of the SHjE configuration).

To summarize, the selection hijacking engine has the
following parameters:

o W; —weight set collection used for creating a target
arithmetic coding.

o W(S) — weight set collection for secret data S.

e 1,5 —radices of digits of secret data S.

e \Whereas the embedding engine has the following
parameters:

e Mapping E(R) — E(R).

e r; —radices of digits of a hijacked encoding, 1 < r; < ¢;.

e Ordering of resolutions k; for all encoding decisions é;.

As such, the embedding engine may decide to
artificially restrict decision space for the SHJE in cases
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r) € [as, bs) = A(D(S), W(S)),

la,by), [b1,by), ..., [by-1,b) (assuming b, =a,

by, = b), where the length of each region is proportional
to the weights W;:

by = by_y = (b — )Wl @)

With that in mind, an arithmetic coding of a number x;

could be defined recursively. Let x;, = |x;];, be a number

comprised of the first h digits of x;, where he€1,l.
Therefore:

(4)
(®)

With that settled, a SHJE is a function that performs
arithmetic coding through manipulating encoding
resolutions k; of encoding decisions é; in a subset of an
encoding decision chain for a given media object E
provided by the embedding engine. More specifically, we
use é; as digits with corresponding radices c;. The SHJE is
also responsible for deciding upon a set of weights W; for
each digit. After that, SHJE can produce arithmetic coding
T of a target value that will embed the secret data S into
the hijacked compression Cz s(R):

@)

where taking a particular decision may result in
undesirable side effects like particularly large file size
increases. Additionally, it is responsible for mapping the
numeric representation of resolutions k; into actual
decisions an encoder it embeds itself into needs to take.

Comparison with existing approaches. Definitions of
this research article could be used to describe most of the
existing steganographic algorithms as well. While their
construction varies in complexity, most of them boil down
to manipulating the raw media object R, performing a
transformation that turns it into an R, the changes in which
compared to the original are imperceptible to the human
senses while providing it a certain property that is useful
for covertly embedding a representation of secret data S.
Least significant bits (LSB) methods operate on raw bits
directly. Transform domain techniques like Discrete Cosine
Transform (DCT), Discrete Wavelet Transform (DWT), etc.
also operate on raw media object data. Same with phase
coding, masking, filtering, and other transformative forms
of steganography.

Selection hijacking method therefore has a unique
advantage that separates it from previous models: it does
not change the raw source media object but merely
changes the way in which it is compressed and stored on
disk. In a lossless compression algorithm, the hijacked
compression leaves the raw source media completely
intact, since, by the definition of a lossless compression

algorithm, D(Cy(R)) = D (Cy5(R)) = R.

This model does have disadvantages, however. Any
deviations from the optimal compression Cg op¢imqi (R) will
result in enlargement of the bit sequence B (EE,S(R)). The
compression space may not necessarily be monotonic,
there may be local minima, and theoretically it is possible
that a given hijacked encoding decision eif“' may be able to
decrease the overall length of the resulting bit sequence, it
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is expected to be an exception, not a rule. This would mean
that the resulting compression CAE,S(R) will result in a larger
file size compared to the optimal compression Cg optimai (R)
achieved by the original compression algorithm. At the
same time, it is worth noting that the resulting file contains
more entropy than just the entropy of the source media
object R, since it also contains a string of secret data S.
Since the source media object R is left intact, it would mean
that the entropy of a file with steganographically embedded
data using this model is larger than the one without it.
Simply put, this model results in larger file sizes.

Moreover, the storage capacity for secret data is limited
by the number of decisions available to the SHJE. Depending
on the compression algorithm used, it may result in orders
of magnitude less storage capacity compared to the
resulting file size. Since no methods based on this model
have been developed yet, and no experimental data has
been provided, it is difficult to estimate the exact impact on
storage capacity it would allow.

Discussion and conclusions

With various data representation and storage schemes
theorized, a problem arises: SHJE synchronization. To be
able to correctly decode secret data stream encoded with
this method, SHJEs on both ends of the process — encoding
and decoding — need to be able to arrive at the same
conclusions in each step of the way.

One solution is to share the implementation details and
SHJE parameters beforehand. While it is a viable
approach, it requires communicating these engine
parameters beforehand through another, external channel.
Once these engine parameters are locked in and
hardcoded into the program that would perform the
encoding/decoding, it would be impossible to change them
without communicating through these external channels,
whether for getting a new copy of the software with new
hardcoded values, or for a new set of configuration options
the end user would be able to input manually after
receiving the necessary SHjE configuration.

A more user-friendly, though more challenging for
implementors way of solving engine synchronization
problems would be to embed SHjE configuration in the
embedded secret data stream itself in the form of a
predefined header. As long as both parties support the
same base set of engine configurations, the encoding party
can easily change engine parameters individually per
media object, or even on the fly. Developing precise
methods of engine synchronization is one of the
possibilities for future research.

Secondly, since the hijacked selections will lead to
lower compression performance, this will lead to a
measurable and noticeable increase in storage capacity
required for storing the compressed (encoded) media
objects. This is an inherent property of this model. Because
the resulting encoded media object theoretically retains all
its original data, encoding additional secret data stream
into it will necessitate an increase in file size. While it is a
feature of this design, it is neither good nor bad. It is simply
a design choice that can either be extremely useful to some
users, or unnecessary to others.

This model would work well on lossless compression
algorithms since, no matter what option is chosen by the
SHJE, the implementation details and design of the
compression algorithm used would eventually lead it to
completely and identically representing the entire source
media object in its processed (encoded) form. However,
this may not be the case for lossy compression algorithms.
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By their nature, they discard certain information from the
resulting data representation, and the decisions performed
by the encoding algorithm influence which datapoints
specifically get discarded. Hijacking those decisions would
mean discarding different data from the resulting
compressed media object. Depending on the design of the
SHIE, this might lead to an encoder SHjE having different
input data compared to the decoder SHjE, preventing them
from being able to synchronize properly. Further research
is required to adapt this model into specific methods that
would address these concerns and make it possible to
encode steganographic data in lossy media objects.

Furthermore, this model's performance is limited by the
compression algorithm it is implemented on. To encode the
secret data stream, it needs to not only perform the native
compression steps but also spend computational
resources into hijacking those decisions. Since those
decisions are suboptimal, it is entirely likely that the
compression algorithm would also need to spend more
computational resources “cleaning up” after taking that
suboptimal decision, further limiting its performance.
Currently, it is only speculation, and further research is
necessary to observe the impact of selection hijacking on
compression speed and efficiency.

Additionally, without further SHJE tuning, with secret
data streams that are shorter than the potential embedding
capacity of a given media object, all the suboptimal
compression decisions would be bunched up at the front
of the file. This would allow for a potential statistical
analysis attack that would allow adversaries to potentially
detect this kind of manipulation. It is important to find ways
of spreading out the hijacked decisions in a consistent way
that is indistinguishable from randomness.

Finally, this model is well-suited for a wide variety of
compression algorithms, but its implementation into actual
methods requires specializing it for a particular compression
algorithm, or even a particular implementation of encoders and
decoders. While the theory might be broad, practical
implementations need to be the focus of further research to
make sure this model can be effectively leveraged in the future.

In conclusion, a new model of encoding steganographic
data into media objects without changing their apparent
representation was developed and proposed. This model is
capable of being used on any kind of media if it has a
compression algorithm that needs to perform decisions to
optimize its performance. Further research is required to
develop specific methods of implementing this model for
specific data formats and compression algorithm
implementations to bring this model from the realm of theory
into the realm of practical application.
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MATEMATUYHA MOAENb CTEFAHOIPA®II,
LLIO BUKOPUCTOBYE HEONTUMAIJIbHI PILLEHHA B AINTOPUTMAX CTUCHEHHA OAHUX

B cTyn. 3axucm docmyny 0o iHgpopmauii 8 yugpoey enoxy eumazae po3pobrieHHs yugpoeux iHCmMpymeHmie Onsi wugpyeaHHss ma
npuxoeyeaHHsi iHghopmauyii eid ycix, xmo He noeuHeH mamu 0o Hei docmyn. Xo4a wugpyeaHHs1 Yydoeo 3anobizcae docmyny Ao iHgpopmayii
Heaemopu3ogaHuMu ocobamu, 60HO 00380Jisie 1AM 3Hamu, ujo 3a NepemeopPeHHsIM ujockb npuxoeaHo. Hamomicmsb, cmezaHozpadpisi dae
3mMo2y npuxoeamu camM ¢hakm rnpuxoeyeaHHsi iHgpopmauii. Ha xanb, nowupeHi munu cmezaHozpadgii noknadaromscsi Ha 3MiHy euxiOHo20
cuzHany, 3anuwaroyu Masonomimdi cnidu madinynsyit i3 daHumu, siki MoxHa eiocmexumu ma eusieumu. Memoro yiei cmammi € HadaHHs
modeni, sika Mae nomeHyian Onsi 36epexxeHHs1 8uxiOHO20 cuzHasy 8 MoeHoMy 06cs3i, 3aMicmb Ub020 Moknadayucb Ha 3MiHY crnocoby
npedcmaesieHHs1 8UxiOHO20 cu2Hasly 6 yugpoeux HOcissx y makuii crnoci6, ujo6 Mamu Moxnueicmb kodyeamu cekpemHi OaHi y euxiOHul nomik.

MeTonawn. llpoeedeHo meopemuyHuii aHani3 cmezaHozpagiyHux nidxodie do anzopummie cmucHeHHs1 GaHux. [ocnidxeHo memodu
36epexeHHs1 sUXiOHO20 MOMOKY GaHux.

Pe3ynbTaTtu. Po3pobrneHo Hogy Modesb, sika euKopucmoesye npoyecu npuliHAmms piweHb 8 afn2opummax CmMUCHeHHs1 0aHux ons
KodyeaHHsI cmezaHozpaghiyHuUXx OGaHux y pe3ynbmyro4oMmy nomouyi OaHux. Y cxeMax CMUCHeHHs1 OaHux 6e3 empam Moxnueo docssamu
ideanbHo20 8idmMeopeHHs1 8uxiOHO20 MOMOKYy OaHUX, W0 YHEMOXX/IUBJIHOE 8USI8JIEHHS] WIISIXOM aHali3y OCHOBHO20 cu2Haiy, 3ako008aHO20 &
anzopummax CmMucHeHHs1 0aHuXx.

BucHoBku. lNlompeba e iHghopmauyiliHili 6e3neyi i3 4yacom 3pocmae, a HanpyxeHicmb MiX KpaiHamu npu3eodums A0 HO8UX 36POUHUX
KoHepnikmie no ecbomy ceimy. Moxnueicms e6ydogyeamu ma npuxoeaHo Hadcusamu OaHi 3a dornomMo20r0 cmeaaHoz2pagii Moxe 3abezneyumu
KOHKYPEeHMHY eKOHOMIiYHY, nonimu4Hy ma/a6o egilicbkosy nepeeazy. Po3pobrieHy Modesib MOXHa 3acmocyeamu 0151 100asibwo20 po3po6r1eHHs
KOHKpemHux mMemodie cmezaHozpaghiyHo20 KodyeaHHs1 GaHux, cmilikux 00 aHanizy ma eusiesieHHs1 3a 00NoMo20r0 iCHylYux nioxodie, wjo
crnuparomsbcsi Ha cmamucmuyHul aHasni3 nomoky 6a30e020 cuzHarny.

Knw4yoBi cnoBa:cmezaHozpagis, anzopummu cmucHeHHs1 0aHUX, 06pobieHHs1 cuaHanie, 3axucm iHghopmayii, depeea npuliHAMmMs
piweHb, eimponiliHe koOyeaHHsl, apugpMmemuyHe KoOyB8aHHSI.

ABTOpPY 3a8BMnATb NPO BiACYTHICTb KOHAMIKTY iHTepeciB. CnoHcopu He Gpanu yyacTi B po3pobneHHi gocnigkeHHs; y 36opi, aHanisi
4¥ iHTepnpeTaLil AaHKX; y HanucaHHi pykonucy; B pilleHHi Npo ny6nikauito pesynbTaTiB.
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IMANEMEHTALLIA 3AXUCTY BEBAOOATKIB HA NODE.JS:
OCHOBHI 3ArPO31M TA METOAM BE3NEKHU

BcTyn. IHmeHcueHuli po3sumok eebmexHosoeili i 3pocmaHHs nonynspHocmi eeb3acmocyHkie, po3pobrieHux Ha
nnamepopmi Node.js, sidkpuearomb Hogi Moxiueocmi Ons1 yugposo2o 6izHecy, 80OHOYAC MOCUJIFOIOYU PU3UKU Kibep3az2poas.
OdHiero 3 Kro4osux npobrieM cy4acHol kibepbesrneku € 3axucm makux cucmem 8i0 HecaHKyioHogaHo20 docmyry, MopyuweHHs
yinicHocmi OGaHux i 3abe3ne4yeHHs1 iXxHbOI cmabinbHOi pobomu. Y KOoHmMeKcmi 3pocmaHHsl KinbKkocmi amak Ha eebpecypcu
ocobnueoi akmyanbHocmi Habyearomb 3acobu 3axucmy, fkKi MOXymb 6ymu iHmezpoeaHi 6e3 3HayHO20 3HUXXEHHSI
npodykmueHocmi. 3acmocyeaHHsi 6azamopieHegux MexaHi3mie, 30kpema i KoHmposb docmyny, eanidayis eeedeHHs1 ma
napamempus3auisi 3anumie 0o 6a3u daHux, hopMyHMb OCHO8Y Cy4YacHO20 Mioxody Ao 6e3rMe4YHo20 PO3POOBIIeHHS.

MeToawu. lMposedeHo cucmemamuy4Huli aHasi3 cy4yacHux mMemodie 3abe3rne4yeHHs1 6e3rneku eeb63acmocyHkie, 30kpema i e
koHmekcmi Node.js. BukopucmaHo Mmemodu meopemu4yHo20 MOOesIH08aHHs1, MOPI8HSSILHO20 aHasli3y, MPaKMuU4YHO20 mecmyeaHHs!
cucmewm 3axucmy U aHanizy e¢hekmueHocmi pisHux cmpameziii. Ocobrugy yeaz2y npudineHo iHmezpauyii MexaHiamie 3axucmy, makux
sIK 06MeXxeHHs1 Kinbkocmi 3anumie (rate limiting), 06po6nieHHs1 napamempu3oeaHux SQL-3anumis, ghinbmpauis kopucmyeaybKo20
8e8edeHHs1 ma 3acmocyeaHHs1 MPUHYuUMy HaliMeHwux rnpusineis. A KoxHo20 3 Memodie OUiHeHO pigeHb MPOJyKMUBHO20
HaesaHmMa)xeHHsl, MOYHICMb 8USsIBJSIEHHS1 amakK i cyMicHicmb 3 apximekmyporo Node.js.

PesynbTaTtu. AHani3 nokasas, uo HalieghekmueHiwum nioxodom do 3axucmy eeb3acmocyHKie € NoeOHaHHsI KillbKOX
83aeM000r08HIO8aNIbHUX cmpameeil. Hanpuknad, eukopucmaHHs Nnapamempu308aHux 3arumie cymmeeo 3HUXYE PU3UK
SQL-iH’ekyiti, modi ik koHmposb docmyrny 00 KPUMUYHUX pecypcie YHEeMOX/Uue /e HecaHKUyioHogaHy Modudikayiro 0aHuXx.
HoesedeHo, wo kom6iHyeaHHs rate limiting i ¢hinbmpauii eeedeHHs1 3Ha4yHO nideuuwjye cmilikicmb 3acmocyHKy Ao amak muny
brute force i script injection. BoOHo4ac maki 3axo0u He CImeoproomMb iCMomHO20 Ha8aHMaXKeHHs1 Ha cucmemy, w0 do3eoJisie
enpoeadxyeamu ix y peasnibHUxX ymoeax. BusHa4eHO onmumanbHi KOHpi2ypauyii 3axucHuUx MexaHi3mie 3asiexHo eid pieHs
3a2po3 i pyHKUiOHaIbHUX eUMO2 00 8e63aCMOCYHKY.

BucHoBku. 3axucm seb3acmocyHkie, nobydoeaHux Ha Node.js, sumazae cucmemMHO20 i KOMMIEKCHO20 Midx00y.
Kom6iHyeaHHs1 Kinbkox Memodie 3axucmy 0o3eo0sissie 0ocsiamu 8UCOKO20 pieHs1 6e3neku 6e3 3HUXeHHS1 eghekmuesHocmi
po6omu 3acmocyHKy. Pe3aynbmamu QocnidxeHHs1 MOXymb 6ymu eukopucmaHi Onsi nobydoeu iHmezpogaHux cucmem
susiesieHHs1 ma 3anobicaHHs1 Kibep3azpo3aM 3 ypaxyeaHHsIM apximekmypHux oco6nueocmeli Node.js. KpiMm mexHi4Hux
acnekmie, nidkpecseHo eaxnuegicmb ynpoeadXeHHs1 nonimuk 6e3reku, WO OXOMIMb SIK MEXHOJOo2i4Hi, mak i
opaaHizayiliHi komnoHeHmu 3axucmy. CucmemHe enpoeadxeHHsI makux niodxodie 3abeszneyums cmilikicmb 3acmocyHkKie
Haeimb 8 yMoeax 3pocmaHHs ckiiadHocmi Kibep3azpo3s.

KnwuyoBi cnoBa: Nodejs, 6e3neka eeb3acmocyHkie, SQL-iH’ekuil, koHmposib docmyny, O6MexeHHs 3anumie,
pinbmpauisi seedeHHs1, 6azamopieHesull 3axucm, KOH¢hideHyiliHicmb aHuXx, Npo2pamMHa epa3ssiueicms, Kibepbesreka.

BeTyn SK KMiEHTCbKOI, Tak i cepBepHoi YactuH Node.js-gogaTtkis.
Y koHTekcTi rnobanbHoi uudposizauii Bebaogatkm OTtxe, y cBiTni Bucokoi nonynspHocTi Node.js i gepani
BUKOHYIOTb LIEHTpanbHy pofb Yy BMPOBa[AXEHHI HOBUX cknagHiwmx  kibepaarpo3  JocnimkeHHs  edeKTUBHUX
GisHec-moaenen, aBTomaTmaauii npouecis i 3abe3neyeHHi MexaHi3aMiB 3axucTy BebgoaaTtkiB Ha Ui nnatdopmi
goctyny Ao iHdopMauinHUX CepBiciB ANS  MifbHOHIB Mae i TeopeTuyHe, i NpakTU4He 3HayeHHsa Ansa 3abesne-
kopucTyBadiB. NMnatcdopma Node.js, sika nobygosaHa Ha YeHHS1 KOHMIAEHUIMHOCTI, UiniCHOCTi Ta OOCTYMHOCTI
pywii V8 i 3acHoBaHa Ha noginHomy uukni (event loop), iHdbopMaLinHUX CcUCTEM.
3abe3neyye BUCOKY MPOAYKTMBHICTb i MacluTaboBaHICTb, Y Mexax [ocrimKeHHs Kibep3arpos, WO MawTb
Lo pobuTk i NpMBabNMBOI A1 CTBOPEHHS SIK cTapTanis, KPUTUYHUIA BB Ha BeOgonaTku, obrpyHToBaHO 06paHo
Tak i KopnopatuBHux piweHb. OpHak pa3om i3 OfHY 3 HaMMOLIMPEHIWKMX i HanHebe3neyHilLIMX KaTeropin
po3noBCloMKEHHAM BebaodaTtkiB 3pocTae W KiNbKiCTb atak — SQL-iH’ekuii. PiweHHs 3ocepeantnca came Ha
kibepiHumaeHTiB. 3a pgaHumu PT Security, 17 % ycix LbOMY TUMi 3yMOBMEHO MOr0 BMCOKOI YacTOTO MOSIBU B
3apeecTpoBaHMX kibepaTak CnpsAMOBaHO caMe Ha iHUMaeHTax iHdopmaLiiHoT 6e3neku, LWMPOKMM CMEeKTPOM
BebiHTEpdeicn, ae ekcnyaTyrTbCsl BPA3NMBOCTI B KOAI HacrnigkiB - gna  UiniCHOCTI JaHWX, a TaKoX MOCTIMHUM
Ta KoHirypauii gogatkis. Y 2024 p. cdiHaHCOBI BTpaTtu Bifg OOMIHYBaHHAM Yy  MDKHapogHWx 3BiTax | HayKoBUX
KibepanounHis gocarnu pekopaHux $16,6 mnpag — ue Ha nybnikauisx. 3righo 3 OWASP Top 10 (OWASP
33 % GinbLue, Hixx 2023 p., X04a KinbKiCTb iHLUMOEHTIB TPOXM Foundation, 2025), iH’ekuii 3anuwatoTbCa cepep TPivKku
3meHwunacsa go 860 000 3BepHeHb, WO CBIgYUTbL MPO HanHebe3neyHiwmnx 3arpo3 ans BebaoaaTkis,
3pPOCTaHHSA CKNMafHOCTI aTak i ixHbol edekTmBHoCTI. Kpim nocTynaw4mchb nuiie npobneMam aBTeHTUdIKaLi.
Toro, ynpogoBx 2024 p. 3acpikcoBaHo 40 077 HOBUX Node.js € ogHUM i3 HANMONYNAPHILLNX cCepeaoBULL, Ans
Bpas3nuMBOCTEN y nporpamHoMy 3abesnedeHHi (CVE), a po3pobreHHs cyvacHuMx BebaodaTkiB 3aBAsikM  CBOIN
3arpo3u 4epe3 API-iHTepderncn Bupocnn Ha 681 %, wo MaclTaboBaHOCTi, NPOAYKTUBHOCTI M aKTUBHIN MiATPUMLI
BKa3ye Ha HEOOXIAHICTb KOMMMEKCHUX MiAX0AiB A0 3aXUCTy cninbHoTU. [lpoTe MOro  acuHXpOHHa  Mogenb 3
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06pobneHHAM 3anuTiB y Mexax eQVHOro NoTOKy BiAKpUBaE
BPa3nMBOCTI, $Ki MOXyTb OyTM KPUTUYHUMK Yy pasi
HeedbeKTUBHOrO  ynpaeriHHA  BBedeHHAM abo  3a
BiCYTHOCTI HanexHoi nepeipku 3anuTtiB. Hanpuknag, y
Snyk (2025) 3asHavatoTb, wo SQL-iH'ekuis 3anuwiaeTbes
Ceprio3HoKo 3arpo3oto Ans goaatkie Ha Node.js, ockinbku
HEKOHTPONbOBaHe BBeAeHHs 6e3  Banigauii  abo
napameTpusaudii  3anuTiB  0O3BONISIE  3NTIOBMMCHMKAM
BNpoOBaaXyBaTu WKianuei SQL-koMaHau, Lo Npu3BoaAnTb
00 PO3KPUTTS KOHMIAEHUiIMHNMX AaHux abo 3MiHu 6asu
faHux. Came Ui acnekTu nigKpecnowTb akTyarnbHICTb
aHanizy SQL-iH'ekuin Ak i3 nornagy  apxiTekTypHuX
BPa3fMBOCTEN, TaK i 3 NO3nLiT 6e3NeKn KPUTUYHUX CEPBICIB
Ha nnaTtdopmi Node.js.

AHaniTUYHI 3BiTM Ta HayKOBi OOCHILKEHHS OCTaHHIX
pOKiB 3acBigvyloTb BUCOKY BpasnuBicTb Bebaoaatkis,
nobynosaHnx Ha Node.js, o arak Tmny SQL-iHekuji.
3rigHo 3 pganummn Synk Open Source Security Report
(2024), 6nmnsbko 27 % BpasnueocTen y Node.js-gopaTkax
CTOCYlOTbCA  OOpOONEeHHs BBeAEHHS, WO CTBOPOE
cCnpuATNMBE cepefoBulle Ans  iH'eKUinHMX — aTak,
0cobnMBO 3a BiACYTHOCTI NnapaMeTpun3oBaHMX 3anuTiB
(Snyk, 2024). Y s3BiTi IBM X-Force Threat Intelligence
Index 3a 2024 p. 3a3HayeHo, wo SQL-iHekuii ctanu
npuynHo 41 % iHUMAOEHTIB, NOB'A3aHMX i3 NMOPYLUEHHAM
KOHdpiaeHuinHocTi y Be6goaatkax (IBM, n. d.).

Omxe, BuBYeHHS SQL-iH ekuin y koHTekcTi Node.js o3Bo-
NS€ OUIHATA HaMKPUTWYHIWI chakTopn puanKy Ana Bebao-
OaTkiB i Hagatn pekoMenaauii woao nobyaosy ePeKTUBHOI
mogeni ©Gesneku. Lle pocnigpkeHHs Mae npakTUYHy Ta
METOZOIONYHY LHHICTb, OCKifIbKM OXOMIIOE aHani3 moTOYHNX
TEHAEHL, BpasnMBOCTEN i 3aXMCHUX NiOXOAiB y HanobinbLL
YKUBaHMX cepefoBULLax BeOpo3pobeHsb.

Memoro uboro gocnigKeHHs1 € aHaria OCHOBHMX 3arpo3
Gesnevi BebgoaaTkiB, po3pobneHnx Ha nnatdopmi Node.js,
i BM3HAYeHHs edeKTMBHUX MeToAiB iXHbOro 3axucty. 3
ornsigy Ha MOLUMPEHICTb aTtak, Takmx sk SQL-iH'ekuii, XSS,
CSRF, ataku "niogmHa nocepeguHi” (Man-in-the-Middle),
eKcnnyaraLjis BecenkoBux Tabnuub, BigaaneHe BUKOHaHHSI
Kody, HeoOXiOHO po3pobuTK KOMMMEKCHI 3axoau Ans
IXHBOT HeMTpanisauji.

[ns pocsirHeHHs Uiel MeTn nepegbadeHo po3B'sa3aHHSA
Takunx 3aBOaHb:

e [lpoBecTu aHanis icHytounx 3arpo3 6e3neLi Be6ao-
aatkiB Ha ocHoBi Node.js.

e [locnigntn meToam ataku, Lo HavacTille BUKOPUCTO-
BYIOTbCS AN KOMNpomMeTaLii faHuX.

e Bu3HauMTM OCHOBHI MPUHLUMNM Ta MeXxaHi3mmu
3axucTy Bebaoaatkis.

e Po3rnsHyT cnocobu NigBULLEHHS PIBHS 3aXULLEHOCTI
KOMYHiKaLin.

e 3anponoHyBaTh pekoMeHAaUii Loao0 MOCUIEHHS
Ge3neky BebooaaTKiB 3 ypaxyBaHHsIM Cy4acHUX CTaHOapTiB
Kibepbesneku.

O2na0 nimepamypu. [MpoTAroM OCTaHHIX pokiB
CMOCTEPIraeTbCsl 3HAYHE 3pPOCTaHHSA Kibep3arpos, Lo
BMMBalOTh Ha Ge3neky Bebaoaatki. 3okpema, y 2023 p.
KifbKiCTb aTak Ha npuknagHomy piBHi HTTP 3pocna Ha
93 % nopiBHSAHO 3 MonepegHiM pokoMm. Lle cBiguntb npo
NiABULLEHY aKTUBHICTb 3NTIOBMUCHMUKIB, SKi BAKOPUCTOBYIOTb
HOBI MeToau Anst 06xoay TpaauUinHKX 3acobiB 3axuCTy.

OocnipxeHHa Edgescan nokasano, wo 19,47 %
BUSIBNEHNX BpasnmBocTeln y 2023 p. Oynu knacudikoBaHi
sIK BUCOKOro abo kpuTtuyHoro piHst (Edgescan, 2024). Lle
NiAKPEeCNoe HeobXiAHICTb YNPOBamXEHHSA edeKTUBHNX
cTpaTterin  ynpaeniHHA BpPasnMBOCTAMWU Ta MOCTINHOIO
MOHiTopuHry 6e3neku BebgoaaTkie. BapTo 3a3HaumTy, Wo
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pocnimkeHHsa Cyber Security Threats and Vulnerabilities:
A Systematic Mapping Study (2022) npoBeno
cucTeMatuyHe KapTyBaHHS HayKoOBMX Mpaub, CNpsMO-
BaHMX Ha BMBYEHHS 3arpo3 | BpasnuMBOCTEN Yy
kibepnpoctopi  (Awan, & Khan, 2020). AsTtopu
KnacudpikyBanu icHytoYi OOCNIAXEHHs 3a TemaTukamu,
MeTofamu Ta HanpsiMamu, Lo [A03BONUIO BUSBUTU
NPOranMHN y 3HAHHAX | BM3HAYUTK MpPIOPUTETHI obnacTi
ANnst ManbyTHIX JOCNIOKEHb.

3BepHeMmo yBary Ha gocnigxeHHs A Survey of Security
Vulnerabilities and Protective Strategies (2021), ske
30Cepe;pKyeTbCA Ha aHanisi NoLUMPEHNX BPa3nUBOCTEN Y
nporpamHoMy 3abesneveHHi Ta Mepexax, a TakoX Ha
edeKTMBHOCTI pisHuX cTpaTerin 3axucty (Zhang et al.,
2023). ABTOpU MNiOKPECIOTE BaXXMUBICTb NMPOAKTUBHOIO
nigxody 0o 6e3neku, BKIOYa4YM perynspHe OHOBIIEHHS
CUCTEM, HaBYaHHSA TNepcoHany Ta BMNPOBaXEHHS
OaraTopiBHEBMX MeXaHi3MiB 3axuCTy.

Y  pocCnigpKeHHi Ishag, & Fareed (2023),
npeactaesneHomy gk “Mitigation Techniques for Cyber
Attacks: A Systematic Mapping Study”, nposegeHo
cucteMaTtuyHe KapTyBaHHS mMeToaiB npotuaii
Kibep3arpo3am 3 akLEHTOM Ha MpIiOpUTETHI ypas3nmnBoCTi,
Taki gk 3anomucHe M3, gilwmHr Ta iH’ekuinHi ataku (Ishaq,
& Fareed, 2023). ABTOpamu BM3Ha4Y€HO OCHOBHI KaTeropii
MEeTOAB 3axucty — Big nacuBHux (OrnokyBaHHA Ta
GinbTpauisa) 0o akTMBHWMX. BOHM Takox 3a3HavaloTb, WO
3HayHa YacTUHa [JOCMnigKeHb 30CepemKyeTbCs  Ha
3aranbHUX MexaHiamax 3anobiraHHda, ane noTpebye
npodeciiHoi aganTauii 4o cneundivyHNX cepenoBuLL, AK-
oT BebgopaTkiB Ha Node.js. Lle nigkpecntoe HaranbHiCTb
YyNpOBaXXeHHsA  creuianbHUX  cTpaTerin, Takmx §K
OaraTopiBHEBa (inbTpauis 3anuTiB Ta ONTMMI30BaHi
cxeMu 06pobneHHst BBEAEHHS.

Kpim Toro, aHanitmyHa ny6nikauia Intigriti (2024)
30CEPEIKYETbCA HA BUKIIMKAX, MOB'A3aHUX i3 HOBMMU
TEXHOJOTISIMU — LUTYYHUM iHTENEKTOM, [HTepHeToM peyer
i Grok4yenHoM, Ta iXHbOMY BMNMBY Ha kibepbesneky
(Intigriti, 2024). ABTOpM HaromowywTb, WO LWBUAKE
BMPOBaXXEHHA LMX TEXHOMOrh 3Ha4yHO PO3LLMPIOE
NAOLWMHY aTaku, a TakoX BMMarae aganTUBHUX CTpaTerii,
TaKMX SK MalUMHHE HaBYaHHSA [ANs BUSIBNIEHHSI aHOManiu i
OWHamivHi  meTogu dbinbTpauii Tpadika. Y KOHTEKCTi
Node.js-gonaTtkiB Le 403BOMNSE NOEAHYBATM KOHTEKCTHUM
aHanis noBeaiHKK 3anuTiB 3 ONTUMI30BaHUMU
OOMEXEeHHsMM BXOAy, WO 3HAYHO MNiABULLYE CTiMKICTb
3aCTOCYHKIB O Cy4acHuMX kibep3arpos.

Y KoHTekcTi diHaHcoBux TexHonorih  (FinTech)
pocnigxeHHa Cybersecurity Threats in FinTech: A
Systematic Review (2023) BusiBuno 11 OCHOBHUX

Kibep3arpos, cepen SKuUX: QILUMHI, aTakM Ha naHutorm
noctavaHHa Ta BpaanusocTi B AP| (Jabeen, Li, & Kim,
2024). ABTOpM npoOMOHylTb 9 cTpaTerin  3axucTy,
BKItoyatoun BGaratodakTtopHy aBTeHTudiKauio, wudpy-
BaHHA Ta MOHITOPUHI aHOManmii, Wo € 0cobnmBo
akTyanbHuMmn ans Bebpopatkie Ha Node.js, ski 4acto
BUKOPUCTOBYIOTb Y (DiIHAHCOBUX CepBiCax.

Bapto BigmituT pgocnigxkeHHa Modern Hardware
Security: A Review of Attacks and Countermeasures (2025),
SKe aHanisye BpasnuMBOCTI Ha amnapaTHOMY piBHi, Taki SK
aTtaku Yepes Kel-nam'aTb Ta efnekTpoMarHiTHi BUNPOMiHIO-
BaHHs (Zhang, & Lee, 2025). ABTOopu nNigKpecnoTb
HeoOXiOHICTb BpaxyBaHHS anapaTtHMX acrnekTtiB 6esneku y
po3pobneHHi BebgoaaTkiB, 0cobnMBO B yMOBaX 3pOCTaHHS
BUKOPUCTaHHSI XMapHUX TexHonorin Ta loT.

HesBarkatoum Ha Nporpec y BUBYEHHI CNOCO6iB 3axmcTy
1 aHanisy ix, NoTpibHO Wwe BMKOHATK Barato poboTu Ans
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NMOBHOLIIHHOIO BMBYEHHS Liei Temun. MNoganbLi gocnigxeH-
HA MOBWHHI 30CepeamuTUCA Ha iHTerpauii  iCHyunx
cTpaTerin  3axucTy, pPO3pPOO6IeHHi HOBUX  METOAIB
BUSIBMEHHA Ta pearyBaHHs Ha 3arpo3v, a TakoX Ha
BAOCKOHAIEHHI HaB4YanbHMX NporpaMm AN MiaABULLEHHSA
00i3HaHOCTI KopMCTyBaYiB LLOAO Kibepbesneku.

MeTtoau

B po6oTi BMKOpUCTAHO MeTOAM aHanisdy, ki BKIto-
YalTb CMCTEMATUYHE KapTyBaHHS HaykoBMX nybnikauin
i3 Kibepbe3nekn, TeopeTUYHE MOAEMNOBAHHSA MeXaHi3MiB
SQL-iH’ekuin, NOPIBHANbHMI  aHania edeKTUBHOCTI
3aXMCHUX MeTOfiB, eMMipyyHe TecTyBaHHA CUCTEM
0Ge3nekn 1 OLiHIOBaAHHA PU3MKIB BMAMBY BPa3fIMBOCTEN,
WO [03BOMWMAO [AOCATTW  KOMIMIIEKCHOTO  PO3YMiHHS
npuHUMniB 3axucty Bebaoaatkie Ha nnaTtgopmi Node.js
BiZl OCHOBHMX Kibep3arpoas.

PesynbTtaTtn

SQL-iH'ekuis  (SQL Injection) — wue oguH i3
HaMMOLUMPEHILIMX TUMIB aTak Ha Be64oaaTKu, Lo BUHMKAE,
KON 3NMOBMUCHMK Mae 3Mory BnucaTu wikignuesuii SQL-kon
y 3amuT po 6asvM gaHux 4Yepe3 HesaxuweHe abo
HeHanexHo 3axulleHe nore Ans BBeAEHHS KopucTyBaya.

Y pesynbTaTi LUbOro ataka A03BOMSE HeCaHKLiOHOBaHUMN
poctyn go bA.

Y Bebponatkax, po3pobneHux Ha nnatdopmi Node.js,
SQL-iH’eKLii MOXyTb BUHMKATK 3a BUkopucTaHHa SQL-6a3
OaHuX, 0cobnvMBO Yy BUMNagkax, KoOnvM PO3POOHUKM
dopMytoTb 3annT Bpy4Hy, 6e3 3actocyBaHHa ORM.

MpuHumn aii  SQL-iH'ekuii nonsrae B TOMy, WO
3MOBMUCHUK BCTaBnse dparmeHT SQL-kody B TekcTtoBe
none abo napameTtp URL, sikun 6e3 HanexHoi Banigauii
notpannge y diHanbHun SQL-3anuT. Lle possonse
3MIHWUTK NOTIKY BUKOHAHHS 3anuTy.

Mpouec (puc. 1) 3a3Buyar NOYMHaKTbL 3 TOrO, LO
KOpUCTyBay 3aroBHIOE More Ans BBeAeHHs. HAKWwo
OekeHOA0AaTOK He BUKOPUCTOBYE MEXaHi3MiB OUYULLEHHS
abo nigrotoBneHux 3anuTiB (prepared statements).
3NOBMUCHUK MOXE CKOpUCTATUCS UMM i BBECTU 3anuT,
wo6 3miHMTK noriky pobotn SQL. Y pesynbTaTi 3amicTb
MOLLYKY KOHKPETHOro 3anuTy, 3anuT NoBepHe BCi 3anucw,
60 neBHa ymoBa Moxe OyTu 3aBxau iCTUHHOW. Lle
nosBonsie  o6inTm  aBTeHTMdikauito abo  BUTATTU
KOHMIAEHUiNHY iHpopMauito 3 6asn gaHux.

KopMCTyBaj [aHi 6e3 nepeBipku SQL-3anHT opMYETBER
BEOAMTL AHI'Y nepenaloTkea A0 3 BUKOPUCTAHHSIM JaHWUX
dopmy SQL-3anuty

AKLLO BBEAEHHS MICTUTb
LIKIGNMBMIA Ko, CTPYKTYpa

Cepsep BUKOHYE 3MOBMUCHUK Mae
MoamdpikoBaHmin SQL- [ocTyn go
3anut iHchopmalyi

3annTy 3MIHIOETLCS

Puc. 1. MNpouec BukoHaHHst SQL-iH'ekuii

SQL-iH’ekuist BUHUKAE TOZj, KON BBEAEHHS KOpUCTyBaYa
6e3 nepeBipkn iHTerpyetbca B SQL-3anut. Hanpuknag,
PO3rnstHEMO TaKUi 3annuT:

SELECT * FROM users WHERE username =
= 'sgedeHe_Kopucmysadyem’;

MOXe CTaTh BpasnuBMM, SKLLIO KOPUCTYBaY BBeAE:
"OR '1'="1.
PesynbTaT:
SELECT * FROM users WHERE username =" OR '1'='1";

LLIO noBepTae BCi psiaku Tabnuui.

BpaxoByoun dyHOaMeHTanbHUi MexaHiam dopmy-
BaHHA BPA3NMBOro 3anuTy Ta 34aTHICTb 3MOBMUCHUKA
yepe3 HeCaHKLUiOHOBaHy iHTepronduilo BnnvBatuM Ha
BUKOHaHHA SQL-iHCTpyKUin, Oyab-skuiA BXiOHWIA KaHan,
yepe3 Ak AaHi Hagxoaatb o CYB[, moxe cratu
o6'ekTom aTaku. CuctemaTnyHa knacudikauis Lmx kaHanis
[o3Bonsie nobyayBatu edekTMBHI  cTpaTerii  3axucTy,
30KpeMa W 3acTOCyBaHHs NIArOTOBMEHUX  BUpasis
(prepared statements) i cyBoporo posgineHHs kogy i
OaHux. Y noganbwomy byae 3aiicCHEHO AeTanbHUIM aHani3
OCHOBHUX [IKepen KOpPUCTYBaLbKOro BBEAEHHS, L0
CNyryloTb Todkamu Bxody Ansg SQL-iH'ekuin, BKMIOYHO 3
Bebdopmamu, URL-napametpamn, HTTP-3aronoskamu
Ta 3anutamu vyepes API.

HocnidxeHHs1  Oxepen  @UHUKHEHHSI  amaku.
SQL-iH'ekuis  Moxe BMHMKATM Oyab-Ae, [e  AaHi
KopucTyBaya notpannsitotb y SQL-3anuT 6e3 nonepeHboi
Barnigauii 4n YiTKoro po3aineHHsa gaHnx i kogy. Y KOHTeKCTi
BebponatkiB Ha Node.js ocobnuBy yBary crig npvainuTu
TakUM KaHanam HaaxooKEeHHS JaHUX:

e Bebdopmu. MNons dopm € ogHMM i3 Hanmowmpe-
Hilwmx mrepen SQL-iH'eKL, ocKinbkM BOHN GesnocepeaHbo
npunMaloTb OOBINbHUA TEKCT Big KopucTyBaya. Ko,
Hanpvknag, Banigauis o6MeXxyeTbCs NuLie NepeBipkoo Ha
nopoxHevy abo [OBXWMHY, a BBEAEHE 3HAYeHHs
bGesnocepenHbO  KOHKaTeHyeTbca i3 SQL-psakom,
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3MOBMUCHVK MOXe BNpoBagntn AosinsHi SQL-onepatopwm.
Y YNCNEHHMX [OCMIAKEHHSIX 3a3HavyeHo, Lo MoHaj
70 % BusaBneHnx SQL-BpasnmBocTeln Hanexatb came A0
nonie  copm (nNoms  noriHa, peecTpauii, MoLUyKy,
komeHTapiB Towwo) (OWASP Cheat Sheet Series, 2025).

e URL-napametpu (query parameters). [laHi 3 psgka
3anuTy (Hanpuknag, ?id=123) yacTo BMKOPUCTOBYIOTb ANISA
¢dopmyBaHHa ymoB WHERE B SQL. Akwo 3HayeHHA
napameTpa He MpoxoAuTb Yepe3 yHKUi GesneyHoro
po3mexyBaHHs (parameter binding), To 3amicTb YMcrnoBoro
ineHTMikaTopa Mmoxe byTn nepegaHo YacTuHy SQL-koay.
DocnimxkeHHs OWASP pekomeHOyl0Tb aBTOMaTU30BaHE
TecTyBaHHa BCiXx napameTtpie URL Ha HasBHICTb
SQL-iH'eKUiA, OCKINbKM LEN KaHan 4acTo 3anuliaeTbcs
nosa yearoto po3pobHukis (OWASP Testing for SQL
injection, 2025).

e HTTP-3aronoBku. binbLiicTb po3pobHukiB inbTpye
nawe Ti JaHi, Wo Hagxoadatb y Tini 3anuTty abo B
napameTtpax URL, irHopytoun 3aronosku (User-Agent,
Referer, Cookie Towo). [lpote ui nons nerko
MOAMMIKYBaATU HA CTOPOHI KNIEHTA, i SKLLO BOHM NOryI0ThCA
abo BWMKOPUCTOBYHTbCSH AN POPMYBaHHS AMHAMIYHUX
3anuTiB, TO MOXYTb CTaTW BEKTOpOM aTaku. Hanpuknag,
nig vac noryeaHHs User-Agent y B[l 6e3 ekpaHyBaHHSA
nitepanis, 3MNOBMMUCHUK 3dateH yBectn SQL-kopg
6e3nocepeHbO B 3arofloBOK 3anuTy.

e WebSocket-nosigomneHHs n API-zanutu (JSON,
XML, SOAP). Cy4acHi Node.js-gogaTkm  aKkTMBHO
BukopuctoBytoTb WebSocket abo REST/GraphQL API
ansa obmivy gaHumun y cpopmatax JSON um XML. Xoua ui
NPOTOKOMNW BIOPI3HAITLCA Big TpaguuinHux dopm Ta
URL-napameTpiB, BOHM Tak camO MNpuiAMaloTb OaHi Big
KnieHTa. AkWo Taki noBiAOMMeHHs ob6pobnsioTe 6e3
CTPOrMX MexaHi3aMiB po3amexyBaHHa SQL-napameTpis,
BOHW CTa@HOBIATb MOTEHUINHY TOYKY BXOAY ANA iH'eKuii.
OWASP paaguTtb oxonntoBaTvi aBTOMaTUYHUMU CKaHepamu
He nuwe GET/POST-napametpu, a n yci JSON/XML-
3anuTu, Wob BMABUTM NpuxoBaHi BekTopu ataku (Halfond,
Viegas, & Orso, 2006).
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Ons rnubworo po3ymiHHs mexaHiamiB SQL-iH'ekuin
OOUINbHO 3BEepHyTUCA [0 iXHbOI Knacudikauii, Lwo
0asyeTbCA Ha O3Hakax B3aemodii MK UinboBUM
3aCTOCYHKOM i 31TOBMUCHMKOM.

Knacudikadia TuniB SQL-iH’ekuin. OcHOBHMMM
O3HaKamu, siki BUKOPUCTOBYIOTb AN Krnacudikauii, €:

e KaHan nepefadi AaHUX MiX KMNiEHTOM i cepBepoM
(Ton camui kaHarmn Yu iHWni);

e HasaABHiCTb abo BiOCYTHICTb NpAMKX BignoBigewn Big
cepsepa;

e MOXIMBICTb OTPMMaHHS 3BOPOTHOrO 3B'A3KYy MpoO
pesynbTaT BUKOHaHHS 3anuTy;

e  BUKOPUCTaHHS MNOBIYHNX KaHaniB KOMYHiKaLii, Takunx
sk DNS a6o HTTP. BignosigHo go uux kputepiis knacudgi-
kauii, SQL-iH’ekuii yMOBHO NoAinsAwTb Ha Taki TMnu:

= In-band SQL-iH'ekuia. Lle HannpocTiwmn i
HaPO3NOBCIOMKEHILLUMIA TWM, 3a AKOro pesynbTaT iH'ekuil
noBepTaeTbCs TUM CaMMM KaHarom, uvepes3 skuin byna
nepegaHa ataka. Takvin TUN ataky nerwe peanisyeTbes i
3abe3neyye NpsMuUn 3BOPOTHUIA 3B'sI30K. lMpuknagamu e:
Classic SQLi (oTpumaHHs BCix 3anucis i3 Tabnuui); Error-
based SQLi (oTpumaHHa iHdopmaLii 3 NnoBigoMNEHb NPo
nomunku SQL).

= Blind SQL-iH’ekuis. BuHukae Togi, kKonu cepeep
He TMoBepTae sBHMX MOMUIIOK abo pJaHux, npoTe
3MTIOBMUCHWK MOXE€ pOBUTM MPUMYLLEHHS Ha OCHOBI
BiOMIHHOCTEW y noBsefdiHUi Beb3acTocyHky (Hanmp.,
TpuBanocTi BiAMOBiAi, nepeagpecauii Towo). BoHa
NoAINseTbCS Ha:

- Boolean-based Blind SQLi (ymoBa icTvHHa / HeicTuHHA);

- Time-based Blind SQLi (3anutn 3 npumycoBoto
3aTPUMKOK BUKOHAHHS, SIKLLO YMOBA iCTUHHA).

- Out-of-band SQL-iHekuis. 3actocoByTb Yy paasi,
Konu Hi in-band, Hi blind iH’ekujii HeedekTUBHI. 3NOBMUCHMK
CcTBOpIOE ymoBHU, 3a skux CYB[, Hapcunae pesynbratv
aTtakM  Ha  30BHIWHIM  cepBep,  KOHTPOSbOBaHUM
aTakyBanbHukom (Hanp., 4epe3 DNS-zanutn abo
HTTP-Buknukn). Takuii TN notpebye cneumdivyHnx yMmoB
— 3okpema i goctyny CYB[l 10 30BHILLHIX Mepex.

Lis knacudpikauisi € BaxXnmMBolo 3 NPakTUYHOro nornsay,
OCKinbkn koxxeH TN SQL-iH'ekuii BuMarae cneundivHmx
MEeTOAiB BUSBMEHHS Ta 3axucTy. Po3yMiHHs Tuny iH’ekuii
[03BoNsie po3pobHukam i daxiBusiM i3 Gesnekn obpaTu
HariedeKTUBHILLI IHCTPYMEHTU aHanidy Ta npoTuaii 3arpoai.

SQL-iH'eKkUii CTaHOBNATbL CEPO3HY 3arposy He nuilie
TEXHIYHOMY piBHIO iHopmMauinHoi Gesnekn, a M1

yHKLiOHaNbHIN LinicHocTi Gi3Hec-npouecis. Y
TEeXHIYHOMY BUMIpi 3MOBMUCHUKU MOXYTb:
e OTpuMaTh HeCaHKLiOHOBaHUA  [ocTyn  Oo

KOHIAEHUiIMHUX AaHMX (naponiB, 6aHKIBCbKUX PEKBI3UTIB,
NnepcoHarnbHUX AaHUX);

e MoaudpikyBaT abo BuOansaTM AaHi, MOpyLIyoYn
NOriKy Ta OCTOBIPHICTb CUCTEMM;

e OTpuMMaTV NpaBa agMiHicTpaTopa, Lo Aae 3Mory
3MiHIOBaTK HanawTyBaHHS abo BCTaHOBMOBATY LUKIANMBE
nporpamHe 3abe3neyeHHs;

e OpraHidyBaTV aTaky Ha iHWi YacTUHU
CTPYKTYPU Yepe3 CKOMMPOMETOBAHMI 3aCTOCYHOK;

e jHiUilOBAaTKM BWUTIK CecCin, WO nNpuU3BOAUTL [0
BUKpaZeHHs obnikoBux 3anucie abo pgoctyny [Oo
hiHaHCOBWX PecypcCiB KOPUCTYBaYiIB.

Kpim Toro, SQL-iH’ ekuia Moxe CAPUYUHUTU HagMipHe
HaBaHTaXXEHHS HAa CEPBEP, LU0 3HWKYE NOro NPOAYKTUBHICTb,
a B OKpeMux Bunagkax — MpUM3BOAWUTbL OO MOBHOI
HEeZOCTYMHOCTi CUCTEMMU.

iHppa-
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3 opraHisauiHoro nornsgy, HacniakM MOXyTb BKIOYATH:

e BTpaTy AOBiIpY KOPUCTYyBauiB;

e penyTaLifiHi BTpaTu KOMMaHi;

e (biHaHCOBI 30MTKM BHacnigok wWTpadiB, CyaoBUX
no3osiB abo KomMneHcalLii;

e HEBUWKOHaHHS BMMOT CTaHAapTiB 6e3neku, Takmx sk
PCI DSS a6o GDPR.

OTxe, 3 ypaxyBaHHsIM kracudikadii Tunie SQL-iH’ekuin
Ta OUiHIOBAHHA TXHbOI LIKOAW — $SIK TEXHIYHOI, TaK i
opraHisauinHoi — HeobXiaHO NepenTy Jo aHanidy MeToaiB
3axXMUCTY.

AHaniz memodie 3axucmy eid SQL injection.
Y 3B'A3Ky i3 3a3Ha4YeHMMM BULLE 3arpo3amu Ta iXHIMU
NMOTEHUIANHO  PYWHIBHMUMK  Hacnigkamu,  ocobnueoi
aKkTyanbHOCTi HabyBa€ BMPOBa[XEHHS eMEeKTUBHUX i
BOZHOYAC NPaKTUYHO pearni3oBaHNX MexaHi3MiB 3axucTy
Beb3acTocyHkiB. Y noganblioMmy —aHanisi  yeara
30cepeaxyBaTUMeTbCs Ha niaxonax, ePekTUBHICTb SAKMUX
NiATBEPOKEHO $K Yy TEOPeTUYHIn niTepaTtypi, Tak i B
ymMOBax  peanbHOro  BUPOOHMYOro  cepepoBuLia.
3asHaveHi MeToam oTpUManu LUMPOKE BU3HaHHA cepefn
po3pobHMKiB i (paxiBuiB 3 iHGopmaUiiHOT Geaneku
3aBASKM  IXHIM  MPaKTUYHOCTI, afanTMBHOCTI  Ta
BiAMOBIAHOCTI rany3eBumM cTaHgapTam.

MeToau, siki po3rnagaTumemMo B nofanbsLiomy, obpaHo
3 0rnagy Ha Kinbka Kno4oBMX YMHHUKIB:

e [pocToTa iHTerpauii Ta MiHiManbHi BTPyYaHHA B
icHytody kopgoBy 0asy: KOxeH i3 nigxopdiB moxe OyTtn
BMPOBaAXXEHUIN MNOCTYMNOBO, L0 € KPUTUYHO BaXKITMBUM 4115
KOMaHz, SiKi mpaLtoTb 3a MeTogonoriamu 6eanepepBHOT
iHTerpauii Ta goctaeku (CI/CD), i gae 3amory onepaTvBHO
yCyBaTV BUSBIEHI BPA3nMBOCTI;

e wwmpoka nigTpumka B  ekocuctemi  Node.js:
PO3rnsiHyTI 3aco0uM NiATPUMYHOTECA OBINbLLICTIO CyYaCHUX
penmBOpKiB i BiGNioTeK, L0 3HWXKYE MOPIr BXOOXKEHHS,
BATPATU Ha HaB4YaHHA MepcoHarny Ta CrpoLye iXHe
BMPOBaAXXEHHS B TUMOBI PO3POOHMLILKI mpouecn (Hamp.,
dyHKUii escape y ppaviBepax MySQL, 6ibnioTeka
validator.js, moxnumBocTti ORM ToOLW0);

e 3abe3neyveHHs 3axUCTy Ha  KiNbKOX  PiBHAX
B3aeMofji i3 BXIZHUMU JaHUMW: 3aCTOCYBaHHS NOEAHAHHSA
MeToAiB — BiA binbTpauii BxigHoT iHpopmauii (Escaping,
Input Validation, White-listing) go cTpykTypHOi izonsuii
Kooy 1 gaHux (Prepared Statements) Ta 06MeXeHHs1 piBHSA
poctyny (Least Privilege) — pae 3mory pocartu
OaraTopiBHEBOI 6e3neku;

e BiANOBIQHICTb Hankpawmm npaktukam OWASP i
MiXKHApOOHWM  CTaHdapTaMm: KOXeH i3  pO3rnsHyTUX
nigxoAiB pekoMeHAOoBaHWN aBTOPUTETHUMU Be3nekoBUMHU
opraHisadiamu, 3okpema n 'y mexxax OWASP Top 10, wo
CBiAYMTb NPO iXHIO HaAiNHICTb, OOI'PYHTOBAHICTL i
[oBefleHy ehekTUBHICTb y 3anobiraHHi SQL-iH’ekuism;

e MaclWTaboBaHICTb i THYYKICTb YNPOBaKEHHS:
KoMOiHauis obpaHux MeToAiB [J03BONSE ajanTyBaTu
ctpaterii 6e3nekn [0 Ppi3HMX MacliTabiB i apxiTekTyp
nporpamMHoro 3abesneyeHHs, NiATPUMYY ONTUMATbHUIA
6anaHc Mixx NPOAYKTUBHICTIO Ta PIBHEM 3aXUCTY.

Bepyun pgo yBarv BKasaHi aprymeHTtn, [AOUiNbHO
po3noYatn aHania 3 oAHOro 3 Hamnbinbl iHTYITUBHO
3po3yMinux i npocTux y peanisauii metoais — Escaping.

Escaping. Escaping € ogHvM i3 6a3oBux MeTonis
3anobiraHHa SQL-iH'ekuism i nepepgbavae nonepegHe
NepeTBOPEHHS BXIOHWX KOPUCTYBALbKMX OaAHUX Takum
crnocobom, wob cneuianbHi cumBonu abo onepatopu SQL
BTpayanu cBoe (yHKLiOHanbHe 3HaYeHHs Ta TpakTyBa-
nMcs K 3BMYaliHa YacTvHa psiika, a He sk erneMeHTU
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SQL-cuHTakcucy. Lle yHeMOXnuBmne HecaHKUiOHOBaHy
3MiHy cTpykTypy SQL-3anuTty 3 60Ky koprcTyBaya.

[o BCTaBKM KOpPUCTYBaLbKMX 3HaveHb y SQL-3anur,
crieuianbHi MyHKLUiT abo 6ibnioTekn 3aiNCHIOITL NepeBipKy
BXiAHWX NapameTpiB Ha HasBHICTb CUMBOIB, O MatoTb
creujanbHe 3HayeHHs B SQL (Hanp., nanku, kpanku 3

KOMOI, KOMeHTapi), i 3amiHTb ix 6e3neyHnmn
ekBiBaneHTamu. Y koHTekcTi PostgreSQL (puc. 2) ogHnm i3
KIMOYOBKX acnekTiB € HanexHe ekpaHyBaHHSA OfMHAaPHWX
nanok ('), OCKifbKM came BOHW Han4vacTille BUKOPUCTO-
BYIOTbCS 4115 "PO3PUBY" CUHTAKCUYHOT CTPYKTYPU 3anuTy.

OTpuMaHHA AaHHWX
BiO KOpUCTyBaya

MNepesipka Ha
HaABHICTL '

EkpaHyBaHHA ' BukoHaHHA 3anuTy

Puc. 2. MexaHiaMm BKOHaHHS y KOHTeKcTi PostgreSQL

Hanpwvknag:

MoyaTkoBMI cumBon: '

Micnsa ekpaHyBaHHs: "

Y npaktuyHoMy npuknagi, skwo SQL-3anut mae Burnsa;

SELECT * FROM user WHERE name = ?
MinctaButn 3amictb ? - test’; DROP TABLE user --
SQL oTtpumae
SELECT * FROM user WHERE name =
= 'test’; DROP TABLE user--'

Y Takomy BUrMAAi 3NoBMUCHWI Kof Byae BUKOHaHO, Lo
npu3sene OO BTpaTu AaHux. HaTomicTb, 3acTocyBaHHSA
escaping TpaHcdopmye 'y ", i pe3ynbTatoM CTaHe:

SELECT * FROM user WHERE name =
= 'test"; DROP TABLE user--'

Y uboMy BuMNagKy yBecb LIKIONMBUIA cparMeHT Gyae
iHTEpPNPETOBaHO SIK YacTWHa psaKa, a He sik SQL-HCTpyKLjis.

MepeBaru BukopuctaHHsa Escaping:

e MpOCTOTa BNPOBaXXEHHSN: peanisaLis He NnoTpebye
CKragHux 3miH y kofi abo apxiTekTypi nporpamu;

function escapeSQL(str) {

e THyYKiCTb: MeTod Moxe OyTu BUKOPUCTaHUA Y
Pi3HNX KOHTEKCTaxX i 3 pisHUMKU TUNnamu 6a3 AaHux.

Heponiku BUKOpUCTaHHA escaping:

e He3axMLLeHICTb iHWKX TUNiB NnapameTpiB: Escaping
eEeKTUBHUI NepeBaXHO ANA PAAKOBUX 3HAYEHb, TOAi K
iHWi MM gaHumx (Hanp., Yicna 4yu OyneBi 3HAYeHHs )
noTpebyoTb AogaTKoBOro o6pobneHHs abo nepesipku;

e peanisauid Ha CTOPOHi MPWUKMAgHOro  KoAy:
notpebye yBaKHOCTI 3 GOKy pPO3pOOHMKIB, LLO CTBOPHE
pu3nK nioacbkoro daktopa — Hanpukniag, 3abyBaHHA
3actocyBatu Escaping B okpemux Bunagkax abo
HEKOPEKTHE BUKOPUCTaHHA QOYHKLIN.

Y 3B'd3Ky i3 UMM noctae noTpeba y [oAaTKOBUX
MexaHiamax, $Ki [O03BOMAlTb 3AINCHIOBATU MNEPBUHHY
dinbTpauito  gaHux Wwe [o  iXHbOI  nepegadi 4o
SQL-gBuryHa. OgHMM i3 Takux yHiBepcarnbHUX i LUMPOKO
3aCTOCOBYBaHUX MiAXodiB € Banigauis BXigHWMX OaHUX
(Input  Validation), wo 3abe3nevye opmanbHe
NiATBEPAXXEHHS BiAMNOBIOHOCTI NapaMeTpiB yCTaHOBIIEHNM
KpuTepisam 6e3neku Ta Tunisawi.

Peanizauito  dyHkuii, ska
Escaping (puc. 3).

iMNnemMeHTye anroputM

if (typeof str l== 'string") {

return str;

}

return str.replace(/"/g, "''");

}

const userInput = “admin’

const escapedInput =

OR 1 =
escapeSQL (userInput);

1--7

console.log("Escaped Input:", escapedInput);

Puc. 3. JlictuHr dpyHkuii Escaping

BukopucmaHHs input Validation. Input Validation —
Lie MeTOoZ 3axXuUCTy, WO nonsrae y nepesipLi BXIAHWX AaHUX
nepen X nodanbluMMm  OOPOGMEHHAM  CUCTEMOLO.
OCHOBHOKO MeTO  LbOro nigxogy € 3anobiraHHA
BBEEHHIO HEOMiKyBaHMX, MOTEHUINHO LWKiANMBKMX abo
HEKOPEKTHUX 3Ha4eHb, $SKi MOXyTb NPU3BECTU [0
nopyLueHHs 6iHec-noriku abo CTBOPUTY BEKTOPU aTak.

[Mpouec BUKOHaHHA mnoka3aHo Ha puc. 4. Input
Validation peanisytoTb 3aBasku 3acTocyBaHHO Habopy
npaBun OO KOXHOro napameTtpa, SKMW HagXoAuTb BiA
KopucTyBaya. Lli npaBuna MoxyTb BKNoYaTu:

e ®opmaT: nepesipka  CTPYKTypu  BBEAEHOrO
3Ha4yeHHs (Hanp., email noBuHeH BignoBigaT LWabnoHy
name@example.com).

ISSN 2707-1758

65

e Tun: BM3HAYEHHSA TOro, YW BignoBigae TUN AaHUX
ouikyBaHOMY (psigoK, Uine yucro, Aata ToLo).

o [loBxuHa: BCTaHOBJEHHSA MiHiManbHoOT
MakCMMarnbHOT OBXUHW AN PAAKIB.

e [liana3oH: 0GMeXeHHSs YMCMOBMX 3HAYEHb MEBHUMM
mexamu (Hanp., Bik Big 0 go 130).

e KoHTekCT: BIONOBIQHICTb OaHWX  KOHKPETHOMY
npuaHadeHHlo abo ymoBam  6isHec-norikm  (Hanp.,
npaBuribHa CTPYKTypa 4OMEHHOro iMeHi B email).

Y TUNOoBIN cuTyauii, Hanpuknag nig Yac o6pobneHHs
dopmu aBTeHTUQIKALT, CMCTEMA OTPUMYE 3HAYEHHSI MOriB
email i password. [lani KoxkeH napameTp NPpOXOaAuTb Yepes
Habip BanigaLinH1X NpaBui: perynsipHi BUpasv NepesipsitoTb

Ta
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cdopmat email; TMN i [OBXMHY OLIHIOTb OKpPeMmo,
[00aTKOBi OOMEXEHHS HaKMaakoTb 3aneXHO Bif, KOHTEKCTY.
[ns npuknagy, nepeipka email Moxe BurnagaTt Tak:
const emailRegex =
= /Na-zA-Z0-9. %+-[+@[a-zA-Z0-9.-]+\.[a-zA-Z]{2,}$/;

Llem perynspHuin Bupas rapaHTye, WO BBedeHe
3Ha4YeHHs MaTume BanigHy CTPYKTYPY agpecu, YHEMOX-
nmentooum iH'ekuii SQL WnaxoMm obMexeHHst 4onycTUMmX
cumBoniB. [logibHo, ana nona  password  MOXyTb
OyTn BM3HaYeHi OOMeXeHHs LWOoAo [OBXMHM (Hanmp.,
8-30 cumBorniB) i cMMBOTIB, 3a00OPOHEHMX 40 BUKOPUCTAHHS
(nankw, kpanka 3 KOMO0, NOABINHE TUPE TOLLO).

OTpuMaHHA [aHHKUX
Big KOpUCTyBaya

MNepesipka Ha ymoBwn

BukoHaHHA 3anuTy

Puc. 4. MNMpouec BUKOHaHHS po3ibpaHoro anroputMy

Mepesarn Input Validation:

e VYHiBepcanbHiCTb — [O03BOMSE 3aXUCTUTUCH He
nuuwe Big SQL-iH’ekuin, a 1 Big 6araTbox iHLWMX TUNIB aTak,
Takmx sk XSS, Command Injection, Path Traversal.

e 3abesneyeHHs LINICHOCTI AaHWUX — CYTTEBO 3HWMXYE
MMOBIPHICTb NMOTpanfsHHA aHoManbHUX abo "cMiTTeBUX"
OaHuX y cucTemy.

e [lpoctoTa BnpoBagKeHHs — 06as30Bi MexaHi3Mu
nepeBipKu Nerko iIHTerpyrTbCs B Noriky Be63acTOCYHKy.

Heponiku Input Validation:

e ObmexeHa epeKTMBHICTb SK EANHMI 3acib 3axmCTy —
mMeTon He 3MiHe cTpykTypy SQL-3anuty, TomMy He €
JocTaTHIM Anga noBHOT HerTpanidauii SQL-iH ekuin.

e 3anexHicTb Big CTPOrocTi NpaBui — epeKkTUBHICTb
3anexuTb Big AKOCTi, BWYEPMNHOCTI Ta KOHTEKCTHOT

peneBaHTHOCTi BCTAHOBIIEHUX OOMEXeHb; HeooMnpaLbOBaHi
abo 3aHaaTo 3aranbHi NpaBuna 3anuiaTb MOXIMBICTb
ans obxigHux cueHapiis.

Peanizauito  dyHKUii, fka iMANeMeHTye anroputmu
Input Validation, nokasaHo Ha puc. 5.

Ona nigBuweHHa egeKTUBHOCTI MNepeBipkn BXiAHMX
AaHUX | 3MeHLLEeHHS pu3nky obxoay 3axucTy, meTog Input
Validation pgouinbHo noegHyBaTu 3 iHWMMU NiAXOAAMMU.
OpHum i3 Takux € White-listing — meTog, wo nonsrae y
CyBOPOMY  BM3HAYeHHi  [OONyCTMMUX 3Ha4vyeHb abo
LWwabnoHiB, AKi cuctema Moxe MpUAHATK. Ha BigMiHy Big
3aranbHoOi MepeBipkM Ha NpaBuUNbHICTb dopmarty, Luen
nigxig 6asyeTbca Ha NpUHUMNI "0O3BOMEHO TiMbKK Te, Lo
SIBHO JO3BOMEHO", o 3abe3neyye BULLMIA piBEHb Be3neku
nig Yac 06poBNEeHHsT KPUTUYHUX AaHUX.

function validateEmail(email) {
if (typeof email !== "string') {

return false;

}

const emailRegex =
/~[a-zA-Z@-9._%+-]+@[a-zA-Z0-9.-]+\.[a-zA-Z]{2,}%/;

const maxLength = H

return emailRegex.test(email) && email.length <=

maxLength;

}

const emailInput =

"example@gmail.c";

if (validateEmail(emaillnput)) {
console.log("Email sanignmii");

} else {

console.log("Email nesaninumii™);

}

Puc. 5. NictuHr Input Validation

BukopucmaHHsi white-listing. \White-listing (nepesipka
3a 6inUMm cnuckom) — Le MeToa KOHTPOSO BXigHUX OaHMX,
AKUA  Oo3Bonsie Opatv g0 0OpPo6GneHHs BUKIOYHO i
3HAYEHHs, WO ABHO [O3BOJIEHI 1 NonepeaHbo BU3HAYEHI
po3pobHMKOM abo cuctemHuM aHanitukom. Llen migxig e
cyBopiwoto chopmoto Banigauii (input validation), ockinbku
He [JOMNYyCKae XOAHUX BiAXWUIeHb Bif nepeniky 4onyCTUMUX
3HayeHb, He3anexHo BiA KOHTeKCcTy abo dopmanbHoT
KOPEKTHOCTi BBEEHUX AaHUX.

Ha BigMiHy Big 3BUYanHOI NepeBipku AaHUX, gka 4acTo
[O03BOrISE LWMPOKE KOO A0NYyCTUMUX 3Ha4YeHb 3a hOpMOto
(Hanp., BignoBigHicTb perynsipHomy Bupasy), White-listing
(pvic. 6) NoBHiCTO BUKIOYae Oyab-sKe 3HAYEHHs], sIke He
BXOAWTb OO 3aspanerigb yctaHoBrneHoro Habopy. Takui
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niaxig ocobnueo eekTUBHUIA y BUNagkax, Konm cuctema
O4vikye OTpMMaTW KOHKPETHi, OOMEXeHi 3a KinbKiCTHo
BapiaHTU — sK-OT pPoni KOpUCTyBa4a, TUNn onepaLiv, koau
cTaTyciB, NapaMeTpu COPTYBaHHS TOLLO.

Akwo cuctema, Hanpuknag, OO3BOJSAE NULLE MEBHi
poni kopucTtyBadiB, Sk-oT "admin”, "user", "moderator”, To
OyOb-SKUIA IHLWIWIA BBIA — HE3amneXHo BiJ CUHTaKCU4YHOT
npaBubHOCTI abo CXOXOCTi —  aBTOMaTU4YHO
Bigknaaetbcs. Lle He nuwe nigsuwye Gesneky, ane i
3abe3nevye UinicHicTb AaHux i noriky cuctemu. MoaiGHuin
nioxin Takox YHEMOXITUBITHOE BMPOBaKEHHS
iH' EKLiHOrO koAQy B KPWUTWMYHI MapamMeTpu, HaBiTb Y
BUMNadKax, konv nonepeaHst inbTpauis abo escaping
Oynn NOMUITKOBO MPOMYLLEHI.



Information Systems and Technologies Security, No 1(9)/2025

OTpumaHHA JaHux
BiZl KOpUCTyBaya

o

Mepesipka, Y BOHU
HasiBHi B CTPYKTYpI
OaHnX

BuvkoHaHHs 3anuTy

Puc. 6. Mpouec BrkoHaHHa White-listing

Mepesarn White-listing:

o CyBOpuiA KOHTPONb BBEAEHWX AaHuX: OO3BOSiE
MOBHICTIO BUKITHOYUTH MOXTMBICTb 06pobrneHHsA
HenepeabayyBaHWx abo LKIAMMBMX 3HAYeHb, L0 3HAYHO
3HWKYye pu3nk SQL-iH'ekuin, XSS Ta iHWKX artak, skKi
eKcnnyaTyrTb AOBINbHWUIA BBi KOpUCTyBaya.

e Bucoka nepenbavyBaHiCTb MNOBEAIHKM CUCTEMM:
3abesnedyye CTabinbHICTL | NOrYHY  Y3rO[XKEeHICTb
00po6neHHst AaHuX, Wo 0COBMBO BAXXIMBO 415 KPUTUYHO
BaXnuBux abo 6e3nekoBux 3aCTOCYHKIB.

e [lpocToTa noriku nepesipku: y Bunagkax gikcosa-
HOro Habopy OOnyCTUMKX 3Ha4YeHb NepeBipka € MpsAMo-
nNiHiMHoto, i nmerko dopmanidyBati y cneumdikauisax i
nepesipuTy Nig Yac ayauty.

Heponikn White-listing:

O6mexeHa THyYKiCTb: MeTof, edheKTUBHUIA nulle Ans
TUX BXIOHWUX OaHWX, SKi MOXHa 3a3ganeriob nepepaxyBaTu.
Y Bunagkax i3 OOBIMbHUMW psgkamMu, LOUHAMIYHUMU

napametpamy abo cknagHow GisHec-norikow  (Hanp.,
MOLUYKOBI 3anvTU, KOMEHTapI, aapecy eNeKkTPOHHOT NOoLLTK)
3acTocyBaHHA 6inoro crnucky crae HenpugaTHUM abo
BMMarae [4o4aTkoBOro CyrnpoBoay.

MigBuWweHi BMMOrM [0 MNPOEKTYBaHHS: peanisauis
White-listing noTtpebye pgetanbHoro aHanisy  BCiX
MOXITMBUX BXiAHUX 3HA4Y€Hb Ta YBaXKHOrO MPOEKTYBaHHSA
nepenikis 4ONyCTUMOro BBOAY. Y pasi NOMUIMOK Ha LibOMY
eTani Moxe OyTM BTpaveHa QYyHKUiOHaNbHICTL abo
CTBOpPEHI NepeLuKoan Ans NeriTMMHUX KOPUCTYBauiB.

White-listing gemoHCTpye BWCOKY edeKTUBHICTb £K
KOMMOHEHT KOMMMEeKCHOT cTparterii 3axvucty Bebaopatkis.
OpHak moro cnig BMKOPUCTOBYBATM He i3011bOBaHO, a B
KOoMOGiHauii 3 iHWKMMKM MeTogamu, TakMMu SK escaping,
prepared statements i Banigauia dopmary, Wwo [03BONSE
3abe3neuntn OGaraTopiBHEBWMIA 3axWCT Big IH'eKUin Ta
iHLWIMX aTak, NoB'A3aHNX 3 0OPOONEHHAM KOPUCTYBaLbKNX
AaHux (puc. 7).

function validateWithWhitelist(value, allowedValues) {
return allowedValues.includes(value);

}

const allowedRoles =
const roleInput = "admin";

["admin”, "user", "moderator™];

if (validateWithWhitelist(roleInput, allowedRoles)) {
console.log("Ponb 3 6inoro cnucky™);

} else {

console.log("Ponb He HanexwWTb OO AO3BONEHUX™);

}

Puc. 7. NictuHr White-listing

BukopucmaHHsi Prepared Statements. Prepared
Statements (nigrotoBnexi 3annTn) € ogHUM i3 HaWbINbL
edeKkTMBHUX i HaainHuXx MeToAiB 3axucty Big SQL Injection
y BebpopaTkax. Ller nigxig nonsirae y nonepegHbomy
komnintoBaHHi SQL-3anuTy B cuctemi ynpasniHHa 6asamm
OaHUMX [0 aKTUYHOrO BUKOHAHHA 3 nepepadeto
napamMeTpiB y BigokpemrieHomy Burnsagi. BigokpemneHHs
NOriKM 3anuTy BiA4 AaHUX [O03BOMSIE YHUKHYTU iHEKLIN,
OCKINIbKM  HaBiTb  MOTEHUINHO  LWKIANIMBI  3HAYeHHs
iHTepnpeTytoTbest CYB[ sk 3BMYaliHi faHi, a He sk YacTuHa
SQL-iHCTPyKLUiiA.

Ha BigmiHy Big guHamiyHux SQL-3anuTiB, y gkux
CTpykTypa opmyeTbca 3aBasikm  Oe3nocepegHbOMy
BKIMOYEHHIO AaHUX Y TEKCT IHCTPYKLUIT, NigroToBNEHi 3anuTtu
nepenbayatoTb YiTke pO3MeXyBaHHS MiXX KOAOM 3anuTy Ta
noro napameTpamu. Cnoyatky ¢OpMyeTbCa LWAGMIOH
SQL-iHCTpyKUii 3 Tak 3BaHMMU  nnelicxondepamu
(anrn. placeholders a6o bind variables), aki nosHavaTb
mMicus  ana  mManbyTHiXx  3HaveHb. Llen  wabnoH
Hagcunaetbea ao CYB[, oe KoMninoeTrbcs OavH pas i
MoXe OyTu BUKOpUCTaHUI GaratopasoBo 3 pi3HUMUK
Habopamu napameTpiB.
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ETanun BUKOHaHHS:

1) ®opmyBaHHs wabnoHa (puc. 8). 3acTocyHok
dopmye SQL-3anuT i3 nnencxongepamu - 3amiCTb
(haKTUYHMX 3HAYEHb.

Hanpuknag:

SELECT * FROM users WHERE email =
= ? AND password = ?

TyT 3HaKU NUTaHHA ? € 3AMIHHUMK MicusiMK, Lo ByayTb
3aMilleHi aKTUYHUMM 3HAYEHHSMU Mig Yac BUKOHAHHS.

2) Kowmninsuis 3anuty B CYBO (puc. 8). Cucrema
ynpaeniHHA 6a3aMu JaHWX OTpUMYe LIabroH i 34iACHI0E
MOro CUHTaKCUYHUIA aHani3, onTUMI3aLito Ta KOMMINAuito.
Ha ubomy etani CYB[l Bu3Hayae nnaH BUKOHAHHSA 3anuTy,
Wwo moxe OyTu 36epexeHuin y nam'aTi Ans noganbLioro
NMOBTOPHOIO BMKOPUCTAHHS.

3) Nepepaya napameTpis Ta BUKOHaHHSA (puc. 9). Konu
KopucTyBay Hagae (akTU4Hi 3HadveHHs (Harmp., email i
naponb), BOHW nepepatTbes o CYB[ okpemo Big
wabnoHa. CYB[] miactaBnsie Ui 3HA4YeHHs y BiOMNOBIAHI
Micus 6e3 3MiHM CTPYKTYpW 3anuTy, MiCAs YOro 34ilNcCHIoE
10ro BUKOHAHHS.
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Puc. 8. TMpouec hopmMyBaHHs | kKOMNiNoBaHHSA LWabnoHa 3 nepefayeio y Hboro AaHnx

OTpumaHHA gaHux
Bi KOpUCTyBa4a

O6pobka gaHux

BvikoHaHHs 3anuTy

Puc. 9. HanawTyBaHHs BMKOHaHHSA Prepared Statements wabnoHa

Takun nigxig [ossonsie 6aratopa3oBo  BUMKOPUCTO-
ByBaTV TOW CaMuil WIABMOH 3anuTy 3 Pi3HMMU Habopamu
3HaYeHb, LLIO CYTTEBO MiABMLLYE NPOAYKTUBHICTE CUCTEMM.

MepeBaru Prepared Statements:

Besneka gaHux. OCHOBHOK NepeBaroto NigroToBrneHmX
3anuTIB € IXHA 34aTHICTb MOBHICTHO i30mtoBaTK noriky SQL-
3annTy BiA BXiOHMX AaHuX. 3aBOSAKM LUbOMY HaBiTb, SKLLO
KOpUCTyBa4 HamaraeTbCa nepepatu iHeKUinHMI  Kog,
Hanpuknag ' OR '1'="1, CYB[] cnpuiime 110ro sik 3BuyaiHum
PSAOK, @ He SIK YacTuHy norikv 3anuty. OTke, MOXIUBICTb
SQL-iH’eKLUiT NOBHICTIO YCYBaETLCHA Ha CTPYKTYPHOMY PiBHi.

EdekTuBHICTb BMKOHAHHS.OCKINbKM KOMMINALA 3anuTy
BiAOyBaETLCS NVILLIE OAVH pas3, NoAanbLUi BUKIMKA 3 Pi3HMM
napameTpamuM He noTpebyloTb MOBTOPHOrO aHanidy, Lo
ckopouye Butpatu pecypcie CYB[ i 3MeHLye yac Bignosiai.

MacwtaboBaHicTb i rHyykicTb. Prepared Statements
niagTpymytoTbest  GinblicTio  cyvacHux CYBO  (MySQL,
PostgreSQL, SQLite, Oracle Towo) i MOXyTb 3acTOCOBY-
Batuca [o Oyab-akux TuniB  SQL-onepauin: SELECT,
INSERT, UPDATE, DELETE. BoHM TakoX [A03BOMATb
BMKOHYBATU 3anuT B LMK abo MakeTHOMY pexuMi, Lo
3pY4HO Ans 06pobneHHs BENUKMX 06CAriB aHUX.

ObmexeHHs1 Prepared Statements:

Monpw cBoT NnepeBaru, NiAroTOBMEHi 3anMT HE MOXYTb
6YTM €AWMHUM IHCTPYMEHTOM 3aXMCTY. IX BMKOPUCTaHHS
0OMeXyeTbCs nue Ha piBHI 6a3n gaHux. [Ans koMnnekc-
HOro 3axucTy BebGaofaTka BOHM MakTb MOEAHyBaTUCS 3
iHLWIMMK MeToaaMK, 30Kpema:

e Banigauieto BxigHnx ganumx (Input Validation);

e (inbTpauieto 3a 6inum cnuckom (White-listing);

e escaping.

Kpim Toro, He Bci YactuHn SQL-3anuty nigTpymyoTh
napameTtpusauito. Hanpuknag, Hassu Tabnuup abo
KOFIOHOK He MOXHa NiaCTaBUTU Y BUIMAAI Nrencxonaepis.
Y Takux Bunagkax cnig 6yt ocobnveo obepexHummn Ta
nepeBipATY BBEAEHI 3HAYEHHS1 JOOATKOBUMU MEeToA4aMM.

Xo4a onucaHi TexHIYHI MeToam edheKTUBHO 3anobiratoTb
©e3nocepeHbOMY BMPOBAMKEHHIO LLKIONIMBOrO Kody, cam
no cobi 3axuct Big SQL Injection He Bu4epnyeTbCs
dinbTpauielo 4  napameTpusalieto  3anuTiB. Baxnueo
TaKOX BpaxOBYBaTW apXiTEKTypHi NpuHUMNM Ge3neku,
ceped AKUX OOMH i3 KIHOYOBUX — MPUHLUMUM HAMMEHLLNX
npwueineis (Principle of Least Privilege).

Least Privilege. MNMpyHUUN HanMeHLWMX MNpUBINEiB €
dyHOaMeHTanbHNUM KOHLIENTOM Yy ranysi iHgopmauiiHoi
Oesneku, Wo nepenbayvae HagaHHS KOXHOMY CyO'ekTy
cucTeEMM —  KOpUCTyBady, cepBicy, npouecy abo
KOMMOHEHTY — mnuwe TUX npaB [AOCTyny, §Ki € CTporo
HeOoOXiAHUMW ANS BUKOHAHHSA MOro (PyHKUIA. Y KOHTEKCTI
Oesnekn BebpopdatkiB, peanisauis UbOro  MNpPUHLMNY
Jonomarae iCTOTHO OOMEXMUTM MNOTEHUINHI Hacnigkm sk
BMMAAKOBUX MOMWIIOK  KOpUCTyBadiB, Tak i Uine-
cnpsiMoBaHuKX aTak, 3okpema 1 SQL Injection.

OCHOBHO METO BNPOBaZKEHHS MPUHLIMMTY HANMEHLLINX
NpuVBINEiB € 3MEHLLEHHSA MOBEPXHi aTakn cuctemu. AKLwo
neBHUN ob6nikoBui 3anuc abo npouec Oyae ckomnpome-
TOBaHWA  BHACMigOK — aTakW,  Hanpuknag,  LWAsXoM
SQL-iH’ekLii, TO 3NMOBMUCHUK OTPUMAE MiHiMarnbHi MOBHO-
BaXXEHHS!, 0OMeXeHi nuwe Tum, wo Oyno AOCTYyMHO Ui
oAuHULI cucTemu. Lle o3Havae, Wwo HaBiTb Y pasi ycniluHoro
BTPyYaHHs, wWwkoga Oyae nokanisoBaHa i He 3moxe
NOLUMPUTUCS HA KPUTUYHI YaCTUHM iHOpMaLinHOI iHdpa-
CTPYKTYpH, 30Kpema i Ha 3MiHy KOHdirypauivi 6a3un aaHux,
BMAaneHHs Tabnuub Yn eckanadito npueineis (puc. 10).

Peanizauia npuHUMNY HaWMeHWWX npuBineiB y
BebaoaaTkax OXomnmtoe Kinbka piBHiB:

Ha piBHi 6a3u gaHux: koxxeH 4oAaTok abo Mmoayrb Mae
BMKOpUCTOBYBaTM  OOMikoBMI  3anuc i3 npaBamu,
obmMexeHumMn o HeobxigHoro MiHiMymy. Hanpuknag,
ny6nivyHuiA iHTepdeic He NoBuHeH Matu npasa Ha DROP,
ALTER, abo GRANT.

OTpuMaHHS gaHnX
Bi KOpuCTyBa4a

[NepeBipka npas
KopuctyBada

BukoHaHHs 3anuTy

Puc. 10. MpuHumn po6otu Prepared Statements
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Ha piBHi onepauiiHoi cuctemu: BebcepBep Ta iHLWiI
cnyxbu He  MNOBWHHI  BWMKOHYBaTUCb  Big  iMeHi
afgMiHicTpaTMBHOro  kopuctyBaya (root), a matTb
3anyckaTmcsa 3 0bMexeHUM KOHTeKCToM 6e3 3arnBux npas
pocTtyny o dannosoi cuctemm abo MepexHUX pecypcis.

Ha piBHi 6i3Hec-norikv gogaTka: AOCTYN KOpUCTyBadiB
00 dyHKUioOHany godatka Mae BU3HA4YaTUCs Ha OCHOBI
ponen (Role-Based Access Control), ae koxHa ponb mMae
obmexeHun Habip Ain, Wo [o3BoneHi i BigNoBigHO A0
cnyx60B1x 060B’A3KIB.

MepeBarn Least Privilege:

e 3MeHLUEeHHs1 MOBIPHOCTI eckanauii ataku. Y pasi,
AKWO  aTaKkyBallbHWKY BOACTbCA  CKOMMPOMETYBaTU
CUCTEMY, MOro MOXIMBOCTI ByAyTb CYTTEBO OOMEXEHi.
Hanpuknag, npu BukoHaHHi SQL-iH'ekuii yepes dopmy
BXO4Y 3MOBMWCHMK 3MOXe OTpuMaTh nuwie JocTyn A0
nepernagy OaHvx, ane He 3aMoXxe BuaanuTi Tabnuui abo
3MiHUTW NPUBINET IHLLINX KOPUCTYBAYIB.

e 3anobiraHHa noacbkum  nomunkam. OBMeXeHHs
npaB [OCTYMy TaKoX MiHIMI3ye pU3nK BUNagkoBux Ail 13 Goky
agmiHicTpaTopiB abo kopucTyBadiB. AKLLO KOPUCTyBay He
Mae [JOoCTyny [0 KPUTUYHUX pecypciB, BiH He 3Moxe
HEHaBMUMCHO BUKITMKATU IXHE MOLLKOAKEeHHSA abo BTparTy.

e CnpoweHHsa aHanisy iHumaeHTiB. MeHwwnii obcsar
OOCTYMHUX PecypciB Ansi KoxXHoro obnikoBoro 3anucy abo
MOZynsl [O3BOMSE LWBMALE iAeHTUdIKYBaTU OXepeno
npobnemn abo BUTIKAHHA, WO 3HAYHO MOKpaLLye
po3cnigyBaHHs iHUMAEHTIB 6e3neku.

Heponiku Least Privilege:

e He 3anobirae aTtakam 6e3nocepeaHbo. BapTo
nigKkpecnuTn, Wo cam no cobi NPUHLUN HaWMEHLUMNX
NpuBiNeiB He € MexaHi3MOM aKTMBHOro 3axucTy. Moro
OCHOBHa (YHKLia nondrae y MiHiMisauii Hacnigkis nicns
NMOTEHUIMHOr0 KOMMpOMeTauinHoro iHuuaeHty. OTxe,

BiH He 3aMiH€E iHWi MeToaM 3axucTy, 30Kpema W
escaping, Banigauito BBEOEHHA YM  BUKOPUCTaAHHSA
Prepared Statements.

e CknagHiCTb Yy HanawTyBaHHI Ha  BENUKMX

cuctemax. [etanbHa rpagauis goctyny Ta nigTpumka
GaraTopiBHEBOro KOHTPOIIO MOXe noTpebyBaTy 3HAYHMX
BATpPAT Yacy Ta pecypciB, OCOOMMBO Yy BENUKUX,
OnHaMivyHuX cepegoBuLLax. MNomunkm B KoHirypadii npas
OOCTyMny TakoX MOXyTb MpM3BECTM [0 BiOMOBM B
o6cnyroByBaHHi abo BUTIKaHHSA AaHUX.

Micns po3rnagy CunbHUX i cnabKkmx CTOPiIH KOXHOro
OKpemMoro MeTtogy 3axucTy [AOUiNbHO nepentn [o iX
KOMMMEKCHOTO NOPIBHAHHS.

lMopieHsaNbHUU aHani3: KIY08i MeMpPuUKU ma ixHe
ouyiHroeaHHs1. OuiHOBaHHA  edeKTMBHOCTI  3acobiB
3axucty Big SQL-iH'ekuin BUMarae KOMMNAeKCHoOro nigxoay
Ha OCHOBI (hopMani3oBaHMX METPUK, WO [O03BOSISATb
NnopiBHIOBATU pPi3HI METOAM 3a KpUTEepiaMM TOYHOCTI,
NPOAYKTUBHOCTI, iHTerpauiiHoi CKNnagHoCTI Ta 3aneXHoCTi
Bif, NOACBbKOro uYmHHuka. OpfHieto 3 6a3oBUX METPUK €
piBeHb 3anobiraHHss aTtakam (Prevention Rate), wo
OEMOHCTPYE e(EeKTMBHICTb MeXaHi3aMy BUSIBNEHHS i
6rokyBaHHs iH'ekuin. 3a pesynbTaTaMu  OOCHIIAXKEHHS
Halfond (Halfond, Viegas, & Orso, 2006), BUkopuCTaHHA
NiAroTOBMEHNX 3anuTiB A03BossAe 6rokyBaTn noHag 95 %
atak y KOHTPONbOBaHMX YMOBax. [HLWOW BaXnNnBOKO
XapaKTepPUCTUKOK € MPOAYKTUBHICHI HaknagHi BUTpaTu
(Performance Overhead). Ak noka3aHo y AOCHiAXEHHI
Wang, & Lee (2022), BnpoBagXeHHs napameTpu3oBaHNX
3anuTiB Y BUCOKOHaBaHTaXeHNX BebaoaaTkax npusBoanTb
00 30inblUeHHsT 3aTPUMKM BUKOHAHHSA 3anuTiB Ha 2-5 %,
Lo MOoXe ByTW KPUTUYHMM Yy CUCTEeMax pearibHoro 4vacy.
PiBeHb XxMBHO No3nUTUBHMX cripauboByBaHb (False Positive
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Rate) Bigobpaxae BiporigHicTb TOro, Lo NeriTMMHUIA 3anuT
Oyne HenpaBwibHO iAEHTUIKOBAHWI K  LUKIAMBURA.
Emnipnyni gaHi, HaBegeHi B poboti Garcia, & Miiller
(2022), ceigyaTb, o  CcyyacHi WAF-cuctemm
OEMOHCTPYIOTb cepefHiii nokasHuk FP Ha piBHi 8—12 %,
O BMMarae peTenbHOro HanawTyBaHHA  MOMITUK
dinbTpauii. CknapgHicte iHTerpauii (Integration Effort)
OLIHIOETbCA 3a KINbKICTIO A0OATKOBUX PAAKIB Koady, s
HeoOXxigHO OodaTu OO0 MPOEKTY, a TaKoX 3a KinbKiCTHo
30BHILLHIX 3anexHocTen. 3a ouiHkow Martinez (2022),
BMNPOBaXXEHHS  cepefHbocTaTUCTUYHOro  middleware-
daxucty y Nodejs Bumarae popgaTtkoBo 6Gnv3bko
350 psigkiB Kogy Ta A0 TPbOX HOBUX MakeTiB. 3ayBaXkMMmo,
Lo BUTPATK Ha cynpoBig i ob6cnyroByBaHHs (Maintenance
Effort), ak BkaszaHo Patel, Kumar, & Gupta (2023),
y cepedHbOMYy cknagatoTb Big 6 o 10 roguH Ha micsaub
AN NigTPMMKM OHOBNEHb | aganTaLii 3aXnCcHUX pilleHb 40
HOBMX TuNiB aTtak. Lle ogHielo BaXnuMBOK METPUKOI €
OXOMMEeHHs TUMoBMX cLeHapiiB 3arpo3 (Coverage). 3rigHo
3 aHanituyHum 3Bitom OWASP (OWASP Foundation,
2023; OWASP Top Ten Project: Coverage analysis report,
2023), nuwe Ti cuctemu, WO BKMoYalTb GaratoeTanHi
nepeBipk/ N i30MAUil0 AaHuX, 34aTHI BUABNATU MOHAA
90 % cueHapiiB 3 OWASP Top 10, 3okpema 1 cknagHi
SQL-iH'ekuji. 3anexHicTb Big NOACHKOro YmHHUKa (Human
Factor Dependence) € KpUTUYHOK [N OUIHIOBAHHSA
OOBroCTpPOKOBOiI edpekTMBHOCTI. 3a gaHumu Brown, &
White (2022) y cepegoHbOMy pO3poOHUK BUTpavae
10-15 roaMH Ha noyaTkoBE HaBYaHHA poboTn 3
iHCTpymMeHTamMmu 6e3neku, a noganblui ayantu notpebyoTs
2—4 roguHn Ha kBapTtan. OcTaHHIM acnekToM aHanisy €
cywmicHicTe (Compatibility) 3 iHwMMK 3acobamu 3axucTy,
3okpema WAF, CDN i 3acobamu cTaTuyHOro aHanmisy kogy.
Ak npopgemoHcTpoBaHo y AocnigkeHHi Chan, & Gupta
(2021), nuwe 78 % NpOTECTOBaHMX pilleHb BUSBUAIUCA
CYMICHMMM B YCiX CLieHapisix KOMMIEKCHOrO 3aXUCTy, L0
BMMarae Y3rOMKeHHA MK IHCTpyMEeHTamn B Mexax
3aranbHoi apxiTekTypu 6e3neku.

Ona 3abe3neyeHHs UINICHOCTI aHanidy AouinbHO
CTPYKTYpyBaTV 3ragaHi BULLEe METPUKN A eMNipuYHi AaHi B
TabnuyHomy cpopmati  (Tabn. 1), WO nonerwuTb
MOPIBHSHHS METOIB 3a KIIOYOBMMW MOKa3HUKaMu Ta
rapaHToBaHO  MiABMLLMTL  3pO3YMIMiCTb  OTPUMMaHKX
pesynbtaTiB. Lli gaHi, oTpumaHi Ha nigctaBi BMBYEHHA
pobit: (Halfond, Viegas, & Orso, 2006; OWASP
Foundation, 2023; Garcia, & Muller, 2022; Martinez, 2022;
Patel, Kumar, & Gupta, 2023;. Brown, & White, 2022;
Chan, & Gupta, 2021), wo € 6asucom Ans nNoaanbLIoro
NMOPIBHANBHOrO aHanidy MeToAiB 3axucTy Big SQL-iH ekuin.

Po3rnsHyBlWIM Ta MOPIBHABLUM KITHOYOBI MNigxogu 00
3axucty BebgopatkiB Big SQL-iH'ekuin 30Kpema
escaping, Banigauito BBEAEHHSl, BUKOPUCTAHHA Oinux
crnuckiB (white-listing), nigrotoBneni 3anutn (prepared
statements) Ta npuHUMN HanmeHwwMx npueineis (least
privilege) — MOXHa AiNTM BWCHOBKY, WO edeKTUBHa
cTpaTeria npoTuail Takum atakam Monsrae He nvwe B

OKPEMOMY 3aCTOCYBaHHi 3a3HayeHuWx TexHik, a y ix
NoedHaHHI B Mexax 3aranbHoi apxiTektypu 6eaneku.

Y  npakTM4HOMY  cepefoBuLli  PO3POOHMKM  He
peanisytoTb Ui NigxXoam 3 Hyns, a NnokrnagatTbCs Ha roToBI
iHCTpyMeHTW,  GibnioTekn  Ta  perMBOpKM,  SKi
3abe3neyyoTb  BIgMNoOBIOHI  3axMCHi  MexaHi3mu  3a

3aMoBYyBaHHsIM abo 4depe3 koHdirypadito. Lli 3acobu He
nvile CnpoLLyoTb NpoLec po3pobreHHs, ane i cyTTeBO
3MEHLLYIOTb iIMOBIPHICTb NOMUIOK Ge3neku, NoB'sa3aHKXx i3
pYy4YHOIO peani3auieto 3axucTy.
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PekomeHdOauii 3 nocuneHHs1 3axucmy eid SQL- KoxxHoro 3anuTy (puc. 11) Ta 6e3nepepBHe TECTyBaHHSA Bif
iH'ekyit. [Ona 3abe3neyeHHss BCeBIYHOrO  3axuUCTy MOMEeHTY cpikcauii 3amiH y penosuTopii 40 po3ropTaHHs y
Bebgogatka Ha 6asi Node.js cnig peanidyBatu aBsa npomMucnoBoMy cepegosuLli (puc. 12).

B3aeMomnoB'dA3aHi  npouecu: 6e3neyHe  06pobneHHs

Ta6nuuys 1
MeTpuku 1 emnipuyHi faHi metoaiB npotuaii SQL-iH’ekuin
MeTo. Prevention Perf. False Pos.| Coverage | LOC ansa Maint. Effort | Human Dep. | Compatibility
A Rate (%) |Overhead (%) | Rate (%) |OWASP (%) | iHTerpauii | (roa/TuxaeHb) | (rog/kBapTtan) (1-5)
Escaping 65 2 5 70 20 LOC 2 2 4
Input
Validation 75 3 10 80 50 LOC 4 4 5
White-listing 85 5 2 90 30LOC 3 3 3
Prepared
Statements 99 3 1 100 15LOC 1 1 5
Least 60 1 0 60 40 LOC 5 5 4
Privilege
Mepw 3a Bce, nicna HagxomxeHHa HTTP-zanuty BukoHaHHsi Takoro 3anuTy BigbyBaeTbcs nig o6nikoBum
cepBep CnpsiMOBYE [JdaHi [0 Mogyns Banigauii Ta 3anMcoM i3 MiHiManbHUMK NpUBINeaMU, — Lie 0bMexeHnn
caHitTusauii, ge white-listing i ekpaHyBaHHS cneuianbHUX Habip mpaB i30M0e cucTemy Big HacnigkiB MNOTEHLUiNHOIo
CMMBOMIB yCyBalOTb MOTEHUINHO LWKIANMBI dparMeHTu 3MOBMUCHOTO  kody. Y pasi MNOMWMKM  BHYTPILIHA
BBeAEHHS. Y pasi ycnilHOro ginbTpyBaHHA (OpMyeTbCA iHpopmauia Big CYB[l nepexonnoetbcs CepBepoM i
napameTtpusoBaHuii SQL-Bupa3 i3 nnencxongepamu, y 3aMiHIOETLCS  Ha y3aranbHeHuWn kop Bignosigi 6es
AKMA  NIACTaBMATb NULWIE OYULLEHI 3HAYEHHSs, Lo TeXHIYHUX geTanen, wo 3anobirae BUTIKAHHIO JaHMX MPO
BUKIOYAE MOXIUBICTb  MaHinynauii  fnorikoto  3anuTy. cxemy 6asm.
[ H BukoHaHHs 3anuty 3 }
OTpUMaHHS AaHux P . Bcraska AaHux B M MoBepHeHHs!
A Banigauis gaHux EkpaHyBaHHs MigroToBka 3anuTy HalimMeHW MK N L
BIA KOpUCTyBada 3anut npmaineﬂmm Bianosial
Momunka
OﬁpOﬁHVI:I‘\OMMJ‘IKM,
> AKNit BepTae
Momunka 3aranbHy NOMUIIKY
Puc. 11. MNpouec 06pobneHHs 3anuty
[Mo-gpyre, KOXeH KOMIT Y peno3nTopin iHIiLitoe KOHBEEP iH ekUinHMi Tpadik. Micnsa ycnilwHOro NPOXoAXeHHS Liboro
CI/CD, y wmexax S$KOro mnepLlioYeproBO BUKOHYETLCH eTany 34iNCHIETLCS aBTOMaTU30BaHWI NeHTECT (Hanp., i3
ctaTnyHunm  aHania  kogy (SAST) pans  BuSIBNEHHS Burp Suite), i nuwe y Bunagky BIACYTHOCTI CyTTEBMX
Bpa3nNMBOCTEN Ha piBHI kogy. Y pasi BiCYTHOCTI KPUTUYHNX Bpas3nueocTen ob6pa3 MapKyeTbCAa $SK rOTOoBUWA [0

3ayBaxeHb Cl 6yaye Docker-o6pas i aBTOMatu4Ho NPOMUCIIOBOrO  cepefoBuwia. [ennon y BUPOOHUYE
po3ropTae MOro B TECTOBOMY CepefoBulli, [Ae cepenoBuLLEe CYMPOBOMXYETbCA iHTerpauieto 3 APM-
3anyckaeTbca AvHaMivyHui aHanis (DAST) 3a gonomoroto cucteMamu, WO [03BOMSE B PeXuMi pearnbHOro 4vacy
OWASP ZAP aons nepeBipku peakuii APl Ha Tunosui SQL- BiACTeXyBaTW NPOAYKTUBHICTb | BUSIBNATM aHOManii.

. ABTOMaTN30BaHE BuBenerHs B
Po3po6Huk . o . [lnHamiyHe TecTyBaHHS
. 3anyck TecTiB CTaTnyHuit aHania kogy TECTyBaHHS Ha NpoAYKTUBHE
36epirae koa API
NPOHUKHEHHS! cepefioBuLLE

Puc. 12. lNMpouec po3ropTaHHsA NporpaMmHoOro 3abe3neyeHHst TECTYBaHHSIM Ha BPasnuBOCTi

IHTerpauia umMx [OBOX nMpoueciB — 6e3neyHoro OaHVX, SKi TUMNKU 3Ha4YeHb OOMYyCKaTbCs, Ski MalTb OyTH
06pobrneHHs  koXkHOro 3anuty Ta  GesnepepBHOro oOMeXeHHs1 Anst paaKiB, YMcen yum aar.
TecTyBaHHs B Mexax Cl/CD — B eguHy nonituky 6e3neku i3 Mepen 06pobneHHAM 4un 36epexeHHsaM paHux Zod
YiTKOI [OKYMEHTaUJE i perynsipHMMU HaBYaHHAMU Anis [03BOrIsiE aBTOMaTUYHO NEPEBIPUTK:
pO3p0o6HUKIB CTBOPIOE CTillKy, MacluTaboBaHy apXiTeKTypy, e uu BignoBigae dopmat BBEOEHOro  TEKCTY
SIka 3HAYHO 3HMKYE MMOBIPHICTb yenilHUX SQL-iH’exuin i OYiKyBaHOMY;
BiAMOBIAHNX €KOHOMIYHUX | penyTauinHnx BTpaT. ® YU € [aHi NpaBUIIbLHOro TUny;

Ans intocTpauii npakTu4HOT peanisalii LMX pekoMeHaa- e UM [JOTpUMaHO OBMeXeHb Mo [JOBXWHI abo
i y cy4acHOMY po3pobreHHi 3aCTOCYHKIB 3BEPHEMOCS A0 fianasony.
rOTOBWX IHCTPYMEHTIB! Ak pesynbTaT, HebaxaHi Ta Hebe3neyHi 3Ha4YeHHs1 He

Zod — ue 6ibnioteka Ansa nepesipku BxigHUX (Input noTpannsioTb Aani y GisHec-noriky abo 6a3y gaHux. Llei
Validation) paHux y JavaScript i TypeScript. BoHa nioXiA 3HAYHO 3HWXKYE WMOBIpPHICTL  SQL-iH’ekujii i
[03BOsISiE 3a34anerigb onucaTn, ko Mae 6yTV| CTPYKTypa 33693|‘|eqye YUCTOTY AaHUX.
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ORM (Object-Relational Mapping) — ue iHCTpyMeHTH,
SIKi 4O3BONSAIOTL NpautoBaTh 3 6a3amm gaHux Yepe3 ob’ekTn
Ta MeToau, a He Yepe3 HanucaHHsa cnupux SQL-3anuTis.

Llen mexaHiam aBTOMaTU4YHO eKpaHye crneujiasnbHi CUMm-
BOMM, BKMKOYaK4M nanku Ta Kparnky 3 komoto (Escaping) i

const fastify = Fastify({ logger:

const registerSchema = z.object({
email: ing()-email(),

urce } ;
PrimaryGeneratedColumn, Column } from

H

fastify.register(async () => {
try {
@PrimaryGeneratedColumn()
id;

ch (err) {
fastify.loj
initialization®, err);

process.exit(1);

@Column({ unique
email;

true })

@Column(}
password; 1;

fastify.post('/register’

t AppDataSource = new DataSource({
const result =
if (Iresult.success) {

throw fastify.httpErrors.badRequest ("HekopekThi

BxigHi pawi®);
3}

const { email, password } = result.data;

synchronize: fa

password: z.string().min(3).max(30),

await AppDataSource.initialize();
fastify.log.info( 'DataSource initialized');

, async (request, reply) —> {

gisterSchema.safeParse(request.body);

rapaHTye, Lo AaHi 3aBxan 06pobnatoTbCs K 3HaYeHHs, a
He gk YyacTnHa SQL-koay (Prepared Statements).

3pasok iMnnemeHTauii  ©6e3neyHoro 0OpPOGREeHHs
3anuTy Ha Npuknagi NpocToi peecTpaLii 3 BUKOPUCTaHHAM
cy4acHux 6ibnioTek nokasaHo Ha puc. 13.

const repo =
const user =

AppDataSource.getRepository(User);
repo.create({ email, password: hashed

const saved = await repo.save(user);

return reply.code(201).send({ id: saved.id });
catch (err) {
fastify.log.error{err);

throw fastify.httpErrors.badRequest('Bad data');

error('Error during DataSource 1

s

const start = async () => {
try {
await fastify.listen({ port: n;
fastify.log.info( Server listening on
${fastify.server_address().port}");
} catch (err) {
fastify.log.error(err);
process_exit(1);

t berypt.hash(password,

Puc. 13. 3pa3sok imnnemeHTauii 6e3aneyHoro o6pobneHHs 3anuTy Ha NpuKNaai NpocToi peecTpauii

[uckycis i BUCHOBKMN

1. Y xopi pocnigXeHHs 3aincHeHo BcebivYHui aHanis
aKTyanbHux 3arpo3 ans BebpopaTki, nobyaoBaHMX
Ha nnatdopmi Node.js. BusaBneHo, wWwo ogHMMK 3
HanHebesneyYHiwmnx 3anuwatrTbes SQL-iHekuii, atakm
Ha piBHi API, XSS, CSRF, a Takox aTtaku uvepes
HTTP-3aronosku. NpninHamMm iXHbOro BUHUKHEHHS € K
apxiTekTypHi 0COBNMBOCTI aCUMHXPOHHOTO 06PO6GNEHHS
3anuTiB y Node.js, Tak i HedOTpMMaHHA NPUHLUNIB
6e3ne4yHoro nporpamyBaHHs, BUKOPUCTaHHS 3acTapinux
3anexHoCcTen, BiACYTHICTb Banigauii BBeaeHHs. 3 ornsay
Ha 3pOCTaHHS KiNbKOCTi aTak, 30kpema i 3 GoKy aBTo-
MaTn30BaHMX DOTMepEeX i CknaaHux ckaHepis, npobnema
HabyBae we BinbLIoi akTyanbHOCTI B ymoBax LudgpoBoi
TpaHcdopmauii.

2.Y npoueci [OCMimXKEHHS CUCTEMATU30BAHO Hal-
noLUMpeHilli MeToau aTak, WO 3acTOCOBYKTbCSA Ans
KoMrpoMeTauii AaHuX, Ta oXxapakTepu3oBaHO Axeperna
iXHBOrO  BUHUKHEHHHA. OCHOBHY yBary npuaineHo
SQL-iH’eKujiaM, SKi BUHMKAKOTb 38 HEAOCTaTHLOIO KOHTPOSHO
BXIiQHWX JaHuX i3 60Ky kopucTyBaya. [lpoaeMoHCTpoBaHo,
SK aTakum MOXyTb pearni3oByBaTUCb 4epe3 Bebdopmu,
URL-napameTtpu, API-3anutu, HTTP-3aronosku, a Takox
WebSocket-nosigomneHnHs.  [OetanbHa  knacudikauis
SQL-iH’ekuyin (in-band, blind, out-of-band) possonuna
BCT@HOBUTM, WO Ppi3Hi Tunu aTtak noTpebytoTb
crneyndiyHnx 3acobiB BUSIBMEHHsI Ta HeWTpanisauil, Wwo
YCKMaJHIE 3aBaaHHsA Ans po3poOHUKIB.

3. Br3Ha4yeHo 11 oxapaKkTepr30oBaHO KM4oBi NPUHLMNN
i MexaHiammn 3axucTy BebaoaTtkiB, peanisoBaHUX Ha
Node.js. [lo Takux mexaHi3aMmiB BigHECEHO: eKpaHyBaHHSA
cneuianbHUX CMMBOMIB (escaping), Banigauilo BBeLEHUX
paHux (input validation), nepeBipky 3a 6inMM cnvckom
(white-listing), BukopuCTaHHA NIArOTOBREHUX 3anuTiB
(prepared statements), a TakoX nNpUHUMN HaWMEHLUNX
npusineis  (least privilege). KoxeH i3 MmeToaiB
npoaHarnisoBaHo 3 No3uuin edeKkTUBHOCTI y 3anobiraHHi
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aTakam, NMpOCTOTV BNPOBALKEHHS, NPOAYKTUBHOCTI, PiBHS
3anexHocTi Bi4 NIOACLKOro aktopa Ta CyMiCHOCTI 3
iHW1MK 3acobamm 3axumcTy. BctaHoBNEHO, L0 NOEAHAHHSA
KifTbKOX MeTOAIB Ja€ 3MOry AOCArHyTU 6araTopiBHEBOrO Ta
CTIVIKOrO 3axmcTy.

4. NocnigpxeHo cnocobu nigBULLIEHHST 3aXMLLEHOCTI
CUCTEMHOI B3aemogii Ta obpobneHHsa 3anuTiB y Node.js-
pofaTkax. 3anpornoHoBaHO BNpoBagKeHHs1 6ibnioTek ans
TunizoBaHoi Banigauii (Hanp., Zod), BukopuctaHHsas ORM
Ons 3abesneyveHHs BIOOKPEMIIEHHS OaHMX | 3anuTiB,
3acTocyBaHHs ponboBoi mogeni goctyny (RBAC), a Takox
viTKe 0OMeXeHHs1 npaB obnikoBMX 3anuciB i npouecis
BiAMOBIAHO OO MpPUHUUMNY  HaWMEHLMX NpUBINeiB.
MokasaHo, Lo peanisauis uMx 3axo4iB Aae 3Mory CyTTEBO
3MEHLUMTU MOBEPXHI0 aTakM Ta MiABULMTA 3ararnbHy
CTiiKicTb BeOgopaTKiB 4O KoMpomeTallii.

5. CchopMyrbOBaHO  KOMMMEKC MPaKTUYHUX — PEeKo-
MeHZauin i3 nobynoBu 3axueHux BebpoaaTkiB, WO
BigNOBigalTb CcyyacHUM cTaHgapTam  kibepbesneku.
3okpema 3anpornoHoBaHO: peani3oByBaTu Banigauito Ta
CcaHiTM3aUil0 Ha KOXHOMY eTani obpobneHHs 3anuTy;
BMKOPUCTOBYBaTK MigrotoBfieHi 3anutu Ta middleware
Ansi 3axucTy 6a3n faHyx; HanawToByBaTN PO3MEXYBaHHS
JOCTyrny Ha piBHi poniem | ceps.iciB; 3gincHioBaTH
Oe3nepepBHe TeCcTyBaHHs 6e3nekn B mexxax Cl/CD-npoueciB
i3 3actocyBaHHaM SAST, DAST Ta aBTOMaTM30BaHWUX
neHtecTie. OKpeMO HaronoweHo Ha [OLUiNbHOCTI BApO-
BaKEHHS1 KOHTPOMIO BEPCIi 3anexHOCTel i perynspHoro
OHOBJIEHHS KOMIMOHEHTIB.

6. [NigKpecneHo BaXNMBICTb CUCTEMHOIO, [HTErpo-
BaHOro nigxody Qfo 3abesneyeHHs 0Gea3neku, KU
BUXOAUTb 32 MEXi CyTO TeXHiYHMX piweHb. EdekTnBHa
cTparteris 3axucty nepepbadae He nulie BUKOPUCTaHHS
3axuncHux 6ibnioTek Ta iHCTPYMEHTIB, ane N po3pobneHHs
BHYTPILLHIX MONITUK ©6es3nekn, HaBYaHHA PO3POOHWKIB,
NpoBeAeHHS perynsipHnUX ayauTiB, a TakoX KOHTPOIb 3a
BignoBigHicTio BebgopatkiB crtaHgaptam tuny OWASP
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Top 10, ISO/IEC 27001, PCI DSS. Jluwe KoMnneKkcHuin
i AMHamiYHMA nigxig no3Bonsie 3abe3nevunTn HagilHICTb i
6e3nepepBHICTE  PYHKLIOHYBaHHS CyyYacHuX iHopma-
LiHMX CUCTEM B yMOBax eBontoLii kibep3arpos.

BHecok aBTopiB: IBaH Onipcbkuii — KoHLUenTyanisawis
OOCniAXXeHHs; MeTo4onoris; 3aranbHe KepiBHULTBO MPOEKTOM;
aHarni3 cyvacHux 3arpos kibepbesaneku; opMynoBaHHS MeTU Ta
3aBAaHb [OCHiIXEHHS; po3pobreHHs TeopeTuyHoi 6asu
pocnigkeHHa SQL-iH’ekuin; ornag  nitepatypy Ta  aHanis
OCTaHHiX gocnigpKeHb; (hopMynBaHHSA 3aranbHUX BUCHOBKIB i
nepcnekTuB nofanblumx gocnimpkeHb. Ceprii KopeHb — 306ip i
cucTemMaTmsalis eMnipuYHMX [OaHux Npo MeToaWu  3axuCTy;
petanbHU aHania npuHumnie aii SQL-iH’ekuin; gocnigkeHHs
pKepen BUHUMKHEHHS aTtak; knacudikauis Tunie SQL-iH'ekuin;
pO3pobreHHs Ta TecTyBaHHS MPaKTUYHUX MpUKNagiB koay;
Banigauisi 3anpornoHOBaHUX METOAIB 3axucTy; MiAroToBka
nopiBHsiNbHOI Tabnuui meTpuk. AHTOH [yHoepwd — aHanis
mMeToaiB 3axucTy Big SQL-iH’ekuint (Escaping, Input Validation,
White-listing, Prepared Statements, Least Privilege);
NOPIBHANBHUI aHania egeKTUBHOCTI 3aXUCHUX MEXaHi3MiB;
PO3pOONEHHSA NPaKTUYHNX PEKOMEHAALIN i3 MOCUITEHHS 3aXUCTY;
CTBOPEHHA CxeM i Adiarpam npouecis; Bidyanisauis AaHux;
nigrotToBka rpadikis i pucyHkiB; po3pobneHHs 3pa3kiB 6e3neyvHoi
iMnnemeHTaUii 3 BUKOPUCTaHHAM cyyacHux bibniotek.

Dxepena diHaHcyBaHHA. Lle pgocnigkeHHss He oTpumarno
XKOQHOrO rpaHTy BiA (PIHAHCOBOI YCTaHOBM B AEpXaBHOMY,
KOMepLinHOMYy abo HEKOMEPLINHOMY CeKTopax.
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IMPLEMENTATION OF WEB APPLICATION SECURITY ON NODE.JS:
MAIN THREATS AND SECURITY METHODS

Background. Theintensive development of web technologies and the growing popularity of web applications developed on the Node.js
platform open new opportunities for digital business while simultaneously increasing cyber threat risks. One of the key problems of modern
cybersecurity is protecting such systems from unauthorized access, data integrity violations, and ensuring their stable operation. In the context
of increasing attacks on web resources, security measures that can be integrated without significant performance degradation become particularly
relevant. The application of multi-level mechanisms, including access control, input validation, and database query parameterization, forms the
foundation of the modern approach to secure development.

Methods. This work conducted a systematic analysis of modern methods for ensuring web application security, particularly in the Node.js
context. Methods of theoretical modeling, comparative analysis, practical testing of security systems, and effectiveness analysis of various
strategies were used. Special attention was paid to the integration of protection mechanisms such as rate limiting, parameterized SQL query
processing, user input filtering, and application of the principle of least privilege. For each method, the level of performance load, attack detection
accuracy, and compatibility with Node.js architecture were evaluated.

Results. The analysis showed that the most effective approach to web application protection is combining several complementary
strategies. For example, using parameterized queries significantly reduces the risk of SQL injections, while access control to critical resources
prevents unauthorized data modification. It was proven that combining rate limiting and input filtering significantly increases application
resistance to brute force and script injection attacks. At the same time, such measures do not create substantial system load, allowing their
implementation in real-world conditions. Optimal configurations of protective mechanisms were determined depending on the threat level and
functional requirements of the web application.

Conclusions. Protecting web applications built on Node.js requires a systematic and comprehensive approach. Combining several
protection methods allows achieving a high level of security without reducing application efficiency. The research results can be used to build
integrated systems for detecting and preventing cyber threats, taking into account the architectural features of Node.js. Beyond technical aspects,
the importance of implementing security policies that encompass both technological and organizational protection components is emphasized.
Systematic implementation of such approaches will ensure application resilience even under conditions of increasing cyber threat complexity.

Keywords: Nodejs, web application security, SQL injections, access control, rate limiting, input filtering, multi-level protection, data
confidentiality, software vulnerability, cybersecurity.
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BUABJIEHHA CMTAMY B TEKCTOBUX NMOBIAOMJIEHHAX I3 BUKOPUCTAHHAM
JIOrICTUYHOI PErPECIi HA BA3I FPAAIIEHTHOIO CNYCKY

BcTtyn. 3i 3pocmaHHsmM o6csicie eriekmpoHHO20 JiucmyeaHHsi npobnema inbmpauii cnamy Habyeae ece 6inbwoi
akmyanbHocmi. 3a daHUMU cmamucmu4HuUX 00CJlidXeHb, crlaM CmaHo8UMb 3Ha4YHy Yacmky 27106a5IbHO20 nowmoeo2o0 mpadgika,
wo cmeoproe pusuku SIK Onisi 6e3neku, mak i Onsi egpekmueHOCMi e/IeKMPOHHOI KOMYHiKauil. Y yboMy KOHmMeKkcmi ocobsiueoz2o
3HayYyeHHs1 Habyearomb Memodu 06pobrieHHs1 npupodHoi mosu (NLP) ma mawuHHo20 Hag4yaHHs1. Memoro yiei po6omu € nobydoea
moderi dns knacudikayii erekmpoHHUX NnoeidoMsieHb Ha cnaMm i He cram, i3 UKOPUCMaHHSIM J102iCmuYHOI pespecii, peasnizoeaHoi
yepe3 epadicHmHul cryck, y noeGHaHHi 3 MemodamMu 06po6IIeHHs] MeKCMoegux GaHuXx.

MeToaw. [na HasyaHHsi Modeni eukopucmaHo Oamacem, w0 Micmumb roHad 5000 eneKMPOHHUX M08ICOOMIIEHb,
Mi4eHux sik cnam abo He cnam. [aHi 6yno nonepedHLO OYUUW,eHO 3 8udasleHHsIM WYyMOo8UX KOMIMOHeHmig: nyHKkmyauii, yugp,
cmorn-cnie, KOPOMKuUX cJlie, @ MaKoX 3acmocoeaHo iemamu3ayiro. Tekcmu nepemeopeHo Ha Yyucsiogy ¢hopmy 3a A0MOMO20H0
TF-IDF eekmopu3auii i3 L2-Hopmani3auiero. [nss 6opombbu 3 AucbanaHcoMm MiX Knacamu 3acmocoeaHo memod SMOTE.
HaeyaHHss Modeni 30ilicH08a/IOCh 3a KJIaCUYHOI CXeMOoH 2padieHmMHO20 CrnyCcKy 3 8UKOPUCMAaHHSIM CU2MOIOHOI OYHKYil
akmueauyii ma noa2apugmidHoi pyHKuii empam.

PesynbTaTtu. [lo6ydoeaHa moldesnb docsiayia UCOKUX pe3ynbmamie Ha mecmoesill eubipyi: 3az2anbHa MOYHicMb
cmaHoeusna 98 %, f1-score 0ns knacy cnam — 0.92, a onsi He cnamy — 0.99. 3HaqeHHs1 recall dnss cnamy dopigHrogasto 0.90, wjo ceidyums
npo 30amHicmb Modeni susiensimu 6inbwicmb HebaxxaHUx rnoesidomneHb 6e3 HaOMIpHUX MOMUJIKO8UX cripaybosyeaHb. banaHc
precision i recall makox nidmeepdxyembcsi MakpocepedHiM i 38axkeHUM cepedHiM f1-nokazHukom noHad 0.96.

BucHoBKU. Pesynbmamu AocnidxeHHs1 3aceioyusnu eghekmueHicmb rnoedOHaHHs1 slo2icmuyHoi pezpecii, 2padicHmHO20
CrycKy ma meKcmoeoz20 rpernpouyecuH2y Onsi 3adayi knacudpikayii cnamy Haeimb 3a ymoe dJucbanaHcoeaHux OaHUuXx.
3anponoHoeaHuli nidxio € eghekmueHUM Ui iHMepnpemosaHuUM, W0 pobums (io20 nNpudamHum O71si MPaKMUYHO20 3acimMoCcy8aHHs
cucmemax hinbmpauii es1IeKmpoHHOI nowmu.

Knw4yoBi cnoBa: MawuHHe Hae4yaHHs, OBpPO6JIEHHSI MNMPUPOOHOI Moesu, 2padieHmHa onmumisayisi, inbmpayis
eJIeKmpPOHHOI Mowmu, mekcmosutl npernpoyecuHe, Knacugikayisi.

BeTtyn HaBYaHHA, $Ki [OO3BOMAIOTb aBTOMATUYHO BUSBAATU

B cyuacHomy LIMCbpoBOMY NMPOCTOPi €MEKTPOHHA noLuTa 3aKOHOMIPHOCTI Yy TeKCTax Ha OCHOBi nonepeaHbo
3anvLIAETbCS OOHMM i3 KIMHOYOBMX 3acOBiB KOMYyHiKaLi, LLO HaBYeHUX Moaenen.
BVIKOPWCTOBYETLCS SIK MPUBaATHUMU KOPUCTyBayamu, Tak i Cepep HabinbLL iHTEpNpeToBaHMX | BoAHOYaC edeKTUB-
KOMEpLNHUMK CTPyKTypamun. BogHoyac uen kaHan LoaHs HMUX Mopaenen ana 3agad OiHapHoi knacudikauii —
reHepye KorocanbHi 006csar MoBiAOMMEHb — 3a OLiHKaMK, norictnyHa perpecis. Ii ocobnueicTb nongrae B Tomy, WO
noHag 330 Mnpg eneKTPOHHUX JINCTIB LLIOAHA HaACUNaeTbCs BOHa Jae 3MOory oTpMMyBaTU MMOBIPHICHI nepenbaveHHs
no BcboMy CcBiTy. Cepen HUX, 3a CTaTUCTUKOWD, cCram- Ta He noTpebye HagMIpHOI KinbKOCTi pecypciB. Y ubomy
NMOBIAOMITIEHHSI CTaHOBNATbL NpubnunsHo 46 % 3aranbHoro OOCHIDKEHHI JOricTMYHa perpecia peanisyetbcs 4yepes
Tpadhika, WO CBigYATL Npo CTabinbHO BUCOKY YacTky rpagiEeHTHUA CMYCK — KMacuMyHUM MeToa onTuMisauii, wo
HebaxxaHVX NUCTIB Y KOMYyHiKaLiiHin iHdpacTpykTypi. OTxe, O03BONISIE MOCTYNOBO OHOBMOBaTW BarM Mogeni 3
LLIOOHS Y CBITi NOLWMpoeTbCA noHaa 150 mnpa cnam-nucTiB. ypaxyBaHHSAM MOXMOKMN.
Taki NOBIOOMIEHHS MOXYTb MICTUTU peknaMHun  abo BaxnuBolw nepenymMoBOIO  AKICHOrO HaBYaHHA €
LUAXPaNCbKUA KOHTEHT, LKIANMBI BKNaaeHHs abo iluMHroBi rMUOOKMUIA  TEKCTOBUI MPENPOLEeCUHr, SIKUA  OXOMSIoe
NOCUMaHHs, WO CTBOPKE He nule iHdopmaliiHe nepe- OYMLIEHHs  noBigOMNEeHb  Bi  NyHKTyauii, 4ucen,
BaHTaXXEHHS 118 KOpPUCTyBaya, a M MOTEHUiNHI pu3nkn ang HaOJIMLLKOBMX NPOBGiniB, CTOMN-CAiB | KOPOTKUX CHiB, @ TAKOX
Ge3neku aaHux. Lli nokasHukM nigTBEpXyOTb | MacluTab- nemartumsauito. Came Len eTan JO3BOSSE 3MEHLUUTU LLIYM Y
HiCTb, | cTanictb MpoGnemu, WO akTyanidye noTtpeby B OaHuX i BUAINUTX nuwe Ti croBa, WO HeCcyTb 3MiCToBe
PO3pOBNEHHI ePekTMBHNX Ta aganTMBHUX CUCTEM aBTOMa- HaBaHTakeHHs. [lani TeKCTM MepeTBOPEHO Ha YMCIOBY
TUYHOT GinbTpaLii HebaxxaHoT eneKTPOHHOT KopecnoHAEHLT. dopwmy 3a gonomoroto TF-IDF BekTopumaalii, Wwo fo3sonsie

Mpobrnema aBTOMaTUYHOrO BUSIBIIEHHA cnamy Mnonsirae BpaxoByBaTW He TifbKM 4YacToTy TepMiHa, a i Knoro
B HeOOXigHOCTI TOYHO po3nidHaBaTu HebakaHi MoBigOM- iHbOpMaTMBHICTE Yy  Mexax Yycboro KkKopnycy. Y
NEeHHS Ha OCHOBI XHbOrO TEKCTOBOro BMICTy. [lpocTi BekTopu3auii  3actocoByTb L2-Hopmanisauito, ska
MeToaM oinbTpauii BXe HeaoCTaTHbO eeKTUBHI, TOMy pobuTb 0O3HaKM MOpiBHIOBAHUMKW 3a MacluTabom i
3pocTae notpeba B anroputmax, 34aTtHUX aHanisyBaTtu nokpatilye poboTy onTUMI3aLiiHOro anropuTmy.
3MICT MOBIJOMINEHb | BUSBMNATW NPMXOBaHi wabnoHu. Y Okpemum BUKNUKOM y pobOTi 3 pearnbHUMKN JaHUMKN €
3B'A3Ky i3 UMM 3pOCTa€e aKTyasbHIiCTb 3aCTOCYBaHHsI ancbanaHc MK Kriacamu, KONW MOBIJOMITEHHSI MEBHOro
meTogaiB 06pobneHHs npupogHoi mosm (NLP) Ta malumHHoro TMNy (3a3BUYai — He cnam) 3Ha4YHO NepeBaxaroTb. Y Takmx
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YMOBax BaXIMBO 3aCTOCOBYBaTU MeToau GanaHcyBaHHS,
SKi JarTb 3MOry 3pobuTu HaBYaHHA MoAEni YyTNUBILLIMM
00 MEeHLU nNpeAcTaBreHoro knacy. Y Halomy OOCHiAKEHHI
ONS LbOro BUKOPUCTAHO NiAXiA CUHTETUYHOrO 36inbLUEHHS
Bnbipkn (SMOTE — Synthetic Minority Over-sampling
Technique), sakuin go3sonsie 36epertu obcar gaHux Knacy
GinblIOCTi, BOAHOYAC MiABULLYIHOYM MpPeacTaBrEHICTb
MEHLLIOCTI.

Memoro pocnigxeHHs € po3pobneHHa moaeni Ans
Krnacudikauii enekTpoHHMX MNOBIgOMMEHb Ha chaMm i He
cMaM Ha OCHOBi MOriCTUYHOI perpecii, OnTUMI3oBaHOT
MEeTOLOM TpaflieHTHOro CrycKy, i3 3ary4YeHHsaM MeTogiB
00OpOoBeHHsT TEKCTOBUX AaHMUX.

Oans10 nimepamypu. OocnigpkeHHs "Spam Statistics
2025: New Data on Junk Email, Al Scams & Phishing"
(Spam Statistics, 2025) Hagae akTyanbHi CTaTUCTUYHI OaHi
LWoao crnamy, gilMHrY Ta MOB'A3aHUX i3 HUMKU 3arpo3s y
cchepi  enekTpoHHOi nowTu. 3rigHO 3 OTpUMaHUMK
pesynbTtaTamu, y 2023 p. woaHa Hagcunanocs 6rnmsbko
160 MnpAa cnam-nucTiB, WO CTaHOBWO Npubnn3Ho 46 %
3aranbHOro obcary enekTpoHHoi nowTw. Le ceigunTb npo
3Ha4yHy YacTky HebaxaHux MoBiAOMIeHb y rnobanbHomy
erneKkTpoHHoMy Tpadpiky. ONnTyBaHHS TakoX nokasano, wo
96,8 % KopucTyBadiB OTpMMYyBanu cnam-rnoBiAOMIEHHS B
Ti 4 iHWIN dopmi. HannowmpeHiwyMmy Temamu cnamy
Oynun: npusn Ta posirpawi (36,7 %), nponosuuii poboTtn
(36,3 %) Ta GaHkiBCcbki moBigoMmneHHs (34,6 %). Li gaHi
NiOKPECNoTb, WO CnaMepu 4acTo BUKOPUCTOBYHOTb
TeMU, SKi MOXyTb NPUBEPHYTW YyBary KOpUCTyBauyiB i
CroHyKaTu ix Ao B3aemogii 3 nosigomneHHaM. Kpim Toro,
OOCniKeHHa  BusABMIO, wWo 68,8 % pecnoHOeHTiB
NnoBiAOMUNM NPO HEraTUBHWUIA BNUB criamy Ta giLLMHIOBUX
NoBiAOMINEHb Ha TXHI MCUXIYHUIA CTaH, WO CBIAYUTbL MPO
NCUXONONiYHI Hacnigkn Takmx 3arpo3. TakoX 3asHayeHo,
Wo iHaHCOBI YCTaHOBM € HaW4acTilwMMu UingMmu
dilMHroBMXx artak, otpumytoun 27,7 % Takux noBigoMm-
neHb. Lle pocnigxeHHs Hagae UuiHHY iHdopmauiio Ans
po3yMiHHA MacwTabiB Ta eBonwouii cnamy, a Takox
niaKpecnoe HeobXiaHICTb PO3pOGNEHHS ePEKTUBHIX MeToAIB
BUSIBNEHHS Ta dinbTpadii HebaxaHnX NoBiJOMITEHb.

My6nikauis aBtopa Jyothilkkaa Moorthy (2025)
NiATBEPAXYE  KITHOYOBI BVICHOBKMU nonepeaHbLOro
OOCMIMKEHHSA LWOoAO0 MaclTabHOCTI npobnemu cnamy,
3adpikcyBaBLUM NOro 4acTky Ha piBHi 45,6 % y 2023 p. 3
noganblMM 3pocTaHHaM [0 46,8 % y rpyaHi 2024 p.
Takox npoiHopmoBaHo, wWo Maxe 96 % ilMHroBnx
aTak 34iCHIOTbL 3a [AOMOMOroK €neKTPOHHOT MOoLITK.
OkpiM  KiNbKiCHUX gaHUX, 3BiT TaKoX [JOMOBHIOE
nonepeaHe xepeno pJeTaniauielo TeMaTukuM crnamy:
HaWMOLUMPEHILUMMN € MapKeTWHIOBI  MOBIAOMMEHHS
(36 %), koHTeHT ona gopocnux (31,7 %) i noBigoOMNeHHs,
noe'a3aHi 3 giHaHCOBUMM nuTaHHaMU (26,5 %). Taka
TUMi3aLis pO3LMPIOE YSBIIEHHSA NMPO npupoay cnamy
nigkpecntoe NoTpedy B afanTUBHUX MOAENAX BUSBMNEHHS
3anexHo BiJ NOro 3MicTy.

Y cratti (Khanday et al, 2021) po3rnsHyTo
BUKOPUCTAHHS NOTCTUYHOT perpecii gnsa  knacudikauii
€NeKTPOHHUX JUCTIB Ha cnam i He cnam. ABTOpu
NiOKPECNIOTb YHIBEPCanbHICTb  MOTICTUYHOT perpecii K
OAHOrO 3 HaWkpawmux MeTogdiB pAnsa  knacudikauii
eNeKTPOHHUX nucTiB. BkaszaHa cTaTrs Moxe 0Oytu
KOPUCHOI Ansi AOCNIAXKEHHS, OCKINbK/ BOHA JAEMOHCTPYE
npakTu4He 3acTOCyBaHHA MOrICTUYHOI perpecii y 3agadax
Knacudikauii cnamy.

Y pob6oTi (Zhang et al., 2019) norictTu4Hy perpecito
3aCTOCOBYIOTb [0 3agadi knacudikauii y diHaHcoBOMY
CeKTopi 3a YMOB 3Ha4HOro amcbanaHcy knacis. ABTopu
OEMOHCTPYHOTh, WO HaBiTb y TakUX CKNagHUX yMoOBaXx, i3
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NpaBuUNbHOKO afanTauielo, Uen MeToa 3anuliaeTbcs
edektuBHuM. Len nigxin € peneBaHTHUM [O HaLIOro
OOCIMKEHHS, Ae MOoAenb FOriCTUYHOT perpecii Takox
BMKOPUCTOBYETbCA B 3afjadi 3 agucbanaHcoBaHUMU
OaHVMKW, | OOBOAWTb, WO Yy pasi HanexHol CTPYKTypu
00pobrneHHsa OaHWx MoAenb 34aTtHa 30epiraTv BUCOKY
YyTNMBICTb 4O MEHLLOCTI Kracy.

Y craTTi (Khlevna, & Deineha, 2023) Takox po3rnsiHyTo
BMKOPUCTaHHS JOriCTUYHOT perpecii ana  knacudikauii
Laxpanctea, e Tak caMO MOXHa GaynMTu BaXKnIMBICTb
nonepeaHboro 06pob6neHHs AaHuX, sKke € OAHUM i3
BaXXNUBNX €NEMEHTIB poboTK.

Y pocnipxenHi  (Rakhmanov,
aHanisy ToHanbHOCTI B
NpPoBeAEHO MOPIBHAHHA  MeTO4iB  BekTopu3auii  Ta
knacudpikauii Ha ocHoBi noHag 52 000 TekcToBUX
KoMeHTapiB. ABTopu nokasanu, wo Tf-IDF — Term
Frequency—Inverse Document Frequency — nepesepLuye
CountVectorizer 3a  TouHicTHO  knacudikauii, WO
NioTBEPIKYE [OUINbHICTE BMKOPUCTAHHS came  LibOro
nigxoQy y 3agadax TekcToBoi knacudikauii. OTpumaHi
pes3ynbTaTh Y3rogKyrTbCs 3 MiAXO4OM, 3aCTOCOBaHUM Yy
Hawin po6oTi, Ae TF-IDF Takox BMKOPUCTOBYETLCHA $IK
OCHOBHa TEXHiKa BEKTOPHOro NOAaHHA TEKCTY.

3ayBaxumo, WO B pgocnigkeHHi (Papageorgiou,
Economou, & Bersimis, 2024) 3 knacucikauii 6isHec-
€IeKTPOHHOT MOLUTU PO3rMAHYTO Ti cami KM4YoBi eTanu,
Lo i B HaLWii pobOoTi: NpenpoLLeCHHr, BEKTOpU3aLlis TEKCTY
Ta knacudikauis email-noBigomneHb, WO MiaTBEPAXYE
akTyarnbHiCTb 06paHoro nigxoay.

Mohammed, N., Mouhajir, M., & Yassine S. (2023)
onucanu NoricTUYHy perpecito 3 rpaflieHTHNUM CMyCcKOM, Lo
npsiMO  BignoBsigae nigxogy, 3aCTOCOBAHOMY i B HaLLOMy
pocnimxkeHHi. ObpaHuin MeToa HaBYaHHA € PeneBaHTHUM i
OEMOHCTPYE NPaKTUYHY LiiHHICTb rpafgieHTHOro cnycky Ansi
3afad knacudikauii.

MeToau

MonepeaHe 06pO6NEHHS TEKCTOBMX AaHUX € KPUTUYHO
BaXXNMBOK CKINafoBOK OyAb-AKOro 3aBAaHHA MaLUIUHHOMO
HaBYaHHS, NOB'A3aHOro 3 06PO6IEHHSIM NPUPOAHOI MOBH,
OCKINbKM CaMe Ha LUbOMy eTani (OpMYyeTbCA uYKUCTE,
NakoHiYHe ” iHopMaTUBHE MpeacTaBfieHHs BXIOHOMO
TEKCTy, sike 3rogoMm Oyae nepeTBOpeHe Yy BEKTOpu Ans
HaBYaHHA Mogeni. Y Mexax Uboro [OOoChimKeHHs
peanizoBaHO noeTanHuii nigxia 4o 06pobneHHs TeKCTiB,
SKUIA OXONMITHE NIHMBICTUYHE OYULLIEHHA Ta CTPYKTYpOBaHe
CKOPOYEHHS LLIYMYy B J@HMX.

Ha nepwomy eTani BCi €MNeKTPOHHI MOBiAOMIIEHHSA
Oyno nepeTBOPEHO Yy HWXKHIA pericTp Anst YHUKHEHHS
3anBoi BapiaTMBHOCTI CfiB, WO MalTb O[HaKOBY
CeMaHTUKy, arne pi3He HanucaHHs. Lle posBonse
YHUKHYTU OyOrnoBaHHA CriB, AKi BiApi3HATbLCA NuLle
perictpom, Hanpuknag "Free" Tta "free". [Jani
3aCTOCOBBAHO PEryrisipHi BUpasu Ans BUaaneHHs ymcen,
3HaKiB  MyHKTyauii, CWMBONIB HOBOroO psagka Ta
HaaNULIKOBUX NpobiniB, L0 YacTo He HECYTb CMUCIOBOTO
HaBaHTaXeHHSs y 3agadax knacudikauii cnamy.

lMicrna uboro TekcT po3bMBaBCs HA TOKEHW — OKPeMi
cnoBa — 3a [JOMOMOroK CTaHOApPTHOrO TOKeHi3aTopa
6ibnioTeku nltk. KoxxeH TokeH nepeBipsiBCS Ha HAsABHICTb y
CTaHOAPTHOMY CMUCKY aHITICbKMX CTOM-CAiB, i HEMOTPIOHI
dyHKUioHanbHI cnoBa (ak-oT "the", "is", "and") Oynu
BUKITIOYEHI. Lle jo3Bonsie mogeni 3ocepeanTmch Ha binbLu
3HaYyLLMX efleMeHTax BXiHOro TEKCTY.

HactynHum etanom Oyna nemaTtmsauis, TOOTO
NpYBEOEHHS KOXHOTO TOKeHa [0 WOoro no4vaTKoBOl
rpamaTuyHol  cbopmu. [Onsi UbOro  BMKOPUCTOBYBanu
nemartmsauito 3 ypaxyBaHHAM YacTuHu mosu (POS-tern),

2020) Ha nigcrasi

OCBITHBOMY  CepefoBuLLi
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WO [03BONSIE OOCArTU Kpalloi TOYHOCTI MOPIBHAHO 3
nNpocTUM 3BefieHHAM fo 6a3oBoi hopmu (puc. 1).

Lemmatization
Changing
Changed Change
Change

Puc. 1. IntocTpauis npouecy nemartumaadii

[opnatkoBo 3anpoBamXeHo hinbTpaLito KOPOTKMUX CIiB,
30Kpema Tux, Lo MatTb JOBXNHY MEHLLE TPbOX CUMBOJTIB.
Lle no3Bonsie 3MEHLWNTU KiNbKIiCTb LUIYMOBUX TOKEHIB, SKi
4acTO MaKTb HU3bKY IHPOPMATUBHICTb.

B pesynbTaTi 06pobneHHs1 KOXKHe MOBIAOMIEHHS nepe-
TBOPEHO B OYMLUEHWI i NemMaTu30BaHWUN TEKCT, 3 SKOro
BMOAreHo LWYMOBI Ta Mario3HauvyLli enemMeHTu. Takui nigxig
[03BONAE  30epert 3MICTOBHY CyTb MOBIOOMIIEHHS Ta
3abe3nevye y3ropKeHe NpeaCTaBIeHHs! BCIX TEKCTIB Y KOPMYCi.

Ller eTan npenpoLEecuHry € KpUTUYHO BaXXNMUBUM ONsi
KOpeKTHOI poboTn Mogeni NoricTM4HOI perpecii, aka He
Ma€ BHYTPILLHbOIO MexaHiaMy po3yMiHHSA TEKCTY, i npautoe
BUHSATKOBO i3 YACNOBUM MpeacTaBNeHHAM BXIOHUX OaHWX.
Y Hawin poboTi 3aBAAKM CTPYKTypOBaHOMY mpenpo-
LecUHry BAanocs niaroTyBaTu TEKCTU [0 BeKTopu3auil
yepe3 TF-IDF, 3abe3neunBlun K OOHOPIOHICTL Kopnycy,
Tak i 30epexeHHs peneBaHTHOI JeKcu4Hoi iHdopmalui,
HeobXigHOT ANg yCnilHOro HaBYaHHA Mogeni.

lMicnsi 3aBepLUEHHSA eTany TEKCTOBOrO MPENpPOLIECUHTY
BCi BXiHi MOBIAOMITEHHS MaloTb BUMMSA OYULLIEHUX PALKIB,
LLIO CKMNafawTbCH 3 NemMaTu3oBaHMX criB 6e3 nyHkTyauii,
yucern, cTon-cniB i 3aBUX CMMBORIB. Y TakoMy BUMsgi
TeKCT BCe Le 3anuaeTbCa HEeCTPYKTYpOBaHUM i
HenpuaaTHUM [0 06poGNEeHHs anropMTMOM MaLLUMHHOIO
HaBYaHHS, OCKINMbKM MoAeNnb MNpauloe BUKIOYHO i3
YUCITOBUMU 3HAYEHHAMU. TOMYy HACTYMHUM BaXIIMBUM
eTanomM € MepeTBOPEHHS TEKCTOBUX [OKYMEHTIB Yy
BEKTOPHY (hopMmy — NpoLec, BiJOMUIA ik BEKTOpU3aLis.

Micns 3aBeplUeHHA MpenpouecuHry BCi OYULLEHI
noBifOMIeHHs1 6yro po34ineHo Ha HaBYarbHy Ta TECTOBY
BMbipkn y nponopuii 70:30. Takun posnogin [o3Bonse
3a6e3ne4nTn 06'eKTUBHE OLiHIOBaHHSA MoJeni Ha HOBUX,
paHiwe He BayeHnx gaHux, i 3anobirae nepeoLiHBaHHIO
T TOYHOCTI.

Y UupOMYy [OOCMIMKEHHI ANS NpeacTaBfieHHs] TEKCTIB Y
BUIMSAAI YMCINOBMX BEKTOPIB BuKopucTtaHo metog TF-IDF,
SIKMIN BpaxoBY€E He fuLLEe HasiBHICTb CrioBa y MoBigOMIEHHI, a
i Moro BaxnMBICTb Y Mexax ycboro koprycy. Llen nmigxig
[03BONSiE MpUAINaTM Ginblle yBarM TUM CrioBam, siKi €
XapaKTePHUMM Ons OKPEMMX MOBIAOMSIEHb, | MPUIIyLLYBaTH
Bary cnie, L0 4YacTo TpannswTbcs noBctogHo. Hanpuknag,
SIKLLIO CIIOBO YaCTO 3yCTPiHAETbCA B YCiX NOBIOOMIIEHHSIX, TO
Oro iHOPMaTUBHICTb BBAXKAETHCS HXKYOLO.

Meton TF-IDF noegHye gBa cknagHuku. [Nepwuvn —
TF (term frequency) — Bigobpaxkae YacToTy NosiBM TepMiHa

Yy KOHKpeTHOMYy pAokymeHTi. [HOpyrun — IDF (inverse
document frequency) — 3meHWwye Bary cniB, LWO
3ycTpivatroTbcs 'y OaraTboxX AOKyMeHTax, i nigBuLLye

3HaYyLWiCTb TUX, SIKi € PiAKICHMUMMK, ane XapakTepHUMMU.
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KOXXHOrO cnoBa B NOBIiAOMMEHHI. Y pesynbTarTi
BEKTOpM3aLuii KOXeH [OKYMEHT OTpMMYE 4MCIOBEe
npeacTaBrieHHs, sKe Binobpaxae BaXINUBICTb

BUKOPUCTAHUX Y HbOMY TEPMIHIB.
o6uncneHHs TF-IDF:

w;j = tf;; x log (difi), (1)

Ae Wij — Bara (BaxnuBICTb) TepMiHa i B OOKYMEHTi J,
tf,; — yacToTa TepmiHa i B fokymeHTi j (Term Frequency),

dopmyna ans

N — 3aranbHa KinbkicTb OokymeHTiB, dfi — kinbkicTb
OOKYMEHTIB, Y AKuX 3ycTpidaetbca TepmiH i (Document
Frequency).

Ona peanisauii TF-IDF BekTopm3auii BMKOpUCTaHO
TfidfVectorizer i3 ©Gibniotekn scikit-learn. MonepeaHsLo
OuMLLEeHI MOBIAOMIEHHS cnoyaTky 6ynuv nogaHi 4o meToay
fit_transform() ans HaB4yanebHoro Habopy, Lo A03BONUIO
nobyayeBaTy CINOBHMK YCiX TepMiHiB Ta obuyncnutum
BignoBigHi Barn. TecToBa Bubipka BEKTOPM3YETbCH 3a
ponomoroto mMetogy transform() — BMKIMIOYHO Ha OCHOBI
CMOBHMWKA, OTPUMAHOrO 3 HaBYamnbHUX [OaHUX. Takuwn
nigxig 3anobirae BuTikaHHKO iHpopMauii 3 TecToBoOi
BMGipkM OO0 Mopeni Ta 3abesnedyye  KOPEKTHICTb
OLiHIOBaHHS SIKOCTI Knacudikawii.

Y npoueci Bektopu3aii 6yna sactocoBaHa L2-Hopma-
nisayis, gKka nepeTBOPIE KOXEH TEKCTOBUI BEKTOP Tak,
wob 1noro [JoBXWHA Yy MNpPOCTOpi O3HaK [JopiBHIOBana
oguHuui. Lle cnpusie yHidikauii macwTabiB o3Hak i
3abes3nedye KopekTHy poboTty ontumizatopa. Hopma-
ni3auis € Ba)nMBOK CKNagoBOK MNiArOTOBKM AaHUX Anst
e(eKTMBHOro 3aCTOCYBaHHS rpagiEHTHOrO CryCKy.

Y pesynbTati eTany BekTopu3auii BeCb TeKCTOBWUM
Koprnyc 6yno nepeTBOPEHO y uncrnoBy opmy, npuaaTHy
AN HaBYaHHA Mogeni norictuyHoi perpecii. OTpumaHi
BEKTOPY MICTSTb 3BaXeHy iHopMaLlito Npo YacTOTHICTb i
3HauyLLICTb CMiB Y KOHTEKCTi 3aaaui, Lo 3abe3neyye skicHy
OCHOBY Ans noAanbLluoi krnacudikauii noBigoMIeHb siK
cnam abo He cnam. Llen nigxin noegHye mnpocToTy
peanisauii Ta BWCOKY iH(OPMATUBHICTb, WO pobuTb
TF-IDF  edbekTvBHMUM  iHCTpyMEHTOM Yy  3agadax
006pobreHHs NpMPOaHOT MOBM.

OpHieto 3 xapakTtepHux ocobnmBocTen 3agay Knacu-
dikauii y cdepi enekTpoHHOI MowWTN € CYTTEBUN
ancbanaHc knacis. Y TunoBux Habopax AaHux crnocrepi-
raeTbCs 3HayHa nepesBara OOHOrO Knacy — Hanpuknag,
NEeriTMMHUX MOBIAOMMEHb — HaA iHWWM, SIKUM 4acTo €
crnam. Y Halomy AOCHiXKEeHHI Takuii gucbanaHc no4aTkoBO
cTaHoBMB 6nun3bko 13 % i 1o 87 %, a Le CTBOPIOE 3arpoay,
L0 MOAENb HAaBYNTLCS HalaBaTy nepesary JOMiHYHHYOMY
Krnacy, irHopyto4mn MeHLU NpeacTaBneHuin.

LLlo6 komneHcyBaTh Len edekT, 3acCTOCOBaHO MeToq
WTYy4YHOro 36inblueHHs BUOipkM MeHwocTi — SMOTE.
BkazaHun metoq SMOTE € ogHMM i3 HavnonynsipHimx
nigxonis Ao oversampling i nonsrae y CUHTETUYHOMY
CTBOPEHHI HOBUX NPUKMaiB MEHLLOCTI Ha OCHOBI HASBHUX.
Ha BigmiHy Big npoctoro gy6ntoBaHHss, SMOTE reHepye
HOBi TOYKM iHTEPMNONAUIEd MiXK HasBHMMWU MNpUKNagamm
TOro camoro knacy. Lle nossonsie mogeni 6auntu GinbLuy
BapiaTMBHICTb NPUKNaaiB MEHLOCTI | Kpalle HaB4yaTUCH Ha
il npeagcTaBneHHax (puc. 2).

SMOTE 3acTtocoBaHo nuwie [0 HaByarbHOT BUOIpKM
(X_train i vy train). TecTtoBa BMWOipka 3anuwanacs
HE3MiHHOW  Ans  3abesnedeHHs  OO'eKTMBHOCTI  Ta
penpes3eHTaTUBHOCTI OLiHKM NPOAYKTUBHOCTI Mogeni. Takun
nigxia y3rogxyerbcs i3 3aranbHONPUAHATUMW NpaKTUKamMm
MaLLUMHHOIO HaBYaHHs i 3anobirae "BuTikaHHO iHopmaLii™
3 TECTOBUX AaHWX A0 NpoLeCcy HaBYaHHS.
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Imbalanced dataset

& Majority class data points

Generating New synthetic data points

A Minority class data points
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SMOTE Dataset

A Synthetic minority class data points

Puc. 2. Bisyanisauis npouecy 3actocyBaHHst metogy SMOTE

Mepen 3actocyBaHHaAM SMOTE yci BXigHi TEKCTU BxXe
Oynu nopaHi y BektopmdosaHomy TF-IDF Burmsgi, a omxe,
npeacTaBrieHi y BUrMsAAi YMCIOBKX O3HaK, L0 € HeobXigHO
YMOBOI ANst Moro KopekTHoi pobotn. SMOTE He npautoe
6e3nocepeHbO 3 TEKCTaMM, a NNLLIE i3 YACIIOBMM MPOCTOPOM
03HaK — TOMy Woro Micue y KOHBeepi 06pobneHHs AaHux
po3TaLloBaHoO Micns BEKTopu3alLlii, ane o HaB4YaHHs Mogerni.

Ons peanizauii metogy SMOTE BukopucTOBYyBaBCst
moaynb SMOTE 3 6i6niotekn imbalanced-learn. Anroputm
6asyeTbCa Ha nigxodi, SKUA BUKOPUCTOBYE K-Orivxumx
cycifiB Ans reHepadii HOBUX CMHTETUYHMX 3paskiB Knacy
MEHLLUOCTi, 30epiraloum MOro OCHOBHY CTPYKTYpy Y
BEKTOPHOMY NPOCTOPI.

PiweHHs obmexutucs nuwe SMOTE 6e3 BUKOpUCTaHHS
undersampling MOSICHIOETLCA MparHeHHsaM 30epertn BCi
HasiBHI NpuKnagu knacy OinblUOCTi, OCKINbKA BUAANEHHS
YacTVHW JaHUX Morno 6 MpW3BecCTU OO0 BTpaTW BaXIMBOI
iHcbopmaLii Ta 3HWXKEeHHSA 3aranbHOI CTINKOCTI Moaeni.

Micna GanaHcyBaHHA knaciB 3a gonomoroto SMOTE
HaByanbHa BMOiIpKa cTana CUMETPUYHOLD, L0 O03BOSISAE
anropuTMy  MOTMCTUYHOI  perpecii  HaB4yaTucb  6e3
ynepemxeHocTi 0 ogHoro 3 knaciB. OTke, 3aCTOCyBaHHS
SMOTE ctano knto4oBUM eTanom y NiaroToBLj HaBYanbHUX
OaHuX 0O MOAENOBAHHS | JO3BOMUMO YHUKHYTU TUMOBMKX
NMOMWIOK, MOB'A3aHUX 3 iTHOPYBaHHAM MEHLLOCTI knacy, a
Takox 3abesneuntn 36anaHcoBaHy OCHOBY ANs NO6ya0BU
eeKTMBHOI knacudikauinHoi moaeni.

[lo BEKTOpHOro npefcTaBneHHsA MoBigoMMeHb Oyno
[04aHO AOMOMIKHY KOJTOHKY 3i 3HaYeHHAM 1 Ansi KOXKHOro
npuknagy. Lle cTaHgapTHUA TEeXHIYHUMI MPUAOM, SKUN

[ns poss'asaHHa 3apadi GiHapHoi knacudikauii B
LibOMY OOCHIOKEHHI 3aCTOCOBYETLCS NOMCTUYHA perpecis,
sika [03BOMSE MPOrHO3yBaTW WMOBIPHICTb HAaMNEXHOCTI
ob'ekTa 4O O4HOrO 3 ABOX KNnaciB. Ha BigMiHy Bia niHiiHOT
perpecii, norictTudHa Mofenb 0OMexXye BUXi[ 3HAYEHHAM Y
Mexax iHTepany [0;1], Wwo [o3BoOnsie TpakTyBaTu
pe3ynbTaT siK iIMOBIpPHICTb MO3UTUBHOIO KNacy — Yy HalloMmy
BUMazKy, MOBIAOMIEHHS, KnacudikoBaHoro sk "cnam".

KnioyoBum  enemeHTOM  JOriCTUYHOI  perpecii €
curmoigHa dyHKUia akTuBauii, sika NepeTBOPOE NMiHINHY
KoMbGiHaUito BXiOHMX O3HaK y 3Ha4eHHs Big 0 oo 1:

1
14+e~X’ @)
e X — BXigHe 3Ha4YeHHs (NiHinHa kombiHauis BXigHWUX O3HaK
Ta ixHix Bar), e — yucno Ennepa.

Barn BusHavalwTb y npoueci HaByYaHHA Moaeni Ha
HaByYanbHoMy Habopi AaHux. Taknum cnocobom, KOXKHOMY
npuknagy MpUCBOKETLCA WNMOBIPHICTb HanexHocTi Ao
no3utueHoro knacy. OcTaTo4He PpilleHHs MpUIUMaeTbCA
LUMAXOM MOPIBHSIHHS 3 noporom (3a3su4yan, 0,5): akuwo
3HaYeHHs1 cMrmoiam GinbLue nopora — NPOrHO3yeThCst Knac
1, B iHWoMy pasi — knac 0.

HaBuyaHHs Mogeni 34ifCHIETLCS 3a  JOMOMOroH
rpagieHTHOro  Crnycky O[HOr0 3 HANMOLWMPEHILINX
yncenbHUX MeTOoAiB onTMMi3auii. lgea upboro metoay
nonsrae y nocTyrnoBOMYy OHOBIIEHHI NapameTpiB MoAeni B
HanpsMKY, SKUA HanWBuAaLle 3MeHLIY€E 3Ha4YeHHS PyHKLT
BTpaT. Y MOrCTUYHIN perpecii Takoo yHKUIE BUCTYNae
norapudmivHa gyHkuis BTpaT (LogLoss):

o(x) =

[03Bonsie mogeni BpaxoByBaTu 3MiLLEHHS Nig Yac HaBYaHHS.

1
LogLoss = —EZIiV:l(Yi‘lOg(

ae N — KinbKicTb CnocTepeXeHb, yi — hakTUYHUA GiHapHWUIA
pesynbtat (0 abo 1) pna  j-r0  CNOCTEPEXEHHS,
pi NporHo3oBaHa WMOBIpHICTb  TOro, LWo i-Te
CMoCTEepEeXEeHHS HanexuTb 4o knacy 1.
OHoBneHHSA Bar BiabyBaeTbCs 3a HOPMYJIIOH

Onew = Bg1q — - VJ(6), (4)
e 6 — napameTpu mMogeni, o — LUBWAKICTb HaBYaHHS,
a VJ(8) — rpagieHT cpyHkuii BTpaT J(O).

Omke, mig yac KOXHOI iTepauii mMogenb OHOBIOE
napaMeTpu y HanpsMKy 3MeHLleHHs noxubku. [pouec
NPOAOBXYETLCS [OTU, NMOKM abo 3MiHW Y dhyHKLIT BTpaT He
CTaHyTb He3HayHumu, abo He Oyae AOCArHyTO 3agaHol
KifIbKOCTI iTepauin.

BaxnuBum acnektom € no4aTkoBa iHiliani3auia Bar,
fKka MOXe 3[ilCHIBaTUCSA HYyNMbOBMMKM abo manvmu
BUNAZKOBUMW 3HAYEHHSIMWU. TakoX KpUTUYHUM € BUBIp
napaMmeTpa d, OCKiflbKM HafATO BervKe 3HaAYEeHHS MOXe
CMpUYMHMUTKM  HecTabinbHiCTb, a 3aHagTo Mmane

p) + (1 —y)log (1 —py)), (3)

Y nigcymKky rpagieHTHUA CrnycK O03BOSISIE NMOCTYMNOBO
HanawTyBaTuU MoAerb NOriCTUYHOI perpecii Ansi TOYHOro
NPOrHo3yBaHHA Kracy cnam/He cnamMm Ha OCHOBI
BEKTOPM30BaHUX TEKCTOBUX AaHMX. 3aBOAKN aHaNiTUYHIN
NPOCTOTI 1 MaTeMaTUYHIi IHTEepnpPeTOBaHOCTI Lien niaxia €
NpYaaTHUM §IK 4115 NPAKTUYHOrO BUKOPUCTAHHS, Tak i Ans
rMMOOKOro KOHTPOMO Haj HaBYa@HHSAM MOZEni.

OuiHoBaHHSA eheKTUBHOCTI KnacudikauinHoi Moaeni €
KITHOYOBMM eTanoMm, Lo A03BONSIE BU3HAYUTY i 3a4aTHICTb
y3aranbHioBaT1 3aKOHOMIPHOCTI Ta npasubHO
posnizHaBaTn 06'ekT 0b6ox knacie. Y 3agadi BUSBNEHHS
cnamy, Ae Krnacu iCTOTHO HepiBHOMIPHO npeacTaBrieHi,
0COOMMBO BaX/IMBO BPAxXOBYBaTU He InuLIe 3ararbHy
TOYHICTb, arne N iHLWi SKICHI XapakTepucTnku mogeni.

OCHOBHMM iHCTPYMEHTOM OLHIOBAHHA € MaTpuus
HeBignosigHocTew (confusion matrix), sika gikcye KinbKiCTb
npaBuUIbHO Ta HEenpaBWUNbHO KracudikoBaHUX MOBIOOM-
NeHb KOXHOro knacy. Y Hawomy Bunagky knac "cnam”

YMOBINMbHUTU 30DKHICTD.

7
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Omxe Maemo:

e True Positives (TP) -
npaBuUIibHO KNnacudikoBaHi ik cnam;

o False Negatives (FN) — cnam, nomunkoBo knacu-
biKOBaHUI AK He cnawm;

e False Positives (FP) — He cnam, knacudikoBaHui sk
cnawm;

e True Negatives (TN) — He cnam, npaBuIbHO
KnacudikoBaHui AK He cnam.

Ha ocHoBi L€l MmaTpuLi 064MCrIOITE OCHOBHI METPUKM:

Cnam-noBigoMNeHHs,

Accuracy —  3aranbHa  4YacTka  NpaBUIbHUX
nepeabayeHsb:
TP+TN
Accuracy = ———————. 5)
TP+TN+FN+FP

Precision (moyHicmb) onsa knacy "cnaMm" nokasye, siky
yacTky 3 ycix nepegbayveHux SK cnam MOBiAOMITEHb
crnpaegdi CTaHOBUTL Cnam:

TP
TP+FP ’ (6)

Recall (nosHoma) ons knacy "cnam" Bu3Ha4vae, Ky
YacTKy 3i cripaBXHixX crnamiB Mofenb 3morfna npasuibHO
po3snisHaTu:

Precision =

TP (7)

TP+FN’
F1-score € rapMOHIYHUM cepefHiM MK TOYHICTIO Ta
NMOBHOTOHO:

Recall =

Fl=2 Prec‘is'ion*Recall ) (8)
Precision+Recall

Y nigcymky 6GaratoBumipHa cucTemMa OLiHOBaHHSA
[o3Bornsie BcebiyHO npoaHanidyBaTt poboTy knacudika-
Topa. MeTpukun precision, recall Ta fl1-score patoTb
MOXIMBICTb OKPEMO OLHUTU 30aTHICTb MOAEN BUSBNATH
crnam Ta yHuKaTu XMbHUX crnpaubOoBYyBaHb AN HE cramy.
Lle mae BupiwanbHe 3Ha4YeHHS ANS peanbHUX cueHapiiB
aBTOMATUYHOTO (QiNbTPYBaHHS ENEKTPOHHOI MOLITU, Ae
NMOMUIIKM MOXYTb MPU3BOAUTM AK [0 BTpATU BAXITMBUX
NoBIAOMINEHb, TakK i 4O NPOMNYCKy HeGaXXaHOro KOHTEHTY.

PesynbTtatn

[ns npoBefeHHs ekcnepuMeHTanbHOro A0CHiAKEHHS
BMKopuctaHo patacet The Enron Email Dataset,
poctynHuin Ha nnatdopmi Kaggle (2025). Llen Habip
MiCTUTb 5 157 enekTPOHHUX MOBIOOMIIEHb, KOXHE 3 SIKUX
Mae TEKCTOBY YacTuWHY Ta MiTKy, WO BKa3dye Ha Moro
HanexHicTb 40 oAHOro 3 ABox knacis: "ham" (3BuyaiiHe
noBigomneHHs) abo "spam" (HebaxkaHe NOBIOMMEHHS).

Spam

True label

Ham

Spam

Confusion Matrix (Spam = Positive Class)

[aHi npeacraeneHi y BUrnagi 4BOX KOSTOHOK:

e Message — TEKCT €NEeKTPOHHOTO NuUcTa (aHrMifCbKOK
MOBOI0).

e Category — mitka knacy (ham abo spam), wo
BMKOPUCTOBYETLCA SK LiiNboBa 3MiHHa A5 knacudikayi.

Poanogin knacie € HepiBHOMIpHUM:

e 87 % nosigomreHb Hanexarb A0 kracy ham (He cnam),

e 13 % — po knacy spam.

Takuin gucbanaHc TUMNOBO CMOCTEpIraeTbCsl B pearb-
HUX EneKTPOHHUX CKPUHbKax i CTBOPHOE [O0OaTKOBI
CKMNafHOoLLi Ansi HaBYaHHA Moferen, OCKiNbKA anropuTmMm
MaLLUVHHOTO HaBYaHHSA MatTb CXWUMbHICTb 40 AOMIHYHYOro
knacy. Came Tomy nig 4ac obpobneHHs paHux 6yno
BMKOPUCTAHO METOAM, CMIPAMOBAaHI Ha KOMMEHCcaLito Liboro
ancbanaHcy, 3okpema i SMOTE.

Cami noBigoOMMeHHsa y aartaceTi MaloTb OOBXMHY Bif
OLHOTO A0 KiNbKOX peyeHb i MICTATb 9K 3BUYANHY, TaK i
peknamHy nekcuky. Cnam-MoBiJOMMEHHs, 3a3Bu4yain,
BKItOYaoTb hpasu Ha KwranT "win", "free entry", "urgent",
AKi XapakTepHi Ana iwnHroBnx abo peknamHux NuCTIB.
HaTtomicTb noBigomrneHHss knacy "ham" oxonnowTb
LWoAeHHe  NUCTYBaHHA,  XapTW, KOpOTKi  ocobucTi
MOBiJOMINEHHS TOLLO.

[MoBiAOMMEHHS He MalTb CTPYKTYpOBaHUX MOSiiB,
TakMx SIK TeMa Y agpecart, i po3rnsagaTbCs BUKITHOYHO SK
HECTPYKTYpOBaHMN  TeKCT, WO  pobuTb  3agadvy
niHreicTnyHot. Lle gossonsie cdokycyBaTuUCh Ha aHanisi
3MiCTy noOBIigOMIIEHb | SKICHOMY mnpenpoLecuHry, 6e3
3anexHoCTi Big MeTagaHux.

Omxe, BnbpaHun Habip gaHWX € penpeseHTaTVBHUM
npuknagom 3agadi inbTpauii enekTPOHHOT MOoWTN Ha
piBHi 3MIiCTy NOBiAOMMEHb | [O3BONSE MoOAentoBaTn
KnacudikauinHi anropuTMmn 3 OpiEHTaUEd Ha peanbHi
cueHapii 3acTocyBaHHS.

Po3pob6neHa Mmogernb noricTu4Hoi perpecii, HaB4eHa 3a
[OOMOMOrOK  PajieHTHOro Crycky, MpoAEeMOHCTpyBana
BWCOKi MOKa3HMKN AKOCTI Mpu KnacudikaLii enekTpoHHNX
noBigomIeHb Ha agi kateropii: "cnam" i "He cnam” (puc. 3).
Ons ouiHioBaHHA i1 edeKTMBHOCTI BMKOPWCTOBYBamnu
TecToBy BUBIpKy, sika 6yna nonepedHbLO BidoKpemrieHa Bif
HaBYarnbHOI Ha eTani npenpouecuHry. Takum cnocobom,
Oyno  3abesneyeHo  OG'EKTUBHICTL  BMMIpPHOBaHHS
pe3ynbTaTiB | BUKIIOYEHO  MOXMMBICTb  BUTIKaHHSA
iHdbopmaLii 3 HaBYanbLHOro etany.

1400

1200

1000

800

600

400

200

Ham

Predicted label

Puc. 3. Matpuus HeBignosigHocTen ans TectoBol BUGIpkM (Spam — NO3MTUBHUIA Knac)
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PesynbTatn knacudikauii npeacrtaBneHo y BuUrnsagi
maTpuui  HeBignoBigHocTen (confusion matrix), <dka
BifoOpaXkae KinbKiCTb MNpaBWIbHO Ta HenpaBUIIbHO
KnacudikoBaHux nosigomneHb 060x knacis (puc. 4):

e 201 cnam-noBigoOMMeHHs1 BGynn nNpaBUIbHO Knacu-
dikoBaHi sik cnam (True Positives),

e 23 cnam-nucTy 6ynu NOMUIIKOBO PO3Mi3HaHi K He
cnam (False Negatives),

e 10 3BMYariHUX nOBIAOMMEHb Oynn MNOMWKOBO
BigHeceHi oo cnamy (False Positives),

precision

Ham 9.98

Spam @.95
accuracy

macro avg a.97

weighted avg @.98

e 1438 He cnamiB Bynn KOPEKTHO KnacudikoBaHi SK
He cnam (True Negatives).

3aranbHa TOYHICTb Knacudpikauii (accuracy) cTtaHo-
Buna 98 %, wWo cBiguuTb npo Te, Wo abcontoTHa
Oinbwictb nepepbayeHb Mogeni Oynu NpaBUNTbHUMW.
MpoTe nig Yac ouiHBaHHSA AKOCTI Knacudikalii B ymoBax
noyaTkoBoro AucbanaHcy KnaciB BaXnMBO He OOMexy-
BaTUCA nuvWe 3aranbHol  TouyHicTio. Came Tomy
npoaHanisoBaHo rMubwi MeTpuku: precision, recall i
f1-score onsa KOXHOro 3 Knacis okpemo.

recall fl-score support
.99 .99 1448
8.98 @.92 224
8.98 1672

8.95 8.96 1672
8.98 @.98 1672

Puc. 4. MeTpuku ouiHIOBaHHSA MoAeni NOriCTUYHOI perpecii Ans TecToBoi BUBIpKK

Ona knacy "Ham", akuin € ymcenbHiluMM y gaTaceri,
MoAernb AOCsrna Takux pesynbTaTiB:

e Precision 0.98: nuwe 2 % noBiaOMMEHb,
KnacudikoBaHuX sik He crnam, Hacnpaszi Oynv cnamom.

e Recall - 0.99: 3 ycix peanbHUX NOBIOOMIIEHb, SIKi HE
€ cnamom, 99 % Bynu NpaBuIbHO BUSIBIEHI.

e F1-score 0.99: rapMmoHiNHWMIA GanaHc Mix
TOYHICTIO | MOBHOTOHO.

[ns knacy "Spam", Skuii € MeHL! NpeacTaBneHnM:

e Precision — 0.95: 3 ycix nepegbayeHb knacy cnam,
95 % BUSBMMMCA NPaBUNBbHUMMU.

e Recall 0.90: mopgenb BusBuna 90 %
peanbHuX cnamiB y TECTOBI BMBIpLi.

e F1-score —0.92: 3Ha4eHHs, L0 niaTBEPAXYE [0OpE
NoeAHaHHS TOYHOCTI Ta BUSIBIIEHHSA criamy.

Macro average F1-score crtaHoBuTb 0.96, O OEMOH-
cTpye 306anaHcoBaHy NPOAYKTVMBHICTb Mogeni ans obox
KnaciB HesanexHo Big I1XHbOI 4YacTkM B Habopi AaHuX.
Weighted average F1-score popisHioe 0.98, WO TaKox
niaTBep4KyE HaAINHICTL MOAENI Y MPaKTUYHOMY 3aCTOCYBaHHI.

HanbinbLumin BUKNUK TpaguLiHO Nonsarae y BUSIBIEHHI
MEHLLOCTi Knacy — cnamy. Hessaxatoum Ha Te, wo Recall
Anst Hboro Aewo Hwkymi (0.90), Moaenb NPOAEMOHCTPY-
Bana 3aaTHICTb npaBunbHO KnacudikyBaTn OGinbLuicTb
crnam-noBiAOMMEHb | BogHOYAC He nnyTaTu ix i3 neritum-
HVMW NIUCTamMK, L0 BaXXIMBO A KOPUCTYBALbKOro 10CBiay.

Omxe, Mogenb fOrCTUYHOT perpecii Ha OCHOBI rpagieHT-
HOrO CMycKy, Y NOEeAHaHHI 3 peTeNbHUM NPENPOLECUHIOM i
MeTodamu 6GanaHcyBaHHS BMOIpKM, MNpoaeMOHCTpyBana
BUCOKY e(PeKTUBHICTb Y Knacudikauii TEKCTOBUX eneKTPOoH-
HKX MOBIAOMIIEHb, 30KPEMA 11 Y BUSIBIIEHHI Crlamy B yMOBaX
obMexeHuX i HeabanaHCcoBaHUX JaHMX.

Ouckycis i BACHOBKM

Pesynbtat  gocnigKeHHs
NOriCTUYHa perpecisi, peanisoBaHa 3 BUKOPUCTAHHSM
rpafieHTHOro cnycky, € edeKTMBHUM | BOAHOYac
iHTEpPNpPeTOBaHUM  IHCTPYMEHTOM  And  Krnacugikauii
TEKCTOBUX MOBIAOMIEHb Ha cnam i He cram. [JocarHyta
TOYHICTb Knacuaikauii Ha piBHi 98 % CBiAYMTb MPO BUCOKY
30aTHICTb MoAeni [0 y3aranbHEHHs HaBiTb 3a YMOB
obmMexeHoro obcsry HaByanbHUX [daHUX | HasiBHOrO
ancbanaHcy Mix Knacamu.

yCix

niaTBepOXyoTb, Lo
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OQHUM i3 KIOYOBUX YMHHMKIB, LLO BMIIMHYB Ha SIKICTb
MoZeni, € eTan NiAroToBKM TEKCTOBUX AaHuX. PeTernbHe
BMKOHAHHSA MPEenpoLecuHry BKMtOYauM BUAANEHHS
NyHKTyaLii Ta yicen, inbTpaLito cTon-cnis, nemaTunsadito
Ta BigCiKaHHA  KOPOTKMX  TOKEHIB —  [O3BONUIO
nepeTBopuTM HeoOpobneHu TeKCT Ha CTPYKTypoBaHe
npeacTaBneHHd 3 MiHimymoMm wymy. Lle cTBOopuno
HeobXifHi nepeaymoBu Anst edpeKTUBHOI BeKkTopu3aLi Ta
noaanbLUIOro HaBYaHHS.

3actocyBaHHa TF-IDF BekTopu3auii 3abe3neyunno
3BaXEHe BpaxyBaHHA | 4acTOoTW TEepMiHiB, i IXHbOT
peneBaHTHOCTI B Mexax koprycy. Takui nigxig Ao3Bonse
30cepeamnTUCh Ha TUX CroBax, Lo MakoTb iHPOPMaTUBHY
LiHHICTb, Ta 3MEHLWWUTU BMNMMB YacTO BXMBaHUX, arne
MarnosHavywmx cnie. BaxnuBow petannio € BUKOpUC-
TaHHs L2-Hopmanisauii, Lo BUPIBHIOE JOBXUHN BEKTOPIB i
cnpusie  cTabiNbHOCTI  Ta  KOPEKTHOCTI  CXOAKEHHS
rpafieHTHOro anropuTmy.

Ockinbkn noyaTtkoBi AaHi Manu cyTTeBuin AmncbanaHc
Mix knacamu (87 % He cnamy Ta 13 % cnamy), ocobnmey
ponb Bigirpano 3actocyBaHHa wMeTogy SMOTE, wo
[O3BONMUB LITy4HO 36anaHcyBaTu BUOIpKY reHepauieto
CUHTETUMHUX MPUKNadiB MeHWocCTi. Takui nigxig Aas
3amory wmogeni nobauntn Ginblwe Bapiauin cnam-
nosigomMneHsb i nigBuwuTy recall 6e3 BTpaTVt TOYHOCTI.

Mogenb npogeMOoHCTpyBana CuIlbHi MOKa3HUKN  SIK
ansa nepesaxatodoro knacy ("He cmam"), Tak i Ang
MeHW npefcTaerieHoro knacy ("cnam"). [Ona  knacy
crnamy 3HayeHHs precision cknano 0.95, recall — 0.90, a
f1-score 0.92, wo cBiguUMTb nNpPo edEeKTUBHICTb
BUSIBNEHHST Heba)kaHMX MOoBiAOMIEHb MPU  MiHIManbHIN
KiflbKOCTi moMuUIok. [1ns knacy He cnamy Ui NOKasHWKK Le
BuLi: precision — 0.98, recall — 0.99, f1-score — 0.99.
MakpocepeaHe 3HauyeHHs F1-meTpukm (0.96) i 3BaxeHe
cepegHe (0.98) nigTBepaXyOTh 30anaHcoBaHiCTb Moaeni
3a BCiMa MeTpuKamu, L0 BaXXIMBO B YMOBaX No4aTKOBOIro
nepekocy y Bubipui. Lle o3Havae, wo moaenb He nvwe
npaBUIbHO po3ni3Hae OGinbLiCTb MOBiAOMMNEHb, ane M
36epirae cTabinbHy siKicTb Ha 060X Knacax.

3aranom, pesynbTatM NIATBEPAXYOTb MPaKTUYHY
npugaTHicTe 0bpaHoro migxody [0 aBTOMAaTUYHON
knacudikauii €MeKTPOHHUX nnCTIB. MoeaHaHHs

TNOTCTUYHOT perpecii, rpagi€eHTHOro Crycky, rpamMoTHO
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OpraHi3oBaHoOro npenpouecuHry 1 6anaHcyBaHHSA BUBIpKM
[ano 3mory AOCArTY BUCOKOT TOYHOCTI Mpu 36epexeHHi
NPO30pPOCTi Ta KepoBaHOCTI BCiEl Moaeni.

BHecok aBtopiB: Biktop Mopo3oB — koHuenTyanisauis;
MeTOoAOororisA; aHania mKepen, NiAroTyBaHHSA ornagy nirepatypu
abo TeopeTuMYHUX 3acapg docnimkeHHs; Bnagucnas [erHera —
36ip emnipyyHUX OaHux Ta  IxHA  Banigauis;  emnipuyHe
LOCTiAKEHHS.

[xepena ciHaHcyBaHHA. Lle gocnigkeHHs He oTpumarno
XKOOHOro rpaHTy BiA (iHAHCOBOI yCTaHOBM B [AepXaBHOMY,
KOMepLiMHOMY abo HEKOMEPLINHOMY CeKTopax.
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SPAM DETECTION IN TEXT MESSAGES USING LOGISTIC REGRESSION BASED
ON GRADIENT DESCENT

Background. Withthe increasing volume of email communication, the problem of spam filtering is becoming more and more relevant.
According to statistical research, spam constitutes a significant portion of global email traffic, creating risks both for security and for the efficiency
of electronic communication. In this context, natural language processing (NLP) and machine learning methods are gaining particular importance.
The aim of this study is to develop a model for classifying email messages into spam and non-spam using logistic regression implemented via
gradient descent, in combination with text data processing methods.

Methods. The model was trained on a dataset containing over 5,000 email messages labeled as spam or non-spam. The data were
preprocessed by removing noise components such as punctuation, numbers, stop words, and short tokens, followed by lemmatization. The cleaned
texts were converted into numerical format using TF-IDF vectorization with L2 normalization. To address the class imbalance, the SMOTE method was
applied. The model was trained using a classical gradient descent scheme with a sigmoid activation function and a logarithmic loss function.

Results. The resulting model achieved high performance on the test set: overall accuracy was 98%, with an F1-score of 0.92 for the spam
class and 0.99 for the non-spam class. The recall for spam reached 0.90, indicating the model’s ability to detect most unwanted messages without
excessive false positives. The balance between precision and recall is also reflected in macro and weighted average F1-scores, both exceeding 0.96.

Conclusions. The findings demonstrate the effectiveness of combining logistic regression, gradient descent, and text preprocessing
for the spam classification task, even in the presence of imbalanced data. The proposed approach is both efficient and interpretable, making it
suitable for practical implementation in email filtering systems.

Keywords: machine learning, natural language processing, gradient optimization, email filtering, text preprocessing, classification.

ABTOpPY 3asBMnATb NPO BiACYTHICTb KOHAMIKTY iHTepeciB. CnoHcopu He Gpanu yyacTi B po3pobneHHi focnigkeHHs; y 360pi, aHanisi
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WBUAOKE MNEPETBOPEHHA ®YP'€ B OFDM: AJIFCOPUTMIYHI NigxXxoamn
TA iXHA POJIb B IHOOPMALIIMHUX TEXHONOrIAX

BcTtyn. TexHonoeis MynbmurekcyeaHHs1 3 OPMO20OHa/IbHUM 4YacmomHum roodinomM KaHanie — OFDM (Orthogonal
frequency-division multiplexing) e knro4oeoro mexHosioziero cyyacHux iHghopmayiliHux cucmem i aUKopucmosyembcsi 8 MObiNbHUX
mepexax 4G, 5G, cmandapmi IEEE 802.11 (Wi-Fi) i yugppoeomy menebayeHHi (DVB-T). 36inbweHHs1 nponyckHoi 30amHocmi KaHarie
38'13Ky eumMasae onmumanibHO20 eubopy napamempie rnepemeopeHb cuzHaslie Ornsi egheKmMueHO20 BUKOPUCMAHHS anapamHux
pecypcie npozpamogaHoi eeHmusibHoi Mampuui FPGA (Field-programmable gate array) dns peanizauii OFDM.

M e T o A4 . BukopucmaHo maki Memodu: Mamemamuy4He MoOeJlro8aHHs1 cucmemu 38'sa3ky 3 OFDM y cepedosuuwii Simulink, wjo
doseonusno docnidumu yHKYioHanbHIi NepemeopeHHsI Cu2Hally, a makKoX aHani3 koegpiyieHma 6imoeux NMOMUISIOK Onsi Pi3HUX
napamempie modynsayii. Peanizayito anzopummie FFT eukoHaHo 3 eukopucmaHHsiM HDL-kodyeaHHs Onsi nopieHsIHHA eghekmugHocmi
anzopummie weuoko2o nepemeopeHHs1 Pyp'e (FFT) Streaming Radix-2? i Burst Radix-2.

PesynbTaTtu. Pesynsmamu modesroeaHHsl Moka3sanu, WO eUKOpUcmMaHHsl nepeduckpemusauii cuzHany Ha nepedaeadyi
MNoKpaulye eHep2emuky KaHasy, 3HWKYr4Yu HeobxiOHul pieeHb nomyxHocmi Ha 12 0b. 3anexHicms KoegpiyieHma 6imogux MOMuUsIoK
8i0 eiOHOWEHHSI cu2Han-wyM 0eMOHCMPYe, W0 36inbweHHs doexuHu FFT 3 512 do 2048 mo4yok nompebye nioeuuwjeHHs1 8iOHOWEHHSI
cueHan/wym SNR Ha 6 OB. AHaniz ennuey yukniyHo2o npegpikca (CP) nokasae, wjo onmumasibHa doexuHa CP cmaHoeumb
1/16 cumeosnty OFDM, wjo 3meHwye empamu weudkocmi nepedadi. Brinue modynsyii Ha koegbiuicHm 6imoeux nomusiok (BER) ceid4ums
npo HeobxiGHicmb 36inbwWeHHs Momy)Hocmi nid Yac nepexody Ao euujux nopsiokie keadpamypHoi amrnnimydHoi modynsyii (QAM).

BucHoBKU. 3pobrieHo eucHo8OK, wo napamempu FFT i nepeduckpemusauii € KpumuyHUMU Ons1 eghekmueHOCMi cucmemu
OFDM. OmpumaHi pe3ynsmamu Moxxymb 6ymu eukopucmati ons onmumizayii peanizayii OFDM Ha FPGA.

Knwo4yoBi cnoBa: opmozoHanbHe 4YacmomHe MynbmurnnekcyeaHHsi (OFDM), weudke nepemeopenHsi ®yp'e (FFT),
iHghopmauiliHi cucmemu, KoegbiyieHm 6imoesux MOMUIOK, NpPo2pamMosaHa eeHmusibHa Mmampuusi (FPGA).

BcTtyn yepes kaHar 3B'A3Ky, B IKOMY MOXYTb BUHUKATU 3aTPUMKM,
OpToroHanbHe YacTtoTHe mynbTunnekcyBaHHs (OFDM) YaCTOTHI CMOTBOPEHHSI W aAMTVMBHWUIA OinWi raycciBCbKuM
€ KIOYOBOK TEXHOSIOME B Cy4aCHMX CUCTeEMax 3B'S3KY, wym (AWGN). Ha npunmanbHoMy 6oui peanisyetbcst
3okpema y ctaHgapTi 5G NR (3GPP Release 15+), Wi-Fi 6 OLliHIOBaHHSA kaHarny (Hanp., 3a gonomorot Metoais MMSE
(IEEE 802.11ax) Ta LTE-A (3GPP Release 10+) (Kakkad abo LS estimation), BupiBHIOBaHHS 4acTOTHOI XxapakTe-
et al, 2023). 3aBaskM edeKTVBHOMY BUKOPUCTaHHIO puctukm (equalization) i cuHxpoHizauis. [Oemogynsuis
crnekTpa Ta CTIKOCTi A0 GaraTonpoMeHEBOro MOLLUMPEHHSI OFDM-curHany BKrto4ae 3BOPOTHE LUBUAKE NEPEeTBOPEHHS
curHany, OFDM posBonsie cyTTEBO MiABULLMTY LUBMAOKICTb dyp'e (BWUMP=IFFT), ycyHeHHa umkniyHoro npedikca (CP),
nepefadi gaHux. [MponyckHa 3pgaTHICTb cuctemu 36inb- 3HWKEHHSA YacToTV AuckpeTtusauii Ta gemogynauiro QAM.
LWYETLCS 3@ pPaxyHOK BUKOPWUCTAHHA MHOXWHU OpPTOro- Ha s3aBepluansHoMy eTtani nposoauTtbes aHania BER, wo
HanbHUX MigHecCy4Ynx, SKi posTalloBaHi 3 MiHiManbHUMK [O03BOrISiE OLHUTU ePeKTUBHICTb nepegadi AaHux (boiko,
npomikkamu (Ha BigMiHy Big Tpaguuininx FDM-cuctem). & Hogikos, 2021).
KoxHa nigHecyya MOAYMOETLCS BUCOKOEMEKTUBHUMM 3aBOskM  MOXNMBOCTI aganTauii  napameTpiB  nig
cxemamu, Takmmn gk 16-QAM, 64-QAM abo 256-QAM, KOHKpeTHi ymoBu kaHany, OFDM sanuwiaetbcs OCHOBOO
3anexHo Big yMoB kaHany. [nsa miHimisaii MiXCMBOMNbHOT He nuwe anst 6e3apoTOBUX CTaHAAPTIB, a i AN CyvacHUX
iHTepdepeHuii (ISI) Ta komneHcauii 3aBMuMpaHb curHany LLIMPOKOCMYTOBMX Mepex 3B'a3ky, Bkrtodatoun OFDM-PON
nopaetbest CP, akuii nokpallye CTiKICTb A0 MiXKCMMBOJIb- y nacuBHux ontuyHmx Mepexax (PON) (Boriko,
HWUX CMOTBOPEHD, LLIO0 OCOOMBO BaXIMBO B CEpeAoBMLIAX i3 €pbomeHko, & Typ'eB, 2023) Ta KOrHITMBHWUX papgio-
BiAOUTTAM curHany (Hamp., y MiCbkux YyMoBax abo cuctemax (CR). OFDM akTMBHO BUKOPWUCTOBYHOTH B
NpoMMKCIoBMX 30Hax). Ha nepegaBanbHomy 6oL 34ilCHIO- iHbOpMaLiNHMX TEXHOMOrisX As 3abe3neyeHHs BUCOKO-
€TbCA MNepeavcKpeTusauig curHamy Ta Koro nepegada LWBMAKiICHOro 6e34poToBOro  AOCTYnMy [0  iHTEepHeTy,
© Bowiko HOnin, Marix Innsa, ApyxuHiH Bonoaumup,
81 €pbomeHko OnekcaHap, 2025
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30Kkpema B
BigeocTpumiHry 4K/8K. 3aBasikm rHydkomy po3noginy
crnektpa Ta nigTpumui MIMO-apxitektypn (Lalitha, &

0T, XMapHMX OOYMCEHHSIX | cucTemax

Kumar, 2024), us TexHonoria cnpusie po3BUTKY
iHTENEeKTyanbHNX MepeX 3B'A3Ky, BKMOYAUM NPporpamMHo-
KoHdirypoBaHi pagiocuctemu (SDR) i mepexi 6G.

Memoro cTatTi € JOCMIOKEHHA 1 ONTUMI3aLia BNMBY
napameTpiB nNepeTBOpPEHb CUrHaniB Ha egeKTUBHICTb
cuctemn OFDM y KOHTEKCTi cyvacHux iHcbopmauiiHnx
TexHonori. 3okpeMa, po3rnsaaeTbCs pearisaLlisi anropuTmie
FFT Streaming Radix-22 i Burst Radix-2 Ha FPGA, wo €
KIMIOYOBUM AN NiABULLIEHHSA NPOAYKTUBHOCTI 1 onTUMi3auii
anapaTtHux pecypcie. [lpoBedeHuin aHania BpaxoBye
BukopuctaHHs OFDM y mobineHnx mepexax 4G, 5G,
ctangapTi IEEE 802.11 (Wi-Fi) i undppoBomy TenebayeHHi
(DVB-T), pe Bubip napameTtpiB FFT, gosxunu CP Ta tuny
moaynsuii  6e3nocepeqHbO  BMMMBAE Ha  MNPOMYCKHY
3[aTHICTb | eHepreTuyHy edeKTUBHICTb CUCTEMM.

Oana0 nimepamypu. OCHOBHa KOHLEnNLis BMKOpUC-
TaHHs TexHonorii OFDM cnpsmoBaHa Ha NigBULLEHHS
WBMAKOCTI nepefaBaHHs iHopmalii (Algahtani et al.,
2024). TlponyckHa 3paTHiCTb KaHany 3B's3Ky 6Gesno-
cepefHbO  3anexuTb BiO  KiMbKOCTI  iHiUiani3oBaHMx
nigHecy4unx, a Takox Big BigcTaHi Mix HUMmu (boriko Ta iH.,
2022). Tlpu ubOMy KOXHa nigHecy4ya  3BUYANHO
MOLYMETLCA  METOAOM  KBagpaTypHOi  amnniTygHol
mogynsauii  (QAM).  3ynuHumochb  feTanbHiwe  Ha
pesynbTaTax nonepeHix gocnimpxkeHs. byno gocnigxeHo,
O OAHUM i3 KMYOBUX CMOCOOIB MiHIMI3aLil MiXcUM-
BOJIbHUX 3aBap Ta 3aTyxaHb y KaHani € gogasaHHsa CP o
ctpyktypu OFDM-curHany (Zegrar, & Arslan, 2022). Mu
aKUEHTYEMO, WO ANA edpekTUBHOro ob6pobneHHsa curHany

TaKoX 3aCTOCOBYETbCS Mpoueaypa nepeanckpeTusauii.
3reHepoBaHWUA Ta MyNbTUMMEKCOBAHUN CUrHanm 3a3Hae
BMMMBY 3aBafj, WO 3yMOBMIOE YACTOTHY 3amneXHiCTb Ta
BUHUKHEHHS 3aTPUMKM MOWMPeHHSA. Ha Goui npuiimava
BMKOHYHOTbCS OLjiHKa KaHarly, KOMMneHcaLlisi CIoTBOPEHb Ta
CUHXpPOHi3auia curHany, sk nokasaHo y (Kleider et al.,
2005). TMopanbli onepauii BKMYaTe AEMOAYMSALi0
OFDM, NOHWXEHHS1 YacTOTW AMCKpeTM3aLlii Ta Aemoaynsito
QAM-curHanis. OuiHka 3aBafoCTiNKOCTI cucTemm
30IMCHIOETLCA  LUMAXOM  aHanidy koediuieHta 6iToBuX
nomunok BER (Qiao et al., 2021). Yci 3a3HadeHi acnekTu
AeTarnbHO BUCBITNEHO B HU3Li HaykoBumx nybnikauin (Kishore
et al., 2024; Shammaa, Mashaly, & El-mahdy, 2024).

Y uin poboTi MM NpeacTtaBMMO pesynbTati matema-
TnyHoro mopentoBaHHa OFDM-kaHany, siki 4OMOBHIOKOTb
[OCTiIKEHHS BiAOMUX aBToOpiB (Meenalakshmi,
Chaturvedi, & Dwivedi, 2024) y KOHTeKCTi LMdpPOBOI
06pobku curHanis. Ocobnuey yBary npuaineHo npoueaypi
uundposoro po3ouTTa Digital Slice (DS) y nepeTBopeHHsIX
dyp'e, WO € BaXNUBMM AN MiHiMi3auil ob4yncnoBanbHOT
CKNMagHOCTi Ta MNiABWLLEHHS  MPOMYCKHOT  34aTHOCTI
iHpopmauiiHux cuctem. PobGota Takox posrnsgae
peanisauito anroputmie FFT Ha piBHi anapaTtHoro onucy
(Hardware Description Language, HDL) Ta apxitekTypy
uncppoBux obumcnoBanbHux npuctpois ana  FPGA-
3actocyBaHb (Shamani et al.). MNpeactaBneHo pesynbTaTn
MoZentoBaHHA po3pobrneHoi mogeni B Simulink Ta
[OCNiXXEeHO MOoKa3HUKM 3aBafoCTiINKOCTI.

MeToau

PosrngHemo cuctemy 3B'a3ky Simulink, mogenb siKoi
306pakeHo Ha puc. 1.

il TRYT i |
Fandom 16-0aM —mlin  out—»f OFPM L pf Tawen
Integer n ° Modulator
Data Generalor | QAM Modulator ~ Add Zeros  OFDM Modulator AWGN Channel
L.' Tx Error Rate D
OFDM WAL Caleulation [
i in out 16-CAM —— Rx

Demodulator 3

Error Rate cope

OFDM Demodulator Remove Zeros

QAN Demadulator

Pwuc. 1. Simulink-mogenb cuctemu 3s'a3ky 3 OFDM

MapameTpn mogeni: mogynsauis 16-QAM; goxuHa
LN® nFFT=128 TO4OK; OOBXMHA LMKITIMHOrO npedikca
CPlen = 8; BigctaHb Mix nigHecyunmmun scs =20 klu;
yacTtoTa guckpeTtusauii Fs = 1,28 MI'y; TpuBanicTb Bianiky
Ts = 7,8e-7 c; TpuBanicTtb curHany 128 signikie 1e-4 c.

CurHan OFDM cknagaetbca 3 BEenUKOT  KinbKOCTI
nigHecy4unx, siki pa3oM yTBOPHOKTL CRiflbHY CMYry 4acToT.
LBmakicTe nepefadi Ha OAHIA MigHeCydYin HeBenuka, ane
ob'egHaHHA UMX NigHECy4Mx B OAWH MOTIK JAHMX CYTTEBO
nigsuLlye WBMAKICTE nepedadi. Moaynsauia — KoXHOT
nigHecy4oi BigbyBaeTbCst iHaMBiayanbHO. CurHan Ha Buxogi
moaynaTtopa QAM moxe ByTn NpeacTaBneHnn BUPa3oM:

s(t)= 2 a(k)p (- KTy). (1)
k

ne a(k)— 6iTw, wWo BigNOBIAAOTL k -My CUMBOIY,

p(1)— dopma imMnynbcy, k7, — TpMBanicTb iMnyIbCy.

ISSN 2707-1758

82

MepenaBay 3acTOCOBYE 3BOPOTHE LUBMAKE NEpPETBO-
peHHst ®yp'e (IFFT) no cumeonis. Buxin IFFT siBnsie coboto
cymy N opTOroHanbHUX CUHYCOIA:

N-1 '
OEDIP e )
k=0
ne Xj — cumsonu aaHux, T — Tpusanicte cumsony OFDM.
CvumBonu gaHnx X 3a3su4ai KOMMAEKCHI N MOXyYTb ByTK
3 Byab-siKoro cysip'a umdposoi Mmogynsuii (Hanp., QPSK,
16-QAM, 64-QAM, ...).

3anexHicTb koediuieHTa 6iTOBUX MOMUITOK ANS Pi3HUX
BMAIB Moaynsuil 306paxeHo Ha puc. 2.

3 oTpUMaHMUX 3anexHOCTeN MOXHa 3p0OUTM BUCHOBOK,
wo nepexia Big moaynsuii QPSK no 256-QAM noTtpebye
306inblUeHHs eHeprii curHany Ha 20 ab.
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Mpsave nepetBopeHHs Pyp'e Ta 3BOpPOTHE NepeTBo-
peHHst Dyp'e ans BekTopi Xi Y BU3HAYatOTb 3a BUpasamu:

X()=2 3 v 0, @

s
_ A7 U-Dk=1) 27
Y(k)= ;X(])W" ’ ) ne w, = 6771 — KOpEeHi OAMHMYHOTO Yu1cha.
100
-2
© 10
[
o
e 10
nh]
= A
n} 108 —QPSK .'
e 16QAM \
= = = 64QAM 1
8 —*— 256QAM | .
10 20 30 40 50
Eb/No (dB)

Puc. 2. 3anexHicTb koediuieHTa 6iTOBUX NOMUMOK ANst Pi3HMX BMAIB MOy Nl

BukopuctanHa OFDM i3 CP 3abe3nedye BMpiBHIOBaHHS
Ta CMHXPOHiI3aLito Ha ocHoBi FFT, wo cnpotuye npuiMaHHs
nopiBHaHo 3 QAM pgna opgHiel Hecydyoi. 3anexHicTb

KoediuieHTa 6iTOBMX MNOMMMOK Bif KoediuieHTa
anckpeTusadii curHany HaBefeHo Ha puc. 3.

nepe-

10%4

1072 1
8 3
M
o a
e 10™ i |
W -
= upFactor="1 A
@ & |~ — — "upFactor=3 + ]

107 (oo upFactor=5

---------- upFactor=7
109 — =+= ‘upFactor=9 . i
10 20 30 40 50
Eb/No (dB)

Puc. 3. 3anexHicTb koediuieHTa 6iTOBNX NOMUMIOK Bif, KoediLllieHTa nepeanckpeTusawii curHany

3 oTpMMaHMXx 3anexHoCTeN MOXXHa 3p0OUTU BUCHOBOK,
LLIO MiABULLIEHHST YacTOTK AuckpeTusadii Ha Goui nepena-
Baya MoKpaLlye eHepreTuky kaHany 3B'a3ky. 36inblueHHs
koediuieHTa nepeguckpetnsauii 3 1 go 9 posBonse
NOHM3UTK eHeprito curHany Ha 12 ab.

MepeavckpeTnsauis curHany OFDM  Ha  Goui
nepefgaBava [003BONSIE kpalle 6GopoTucs 3 Nik-hakTopom
Ha 6oui npuimava. Kpim Toro, nepeguckpeTtunsadis cnpusie
KpaLlii anpokcumauii AUCKPETHOro CurHany, 3MeHLUye
obuncnioBanbHy CKIMAgHICTb 3BOPOTHOMO MEPETBOPEHHS
dyp'e (IFFT). BanexHicte BER Big SNR pgnsa pisHoi
KinbkocTi Tovok LLUMN® HaBeaeHo Ha puc. 4.

3 OTpUMaHUX 3anexHoCTen MoXxHa 3pobUTU BUCHOBOK,
Wwo 36inblweHHa gosxunn LUM® i3 512 go 2048 Touok

ISSN 2707-1758

83

notpebye niaBULLEHHS BiAHOLEHHSI cuUrHan-wym Ha 6 gb.
36inblweHHa  goBxuHu WP poswwmproe  cmyry
NpoMnyckaHHA CcucTeMu 3B'A3Ky, | [ONd  MOKpalleHHS
€HepreTUYHNX XapaKTepUCTUK MNOTpebye BUKOPUCTaHHSA
3aBafoCTIMKUX KOAiB, £Ki [03BOMSATb  KOpPUryBaTtu
NOMUIKW, WO  BWHUKaIOTL  Mig  4Yac  nepegadi.
HarnnonynspHiwmMmn kogamm B cydacHUX iHopMauinHuX
mepexax € kogun LDPC (Low-Density Parity-Check)
(Boriko, €pbomeHko, & Typ'eB, 2023), TypbokOoaU
(Zhurakovskiy et al., 2023) Ta polar-kogn (Meenalakshmi,
Chaturvedi, & Dwivedi, 2024 ). BoHu 3abe3ne4yyioTb BUCOKY
eeKTUBHICTb Yy 06OpoTbOI 3 MmoMuIKamMu nNpu  Manmux
3HayeHHsx curHan / wym (SNR). Ockinekn OFDM € gyxe
YyTNMBO 10 HGaraTonpoMeHeBux edpekTiB i iHTepdhepeHLil,
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BMKOPUCTaHHS  Takux  KopiB  Jo3sonde  36epiratu
CcTabinbHICTb Nepeaadi HaBiTb Y CKIagHMX YMOBaxX KaHany.
Cneuudpika OFDM i3 kogamu nonsgrae B TOMYy, LWO

MOXMBICTb 3aCTOCOBYBATU afanTvBHE KOOYBaHHSA Ta
MOAYMAUIKD ANS KOXHOro nigkaHany, wo 3abesnevye
MakcMMarnbHy eMEeKTUBHICTb BUKOPUCTAHHA CrekTpa i

pO34ineHHss curHanie no YacTOTHMX KaHanax [Jdae BMCOKY 3aBafOCTINKICTb.
100
-2 1
o 10
[
o
e 107 :
L
=
oM & —FFT-128
107 e FFT-512
= = =" FFT-1024
" —¥—FFT-2048
10 '
10 20 30 40 50
Eb/No (dB)

Puc. 4. 3anexHicTb BER Big SNR ans pisHoi kinbkocTi To4ok LM

Ona posrnaHyToi Mogeni 4acTtoTa AuckpeTusauii
noe's3aHa 3 iHTepBanoM MiX NiGHECYYUMU Ta LOBXMHOKO
LLUM®. OoexmHa umknivyHoro npedikca mae 6yTu GinbLuoto 3a
TpUBanicTb 3aTpuMkM y 6aratonpomeHeBoMy kaHari (puc. 5).

Ons yHukHeHHs IS], TpuBanicTe UukivHOro npedikca
Mae nepeBullyBaTU TpuBanicTe GaraTonpoMeHeBOi
3aTpumki. B mexax npegcrtaBneHoi poboTn  Hamwu
nposeeHe gocnigxeHHs CP pisHoT goxunHn: 1/2, 1/4, 1/8

i 1/16 tpusanocti cumsory OFDM. YcTtaHoBneHo, Lo y
BUMAAKY, SKLIO OOBXMUHA LMKIIYHOro npedikca OOPiBHIOE
1/4 TpuBanocTi cMMmBoOny, LWBMAKICTb Nepedadi nagae Ha
25 %, ane ue 306inblwye TpuBanicTe GaratonpomeHeBoOl
3aTpUMKM curHany. HanivacTile BUKOPUCTOBYIOTH TpuBa-
nicTb UmknivyHoro npeddikca, sika piBHa 1/16 TpmuBanocTi
CYMMBOIY, L0 3MEHLLYE LIBUAKICTb Nepeaadi Ha 6 %.

10°
10-2 -
jak}
T
¥
g 10_‘4 -
LL
=
P o8 |[—r—cr=a ]
cP=8
— — —-CP=16
(g8 L= moP=e2 . . .
15 20 25 30 35 40
Eb/No (dB)

Puc. 5. 3anexHictb BER Big 0oBXuUHU LukniYHoro npedikca

|Mr|yﬂbCHa XapakTepucTtuka KaHany 3B'H3Ky 3 barato-
npomMeHeBUM 3aBMUPAHHAM BU3HA4Ya€eTbCA BUPa3oM

0-1
h(t,r) = Z hq (t)S(r—‘rq) ,
q=0

e (Q — KinbKiCTb 3aTpMMaHuX CKIagoBWX CUrHanmy;
hq — Koe@iLieHT ocnabneHHs Ta a3oBOro 3cyBy Ans g-i
CKINafoBoi, T — 3aTpumMka. Takui kaHan xapakTepusyeTbCst
CKNagHVM  BMMAOKOBMM  MPOLIECOM, L0  BKMKOYae
KOMMOHEHTN 3 Pi3HUMK  [JONNMEpPiBCbKMMU  3CyBaMMU.
JonnnepiBcbki edekTn NopyLlyoTb OPTOroOHamNbHICTb MiX

®)
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nigHecyunmn yactotamm B OFDM, wWo Moxe cnpuynHATH

MixkkaHanbHi 3aBaau (ICl) i gerpagauito npuiiomy.
MpuitHaTuin  curHan  Y(f) npenctaBUMo 3ropTKOHO

nepegaHoro curHany U(f) 3 iMNyNbCHOO XapakTepuc-

TUKoto Kanany H(f):

Y(H)=H()-U)- (6)

Mpuimadi OFDM BMKOPUCTOBYIOTb  BUPIBHIOBaHHS

npuiHaToro curHany. LUukniyHui  npecdpikc  possonsie

edekTuBHO 3actocoByBaTi OFDM y HeigeanbHoMy kaHani
(pwic. 6) i3 HEBIZOMOIO 3aTPUMKOIO PO3MOBCIOXKEHHS.
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T it Phase/
-—b AWGN - Frequency ! In
Ini Offset z_f
n Delay
Cut?
AWGN Freguency Offset Variable
Channel 5 Fracticnal Delay
Constant

Pwuc. 6. Simulink-mogens kaHany 3B'a3ky

Mopenb KaHany 3B'A3Ky BKMOYaE: BMIUB agUTUBHOMO
6inoro raycciscekoro wymy (AWGN Channel); yactoTHoro
i dpasoBoro 3cyBy curHany BHacnigok edekty Jonnnepa;
ApOo6OBOI 3aTPUMKI B KaHani 3B'A3Ky; 3aBMUpPaHb CUrHany.
BigctaHb MiX iMnynscamu Mae OyTu GinblioO, HiX

MakcuMarnbHO MOXNMBa 3aTpuMka KaHany. Pesynbtatu
JOCMIMKEHHA  IMNYNbCHOT ~ XapaKTePUCTUKN  KaHamy
HaBefeHo Ha puc. 7a. Ha puc. 76 nogaHo cnekTp curHany
Ha BXogi npuriMava.
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a 6

Puc. 7. XapakTepuctuku kaHany: a — iMmnynbcHi; 6 — cnektpanbHa

Cnektp Ha puc. 76 nobynoBaHo Anga curHamy, Lo
mMicTuTb 128  nigHecyumx, 4actoTa AguckpeTtusadii
ctaHoBuTb 1,92 My, goBXuHa umknivyHoro npecpikca —
9 Bignikie. MeTon oOUiHIOBaHHSA cnekTpa MeTos,
nepiogorpamu Yenuwa (Welch's periodogram method).

MobynoBa cuctem 3B'A3ky Ha 6a3i FPGA edektuBHa
yepes MOXIMBICTb MapanenbHoro obpobneHHsa [aHux
(Algnabi et al., 2018). Onepauis MHOXEHHSI NPU3BOAUTbL [0
BENMWKOT 3aTPUMKU Y Yaci, TOMy BUKOPUCTAEMO METOAMKY
peanisauii npouecopa LWIMN® 6e3 nomHoXyBava 3a
TEXHIKOI LdpoBOro 3pisy.

lnes undpoBux 3pisiB nonsrae B Tomy, Lo Oyab-sike
KOMMIEKCHe 4ucno F  MoxHa po3duTtu Ha AOpiGHiLli
GrOKM, KOXKEH 3 SIKUX Mae KOpOTLUY JOBXMHY CroBa p, K
nokasaHo B Takux PIBHSHHAX (ONst 4OOAaTKOBOro kogy —
two's complement):

b-1 k b—1 k
F=%(2"") FR.+jY (2*"') FI,.
k=0 k=0
p—2

FR, .+ > (2))FR,, .

i=0

()

FR, =—(2"") (8)

|
5]

P
Fl(p_l)’,. + i

FI, =—(277) (2")Fr,.. 9

Il
(=]

fe FI, , Ta FR,; HabyBatoTb 3Ha4eHHs Hymb abo ofuHMLS.
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Anroputm Radix 22 SDF DIF FFT 6yaytoTb Ha OCHOBI
BMpasy
N1
X[k]= x{nWt

n=0

(10)

pe x[n], X[k] — xomnnekcHi uicna; Wik =e /27N —

a30BMIA MHOXHMUK; iHLWI NnapaMeTpu MaloTb BignosigaTtu
ymMoBaMm:

N N
”5?”1+Z”z+”3 >N;

k<k +2k,+4k, >N .

i He NOBUHHI NepeBuLLyBaTN JOBXMHY LUM®.

Ha koxxHomy kpoui anroputMy goexuHa LUM® ginntscs
HaBnin. Ha pwuc. 8 nokasaHo rpacdik NOTOKy curHanis y
BUMMISAAI MeTenvka ans anroputmie LUM® Radix 22.

Ha puc. 9 nokasaHo anroputm Radix 22 ans 8-Touyko-
Boro LUM®.

KoxHuii eTan micTUTb ABa MeTenuka 3 ofgHOHanpas-
NeHVM 3BOPOTHWUM 3B'A3koM i3 3aTpumkoto (SDF) Ta
KOHTponepom nam'ati. MNMepwa crtagis SDF — 3Bu4anHuin
MeTenuk. [Opyrin eTan MHOXWUTb BUXIOHI AaHi nepLuoro
etany Ha —j. o6 yHWKHYTM anapaTHOro NMOMHOXyBaua,
OnoK 3MiHIOE MiCLUSIMUX LIACHY N YSIBHY YaCTUHWU BXOAIB i
BMXodiB. Ha koxkHoMy eTani BigOyBaeTbCsi MHOXEHHS
pe3ynbTaTy Ha pa30BUN MHOXHUK.
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x[0] >x[0]
1] \\Y// >\<>/'< — ><W\‘?>xl4j
X[2] - W.Gm x[2]
SO N ST
WI*U
x[4] - -"* —> (1]
«[5] 11 \/ W\il < 5 x[5]
x[6] /x -1 7 IW"ij —>x[3]
) [ N N X
1 1

Puc. 8. M'pad notoky curHanis ans 8-toukosoro Radix 22 DIF FFT

Radix-2

[ DC]Hy-4 ] E Dclay—Z ] E Delay—l ]

Radix-2

Input> Butterfly Butterfly

signal

Radix-2 0
Butterfly utput
signal
\\
Twiddle
Factor

Puc. 9. Ctpykrypa 8-Toukosoro Radix 22 SDF DIF FFT

Y HanpocTilOMy BUNAAKy KOMMIEKCHUIA MOMHOXYyBaY
MoXe OyTu peanisoBaHU 3a [JOMOMOroH  YOTUMPbOX
NMOMHOXYBaYiB ANs1 AINCHMX CUrHaniB, OAHOro NiACyMoBYyBaYva

(ar +jal.)(br +jbi)= (ab,

Real

—>
Part

Imagmary
>

Part

—

a

_ail7i)+j(aibr +arbi) .

N ofHOro BigHiIMaya, sk nokasaHo Ha puc. 10, 3rigHo 3
TakMM BMPa30M:

(11)

@ + % 1
1 = + |Rgp

'-I'_"" = + [Part
N

by=- b1 + [—

b, — —et|— S — i -
II+_________J| —+ |Imaginary
g + |Part
I > 4+ —

gty — |

Pwuc. 10. MNMpuknagn peanisauii KOMNIEKCHOrO MOMHOXYyBaYa:
a — i3 YoTMpMa pearnbHUMU MOMHOXYBa4Yamu i ABOMA MiACYMOBYBa4amu;
6 — i3 TpbOMa peanbHUMK MOMHOXYBayaMmu i 5 migcyMmoByBavamu

3asHaunMmo, WO Cxema KOMMIIEKCHOTO MOMHOXyBa4a,
npeacTasneHa Ha puc. 10a, 3arimae BenvKy nroLly Kpucrana
y peanisdauii FPGA. KomnnekcHuii NOMHOXyBay TakoX MOXe
OyT peanisoBaHWiA 3a JOMOMOIOK TPLOX MOMHOXYBauiB Ans
AIiCHOro curHany Ta n'atu cymatopiB abo BigHimMadiB, siK
nokasaHo Ha pvc. 11, Ha OCHOBI TAKOTO PIBHSHHS:

(a,+ja;)a, + ja;) ={b,(a, —a,)+a;(b, —b)}+ (12)
+jib(a, +a)+a, (b, —b,)}.

BkasaHa cTpyKTypa KOMMNJIEKCHOrO NMOMHOXXyBaYa 3aimae
MeHLUe Micus Ha kpucTani FPGA.
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PosrnsHemo wngaxu 3actocyBaHHS MeToAy UndpoBoro
3pisy ans nobymoBu KOMMoHeHTa meTenuka R22 SDF,
Wob 3MEeHLWMUTU CKNagHiCTb OB4YMCNEeHb | NigBULLMTU
NpOonycKHy 3aaTHICTb.

Onepauis MHOXeHHS OBOX 4ucen AOAaE 3aTpUMKY
nepeTBopeHHs1 | 3anmae OGarato pecypciB FPGA.
B anapatHomy 3a6e3neyveHHi BUKOPUCTaHO LIMPOBUIA 3pi3
6e3 wmHoxHuka (digit slicing multiplier-less) ans
NiABULLIEHHST WBKAKOAIT onepauii MHoXeHHs. Onepauis
MHOXEHHS1 3aMiHIOETbCSI onepauisiMi 3CyBY | JOAaBaHHS.
KoHuenuis dopmyBaHHA apXiTekTypy LUMEPOBOro 3pisy
I'PYHTYETbCA Ha TOMy, WO Oyab-sike [ABIMKOBE 4MUCIIO
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MOXHa po30bMTW Ha Kinbka GrokiB KOPOTLUMX ABINKOBMX
yucen, NpU4oMy KoxxeH 6110k Mae pisHy Bary.

[na npeacTaBneHHs 3pisy AaHWX Y AOAAaTKOBOMY KOZi,
BMKOpPUCTOBYEMO Bupas (13):

bh—1 r-l
X = |:Z Pk Xk :|2(phl) , Xk — sz Xk,j , (1 3)
k=0 j=0

[e x po3buto Ha b 6Briokis, p — 6iToBa WwupuHa Groky, a

X, , Habysae 3HaveHHs O abo 1, 3a BUHATKOM
X, =b-1, j=p-1, akui moxe gopisHioBaTn 0 a6o —1.
ApxiTektypa uudposoro 3pidy (Digital Slice) 6yna
3acTocoBaHa A0  BXiAHWX  Oa@HWX  KOMMIIEKCHOro
NOMHOXyBa4a ANs po3noainy iX Ha Asi rpynu (ansa 8-
ToukoBoro LUM®), koxHa 3 gkMx MiCTUTb YoTUpK BiTn, SK
nokasaHo Ha puc. 11.

. 4 bits
Input 8 bits Srﬁlc%rlfg 2 Fo
“ « > - , o o )
thél (tl)lljttl:llﬂ 4 Unit 4 bits —
y S8to4 7 l_;l

Puc. 11. CTpykTypa undpoBoro 3pisy

KomnnekcHuiA MOMHOXyBay pearisoBaHO 3a CXEeMOK
puc. 106, a onsa BXiAHWUX AaHUX pearbHOro MOMHOXYyBaya
3acTocoBaHO ULMcpoBMIiA 3pi3, WoO6 3pobuTK npouec
MHOXEeHHS napanensHuM. TobTo yac obpobneHHst byae
3MEHLLEHO.

Ockinbkn dasosi MHOXHUKM LM 3a3panerigb Bigomi
(amB. puc. 8), MOXNUBI BapiaHTN MHOXeEHHS A 8-6iTHoro
KoedilieHTa obepTaHHA Ta MHOXEHHSA Ha 4-6iTHi BXigHi
AaHi MoxyTb 6yTu 36epexeHi B ogHomy O3I1 ans koXHOro
KoediuieHTa ob6epTaHHs. Lie npuBene A0 CKOPOYEHHS Yacy
NepeTBOPEeHHS Ta 3MEHLUEHHS Mol KpucTana, sKy
3arimae uudposuii 3pis (digit slicing).

KoHCTpyKUis umMdpoBOro 3pisy NOMHOXyBaya cknaga-
eTbca 3 Tabnuui ictnHHocTi (lookup table — ROM), 3cyBava
Ta migcymoByBava.

Spectrum Viewer

1 P Dataln DataOut - 1
il
2 P validin ValidOut —f
Source FFT Streaming

a

Pe3ynbTatn

Ons HDL (Hardware Description Language) peanizauii
FFT (Fast Fourier Transform) anroputmiB (Ayhan,
Dehaene, & Verhelst, 2014) HeobxigHO opranidyBaTtu
iHTepdenc NOTOKOBMX [aHuX, anapartHy 3aTpuMmKy Ta
CUrHanm ynpaeniHHA (yHKUioOHanbHUMK 6riokamu. NpoeeaeHo
pocnigkeHHs aBox apxitektyp LUM® (puc. 12a, 126):

1) Streaming Radix 22 — noTokoBa apxiTekTypa,
npu3HadeHa Ans nigTPYMKU CXEM i3 BUCOKOH MPOMYCKHO
30aTHICTIO, BOHa BMKOPUCTOBYETbCA [Ans nporpam 3
obmexeHumn pecypcamm FPGA, ocobnunBo 3a Benukol
JoBxuHn LM,

Burst Radix-2 — nakeTHa apxiTekTypa,
YeHa Ansi CXeM i3 Mariot NoLeto.

OpHMM i3 cnocobiB NiABULLEHHST LLIBMAKOCTI 0OPOOEHHs!
iHpopmalii Ha FPGA € napanenbHe 0b6po6reHHs Kinbkox
BMOBIPOK y CXemax 3 HWXYO0H TaKkTOBOK YacToTow. baraTto
cyyacHux FPGA niaTpumyoTe cTaHOapTHUI iHTepdeic
JESD204B, sikui npuiMmae BXifHi ckansipHi AaHi 3 BUCOKOH
TaKTOBO 4YaCTOTO Ta reHepye BEKTOP BUBIPOK i3 HUXKYOO
TaKTOBOI YaCTOTOH.

2) Onsa apxitektypn Streaming Radix 22 BxigHumu
OaHVMK € TpU CUMHYycoiganbHi xBuni i3 yactotamm 200 KIu,
230 klMy i 260 k'Y 32 yacToTn amuckpeTmaauii 2 MI'y. Po3mip
BXiHOrO BEeKTOpa CTaHoBUTb 8 BiAnikiB. 3actocoBaHo
KOHTPOINb MPaBUNbHOCTI BXiQHOrO CUrHamy Ha KOXHOMY
apyromy uukni o6pobneHHs. CnekTp BUXIQHOrO curHany
nokasaHo Ha puc. 13.

KoHTpornb piBHIB curHanis Ha BXOAi i BUXoAi cxemu
30iACHIOITL 3a gonomMorot Aoaatka Logic Analyzer y
cepeposuLi Simulink, sik 306paxeHo Ha puc. 14.

Logic Analyzer possonse nepernsgatv BXigHi Ta
BMXigHi curHanu nigcuctemu FFT Streaming. ®opma xsuni
nokasye, Lo AO0MyCTUMUIA BXIOHWUIA CUTHaAm Mae BUCOKWUIA
piBEHb Ha KOXHOMY OPYroMy UMKNi i WO iCHYe Aesika
3aTpuMMKa, nepll Hixk OMoK moBepHe nepLly AonycTUMy
BUXiOHY BUOIpKy.

npusHa-

Spectrum Viewer

DataOut 1
1 | Dataln
Il
; Validout )
2 L] validin o
Source FFT Burst

Puc. 12. Simulink-mogenb gocnimkeHHs: a — Streaming Radix 22; 6 — Burst Radix 2

dBm

-30

Power Spectrum
T

10

Frequency x10°

Puc. 13. CnekTp BuxigHOro curHasny ans apxitektypu Streaming Radix 22

ISSN 2707-1758



Information Systems and Technologies Security, No 1(9)/2025

I LOGIC ANALYZER

=

Add Add a]E ﬁi

Divider Group
EDIT

TRIGGER WAVE

Add Previous Next

CURSORS

vidOut 0

0.5
704s
[02'5]

Cursor 1

d &€ = gaam

Cursar Transition Transition

L
Q @

M @ [#] | SMULATE| Find | Settings

= @

ZOOM & PAN FIND | GLOBAL

Puc. 14. JocnimkeHHs curHanis y gogatky Logic Analyzer ans apxitektypu Streaming Radix 22

ApxitekTtypy Burst Radix 2 (puc. 15) BukopucToBytOTb
Ons popatkiB 3 obmexeHumn pecypcamm FPGA, ocobnuneo
ans Benukoi gosxuHn LUM® (Kumar, Selvakumar, & Sobha,
2015). CurHan roToBHOCTI BCTaHOBMNOETLCA B 1 (icTwHa),

Konu 6noK Moxe npuiMaTy Aadi, i noYnHae obpobneHHs
nicns Toro, sk Becb perm LUMND Gyne 36epexeHo y
nam'aTi. Briok irHopye curHan Ha Bxofi, MOoKM npanopeLb
FOTOBHOCTi HE [JOPIBHIOE MOMYHOMY HyIHO.

ROM for
Input Twiddles
data R
Data
MUX > :
RAMO 5 | Radix-2 [7] §
= Butterfly =
Data “ v
MUX P paM1
MUX _>()ulpul
data

Pwuc. 15. Apxitektypa Burst Radix 2

BxigHi gani 36epiratotecs nocnigosHo B RAMO i RAM1
(puc. 15). Mepwi YoTMpu TOYkM AaHMx 306epiraloTbCca B
RAMO, a octaHHi 4yotvpu — y RAM1. Cxemu agpecadii
MO>XHa BUPa3nUTU GK

R4, =R[0123],
RA,,, = LiRA,, 0<i<2,
RB,=R,[0123] ,
RB,,, =(J,®1,)[5RB,, 0<i<2,
fe RA — cxema appecauii ana RAMO, RB, — cxema

agpecauii gna RAM1, i
J, —maTpuus obMmiHy JaHUMK.
Onepauito Radix-2 Butterfly npeactaBnmMo Takmm Brpa3om:

| 2Tl )

fe BF i BF, —Buxig iBxio MeTenuka 3a oCHOBOW 2 Ha
o
puc. 15 BignoBigHo; wg=e = 8 :

o] 278
_ 8 . 2 @i+h)| <« Y X
’ 8

Ha puc. 16 HaBegeHO CnekTp curHamy Ha BuMXofi
apxitektypu Burst Radix 2.

ineHTUdikaTop eTany,

BF,

in

. (14)

(15)
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MopiBHAHHA puc. 13 i puc. 16 B Mexax Halloro
OOCTIIXEHHSA [03BONSIE 3p00UTU BAXKITMBUIA BUCHOBOK, LLIO
apxitTekTypa Streaming Radix 22 3abesnevye 4ucTilLmni
CMeKTp curHany 6e3 BupaxeHux GiYHUX CKNnagoBuWX, LLO €
CcyTTEBMM (pakTopoMm Ansi GaraTbox 3acTocyBaHb, [fe
BaXnvBa BWCOKa HAKICTb CUrHany, Hanpuknag, Yy
KOMYHiKaUiiHux cuctemax i obpobneHHi pagiocurHanis.
Lle posBonse [ocartv Kpawmx pesynbTaTiB Yy Takux
3afavax, sK posrisHaBaHHA curHanis abo BiOHOBIEHHSI
curHany y 3alymreHomy cepefoBuLli. BiocyTHiCTb GivHMX
CKNafoBUX TaKOX MOKpaLLye ePeKTUBHICTb BUKOPUCTaHHS
CMEeKTpa, WO € BaXMBUM Yy BUMagKax 3 oOMexXeHUumMu
cnekTpanbHuMK pecypcamu. BikHo Logic Analyzer gns
apxitektypu Burst Radix 2, wo nokasaHo Ha puc. 17, oae
3MOry OTpuUMaTtu BidyanbHe YSABMEHHA MpO 4acoBy
noBefiHKy curHanis, a ue [J03BOMS€ TOYHO OUiHUTU
XapakTep TXHbOro 06pOGEHHS.

Logic Analyzer € BaxnuMBMM iHCTPYMEHTOM Ans
nepernsgy BXiOHWMX | BUXiOHUX cuUrHaniB nigcucremu
FFT Burst. Ocuunorpama, siky MoxHa nobayit y BikHi
Logic Analyzer, nokasye, WO BXigHi OaHi HagxogaTb Yy
BUIMAAI NaYoK AONYCTUMUKX BUBIPOK, @ TaKoX CBIiAYMTb MPO
HasiBHICTb 3aTpUMKU neped TvM, sK Onok noBepHe
aonyctumi BuxigHi Bubipku. Lle mMoxe Oyt BaxnmBuMm
acnekToM Ans NPOEKTYBaNbHUKIB, SIKi HAMaratoTbCs 3HU3UTU
3aTpUMKM B 0DOpOOGMneHHi paHux pnns  3abesnedeHHsi
eEeKTVBHILLOro pearnbHOro Yacy B cucTemax, Takmx SK
cucTeMun 06poBNeHHs curHanie i TenekoMyHikaLin.
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Power Spectrum
T —

dBm

S T N T S S |
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Frequency x10°

Pwuc. 16. CnekTp curHany Ha Buxofi apxitektypu Burst Radix 2

Add Add CURSORS | ZOOM & PAN | SIMULATE | Find | Settings
Divider Group -
v v v
__EDIT FIND | GLOBAL

0i 12ci0i NN =d31+0i | _ 191401 |
| | | I | 1
29+ 111 N 3cbe +1fi5ai | | I 1229+1ffe85i |
| [ [ | | | 1 1
[ [ [

6000 s 7000 s

Cursor 1

Cursor2| 9861s

Pwuc. 17. JocnipxeHHsa curHaniB y goaaTky Logic Analyzer onsa apxitektypm Burst Radix 2

Ha puc. 18 npeactaBneHo OUiHKY 3aTPUMKU BUXiZHOTO
curHany Ans pisHnx apxitektyp LUM®.

12000 | ——— streaming Radix 22 7]
— — — : Burst Radix 2 i
10000 f i ]
Fd
.7
8000 / ]
a -
c e
XL 6000 | s 1
@ e
= -~
4000 ad .
rd
,/
200 - .
-
[
{} i i i i
500 1000 1500 2000
FFTLength
Puc. 18. 3atpvmka BuxigHoro curHany ans pisHux apxirektyp LLUMN®
Pesynbtat  [OCRifKeHHA 3aTpUMKM  ONA  PisHUX Radix 2 pae 6inbluy 3aTpyMKy NMOPIBHSAHO 3 apXiTEKTYpOto
apxiTekTyp nokasaHo Ha puc. 18, wWo gae 3mMory 4iTko Streaming Radix 22 (Srinivasa, Madhumati, & Sailaja,
NopiBHATU eEeKTUBHICTb KOXHOI 3 apxiTekTyp. 3rigHo 3 2024). Le cBigunTb npo Te, WO Ans 3acTOCyBaHb, Ae
puc. 18 MoxHa 3pobuTn BUCHOBOK, LLIO apxiTekTypa Burst KPUTUMYHO BaIMBa MiHiManbHa 3aTpumka, apxiTektypa
89
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Streaming Radix 22 € onTuManbHiWMM BapiaHTOM.
Mpuyomy  pisHMUs Yy  3aTpuMmui  36inbllyeTbcsa i3
3pocTaHHaM oBxuHK LM, uo nigkpecnioe BaxnmeicTb
BMOOPY NpaBUIbHOT apXiTEKTYPU 3anexHO Bif, KOHKPETHNX
BMMOT [0 cucTeMu. Takui aHanisa Moxe 6yTv KOPUCHUM Mig
Yac BuOOpYy apxiTekTypu Ana obpobneHHs curHanis y
peanbHOMy 4aci, ocobrnmBo B Takmx cdepax, K
paniosB'si3oK i LMdpoBe 0OPOBNEHHS CUrHATIB Y CKITagHUX
yMOBax, [ie 3aTpyMKa € KPUTUYHMM NapameTpoM.

[uckycis i BACHOBKMU

Y mMexax npoBefeHoro A0CHiMKEeHHS CUCTEMU 3B'A3KY 3
OFDM y cepeposui Simulink npoaHanizoBaHO Kinbka
KIOYOBUX acCnekTiB, WO BNNMBAOTb Ha EHepreTUYHI
XapaKkTepuCcTMkM 1 edeKTBHICTb 3B'A3ky. Pesynbtatu
nokasanu, wo nepexig Big mogynsauii QPSK go 256-QAM
notpebye 3Ha4yHOro 30iNblUEHHsI eHeprii curHany, LWwo
cknagae 6nmsbko 20 ob. Lle niaTBepmkye BaxnuBicTb
BMOOpPY onTUMarnbHOT MOAYNALIT 3aneXHo Big yMOB KaHany
i BUMOr OO AKOCTi 3B'A3Ky. 3 iHWoro 60Ky, MiaBULLEHHS
yacToTu guckpeTm3alii Ha boui nepeagaBaya 3Ha4YHO NOKpa-
LLlye eHepreTuKy KaHany 3B'a3Ky, L0 KpUTUYHO BaXKITMBO ANA
[OOCSITHEHHS1 BUCOKOT MPOMYCKHOT 3AaTHOCTI. [docnigkeHHs
TaKOX Nnokasarno, Lo 36inblLueHHs koedilieHTa nepegnckpe-
TM3auii 3 1 o 9 O03BOMSE 3HU3UTU EHeprito curHany Ha
12 pb. LUe cBiguMTb Npo BaXnMBICTb MNpPaBUiIbHOMO
HarnalITyBaHHs napameTpiB nepeamnckpeTu3aLii anst oocsr-
HEHHA OMTUManbHOro GanaHcy MK eHepreTUMYHUMU
XapaKTePUCTUKAMWN | CKNagHIicTio cuctemun. 36inbLueHHs]
poBxuHn LLUMN® 3 512 go 2048 Touvok noTpebye NiaBULLIEHHS
BigHoweHHs curHan-wym (SNR) Ha 6 gb. Lle pesynbtaT
nigTBepaxye, wo 6Ginbwa pagosxuHa LMN®  pgossonse
NOKPaLUMTL CNEKTParbHi XapaKTEPUCTUKKN, OHAK BMMarae
GinbLUOT NOTYXHOCTI Ta pecypciB Ans 06pobneHHsi curHanis.
YcTaHoBMeHo, Wo 30inbleHHs goxuHn LUMN® poswmptoe
CMYry MpOMyCKaHHsi CUCTEMM 3B'A3KY, LLO TaKOX BMMarae
BUKOPUCTaHHS 3aBafoCTINKMX KoAiB Ans 3abe3neveHHs
BMCOKOI SAKOCTi 3B'A3Ky B ymoBax Lymy. Lle nigkpecntoe
BaXXNMBICTb iHTerpauii e(peKTMBHUX KOAIB KOPEKLii MOMUIOK
y CyyacHi TenekoMmyHikauiiHi cuctemu, Wob 3abesneunTu
cTabinbHICTb 3B'A3KY Ha BEMUKMX BiACTaHsIX.

LLlo cTocyetbesa CP, To npoBefeHe OOCHIMKEHHS Pi3HOT
poBxuHn CP (1/2, 1/4, 1/8 Ta 1/16 Big [OBXWHM CUMBOIY
OFDM) nokasarno, Wo Ans ONTUMAarnbHOrO YHUKHEHHS
iHTepdhepeHLUii MK cumBoramu, TPUBANMICTb LIMKMIYHOIO
npecikca mae Oytm 6Ginbwow 3a TpuBanictb 6araTto-
npomeHeBoi  3aTpumkn. 3okpema, BuKopuctaHHs CP
3aBOOBXKM  1/4 cumBOony npY3BOAMTbL A0  3MEHLLUEHHS
LBMAKOCTI Nnepedavi Ha 25 %, xo4a uen niaxig edpekTMBHO
KOMMeHcye 6araTonpoMeHeBi 3aTpMMKU. HannowmpeHimm
BapiaHTom € CP 3aBgoBxku 1/16 cumBony, Lo Aa€ 3HKEHHS
LUBNAKOCTI Nnepeaavi nuwwe Ha 6 %, i ue € onTuManbHUM Ansi
BaraTbox cydacHux 3actocyBaHb (Liu, & He, 2024).

Baxnuenm eTtanoMm pJocnigkeHHA Oyno BU3HaAYEHHsI
iMNyNbCHOT XapaKTEePUCTUKN KaHany, WO Ma€ KpUTUYHe
3HaYeHHA Ha eTani BMPIBHIOBaHHS KaHarny Ha npuimadi. Lle
[03BOMsiE 3MEHLLNTU edbekTn, MoB'a3aHi 3 GaraTonpome-
HEBICTIO Ta 3aTpMMKaMu, LIO BaXMMBO ANS AOCATHEHHS
cTabinbHOro 3'€HaHHs, OCOBMMBO Y CKMagHUX YMOBax
MICbKOro cepeoBuLLa Y1 3a HAsiBHOCTI 3aBaf.

Logo HDL peanisauii 8-toukoBux FFT anroputmis
Streaming Radix 22 T1a Burst Radix-2, 10 npoBegeHe
OOCnioKEHHsT nokasarno, Wo apxitektypa Streaming Radix
22 3abesnevyye YUCTILUMIA CNEKTP curHamy, no30taBneHuin
BiYHMX CKNagoBMX, WO € CYTTEBUM AONS 3acCTOCyBaHb, A€
HeobxiAHa BMCOKa SKICTb CuUrHany, Takux Sk pagiocurHan
abo BucokovacTOTHa KOMyHikauis. BogHouyac apxitektypa
Burst Radix 2, xo4 i Mae BuLly 3aTpUMKy MOPIBHAHO i3

ISSN 2707-1758

90

Streaming Radix 22, moxe OyTM KOpuUCHOW [Ans
3aCTOCyBaHb, [le BaXIu1Ba BUCOKA LUBMAKICTE 0OpO6neHHs
OaHuxX i Oe MeHWi BMMOrM OO0 3aTpUMKU B KaHari.
3asHauMmo, WO pi3HUUSA Yy 3aTpuMui MK LMK
apxiTektypamu 3poctae 3i 36inblieHHaM goBxuHn LM,
WO pobuTb BUBIpP apXiTEKTYpU 3anexHUM Bif, KOHKPETHUX
BMMOr [0 cucTeMu. 3aranom, pesynbTaTv AOCHiOKEHHS

niaTBEPAXYHOTb  BaXMBICTb  MpaBuUibHOrO  BUbGOpy
napameTpis  moaynauii, goBxuHu LM,  uyuknivyHoro
npedikca i apxitektypu o0OpobneHHss curHany ans

OOCSITHEHHS ONTUMAIbHUX XapakTePUCTUK CUCTEMU 3B'A3KY.
BpaxyBaHHs umx  cpaktopiB  [OO3BONAE  OOCArTU
e(PEeKTVBHILLOTO BMKOPWCTAHHS EHEepreTMYHUX Pecypcis,
3MEHLLUNTIN 3aTPUMKM | NIABULLMTY 3ararnbHy NPOOYKTUBHICTb
CcMCTEMU B yMOBaxX pearnbHOro cepefoBuLla.

OTpumaHi pesynbTatm MakTb BENVKE 3HAYEHHS Ans
PO3BUTKY Cy4acHMX iHopMaLiiHUX cucTeM, 0cobnMBO B
KOHTEKCTI ~ TenekoMyHikauin i 0e34poToBUX  Mepex.
OnTumisauia napameTpiB  mogynauii, aoxuvHu LMD i
LUMKITIYHOTO npediikca € BakvMBOKW Ans  MiABULLEHHS
eHepreTU4Hoi e(PEeKTUBHOCTI Ta LWIBMAKOCTI Nepeaadi AaHuX,
o Mae 6esnocepedHii BNMB Ha CTabIMbHICTb i SKICTb
3B'A3Ky B peanbHux ymoax (boliko, €pbomMeHko, & MaTiH,
2024). BuKopuCTaHHA 3aBafoCTilkux Ko i BubIp
ONTUMarnbHUX apXxiTekTyp oOpoOneHHst curHanis [03Bonsie
3abe3neynTy BUCOKY NPOMYCKHY 34aTHICTb HaBiTb B yMOBaX
wymMy Ta 6GaraTonpomeHeBOCTi KaHamny. Lli pesynbtatn
BaXIUBI ANsi po3pobneHHs Binblu edpeKTUBHUX i HAZIMHNX
iHbopMmauiiHnx cuctem, 3okpemMa i ans 5G Ta manbyTHix
MOKOMiHb MOBINBHUX Mepex, WO BUMaralTb BUCOKOT
NPOAYKTUBHOCTI Ta CTINKOCTI A0 3aBa0BUX BMIMBIB.

BHecok aBtopiB: lOnin boiko, Inna  MNdatiH -
KOHLenTyanisauis; MeTodonoris; aHania mxepern, NigrotyBaHHA
ornagy nitepaTypu abo TeopeTudHWMX 3acaf [AOCNiOKEHHS;
Bonogumup  OpyxuHiH, OnekcaHgp €E€pbomeHko —  36ip
eMNipUYHMX AaHuX Ta ix Banigauisi; emnipuyHe JOCHiaKEHHS.

Dxepena ciHaHcyBaHHA. Lle gocnigkeHHs He oTpumarno
XKOOHOro rpaHTy Big (iHAaHCOBOI yCTaHOBM B [OEPXKaBHOMY,
KOMepLiHOMYy abo HEKOMEpLIMHOMY CeKTopax.
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FAST FOURIER TRANSFORM IN OFDM:
ALGORITHMIC APPROACHES AND THEIR ROLE IN INFORMATION TECHNOLOGIES

Background. Orthogonal Frequency Division Multiplexing (OFDM) is a key technology in modern information systems and is widely
used in mobile networks such as 4G and 5G, the IEEE 802.11 standard (Wi-Fi), and digital television (DVB-T). The increase in the communication
channel bandwidth requires an optimal selection of signal transformation parameters for efficient use of the hardware resources of Field-
Programmable Gate Arrays (FPGA) in the implementation of OFDM.

Methods. The following methods were used: modeling of an OFDM-based communication system in the Simulink environment, which
allowed for the study of signal processing transformations, as well as the analysis of the bit error rate (BER) for different modulation parameters.
The implementation of FFT algorithms was carried out using HDL coding to compare the efficiency of the Fast Fourier Transform (FFT) algorithms
Streaming Radix-2? and Burst Radix-2.

Results. Simulation results showed that using signal resampling at the transmitter improves the channel energy efficiency, reducing the
required power level by 12 dB. The relationship between the bit error rate and the signal-to-noise ratio (SNR) demonstrates that increasing the FFT
length from 512 to 2048 points requires a 6 dB increase in the SNR. The analysis of the cyclic prefix (CP) impact showed that the optimal CP length
is 1/16 of the OFDM symbol, which reduces transmission speed losses. The effect of modulation on the bit error rate (BER) indicates the need for
increased power when transitioning to higher-order Quadrature Amplitude Modulation (QAM).

Conclusions. Itwas concluded that the parameters of FFT and signal resampling are critical for the efficiency of the OFDM system.
The results obtained can be used to optimize the implementation of OFDM on FPGA.

Keywords: Orthogonal Frequency Division Multiplexing (OFDM), Fast Fourier Transform (FFT), Information Systems, Bit Error Rate
(BER), Field-Programmable Gate Array (FPGA).

ABTOpPY 3a8BMnATb NPO BiACYTHICTb KOHAMIKTY iHTepeciB. CnoHcopu He Gpanu yyYacTi B po3pobneHHi AoCimKeHHs; y 36opi, aHanisi
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METOAN BU3HAYEHHA PIBHOBAXHOIO CTAHY MEPEXI 13 SAOAHUMU MNOTOKAMM
Y BY3JIAX IHOOPMALUIAHUX MEPEX KIBEP®I3UYHUX CUCTEM

B cTyn. BazamoeumipHicmb Kibepripocmopy ma eucokull pieeHb iHghopmamu3ayii 06 ‘ekmie Kpumu4Hoi iHgppacmpykmypu sik
e YkpaiHi, mak i y ceimi, cmaHoensime 3a2po3y Onsi iodcmea Ha 25106anbHOMY pieHi Ha OocsbkHy nepcriekmuey. Cumyauisi
ycknadHrembC mumM, Wo o06'ekmu Kpumu4Hoi iHghpacmpykmypu, siki pyHKUyioHyromb 8 eQUHOMY iHghopmayiliHoMy npocmopi i
nidmpumyromb WUPOKUl CreKmp cy4acHuUx iHgopmMayiliHux mexHoJsIo2il, ecynepey Ko/IoCaslbHUM 3ycusnnsm Onsi npomuodil
CMOPOHHIM empyYaHHSIM i3 Kibeprpocmopy ma 4Yepe3 Kibeprnpocmip, U Hadani 3anuwarombscsi 8pa3iueuMu 00 3a2p03 HO8020 Murty.

Me ToAaw. BuseneHo, wjo AocnidxeHHs1 CKMaGHUX cUCmeM 8UKOPUCMOB8YOMb Maki cy4acHi Memoou MamemMamu4Hoi HayKu,
SK moriorsoeisi, meopisi 2pagis, niHiliHa anze6pa.

PesynbTatu. EHmponiliHuii memod aHanizy cknaGHUX CUCMEM WUPOKO 3acimocosyromb Y MpukiadHux 3adayax
docnidxeHHsI NPUPOOHUX, MeXHiYHUX i KibepghizuyHux cucmem. EnmponitiHuli Memod 0agHO sukopucmosyromb Orsi nobydosu
eghekmueHux cucmem KodyeaHHs, wWugpyeaHHss ma 3axucmy iHgopmayil. Y 38'A3Ky i3 3pocmaHHsIM 064ucriroeanbHUX
nomyxHocmel 36inbwunacs npakmu4Ha YiHHicme docnioxeHHs1 OUHaMiYHUX cucmem, 30KkpemMa Ui OCHO8aHUX Ha eHmponil, OCKinbKU
eHMpPOonisi € XOpoW UM MOKa3HUKOM eUbBipKu Oesikux cmaHie cucmemMu i3 MHOXKUHU 8cCix if MoXKiueux cmakie.

B u cHoBKWU. Ockinbku GocridxeHHs1 cmpykmyp i 3a2asibHUX 3akoHoMipHocmel 3ycmpidaembcsi 8 6a2amboX 2asy3s1X HayKu
i mexHiku, akmyanbHUMU € 3ada4i, W0 Maromb 3a2asibHuUll XapaKkmep, KoJ/lu KOHKpemHa rnpupoda cucmemu He 6epemscs do yeazu. Y
yiti po6omi HageOeHO anz2opumm eu3Ha4yeHHsI cmaHy 6azamoey3/1080i Mepexi iHghopmauiliHuUX Momokie, y sikomy i eHmponisi
Habyeae MaKkcuMasibHe 3Ha4YeHHsl. All20pummM OCHO8aHO Ha eusedeHUX aemopamu pobomu aHanimuyHux eupasax eHmponii, ma ir
nepwux i Opyaux noxiOHuUX, eU3Ha4YeHUX Ha MHOXUHI s10poeux po3e’sa3kie cucmemu JiHiliHUX pieHsIHb, 0 sIKOI 3800UMbLCs 8Cs
rnovyamekoea 3ada4a. HaeedeHo ekcriepuMeHmaribHi pe3ysibmamu eU3Ha4YeHHsI MHOXUHU po3e 'A3Kie i po3e’a3aHHs onmumisayitiHol
3adayi nowyKy cmaHy 3 MaKkCUMaJslbHUM 3HavYeHHSIM eHmponii ns mepex i3 3-, 4-, 5- ma 6-ma ey3namu. [TpoaHasizoeaHo Moxxitugocmi
nodanbuwio20 8 0CKOHasIEHHSI Memody OJ1s1 PO3PaxyHKY CK/IaOHIWUX Mepex.

Knw4yoBi cnoBa: mnpozpaMHull KOMIIEKC, MepexHul mpadgpik, Mampuyi, 2paghu, eHmponisi, Mampuyi [ecce, niomampuuysi.

BcTyn Hafani s3anuwarTbCa BpasnMBMMK [0 3arpo3 HOBOMO

B ymoBax 36poriHoi arpecii pc npotu Ykpainu 6e3neka Tvny. JocnigpKeHHs cKNnagHWX CUCTEM BUKOPUCTOBYE Taki
TNIOAVHW, CYCMiNbCTBa i AepXaBu CyTTEBO 3arnexuTb Bif CyyacHi ranysi MaTeMaTU4HOT HayKu, SiK TOMOMoris, Teopis
HagivHoro YHKLOHYBaHHSA o6'exTiB KPUTUYHOT rpadis, niHiHa anrebpa. Ockinbkn 4OCNIAKEHHSA CTPYKTYP
iHdpacTpykTypun. OkpiM i3nyHUX BNNMBIB Ha Taki 06'ekTn i 3aranbHUX 3akoHOMipHOCTel BiobyBaeTbcA y BaraTtbox
netanbHow 36poetd pd He nonuwae cnpob pasom 3i ranyssax Haykv i TEeXHiku, TO akTyanbHUMW € 3ajadi, Lo
cBOIMY caTeniTamun BNAMBaTU HeneTansHMK 3acobamm — MatoTb 3aranbHU XapakTep, KONM KOHKPETHY npupoay
Kibep3bpoeto — Ha cucTeMu ynpaeBniHHA 06'€KTIB KPUTUYHOT cuctemu He BepyThb A0 yBaru.
iHdppacTpykTypu Yepes kibepnpocTip i 3 kibepnpocTopy. 3 Oansid  nimepamypu. OO6uYMcneHHss  rnobanbHoi
ornsily Ha TPaHCKOPAOHHICTb KibepnpocTopy Ta BMCOKMWIA eHTponii, sika xapakTtepuaye GaraToBy3rnoBy Mepexy, Mae
piBeHb iHGopmaTM3auil 006'ekTiB  KpUTUYHOT  iHdpa- npakTU4yHe 3aCTOCYBaHHA Yy cMCTeMax 3axucty iHdopmauii
CTPYKTYpU SIK B YKpaiHi, Tak i y CBiTi, Hanpvknag, o6'exTiB (Garofalakis, Gehrke, & Rastogi, 2016). Konu ngetbcs npo
SAEPHOT eHepreTukn 1 06'eKTiB BOAOMOCTAYaHHS, CUCTEM panToBy 3MiHy 3HAQYEHHs1 eHTPONiIT, e Moxe ByTn 03HaKOoH
ynpaeniHHS BiicbkaMmu Ta 36poeto 36poriHux cun Ykpainu xakepcbkoi ataku Tuny DDoS (Distributed Denial of Service)
Ta i CKNagoBMX TOLLO, PU3MNKM MaclUTabyloTbCsa He TiNbKu Ha mepexy (Li, & Sun, 2021). Y poboTi (Madarro-Capé et al.,
Ha HauioHanbHWIiA Ge3nekoBM BMMIP, a i CTaAHOBNATb 2021) HaBegeHO anropuTMu, LO OCHOBaHi Ha eHTponii
3arpo3y Ans nacTBa Ha rnobansHOMY piBHI HA JOCSKHY cucTeMu, siKi JaloTb MOXIUMBICTE po3B'A3atn "npobnemy
nepcnekTuy (Beshley et al., 2018). 3MEHLUEHHS1 KOMYHiKauiiHux BuTpaT Yy po3nogineHux

CuTyauisi ycknagHIeTbCA TUM, WO 06'eKTU KPUTUYHOT cucteMax” 3a paxyHOK 3MEHLUEHHSI HaAMIpHOro BUKO-
iHPPaACTPYKTYpKH,  SKi  (PYHKUIOHYIOTb B €OQUHOMY pUCTaHHA [esdKMX OO4YMCrioBanbHUX BY3MiB  CUCTEMMU
iH(bopMaLinHoMy npocTopi W MiATPUMYKOTb  LLUMPOKUIA NMOPIBHAHO 3 iHWKMK 1T By3anamu. EHTponinHui meTton €
CMEKTP CyyacHuX iHopMauinHUX TEXHOSOori, Bcynepeu TaKoX Knacu4yHUM MEeTOAOM aHanidy eeKkTUBHOCTI CUCTEM
KoriocanbHUM  3ycunnaMm  gns npoTuail  CTOPOHHIM wndpyBaHHs iHdopmadii (Miletic et al., 2022).
BTpyYaHHsM i3 kibGepnpocTopy Ta 4epes3 kibepnpocTip, i

© MonitaHcbkun PycnaH, JleciHcbkuin BaneHTuH,
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MeTtogu

B po6oTi (Niven et al., 2019) npeacraBneHo po3po6-
TNIEHHs1 MpOrpamMHOro KOMIMIIEKCY aHanisy MepexXHOoro
Tpadpika Ta BUSABNEHHS BTOPrHeHb. [lOCnigKeHHI0 cuctem
3 IHTEHCUBHVMMU iHpOPMALLIHUMK NOTOKaMWN NPUCBAYEHO
poboty (Pedrosa, & Costa, 2022), oe BuBegeHoO AesKi
BaXIUBI XapakTEPUCTMKN CUCTEMM, LLLO XapakTepuayoTb ii
3araniom: OCHOBHi MeToau BMGIpKM Ta NOMYHOro BUCHOBKY
AN NOTOKIB AaHWX; YacTi cxemu pyxy (HanbinbLu BXMBaHi
IP-agpecn pxepena ®n agpecarta); Haubinbw 4acTi
agpecatu Ons 3a4aHoro [xepena, i HaBmnaku, TOLLO.
Po3rnsHyTo TakoX pi3Hi MeToau AMCKpeTu3auii noTokiB
OaHuX Ans iX noganbLUoro aHanisy (MyacCcoHIBCbKi MOTOKM,
anropuTMu pesepByapHux notokis Watterman i McLeod),
KnacTepu3auisi MOTOKIB JaHUX.

BaxnuBy ponb AocnifjkeHHs eHTponii HabysaloTb Y
3B'A3KY 3 BMHWKHEHHSIM | MOLUMPEHWM 3aCTOCYBaHHAM
OWHaMIYHMX MepeX i3 3MiHHOK TOMonoriel 3'€4HaHHs
By3niB. Taki Mepexi BUHMKaOTb y 3a4adyax BUKOPUCTaHHS
6e3ninoTHMX niTanbHWX anapaTie Ans 3abesneyeHHs
OYHKLIOHYBaHHSA Mepexi, Yy TexXHONorigx poroBOro

BUKOPUCTAHHA  6e3ninoTHMX  niTanbHUX  anaparis,
TexHomnorigx 6e3gpoToBoro 3B'A3ky 5G y 6esntogHuX
MiCLIeBOCTSX, ne €KOHOMIYHO Heobr'pyHTOBaHO

BMKOPUCTOBYBaTW CTaLjioHapHi 6a30Bi CTaHUii, a Takox y
iHWKWX cuTyauiax, Ae B iHdopmauinHomy obmiHi 6epyTb
yyacTb MalvHu 6e3 yvacTi NoguHu i ae ue obymoBneHo
npasunamu 6e3nekn: Micusi NPUPOOHMX | TEXHOrEHHUX

KaTtactpod, KOCMiYHi Micii Towo. JocnimgKeHHs AnHaMivYHnX
CTaHiB Mepexi HaBefeHo B poboTax (Politanskyi et al.,
2022) Ha ocHoBi Teopii mynbTurpadis, y (Shahar, Alfassi,
& Keren, 2022) — Ha nigcTaBi NPpOrHo3yBaHHA 3MiHW CTaHIiB
Mepexi B Bik 36inbLUeHHs i eHTponil.

Po3rnsHemMo Mepexy, Siky MOXHa 3ag4aTu MITOCKUM
NMOBHO3B'A3HMM rpadoM, i3 ABOHANpPaBeHMMK pedbpamu,
6e3 netnboOBMX Ayr, WO 300paxeHuni Ha pwuc. 1 (ans
Mepexi 3 n = 5 By3niB). [Ins uiei mepexi 3agaHo cymapHi
3HaYEeHHsI MOTOKIB, SIKi HAOXOAATb | BUXOAATL i3 KOXHOro
By3na (Ha puc. 1 BOHV No3HaveHi K f;;):

Z;:llfu =s;,i€{12,..,n},

_ . 1
2?=1lfji =d;,j€{12,..,n}, M
e n — MopsiaoK CUCTEMM, WO 30iraetbcst 3 KinbKicTo

BY3iB.
BBaxatumemo, WO NeTnboBMX (CamMO3aMKHEHMX)
NMoTOKIB Yy CUCTEMi Hemae, ToAi cucTeMy MOXHa

BioOpasnTn MaTpumLero NOTOKIB:

0 . fin
L I I I
n,1
e ||F |l uxn — MaTpULA pO3MipHOCTI n X n.
OTmxe, ycboro € n-(n—1) 3MiHHUX cCUCTEMMU.
BBaxkaemo Takox, LIO CyMM BCiX BXIOHWX i BCiX BUXIOHUX
NoToKiB 36iratoTbes:

n — n —
e18i = Xiz1d; = So.

: )

@)

Pwuc.1. I'padpivHe BigobpakeHHs Mepexi 3 N'aTbma By3namu

Topai piBHAHHA cucTemun, ke BpaxoBye ymoBu (1),
MOXHa 3anvcaTv y MaTpU4HOMY BUrMSai

”A”(Z-n—l)x(nz—n) X fnzen = Va1, (4)
e U — CTOBMelb, CKNadeHui i3 3Ha4eHb CyMu BXIOHUX i
BUXIOHUX TMOTOKIB AN KOXHOro By3na CcuUCTeMU, SKi
BMOPSAKOBaHI 3 MeTO peanisadii anroputMmy BU3Ha4YeHHs
MHOXWHM PO3B'A3KIB CUCTEMMU:

N
v = (dy,ds, ...,dy, dq,Sg, o) Sp_1,Sn)-

(5)
];’ = (f21'f31’ e ot f11 f32o 0 frzs

Take po3MillleHHs 3MiHHMX | MOYaTKOBMX YMOB 3afadi
06yMOBMEeHO noAdanbluMM  CMPOLLEHHAM  BUKOHAHHS
anropuTMy MnoLlyKy po3B'a3kiB 3agaui.

KinbkicTe NiHINHO He3aneXHUX PiBHAHb Y CUCTEMI
OOpPIBHIOE r = 2+ n — 1, | € MEHLLIOIO 3a 3aranbHy KifnbKiCTb

'fn,n—ll fl,n—ll f2,n—1r lfn—l,n—l)-

-

PoamipHicTe BekTopa v pgopiBHe 2-n—1 i
30iraeTbCa 3 KINbKIiCTIO piBHSHb, sk 3abesnevyloTb
BUKOHaHHSA yMOB (1), 0OHe PIBHAHHSA € NiHINHO 3aneXHUM
Bil IHWMWX, OCKINIbKW BWKOHYETbCS LWe W ymoBa (3).
CtoBnelb 3MiHHUX CUCTEMU f CKnageHui 3 ycix 3HayeHb
MOTOKIB f;; MaTpuLi, ka OMNCY€e CUCTEMY, SAKi PO3MiLLIEH]
y NOpsSaKy MPOXOMKEHHA CTOBMUIB MaTpuui 3ropu
OOHM3Y, i 3niBa npaBopyy:

(6)
aMiHHMX n?2 —n. Tomy ceped 3MiHHUX MOXHAa BMAINIUTK
{7}, j € {1, ..., s}, AnpOBUX (HE3ANEXKHUX 3MIHHNX):
s=n?-3-n+1. (7)
Yei iHwi {x;}, i €{1,...,r}, € RiHINHUMKU YyHKUISMN
poas'siakiB {A;}.
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Bu3HayeHHs1 MHOXUHU poO38'si3kie cucmemu 0ns
Mepexi 3 n'amu 8y3sie. BU3Ha4eHHA MHOXWHU pO3B'sA3KiB
YTBOPEHOI CUCTEMM 3AINCHIOEMO, BWKOHYHOUM onepaLii
BifHIMaHHA paaKiB MaTpuui Ta NepecTaHOBKOK CTOBMLUIB
MaTpuLi, BHACMigoK Akl y niBii yacTuHi maTpui ||Al| 6yae
BUAINEHO OAMHWYHY AiaroHanbHy MaTpuLio, PO3MIpHICTb
akoi (2-n—1)x(2-n—1). 3ayBaxumo, WO BapTo
OOTPUMYBATUCb TaKoi NOTiKW: MiCAs BUKOHAHHSA onepadin
BiOHIMAHHS Yy [OEesikoMy CTOBMLi ManbyTHbOI OOUHWUYHOT
MaTpuLi 3anMWnTLCA NuLe ogHa oauvHuus. NepectaHoBKy
Cnif, BUKOHYBaTW TOAi, KON HACTYMHWI CTOBMNELb, SKUA Mae
OyTu CTOBMNLEM OOUHWUYHOT MaTpuL, HE MICTUTb OOMHULIIO B
noTpibHoMy psaky. Onepalis BigHIMaHHS CTOBMLIB MaTpuLi

1000leeee010001
el1o00le100000000
eol10lee100601000
ePo0l1leeel1000100
Po0010001000180
PPOO111100000080
PPPOPOEOPOO11110080
QP00 ROOOLROO 11
PPPOOPOOOOOROO
100000 06100 o
Dloeee|jleee 8OO ©
pol1eelel1e ee10 ©
peel10eleel eeo1 o
peeeclleee 1000 1
Pooeeo111-1000 -1
PeOeEOOOO 1111 O
PPOOOBOO POOO 1
POoOOEOOOO POOO O
10000 eo|elelleli]le e
@100 0 o|1-1/| 1llele e
20106 0 0| 1) 9| ©|le|j1 e
eee1eo0l|el 1l ellele 1
o000 1o0|el el 1lle]le e
e e o000 1|1l 1l-1lele e
cooooo|e| el llalz 1
coooo0o0lo| ol elllee
eeoo0e0|o|eoeee
_TI\

OFRPOODOOOORKr DR OOOOOFL,®

OrROFRFFPOIORFR O

He 3MiHIOE PpoO3B'A3KM YCiEl cucTemMu, a onepawis
nepecTaHoOBKN CTOBMIB MaTpULi MIiHSE MiCLUSAMM PO3B'SA3KN,
iHOEeKCU AKUX Y CTOBIML f 36iratoTbCs 3 HOMepamu CTOBIMLiB
MaTpuLi, LLO MIHSKTBCS MiCUAMN.

OTxXe, 3pyyHe pPO3MILLIEHHS 3MiHHWX CUCTeMU [Jae
MOXIMBICTb oApa3y BuAINMTM y MaTpuui ||Al] oanHuyury
AiaroHanbHy nigMaTpuuto po3mipHocTi n — 1 (puc. 1a, ge
HaBeZeHo MaTpuuio ||All ons mepexi 3 n = 5 Byanamu).

Oani moxxemo 36inbLUnTK paHr OAMHUYHOT MaTpuLi 6e3
nepecTaHOBOK CTOBMUIB MaTtpuui. Ona uboro noTpiGHO
nocnifoBHO BUKOHATK ABI onepauii: BigHATM Big psgka 6
psgok 5 (puc. 16); BigHATY Big psaka 2 psagok 6 (puc. 1B).
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Puc. 1. MNoyaTkoBWI eTan BUAINEHHS He3anexHyx po3s'askiB cuctemu (a Ta 6), NO3HaYeHHs NepecTaHOBOK CTOBMLB (B)

Mopanblue BMAINEHHS AiaroHanbHOT MaTpuui MOXHa
BWUKOHYBaTUW TiflbKK MiCAs MepecTaHOBOK CToBMUiB. Ons
maTpuui, 306paxeHoi Ha pwc. 1, noTpibHO BUKOHATK
nepecTaHOBKY TPbOX HACTYMHUX CTOBMLIB (7-1, 8- i 9-11),
O519 UbOro MoXHa BubpaTun 0yab-sKki Tpy iHWi cToBMUi, WO
MICTATBLCS NIBOPYY Bid HUX i SIKi MalOTb OAUHULIO B 7-MY,
8-my i 9-my psigkax BignosigHo. 3 nornsgy 36inbLIeHHSs
WBMAKOAIT anroputMy AOLINbHUM € BMOIp TUX CTOBMLIB,
SKi MaloTb MiHIManbHy KinbkicTb OAguHWUBL, W06 MNOTiM
3MEHLWNTN KiNbKICTb onepauin BigHiMaHHA. Takumu €
crosnui 10-n, 14-ni 18-n (puc. 1B).

Ha puc. 2a nokasaHo Burnsg matpuui ||A|l nicns
NnepecTtaHoOBOK CTOBMUiB. 3aKiHYMBLUM  NepecTaHOBKU
noTpibHO BigHATYM Big Nepwloro psaka 7-u, 8-n i 9-i pagku.
Ha puc. 26 6a4nmo KiHLEeBUIA pe3yrnbTaT NepeTBOPEHHS.
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OT)Ke, MaTpuud, AKy MU WyKanun Mmae BUrnag

IRlls =

-1 -1 - -1 -1 -1 -1 -1 -1
-1 0 0 1 -1 1 0 1 1 1 0
1.1 0 0 0 0 0 0 0 0 1
0o 0 1 0 1 0 1 0 0 0 O
00 0 1 0 0 0 1 1 0 o](@)
1 0 0 -1 1 0 0 -1 -1 0 0
01 1 0 0 0 0 0 1 0 O
00 0o 1 0 1 1 0 0 0 O
lo o o o0 0o o o 1 o0 1 1

MaTpuus |[R||s BM3Ha4ae niHiiHUIA 3B'A30K Mixk 11
A0POBVMMU 3MIHHUMU Ta iHWUMK 9 pO3B'A3KaMy CUCTEMMU.
[Mo3Haunmo onepauito BiAHIMAHHA i-ro i j-ro psiakis
Ak Su(i,j), a TixHo nepectaHoBky £k P(i,j). Togi
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MocnigoBHICTL MepeTBOpeHb AN MaTpuli, fika onucye
Mepexy 3 5 Byanamu MoXkKHa 3anucaTti y BUrnsgi

05 = Su(6,5) - Su(2,6) -» P(7,10) - P(8,14) »
P(9,18) - Su(1,7) - Su(1,8) — Su(1,9),
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abo KoMnakTHille
05 = Su[(6,5),(2,6)] = P[(7,10),(8,14),(9,18)] —»

su[(1,7),(1,8), (1,9)]. 9)
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Puc. 2. lNepecTtaHoBKa CTOBMNLUIB AN BUAINEHHSA AiaroHanbHOI OUHUYHOT MaTpuLi:
mMaTpuus nicns nepecTaHoBOK (a), KIHLEBWI pe3ynbTaTt nepecTaHoBok (6)

Pasom i3 BigHiMaHHAM psgkiB MoTpibHO Tak camo
BigHIMaTW enemeHTU cToBnusA ¥ y dopmyni (4), Toai sk
onepaLdii nepectaHoBOK CTOBMUIB MaTuLi ||A|| He 3amiHIoTb
noro. BignosigHO 00 po3TallyBaHHA ereMeHTiB CTOBMUSA
Us, onepauii BigHIMAHHS 3MiHATb Oro, YTBOPHOOYM Y
LIbOMY pasi CTOBMNeLb

rd, rdy, — (S3 4 54 + S5)]
d; dy +d;—s,
dy dy
ds| ds
bs:s = |d, |- bs = d; (10)
S2 S, —dy
S3 S3
S4 Sy
[ S5 | L Sg i

Onepauis nepecTtaHOBOK CTOBMUIB 3MiHUTb BEKTOP
3MiHHUX cucTemu: f — f, ane 3Ha4yeHHA eHTponii npu
LibOMY He 3MIHIOETbCS.

BiaTtak posB'aAskuM cuctemu yTBOPIOOTL AEAKUN NiHIMHNIA
nignpocTip 11-BUMIPHOrO MPOCTOPY HE3aNEXHUX 3MIHHUX
cucteMn AL = (A, 2y, ..., Aqq):

X As +

fo=- , (11)
5

ne Ej1x11 — OAVHMYHA JiaroHanbHa MaTpuus po3mipHOCTI
11, 5{1 = (0,0,0,0,0,0,0,0,0,0,0) — BekTOp, YTBOPEHWI i3
11 enemeHTiB, WO AOPIBHIOIOTL HYIHO.

OyeBMOHUM OBMEXEHHSIM Ha PO3B'A3KM 3agadi € Te,
LLIO MOTOKM MNOBUHHI MaTN HEBIA'€MHI 3HaYeHHs: f;; = 0. Lle
HaKnagae TakoX OOMEXEHHSI Ha 3HAaYeHHS He3aneXHuX
3MIHHUX CUCTEMM: ?\j > 0. BwuHukaTb TaKOX iHLWI,
HeTpuBianbHi 06MeXeHHs 3Ha4YeHb {?\j}, AKi 3a6e3nevyoTb
HeBiA'€MHICTb iHLWKX PO3B'A3KiB cucteMm {x;}:

{ 1L lrll -y < Bs(),i € 1, ...,93

A =0,j€(l,..,11}
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Ei1x11 011

(12)
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Anzopumm eu3Ha4eHHs1 po3e's3kie cucmemu Ossi
0do0einbHOI KinnbKocmi 8y31ig. Y3aranbH1UMO po3risiHy TN
MeTo OS89 CUCTEMW AOBINbHOIO NOPSAKY.

B pesynbTaTi nepwux ABOX onepauin BigHIMaHHS
pPAOKIB  BUAINSATb  OAWHWYHY  [AiaroHanbHy MaTpuuio
po3MipHocTi n+ 1 (6 ona MaTpuui, Wo 300paxeHa Ha
puc. 1). BkasaHi onepadii € ogHOTUNHI ANa Mepex i3 0yab-
AKOK KiMbKiCTIO By3niB. [lpyyoMy Homepu psgkis, WO
BiHIMaOTbCH Ha nNepLUOMY KpoLi JOpiBHIOWTb n + 1 Tan,
a Ha gpyromy kpoui — 2 Ta n+ 1. OTxe, Ans mepexi
[OOBINBHOrO MOPSAAKY Ui ABi onepauii MoxHa 306pasuntun y
cumBonbHOMY — BUrnsal sk Su[(n+ 1,n), (2,n + 1)].
QOueBMAHO, WO KiNbKiCTb ornepaLii nepecTaHOBOK CTOBIMLIB
ctaHoBUTbL 2:n—1—(n+1) =n—2. 3ayBaxumo, LO
HOMepW  CTOBMUiB, SKi  nepecrtaBnsemMo  niBOpyY,
nocnigoBHO 30iNbLUYOTECA, MOYMHAYM i3 CTOBMUS 3
HomepoMm n + 2. CToBnUi, AKi NepecTaBnsgemMo npaBopyM,
MOXYTb OyTW OOBINbHUMK, ane Ans 3py4YHOCTi peanisavii
anropuTMy BUGMpPaEMO Ti, O MICTATb TiNbKU ABi OOUHML:
B MEPLUOMY PSIAKY | B TOMY psiAKy, SIKUA MICTUTb HacTymnHy
OAMHULO diaroHanbHOi MaTpuui. BusHaumtn Homepum
TaKMx CTOBMUIB MOXHa, SIKLLIO NpoaHanidyBaTu CTPYKTypy
novatkoBoi Mmatpuui. Lle cToBnui, HoOmepwu  SKUX
yTBOpOKOTbL  MocnigoBHictb {2-n+i-(n—1)}, pne
i —MOCNIAOBHUIN HOMEpP CTOBMUS, SKUW NepecTaBrsemo,
i €{1,2,..,n—2}. BigTak Ans mepexi AOBIfIbHOro NMopsiaKy
CUMBOJbHE MO3HAYEHHs! ornepaLiil nepecTaHOBOK MOXHa
nosHawnt, sk [[EZP(n+i+12-n+i-(n—1)), fe
cumvsoriom []I? NMo3HayeHo TMOCIiJOBHE BUKOHAHHS
onepauin i3 3miHHUM iHOekcom i € {1,2,..,n — 2}. Micnsa
onepaLiii nepecTaHOBOK NOTPIOHO BUKOHYBAaTW BifHIMaHHS
psaka 3 HOMEpOM CTOBMUSA, IO MNEepecTaBnseTbCs Bif
nepworo psigka Tabn. 1 (pwuc. 26, BignoBigHi cTOBMUI
BUOINNEHO 4YEpPBOHMM  KOMbOPOM), Y  CUMBOJIbHOMY
No3Ha4YeHHi onepadii BigHIMAHHA MOXHa MNO3HAYMTU SK
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[I2S(1,n+i+1). Omke ysaranbHeHa dopmyna
BMKOHAHHS onepawiin anroputMy Mae BUMMsA

Sin+1,n),2n+ D] > [[E2Pn+i+12n+i(n— D] > [[2SA,n+i+ 1. (13)
Takum cnocobom noyatkoBa matpuus ||A|| po3ginutecs [IRll, ska € ocHOBOW ANs NoAanbLIOro BU3HAYEHHS
Ha [ABi  YaCTWHW: TiBOPYY YTBOPHOETLCA  OAMHUYHA pO3B'A3KiB cUCTEMM:
JiaroHanbHa MaTpuLs, a NpaBopyy — 3anuLKoBa MaTpuus
Al zn-1yxn-(n-1) = IEll @n-nx@n-D IRl @n-1)x(n2-3n+1). (14)
PosmipHicte maTtpuui |[R|| Bu3Ha4vaeTbcs KinbkicTio MigctaBnatoum 3HaveHHs {v;}, 3HaxXoOMMO 3HAYEHHS
He3aneXHUX PiBHAHb CUCTEMMW | KiMbKICTIO He3anexHnx {b;}, BUpaxeHi Yepe3 noyaTkoBi yMOBM 3ajavi:
3MIHHMX: ' ( bi=dy =Y 50
dLm(”R”):(Z'n—I)XS (15) b2=d1+d3_52
EnemeHTn matpuui ||R|| MoxyTb HabyBaTu nue Tpu b; =d;j;1,i €{34,..,n—1} (18)
3HaYeHHs: b, =d, )
ry €(-101},i€{12..2-n—1},j €{12,..,s}. l by = 5, — dy
BpaxoBylouu Tinbku onepadii BigHiManHs, i3 (popmynm by =s;,i €{34,..,n}
(13) B13HAUYMMO KOeILiEHT BiNlbHUX AOAAHKIB Z,’n; MHOXWHY PO3B'A3KIB yCiel cUCTEMWN MOXHaA 3anucaTtu y
by =v,i#{1,2n+1} BUMSAAI MaTPUYHOIO PIBHAHHS:
bl =V - Z?=_12 Vit2 . (17)

by = vy — (Vpy1 — V)
b1 = Vpyr — Vg

2 IRIl 2 - B
(2n-1)x(n“-3n+1 b
fo = ( I XKy + |2 (19)
E 0,2
(n?2-3n+1)x(n?-3n+1)||, n2-3n+1

3HaueHHs He3aneXHUX 3MiHHUX (Aq,A;, ..., Ag) MOBUHHI — KiNbKICTb BY3riB Y Mepexi, To4i BUKOHYETbCA CTaHAapTHa
3abesneyyBaT BUKOHAHHSA YMOBMW HEBI4'€MHOCTI MOTOKIB yMOBa HOPMYBaHHS:

. .z . . n Zn—l norm _ { 22
YCiX MOTOKIB f, Y Mepexi. I3 Lporo cnigyoTe 0OMeXeHHs i=12j=1 Jij =1 (22)
Ha poss'sskm cuctemun {4;}, BuknageHi y BuUMSA] fKa BMWKOHYETbCH, KOSIM EHTPOMis BU3HAYaETbCH 3a
HepiBHOCTEW: MNMOBIPHOCTAMM  CTaHiB  cucTemMu. ToMy  MOXIVBE

{Zj_l 1 A < by fori€{1,2,..,2-n—1} BMKOPUCTaHHA aHanorii MK iHTEHCUBHICTIO MOTOKIB MiX
N (20) OesKMMU By3namy Ta WMOBIPHICTIO CTaHy cucTtemu, B
i=>0forjef{1,2,..,n2-3- 1 f ’
4z 0forj€{1,2,...,n* =3 n+1} SAKOMY peani3yeTbCs Lie 3HaYeHHS.

Bu3Ha4eHHs1 onmuMasibHO20 CmaHy cucmemu Oani BuKkopucToBYyeEMO norapudmivyHy Mipy Ans
eHmponitiHumM Memodom. Matouy aHanmiTUYHWUIA BUrNAg BM3HaYeHHs eHTponii (3a aHanorieto 3 eHTPOMNIE0 CUCTEMM,
poO3B'A3KIB  CMCTEMM, MOXEMO MOCTaBUTM  3agdady sika BU3Ha4a€eTbCA 3a VMOBIPHICTIO i CTaHiB):

BM3HAYEHHs1 OMTUMAarnbHOro 3HayeHHs eHTponii. EHTponis n vn-1fij fij
) ; o E=-=-Y" Y"1 log, (). (23)

Mepexi 3 iHdopmauiiHuMM noTokamu Moxe OyTu J=1 s, So
BM3Ha4YeHa Ha OCHOBi HOPMOBAHOIO 3HAYEHHS MOTOKIB, Ona nojanblioro aHanisy 3MiHUMO  MOCRiAOBHY
cyma SKMx And BCiEi MmaTpuui MOTOKIB piBHa 1. HyMepaujilo MHOXWHM pPO3B'A3KIB CUCTEMMU, BUAINMBLLN

T = fi:/So, (21) OKpemo HeaaneiKHi 3MiHHI (A1, Ay, ..., Ag):
[e fij — 3HauYeHHs MOTOKY MK Bysnamu i Ta j, fo = (1, %2, s Xam-1,A1, Az, s As), (24)
i7°"™ — HOPMOBaHe 3Ha4YeHHs MOTOKY MK By3namu i Ta j, e posB'saskn {x;} MOXyTb OyTW BMU3HAYEHi 3 MaTPUYHOrO
H i i —_yn n-1 i i MiHiINHOT i i -
5'0 — CyMa BCIX NOTOKIB y Mepexi: 50 = izlzj: fijv TYyT N PIBHAHHA Y BUNAQI NIHINHOI KOM6IHaLI,II He3aneXXHnxX 3aMIHHUX:
Xp=—XiqTu M+ b i €{1,2,..,2:n—1}. (25)
Topai Bupas ang eHTponii Mmatume BUrNAS
— 1 y2n-1 . Xi 1 vs 3 As\ _

E=—5 B2 x log, (3) — & Ziaa s - log; () = B + Bz (26)

3 ornsggy Ha BuWe HaBedeHi opMynu, MOXeMo g max E =EQy 2, o A1, Ag)

1425 0fts—100As

3poOUTH BUCHOBOK, LLIO €HTPONMIiS € PyHKLIE He3anexHuX
(5ApOBUX) 3MIHHMX CUCTEMMU:
E =EM, Ay, o, Ag_1, As). (27)
[ani wykatumemo cTaH Mepexi, B SIKOMy eHTponis
HabyBae MakcyMarnbHe 3HayeHHs 3  ypaxyBaHHAM
obmexeHb  (20). OnTumisauiiHa 3agaya  MOLLYKY
PIBHOBa)XHOrO ~ CTaHy BCiel  mepexi Moxe Oytn
copMyrboBaHa Tak:

subjectto 7_; 75+ A; < b; forj € {1,2,..,2-n—1}. (28)
A =0forie{1,2,..,s}

BigTak anga BM3Ha4YeHHS ONTUManbHOrO cTaHy Mepexi
BM3HAYMMO YaCTUHHI noxigHi eHTponii E(Ay, A, ..., As_1, Ag)
32 KOXXHOI He3arnexHot 3MiHHOW A; € {Aq, Ay, ..., Ag_q, Ag).
Ona 3pydHOCTi BM3Ha4YaTMMemMO MoOXigHi eHTponii Big
E;(A4, Ay, o, As_1, Ag) T@ Eo (A4, Ay, .., Ag_1, Ag) OKpEMO (26):

= T logs ()] = — B 5 [ loga ()], (29)

97
ISSN 2707-1758



Information Systems and Technologies Security, No 1(9)/2025

oE ] 1 s 1 «s 0 A
a_xj:a_x,[_g Lk loga ()] = -5 =152, 2 tog (52)] (30)
3HarigemMo NoxifHi Big KOXHOro ,qo,u,aHKa (29)i (30): Hani n|p,CTaBnﬂeM0 (31) i (32) y (29)i (30), i popaemo
0B,

ai [ logz( )] =1y | +log; ( )] (31) BMPA3N AN NOXIAHNX 2ot f”v L2 oy

aT,. A -log, (s_;)]=6i,- —+log, (3 )] (32)

Ae §;; cuvson KpoHekepa: §;; = 1 fori = j, §;; = 0 fori # j.

OE [ﬁﬂogz(%)] 1 y2n-1 L = Yh=1 ik Atbi
e = T g Ty [+ o, (FEERR)] (33)
2
Tak camo 3Haxoaumo NoxigHi 4pyroro nopsaky o ax
9%E 1 1 -1 T
anon;  Inzis, {Aj 8y + Xiy bi=Y5 1 ik M) (34)
abo
9%E 1 1 2n—1TyTil
anon;  Inzes, {Aj 8 + 2iss x; (35)
PesynbTaTtn LMKMIYHIA nepesipui ymoB (1) Ha 3HaYEHHS He3anexHuX
Bu3Ha4eHHs1 MHOXUHU UYinlo4ucesibHUX po3e'si3Kie 3MiHHMX, | B pasi X TreHepyBaHHs LiNOYMCENnbHUX
cucmemu. 3agava BU3HAYEHHS BCiET MHOXMHWN pO3B'A3KIB po3B'A3kiB 3agadi. Ane y 3B'A3ky 3 004MCMOBarNbHOK
cucTeMy € AyXe CKnagHow 3 nornggy wsuakodii Ta CKNaHICTIO, KPOK BWU3HAYEHHSA 3HaYeHb He3anexHux
NOTYXXHOCTi 06YMCrOBanbHNX pecypciB, Aki HeObXiaHI Ans napamMmeTpiB BapitoBaBcs Big 2 40 5 3anexHo Big nopsaky
il po3B'a3aHHA. AnroputM Ui€i 3agadi rpyHTYETbCA Ha cuctemun. Y Tabn. 1 HaBeaeHo pesynbTaT 06YMCIEHD.
Ta6bnuuys 1
Pe3ynbTaTy BU3HaYeHHA NiOMHOXWUH po3B'A3KiB cuctemmn ia n =3, 4, 5i 6 By3nis
Mopspok cucremu, Kpok BubGipku . . s CepefHe MakcumanbHe
X . .| KinbkicTb po3B'A3KiB
noY4yaTKoBI yMOBU 3agaul He3anexHunx napameTpiB 3Ha4YeHHA eHTponil 3Ha4YeHHA eHTponii
n=3, So=1000 1 1499 1,21 2,42
20 1125 1,7 3,40
n=4, So=1000
10 33469 1,75 3,41
n=5, So=1130 50 3517 1,99 3,97
n=6, So=1580 80 899 2,22 4,44
OuyeBMOHO, IO MOLUYK PO3B'A3KIB METOAOM LIMKITIYHOI BM3Ha4Yanu 3 AesknuMm KPpOKOM AucKpeTusauii y npocTopi
nepesipkn ymoB (1) 3Ha4YHO OBMEXYE MOXIUBICTb MOroO {7\]-}. Tomy onTMManbHWUA PO3B'A30K, ANS SKOro peanisy-
3acTocyBaHHA AnA 3ajav4 BMCOKOI PpO3MIPHOCTI (n > 7). €TbCs rnobanbHU Makcumym eHTponii, y 6inblocTi
Tomy 3anniIaeTbCA BIAKPUTUAM MUTAHHSA NPO MOXIMBICTH BUMNALKIB MPOMYLLEHO, XO4a CTaH CUCTEMU € HABMVKEHUM
edEeKTMBHOIO MOLLYKY xo4a 6_9,u,Horo po3B'A3Ky 3anadi Ans [10 PIBHOBAXHOTO.
3acTocyBaHHA  ONTUMISALIVHNX ~ anropuimis  Ans [N TOYHOTO BW3HAYEHHS NOGANBLHOrO MaKCUMyMy

po3B'A3aHHA 3a4ady 6inbLu po3mipHocTi (n > 7).
BusHnayeHHs1 onmumasibHO20 cmaHy 3 Makcu-
MaJsibHUM 3Ha4YeHHSsIM eHmponii Ha OCHO8i aHanimu4YHuUx
eupa3sie. OCKINbkM MeToA BW3HAYEHHS BCIET MHOXWHN
po3B'A3KiB NOTPebye 3HaYHUX OBUMCIIOBaNbHUX Pecypcis,
abo 3Ha4yHWX BUTPAT MALUMHHOIO Yacy, TO PO3B'A3KM

eHTponii BUKOPUCTOBYEMO BIacTUBICTb YHIMOAAMNbHOCTI
uiei dyHkuUil. HaBepemo 6e3 goBeneHHs ABi nemu, sKi
[03BOMNATE 3pOOMTM BUMCHOBOK MPO Te, WO eHTpOonis €
yHimoganeHoto (Shahar, Alfassi, & Keren, 2022).

Nema 1. Cyma yHiMoganbHUX OyHKLUIN BUrnaay

(b'-—r'--k') DiimriiA; A
fj(}\) T tisotil.logz(usou /)_S_Jlgz( )
bij = bi = L=tk Tik * M J € {1, ..., s}
€ YHIMOAAsIbHOK (PYHKLIED 3MIHHOIT A;. OfHUM i3 KpuTepiiB 36KHOCTI MeToAy € BM3HAYEeHHS
Nlema 2. BaratoBumipHa dyHKUiIA f(Aq,..,As) € HOpPMU rpafieHTa Ha KOXXHOMY Kpoui iTepauii. [ina usoro
YHIMOZanbHO yHKLIEH. BUKOPUCTAHO €BKMiJOBY Mipy BiACTaHi i JOBXWHN BEKTOpa
NS  3HaxomKeHHS ONTUMAanbHOTO CTaHy Mepexi y 6araToBMMipHOMY NpPOCTOPi:
MOXeMO [Jarni 3acTocyBaTu 4MCerbHi MeToau, a came
MeTop, Apyroro nopsaky — metos HetoToHa: |VE| = (38)
A+ = 300 — (J|H]|00) ™ % VE®), (36) ) )
IHIl — wmatpuus Fecce (rediaH) wo ckmageHa 3 [ns HaiMeHW cknagHoi cuctemum n=3 Ha puc. 3
. P . ’ 306paxkeHO rpadpikv eHTponii, nepLoi i gpyroi noxigHux,
noxigHux gpyroro nopsaky (33): :
06YMCIEHMX HAa MHOXWHI 3Ha4YeHb €QUHOrO napamMeTpa A
[|H| = ”ax o, (37) ansa cucteMu i3 S, = 100.
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. ) )3
Puc. 3. EHTponis E(A)Ta noxigHa o aons cuctemm n = 3
YucenbHWUn MeTon MoKasye OyKe Xopolly 36ibKHICTb: npouecy 300paxeHo Ha puc. 4a, fie NokaszaHo 064YMCEHyY
ONS  BM3HAYEHHS OMNTMMAarbHOrO 3HayeHHs [AOns  BCiX eHTponito, i Ha puc. 46, Ae Noka3aHO HOPMY rpafieHTa Ha
pocnigkeHnx nopsgkis cuctemu (n = 3, 4, 5, 6) goctaTHLO KOXXHOMY KpoLii iTepalii.

BCbOro 5 iTepauin metogy. PesynmbTaTty iTepauinHoro

0.06 4

0.05

0.04

0.03 1

MNorm of the gradient

0.02

Norm of the gradient

oy
]
T

1 2 3

Number of iterations a Number of iterations 6

Puc. 4. 36ixHicTb MeTody AN cuctemmn gocniaxeHoi posmipHocTi (n = 3, 4, 5, 6): a — eHTponis; 6 — HopMa rpagieHTa

3ayBaxmmo, WO 3anexHo Big BuOOpy no4vaTkoBOI 3HayeHHs. [1paBuIbHICTb Takoro pesynbTaTty NiagTBEPaAXY-
TOYKM arnropuTM, SKUA OCHOBaHWA Ha 3aCTOCYBaHHI I0Tb CTATUCTUYHI PO3NOAINKM eHTponii, SKi ogepXaHi Hamu
meTody HblOTOHA, MOXe BM3HAUYUTU Kiflbka PiBHOMPaBHUX Ha OCHOBI MHOXWHM pO3B'A3kiB cuctemun (Tabn. 1). Ans
pO3B'A3KiB, ONS SKMX EHTporia Mepexi Mae OAHaKOoBi Mepex i3 3, 4, 5 i 6 Bysanamm Ha puc. 5 nokasaHo
3Ha4veHHs. Lle MoxHa 3p0o3yMmiTu, SKLLO 3BaXUTU Ha Te, Lo rictorpamu 3Ha4yeHb eHTponii, po3aineHi Ha 10 iHTepBanis.

abconoTHe  3HaYeHHs rpa,qieHTa Mae [OocuTb Mani
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n=3
2r--------=-=-=--"—---—-- - = —-——-=-=-=--=
1 1 1 1 1 1 1 1 1
1 1 1 1 1 1 1 1
1 1 1 1 1 1 1 1
0f+--r--1--a--=-1=-=----r--71- |
R 1 1 1 1 1 1 1 1
;_:"';' 1 1 1 1 1 1 1 1
T Y O N —
g 8 1 1 1 1 1 1 1 1
g 1 1 1 1 1 1 1 1
= 1 1 1 1 1 1 1 1
o bt --1--71--A---m--F--r--71- -1
8 1 1 1 1 1 1 1 1
T 1 1 1 1 1 1 1 1
S B R R e T L -
H 1 1 1 1 1 1 1
=z 1 1 1 1 1 1 1
1 1 1 1 1 I 1
2T --T--1--Aa--Cim- - —im
1 1 1 1
1
0 T T T T T T T T |
2 205 21 215 22 225 23 235 24 245

Entropy

n=5

1
B il ST
1
1

Normalizec frequency,

36 37 38 39 4 4.1
Entropy

Normalizec frequency,

31 32 33
Entropy

Normalizec frequency,

4 42 44 46
Entropy

Puc. 5. Tictorpamu posnoginy eHTponii ans mepexi 3 3, 4, 5 i 6 Byanamu,
nobyaoBaHi Ha OCHOBI MHOXUHU LIiNMOYMCENbHUX PO3B'A3KIB i3 noginom Ha 10 iHTepBanis (Tabn.1)

Po3B'a30k onTumisauinHoi 3agadi, WO OCHOBaHUW Ha
aHaniTMyHux Bupasax (29) i (33) mae oyeBuaHi obme-
KeHHs: A # 0, jE€{1,2,...,s} i x #0, j€{12,..,.2n—1}.
Ane B 3aranbHilt nocTaHoBL 3aaadi (28) HynboBi pO3B'A3KK
€ ponyctumymMun. Tomy pAns Ginbll CTPOroro MoLuyky
PO3B'A3KYy 3a4adi BapTO OKPEMO npoaHarnisyBaTu 3Ha4eHHS
EeHTpONii y TOYKax, L0 € BepLUMHAMW OMYKIOi MHOXWUHU Y
S-BYMIPHOMY MPOCTOPI HE3aNEXHUX 3MIHHUX {Aj}, ae Ay =
0 gnsa peskmnx t € {1,2,....s} abo x,, =0 ana gedkux
te{1,2,...2n-1}.

Ouckycis i BACHOBKM

BHacnigok npoBefeHnx AOChiOXEeHb PO3B'A3aHO Taki
3agavi:

e pO3pobBMNeHo anropuTM BU3HAYEHHS  MHOXMWHU
LinoyncenbHUX po3B'A3KiB 3agavi (4), ski BianosigalTb
ymosam (1) i (3);

e OJepXaHO aHaniTU4Hi Bupasn Ons eHTponii, fK
yHKUT 3MiHHMX {A; };

e OfepXaHO aHaniTu4Hi Bupasu [gns rpagieHTta
EeHTponii, BU3HA4YEHOro y NPoCcTopi SAPOBUX 3MIHHUX {?\j};

e OJepXaHo aHaniTU4Hi BMpasu Ana BCIX APYrux
noxiaHuX Big eHTponii y npocTtopi {Aj}, AKi yTBOPIOOTb
maTpuuto Necce;

e Ha OCHOBI rpagieHTa eHTponii i il maTpuui Mecce
po3pobneHo anroputM BU3HAYEHHS CTaHy Mepexi, B
akoMy i eHTponis HabyBae MakcMmarnbHe 3HaveHHs
(Politanskyi et al., 2022).

ISSN 2707-1758

Mepepaxyemo nepeBarv po3pobrneHoro meToay.
Mo-nepwe, uUe € LWBMAKOAIA BU3HAYEHHS 3anMULLKOBOT
maTpuui. Ons matpuui 3 n = 10 By3nie, matpuus IRI
po3mipHicTio  19%71 0o0YMCniOETbCS  3a  JOMOMOroH
3BMYAMHOrO MepcoHanbHOro Komn'totepa 3a 4ac, Wo He
nepesuwye 0,5 c. T[lo-Opyre, BUKOHYETbCSA Xopolua
30iXHICTb iTepauiiHoro npouecy, fika Ans AoCnigkKeHUx
po3MipHocTen (n = 3, 4, 5, 6) NpakTUYHO He 3anexuTb Big
nopsigky cuctemu, i TOMy Lel npouec He noTpebye
3HAYHMX BUTPAT 0OYUCIOBANbHUX NOTY>KHOCTEW.

OueBunaHOW NPobNEMOI 3aCTOCYBaHHS aHanNiTUYHOTO
MeTozy € BiBip nouaTkoBoro poas'siaky 3agadi (A® y (36)).
Ona uboro BMKOPUCTOBYEMO anroOpuTM BU3HAYEHHsI
LinovncenbHNX po3B'A3KIB CUCTEMW, OMUCaHUM BULLE.
BHacnifok 3Ha4HOT KinNbKOCTi BKNaaeHuX LMKNiB nepesipkn
yMOB 3agadi (28), ue pocuTb cknagHa 3agadva, ska
notpebye 3Ha4YHMX BUTPAT MALUMHHOIO Yacy HaBiTb AN
MOLIYKy €OMHOrO PO3B'A3Ky 3adadi. TOMy BU3HAYeHHS
NMoYyaTKOBOrO PO3B'A3Ky A9 ONTMMI3aUiiHOT 3agadvi Mae
BUpILLANbHE 3HAYEHHS ANS 3aCTOCYBaHHS anroputmy y
cMcTemax, PO3MipHICTb KX NepeBULLYE 7 BY3niB.

BHecok aBTOpiB: PycnaH [NonitTaHcbknin — KoHLenTyanisawis;

meTogororia; BaneHTuH JleciHcbkuii — aHania  mkepen,
nigrotyBaHHa ornagy nitepatypu; Ceprivi lanok — aHanis
TeopeTuYHMX 3acap A[ocnimkeHHs; Adapin Kymbko — 36ip

eMnNipuYHMX AaHux Ta ix Banigauis; emnipuyHe AOCHiIAXEHHS.



be3mneka indopmanirtanx crcrem i TexHosorin, No 1(9/2025

[Dxepena ciHaHcyBaHHA. Lle gocnigkeHHs He oTpvmarno
XKOOHOro rpaHTy BiA (iHAHCOBOI YyCTaHOBM B [AepXaBHOMY,
KOMepLjinHOMYy abo HEKOMEPLINHOMY CeKTopax.
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METHODS FOR DETERMINING THE EQUILIBRIUM STATE OF A NETWORK
WITH GIVEN FLOWS IN NODES OF INFORMATION NETWORKS OF CYBER-PHYSICAL SYSTEMS

Background. The multidimensionality of cyberspace and the high level of informatization of critical infrastructure objects, both in
Ukraine and globally, pose a threat to humanity at the global level in the foreseeable future. The situation is complicated by the fact that critical
infrastructure objects, which operate within a unified information space and support a wide range of modern information technologies, remain
vulnerable to new types of threats, despite tremendous efforts to counteract external cyber intrusions.

Methods. It has been identified that the study of complex systems employs modern mathematical methods such as topology, graph
theory, and linear algebra.

Results. The entropic method for analyzing complex systems has found wide application in practical problems related to the study of
natural, technical, and cyber-physical systems. This method has long been used to develop efficient systems for coding, encryption, and
information protection. With the increase in computational power, the practical value of researching dynamic systems — including those based on
entropy — has grown, as entropy serves as a good indicator for selecting certain states of a system from the set of all its possible states.

Conclusions. Since the study of structures and general patterns is common across many branches of science and technology, tasks
of a general nature — where the specific nature of the system is not taken into account — remain relevant. This study presents an algorithm for
determining the state of a multi-node information flow network in which its entropy reaches a maximum value. The algorithm is based on analytical
expressions for entropy and its first and second derivatives, derived by the authors and defined on the set of kernel solutions of a system of linear
equations to which the original problem is reduced. Experimental results are presented for determining the solution set and solving the
optimization problem of finding the state with the maximum entropy value for networks with 3, 4, 5, and 6 nodes. Possibilities for further
improvement of the method for calculating more complex networks are analyzed.

Keywords: software complex, network traffic, matrices, graphs, entropy, Hessian matrices, submatrix.
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