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# -------------------------------------------------------------------- 
# Параметри завдання  
# Збитки за одну атаку (у доларах США) 
loss_per_attack = { 
    "High": (1e6, 500e6),      # Критичний рівень 
    "Medium": (50e3, 500e3),   # Середній рівень 
    "Low": (200, 10e3)         # Низький рівень 
} 
 
# Програма на Python, яка використовується для розрахунків 
 
# Кількість атак 
attacks_range = { 
    "High": (1, 24),           # Критичний рівень 
    "Medium": (10, 250),       # Середній рівень 
    "Low": (300, 3250)         # Низький рівень 
} 
 
# Процент нейтралізації атак (у частках) 
protection_efficiency = (0.99, 0.999)  # Від 99% до 99.9% 
 
# Розрахунок загальних збитків 
def calculate_losses(loss_range, attack_range, protection_range): 
    

# Розрахунок кількості пропущених атак 
    min_attacks = attack_range[0] * (1 - protection_range[1])  # Мінімум атак, які 

# прорвались 
    max_attacks = attack_range[1] * (1 - protection_range[0])  # Максимум атак, які 

# прорвались 
     
    # Розрахунок збитків 
    min_loss = min_attacks * loss_range[0]  # Мінімальний збиток 
    max_loss = max_attacks * loss_range[1]  # Максимальний збиток 
     
    return (min_loss, max_loss) 
 
# Розрахунок для кожного рівня ризику 
total_losses = {} 
for risk_level in loss_per_attack.keys(): 
    total_losses[risk_level] = calculate_losses 

( 
        loss_range=loss_per_attack[risk_level], 
        attack_range=attacks_range[risk_level], 
        protection_range=protection_efficiency 
    ) 
 
# Загальні збитки по всіх рівнях 
overall_min_loss = sum(loss[0] for loss in total_losses.values()) 
overall_max_loss = sum(loss[1] for loss in total_losses.values()) 
 
# Вивід результатів 
total_losses, (overall_min_loss, overall_max_loss) 
# -------------------------------------------------------------------- 
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